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"Notification endpoint" is only needed in the first authenitcation request. In the subsequent messages (when multiple round trip used) it is not needed. So, this should be marked as Conditionally required.

"Authorization Data container" is not present in a failure response. Hence, this should be conditional required in output

"Service Level Device Identity" is present in both Mandatory and conditional. It should be removed from the conditional section.

Additionally "NFType" is mandatory as per stage 3 specification in Nnef_Authentication_AuthenticateAuthorize service operation.

Authentication Session Correlation Id should be removed from the output of NEF/AF Authentication_AuthenticateAuthorize service, as the notification correlation Id is used to identify authentification session.
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FIRST CHANGE
[bookmark: _Toc91142000]4.4.1.1.2.2	Nnef_Authentication_AuthenticateAuthorize service operation
Service operation name: Nnef_Authentication_Authenticate_Authorize
Description: Provides the authentication and authorization result of the Service Level device Identity.
Input, Required: Notification endpoint, Service Level Device Identity (i.e. CAA-Level UAV ID) for authentication, GPSI, NF Type.
Input, Conditional Required: Notification endpoint (required for initial authentication request), DNN, S-NSSAI (in case the consumer NF is SMF).
Input, Optional: Service Level Device Identity (i.e. CAA-Level UAV ID) for re-authentication, Authorization Server Address (i.e. USS Address), PEI, UE IP address (in case the consumer NF is SMF), authentication/authorization container provided by UE, UAV location.
Output, Required: Success/Failure indication, Authorization Data container, Authentication Session Correlation Id.
Output, Conditional Required: Authorization Data container, Indication whether the PDU sessions associated with the "DNN(s) subject to aerial services" can be released [Required for re-authentication failure].
Output, Optional: None.
NEXT CHANGE
[bookmark: _Toc91142006]4.4.1.2.2.2	Naf_Authentication_AuthenticateAuthorize service operation
Service operation name: Naf_Authentication_AuthenticateAuthorize
Description: Provides the Authentication and Authorization result of the Service Level Device Identity (i.e. CAA-Level UAV ID for UAS).
Input, Required: Notification endpoint, Service Level Device Identity for authentication, GPSI.
Input, Optional: Notification endpoint (required for initial authentication request), Service Level Device Identity for re-authentication PEI, UE IP address, authentication container provided by UE, UAV location.
Output, Required: Success/Failure indication, GPSI, Authorization Data container, Authentication Session Correlation Id.
Output, Conditional Required: Authorization Data container, Indication whether the UAS service related network resource can be released [Required for re-authentication failure]
Output, Optional: None.

NEXT CHANGE
[bookmark: _Toc91142038]5.2.5.1	General
Authorization for C2 is required when a UAV establishes a user plane connection for C2 operations, i.e. to deliver messages with information of command and control for UAV operations from a UAV-C or USS to a UAV or to report telemetry data from a UAV to its UAV-C. Two sides of C2 communication, i.e. UAV and UAV-C, belong to the same UAS.
A UAV shall be authorized by the USS to use a PDU Session/PDN connection for C2. Authorization for C2 includes the following:
-	UAV- toUVAC UAV-C pairing authorization: Authorization for pairing with a networked UAV-C or a UAV-C that connects to the UAV via Internet connectivity, before the UAV and the UAV-C can exchange C2 communication. One UAV can be paired with only one UAV-C at the any time. One UAV-C may be paired with one or more UAVs at the same time.
-	Flight Authorization: Authorization for flight when UAV also provides Flight Authorization information.
C2 authorization may be carried out:
-	During the UUAA procedure (if UUAA is carried out at PDU session/PDN connection establishment) as described in clause 5.2.3 when the UAV requests establishment of PDU Session/PDN connection for connectivity.
-	During PDU Session Modification/ UE requested bearer resource modification when the UAV requires to use an existing PDU session/PDN connection to exchange C2 communication related messages.
-	During a new PDU Session/PDN connection establishment, if the UAV requires to use a separate PDU Session/PDN connection for C2 communication.
END OF CHANGES

