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[bookmark: _Toc91140448][bookmark: _Toc70079006][bookmark: _Toc66391719]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK4][bookmark: OLE_LINK3][bookmark: OLE_LINK2][bookmark: OLE_LINK1]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.146: "Multimedia Broadcast/Multicast Service (MBMS); Stage 1".
[3]	3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1".
[4]	3GPP TS 22.261: "Service requirements for the 5G system".
[5]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[6]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[7]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[8]	3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description".
[9]	3GPP TS 38.300: "NR; Overall description; Stage-2".
[10]	3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE)".
[11]	3GPP TS 26.348: "Northbound Application Programming Interface (API) for Multimedia Broadcast/Multicast Service (MBMS) at the xMB reference point".
[12]	3GPP TS 23.003: "Numbering, Addressing and Identification".
[13]	3GPP TS 26.346: "MBMS: Protocols and Codecs".
[14]	Void.
[15]	3GPP TS 38.413: "NG Application Protocol (NGAP)".
[16]	3GPP TS 38.401: "NG-RAN; Architecture description".
[17]	3GPP TS 29.244: "Interface between the Control Plane and the User Plane Nodes; Stage 3".
[18]	3GPP TS 26.502: "5G Multicast-Broadcast User Service Architecture".
[19]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[zz] 	3GPP TS 33.501: "Security architecture and procedures for 5G system".
* * * * Second change * * * *
[bookmark: _Toc66391729][bookmark: _Toc70079019][bookmark: _Toc70929964][bookmark: _Toc70079020]5.3	Service-based interfaces, Reference point and functional entities
5.3.0	Service-based interfaces
The 5G System Architecture for MBS contains the following service-based interfaces:
Nmbsmf:	Service-based interface exhibited by MB-SMF. Further details are described in clause 9.1.
Npcf:	Service-based interface exhibited by PCF. Further details are described in clause 9.2.
Namf:	Service-based interface exhibited by AMF. Further details are described in clause 9.3.
Nnef:	Service-based interface exhibited by NEF. Further details are described in clause 9.4.
Nmbsf:	Service-based interface exhibited by NEF. Further details are described in clause 9.5.
 * * * * Third changes * * * *
6.9.1	MBS Session Context
The MBS Session Context contains all information describing a particular MBS session in the 5GS and is created in each node involved in the delivery of the MBS data.
The content of the Multicast MBS Session Context is described in Table 6.9.1-1.
Table 6.9.1-1: Multicast MBS Session context
	Parameter
	Description
	NG-RAN
	AMF
	SMF
	MB-SMF

	State
	State of MBS session ('Active' or 'Inactive' or 'Configured')
	X
(note 2)
	
	X
(note 2)
	X

	SSM (source specific IP multicast address)
	IP multicast address identifying the MBS session.
	
	
	X
(note 1)
	X
(note 1)

	TMGI
	Temporary Mobile Group Identity allocated to the MBS Session.
	X
	X
	x
	X

	Area Session Identifier
	Used for MBS session with location dependent content. When present, the Area Session Identifier together with the TMGI uniquely identify the MBS Session in a specific MBS service area.
	X
(note 1)
	X
	X
(note 1)
	X
(note 1)

	MB-SMF
	The MB-SMF that handles the MBS session.
	X
	X
	X
	

	QoS information
	QoS information of the MBS session.
	X
	
	X
	X

	MBS Service Area
	Area over which the MBS session data is distributed (i.e. Cell ID list or TAI list).
	X
(note 1)
	
	X
(note 1)
	X
(note 1)

	NG-RAN Node ID(s)
	NG-RAN nodes which are involved in the multicast session
	
	X
	
	

	AMF
	The AMF(s) which are selected for the MBS session
	X
	
	
	X

	IP multicast and source address for data distribution
	IP addresses identifying the SSM user plane transport for shared delivery between MB-UPF and NG-RAN and for individual delivery between MB-UPF and UPF when the IP multicast transport is used.
	X (note 1)
	
	X
(note 1) 
	X (note 1)

	SMF
	The SMF(s) that manages the associated PDU session.
	
	
	
	X

	UE ID
	ID identifying the UE that successfully join the Multicast MBS Session. For NG-RAN it is NGAP UE ID and for SMF it is SUPI. 
	X
(note 3)
	
	X
(note 3)
	

	IP address for distribution
	The IP addresses and TEID of NG-RAN used for the user plane between NG-RAN and MB-UPF and between MB-UPF and UPF when Point to Point tunnel is used.
	X (note 1)
	
	X
(note 1) 
	X (note 1)

	TEID for data distribution
	The tunnel ID used for receiving the multicast data for shared delivery by NG-RAN and for individual delivery by UPF
	X
	
	X
	X

	PCF
	The MB-PCF that provides policy control for the MBS session.
	
	
	
	X (note 1)

	NOTE 1:	It is an optional parameter.
NOTE 2:	The value 'Configured' is not applicable for NG-RAN and SMF.
NOTE 3:	the UE ID is available within the UE Context which contains the MBS information.



In Broadcast MBMS mode, an MBS Session Context is created in the NG-RAN, AMF, MB-SMF and MBSF as a result of the MBS Session Start procedure.
The content of the Broadcast MBS Session Context is described in Table 6.9.1-2.
Table 6.9.1-2: Broadcast MBS Session context
	Parameter
	Description
	NG-RAN
	AMF
	MB-SMF

	TMGI
	Temporary Mobile Group Identity allocated to the MBS Session.
	X
	X
	X

	Area Session Identifier 
	Used for MBS session with location dependent content. When present, the Area Session Identifier together with the TMGI uniquely identify the MBS Session in a specific MBS service area.
	X
(note 1)
	X
(note 1)
	X
(note 1)

	AMF
	The AMF(s) which are selected for the MBS session
	X
	
	X

	MB-SMF
	The MB-SMF that handles the MBS session.
	
	X
	

	QoS information
	QoS information for the MBS Session, including the QoS parameters of QoS flows.
	X
	
	X

	MBS Service Area
	Area over which the MBS session data is distributed (i.e. Cell ID list or TAI list).
	X
	X
	X

	NG-RAN Node ID(s)
	NG-RAN nodes which are selected for the broadcast session
	
	X
	

	IP multicast address for data distribution 
	IP addresses identifying the user plane transport used for shared delivery between MB-UPF and NG-RAN when the IP multicast transport is used.
	X
(note 1)
	
	X
(note 1)

	NG-RAN IP Address for data distribution
	The IP address of NG-RAN used for the user plane between NG-RAN and MB-UPF when Point to Point tunnel is used.
	X
(note 1)
	
	X
(note 1)

	TEID for data distribution
	The tunnel ID used for receiving the broadcast data for shared delivery by NG-RAN
	X
	
	X

	PCF
	The PCF that provides policy control for the MBS session.
	
	
	X
(note 1)

	NOTE 1:	It is an optional parameter.



* * * * Fourth change * * * *
6.X	MBS Security function
Security function may be needed to protect MBS related signalling/data. Detailed descriptions of security requirements, procedures and handling for 5G Multicast/Broadcast Service (MBS) are provided in (TS 33.501 [zz]).
[bookmark: _GoBack]* * * * End of changes * * * *

