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Background
SP-150736 was originally submitted to SA3 LI #59 as tdoc S3i150258 along with the discussion paper S3i150276 by Rogers Communication.  The CR was modified during the discussion in the meeting in S3i150307, S3i150331, S3i150334 and S3i150339. It was then reviewed in SA3 #81 in tdoc S3-152461 along with the discussion paper in S3-152493. KPN and TNO submitted S3-152462 formalizing their objection to the CR.  TNO, KPN and NTT Docomo objection to the CR is recorded in the draft meeting notes from SA3 #81. Only the SA3 LI chair spoke in favour of the CR in SA3 #81.  SA3 conditionally recommended the CR to TSG-SA for approval in SP-150736.  
In both SA3 LI #59 and SA3 #81 objections were voiced that the scope of the CR is outside of lawful interception but not in sufficient numbers to be viewed as a sustained opposition. So by the rules of 3GPP, the process in SA3 LI and SA3 met the 3GPP definition of consensus.

Arguments against accepting SP-150736 in terms of 3GPP process.

The following are the main points regarding the CR 0147 to TS 33.106 in SP-150736:
1. The CR is proposing the use of the 3GPP defined Location Service (LCS) capabilities for Law Enforcement purposes which are beyond what could be reasonably considered to be Lawful Interception of a targeted user as specified in a legally recognized instrument such as a warrant.

2. The title of TS 33.106 is Lawful Interception requirements.
3. The name of the 3GPP sub-working group is SA3 LI (Lawful Interception)

4. The Terms of Reference for the sub-working group in SA 3's ToR is: The subworking group SA WG3-LI will detail the requirements for lawful interception in 3GPP systems, and produce all specifications needed to meet those requirements. 
5. The WID LI13 has Lawful Interception in its title as well as focusing on Lawful Interception in the scope.
3GPP Release 13 adds functionality and capabilities to Release 12.  National LI requirements will apply to a portion of these Release 13 enhancements and the 3GPP LI service needs to be extended to accommodate these enhancements.
Additionally, the objective only focuses on Lawful Interception service:
The objective of this work item is to enhance the 3GPP LI service to accommodate Release 13 service enhancements and extensions.

Enhancements to specifications TS 33.106, TS 33.107 and  TS 33.108 will address  LI Service Requirements, LI Architecture, LI functions and the HI2 (Intercepted Related Information) and the HI3 (Content) interfaces for delivery to the Law Enforcement Monitoring Facilities.

6. Having a location service for use by Law Enforcement Agencies (LEA) added to the current LI specifications (TS 33.106, TS 33.107, and TS 33.108) will lead to confusion from developers and users of 3GPP specifications who are not aware that a capability fundamentally different from the Lawful Interception service is defined in specifications with Lawful Interception in their titles.
Technical arguments against accepting SP-150736

1. There are already two methods defined in TS 33.107 for providing location in support of Lawful Interception as required by LI regulations.
The first option is through the reporting of Location Information in mobility related events such as is defined in the clauses in 12.2.3 in TS 33.107: attach, detach, bearer activation, bearer deactivation, tracking area update, UE requested PDN disconnection, UE requested PDN modification, packet header report, packet data summary report and location information request.

The second option is through the reporting of location information in the P-ANI header in IMS SIP messages as described in clause 7.5.1 in TS 33.108.
The CR in SP-150736 does not address the requirements for LCS 

2. The LCS requirements defined in 22.071 do not define specific enhanced services that are to be part of LCS, merely provides some examples to illustrate the range of capabilities that LCS needs.  There are descriptions of specific LCS capabilities in TS 22.071 which may not be applicable for LI clients.
Most of the requirements in SP-150736 are merely repetition of the requirements already described in 22.071.  Several of the requirements apply to the LCS client developed to support LEA access to location information provided by LCS.  Several other requirements relate to operator implementation and are outside the scope of standards. Finally several are not supported by the 3GPP current LCS service (stage 1, 2 or 3), but utilize the "if available" clause, so they will never be delivered by current LCS implementations.  Annex A details this analysis of these requirements.
Consideration of SP-150740
SP-150740 is contributed by six governmental agencies dealing with Lawful Interception matters in their respective countries in support of SP-150736.

One point in this contribution is that several national regulations already mandate active location and tracking reporting to LEAs when authorized.  The contribution implies that these regulations have been in effect for some time and do not discuss any limitations of the current approaches that operators have deployed to meet those obligations.  The contribution also does not indicate what is the pressing need for standardizing this LCS application. Further the example gaps in the contribution (e.g., control, security, and handover (HI2/HI3) for LI, IMEI based location services, etc.) all relate to the LCS client definition, architecture, and implementation and are not appropriate for the proposed specifications as described above.  Finally, the regulatory mandates for supporting active location and tracking are not correctly referenced in the introductory sentence Annex in SP-150736: If the network supports LCS, then this section refers to the capability to provide location information, as specified in TS 22.071 [23], to LI-LCS client when required by national LEA regulations. It implies that if a PLMN does not support LCS, then the operator does not need to meet the active location and tracking regulations which is known not to be a correct interpretation.  Rather it should indicate that when LCS is used to meet active location and tracking reporting regulations and assume that current implementations are proprietary.
SP Proposal of alternative approach
The companies supporting the SP-150788 are not opposed to the proposed definition of LCS services used by LEAs, rather that it follow proper 3GPP procedures.  In particular the following options are considered acceptable:

First choice

This definition of a LCS client service providing authorized location capabilities to LEAs fits into the proposed revised Terms of Reference of SA6 contained in SP-150734 and so the work on this service should be covered in SA 6 if the revised Terms of Reference is agreed in this meeting.

Second choice
If the work does not fit under the revised Terms of Reference for SA6, then SA3's Terms of Reference will need to be modified, a new WID created for a separate set of 3GPP specifications.

Recommendation on SP-150788
The proposed CR is intended to reinforce this concept that the LI specifications are dealing with  Lawful Interception only and should be agreed in place of SP-150736.
Annex A
Analysis of the requirements in SP-150736 Annex X.
· This service is applicable to all UE’s serviced by the PLMN. Implementation and deployment dependent.
· There may be one or more LCS service nodes in use in a network.  The use of Lawful Access Location Service should not require User service interruptions on targets. Already contained in TS 22.071
· For LI-LCS clients within the PLMN, a subscription profile is unnecessary. This permits use of Lawful Access Services without the need for pre-subscription. Already contained in TS 22.071
· Positioning information shall be provided to the Lawful Access Location Services function as an authorized LI-LCS client. Target UE authorization checks which are normally performed for value added services are not applicable (e.g. privacy checks are over-ridden). The positioning information shall be provided to the Lawful Access Location Services function in a secure and reliable manner, such that the location information is neither lost, corrupted, nor made available to any unauthorized third party. Already contained in TS 22.071
· For Lawful Interception Services (where required by national regulatory requirements), target UEs may be positioned under all circumstances required by national regulatory requirements. The target UE user shall not be notified of any location attempt. In case the positioning procedure fails, a proper indication shall be provided to the LI-LCS client. Already contained in TS 22.071
· For Lawful Access Location Services (where required by national regulatory requirements), positioning shall be supported for all UEs (i.e. including legacy UEs) where LCS coverage is provided. Implementation and deployment dependent.
· Support for Lawful Access Location service should apply for both active and idle UEs. Already contained in LCS stage 2 and stage 3 specifications for all LCS usage.
· For Lawful Access Location Services (where required by national regulatory requirements), the PLMN shall support positioning of unauthorized UEs (i.e. including stolen UEs and MEs) where such devices are readily accessible by the LCS in the PLMN. Not currently supported by TS 22.071 nor LCS stage 2 and stage 3 specifications.  Security concerns have not been addressed.
· For Lawful Access Location Services (where required by national regulatory requirements), there are requirements to support periodic UE location reporting to the LEA.  This is a requirement for the LCS client deployed to support LEA enhanced location services.
· For Lawful Access Location Services (where required by national regulatory requirements) LCS shall support requests for the current (updated), or the last known position of an UE. Already contained in TS 22.071.
· Lawful access services (where required by national regulatory requirements), shall support identifying a target UE using any one of the following: Some of these are already contained in TS 22.071, others will be the responsibility of the LCS client deployed to support LEA enhanced location services.
· MSISDN 

· Tel URI
· SIP URI (IMPI / IMPU)
· IMSI

· IMEI
· Providing location of an UE attached to a 3GPP network, using an IMEI identifier is required by some national regulations. In such case, IMEI may be mapped dynamically by a suitable LCS identity such as IMSI or MSISDN. Target identities which may be provided by the LI-LCS client to the LCS server are specified by TS 22.071 [23] and TS 23.271 [24]. This will be the responsibility of the LCS client deployed to support LEA enhanced location services.
· For Lawful Access Location request and other services where required by national regulatory requirements, and for PLMN operator Services, the location request shall be processed with priority level regardless of the barring status of LCS. The priority of LI LCS request is already addressed in TS 22.071
· A Lawful Access Services Location Request should be accomplished on the RAT currently in use and cause no services interruptions. Already contained in TS 22.071.
· The invocation of Lawful Access Interception Service using LCS should not cause any service interruptions. Already contained in TS 22.071.
· The normal inter-RAT and inter-RAN procedures and policies shall not be affected when providing Lawful Access Location Services capabilities which may or may not be present in the new RAN or RAT. LCS client interactions beyond LCS request priorities may be beyond the scope of TS 22.071.
· National Regulation may require better accuracy and security than Commercial LCS Services Implementation and deployment dependent (depends on operator's selection of positioning technology).
· Lawful Access Location Services should be sufficiently flexible to accommodate evolving LCS enabling mechanisms and services. Already contained in LCS stage 2 and stage 3 specifications for all LCS usage.
· LCS shall be applicable for both circuit switched and packet switched domains.  Already contained in LCS stage 2 and stage 3 specifications to the extent that LCS is defined for UMTS and LTE.
· It shall be possible to request and obtain the location of the same target UE at the same time from different LEAs. This will be the responsibility of the LCS client deployed to support LEA enhanced location services.
· The LI-LCS service shall be able to support different location update periods per target for multiple LEAs. This will be the responsibility of the LCS client deployed to support LEA enhanced location services.
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