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Change in Clause 2

2

The following documents contain provisions, which through reference in thistext, constitute provisions of the present

document.

References

« References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For aspecific reference, subsequent revisions do not apply.

« For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same

Release as the present document.

[1]
[2]

(3]

NOTE:

[4]
(5]
[6]
[7]
(8]
[9]

[10]

[11]

[12]

[13]
NOTE:

[14]
[15]

NOTE:

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

3GPP TS 32.200: " Telecommunication management; Charging management; Charging
principles'.

|ETF Internet-Draft, "Diameter Base Protocol".
http://www.ietf.org/internet-drafts/draft-ietf-aaa-diameter-17.txt

The above reference will need to be updated to reference the assigned RFC number, once the draft
achieves RFC status within the IETF.

3GPP TS 33.2104: "AecessNetwork domain security™.

3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".
IETF RFC 2486: "The Network Access Identifier".

3GPP TS 23.207: "End to end quality of service concept and architecture”.

3GPP TS 29.207: "Policy control over Go interface".

ITU-T Recommendation X.690: "Information technology - ASN.1 encoding rules: Specification of

Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding
Rules (DER)".

ITU-T Recommendation X.691: "Information technology - ASN.1 encoding rules: Specification of

Packed Encoding Rules (PER)".

ITU-T Recommendation X.693: "Information Technology - ASN.1 encoding rules: XML
encoding Rules (XER)".

3GPP TS 24.228: "Signalling flows for the P multimedia call control based on SIP and SDP;
Stage 3".

|ETF Internet-Draft, "Diameter Credit Control Application”. - Included in Annex A

The above reference will need to be updated to reference the assigned RFC number, once the draft
achieves RFC status within the IETF.

3GPP TS 24.229: "1P Multimedia Call Control Protocol based on SIP and SDP; Stage 3."

|ETF Internet-Draft, " Private Extensions to the Session Initiation Protocol (SIP) for the 3
Generation Partnership Projects (3GPP)".

http://www.ietf.org/internet-drafts/draft-garcia-si pping-3gpp-p-headers-02.txt or ftp://ftp.rfc-
editor.org/in-notes/rfc3455.txt

The above reference will need to be updated to reference the assigned RFC number, once the draft
achieves RFC status within the IETF.
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[16] IETF RFC 3261: "SIP: Session Initiation Protocol".

[17] IETF Internet-Draft, " SDP: Session Description Protocol”.
http://www.ietf.org/internet-drafts/draft-ietf-mmusi c-sdp-new-13.txt

NOTE: The above reference will need to be updated to reference the assigned RFC number, once the draft
achieves RFC status within the IETF.

[18] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[19] 3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details".
[20] IETF RFC 2806: "URLsfor Telephone Calls'.

End of Change in Clause 2

Change in Clause 4.2.2.3

4.2.2.3 Security Considerations
Diameter security is addressed in the base protocol [3]. Network security is specified in TS 33.2101 [4].

End of Change in Clause 4.2.2.3
End of Document
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Change history

Date TSG #[TSG Doc. |CR |Rev |Subject/Comment Old New

Mar 2002 |S 15 |SP-020033 |-- -- Submitted to TSG SA #15 for Information 1.0.0

Jun 2002 |S 16 |SP-020327 |-- -- Submitted to TSG SA #16 for the 2™ time for Information 1.5.0

Sep 2002 [S 17 [SP-020453 |-- - Submitted to TSG SA #17 for Approval 2.0.0 |[5.0.0

Dec 2002 |S_18 |SP-020739 (001 |-- Remove ambiguity of the CCF Session State 5.0.0 [5.1.0

Dec 2002 |S_18 |SP-020739 (002 |-- Addition of Application Server (AS) acting as a Voice Mail Server 5.0.0 |[5.1.0

Dec 2002 |S_18 |SP-020739 (003 |-- Corrections of definitions and ambiguity 5.0.0 [5.1.0

Mar 2003 |S_19 |SP-030057 (004 |-- Alignment of Immediate Event Charging (IEC) description with the latest 5.1.0 |5.2.0
draft IEFT Credit-Control specification

Mar 2003 |S_19 |SP-030057 |005 |-- Correction of the IMS Charging Identifier (ICID) definition 5.1.0 |5.2.0

Mar 2003 |S 19 |SP-030057 [006 |-- Correction of IMS-CDR definitions 5.1.0 |5.2.0

Mar 2003 |S_19 |SP-030057 (007 |-- Inclusion of IETF draft 'Hakala-diameter-credit-control' specification 5.1.0 (5.2.0
version 05

Mar 2003 |S_19 |SP-030057 (008 |-- Removal of Re-Transmission Attribute Value Pair (AVP) in order to align  |5.1.0 |5.2.0
duplicate detection procedure with the Diameter Base protocol

Mar 2003 |S_19 |SP-030057 (009 |(-- Correction of the accounting session supervision (Offline) - alignment with [5.1.0 [5.2.0
the Diameter Base protocol

Mar 2003 |S_19 |SP-030057 (010 |(-- Correction of the accounting session supervision (Online) - alignment with [5.1.0 [5.2.0
the Diameter Base protocol

Mar 2003 |S_19 |SP-030057 (011 |-- Correction of the support of local file storage and use of FTP for transfer of |5.1.0 |5.2.0
Accounting Information

Mar 2003 |S_19 |SP-030057 (012 |-- Correction of abnormal session termination procedure 5.1.0 [5.2.0

Mar 2003 |S_19 |SP-030057 (013 |-- Correction of network initiated session release procedure - alignment with [5.1.0 [5.2.0
SIP (IETF RFC 3261)

Mar 2003 |S_19 |SP-030057 (014 |(-- Correction of media modification procedures - add the UPDATE SIP 5.1.0 (5.2.0
method

Jun 2003 |S_20 |SP-030271 (015 |-- Corrections to align “Event Charging with Unit Reservation” (ECUR) with  [5.2.0 [5.3.0
IETF Credit Control Application

Jun 2003 |S_20 |SP-030271 (016 |-- Correction of usage of Application-Provided-Called-Party-Address AVP 5.2.0 |[5.3.0

Jun 2003 [S 20 [SP-030271 |017 |-- Correction of “Cause” and “Service-ID"AVP 5.2.0 |[5.3.0

Jun 2003 |S 20 |SP-030271 |018 |-- Correction to some AVP definitions 5.2.0 |5.3.0

Jun 2003 [S_20 [SP-030271 |019 |-- Correction on ICID definition 5.2.0 [5.3.0

Dec 2003 |S_22 |SP-030622 (020 |(-- Correction of MRFC-CDR content definition for multi-party-call 5.3.0 (5.4.0
establishment

Dec 2003 [S_22 |SP-030622 |021 |-- Correction on ICID definition 53.0 |54.0

Dec 2003 |S 22 |SP-030622 (022 |-- Removal of ASR and ASA 5.3.0 |5.4.0

Mar 2004 |S_23 |SP-040143 (023 |-- Correction of AVP Codes and Diameter protocol specific details 5.4.0 |[5.5.0

Mar 2004 |S_23 |SP-040143 (024 |-- Corrections on the Session Description Protocol (SDP) parameters 5.4.0 |[5.5.0

Mar 2004 |S_23 |SP-040143 [025 |-- Correction of reference to diameter base protocol 5.4.0 |[5.5.0
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Change in Clause 5.2.6

5.2.6  Abstract Syntax Description

TS32225- Dat aTypes {42} -- to be allocated, value “42” is used to allow conpilation of the code
DEFINITIONS IMPLICIT TAGS :: =

BEG N

-- Exports everything

| MPORTS

Ti neSt anp

FROM TS32205- Dat aTypes {itu-t (0) identified-organization (4) etsi(0) nobileDonain (0)

unt s- Oper ati on- Mai nt enance (3) ts-32-205 (205) infornationvbdel (0) asnlMbdule (2) versionl (1)}
F{l\/BRecord 1= SET

-- Fields used by several nmultinedia Record types ("Common fields"):
-- (which field is used in which record type is defined in section 5.2.3)

recordType [0] Call Event RecordType,

retransm ssion [1] NULL OPTI ONAL,

s| P- Met hod [2] SIP-Method OPTI ONAL,

r ol e- of - Node [3] Rol e-of - Node OPTI ONAL,

nodeAddr ess [4] NodeAddress OPTI ONAL,

session-1d [5] Session-1d OPTI ONAL,

cal l i ng- Party- Addr ess [6] Invol vedParty OPTI ONAL,

cal | ed- Party- Addr ess [7] Invol vedParty OPTI ONAL,

privateUserl D [8] GraphicString OPTI ONAL,

servi ceRequest Ti neSt anp [9] TimeStanp OPTI ONAL,

servi ceDel i veryStart Ti meSt anp [10] Ti meStanp OPTI ONAL,

servi ceDel i ver yEndTi meSt anp [11] Ti meStanp OPTI ONAL,

recor dOpeni ngTi e [12] Ti meStanp OPTI ONAL,

recordC osureTi me [13] TimeStanp OPTI ONAL,
interCperatorldentifiers [14] InterOperatorldentifiers OPTI ONAL,

| ocal Recor dSequenceNunber [15] Local RecordSequenceNunber OPTI ONAL,
r ecor dSequenceNunber [16] | NTEGER OPTI ONAL,

causeFor Recor dd osi ng [17] CauseFor Recor dC osi ng OPTI ONAL,

i nconpl et e- CDR- | ndi cati on [18] Inconpl ete-CDR-1ndication OPTI ONAL

i M5- Char gi ng- I denti fier [19] | Ms-Charging-ldentifier OPTI ONAL,
sDP- Sessi on- Descri pti on [20] SEQUENCE OF Graphic STRI NG OPTI ONAL,
I'i st-Of - SDP- Medi a- Conponent s [21] SEQUENCE OF Medi a- Conponent s-Li st OPTI ONAL,
gGSNaddr ess [22] NodeAddr ess OPTI ONAL,

servi ceDel i veryFai | ur eReason [23] ServiceDeliveryFail ureReason OPTI ONAL,
|'i st-O - Message- Bodi es [24] SEQUENCE OF MessageBody OPTI ONAL,
recor dExt ensi ons [ 25] Recor dExt ensi ons OPTI ONAL,

-- Space left for further "common fields"

-- Fields particular used in the S-CSCF-recordType:
appl i cati onServerslnformation [40] SEQUENCE OF ApplicationServerslnformation OPTI ONAL,

-- Fields particular used in the P-CSCF-recordType:
servedPartyl PAress [50] ServedPartyl PAddress OPTI ONAL,
-- < ServedPartyl PAddress to be defined >

-- Fields particular used in the |I-CSCF-recordType:

transacti onTi nest anp [60] Ti meStanp OPTI ONAL,

s- CSCF- | nf ormat i on [61] S-CSCF-Informati on OPTI ONAL,
-- < S-CSCF-Information to be defined >

-- Fields particular used in the MRFC recordType:
service-1d [70] Service-1d OPTI ONAL,
-- <Service-ld to be defined>

-- Fields particular used in the MSCF-recordType:
trunkG oupl D [80] TrunkG oupl D OPTI ONAL,
bear er Servi ce [81] Transm ssi onMedi um OPTI ONAL,

-- Fields particular used in the BGCF-RecordType (start with tag 90):
-- <enpty so far>




-- Fields particular used in the AS-RecordType:

servi ceSpecificData [100] OCTET STRI NG OPTI ONAL
}
ACRI nterinLost ::= ENUMERATED
{
no (0),
yes (1),
unknown (2)
}
Appl i cationServerslnformation ::= SEQUENCE
{
appl i cati onServerslnvol ved [0] NodeAddress OPTI ONAL,
appl i cati onProvi dedCal | edParties [1] SEQUENCE OF | nvol vedParty OPTI ONAL
CauseFor Recor dd osi ng ::= ENUMERATED
{
servi ceDel i veryEndSuccessfully (0),
unSuccessful Servi ceDel i very (1),
timeLimt (3),
servi ceChange (4), -- e.g. change in nedia due to Re-lnvite
managenent | nt erventi on (5),
maxChangeCond (6) -- e.g. nunber in ‘List of Message Bodi es’ exceeeded
-- partial record generation reasons to be added
-- Additional codes are for further study
}
| M5- Chargi ng-ldentifier ::= OCTET STRI NG
I nconpl et e- CDR- | ndi cation ::= SET
{
aCRStartLost [0] BOOLEAN, — TRUE if ACR[ Start] was |ost, FALSE otherw se
aCRInterinmlost [1] ACRInterimLost,
aCRSt opLost [2] BOOLEAN — TRUE if ACR Stop] was | ost, FALSE otherw se
}
InterOperatorldentifiers ::= SEQUENCE
{
originatinglO [0] GraphicString OPTI ONAL,
terminatinglO [1] GaphicString OPTI ONAL
}
I nvol vedParty ::= CHO CE
{
sIP-URL [0] GraphicString, -- refer to rfc3261
tEL-URL [1] G aphicString -- refer to rfc3261
}
| PAddress ::= CHO CE
{
i pV4AAddr [0] GraphicString, -- "dot" notation is used
i pV6Addr [1] GraphicString -- "dot" notation is used
}
Local Recor dSequenceNunber ::= | NTEGER (0. .+2147483647)

-- A uni que nunber assigned by the CCF and supplied to all CDRs. The val ue range
-- limts the field to a maxi mum 4 octet | NTEGER

Medi a- Conponent s-Li st ::= SEQUENCE
{
sl P-Request - Tinestanp [O0] TineStanp OPTI ONAL,
sl P- Response-Ti mestanp [1] TimeStanp OPTI ONAL,
sDP- Medi a- Conponent s [2] SDP- Medi a- Conponents OPTI ONAL,

medi al ni tiatorFl ag [3] NULL OPTI ONAL,
aut hori zed- QoS [3] GraphicString OPTI ONAL
}
MessageBody ::= SEQUENCE
Cont ent - Type [0] GraphicString OPTI ONAL,
Cont ent - Di sposition [1] GraphicString OPTI ONAL,
Cont ent - Lengt h [2] I NTEGER OPTI ONAL,
Origi nator [3] InvolvedParty OPTI ONAL



NodeAddress ::= CHO CE

{
i PAddress [0] | PAddress,
domai nNarme [1] GraphicString
}
Recor dExt ensi ons :: = SEQUENCE
{
-- 6bérator speci fic record extensions
}
Rol e- of - Node ::= ENUMERATED
{
originating (0),
terminating (1),
pr oxy (2),
b2bua (3)
}
SDP- Medi a- Conponent s :: = SEQUENCE
{
sDP- Medi a- Narre [0] SEQUENCE OF GraphicString OPTI ONAL,
sDP- Medi a- Descri ptions [1] SEQUENCE OF SDP- Medi a- Descri ption OPTI ONAL,
gPRS- Chargi ng-1d [2] I NTEGER OPTI ONAL,
}
SDP- Medi a- Descri ption ::= SEQUENCE OF GraphicString OPTI ONAL,
Servi ceDel i veryFai | ureReason ::= GraphicString
-- holds the SIP error code as received via a SIP Final response (4xx, 5xx or 6xx)
Session-1d ::= GraphicString
-- rfc3261: exanple for SIP Call-ID: f81d4fae-7dec-11d0-a765-00a0c91e6bf 6@ o0o. bar. com
Si p-Method ::= GaphicString

Transm ssi onMedi um : : = SEQUENCE {
-- Transm ssion Medium Required, refer to ITUT Q 763:
tMR [0] OCTET STRING (SIZE (1)) OPTI ONAL,
-- Transm ssion Medium USED, refer to ITUT Q 763:
tMJ [1] OCTET STRING (Sl ZE (1)) OPTI ONAL

}
TrunkGroupl D ::= CHO CE {
incomng [0] GraphicString,
outgoing [1] GaphicString
}
END

End of Change in Clause 5.2.6
End of Document
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Change in Clause 2

2

References

The following documents contain provisions, which through reference in thistext, constitute provisions of the present

document.

« References are either specific (identified by date of publication, edition number, version number, etc.) or non-specific.

» For aspecific reference, subsequent revisions do not apply.

« For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including a GSM
document), a non-specific reference implicitly refers to the latest version of that document in the same Release asthe
present document.

[1]
(2]
(3]
[4]
(5]
(6]
[7]
(8]
[9]

NOTE:

[16]
[17]

NOTE:

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.
3GPP TS 32.200: " Telecommunication management; Charging management; Charging principles’.
|ETF RFC 3588, "Diameter Base Protocol”.

3GPP TS 33.201: "Access domain security”.

3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".
IETF RFC 2486: "The Network Access Identifier".

3GPP TS 23.207: "End to end quality of service concept and architecture”.

3GPP TS 29.207: "Policy control over Go interface".

ITU-T Recommendation X.690: "Information technology - ASN.1 encoding rules: Specification of Basic
Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".

ITU-T Recommendation X.691: "Information technology - ASN.1 encoding rules: Specification of
Packed Encoding Rules (PER)".

ITU-T Recommendation X.693: "Information Technology - ASN.1 encoding rules: XML encoding Rules
(XER)".

3GPP TS 24.228: "Signalling flows for the P multimedia call control based on SIP and SDP; Stage 3".

|ETF Internet-Draft, "Diameter Credit Control Application".
http://www.ietf.org/internet-drafts/draft-i etf-aaa-di ameter-cc-04.txt--Hachuded-Hn-Annex-A

The above reference will need to be updated to reference the assigned RFC number, once the draft achieves RFC
status within the IETF.

3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3."

|ETF Internet-Draft, " Private Extensions to the Session Initiation Protocol (SIP) for the 3 Generation
Partnership Projects (3GPP)".

http://www.ietf.org/internet-drafts/draft-garcia-si pping-3gpp-p-headers-02.txt or ftp://ftp.rfc-
editor.org/in-notes/rfc3455.txt

The above reference will need to be updated to reference the assigned RFC number, once the draft achieves RFC
status within the IETF.

IETF RFC 3261: "SIP: Session Initiation Protocol".

IETF Internet-Draft, " SDP: Session Description Protocol".
http://www.ietf.org/internet-drafts/draft-ietf-mmusi c-sdp-new-13.txt

The above reference will need to be updated to reference the assigned RFC number, once the draft achieves RFC
status within the IETF.
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[18] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[19] 3GPP TS 29.229: "Cx and Dx Interfaces based on the Diameter protocol; Protocol Details'.
[20] IETF RFC 2806: "URLsfor Telephone Calls'.

End of Change in Clause 2

Change in Clause 3.3

3.3 Abbreviations

For the purposes of the present document, the abbreviations defined in TR 21.905 [1], TS 32.200 [2] and the following apply:

ABNF Augmented Backus-Naur Form

ACA Accounting Answer

ACR Accounting Request

AS Application Server

AVP Attribute Value Pair

B2BUA Back-to-Back User Agent

BGCF Breakout Gateway Control Function
BS Billing System

CCA Credit Control Answer

CCF Charging Collection Function

CCR Credit Control Request

CDR Charging Data Record

CPCF Content Provider Charging Function
ECF Event Charging Function

ECUR Event Charging with Unit Reservation
CSCF Call Session Control Function (I-Interrogating; P-Proxy; and S-Serving)
IANA Internet Assigned Numbers Authority
IEC Immediate Event Charging

IMS IP Multimedia Subsystem

ISC IMS Service Control

MGCF Media Gateway Control Function
MRFC Media Resource Function Controller
MRFP Multimedia Resource Function Processor
oCs Online Charging System

SCCF Subscriber Content Charging Function
SDP Session Description Protocol

SIP Session Initiation Protocol

UA User Agent

UE User Equipment

End of Change in Clause 3.3

Change in Clause 4.2.2.2

4222 Online Specific Base Protocol Requirements

The usage and values of Acct-Interim-Interval AVP and the timer 'Txs are under the sole control of the credit control server
(OCS) and determined by operator configuration of the OCS. There are no specific requirements on the client concerning the
Acct-Interim-Interval AVP population in the ACCR.

The onlineclient (e.g. AS, MRFC) implements the state machine described in [13] for "CLIENT, EVENT BASED" or
"CLIENT, SESSION BASED", i.e. when the client applies Immediate Event Charging (IEC) it usesthe "CLIENT, EVENT
BASED" state machine, or when the client applies Event Charging with Unit Reservation (ECUR) it usesthe "CLIENT,
SESSION BASED" state machine.

The online charging server that is part of the OCS implements the state machine described in [13] for the "SERVER,
SESSION AND EVENT BASED" in order to support Immediate Event Charging and Event Charging with Unit Reservation.

End of Change in Clause 4.2.2.2
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Change in Clause 5.1.3.2.1

5.1.3.2.1 Accounting-Request Message

Table 5.4 illustrates the basic structure of a Diameter Accounting-Request message as used for offline charging. The use of the
AVPsis specified in subclause 5.1.3.3 per IMS node and ACR type.

Table 5.4: Accounting-Request (ACR) Message Contents for Offline Charging

Diameter base protocol AVPs
AVP Used in offline ACR
<Diameter-Header:271,REQ,PXY> Yes
<Session-ld> -- Diameter Session Id Yes
{Origin-Host} Yes
{Origin-Realm} Yes
{Destination-Realm} Yes
{Accounting-Record-Type} Yes
{Accounting-Record-Number} Yes
[Acct-Application-Id] No
[Vendor-Specific-Application-1d] Yes
[User-Name] Yes
[Accounting-Sub-Session-Id] No
[Accounting-RADIUS-Session-Id] No
[Acct-Multi-Session-1d] No
[Acct-Interim-Interval] Yes
[Accounting-Realtime-Required] No
[Origin-State-1d] Yes
[Event-Timestamp] Yes
*[Proxy-Info] No
*[Route-Record] No
*JAVP] No
DiemcterCreci-Contrel-AA 2
[Subscription-Id] Ne
[Regquested-Action] Ne
“Reguested-Serues-Uar Ne
“Hlsed-Sepace-Uaiy Ne
HServiee-Parameter-tafe] Ne
[Abnormal-Termination-Reason] Ne
*[Accounting-Correlation-ld} Ne
3GPP Diameter accounting AVPs

[Event-Type] Yes
[Role-of-node] Yes
[User-Session-ID ] Yes
[Calling-Party-Address] Yes
[Called-Party-Address] Yes
[Time-stamps] Yes
*[Application-Server] Only for S-CSCF
*[Application-provided-Called-Party-Address] | Only for S-CSCF
*[Inter-Operator-ldentifier] Yes
[IMS-Charging-ldentifier] Yes
*[SDP-Session-Description] Yes
*[SDP-Media-Component] Yes
[GGSN-Address] Yes
[Served-Party-IP-Address] Only for P-CSCF
[Authorised-QoS] Only for P-CSCF
[Server-Capabilities] Only for I-CSCF
[Trunk-Group-ID] Only for MGCF
[Bearer-Service] Only for MGCF
[Service-ID] Only for MRFC
[UUS-Data] Yes
[Cause] Yes

NOTE: For AVP of type "Grouped" only the group AVP islisted in table 5.4. Detailed descriptions of the AVPsis
provided in clause 7.
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End of Change in Clause 5.1.3.2.1

Change in Clause 6

6 Online Charging

6.1 Diameter Description on the Ro Interface

6.1.1 Basic Principles

IMS online charging essentially uses the same protocol that is used for offline charging. However, for online charging the
protocol may include additional Attribute-Value Pairs (AVPs) within the existing messages.

Two cases for online event charging are distinguished:
¢ Immediate Event Charging (IEC); and
¢ Event Charging with Unit Reservation (ECUR).

In the case of Immediate Event Charging (IEC), granting unitsto the ASis performed in a single operation that aso includes
the deduction of the corresponding monetary units from the subscriber's account. The charging process is controlled by the
corresponding Aceeunting-Record CC-Request- Type EVENT-RECORDEVENT_REQUEST which is sent with an ACCR for a
given accounting event.

In contrast, Event Charging with Unit Reservation (ECUR) also includes the process of requesting, reserving, releasing and
returning unused units. The deduction of the corresponding monetary units then occurs upon conclusion of the ECUR
transaction. In this case, the Accounting-RecordCC-Request-Type SFARTINITIAL / INFERIMMUPDATE /
STORP-RECORDTERMINATE-REQUEST are used to control the accounting session. During a SIP session there can be
repeated execution of unit reservation and debit operations as specified in TS 32.200 [2].

The ASIMRFC may apply either IEC, where ACCR Event messages are generated, or ECUR, using ACCR StartINITIAL,
TERMINATEStep and trterimUPDATE. The decision whether to apply IEC or ECUR is based on the service and/or
operator's policy.

NOTE: To the extent possible alignment with the IETF Diameter Credit Control Application, [13], is planned. However,
this can only be accomplished when the current IETF draft receives an official RFC status.

6.1.2 Message Flows and Types

This subclause describes the message flows for the event charging procedures on the Ro interface.

6.1.2.1 Immediate Event Charging (IEC)

This subclause provides the details of the "Debit Units' operation specified in TS 32.200 [2].
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6.1.2.1.1 Message Flows - Successful Cases and Scenarios

6.1.2.1.1.1 IEC - Debit Units Operation

Figure 6.1 shows the transactions that are required on the Ro interface in order to perform IEC with Debit Units operations.
The Debit Units operation may aternatively be carried out prior to, concurrently with or after service/content delivery. The
AS/MRFC must ensure that the requested service execution is successful, when this scenario is used.

AS/MRFC ECF

1. Service Request

Debit Units Operation

2. CCR (EVENT_REQUEST, RA, RSU)

_ 4, Perform Event
3. Timer Tx Charging Control

5. CCA (EVENT_REQUEST, GSU, [CI])

6. Service Delivery

AS/MRFC ECF

1. Service Request

Debit Units Operation

2. ACR (EVENT_RECQORD, RA, RSU)

) 4. Perform Event
3. Timer Tx Charging Control

5. ACA (EVENT_RECORD, GSU, [CI])

6. Service Delivery

Figure 6.1: IEC - Debit Units Operation
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The ASIMRFC receives a SIP related service request from S-CSCF.

The Debit Units Operation is performed as described in TS 32.200 [2].

The ASIMRFC performs IEC prior to service execution. AS/MRFC sends AcceuntingCredit-Control-
Request (ACCR) with Acceunting-Recerd CC-Request-Type AV Pset to

EVENTRECORBEVENT_ REQUEST to indicate service specific information to the ECF. The
Requested-Action AVP (RA) isset to DIRECT_DEBITING. If known, the ASMRFC may include
Requested- Service-Unit AVP (RSU) (monetary or non monetary units) in the request message.

Having transmitted the Acecounting-RegquestCC_request message the AS/MRFC starts the communication
supervision timer Tx [13]. Upon receipt of the AccountingCredit-Control-Answer (ACCA) message the
AS/MRFC shall stop timer Tx.

The ECF determines the relevant service charging parameters in conjunction with the other internal
charging functions of the OCS.

The ECF returns Aceeunting-AnsaerCC_answer message with Accounting-Record CC-Request-Type
AVP set to EVENT-RECORDEVENT_ REQUEST to the ASMRFC in order to authorize the service
execution

(Granted-Service-Unit AVP (GSU) and possibly Cost-Information AVP (Cl) indicating the cost of the
service are included in the Accounting-AnrswerCC_answer message). The Accounting-AnrswerCC_answer
message has to be checked by the AS'MRFC accordingly and the requested service is controlled
concurrently with service delivery.

Serviceisbeing delivered.
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6.1.2.1.2 Message Flows - Error Cases and Scenarios
This subclause describes various error cases and how these should be handled.

The failure handling behaviour islocally configurable in the AS'MRFC. If the Direct-Debiting-Failure-Handling AVP is not
used, the locally configured values are used instead.

6.1.2.1.2.1 Reception of SIP Error Messages

If SIP errors occur during service delivery, as defined in [5] and [12], it is up to the AS/MRFC to determine to what extent the
service was delivered before the error occurred and act appropriately with respect to charging. This may imply that no units at
all (or no more units) are debited.

6.1.2.1.2.2 Debit Units Operation Failure

This case comprises situations where either no, or an erroneous response, is received from the ECF. The “no response” caseis
detected by the AS/MRFC when the connection supervision timer Tx expires[13] before a response AccountingCredit-
Control-Answer (ACCA) isreceived. The case of receiving an erroneous response implies that the AS'MRFC receives a
AeecountingCredit-Control-Answer (ACCA), which it is unable to process, while Tx is running. The failure handling complies
with the failure procedures for "Direct Debiting” scenario described in [13].

6.1.2.1.2.3 Duplicate Detection

The detection of duplicate request is heeded and must be enabled. To speed up and simplify as much as possible the duplicate
detection, the all-against-all record checking should be avoided and just those records marked as potential duplicates need to be
checked against other received requests (within a reasonable time window) by the receiver entity.

The ASIMRFC mark the request messages that are retransmitted after alink failover as possible duplicates with the T-flag as
described in [3]. For optimized performance, uniqueness checking against other received requestsis only necessary for those
records marked with the T-flag received within a reasonable time window. This focused check is based on the inspection of the

Session-1d and Aeceunting-Recerd CC-Request-Number AV P pairs.

Note that for IEC the duplicate detection is performed in the Correlation Function that is part of the OCS. The ECF that
receives the possible duplicate request should mark as possible duplicate the corresponding request that is sent over the Rc
interface.

6.1.2.2 Event Charging with Unit Reservation (ECUR)

This subclause provides the details of the "Reserve Units' and "Debit Units" operations specified in TS 32.200 [2].
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6.1.2.2.1 Message Flows - Successful Cases and Scenarios

6.1.2.2.1.1 ECUR - Reserve Units and Debit Units Operations

Figure 6.2 shows the transactions that are required on the Ro interface in order to perform ECUR with Reserve Units and Debit
Units operations. Multiple replications of both of these operations are possible.

AS/MRFC ECF

1. Service Request

Reserve Units Operation

2. CCR (INITIAL_REQUEST, RSU,

L

3. Perform Event
Charging Control

4. CCA (INITIAL_REQUEST, GSU, [All])

<
4—

5. Service Delivery

I

Reserve Units and Debit Units Operations

6. CCR (UPDATE_REQUEST, RSU, USU)

L

7. Perform Event Charging Control

8. CCA (UPDATE_REQUEST, GSU, [FUI])

9. Service Delivery

Debit Units Operation

10. CCR (TERMINATE_REQUEST, USU)

Lg

11. Perform Event Charging Control

12. CCA (TERMINATE_REQUEST, Cl)

A
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AS/MRFC ECF

1. Service Request

Reserve Units Operation

2. ACR (START_RECORD, RSU, [All])

L

3. Perform Event
Charging Control

4. ACA (START_RECORD, GSU, [All])

<
<

5. Service Delivery

|

Reserve Units and Debit Units Operations

6. ACR (INTERIM_RECORD, RSU, USU)

—

7. Perform Event Charging Control

8. ACA (INTERIM_RECORD, GSU, [FUI])

9. Service Delivery

Debit Units Operation

10. ACR (STOP_RECORD, USU)

3

11. Perform Event Charging Control

12. ACA (STOP_RECORD, Cl)
<

<

Figure 6.2: ECUR - Reserve Units and Debit Units Operations

The AS'/MRFC receives a SIP related service request from S-CSCF. The service request may be initiated
by either the user or an ASMRFC.

The Reserve Units Operation is performed as described in TS 32.200 [2].

2.

In order to perform Reserve Units operation for a number of units (monetary or non-monetary units), the
AS/MRFC sends an ACCR with Aeeeunting-Record CC-Request-Type AVP set to
SFART-RECORDBINITIAL-REQUEST to the ECF. If known, the AS/MRFC may include Requested-
Service-Unit (RSU) AVP (monetary or non monetary units) and Acc-Interim-Interval (All) AVP inthe
regquest message.

If the service cost information is not received by the ECF, the ECF determines the price of the desired
service according to the service specific information received by issuing a rating request to the Rating
Function. If the cost of the service isincluded in the request, the ECF directly reserves the specified
monetary amount. |f the credit balance is sufficient, the ECF reserves the corresponding amount from the
users account.

Once the reservation has been made, the ECF returns Acecounting-AnswerCC_answer message with
Aecounting-Record CC-Request-Type set to SFARTRECORBINITIAL-REQUEST to the ASMRFC in
order to authorize the service execution (Granted-Service-Unit and possibly Cost-1nformation indicating
the cost of the service are included in the Accounting-ArswerCC_answer message). If requested, the ECF
returns the Acc-Interim-Interval (All) AVP with value field set to a non-zero value.

Content/service delivery starts and the reserved units are concurrently controlled.
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The Reserve Units and Debit Units Operations are performed as described in TS 32.200 [2].

6. During content/service delivery, in order to perform Debit Units and subsequent Reserve Units
operations, the ASYMRFC sends an ACCR with Accounting-Record CC-Request-Type AVP set to
HNTERIM-RECORDUPDATE-REQUEST, to report the units used and request additional units,
respectively. The ACCR message with Acecounting-Record CC-Request-Type AVP set to
HNFERIM—RECORBUPDATE-REQUEST must be sent by the ASMRFC between the
START-RECORDINITIAL-REQUEST and SFOP-RECORBTERMINATE-REQUEST either on
request of the credit control application within the interim interval or if theinterim interval is elapsed. If
known, the AS/IMRFC may include Requested-Service-Unit AVP (monetary or non monetary units) in the

| request message. The Used-Service-Unit (USU) AVP is complemented in the ACRCCR message to
deduct units from both the user's account and the reserved units, respectively.

7. The ECF deducts the amount used from the account. If the service cost information is not received by the
ECF, the ECF determines the price of the desired service according to the service specific information
received by issuing arating request to the Rating Function. If the cost of the service isincluded in the
reguest, the ECF directly reserves the specified monetary amount. If the credit balance is sufficient, the
ECF reserves the corresponding amount from the users account.

8. Once the deduction and reservation have been made, the ECF returns Accounting-AnrswerCC_answer
message with Accounting-Record CC-Request-Type set to INFERHV-RECORBUPDATE-REQUEST to
the ASMRFC, in order to allow the content/service delivery to continue (new Granted-Service-Unit
(GSU) AVP and possibly Cost-Information (Cl) AVP indicating the cumulative cost of the service are

| included in the Accounting-AnrswerCC_answer message). The ECF may include in the ACACCA
message the Final-Unit-Indication (FUI) AVP to indicate the final granted units.

9. Content/service delivery continues and the reserved units are concurrently controlled.

The Debit Units Operation is performed as described in TS 32.200 [2].

10. When content/service delivery is completed or the final granted units have been consumed, the ASMRFC

sends ACCR with Aceeunting-Record CC-Request-Type AVP set to SFORP-RECORBTERMINATE-
REQUEST to terminate the active accounting session and report the used units.

11. The ECF deducts the amount used from the account. Unused reserved units are released, if applicable.

12. The ECF acknowledges the reception of the ACCR message by sending ACCA message with Accounting-
RecordCC-Request-Type AVP indicating SFOP-RECORBTERMINATE-REQUEST (possibly Cost-
Information AV P indicating the cumulative cost of the service isincluded in the Aceeunting-
AnsaerCC_answer message).

NOTE: The ECUR scenario is supervised by corresponding timers (e.g. accounting interval timer) that are not shown in
the figure 6.2.

6.1.2.2.1.2 Support of Tariff Switch
Changes to the tariffs pertaining to the service may be handled in the following ways.
e Tariff Changes handled using Acct-Interim-Interval AVP; or

e Tariff changes handled using the Tariff Switch Time AVP.

6.1.2.2.1.2.1 Tariff Changes handled using Acct-Interim-Interval AVP

The tariff change for online charging can be achieved by setting the value of the Acct-Interim-Interval AVP (ECF controlled)
in amanner that it matches the desired tariff switch time.

6.1.2.2.1.2.2 Tariff changes handled using the Tariff Switch Time AVP

To indicate a change of tariff to the AS'MRFC, the ECF can include the Tariff Switch Time (Tariff-Switch-Definition AVP),
i.e. atimer value referring to the change of tariff, in the Acceunting-AnrswerCC_answer. The Tariff Switch Timeis evaluated
by the AS/MRFC relative to the time stamp of the Accounting-RequestCC_request (Accounting-Record CC-Request-Type
START-RECORDINITIAL-REQUEST or INFERHMM-RECORDUPDATE-REQUEST). By that it is possible to eliminate any
delays of the signalling between AS/MRFC and ECF.

Together with the Tariff Switch Time the ECF a so provides the granted service units. These units can be provided in one
portion or in two, referring to the granted service units before and after the tariff switch.

If aTariff Switch Timeisreceived, the ASMRFC starts the tariff switch timer and use the granted service units for usage
metering. If both, granted service units before and after the tariff switch have been provided, the AS/MRFC uses the units
granted before the tariff switch (pre-switch quota).
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If the pre-switch quotais exhausted, the AS/MRFC sends an Aceceunting-ReguestCC_request to the ECF. The Accounting-
ReguestCC_request contains the amount of service units used from the beginning of the connection only. The value of the
tariff switch timer is discarded in the ASYMRFC and it is the responsibility of the ECF to provide a new Tariff Switch Timein

the Aceeunting-AnsaerCC_answer.

If the tariff switch timer expired, the ASMRFC further continues usage metering using the post-switch quota, if provided, but
no Aeeeunting-ReguestCC _request is sent. If no specific units were granted to after tariff switch time, the AS'MRFC continues
usage metering with the remaining units granted.

If the post switch quotais exhausted, the AS/IMRFC sends an Aceounting-RegquestCC_request to the ECF, containing the
service units used before the last tariff switch, the service units used after the last tariff switch and the tariff switch time.

If the granted units - provided in one portion - are exhausted, an Accounting-ReguestCC _request is sent. If atariff switch has
occurred in thistime, the Accounting-ReguestCC_request contains the service units used before the tariff switch, the service
units used after the tariff switch and the time of the tariff switch. Otherwise, if no tariff switch has occurred, the
Aecounting-RequestCC_request contains the overall amount of used service units.

There may be some AS'MRFCs that do no support tariff switching. In this case, the ASYMRFC ignores the AV Ps associ ated
with this feature (i.e. Tariff-Switch-Definition and Unit-Value-After-Tariff-Snitch AV Ps). The Granted-Service-Unit, Unit-
Value and Used-Service-Unit AV Ps are treated asif the Tariff Switch feature does not exist.

Figure 6.3 shows the messages exchanged on the Ro interface for ECUR for atariff change. This scenario covers atariff
switch where the granted service units are provided in two portions, before and after the tariff switch. No additional
Acecounting-RequestCC_request takes place, as the granted service units were not exhausted.
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Granted Service Unit (Unit Value)

AS/MRFC ECF
1. CCR (INITIAL_Request, Reserve Units Req.)
N\ .
2. CCA (INITIAL_Request, Reserve Units Res.)
R i {Tariff Switch Time, Granted Service Unit}
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4. CCR (TERMINATION_Request, Debit Units Req.)
{Used Service Unit (unit value, unit value after tariff
switch), time of tariff change}
5. CCA (TERMINATION_Request, Debit Units Res.)
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6.1.2.2.1.3

AS/MRFC ECF
1. ACR (START_Record, Reserve Units Req.)
\ .
2. ACA (START_Record, Reserve Units Res.)
T -1¢ {Tariff Switch Time, Granted Service Unit}
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4. ACR (STOP_Record, Debit Units Req.)
A
{Used Service Unit (unit value, unit value after tariff
switch), time of tariff change}
5. ACA (STOP_Record, Debit Units Res.)

Figure 6.3: Tariff Change in the AS/IMRFC

In order to perform credit control with reservation of an amount of units (monetary or

non-monetary units) the AS'MRFC sends an ACRCCR with Aceeunting-Recerd CC-Request-Type set to
SFART-RECORBINITIAL-REQUEST to ECF. The Requested-Action is set to RESERVE_UNITS.
Once the reservation has been made, ECF returns an ACACCA with Accounting-Record CC-Request-
Type set to SFARTRECORDINITIAL-REQUEST to the ASMRFC in order to authorize the
content/service delivery. The AGACCA includes the Tariff Switch Time, the service units granted before
the tariff switch and the service units granted after the tariff switch.

Upon receipt of the ACACCA, the ASMRFC evaluates the tariff switch time relative to the timestamp of
the ACRCCR, starts the tariff switch timer and monitors service usage based on the service units granted
before the tariff switch.

The Tariff Switch Timer expires. The ASMRFC now monitors service usage based on the service units
granted after the tariff switch.

The ASMRFC sends ACRCCR with Aceeunting-Recerd CC-Request-Type set to
STOP-RECORDTERMINATE-REQUEST to terminate the active accounting session. The message
includes the amount of service units used before the tariff switch, the amount of service units used after
the tariff switch and the time of the tariff change.

An Aeceunting-AnsaerCC_answer is sent from the ECF back to the AS/MRFC as an acknowledgment of
the successful debit process and to finalize the transaction.

Expiration of Reservation Validity

This subclause defines how reserved units are returned, if not used, within areasonable time. It should be possible that both the
reservation and SIP sessions are cancelled or only the reservation is cancelled without removing the SIP session. Work on this
isongoing in IETF Credit Control Draft [13]. Alignment with [13] is planned.
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6.1.2.2.2 Message Flows - Error Cases and Scenarios
This subclause describes various error cases and how these should be handled.

The failure handling behaviour islocally configurable in the ASMRFC. If Credit-Control-Failure-Handling AVP is not used,
the locally configured values are used instead.

6.1.2.2.2.1 Reception of SIP Error Messages

If SIP errors occur during service delivery, as defined in [5] and [12], it is up to the AS/MRFC to determine to what extent the
service was delivered before the error occurred and act appropriately with respect to charging. This may imply that no units at
all (or no more units) are reserved or debited.

6.1.2.2.2.2 Reserve Units and Debit Units Operation Failure
This case comprises of ECF connection failure, and/or receiving error responses from the ECF.

The AS/MRFC detects an ECF connection failure when the timer Tx expires[13] or atransport failure is detected as defined in
[3]. The ECF also has the capability to detect failures when the timer Ts[3] expires. The ECF should indicate the cause of
failure by setting the appropriate result code as defined in [3] and [13]. In any case, the failure handling of AS'MRFC and ECF
complies with the failure procedures for " Session Based Credit Control" scenario described in [13].

6.1.2.2.2.3 Duplicate Detection
For credit control duplicate detection is performed only for possible duplicate event requests related to |EC as mentioned in
subclause 6.1.2.1.2.3,as retransmission of ECUR related accounting requestsis not allowed.

6.1.3 Message Formats

6.1.3.1 Summary of Online Charging Message Formats

The existing Diameter credit control extension internet-draft [13] proposes an approach based on a series of "interrogations”:
« Initial interrogation (extending the initial start-session accountingeredit control report message).
e Zero, one or more interim interrogations (extending the updaterrterin aceeuntingeredit control report message).

¢ Fina interrogation (extending the terminatestop-session accounting credit control report message).

In addition to a series of interrogations, aso a one time event (interrogation) can be used e.g. in the case when service
execution is aways successful.

All of these interrogations make use of the same Aecceunting-ReguestCC_request and Accounting-ArswerCC_answer messages
in the base Diameter protocol as for the offline charging. Additional AV Ps are specified for the purposes of online charging.

These additional AVPsinclude al the AVPslisted in [13] and the Tariff-Switch-Definition AVP as specified in clause 7.

The Accounting-RequestCC_request for the "interim interrogation” and "final interrogation” reports the actual number of
"units’ that were used, from what was previously reserved. This determines the actual amount debited from the subscriber's
account.

Such an approach has the benefit of a common basic message structure, and accounting data reporting mechanism for both
offline and online charging.

Table 6.1 describes the use of these messages for online charging.

Table 6.1: Online Charging Messages Reference Table

Command-Name Source |Destination|Abbreviation
AceountingCC-RequestMRFC, AS ECF ACRCCR
AceountingCC-Answer ECF MRFC, AS AGCACCA
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6.1.3.2 Structure for the AceeuntingCredit Control Message Formats

The following is the basic structure shared by all online charging messages. Thisis based directly on the format of the
AceountingCC-Request and AceeunrtingCC-Answer messages defined in the base Diameter protocol specification [3] with the
extensions defined in [13].

Those Diameter AV Ps that are used for online charging are marked "Yes' in tables 6.2 to 6.3. Those Diameter AV Psthat are
not used for online charging are marked "No" in tables 6.2 to 6.3. Thisimplies that their content can (Y es) or can not (No) be
used by the ECF for charging purposes.

The following symbols are used in the tables:
¢ <AVP> indicates amandatory AVP with afixed position in the message.
¢ {AVP} indicates a mandatory AV P in the message.
¢ [AVP] indicates an optional AVP in the message.

¢ *AVPindicates that multiple occurrences of an AVP is possible.
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6.1.3.2.1 AceountingCredit-Control-Request Message
Table 6.2 illustrates the basic structure of a Diameter AccountingCC-Request message as used for IMS online charging.

Table 6.2: AceountingCC-Request (ACRCCR) Message Contents for Online Charging

Diameter Credit ControlBase-Protecel AVPs
AVP Used in Online AGRCCR
<Diameter Header: 2721, REQ, PXY> Yes
<Session-ld> Yes
{ Origin-Host } Yes
{ Origin-Realm} Yes
{ Destination-Realm } Yes
{ Auth-Application-Id } Yes
{Acceunting-Recerd CC-Request-Type } Yes
{Acceunting-Recerd CC-Request-Number } Yes
[ Destination-Host ] Yes
Fhesltoplicoden ] Lo
[ User-Name ] Yes
[Aceceunting CC-Sub-Session-Id ] YesNe
Fhzsounbng-FAbl e Socsion d] Lo
[ Acct-Multi-Session-Id ] YesNe
e e I Mes
i i MNe
[ Origin-State-Id ] Yes
[ Event-Timestamp ] Yes
*[ Subscription-Id ] Yes
[ Service-ldentifier ] Yes
[ Termination-Cause ] Yes
[ Requested-Service-Unit ] Yes
[ Requested-Action ] Yes
*[ Used-Service-Unit ] Yes
[ Multiple-Service-Indicator ] Yes
*[ Multiple-Service-Credit-Control ] Yes
*[ Service-Parameter-Info] Yes
[ CC-Correlation-Id ] Yes
[ User-Equigment-Info ] Yes
* [Proxy-Info] YesNe
* [Route-Record] YesNe
*[AVP] YesNe
Diameter Credit Control AVPs
[Subscription-Id] Yes
Peoguoctod Aotion] Mes
Zooouosiodoopden Ll Mes
“Hsed-Sepace-Uaiy Yes
S cpaens-Ponpaciosnie] Mes
Fhomormolomminoton-bencon) Mes
“Aceounting-Cerrclation-le] Ne
3GPP Diameter-accounting-AVPs
P=optonn] Mes
[Rele-ot-Rade] Yes
[User-Session-1D] Yes
Feolling-Posb e fddioea] Mes
[Called-Party-Address] Yes
P e-ctonang] Mes
“Appheation-Server Ne
ShetopCoomberldontiiog Mes
HEbR-Media-Compenent] Yes
[GGSN-Address] Yes
Eopeed-Poppe R fderoce] ble
[Authersed-0es] Ne
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No
Ne
FSepdee-led Yes
Yes
Yes

The detailed use of the AVPs for MRFC/AS and for each ACRCCR record type (startinitial /terimupdate/termi natestop/event)
is specified in subclause 6.1.3.3.

6.1.3.2.2 AcecountingCredit-Control-Answer Message

Table 6.3 illustrates the basic structure of a Diameter AccountrngCC-Answer message as used for IMS charging. This message
is always used by the ECF as specified below, independent of the receiving IMS node and the ACRCCR record type that is
being replied to.

Table 6.3: AccountingCredit-Control--Answer (AGACCA) Message Contents for Online Charging

Diameter Credit Controlbaseprotecel AVPs
AVP Used in online ACACCA
<Diameter Header: 2721, PXY> Yes
<Session-ld> Yes
{ Result-Code } Yes
{ Origin-Host } Yes
{ Origin-Realm} Yes
{ Auth-Application-Id } Yes
{Accounting-RecordCC-Request-Type} Yes
{Acecounting-RecordCC-Request-Number} Yes
[Acet-Application-id] Ne
[ User-Name ] Yes
[ CC-Session-Failover ] Yes
[ AccountingCC-Sub-Session-Id_] Yes
[Accountng-RARIJS-Session-ld] Ne
[ Acct-Multi-Session-1d ] YesNe
[Error-Reporting-Host] Ne
[Acct-Interim-Interval] Yes
[ Origin-State-Id ] Yes
[ Event-Timestamp ] Yes
*[ Subscription-Id ] Yes
[ Granted-Service-Unit ] Yes
*[ Multiple-Service-Credit-Control ] Yes
[ Cost-Information ] Yes
[ Final-Unit-Indication ] Yes
[ Check-Balance-Result ] Yes
[ Credit-Control-Failure-Handling ] Yes
[ Debit-Debiting-Failure-Handling ] Yes
[ Validity-Time ] Yes
*[ Redirect-Host AVP ] Yes
[ Redirect-Host-Usage ] Yes
[ Redirect-Max-Cache-Time ] Yes
* [Proxy-Info] YesNe
* [Route-Record] Yes
*[AVP] YesNo
Diameter Credit ControlAVPs
[Subscription-id] Yes
ASrented-Sepdea-Uni Yes
[Cost-Information] Yes
[Sheek-Balance-Result Yes
6.1.3.3 Detailed Message Formats

Following the protocol specifications, the following "types" of accounting data may be sent:
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e Initial requestStart-session-accounting credit control data.
¢ Update requestinterim-session accounting-credit contol data.

¢ Terminate requestStop-session aceeuntingeredit control data.

e Event accounting data.

ACRCCR types initialstart, updateinterin and terminatestep are used for accounting data related to successful SIP sessions. In
contrast, event accounting data is used for session-unrelated accounting data, such as a simple registration or interrogation, and
for accounting data related to unsuccessful SIP session establishment attempts.

The following table specifies per ACRCCR type the accounting data that are sent by MRFC and AS.

Tables 6.4 and 6.5 are the basic structure for online charging messages via Ro Interface. Thisis based directly on the
AecountingCC-Request and AccountingCC-Answer messages defined in the Diameter protocol specifications {3}-ane-{13].
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Table 6.4: Detailed Diameter ACR Message Contents for online Charging

AVP name |  Node Type [MRFC | AS
| Supported ACRs [S/IISIE | S/lISIE
Lot Diom oo Boce Prooenl

<Session-1b> SISE SISE
{Origin-Host} SISE SISE
{Origin-Realm} SISE SISE
{Destination-Realm} SISE SISE
{Accounting-Record-Type} SISE | SISE
{Accounting-Record-Number} SISE | SISE
[Aset-Aapheation-l2Y - -
[User-Name] SISE | SISE
[Accounting-Sub-Session-1D] - -
[Accounting-RADIUS-Session-1D] - -
[Aeet-Muli-Session-2Y - -
FAcet-lnterm-trterval] Sis- Shs-
[ = - red] - .
[Origin-State-1D] SISE SISE
[Event-Timestamp] SISE SISE
*[Proxy-tnfe] - -
*Route-Record] - -
Diameter Credit-Control AVP
<Session-ld>[Subseription-td] SISE SISE
{ Origin-Host }Reguested-Action] SISE SISE
{ Origin-Realm }*[Requested-Service-Unit} SISE SISE
{ Destination-Realm }[Used-Service-Unit} SISE SISE
{ Auth-Application-Id }Fariff-Switch- SISE SISE
finition]
{ CC-Request-Type ¥[Service-Parameter- SISE SISE
trfe}
{ CC-Request-Number }Abnormal- SISE SISE
Termination-Reason]
[ Destination-Host [*[Accounting- SISE SISE
Correlation-Id]
[ User-Name JXGranted-Serviee-Unit} SISE- | SISE-
[ CC-Sub-Session-Id J[Sest-trfermation] SISE- | SISE-
(Finak-Uni lication] - -
[ Acct-Multi-Session-Id J[Check-Balance- SISE- | SISE-
Resuly
[ Origin-State-Id ]
[ Event-Timestamp ] SISE SISE
*[ Subscription-Id ] SISE SISE
[ Service-ldentifier ] SISE SISE
[ Termination-Cause ] SISE SISE
[ Requested-Service-Unit ] SISE SISE
[ Requested-Action ] SISE SISE
*[ Used-Service-Unit ] SISE SISE
[ Multiple-Service-Indicator ] SISE SISE
*[ Multiple-Service-Credit-Control ] SISE SISE
*[ Service-Parameter-Info] SISE SISE
[ CC-Correlation-Id ] SISE SISE
[ User-Equigment-Info ] SISE SISE

* [Proxy-Info] - -
* [Route-Record]

*AVP]
- -

fEvent-Type} SISE | SISE
{Role-of-Node} SISE | SISE
Pooesocsion SISE | SISE
{Calling-Party-Address} SISE | SISE
{Called-Party-Address} SISE | SISE
fHme-stamps} SISE | SISE
[Appheatien-sereer - -
Application-provided-called-pary-address] - -
[Inter-Operator-ldentifiers] SISE | SISE
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AVP name |  Node Type [MRFC | AS |

| Supported ACRs [S/IISIE | SIISIE

[MS-Ghargirg-Hdentifier] SIsE | slsE
*SDP-Media-component] SI-E SI-E
[SDP-Media-Name] SI-E SI-E
[SCEn-Address] Si-E S-E
SPRe-Charging-ld] Si-E Sk-E
[Served-Party-IP-Address] - -
[Authorized-QoS] - -
[Server-Capabilities] - -
Freenk-Sroup-1D] - -
[Bearer-Serues] - -
[Service-ld] SISE
[JUS-Data] SISE | SISE
[Cause] --SE --SE
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Table 6.5: Detailed Diameter ACA Message Contents for Online Charging

AVP
name Node Type ECF
Supported ACAs S/I/SIE
AVPs from Diameter Base Protocol

<Session-1b> SISE
{ResultCodel} SISE
{Origin-Host} SISE
{Origin-Realm} SISE
{Accounting-Record-Type} SISE
{Accounting-Record-Number} SISE
[Asest-Aapheation-l2Y -
Fdser-Namel -
[Accounting-Sub-Session-1D] -
[Accounting-RADIUS-Session-1D] -
[Aeet-Muli-Session-24 -
[Error-Reperting-Host] -
FAcet-lnterm-tterval] SIS-
[Accounting-Realtime-Regquired] -
[Origin-State-1D] SISE
[Event-Hrestemp) SISE
_Eppg;(_y..l.ﬁfel* -

*

AVPs from Diameter Credit Control
<Session-ld>[Subsecription-td} SISE
{ Result-Code }Reguested-Action} SISE-
{ Origin-Host }*[Reguested-Service-Unit} SISE-
{ Origin-Realm }*[Used-Service-Unit} SISE-
{ Auth-Application-1d HFariff-Switch-Definition} SISE
{CC-Request-Type}fService-Parameter-info} SISE-
{CC-Request-Number}fAbnormal-Termination- SISE-

1 1 -
[ - Fail ing] -
[ User-Name ]{Direct-Debiting-Failure-Handling] -
[ CC-Session-Failover *[Granted-Service-Unit] SISE
[ CC-Sub-Session-Id J[Cest-lnformation) SISE
[ Acct-Multi-Session-1d J[Sheck-Balance-Result} SISE-
[ Origin-State-Id ] SISE
[ Event-Timestamp ] SISE
*[ Subscription-Id ] SISE
[ Granted-Service-Unit ] SISE
*[ Multiple-Service-Credit-Control ] SISE
[ Cost-Information ] SISE
[ Final-Unit-Indication ] SISE
[ Check-Balance-Result ] SISE
[ Credit-Control-Failure-Handling ] -
[ Debit-Debiting-Failure-Handling ] -
[ Validity-Time ] SISE
*[ Redirect-Host AVP ] SISE
[ Redirect-Host-Usage ] SISE
[ Redirect-Max-Cache-Time ] SISE
* [Proxy-Info] -
* [Route-Record] -
*[AVP] -

End of Change in Clause 6

Change in Clause 7.1
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7 AVPs Used for Offline and Online Charging

7.1 Diameter Base Protocol AVPs

The use of the Attribute Value Pairs (AVPs) that are defined in the Diameter Base Protocol [3] is specified in

subclause 5.1.3 for offline charging and in subclause 6.1.3 for online charging. The information is summarized in table 7.1
with the base protocol AVPs listed in alphabetical order. Detailed specification of these AVPsis available in the base protocol
specifications.

The 3GPP IMS Charging Application uses the value 10415 (3GPP) as Vendor-Id.

Those Diameter AVPsthat are used for IMS charging are marked "Yes' in table 7.1. Those Diameter AV Ps that are not used
for IMS charging are marked "No" in table 7.1. Thisimplies that their content can (Y es) or can not (No) be used by the CCF er
ECFfor charging purposes.

The following symbols (adopted from [3]) are used in the tables:
¢ <AVP> indicates amandatory AVP with afixed position in the message.
¢ {AVP} indicates a mandatory AVP in the message.
¢ [AVP] indicates an optional AVP in the message.

¢ *AVPindicates that multiple occurrences of an AVP are possible.

Table 7.1: Use Of Diameter Base Protocol AVPs in IMS

Mechanism Offline Online

AVP name Type ACR [ACA
Table # 54 |55
[Accounting-Multi-Session-Id] No | No
[Accounting-RADIUS-Session-Id] No | No
[Accounting-Realtime-Required] No | No
{Accounting-Record-Number} Yes | Yes
{Accounting-Record-Type} Yes | Yes
[Accounting-Sub-Session-1d] No | No
[Acct-Application-Id] No | No
[Acct-Interim-Interval] Yes | Yes

{Auth-Application-Id} - -
<Diameter-Header:271,REQ,PXY> | Yes | Yes
{Destination-Host} - -

{Destination-Realm} Yes -
[Error-Message] - -
[Error-Reporting-Host] - No
[Event-Timestamp] Yes | Yes
*[Failed-AVP] - -
*[Proxy-Info] No | No
{Origin-Host} Yes | Yes
{Origin-Realm} Yes | Yes
[Origin-State-1d] Yes | Yes

*[Redirected-Host] - -
[Redirected-Host-Usage] - -
[Redirected-Max-Cache-Time] - -

SEEE | EEEE (5] B EEEEEEEERE
SEEL Bl EEEE 55| B BEEEEEEERR

{Result-Code} - Yes
*[Route-Record] No -

<Session-ld> Yes | Yes
[User-Name] Yes | Yes
[Vendor-Specific-Application-I1d] Yes | Yes

NOTE: Result-Code AVP isdefined in Diameter Base Protocol [3]. However new values are used in IMS charging
applications. These additional values are defined below.
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7.1.1 Acct-Application-1d AVP
The Acct-Application-1d AVP (AVP code 259), as part of the Vendor-Specific-Application-1d grouped AV P, shall contain the
value of 1i.e. the same application id as used by the Cx interface protocol as defined in [19].

7.1.2 Result-Code AVP

This subclause defines new Result-Code AV P (AVP code 298) values that must be supported by all Diameter implementations
that conform to the present document.

The Accounting-Answer message includes the Result-Code AV P, which may indicate that an error was present in the
Accounting-Reguest message. A rejected Accounting-Request message should cause the user's session to be terminated.

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at the time
it was received, but MAY be able to satisfy the request in the future.

DIAMETER_END_USER_SERVICE_DENIED 4100

The ECF denies the service request due to service restrictions or limitations related to the end-user, for example the end-user's
account could not cover the requested service.

DIAMETER_CREDIT_CONTROL_NOT_APPLICABLE 4102

The credit control server determines that the service can be granted to the end user but no further credit control
needed for the service (e.g. serviceisfree of charge).

Errorsthat fall within permanent failure category are used to inform the peer that the request failed, and should not be
attempted again.

DIAMETER_END_USER_NOT_FOUND 5100

The specified end user could not be found in the CCF or ECF.

7.1.2 User-Name AVP

The User-Name AVP (AVP code 1) contains the Private User Identity [18], if available in the node.

7.1.3 Vendor-Specific-Application-Id AVP

The Vendor-1d AVP (AVP code 266), as part of the Vendor-Specific-Application-1d grouped AVP, shall contain the value of
10415, which isthe IANA registered value for '3GPP.

End of Change in Clause 7.1
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Change in Clause 7.2

7.2 Additional AVPs

For the purpose of IMS charging additional AVPs are used in ACR and ACA for beth-enline-and-offline charging. The use of
these AV Ps are described in subclause 5.1.3 for offline charging and in subclause 6.1.3 for online charging. The information is
summarized in table 7.2 along with the AVP flag rules.

Detailed descriptions of AV Ps that are used specifically for IMS charging are provided in the subclauses below the table.
However, for AVPsthat are just borrowed from other applications only the reference (e.g. [13]), is provided in table 7.2 and
the detailed description is not repeated.
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Table 7.2: Use Of Diameter Credit Control and 3GPP accounting AVPs for IMS

AVP Flag rules
AVP Name éc\){:ipe gé?il:]sez \.@l;: Must(May|Should|Must| May
not | not |Encr.

AVPs from Diameter Credit Control
[Subseription-ld} 200 (33}
[Reguested-Action] 201 (33}
-~ [Currency-Code] 206 (33}
*[Service-Parameter-Info] 208 |[33}
[Abremmal-Termination-Reasen] 209 |23}
*HAceounting-Correlation-tef 210 |[3]
—|Currency-Codel 217 |[33)
—{Cost} 219 |[3)
-~ {Currency-Code} 220 |33}
[Check-Balance-Result] 222 |33}
CC-Correlation-Id [13] |[13] OctetString
CC-Input-Octets [13] |[13] Unsigned64
CC-Money [13] |[13] Grouped
CC-Output-Octets [13] |[13] Unsigned64
CC-Request-Number [13] |[[13] Unsigned32
CC-Request-Type [13] |[13] Enumerated
CC-Service-Specific-Units [13] |[13] Unsigned64
CC-Session -Failover [13] |[13] Enumerated
CC-Sub-Session-Id [13] |[13] Unsigned64
CC-Time [13] |[13] Unsigned32
CC-Total-Octets [13] |[13] Unsigned64
CC-Unit-Type [13] |[13] Enumerated
Check-Balance-Result [13] |[13] Enumerated
Cost-Information [13] |[13] Grouped
Cost-Unit [13] |[13] UTE8String
Credit-Control [13] |[13] Enumerated
Credit-Control-Failure-Handling [13] |[13] Enumerated
Currency-Code [13] |[13] Unsigned32
Direct-Debiting [13] |[13] Enumerated
Failure-Handling-Exponent [13] |[13] Integer32
Final-Unit-Action [13] |[13] Enumerated
Final-Unit-Indication [13] |[13] Grouped
Granted-Service-Unit [13] |[13] Grouped
Granted-Service-Unit -Pool-Identifier [13] |[13] Unsigned32
Granted-Service-Unit -Pool-Reference [13] |[13] Grouped
Multiple-Services-Credit-Control [13] |[13] Grouped
Multiple-Services-Indicator [13] |[13] Enumerated
Rating-Group [13] |[13] Unsigned32
Redirect-Address-Type [13] |[13] Enumerated
Redirect-Server [13] |[13] Grouped
Redirect-Server-Address [13] |[13] UTF8String
Requested-Action [13] |[13] Enumerated
Reqguested-Unit [13] |[13] Grouped
Restriction -Filter-Rule [13] |[13] IPFiltrRule
Service-ldentifier [13] |[13] UTE8String
Service-Parameter-Info [13] |[13] Grouped
Service-Parameter-Type [13] |[13] Unsigned32
Service- Parameter-Value [13] |[13] OctetString
Subscription-Id [13] |[13] Grouped
Subscription-ld-Data [13] |[13] UTE8String
Subscription-1d-Type [13] |[13] Enumerated
Tariff-Change-Usage [13] |[13] Enumerated
Tariff-Time-Change [13] |[13] Time
Unit-Value [13] |[13] Grouped
Used-Service-Unit [13] |[13] Grouped
User-Equipment-Info [13] |[13] Grouped
User-Equipment-Info-Type [13] |[13] Unsigned32
User-Equipment-Info-Value [13] |[13] UTF8String
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AVP Flag rules
AVP Name ég(jpe DC;lil;Séz \.@;: Must(May|Should|Must| May
not | not |[Encr.

Value-Digits [13] |[13] Integer64

Validity-Time [13] |[13] Unsigned32

3GPP Diameter Accounting AVPs

[Event-Type] 223 |7.2.16 |Grouped
[SIP-Method] 224 |7.2.34 |UTF8String
[Event] 225 |7.2.15 |UTF8String
[Content-Type] 226 |7.2.12 |UTF8String
[Content-Length] 227 |7.2.11 |UTF8String
[Content-Disposition] 228 |7.2.10 |UTF8String

[Role-of-Node] 229 |7.2.27 |Enumerated

[User Session Id] 230 |7.2.45 |UTF8String

[Calling-Party-Address] 231 |7.2.7 |UTF8String

[Called-Party-Address] 232 |7.2.6  |UTF8String

[Time-stamps] 233 [7.2.39 |Grouped
[SIP-Request-Timestamp] 234 |7.2.35 |UTF8String
[SIP-Response-Timestamp] 235 [7.2.36  |UTF8String

[Application-server] 236 |7.2.3 |UTF8String

[Application-provided-called-party-address]|237 [7.2.2  |UTF8String

[Inter-Operator-ldentifier] 238 |[7.2.22 |Grouped
[Originating-10I] 239 |7.2.25 |UTF8String
[Terminating-10l] 240 |[7.2.38 |UTF8String

[IMS-Charging-ldentifier] 241 |7.2.20 |UTF8String

*[SDP-Session-Description] 242 |7.2.31 |UTF8String

*[SDP-Media-component] 243 |7.2.28 |Grouped
[SDP-Media-Name] 244 |7.2.30 |UTF8String
*[SDP-Media-Description] 245 |7.2.29 |UTF8String
[GPRS-Charging-Id] 246 |7.2.18 |UTF8String

[GGSN-Address] 247 [7.2.17 |[IPAddress

[Served-Party-IP-Address] 248 |7.2.32 |[IPAddress

[Authorized-QoS] 249 |7.2.4 |UTF8String

[Server-Capabilities] 250 |[19]

[Trunk-Group-1d] 251 |7.2.40 |Grouped
[Incoming-Trunk-Group-Id] 252 |7.2.21 |UTF8String
[Outgoing-Trunk-Group-Id] 253 |7.2.26 |UTF8String

[Bearer-Service] 254 |7.2.5 |OctetString

[Service-Id] 255 |7.2.33 |UTF8String

[UUS-Data] 256 |7.2.46 |Grouped
[Amount-of-UUS-data] 257 |7.2.1  |UTF8String
[Mime-type] 258 |7.2.23 |UTF8String
[Direction] 259 |[7.2.14 |Enumerated

[Cause] 260 |[7.2.8 |Grouped
{Cause-Code} 261 |7.2.9 |Enumerated
{Node-Functionality} 262 |7.2.24 |Enumerated

7.2.1 Amount-of-UUS-Data AVP

The Amount-Of-UUS-Data AVP (AVP code 257) is of type UTF8String and holds the amount (in octets) of User-to-User data
conveyed in the body of the SIP message with content-disposition header field equal to "render”.

7.2.2  Application-Provided-Called-Party-Address AVP

The Application-Provided-Called-Party-Address AVP (AVP code 237) is of type UTF8String and holds the called party
number (SIP URL, E.164), if it is determined by an application server.

7.2.3  Application-Server AVP

The Application-Server AVP (AVP code 236) is of type UTF8String and holds the SIP URL(s) of the AS(s) addressed during
the session.

7.2.4  Authorised-QoS AVP

The Authorised-QoS AVP (AVP code 249) is of type UTF8String and holds the Authorised QoS as defined in TS 23.207 [7] /
TS 29.207 [8] and applied viathe Go interface.
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7.2.5 Bearer-Service AVP

The Bearer-Service AVP (AVP code 254) is of type OctetString and holds the used bearer service for the PSTN leg.

7.2.6 Called-Party-Address AVP

The Called-Party-Address AVP (AVP code 232) is of type UTF8String and holds the address (Public User ID: SIP URL,
E.164, etc.) of the party to whom a session is established.

7.2.7 Calling-Party-Address AVP

The Calling-Party-Address AVP (AVP code 231) is of type UTF8String and holds the address (Public User ID: SIP URL,
E.164, etc.) of the party initiating a session.

7.2.8 Cause AVP

The Cause AVP (AVP code 260) is of type Grouped. The Cause AV P includes the Cause-Code AV P that contains the cause
value and the Node-Functionality AV P that contai ns the function of the node where the cause code was generated.

Cause has the following ABNF grammar:
<Cause>::=<AVP Header: 260>
{ Cause-Code}
{Node-Functionality}

7.2.9 Cause-Code AVP

The Cause-Code AVP (AVP code 261) is of type Enumerated and includes the cause code value from IMS node. It isused in
Accounting-request[stop] and/or Accounting-request[event] messages.

Within the cause codes, values < 0 are reserved for successful causes while values = 1 are used for failure causes. In case of
errors where the session has been terminated as aresult of a specific known SIP error code, then the SIP error codeis also used
as the cause code.

Successful cause code values.
"Normal end of session" 0

The cause "Normal end of session” is used in Accounting-request[stop] message to indicate that an ongoing SIP session
has been normally released either by the user or by the network (SIP BY E message initiated by the user or initiated by
the network has been received by the IMS node after the reception of the SIP ACK message).

"Successful transaction” -1

The cause " Successful transaction” is used in Accounting-request[event] message to indicate a successful SIP transaction
(e.0. REGISTER, MESSAGE, NOTIFY, SUBSCRIBE). It may also be used by an Application Server to indicate successful
Service event execution.

"End of SUBSCRIBE dialog” -2

The cause "End of SUBSCRIBE dialog” is used to indicate the closure of a SIP SUBSCRIBE dialog . For instance a
successful SIP SUBSCRIBE transaction terminating the dialog has been detected by the IMS node (i.e. SUBSCRIBE
with expire time set to 0).

"3xx Redirection" -3xX

The cause "3xx Redirection” is used when the SIP transaction is terminated due to an IM S node receiving/initiating a
3xx response [16].

Failure cause code values.
"Unspecified error" 1

The cause "Unspecified error” is used when the SIP transaction is terminated due to an unknown error.
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" 4xx Request failure" AxX

The cause "4xx Request failure” is used when the SIP transaction is terminated due to an IMS node receiving/initiating
adxx error response [16].

"Bxx Server failure" B5xx

The cause "5xx Server failure" is used when the SIP transaction is terminated due to an IMS node receiving/initiating a
5xx error response [16].

"6xx Global failure" (504

The cause "6xx Global failure" is used when the SIP transaction is terminated due to an IMS node receiving/initiating a
6xX error response [16].

"Unsuccessful session setup” 2

The cause "Unsuccessful session setup” is used in the Accounting-request[stop] when the SIP session has not been
successfully established (i.e. Timer H expires and SIP ACK is not received or SIP BY E is received after reception of
the 2000K final response and SIP ACK is not received) [14] [16].

"Internal error” 3

The cause "Internal error” is used when the SIP transaction is terminated due to an IMS node internal error (e.g. error in
processing a request/response).

7.2.10 Content-Disposition AVP

The Content-Disposition AVP (AVP code 228) is of type UTF8String and indicates how the message body or a message body
part isto be interpreted (e.g. session, render), as described in [17].

7.2.11 Content-Length AVP

The Content-Length AVP (AVP code 227) is of type UTF8String and holds the size of the of the message-body, as described
in[17].

7.2.12 Content-Type AVP

The Content-Type AVP (AVP code 226) is of type UTF8String and holds the media type (e.g. application/sdp, text/html) of the
message-body, as described in [17].
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7.2.14 Direction AVP

The Direction AVP (AVP code 259) is of type Enumerated and indicates whether the UUS data travels in up-link or down-link
direction. The following values are defined:

UPLINK 0
DOWNLINK 1

7.2.15 Event AVP

The Event AVP (AVP code 225) is of type UTF8String and holds the content of the "Event" header used in SUBSCRIBE and
NOTIFY messages.

7.2.16 Event-Type AVP

The Event-Type AVP (AVP code 223) is of type Grouped and contains information about the type of chargeable
telecommunication service/event for which the accounting-request message is generated.

It has the following ABNF grammar:
<Event-Type>::=<AVP Header: 223 >
[ SIP-Method]
[ Event]
[ Content-Type ]
[ Content-Length ]

[ Content-Disposition ]

7.2.17 GGSN-Address AVP

The GGSN-Address AVP (AVP code 247) is of type |PAddress and holds the I P-address of the GGSN that generated the
GPRS Charging 1D, as described in [2].

7.2.18 GPRS-Charging-ID AVP

The GPRS-Charging-ID AVP (AVP code 246) is of type UTF8String and holds a sequence number generated by the GGSN at
PDP context activation, as described in [2].
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7.2.20 IMS-Charging-ldentifier (ICID) AVP

The IMS-Charging-Identifier AVP (AVP code 241) is of type UTF8String and holds the IMS Charging I dentifier (ICID) as
generated by aIMS node for a SIP session and described in subclause 5.2.4.10.

7.2.21 Incoming-Trunk-Group-ID AVP

The Incoming-Trunk-Group-1D AVP (AVP code 252) is of type UTF8String and identifies the incoming PSTN leg.

7.2.22 Inter-Operator-ldentifier AVP

The Inter-Operator-ldentifier AVP (AVP code 238) is of type Grouped and holds the identification of the network neighbours
(originating and terminating) as exchanged via SIP signalling and described in [15].

It has the following ABNF grammar:
<Inter-Operator-ldentifier>::=< AVP Header: 238 >
[ Originating-10I ]

[ Terminating-10lI ]

7.2.23 Mime-Type AVP

The Mime-Type AVP (AVP code 258) is of type UTF8String and holds the Mime type of the User-To-User data.

7.2.24 Node-Functionality AVP

The Node-Functionality AVP (AVP code 262) isof type Enumerated and includes the functionality identifier of the node
where the cause code was generated.

The functionality identifier can be one of the following:

SCSCF 0
P-CSCF 1
I-CSCF 2
MRFC 3
MGCF 4
BGCF 5
AS 6
UE 7

7.2.25 Originating-101 AVP

The Originating-101 AVP (AVP code 239) is of type UTF8String (al phanumeric string) and holds the Inter Operator Identifier
for the originating network as generated by the S-CSCF in the home network of the originating end user [15].

7.2.26 Outgoing-Trunk-Group-ID AVP

The Outgoing-Trunk-Group-ID AVP (AVP code 253) is of type UTF8String and identifies the outgoing PSTN leg.
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7.2.27 Role-of-Node AVP
The Role-Of-Node AVP (AVP code 229) is of type Enumerated and specifies the role of the AS/CSCF.
The identifier can be one of the following:

ORIGINATING_ROLE 0
The AS/CSCF is applying a originating role, serving the calling subscriber.

TERMINATING_ROLE 1
The ASICSCF is applying aterminating role, serving the called subscriber.

PROXY ROLE 2
The ASisapplying aproxy role.

B2BUA_ROLE 3
The ASisapplying a B2BUA role.
7.2.28 SDP-Media-Component AVP

The SDP- Media-Component AV P (AVP code 243) is of type Grouped and contains information about media used for alMS
session.

It has the following ABNF grammar:
<SDP-Media-Component>::=<AVP Header: 243 >
[ SDP-Media-Name]
*[ SDP-Media-Description ]
[ GPRS-Charging-1d ]

7.2.29 SDP-Media-Description AVP

The SDP-Media-Description AVP (AVP code 245) is of type UTF8String and holds the content of an "attribute-line" (i=, c=,
b=, k=, a=, etc.) related to a media component, as described in [17]. The attributes are specifying the media described in the
SDP-Media-Name AV P.

7.2.30 SDP-Media-Name AVP

The SDP-Media-Name AVP (AVP code 244) is of type UTF8String and holds the content of a"m=" line in the SDP data.

7.2.31 SDP-Session-Description AVP

The SDP-Media-Description AVP (AVP code 242) is of type UTF8String and holds the content of an "attribute-line" (i=, c=,
b=, k=, a=, etc.) related to a session, as described in [17].

7.2.32 Served-Party-IP-Address AVP

The Served-Party-IP-Address AVP (AVP code 248) is of type IPAddress and holds the IP address of either the calling or
called party, depending on whether the P-CSCF is in touch with the calling or the called party. This AVP is only provided by
the P-CSCF.

7.2.33 Service-ID AVP

The Service-ID AVP (AVP code 255) is of type UTF8String and identifies the service the MRFC is hosting. For conferences
the conference ID is used as the value of this parameter.

7.2.34 SIP-Method AVP

The SIP-Method AVP (AVP code 224) is of type UTF8String and holds the name of the SIP Method (INVITE, UPDATE etc.)
causing an accounting request to be sent to the CCF.
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7.2.35 SIP-Request-Timestamp AVP

The S P-Request-Timestamp AV P (AVP code 234) is of type UTF8String and holds thetimein UTC format of theinitial SIP
request (e.g. Invite).

7.2.36 SIP-Response-Timestamp AVP

The S P-Response-Timestamp AVP (AVP code 235) is of type UTF8String and holds the time in UTC format of the response
to theinitial SIP reguest (e.g. 200 OK).

7.2.38 Terminating-10l AVP

The Terminating-10l AVP (AVP code 240) is of type UTF8String (al phanumeric string) and holds the Inter Operator Identifier
for the originating network as generated by the S-CSCF in the home network of the terminating end user [15].

7.2.39 Time-Stamps AVP

The Time-Stamp AVP (AVP code 233) is of type Grouped and holds the time of the initial SIP request and the time of the
response to the initial SIP Request.

It has the following ABNF grammar:
<Time-Stamps>::=< AVP Header: 233 >
[SIP-Request-Timestamp]

[SIP-Response-Timestamp]

7.2.40 Trunk-Group-ID AVP
The Trunk-Group-1D AVP (AVP code 251) is of type Grouped and identifies the incoming and outgoing PSTN legs.
It has the following ABNF grammar:
<Trunk-Group-1D>::=<AVP Header: 251>
[ Incoming-Trunk-Group-ID ]

[ Outgoing-Trunk-Group-ID ]
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7.2.45 User-Session-ID AVP

The User-Session-1d AVP (AVP code 230) is of type UTF8String and holds the session identifier. For a SIP session the
Session-ID containsthe SIP Call 1D, asdefined in [16].

7.2.46 UUS-Data AVP

The UUSData AVP (AVP Code 256) is of type Grouped AV P and holds information about the sent User-To-User data.
It has the following ABNF grammar:
<Used-Service-Unit>::=< AV P Header: 256 >
[Amount-of-UUS-Data]
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[Mime-Type]

[Direction]

End of Change in subclause 7.2
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