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1 Introduction

In R99 the Iu-cs, Iub and Iur interface use AAL2/ATM transport in the user plane. R00 will include the option of IP transport interfaces for the UTRAN. This IP transport should be efficient as well as simple and should possibly meet the requirements of all interfaces in a general way. This paper is based on our proposal that IP transport shall be based on version 6 of the Internet protocol ([1]).

2 Discussion

In R99 on the Iub/Iur and Iu-cs interface connections are identified based on an ATM VCC and an AAL2 CID. On the Iu-ps interface connections are identified based on the GTP Tunnel Identifier. 

For the following reasons it is proposed not to use UDP ports for connection identification:

· security problems in combination with firewalls

· problematic in combination with Network Address Translation (NAT) 

· semantic reasons: in general ports are used to address services

IP version 6 as transport protocol supports the identification of connections by using the IPv6 flow label field. The usage of the IPv6 flow label field for connection identification provides the following benefits:

· simple and efficient protocol stack: no need for UDP at all; usage of an existing (otherwise unused) field

· address space for connection identification is 20 bit and could be enlarged by assigning additional IP addresses to one node

· a usage of the flow label would sufficiently fulfill the connection identification task

· participation on further IPv6 QoS enhancements (e.g. traffic engineering)

3 Proposal

· Change section 6.5 of [3] in the following way:

6.5  User plane transport signalling
The use of IP based protocols for the user plane mandates compatible signalling in the control plane. The signalling must accommodate the appropriate mechanisms to specify, establish, and manage IP streams as opposed to virtual circuits/connections. For example, signalling for IP bearer might exchange IP addresses and  connection identifiers for each end of the bearer stream. If there is a need for user plane connections, it should be investigated how connections between UMTS nodes should be handled. It should be investigated whether an ALCAP protocol is required.
· Add a new subsection “Transport bearer Identification” into section 6.8 of [3].

· Include section 2 of this document into the new subsection of section 6.8 of [3].

· Include the following sentence in section 7.7 of [3]:
Transport network layer connections are identified by the IPv6 flow label.

4 References

1.
Deering, S. and R. Hinden, Internet Protocol, Version 6 (IPv6) Specification, in RFC 2460. 1998. p. 37.

2.
Partridge, C., Using the Flow Label Field in IPv6, in RFC 1809. 1995. p. 6.

3.
3GPP, IP Transport in UTRAN Work Task Technical Report, in 3GPP  TR 25.933 V0.3.0. 2000.

5 Appendix A: Usage of the IPv6 flow label in a standard conform way

There is some confusion about how the IPv6 flow label could be used for bearer identification in a standard conform way without getting in conflict with IPv6 standardization. Although the usage of the flow label field is not fully defined today there are clear statements in the standards of how the flow label should be used and what routers must not do with the flow label. The basic idea of the flow label is unchanged for over 5 years ([2]). (Note, that 3GPP decide to use SCTP as control plane option although it was in an draft status.)

RFC2640 commends in its introduction the flow labeling capability:

“A new capability is added to enable the labeling of packets belonging to particular traffic "flows" for which the sender requests special handling, such as non-default quality of service or "real-time" service.”(RFC2640, P2)
RFC1809 states to the question: “Which datagrams should carry (non-zero) flow labels?” the following:

“Real-time flows must obviously always have a Flow Label, since flows are a primary reason Flow Labels were created.”(RFC1809, P4)
3GPP transport bearers are what is called flows within the IETF. The UTRAN traffic obviously has real-time character and all packets within in one transport bearer should be handled with the same QoS. Therefore transport bearer concept fits perfectly into the IETF flow concept. RFC2640 states that the flow label should be set by the packet source to enable the network QoS enhancements on this stream. 

“The 20-bit Flow Label field in the IPv6 header may be used by a source to label sequences of packets for which it requests special handling by the IPv6 routers, such as non-default quality of service or "real-time" service. This aspect of IPv6 is, at the time of writing, still experimental and subject to change as the requirements for flow support in the Internet become clearer. ...” (RFC2640, P25)
Although this part of the specification is not fixed today (it was also not changed within the last 5 years) the following part on how routers should handle the flow label is fixed:

“... Hosts or routers that do not support the functions of the Flow Label field are required to set the field to zero when originating a packet, pass the field on unchanged when forwarding a packet, and ignore the field when receiving a packet.” (RFC2640, P25)
“In summary, the view is that the default rule should be that if a router receives a datagram with an unknown Flow Label, it treats the datagram as if the Flow Label is zero.”(RFC1809, P3)
This states, that intermediate routers must not change the flow label, what is necessary for the usage as bearer identification in the UTRAN. This ensures further that when the TNL does not know anything about flow labels at all, it will be passed unchanged between the peers.

There are no restrictions choosing a flow label as long the TNL is not assumed to provide special handling or QoS to the flows. On RNL the triple of source-address, destination address and flow label can identify a transport bearer unequivocal. On TNL flows are only identified by the combination of source address and non-zero flow label. However, this must be taken into account only when a specific handling for the flow is required from the TNL.
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