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1   Introduction

In this document – based on comments received and captured in the draft folder [AT109e][023][IAB] – the discussion rapporteur would like to propose a set of candidate proposals for approval via email. For proposals given in Set I, there is consensus (or clear majority view) and therefore they are obvious candidates for ‘easy’ approval and will be subjected to the email approval once the relevant email is sent. Those given in Set II will also be submitted for review and approval, once discussions and approval of Set I has concluded.
2   Proposals for discussion and approval
The rapporteur has kept the same proposal numbering as in the discussion document (‘[AT109e][023][IAB] IP address allocation…’), and in a small number of cases reworded certain proposals based on feedback received. There are also two ‘new’ proposals and these are numbered 1a and 1b. 
Proposals – Set I

Those below should be quite straightforward to agree due to underlying consensus. 
Proposal 1: During IAB node integration, RRCSetupComplete message is used by the IAB node to request IP address.

Proposal 1a: 
Following recovery from RLF, RRCReestablishmentComplete message is used by the IAB node to request an IP address.

Proposal 2: For the IP address configuration by the CU, RRCReconfiguration message is used.

Proposal 4: RAN2 to wait for RAN3’s decision on whether to allow the IAB node to initiate the IP address change for cases of topology change (e.g. migration), and implement any RAN2 aspects of the decision when available.

Proposal 5: IP address request and configuration should support multiple IP addresses.

Proposal 6: RAN2 to wait for RAN3’s decision on whether to introduce normative solutions to differentiate the IP addresses for F1-C and F1-U, and implement RAN2 aspects of the decision (if any) once known.

Proposal 7: Indication of IP version is supported in the IP address request and configuration messages.

Proposal 8: For IPv4, the actual address is provided by the CU, reusing the Transport Layer Address IE as specified by RAN3.

Proposal 9: For IPv6, RAN2 to wait for RAN3’s decision on whether the IPv6 prefix information is included or not when configuring addresses, and then decide on how the IPv6 address is signaled. 

Proposal 10: Decision on the maximum number of IP addresses/prefixes that can be configurable for an IAB node is left to RAN3. RAN2 to design the signaling to support RAN3’s decision.

Proposal 11: For IAB-nodes using EN-DC, only IAB-Donor can assign the IP address (via NR RRC signaling).
Proposals – Set II
Proposal 1b: 
RAN2 to discuss whether there are any additional scenarios (apart from node integration and recovery from RLF) where an IAB node may need to request one or more IP addresses, and – if the answer is yes - which message should be used for this (an existing one or a new one). 

Proposal 12: IP address request shall not indicate the number of requested addresses per path.

Below is a Table where companies can if they wish enter any comments on the above, but since the views have already been collected the focus should be on approving the proposals above in the relevant email thread, starting with Set I.

	Company
	Comments

	Futurewei
	Regarding Proposal 11 (Set I), we are fine with the intent and statement of the proposal. Clearly on the IAB Donor should generate the RRC signaling that assigns an IP address to the IAB node. Our concern is more on how the IAB MT request an IP address assignment from the IAB donor using RRC?
The TP agreed by RAN3 for NSA IAB Integration procedure in RAN3 #106 (R3-197784) does not seem to address this case. I’m copying the relevant section here for easy reference:

2.1.1   8.z.2
NSA IAB Integration procedure

The IAB integration procedure for NSA is shown in Figure 8.z.2-1.
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Figure 8.z.2-1: Signaling flow for IAB integration procedure in NSA

· Phase 1-1. IAB-MT part setup with E-UTRAN. In this phase, the IAB-MT part connects to the LTE network as a normal UE, by performing RRC connection setup procedure with an eNB, authentication with the EPC, IAB-node’s access traffic-related radio bearer configuration at the E-UTRAN side, and optionally, OAM connectivity establishment by using the IAB-MT’s PDN connection. The IAB node can select the IAB-supporting eNB based on an over-the-air indication from eNB (transmitted in SIB). To indicate its IAB capability, the IAB-MT includes the IAB-node indication in RRCConnectionSetupComplete message, to assist the eNB select the MME supporting IAB. The eNB then configures the IAB-MT part with an NR measurement configuration in order to perform discovery, measurement, and measurement reporting of candidate gNBs. To enable the eNB choose an SgNB which supports IAB function, the IAB capability of neighbor gNBs can be pre-configured in the eNB (e.g. by OAM).

Editor’s Note: Other ways to enable the eNB know the IAB capability of neighbour gNBs are not precluded.
· Phase 1-2. SgNB Addition. In this phase, the IAB-MT part connects to the parent DU and IAB-donor-CU via the EN-DC SgNB addition procedure. The procedure defined in section 8.4.1 is reused. The eNB includes “IAB node indication” in SGNB ADDITION REQUEST message to inform the IAB-donor-CU that the request is for an IAB node. In addition, SRB3 can be setup for the IAB-MT, to transmit RRC message between the IAB-MT and the IAB-donor-CU via the NR links directly.

· …
Note that the SN Addition procedure is used to establish the RRC connection between IAB-MT and Donor gNB. Of course, this procedure includes RRC Reconfiguration information (CG-Config) from the Donor to the MT, and so the SgNB may include an IP address(es) in appropriate IEs. However, it’s not clear to me how the IAB-MT would request the IP address from the SgNB.
Alternatively, request/assignment of the IP address(es) could occur after the establishment of the connection to the SgNB (e.g. using SRB3 signaling). But this option also does not seem to be addressed by Proposals 1 & 2 above. 

For Proposal 12 (Set II), perhaps it is better to wait for clear guidance from RAN3.

	QCOM
	On Proposal 4:
Proposal 4: For IPv4, the actual address is provided by the CU, reusing the Transport Layer Address IE as specified by RAN3.

The TLA IE specified by RAN3 supports both IPv6 address and IPv4 address (it holds 160bits).

On Proposal 11: HW raises a value question. I will carry it over to RAN3.

	Nokia
	On Proposal 1 and 11: For SA mode RRCSetupComplete would be ok. However, for EN-DC it cannot be used since RRC setup is done with LTE RRC. Instead RRCReconfigurationComplete can be used. RAN2 should discuss whether these should be unified and RRCReconfigurationComplete should be used also for SA. It would delay the IP address allocation in SA-mode a bit but it should not be an issue for IAB-node integration.
For Proposal 11 we agree that IAB-donor-CU, i.e., SgNB in case of EN-DC, should assign the IP address using NR RRC signaling. As discussed above, RRCReconfigurationComplete message should be used in NSA case for IP address request. RRCReconfigurationComplete here is the response to RRCReconfiguration which configures SgNB for the IAB-MT in EN-DC. This implies that IP address allocation is done with the second RRCReconfiguration message. By using RRCReconfigurationComplete for IP address request also for SA-mode would unify the procedure between SA and NSA.
On Proposal 1a: we don’t think this is needed. After RLF when IAB-node makes reestablishment, IAB-node may not know whether Donor-DU is changed or not and thus does not know whether new IP address should be allocated. Donor-CU knows and can allocate new IP address(es) when needed.

On Proposal 8, we agree with QCOM that for IPv4, an IE of fixed size of 32 bits is enough (Transport Layer Address IE is variable size of up to 160 bits)
Proposals – Set II
Proposal 1b: we don’t think there is a need

Proposal 12: IAB-MT is not aware of the paths, thus the request is not related to paths


Revised proposals – Set I

Proposal 2:
For the IP address configuration by the CU, RRCReconfiguration message is used.

Proposal 4:
RAN2 to wait for RAN3’s decision on whether to allow the IAB node to initiate the IP address change for cases of topology change (e.g. migration), and implement any RAN2 aspects of the decision when available.

Proposal 5:
IP address request and configuration should support multiple IP addresses.

Proposal 6:
RAN2 to wait for RAN3’s decision on whether to introduce normative solutions to differentiate the IP addresses for F1-C and F1-U, and implement RAN2 aspects of the decision (if any) once known.

Proposal 7:
Indication of IP version is supported in the IP address request and configuration messages.

Proposal 8:
For IPv4, the actual address is provided by the CU.

Proposal 9:
For IPv6, RAN2 to wait for RAN3’s decision on whether the IPv6 prefix information is included or not when configuring addresses, and then decide on how the IPv6 address is signaled. 

Proposal 10:
Decision on the maximum number of IP addresses/prefixes that can be configurable for an IAB node is left to RAN3. RAN2 to design the signaling to support RAN3’s decision.

Revised proposals – Set II

Proposal 1:
RAN2 to agree on one of the following:

1. During IAB node integration in the SA case, RRCSetupComplete message is used by the IAB node to request IP address. During IAB node integration in the NSA case, no specific mechanism is agreed for the IAB node to request an IP address - in this case, the network knows this is an IAB node and can send the IP address in RRC Reconfiguration information as part of SN addition procedure.

2. During IAB node integration in the SA case, RRCSetupComplete message is used by the IAB node to request IP address. During IAB node integration in the NSA case, RRCReconfigurationComplete message is used by the IAB node to request IP address.

3. For both SA and EN-DC cases, during IAB node integration, RRCReconfigurationComplete message is used by the IAB node to request IP address
Proposal 1a: 
Following recovery from RLF, RRCReestablishmentComplete message is used by the IAB node to request an IP address.

Proposal 1b: 
RAN2 to discuss whether there are any additional scenarios (apart from node integration and recovery from RLF) where an IAB node may need to request one or more IP addresses, and – if the answer is yes - which message should be used for this (an existing one or a new one). 
Proposal 8a: RAN2 to discuss whether IPv4 is signalled using the variable Transport Layer Address IE as specified by RAN3, or a fixed-size IE.
Proposal 12:
IP address request shall not indicate the number of requested addresses per path.
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