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1 Introduction

In RAN plenary meeting #80, a SID on remote interference management for NR was agreed [1]. The effect of remote interference (atmosphere duct) has been identified to be a source to increase IoT at eNB. The existing TD-LTE network already deploys means to overcome it though there is no 3GPP standardization. The potential scheme for RIM mitigation could be designed from time domain, frequency domain, spatial domain, power domain and etc. In RAN#94bis, it was agreed [2], 

Agreements:

· Time domain RIM mitigation include the following: 

· Time-domain Aggressor-side RIM mitigation solutions at least include: DL symbols backoff, i.e., muting DL symbol(s) that cause interference to the Victim. 

· Note that this sacrifices downlink throughput of the aggressor gNB

· FFS details

· Time-domain Victim-side RIM mitigation solutions at least include Victim gNB avoids scheduling on UL symbol(s) that are interfered

· Note that this sacrifices uplink throughput of the victim gNB

· FFS details

· Note: frequency domain migitation schemes are separate

Agreements:

· Frequency domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact

· Partial muting in frequency domain at either aggressor gNB or victim gNB

· Utilizing different frequency band between aggressor gNBs and victim gNBs by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 

· Note that if the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be reduced

Agreements:

· Spatial domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact

· Receive beam nulling at victim gNB, to suppress the remote interference in spatial domain.

· Scheduling UE transmission that will be received in spatial directions that are less interfered at Victim gNB
· Controlling transmit beam (e.g., down-tilting) at aggressor gNB

· Use different beam directions on different DL positions (e.g. choose the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)

· Mounting antennas at lower height, electrical/mechanical down-tilt.

· Note that adjusting the down-tilting or height of the antenna at Aggressor or Victim gNB may reduce corresponding cell coverage.

Agreements:

· Power control mechanism for RIM mitigation for study at least include the following.  Discuss further on whether they are network implementation solutions or have potential spec impact

· Increase UE transmission power at Victim gNB

· Reduce the DL transmission power of Aggressor gNB 
Agreements:

· Further study PRACH enhancement for RIM mitigation 

· FFS network enhancement and/or UE enhancements

· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB

· UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations 

Agreements:

· Further study the following:

· OAM enhancements: 

· For NR-RIM framework- 1, 2.1 and 2.2, when atmospheric duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the potential aggressor gNBs to start the RIM-RS monitoring.

· When RS-1 is detected at aggressor, aggressor gNB reports to OAM, OAM may configure mitigation schemes at Victim
· Note that this depends whether the OAM can support such indication in the whole network

· Timer-based schemes for terminating RS monitoring/transmission

· Asymmetric channel conditions between a pair of aggressor-victim gNBs 

In this contribution, we discuss the framework and each scheme of remote interference mitigation. RS design supporting RIM operation is provided in a companion document [3]. 
2 RIM frameworks
As discussed in last meeting, framework 0 is introduced for comparison purpose. An example for framework 0 is what already implemented in TD-LTE network. A victim after identification of “sloping” like IoT increase transmits a RS. An aggressor after identifying the RS reports its measurement of the RS to OAM. OAM then controls following behavior for interference mitigation with human controlling. 
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Figure 1: NR RIM framework 0

The drawback is it cannot automatically react with detected interference caused by atmosphere ducting since human is involved. However, it also has the benefit since human can take a joint consideration of the reported measurement on the RS and also many other factors, e.g. weather forecast, etc. 
Framework 1 is a physical layer solution. A victim after identification of “sloping” like IoT increase transmits a RS-1. An aggressor after identifying the RS-1 applies remote interference mitigation such as muting some DL transmission symbols and transmits RS-2 to inform victim that the atmospheric ducting phenomenon still exist. Victim only stop RS-1 transmission when RS-2 cannot be detected any more. Aggressor only stop RS-2 transmission and resume early UL/DL slot pattern when RS-1 is disappeared. 
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Figure 2: NR RIM framework 1

In the current framework 1, the decision on remote interference mitigation is purely done by an individual aggressor. It is possible the choice made by single aggressor is not the most optimized action for the current situation of atmosphere ducting. If information exchange between multiple nearby aggressor gNBs is introduced, the decision on RIM may be more proper. If the ID space of RS-1 cannot enable an aggressor to uniquely identify a victim. Information exchange between aggressor and victim is impossible. In fact, if information exchange between aggressor and victim is enabled, ti becomes similar to framework 2 series. 
Framework 2-1 is the procedure relying on backhaul signaling exchange between aggressor and victim. A victim after identification of “sloping” like IoT increase transmits a RS. An aggressor after identifying the RS applies remote interference mitigation such as muting some DL transmission symbols and continually inform victim by backhaul signaling that the atmospheric ducting phenomenon still exist. Aggressor informs victim the disappearance of the RS and resume early UL/DL slot pattern. Victim after reception of the signaling stops RS transmission.
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Figure 3: NR RIM framework 2-1

Similar to framework 1, the decision on remote interference mitigation is still done by an individual aggressor. It is possible the choice made by single aggressor is not the most optimized action for the current situation of atmosphere ducting. If information exchange between multiple nearby aggressor gNBs is introduced, the decision on RIM may be more proper. In this framework, the ID space of RS is big enough to identify a victim, however, it still assumes there is no information exchange between aggressor and victim.  

Finally, framework 2-2 is ac evolvement of framework 2-1 and allows the interference exchange between aggressor and victim. Victim may provide certain suggestion on the RIM operation at aggressor which hence could be more proper for the current situation of atmosphere ducting. It is expected framework 2-2 can be better than framework 2-1, without consideration of the overhead on backhaul signaling. 
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Figure 4: NR RIM framework 2-2
Based on above analysis, a key issue is how an aggressor determines a proper action for interference mitigation. It is expected decision made by a single aggressor tends to be problematic, either too pessimistic or too optimistic, which reduce resource efficiency or cannot completely avoid interference caused by interference ducting. It is expected better performance is achieved if more information is considered in the decision. The decision could be coordinated between the aggressors nearby or even consider information exchange between two aggressors far away, which requires high layer information exchange between aggressors. Victim may be involved in making the decision too. Such coordination behavior could be done by designed backhaul signaling with or without a central control. One possibility is that QAM can act as such functionality if reaction can be done automatically and efficiently. 
Proposal 1: 
· It is better to coordinate among aggressors, and if possible victim also involved, to make a final decision on interference mitigation for an individual aggressor. 

· The coordination between nodes can be done in a distributed manner or central controlling manner. QAM can be a candidate for central control. 

3 RIM mitigation schemes

In last meeting, four kinds of RIM mitigation schemes are identified, including time domain scheme, frequency domain scheme, spatial domain scheme and power domain scheme. We focus on coordination between gNBs in this section. The solutions may have specification impact or purely implementation issue. 
For a time domain scheme, the OFDM symbols an aggressor mutes is bound to the symbol position of RIM RS according to the following two agreements. That is no more signaling on time domain muting pattern is needed. 

Agreements:

· The gNB is not expected to receive RS before the DL transmission boundary, and not expected to transmit RS after the UL reception boundary.

Agreements:

· Transmission position of RIM RS-1 in framework 1 and RS in framework 2 is fixed in the last X symbols before the DL transmission boundary, i.e., the ending boundary of the transmitted RIM-RS aligns with the 1st reference point

· X is the number of symbols that RIM RS(s) are mapped to.

· FFS for transmission position of RS-2 in framework 1

For a frequency domain scheme, if it is to be specified, the muting pattern in frequency domain may be exchanged between gNBs. RIM RS may carry some information on frequency, but it is limited. The BW of RIM RS must be fixed to reduce detection complexity at receiver gNB. 
For a spatial domain scheme, if an aggressor gNB can tune its beam direction at least in the last OFDM symbols potentially causing RIM interference, it is possible to eliminate the interference or reduce the interference to a low level. Similarly, if an aggressor gNB reduces transmission power in the last OFDM symbols potentially causing RIM interference, it also reduces the interference to victim gNB. Such behavior could be done in a transparent manner hence no more backhaul signaling needed. 
Proposal 2: 
· Reference DL boundary indicates the OFDM symbols muted in TDM scheme;
· A frequency pattern may need to be signaled in FDM scheme if supported;

· Spatial domain or power domain scheme can be done in transparent manner.

4 RACH enhancement
In this section, we discuss potential impact to RACH enhancement to support RIM operations. 

Agreements:
· Further study PRACH enhancement for RIM mitigation 

· FFS network enhancement and/or UE enhancements

· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB

· UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations 

As agreed in last meeting, there are two possible directions of enhancements on PRACH, one is from gNB perspective and the other is from UE perspective. It was proposed that gNB could configured more than one PRACH configurations to the UEs, so that one of configurations could be targeting for RI existing case. Then some methods from gNB side (e.g., gNB signals UE to change) and from UE side (UE autonomously changes based on several times of PRACH failures in the close-to-DL ROs) are proposed.

However, if the method from UE is considered, some issues will be caused.  First of all, the failure of PRACH could be many reasons, e.g., gNB fails to detect the preamble at all, or preamble contention failure to another stronger UE, or fail to detect the PDCCH etc. so it’s hard to conclude the failure of PRACH is due to remote interference. Because the remote interference will impact the whole detection of preambles in the RO, which gNB will fail to detect any preamble in that RO. Then from UE side, it will even fail to detect any PDCCH using the RA-RNTI in the RAR window. So if the condition that UE changes to another PRACH configuration at least should be a certain number of UE failing to detect any PDCCH using the RA-RNTI. Nonetheless, PRACH resource configuration should be a cell-specific information, because both RRC-connected UE and idle UE will utilize it. So the method from UE side may not be so reliable because it could be some UE decide to switch to another PRACH configuration but some UE still remain in the old PRACH configuration, this will cause the mis-understanding at the gNB side and some UE will be missed (if gNB will only detect only one of PRACH configuration), or duplicate-calculation of RA-RNTI thus the false alarm (ambiguity) in the RAR detection will increase (if gNB will detect all PRACH configurations). Having discussed that, the UE PRACH enhancement is not reliable thus the benefits are not very clear.
Observation 1: the UE PRACH enhancement is not reliable thus the benefits are not very clear.
On the other hand, the network enhancements could be considered as mostly the appearance of the RI should be more reliably detected by the gNB. As discussed above, the PRACH configuration should be a cell-specific information that will be used by both RRC connected UE and RRC idle/inactive UE. So even though gNB indicates more than one PRACH configuration to the UE(s), it should also indicate to all the UE which one of the PRACH resource configuration should be used. Thus, the broadcast PDCCH could be considered to indicate which one of the PRACH resource configurations to be used, e.g., using the PDCCH for scheduling the system information, or paging etc. however, such way may not guarantee that all the UE will get the update quickly. So that another method could be that gNB could indicates only one PRACH configuration as current Rel-15 NR, and updates the PRACH configuration (which is more suitable to RI appeared case) with a SI update.

In addition, in Rel-15 NR, we already give the flexibility to the gNB to configure the UL/DL combination, so that the DL could be impact the validation of the ROs. Thus, if gNB identifies the existence of the RI, it could update (e.g., enlarge) the part of DL, so that the front RO which get the impact of the RI will be invalid anyway. This could be up to gNB implementation to solve the problem.

Observation 2: the RACH enhancement could be achieved by some gNB implementation.

Proposal 3:  UE side PRACH enhancement is not needed, and the RACH enhancement could be achieved by some gNB implementation
5 Conclusions
In this contribution, we analyze the scenarios where atmosphere duct happens, review the RIM scheme in TD-LTE, and then express our views on enhancement of RIM scheme in NR. An adaptive procedure for RIM operation could be introduced. We make the following proposals, 

Observation 1: the UE PRACH enhancement is not reliable thus the benefits are not very clear.
Observation 2: the RACH enhancement could be achieved by some gNB implementation.
Proposal 1: 
· It is better to coordinate among aggressors, and if possible victim also involved, to make a final decision on interference mitigation for an individual aggressor. 

· The coordination between nodes can be done in a distributed manner or central controlling manner. QAM can be a candidate for central control. 

Proposal 2: 
· Reference DL boundary indicates the OFDM symbols muted in TDM scheme;

· A frequency pattern may need to be signaled in FDM scheme if supported;

· Spatial domain or power domain scheme can be done in transparent manner.

Proposal 3:  UE side PRACH enhancement is not needed, and the RACH enhancement could be achieved by some gNB implementation
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