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1. Introduction
Integrated access backhaul (IAB) can play an important role in a 5G new radio (NR) network as it can provide enhanced flexibility and improved coverage [1]. A limiting factor of IAB is known as cross-link interference (CLI) which occurs when a downlink IAB node and an uplink IAB node are interfering mutually. This contribution is revised from R1-1810866. RAN1 has started discussions on four cases of CLI and necessary measures to mitigate its impact.  These can be summarized as follows [2].
Agreements:

· CLI mitigation techniques including advanced receivers and transmitter coordination should be studied and prioritized in terms of complexity and performance.

· CLI mitigation techniques should be able to manage the following inter IAB node interference scenarios:

· Case 1: Victim IAB node is receiving in DL in the backhaul link, interfering IAB node is transmitting in UL in the backhaul link.

· Case 2: Victim IAB node is receiving in DL in the backhaul link, interfering IAB node is transmitting in DL in the access link.

· Case 3: Victim IAB node is receiving in UL in the access link, interfering IAB node is transmitting in UL in the backhaul link.

· Case 4: Victim IAB node is receiving in UL in the access link, interfering IAB node is transmitting in DL in the access link.

· Note: In this case access links include links to and from the IAB node to child IAB nodes and UEs which are served by the IAB node

· CLI measurements such as short-term and long term measurements, and multiple-antenna and beamforming based measurements should be studied to enable CLI mitigation in IAB.

· Mechanisms for inter IAB node CLI measurement need to be able to capture Cases 1-4. 
It can be observed that RAN1 is looking for a unified approach to handle the abovementioned four cases. This contribution is discussing a unified approach based on coordination of gNBs.
2. Discussions
The coordination of gNBs and the channel state information (CSI) framework provide powerful tools to handle interference from multiple transception points (TRPs). These frameworks can be used to mitigate CLI in IAB networks by configuring zero-power CSI reference signals (ZP CSI-RSs) for a victim node to perform measurements on interference. 
In this regard, the victim IAB node and its attached gNB can treat the interfering IAB node a ‘TRP’. Victim IAB node’s gNB can assign ZP CSI-RSs, whose time-frequency locations overlap with the sounding RS (SRS) or the demodulation RS (DMRS) of the interfering IAB node, to the victim IAB node to perform measurement. As a result, the victim IAB node can acquire certain information about the interfering channel to perform advanced interference suppression techniques. Moreover, it is reasonable to assume that IAB nodes are relatively stable comparing to ordinary user equipment (UE) nodes. This property is suitable for CSI measurements and certain long-term configurations.
Observation 1: The coordination of gNBs and the CSI framework can be used to mitigate inter-IAB CLI.
2.1 Case 1 and Case 2
Figure 1 illustrates the scenarios described in Case 1 and Case 2. Interference to the victim IAB node 2 occurs when IAB node 1 is transmitting signals to gNB1 and/or UE1. Before the transmission, gNB1 can let gNB2 know the SRS/DMRS patterns of the IAB node 1 via information exchange in backhaul. Then, gNB2 can assign ZP CSI-RS to IAB node 2 and IAB node 2 can perform channel measurement.
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Figure 1 Diagram of scenarios described in Case 1 and Case 2.
An example of assigned ZP CSI-RS to the victim IAB node and the SRS of the interfering IAB node is shown in Figure 3. With the ZP CSI-RS overlapped with the SRS, the victim IAB node can acquire certain knowledge of the interfering channel. As SRS is periodic, gNB2 can configure the ZP CSI-RS with the same period.
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	Figure 2. Example of assigned ZP CSI-RS (left) to the victim IAB node and the SRS (right) of the interfering IAB node. 


Proposal 1: Measurement on the SRS of the interfering IAB node via ZP CSI-RS can be considered.
An example of assigned ZP CSI-RS to the victim IAB node and the DMRS of the interfering IAB node is shown in Figure 3. With the ZP CSI-RS overlapped with the DMRS, the victim IAB node can acquire long-term knowledge of the interfering channel. 
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	Figure 3. Example of assigned ZP CSI-RS (left) to the victim IAB node and the DMRS (right) of the interfering IAB node. 


Proposal 2: Measurement on the DMRS of the interfering IAB node via ZP CSI-RS can be considered.
It should be noticed that the measurement on DMRS provides better accuracy on the interference channel information because DMRS is precoded in the same way as data. However, the frequent information exchange between gNB1 and gNB2 on the DMRS in the access link requires low latency backhaul. The measurement and information exchange on the DMRS can at least be done on the UL backhaul link since the link between the interfering IAB node 1 and gNB1 and the scheduling of backhauling transmissions are relatively stable and predictable. On the other hand, measurement on SRS requires minimum information exchange overhead.
2.2 Case 3 and Case 4
Scenarios of Case 3 and Case 4 are depicted in Figure 4. It should be noticed that both Figure 4 (left) and Figure 4 (right) satisfy the description of Case 3 and Case 4. In Figure 4 (left), the interfering IAB node 1 and the victim IAB node 2 are attached to different gNBs. In this case, it is required that a backhaul link exists between gNB1 and gNB2 and these gNBs exchange information via backhaul. On the contrary, in Figure 4 (right), both IAB nodes are attached to the same gNB. As a result, the gNB is able to make scheduling and signalling decisions more promptly. The principle of using the coordination of gNBs and ZP CSI-RS remains the same as Case 1 and Case 2. 
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	Figure 4. Diagram of scenarios described in Case 3 and Case 4. Left: IAB node 1 and IAB node 2 are attached to different gNBs; Right: IAB node 1 and IAB node 2 are attached to the same gNB. 


It can be seen in previous cases and scenarios that the inter-IAB CLI in Case 1-4 is handled in a unified framework, which satisfy the current RAN1 agreements.
3. Specification impact
To fully support inter-IAB CLI mitigation with the coordination of gNBs and CSI framework, information on the SRS/DMRS of interfering IAB nodes should be exchanged between coordinated gNBs.
Proposal 3: Information on the SRS/DMRS of interfering IAB nodes should be exchanged between coordinated gNBs.
Also, ZP CSI-RS is used to measure inter-IAB interference. Necessary support such as different interference hypotheses, ZP CSI-RS resource mappings, and feedback mechanisms should be supported.
Proposal 4: ZP CSI-RS is used to measure inter-IAB interference and necessary support should be studied.
4. Conclusions
In this contribution, we have discussed a unified framework, which relies on NR network coordination and CSI framework, to mitigate inter-IAB CLI. We have the following observations and proposals.
Observation 1: The coordination of gNBs and the CSI framework can be used to mitigate inter-IAB CLI.
Proposal 1: Measurement on the SRS of the interfering IAB node via ZP CSI-RS can be considered.
Proposal 2: Measurement on the DMRS of the interfering IAB node via ZP CSI-RS can be considered.
Proposal 3: Information on the SRS/DMRS of interfering IAB nodes should be exchanged between coordinated gNBs.
Proposal 4: ZP CSI-RS is used to measure inter-IAB interference and necessary support should be studied.
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