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In RANP#80 meeting, a new study item, i.e., study on remote interference management for NR was approved [1]. The SI focuses on synchronized macro cells with semi-static DL/UL configuration, and detailed objectives are copied below.
	A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]


In RAN1#94b meeting, time-domain, frequency-domain, spatial-domain and power-domain solutions for remote interference mitigation were agreed to be captured in TR 38.866. The corresponding agreements are copied below [2]:
	Agreements:
· Time domain RIM mitigation include the following: 
· Time-domain Aggressor-side RIM mitigation solutions at least include: DL symbols backoff, i.e., muting DL symbol(s) that cause interference to the Victim. 
· Note that this sacrifices downlink throughput of the aggressor gNB
· FFS details
· Time-domain Victim-side RIM mitigation solutions at least include Victim gNB avoids scheduling on UL symbol(s) that are interfered
· Note that this sacrifices uplink throughput of the victim gNB
· FFS details
· Note: frequency domain migitation schemes are separate

Agreements:
· Frequency domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact
· Partial muting in frequency domain at either aggressor gNB or victim gNB
· Utilizing different frequency band between aggressor gNBs and victim gNBs by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 
· Note that if the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be reduced

Agreements:
· Spatial domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact
· Receive beam nulling at victim gNB, to suppress the remote interference in spatial domain.
· Scheduling UE transmission that will be received in spatial directions that are less interfered at Victim gNB
· Controlling transmit beam (e.g., down-tilting) at aggressor gNB
· Use different beam directions on different DL positions (e.g. choose the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)
· Mounting antennas at lower height, electrical/mechanical down-tilt.
· Note that adjusting the down-tilting or height of the antenna at Aggressor or Victim gNB may reduce corresponding cell coverage.

Agreements:
· Power control mechanism for RIM mitigation for study at least include the following.  Discuss further on whether they are network implementation solutions or have potential spec impact
· Increase UE transmission power at Victim gNB
· Reduce the DL transmission power of Aggressor gNB 
Agreements:
· Further study PRACH enhancement for RIM mitigation 
· FFS network enhancement and/or UE enhancements
· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB
UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations


This paper discusses the potential specification impacts for all types of remote interference mitigation schemes. 
[bookmark: _Ref129681832]Discussion
Time-domain remote interference mitigation
In current commercial TD-LTE network, time-domain remote interference mitigation schemes are already supported. A typical approach is to reconfigure the special subframe configuration in order to avoid DL transmission on the interfering symbols, e.g., from 9:3:2 to 3:9:2. When it comes to NR, such scheme can be directly used at either victim or aggressor side, or at both sides. 
UL symbols backoff at victim gNB
The victim gNB can reconfigure all UL symbols enduring remote interference to be unknown symbols, thus completely avoiding the remote interference. Moreover, time domain resource allocation is quite flexible in NR, where non-slot based scheduling allows a couple of continuous symbols to be scheduled for transmission. Hence, it is also feasible for the network scheduler to avoid scheduling UL transmission for any UE in the UL symbols suffering from strong remote interference. As a result, such interference can be handled up to gNB implementation, and it is transparent to UE. 
DL symbols backoff at aggressor gNB
The aggressor gNB can enlarge the guard period by reducing the number of DL symbols, where all the DL symbols causing remote interference can be reconfigured to be unknown symbols, thus resolving remote interference in a proactive way. Similar to the approach at the victim side, it is also feasible for the network scheduler to abandon DL transmission for any UE in the DL symbols causing remote interference. This solution can be regarded as equivalent to reconfiguring slot format, but is transparent to UE.
Since both reconfiguring slot format and restricting scheduling are already supported by current specifications, thus no additional specification impact needs to be introduced for both solutions of UL and DL symbols backoff.
Observation 1: No specification impact is needed for time-domain remote interference mitigation schemes.
Frequency-domain remote interference mitigation
It should be emphasized that partial muting in frequency domain at either aggressor gNB or victim gNB can be directly attained via gNB configuration. The OAM can pre-configure the valid UL/DL frequency-domain resource to gNBs for the situation that remote interference is present. Such solution can be up to implementation. 
Observation 2: No specification impact is needed for frequency-domain remote interference mitigation schemes.
Spatial-domain remote interference mitigation
From the victim perspective, the victim gNB can first estimate the direction of remote interference via interference measurement. Then it can apply advanced beam management schemes, e.g. beam nulling and beam selection, to suppress the remote interference in spatial domain. While at the aggressor side, if the aggressor gNB can acquire the information of which beam(s) would cause remote interference, it can abandon the use of the specific beams in the DL symbols that would cause interference. Other beams can still be used for DL transmission in those DL symbols. Note that, all the mentioned beam-based solutions can be directly adopted by network implementation. No further specification modification is needed.
Observation 3: No specification impact is needed for spatial-domain remote interference mitigation schemes.
Power-domain remote interference mitigation
Increasing UE transmission power at Victim gNB
It is stressed that only the UL transmit power in the interfered UL symbols needs to be increased. Note that, UL symbols within the same slot belong to one power control loop in Rel-15. Thus the following two options can be considered to attain different transmit power for different symbols:
· Option 1: Support multiple loops of power control for different symbols within a single slot. In this case, two different power control configurations can be configured to UE for different symbols. Then, UE can adopt different power control parameters for different symbols. 
· Option 2: Keep single power control loop but introduce additional power control parameter, i.e., a power offset. Such power offset represents the power difference between these two different types of symbols. The network can flexibly configure the value of power offset according to the interference level.
In addition, UE shall acquire the information of UL time duration that endures remote interference in order to determine different transmit power. Thus, additional higher layer signaling is needed to inform UE with such information. 
Proposal 1: Increasing UE transmission power at victim has specification impacts on the following aspects.
- Additional power control parameter
- Signaling to inform UE the UL time duration that needs to increase transmission power
Reducing DL transmission power of Aggressor gNB
Note that, downlink signals are all in DMRS-based transmission where the DL transmit power of gNB is transparent to UE. Thus, reducing the DL transmission power of aggressor gNB can be directly accomplished by gNB implementation. No specification impact is observed.
Observation 4: Reducing the DL transmission power of aggressor gNB is up to network implementation, and no specification impact is needed.
PRACH enhancement for remote interference mitigation
For PRACH transmission, the configured PRACH resource corresponding to the victim cell may collide with UL time duration suffering from remote interference. When UE selects the interfered PRACH resource for preamble transmission, larger transmit power is required for the UE so as to make it possible for gNB to detect successfully. For instance, UE is likely to use different transmit power in the PRACH occasions with and without remote interference for the first preamble transmission. 
In particular, the time-domain location of PRACH occasion can be taken into consideration for UE to determine PRACH transmission power. Besides, UE is also required to acquire the information of PRACH occasions that endures remote interference, thus higher layer signaling is needed to inform UE with such information. The information can be contained in TDD DL/UL configuration or PRACH configuration IE.
Proposal 2: UE PRACH enhancement has specification impacts on the following aspects.
- Additional power control parameter for Msg1 transmission
- Signaling to inform UE the PRACH occasions with higher transmission power

Conclusions
In this contribution, potential specification impacts for remote interference mitigation mechanisms are discussed. The following observations and proposals are given:
Observation 1: No specification impact is needed for time-domain remote interference mitigation schemes.
Observation 2: No specification impact is needed for frequency-domain remote interference mitigation schemes.
Observation 3: No specification impact is needed for spatial-domain remote interference mitigation schemes.
Observation 4: Reducing the DL transmission power of aggressor gNB is up to network implementation, and no specification impact is needed.

Proposal 1: Increasing UE transmission power at victim has specification impacts on the following aspects.
- Additional power control parameter
- Signaling to inform UE the UL time duration that needs to increase transmission power
Proposal 2: UE PRACH enhancement has specification impacts on the following aspects.
- Additional power control parameter for Msg1 transmission
- Signaling to inform UE the PRACH occasions with higher transmission power
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