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1   Introduction
In 3GPP TSG-RAN WG1 Meeting #94bis, some remote interference solutions were agreed to be further studied [1][2]. We discuss the details of various solutions and their potential specification impact.
2   Remote interference mitigation
We first outline some general principles then discuss the specifics of mitigation schemes in different domains.

2.1   Design principles
The mitigation schemes can be categorized based on the domain into time domain, frequency domain, spatial domain and power domain schemes. The mitigation schemes can be categorized, based on who is taking the action, as follows:

1. Victim-only mitigation schemes. In these schemes, the victim measures the remote interference and takes interference mitigation actions on its own. The interference measurement at the victim can be done without a dedicated reference signal.  

2. Aggressor-only mitigation schemes. These schemes generally require that the aggressor gNB is able to know that it is causing remote interference to other gNBs and therefore, a reference signal is needed. 

3. Victim-and-aggressor mitigation schemes. These schemes also require that the aggressor gNB is able to know that it is causing remote interference to other gNBs and therefore, a reference signal is needed. In addition, backhaul signaling is typically needed to coordinate between the victim and the aggressor.

We outline some of requirements that may be necessary for a mitigation scheme and their specification impact:

1. The aggressor gNB needs to know that it is causing remote interference to other gNBs. This requirement can be satisfied through RIM-RS which is supported in Framework 1, Framework 2.1 and Framework 2.2.

2. The aggressor gNB needs to know how many UL symbols suffer from interference at the victim gNBs. This requirement can be satisfied through RIM-RS which is supported in Framework 1, Framework 2.1 and Framework 2.2.

3. The aggressor gNB needs to send a backhaul message to the victim gNB. This requirement is supported in Framework 2.1 and Framework 2.2.

4. The victim gNB needs to send a backhaul message to the aggressor gNB. This requirement is supported in Framework 2.2.

5. The aggressor gNB needs to know the frequency resources which suffer from remote interference at the victim. 

The description of the frameworks can be found in [3]. We remark that a mitigation scheme may require only a subset of the aforementioned requirements and not necessarily all of them. It shall be understood in the remaining sections that any solution in which the aggressor takes some mitigation action requires a dedicated reference signal.
2.2   Time domain mechanism 
We discuss time-domain solutions for remote interference mitigation and their specification impact.

1. The victim avoids scheduling on UL symbols suffering from remote interference, see Figure 1(b). The uplink throughput is sacrificed in this method. This solution does not have specification impact.

2. The aggressor backs off/mutes DL symbols that cause remote interference to the victim, Figure 1(c). The downlink throughput is sacrificed in this method. In this solution, the aggressor needs to know how many UL symbols suffer from interference at the victim gNBs which can be estimated through the RIM-RS transmitted by the victim. Framework 1, Framework 2.1 and Framework 2.2 can support this solution.
3. The aggressor mutes some DL symbols and the victim avoids scheduling on some UL symbols, i.e, a combination of Solution 1 and Solution 2, see Figure 1(d). The motivation is that it may be unfair to victims to always sacrifice uplink throughput (Solution 1) and it also may be unfair to aggressors to always sacrifice the downlink throughput (Solution 2). This solution can strike a balance between downlink and uplink throughput sacrifice. There are multiple variants of this solution, for example:

a. The aggressor can mute some DL symbols and inform the victim through the backhaul how many symbols should be avoided in UL scheduling. Framework 2.1 and Framework 2.2 can support this solution.

b. The victim can avoid UL scheduling on some symbols and requests through the backhaul from the aggressor to back off some DL symbols. Framework 2.2 can support this solution.

4. The victim and the aggressor re-configure a semi-static TDD pattern with long enough guard period, instead of dynamic DL muting. This solution increases the overhead due to the guard period and therefore the throughput is sacrificed. The overhead of GP can be reduced by minimizing the number of DL/UL switching by using TDD DL/UL configuration with longer period, e.g., see Figure 2.
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Figure 1. Time-domain mitigation. Muting DL symbols and/or avoiding UL scheduling.
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(a) Without mitigation.
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(b) Both the victim and the aggressor double the periodicity. RI is mitigated without increasing GP overhead.


Figure 2. Time-domain mitigation. Reconfiguring DL/UL periodicity.
2.3   Frequency domain mechanism
We discuss frequency-domain solutions for remote interference mitigation and their specification impact.

1. The victim UL and the aggressor DL are statically configured to use non-overlapping bandwidth all the time. This solution sacrifices the spectral efficiency, even in absence of remote interference. This solution does not have specification impact.

2. Partial muting in frequency domain at the victim gNB. In this solution, the victim can measure the interference per resource block and avoid use the frequency resources suffering from high interference, .e.g., see Figure 3. This solution does not have specification impact.

3. Partial muting in frequency domain at the aggressor gNB, e.g., see Figure 4. In this solution, the aggressor needs to know which frequency resources to mute. There are multiple variants of this solution:

a. The RIM-RS transmitted by the victim may carry some information about the frequency resources suffering from remote interference, e.g., the RIM-RS transmitted by the victim is composed of frequency-multiplexed component sequences where each component sequence is transmitted in some frequency resources that suffer from remote interference and no signal is transmitted in the frequency resources that do not suffer from remote interference. Framework 1, Framework 2.1 and Framework 2.2 can support this solution.

b. The victim informs the aggressor through the backhaul of the frequency resources resource suffering from remote interference then the aggressor can mute DL transmission in these resources. Framework 2.2 can support this solution. We remark that the victim may not be able to provide individualized information to each aggressor gNB, i.e., if the victim suffers from multiple aggressors, the victim might not be able to distinguish which aggressor causes interference to which frequency resources as it only measures the aggregate interference power.

4. The aggressor DL and the victim UL use different frequency bands by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them, e.g., see Figure 5. This solution requires coordination between the victim and the aggressor. There are multiple variants of this solution:

a. The aggressor decides which the frequency resources it would use for DL and it informs the victim through the backhaul of its decision. Framework 2.1 and Framework 2.2 can support this solution.

b. The victim decides which the frequency resources it would use for UL and it informs the aggressor through the backhaul of its decision. Framework 2.2 can support this solution.
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(b) The victim mutes UL RBs suffering from RI.


Figure 3. Frequency-domain mitigation at the victim.
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(b) The aggressor mutes DL RBs causing RI.


Figure 4. Frequency-domain mitigation at the aggressor.
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(b) The aggressor and the victim activate non-overlapping RBs.


Figure 5. Frequency-domain mitigation at both of the victim and the aggressor.
2.4   Spatial domain mechanism
We discuss spatial domain solutions for remote interference mitigation and their specification impact.

1. Mounting antennas at lower height. This is a static solution and it may sacrifice cell coverage, even in absence of remote interference. This solution does not have specification impact.

2. The victim gNB performs beam nulling to suppress the remote interference in the spatial domain. This solution does not have specification impact.

3. The victim gNB schedules UE transmission that will be received in spatial directions that are less interfered at the victim gNB. This solution does not have specification impact.

4. The victim gNB adjusts the down-tilt so that the remote interference level is tolerable. In this solution, the cell coverage at the victim may be sacrificed. This solution does not have specification impact.

5. The aggressor gNB adjusts the down-tilt which may sacrifice the cell coverage at the aggressor. There are multiple variants of this solution, for example:

a. The aggressor gNB adjusts the down-tilt once by a pre-determined amount. Framework 1, Framework 2.1 and Framework 2.2 can support this solution.

b. The aggressor gNB adjusts the down-tilt in steps and waits after each step for feedback through the backhaul from the victim indicating whether the interference level is tolerable or whether further down-tilt is needed. Framework 2.2 can support this solution.

6. Both the victim and the aggressor adjust the antenna down-tilt (a combination of Solution 4 and Solution 5). The motivation of this solution is to split the burden of cell coverage reduction due to down-tilting between the victim and the aggressor. The amount by which each gNB should adjust its down-tilt can be negotiated through backhaul messaging. This may require bidirectional backhaul messaging between the victim and the aggressor

7. The aggressor gNB and the victim gNB coordinate in scheduling and using the beams that could cause minimal interference at the slots adjacent to GP. This requires backhaul signaling exchange between victim and aggressor.

8. The aggressor uses beam directions that would cause minimal remote interference at the victim gNB in the resource adjacent to GP. The  aggressor may perform RS detection using  e.g., different digital spatial filtering receivers to find the beam direction which experiences minimal interference, then use this beam for DL transmission assuming channel reciprocity between the victim and the aggressor. 

2.5   Power control mechanism
We discuss power control solutions for remote interference mitigation and their specification impact.

1. The victim gNB increases the UE transmission power. This solution does not have specification impact.

2. The aggressor gNB reduces the DL transmission power. In this solution, the aggressor needs to know by how much to reduce transmission power. This can be accomplished through backhaul messaging, for example, 

a. The victim gNB informs the aggressor gNB through the backhaul of the amount of transmission power reduction. 

b. The aggressor gNB decreases the DL transmission power in steps then waits after each step for feedback through the backhaul from the victim indicating whether the interference level is tolerable or whether further power reduction is needed. 

Framework 2.2 can support this solution. 

3. The victim gNB increases its UE transmission power and the aggressor gNB reduces the DL transmission power (a combination of Solution 1 and Solution 2). The amount of UL power increase and DL power reduction can be negotiated between the victim and the aggressor through the backhaul. This may require bidirectional backhaul messaging between the victim and the aggressor. Framework 2.2 can support this solution.
3   Conclusions

In this contribution, we discussed our remote interference mitigation solutions in the time domain, the frequency domain, the spatial domain and using power control. We also discussed the potential specification impact for different solutions. Based on the discussion, we have the following observations and proposals: 
Observation 1: Remote mitigation schemes at the victim only do not generally have specification impact and are up to network implementation.

Observation 2: Remote mitigation schemes with mitigation action at the aggressor, i.e., aggressor-only schemes and victim-and-aggressor schemes, generally require a dedicated reference signal and potentially backhaul messaging between the victim and the aggressor.
Proposal 1: Remote interference mitigation schemes in time domain, frequency domain spatial domain and power domain shall be supported.

Proposal 2: Remote interference mitigation schemes at the victim only, the aggressor only and at both the victim and the aggressor shall be supported.
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