TSG RAN Meeting #22 RP-030676
Maui, USA, 9 - 12 December 2003

Title CRs (Rel-5 only) to TS 25.413
Source TSG RAN WG3
Agenda Item 7.4.5

RANS3 Tdoc Spec \%rr; new Vers.| REL CR | Rev | Cat Title Work item
R3-031844 | 25.413 5.6.0 5.7.0 REL-5 | 601 2 F | Serious Correction for Rescue handover TEI
R3-031528 | 25.413 | 5.6.0 5.7.0 REL-5 | 604 - F | Serious Correction for Security in Multi-domain calls TEI
R3-031838 | 25.413 5.6.0 5.7.0 REL-5 | 607 3 F |RANAP Review issue 2: Correction of Position Data TEI5
R3-031534 | 25.413 5.6.0 5.7.0 REL-5 | 608 - F |RANAP Review issue 3. LCS Accuracy TEI5
R3-031801 | 25.413 | 5.6.0 5.7.0 REL-5 | 620 1 F | Correctionsto the data volume reporting function TEIS
R3-031836 | 25.413 5.6.0 5.7.0 REL-5 | 622 2 F |Big darification CR based on RANAP Rel-5 review TEIS
R3-031829 | 25.413 5.6.0 570 REL-5 | 623 2 F | Correction to CRRM lu solution TEIS5,
RANimp-
ImpRRM




Release 5 3GPP TS 25.413 V5.6.0 (2003-09)

3GPP TSG-RAN3 Meeting #39 Tdoc 8R3-031844
San Diego, California, 17""-21th November 2003
CR-Form-v7
CHANGE REQUEST
3 25413 CR 601 grey 2 3 Currentversion: 56.0 £

For HELP on using this form, see bottom of this page or look at the pop-up text over the 3 symbols.

Proposed change affects:  UICC apps%el:| ME|:| Radio Access Network[ X | Core Network
Title: 38 Serious Correction for Rescue Handovers
Source: # RANS3
Work item code: 3 TEI5 Date: 38 17/11/2003
Category: ¥ F Release: 8 REL-5
Use one of the following categories: Use one of the following releases:
F (correction) 2 (GSM Phase 2)
A (corresponds to a correction in an earlier release) R96 (Release 1996)
B (addition of feature), R97 (Release 1997)
C (functional modification of feature) R98 (Release 1998)
D (editorial modification) R99 (Release 1999)
Detailed explanations of the above categories can Rel-4  (Release 4)
be found in 3GPP TR 21.900. Rel-5 (Release 5)

Rel-6  (Release 6)

Reason for change: 3 The meaning of what is ‘time critical’ for relocation needs to be clarified.

Summary of change: 3 The ‘time critical relocation’ cause value is clarified to be reserved for all cases
where relocation is key to survive the call.

Impact assessment towards the previous version of the specification (same

release):

This CR has isolated impact towards the previous version of the specification
(same release).

This CR has an impact under functional point of view.

The impact can be considered isolated because it only affects the Relocation
Preparation function.

Consequences if #8 ‘Time critical’ could be misunderstood leading to potential degradation of call
not approved: drop rate in 3g networks in a multi-vendor inter-RAT environment.

Clauses affected: 38

CR page 1



Release 5 3GPP TS 25.413 V5.6.0 (2003-09)

Other specs 3 X | Other core specifications 3
affected: X | Test specifications
X | O&M Specifications

Other comments: 38

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.

Below is a brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are
closest to.

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word
"revision marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can
be downloaded from the 3GPP server under ftp://ftp.3gpp.ora/specs/ For the latest version, look for the directory
name with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front
of the clause containing the first piece of changed text. Delete those parts of the specification which are not
relevant to the change request.

CR page 2



Release 5 12 3GPP TS 25.413 V5.6.0 (2003-09)

9214 Cause

The purpose of the Cause |E isto indicate the reason for a particular event for the RANAP protocol.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Cause

>Radio Network Layer

INTEGER
(RAB pre-
empted(1),

Trelocoverall
Expiry(2),

Trelocprep
Expiry(3),

Treloccomplete
Expiry(4),

Tqueing
Expiry(5),

Relocation
Triggered(6),

Unable to
Establish During
Relocation(8),

Unknown Target
RNC(9),

Relocation
Cancelled(10),

Successful
Relocation(11),

Requested
Ciphering and/or
Integrity
Protection
Algorithms not
Supported(12),

Conflict with
already existing
Integrity
protection and/or
Ciphering
information (13),

Failure in the
Radio Interface
Procedure(14),

Release due to
UTRAN
Generated
Reason(15),

User
Inactivity(16),

Time Ciritical
Relocation(17),

Requested Traffic
Class not
Available(18),

Invalid RAB

Value range is 1 — 64.

3GPP
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IE/Group Name Presence Range IE type and Semantics description
reference

Choice Cause

Parameters
Value(19),

Requested
Maximum Bit
Rate not
Available(20),

Requested
Maximum Bit
Rate for DL not
Available(33),

Requested
Maximum Bit
Rate for UL not
Available(34),

Requested
Guaranteed Bit
Rate not
Available(21),

Requested
Guaranteed Bit
Rate for DL not
Available(35),

Requested
Guaranteed Bit
Rate for UL not
Available(36),

Requested
Transfer Delay
not
Achievable(22),

Invalid RAB
Parameters
Combination(23),

Condition
Violation for SDU
Parameters(24),

Condition
Violation for
Traffic Handling
Priority(25),

Condition
Violation for
Guaranteed Bit
Rate(26),

User Plane
Versions not
Supported(27),

lu UP Failure(28),

TRELOCalloc
Expiry (7),

Relocation Failure
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

in Target CN/RNC
or Target System
(29),

Invalid RAB
ID(30),

No remaining
RAB(31),

Interaction with
other
procedure(32),

Repeated Integrity
Checking
Failure(37),

Requested
Request Type not
supported(38),

Request
superseded(39),

Release due to
UE generated
signalling
connection
release(40),

Resource
Optimisation
Relocation(41),

Requested
Information Not
Available(42),

Relocation
desirable for radio
reasons (43),

Relocation not
supported in
Target RNC or
Target
system(44),

Directed Retry
(45),

Radio Connection
With UE Lost(46),

RNC unable to
establish all RFCs
47),

Deciphering Keys
Not Available(48),

Dedicated
Assistance data
Not Available(49),

3GPP

13



Release 5

12

3GPP TS 25.413 V5.6.0 (2003-09)

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Relocation Target
not allowed(50),

Location
Reporting
Congestion(51),

Reduce Load in
Serving Cell (52),

No Radio
Resources
Available in
Target cell (53),

GERAN lu-mode
failure (54),

Access Restricted
Due to Shared
Networks(55),

Incoming
Relocation Not
Supported Due To
PUESBINE
Feature(56))
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

>Transport Layer Cause

INTEGER
(
Signalling
Transport
Resource
Failure(65),

lu Transport
Connection Failed
to Establish(66))

Value range is 65 — 80.

>NAS Cause

INTEGER

(User Restriction
Start
Indication(81),

User Restriction
End
Indication(82),

Normal
Release(83))

Value range is 81 — 96.

>Protocol Cause

INTEGER
(Transfer Syntax
Error(97),

Semantic Error
(98),

Message not
compatible with
receiver state
(99),

Abstract Syntax
Error (Reject)
(100),

Abstract Syntax
Error (Ignore and
Notify) (101),

Abstract Syntax
Error (Falsely
Constructed
Message) (102))

Value range is 97 — 112.

>Miscellaneous Cause

INTEGER
(O&M
Intervention(113),

No Resource
Available(114),

Unspecified
Failure(115),

Network
Optimisation(116)
)

Value range is 113 — 128.

>Non-standard Cause

INTEGER

0

Value range is 129 — 256.
Cause value 256 shall not
be used.
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The meaning of the different cause valuesis described in the following table. In general, "not supported” cause values
indicate that the concerning capability is missing. On the other hand, "not available" cause valuesindicate that the
concerning capability is present, but insufficient resources were available to perform the requested action.

3GPP
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Radio Network Layer cause

Meaning

Deciphering Keys Not Available

The action failed because RNC is not able to provide
requested deciphering keys.

Conflict with already existing
Integrity protection and/or
Ciphering information

The action was not performed due to that the requested
security mode configuration was in conflict with the already
existing security mode configuration.

Condition Violation For Guaranteed
Bit Rate

The action was not performed due to condition violation for
guaranteed bit rate.

Condition Violation For SDU
Parameters

The action was not performed due to condition violation for
SDU parameters.

Condition Violation For Traffic
Handling Priority

The action was not performed due to condition violation for
traffic handling priority.

Dedicated Assistance data Not
Available

The action failed because RNC is not able to successfully
deliver the requested dedicated assistance data to the UE.

Directed Retry

The reason for action is Directed Retry

Failure In The Radio Interface
Procedure

Radio interface procedure has failed.

Incoming Relocation Not Supported
Due To PUESBINE Feature

The incoming relocation cannot be accepted by the target
RNC because of the PUESBINE feature.

Interaction With Other Procedure

Relocation was cancelled due to interaction with other
procedure.

Invalid RAB ID

The action failed because the RAB ID is unknown in the
RNC.

Invalid RAB Parameters
Combination

The action failed due to invalid RAB parameters
combination.

Invalid RAB Parameters Value

The action failed due to invalid RAB parameters value.

lu UP Failure

The action failed due to lu UP failure.

No remaining RAB

The reason for the action is no remaining RAB.

RAB Pre-empted

The reason for the action is that RAB is pre-empted.

Radio Connection With UE Lost

The action is requested due to losing radio connection to the
UE

Release Due To UE Generated
Signalling Connection Release

Release requested due to UE generated signalling
connection release.

Release Due To UTRAN Generated
Reason

Release is initiated due to UTRAN generated reason.

Relocation Cancelled

The reason for the action is relocation cancellation.

Relocation Desirable for Radio
Reasons

The reason for requesting relocation is radio related.

Relocation Failure In Target
CN/RNC Or Target System

Relocation failed due to a failure in target CN/RNC or target
system.

Relocation Not Supported In Target
RNC Or Target System

Relocation failed because relocation was not supported in
target RNC or target system.

Relocation Target not allowed

Relocation to the indicated target cell is not allowed for the
UE in question.

Relocation Triggered

The action failed due to relocation.

Repeated Integrity Checking Failure

The action is requested due to repeated failure in integrity
checking.

Request Superseded

The action failed because there was a second request on the
same RAB.

Requested Ciphering And/Or
Integrity Protection Algorithms Not
Supported

The UTRAN or the UE is unable to support the requested
ciphering and/or integrity protection algorithms.

Requested Guaranteed Bit Rate For
DL Not Available

The action failed because requested guaranteed bit rate for
DL is not available.

Requested Guaranteed Bit Rate For
UL Not Available

The action failed because requested guaranteed bit rate for
UL is not available.

Requested Guaranteed Bit Rate
Not Available

The action failed because requested guaranteed bit rate is
not available.

Requested Information Not
Available

The action failed because requested information is not
available.

Requested Maximum Bit Rate For
DL Not Available

The action failed because requested maximum bit rate for DL
is not available.

Requested Maximum Bit Rate For
UL Not Available

The action failed because requested maximum bit rate for UL
is not available.

Requested Maximum Bit Rate Not

The action failed because requested maximum bit rate is not

3GPP
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Available

available.

Requested Request Type Not
Supported

The RNC is not supporting the requested location request
type either because it doesn’t support the requested event or
it doesn’t support the requested report area.

Location Reporting Congestion

The action was not performed due to an inability to support
location reporting caused by overload.

Requested Traffic Class Not
Available

The action failed because requested traffic class is not
available.

Requested Transfer Delay Not
Achievable

The action failed because requested transfer delay is not
achievable.

Resource Optimisation Relocation

The reason for requesting relocation is resource optimisation.

Successful Relocation

The reason for the action is completion of successful
relocation.

Time Critical Relocation

Relocation is requested for time critical reason_i.e. this cause
value is reserved to represent all critical cases where the
connection is likely to be dropped if relocation is not
performed.

Toueunc EXpiry

The action failed due to expiry of the timer Toueune.

TreLocalloc EXPiry

Relocation Resource Allocation procedure failed due to
expiry of the timer TreLocalloc-

TRELOCcomplete EXPITY

The reason for the action is expiry of timer TreLoccomplete-

TrELOCOverall EXPiry

The reason for the action is expiry of timer TreLocoverall-

TreLocprep EXpiry

Relocation Preparation procedure is cancelled when timer
TRreELOCprep EXPIres.

Unable To Establish During
Relocation

RAB failed to establish during relocation because it cannot
be supported in the target RNC.

Unknown Target RNC

Relocation rejected because the target RNC is not known to
the CN.

User Inactivity

The action is requested due to user inactivity on one or
several non real time RABs e.g. in order to optimise radio
resource.

User Plane Versions Not Supported

The action failed because requested user plane versions
were not supported.

RNC unable to establish all RFCs

RNC couldn’t establish all RAB subflow combinations
indicated within the RAB Parameters IE.

Reduce Load in Serving Cell

Load on serving cell needs to be reduced.

No Radio Resources Available in
Target Cell

Load on target cell is too high.

GERAN lu-mode failure

The RAB establishment/modification/relocation failed
because the GERAN BSC cannot provide an appropriate
RAB due to limited capabilities within GERAN.

Access Restricted Due to Shared
Networks

Access is not permitted in the cell due to Shared Networks.

Transport Layer cause

Meaning

lu Transport Connection Failed to
Establish

The action failed because the Iu Transport Network Layer
connection could not be established.

Signalling Transport Resource
Failure

Signalling transport resources have failed (e.g. processor
reset).

NAS cause

Meaning

Normal Release

The release is normal.

User Restriction Start Indication

A location report is generated due to entering a classified
area set by O&M.

User Restriction End Indication

A location report is generated due to leaving a classified area
set by O&M.

3GPP

18



Release 5

12 3GPP TS 25.413 V5.6.0 (2003-09)

Protocol cause

Meaning

Abstract Syntax Error (Reject)

The received message included an abstract syntax error and
the concerning criticality indicated "reject".

Abstract Syntax Error (Ignore And
Notify)

The received message included an abstract syntax error and
the concerning criticality indicated "ignore and notify".

Abstract Syntax Error (Falsely
Constructed Message)

The received message contained IEs or IE groups in wrong
order or with too many occurrences.

Message Not Compatible With
Receiver State

The received message was not compatible with the receiver
state.

Semantic Error

The received message included a semantic error.

Transfer Syntax Error

The received message included a transfer syntax error.

Miscellaneous cause

Meaning

Network Optimisation

The action is performed for network optimisation.

No Resource Available

No requested resource is available.

O&M Intervention

The action is due to O&M intervention.

Unspecified Failure

Sent when none of the specified cause values applies.

3GPP
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8.18  Security Mode Control

8.18.1 General

The purpose of the Security Mode Control procedureisto allow the CN to pass cipher and integrity mode information
tothe UTRAN. UTRAN uses thisinformation to select and load the encryption device for user and signalling data
with the appropriate parameters, and also to store the appropriate parameters for the integrity algorithm. The
procedure uses connection oriented signalling.

8.18.2 Successful Operation

RN CN

SECURITY MODE
_ COMMAND

SECURITY MODE
COMPLETE

v

Figure 19: Security Mode Control procedure. Successful operation.

The CN shall start the procedure by sending to the UTRAN a SECURITY MODE COMMAND message. This
message may contain the Encryption Information |E and shall contain the Integrity Protection Information IE,
specifying, in preferred order with the most preferred first in the list, which ciphering, if any, and integrity protection
algorithms may be used by the UTRAN.

The Permitted Encryption Algorithms |E within the Encryption Information |E may contain “no encryption” within an
edement of itslist in order to allow the RNC nat to cipher the respective connection. This can be done either by not
starting ciphering or by using the UEAOQ algorithm. In the absence of the Encryption Information group IE in
SECURITY MODE COMMAND message, the RNC shall not start ciphering.

Upon reception of the SECURITY MODE COMMAND message, the UTRAN shall internally select appropriate
algorithms, taking into account the UE/UTRAN capabilities. If asgnalllng connectlon already eX|sts towardsthe
other core network domain_and integrity has been started, &
received-from-that-core-network-domath; the same ciphering and mtequty alternatlvesalgemhm@) as bel ng used for
that core network domain shall be selected. If a signalling connection already exists towards the other core network
domain and SMC is ongoing on that core network domain, the same ciphering and integrity alternative shall be
selected for the two domains. This alse-meansin particular for encryption that if “no encryption” or no Encryption
Information IE has been received from the first core network domain and integrity has been started but ciphering has
not been started, ciphering shall also not be started for the second core network domain. The UTRAN shall then
trigger the execution of the corresponding radio interface procedure and, if applicable, start/restart the encryption
device and also start/restart the integrity protection.

The CN may send a SECURITY MODE COMMAND message towards the RNC also when integrity protection and
possibly ciphering has already been started for an existing signalling connection towards that core network domain.
This may be used to activate new integrity protection and ciphering keys. The included integrity protection and
ciphering information shall then support (at least) the integrity protection alternative and the ciphering alternative
presently being used and the Key Satus | E shall have the value “New”.

3GPP 10



Release 5 12 3GPP TS 25.413 V5.6.0 (2003-09)

When the execution of the radio interface procedure is successfully finished, UTRAN shall return a SECURITY
MODE COMPLETE message to the CN. This message shall include the Chosen Integrity Protection Algorithm IE
and may include the Chosen Encryption Algorithm IE.

The Chosen Encryption Algorithm | E shall beincluded in the SECURITY MODE COMPLETE message if, and only
if the Encryption Information |E was included in the SECURITY MODE COMMAND message.

The set of permitted algorithms specified in the SECURITY MODE COMMAND message shall remain applicable for
subsequent RAB Assignments and IntraaUTRAN Relocations.

In case of a UE with Radio Access Bearers towards both core networks, the user data towards CS shall always be
ciphered with the ciphering key received from CS and the user data towards PS with the ciphering key received from
PS. The signalling data shall always be ciphered with the last received ciphering key and integrity protected with the
last received integrity protection key from any of the two CNs.

8.18.3 Unsuccessful Operation

RN CN

SECURITY MODE
COMMAND

A

SECURITY MODE
REJECT

v

Figure 20: Security Mode Control procedure. Unsuccessful operation.

If the UTRAN or the UE is unable to support the ciphering and/or integrity protection algorithms specified in the
SECURITY MODE COMMAND message, then the UTRAN shall return to CN a SECURITY MODE REJECT
message with cause value "Requested Ciphering and/or Integrity Protection Algorithms not Supported”. If the radio
interface Security Control procedure fails, a SECURITY MODE REJECT message shall be sent to CN with cause
value "Failure in the Radio Interface Procedure”.

8.18.4 Abnormal Conditions

If, when establishing a signalling connection towards a second core network domain, the integrity has already been
started by the first domain and the integrity protection and ciphering information specified in the SECURITY MODE
COMMAND message does not support the integrity protection alternative and the ciphering alternative presently
being used, a SECURITY MODE REJECT message shall be sent to the second core network domain with cause value
"Conflict with already existing Integrity protection and/or Ciphering information”.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already
existing signalling connection from that core nework domain and for which integrity protection and possibly ciphering
has already been started, the Key Satus |E hasthe value “Old”, a SECURITY MODE REJECT message shall be
returned with cause value "Conflict with already existing Integrity protection and/or Ciphering information”.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already
existing signalling connection and for which integrity protection and possibly ciphering has already been started, the
included integrity protection and ciphering information does not support the integrity protection alternative and the
ciphering alternative presently being used, a SECURITY MODE REJECT message shall be returned with cause value
"Conflict with already existing Integrity protection and/or Ciphering information”.

3GPP 11
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9.2.3.27 Position Data

This |E provides data related to the positioning methods in relation with location report procedure.

IE/Group Name Presence Range IE type and Semantics description
reference
Position Data
>Positioning Data M OCTETBIT Bis-8-Bsetie-0:
Discriminator STRING (4%) The positioning data
discriminator {bits-4-1-of
the-octet) defines the type

of data provided for each

positioning method:

0000 indicate usage of
each positioning
method that was
successfully used

to obtain the location
estimate; 1 octet of
data is provided for
each positioning
method included.

all other values are
reserved.

>Positioning Data Set C-
ifDiscrimina
tor=0
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>>Positioning Method 1 to <maxSet> OCTET Coding of positioning

and Usage STRING (1) method (bits 8-4):

00000 Reserved (NOTE)

00001 Reserved (NOTE)

00010 Reserved (NOTE)

00011 Reserved (NOTE)

00100 Reserved (NOTE)

00101 Mobile Assisted
GPS

00110 Mobile Based GPS

00111 Conventional GPS

01000 SelHbReserved

(NOTE)

01001 OTDOA

01010 IPDL

01011 RTT

01100 Cell ID

0110061 to 01111 reserved
for other location

technologies

10000 to 11111 reserved
for network specific
positioning

methods

Coding of usage (bits 3-1):

000 Attempted
unsuccessfully due to
failure or interruption -
not used.

001 Attempted
successfully: results

not  used to generate
location - not used.

010 Attempted
successfully: results
used to verify but not
generate location - not
used.

011 Attempted
successfully: results
used to generate
location

100 Attempted
successfully: case
where MS supports
multiple mobile based
positioning methods
and the actual method
or methods used by the
MS cannot be
determined.

NOTE: Reserved because
of GERAN use only.

Condition Explanation
C-ifDiscriminator=0 This IE is present if the Positioning Data Discriminator IE is set to
"00008668"
Range bound Explanation
maxSet Maximum size of the data set. Value is 9.
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934 Information Element Definitions

R SR SR R R S S R Sk R S S S R S Sk R R R Sk R S S R R R Sk kR R R kR

-- Information El enent Definitions

EE R SR SR SR Sk Sk R Sk S S S S S R R S R R R R Sk R S S R R S S kS R R R R

RANAP- | Es {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
unt s- Access (20) nodules (3) ranap (0) versionl (1) ranap-l1Es (2) }

DEFI NI TI ONS AUTOVATI C TAGS :: =
BEG N

| MPORTS
maxNr Of Errors,
maxNr Of PDPDi r ect i ons,
maxNr Of Poi nt s,
max Nr Of RABSs,
max Nr OfF SRBs,
maxNr Of Separ at eTraf fi cDi recti ons,
max RAB- Subf | ows,
max RAB- Subf | owConbi nat i on,
maxNr Of Level s,
maxNr Of Al t Val ues,
maxNr Of SNAs,
maxNr Of LAs,
maxNr OF PLIMNs SN,
maxSet ,

i d- CN- Domai nl ndi cat or,
i d- MessageStructure,

i d- SRB- Tr CH Mappi ng,
id-TypeO Error,

i d- Downl i nkCel | Loadl nf or mati on,
i d-UplinkCell Loadl nfornation,
i d- hS- DSCH- MAC- d- FI ow | D,
id-Signallinglndication

FROM RANAP- Const ant s

Lots of unaffected ASNL in 9.3.4 not shown

PLMNs- i n- shar ed- net wor k- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

} -

Posi ti oni ngDat aDi scriminator ::= OSFEFBI T STRI NG (Sl ZE(4%))

Posi ti oni ngDat aSet ::= SEQUENCE(SI ZE(1..maxSet)) OF Positioni ngMet hodAndUsage
Posi ti oni ngMet hodAndUsage ::= OCTET STRING (Sl ZE(1))

PositioningPriority ::= ENUMERATED {

hi gh-Priority,
nornmal -Priority,

}

PositionData ::= SEQUENCE {
posi ti oni ngDat aDi scri m nat or Posi ti oni ngDat abi scri m nat or,
posi ti oni ngDat aSet Posi ti oni ngDat aSet OPTI ONAL,

-- This | E shall be present if the PositioningDataDi scrimnator |E is set to the value "868680000" -
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {PositionData-Extl|Es} } OPTI ONAL,

}

Posi ti onDat a- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

}

Posi t i onDat aSpeci fi cTOGERANI uMbde ::= OCTET STRI NG
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Pre-enptionCapability ::= ENUMERATED {
shal | -not-trigger-pre-enption,
may-trigger-pre-enption
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8.20 Location Report

8.20.1 General

The purpose of the Location Report procedure is to provide the UE's |ocation information to the CN. The procedure
uses connection oriented signalling.

8.20.2 Successful Operation

RNC CN

LOCATION REPORT >

Figure 22: Location Report procedure. Successful operation.

The serving RNC shall initiate the procedure by generating a LOCATION REPORT message. The LOCATION
REPORT message may be used as a response for the LOCATION REPORTING CONTROL message. Also, when a
user enters or leaves a classified zone set by O&M, e.g. zone where a disaster occurred, a LOCATION REPORT
message shall be sent to the CN including the Service Area of the UE in the Area Identity |E. The Cause |E shall
indicate the appropriate cause value to CN, e.g. "User Restriction Start Indication” and "User Restriction End
Indication”. The CN shall react to the LOCATION REPORT message with CN vendor specific actions.

For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.

In casereporting at change of Service Areais requested by the CN, then the RNC shall issue a LOCATION REPORT
message.

- whenever the information given in the previous LOCATION REPORT message or INITIAL UE MESSAGE
message is not anymore valid.

- upon receipt of thefirst LOCATION REPORTING CONTROL message following a Relocation Resource
Allocation procedure, with the Event |E included in the Request Type |E set to "Change of Service Area’, as
soon as SAl becomes available in the new SRNC and the rel ocation procedure has been successfully compl eted.

In the case when Service Areaiisreported, the RNC shall include to the LOCATION REPORT message in the Area
Identity IE the Service Area, which includes at |east one of the cells from which the UE is consuming radio resources.

In the case when the LOCATION REPORT message is sent as an answer to arequest for adirect report or at a change
of Service Area, the Request Type |E from the LOCATION REPORTING CONTROL message shall be included.

If the LOCATION REPORT messageis sent as an answer to arequest for a direct report of Service Area and the
current Service Area can not be determined by the RNC, then the Area Identity |E shall be omitted and a cause value
shall be included to indicate that the request could not be fulfilled, e.g. "Requested Information Not Available" or
"Location Reporting Congestion™. The RNC may a so include the Last Known Service Area |E.

If the RNC can not deliver the location information as requested by the CN, due to either the non-support of the
requested event or the non-support of the requested report area or if RNC is currently not able to reach the UE, the
RNC shall indicate the UE location to be "Undetermined” by omitting the Area Identity IE. A cause value shall instead
be added to indicate the reason for the undetermined location, e.g. "Requested Request Type not supported” or
"Location Reporting Congestion™ or "No Resource Available'.

If the Location Report procedure was triggered by a LOCATION REPORTING CONTROL message, which included a
reguest to report a geographical area with a specific accuracy, the LOCATION REPORT message shall include the
Geographical Area |E within the Area Identity |E containing either a point with indicated uncertainty or a polygon or
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an other type, which fulfils the requested accuracy. If the requested accuracy cannot be fulfilled, the LOCATION
REPORT message shall include the Geographical Area |E within the Area Identity |E containing either a point with
indicated uncertainty or a polygon or an other type, with the best possible accuracy-as-accurately-aspessible. If, on the
other hand, no specific accuracy level was requested in the LOCATION REPORTING CONTROL message, the
LOCATION REPORT message shall include the Geographical Area |E within the Area Identity IE, the reported
Geographical Area |E may include an accuracy.

The LOCATION REPORT message shall also include, if available, the Position Data | E containing the positioning
method (or list of positioning methods) used successfully to obtain the location estimate, together with the usage
information.

8.20.3 Abnormal Conditions
Not applicable.
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8.21 Data Volume Report

8.21.1 General

The Data VVolume Report procedureis used by CN to request the unsuccessfully transmitted DL data volume for
specific RABs. This procedure only applies to PS domain. The procedure uses connection oriented signalling.

8.21.2 Successful Operation

RNC CN

DATA VOLUME REPORT REQUEST
<

DATA VOLUME REPORT

>

Figure 23: Data Volume Report procedure. Successful operation.

The procedure isinitiated by CN by sending DATA VOLUME REPORT REQUEST message to UTRAN. This
message shall contain the list of RAB ID |Esto identify the RABs for which the unsuccessfully transmitted DL data
volume shall be reported.

At reception of aDATA VOLUME REPORT REQUEST message the UTRAN shall produce thea DATA VOLUME
REPORT message. Fhismessage shalHneludefFor each RAB successfully addressed within the RAB Data Volume
Report List IE of the DATA VOLUME REPORT REQUEST message, the DATA VOLUME REPORT message shall
include in the Unsuccessfully Transmitted DL Data Volume | E the amount of unsuccessfully transmitted DL data-in-the
Unsueeessfully-TFransmitted DL-Data-Velume HE since the last data volume indieation-reported to the CN for the RAB

and with the same data volume reference, if present. The messagesnd may also contain the Data Volume Reference |E.

The message may contain for each RAB successfully addressed a maximum of two RAB Data Volume Report Item |ES
within the RAB Data Volume Report List |E for the case when thereis aneed to report two different data volumes since
the last data volume indication to CN.UTRAN shall also reset the data volume counter for the reported RABs. UTRAN
shall send the DATA VOLUME REPORT message to CN. Transmission and reception of DATA VOLUME REPORT
message terminates the procedurein UTRAN and CN respectively.

The Data Volume Reference | E, if included, indicates the time when the data volume is counted.

S>>>>>>>>>>>> Next Change <L L L L L L L L L

9.2.1.17 Data Volume Reporting Indication

Thisinformation element indicates whether or not the RNC has to calculate the unsuccessfully transmitted NAS data
amount for a giventhe RAB and to report the amount of unsuccessfully transmitted NAS data when the RAB is
released.
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IE/Group Name Presence Range IE type and Semantics description
reference
Data Volume Reporting M ENUMERAT
Indication ED (do
report, do
not report)

>S>>>>>>>>>>>> Next Change <L L L L L L L L L

9.2.3.12

Unsuccessfully Transmitted Data Volume

Thisinformation element indicates the data volume (octets) that is unsuccessfully transmitted over theradio interface
in the DL direction for the-a given RAB.

IE/Group Name Presence | Range IE type and | Semantics description
reference

Unsuccessfully Transmitted M INTEGER Unit is octet.

Data Volume (0..2%%-1)

9.2.3.13

Data Volume Reference

Thisinformation € ement indicates the time when the data volume is counted. |t is an operator/vendor specific matter to
assign meanings for the different integer val ues.

IE/Group Name Presence | Range IE type and | Semantics description
reference

Data Volume Reference M INTEGER
(0..255)
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Reason for change: 3 Make RANAP clearer.

Summary of change: 3 Thefirst version of the big RANAP review CR was sent on RAN3 reflector on 21.10.2003
as Tdoc R3-031398.

section 3.1 Definitions: the definitions are sorted out in a phabetical order.

Section 8.18.2, the terminology used in 25.331 for integrity check is
START/MODIFY instead of START/RESTART (START/RESTART iscorrect
for encryption).

- Section 9.2.3.18, according to issue 6 as described in R3-031693.
- Section 9.2.3.24, according to issue 5 as described in R3-031693.
Version 2:

- Section 2 References:. thereference[1] to TR 23.930 isreplaced by an explicit
reference (version 4.0.0, 2001-04) to the latest and only Rel4 version of TR
23.930. Seetheissue 7 as described in R3-031693.

Version 3:

- Section 2 References, anew reference is added for 3GPP TR 21.905:
"Vocabulary for 3GPP Specifications’ (seeissue 8 as described in R3-031693).

- Section 3.1 Definitions,

o addition of thelink to the reference for TR 21.905 (seeissue 8 as
described in R3-031693),

o removal of the definitions for “Non Real Time (NRT)”, “Real Time



(RT)", “SRNC-ID”, “S-RNTI" (seeissue 8 as described in R3-031693),

o removal of the abbreviations SRNC/S and UESBI-Iu in parenthesis for
Serving RNC/S and UE Specific Behaviour Information — lu definitions
(seeissue 8 as described in R3-031693).

Section 3.3 Abbreviations,

0 addition of thelink to the reference for TR 21.905 (seeissue 8 as
described in R3-031693),

o0 addition of the ALCAP abbreviation and removal of the SCCP one that
isnot used in RANAP,

o0 addition of the abbreviations RT and NRT for Real Time and Non-Redl
Time (seeissue 8 as described in R3-031693).

Section 7 Functions of RANAP, some editorial alignment related to the wording
“broadcast assistance data” used in RANAP.

Section 8.4.2, the word appropiate is added in the sentence “ The IlU RELEASE
REQUEST message shall indicate the appropiate cause value for the requested lu
connection release.”.

Section 8.7.2,

0 thewrong statement that target RNC shall also start the timer Tre ocaioc.
isremoved,

0 Thefull name of the |Eswithin the Allocation/Retention Priority IR
group is correctly mentioned.

Section 9.1.39, the “shall” is here removed because the procedure text shall
already explained the expected behaviour related to the Reset procedure.

Section 9.1.42, asthe procedure text shall already explained the expected
behaviour related to the CN Deactivate Trace procedure, thereis no point to go
into the detalsin this section.

Section 9.2.1.1, the procedure value “UE Specific Information” was forgotten to
be included when this Rel-5 procedure was standardized. This was missing only
in the tabular format section.

Section 9.2.1.16, asthe genera description of thisIE isnot in line with itsrea
purpose and its content, thisis clarified.

Section 9.2.1.23, an ellipsis notation was missing compared to the ASN.1.

Section 9.2.1.38, agenera description of the “lu signalling connection identifier”
was missing.

Section 9.2.3.1, the uselesswording “Initialy thisis of the type of IMSI” is
replaced by “Itisan IMSI” for the Permanent NASUE Identity IE that isa
CHOICE with only one dlternativei.e. IMSI.

Sections 8.2, 8.3, 8.4, 85, 8.6,8.7,8.8,8.9,8.10,8.11, 8.12.2, 8.13, 8.14, 8.15.2,
8.16.2,8.17.1,8.18,8.19.2, 8.20.2, 8.21, 8.22.2, 8.23, 8.25, 8.27.2, 8.28, 8.29.2,
8.30,8.31,8.32,8.33.1,9.1.5,9.1.7,9.1.8,9.1.12,9.1.19,9.1.22, 9.1.23, 9.1.24,
9.1.27,9.1.28,9.1.40,9.1.44,9.1.45,9.1.47,9.148,9.1.49,9.1.51, 9.1.52,
9.21.1,9.21.2,921.4,9.215,9.21.7,9.21.8,9.2.1.9,9.2.1.10,9.2.1.21,
9.2.1.24,9.2.1.25,9.2.1.28,9.2.1.30, 9.2.1.35,9.2.1.36,9.2.1.39, 9.2.1.41,
0.2.1.42,9.2.1.43,9.2.1.44,9.2.1.48,9.2.1.50, 9.2.1.54,9.2.1.57, 9.2.1.58,
9.2.21,9.23.1,9.23.3,9.235,9.2.3.9,9.2.3.10, 9.2.3.11, 9.2.3.12, 9.2.3.20,
9.2.3.27 and 9.2.3.28, some minor but relevant editorial changes.

Section 9.3.4, the sole changesin the ASN.1 are the removal of the useless
comment “-- Reference: Xx.xxx".




- Section 11, some editorial changes.
- Section Annex A.1, some minor but relevant editorial changes.
Version 4:

- Section 9.2.1.21 - the purpose of the Paging Area|D isnot to "uniquely" identify
an area. It ismerely to identify an area. The "uniquely” is removed.

- Section 8.23.2.1/9.2.3.8- The precision "included NAS message'” isincluded
because without it, by default, "the message" would refer to the RANAP
message, which is not the intent here.

Revision 1:
- Editorial clarifications received from Ericsson.

- Procedure text and tabular format alignment with ASN.1 related to Data Volume
Report | Es (partidly based on R3-031697).

- Alignment of Diagnostics with RNSAP and NBAP specs (partialy based on R3-
031616).

- Clarification of Classmark coding (partially based on R3-031643).
- Thetabular format of Target ID IE in 9.2.1.25 isaigned according to the ASN. 1.

Impact assessment towards the previous version of the specification (same

release):
This CR has isolated impact towards the previous version of the specification
(same release).

This CR should not have any impact, because it is a collection of many
clarification and correction of editorial errors.

Consequences if 23
not approved:

Clauses affected: # Almost every clauses and sections in RANAP (see above).
Y|N
Other specs 3 X| Other core specifications ¥
affected: X| Test specifications
X| O&M Specifications

Other comments: *

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm. Below is a
brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are closest
to.

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word "revision
marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can be downloaded
from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name with the latest date
e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of the
clause containing the first piece of changed text. Delete those parts of the specification which are not relevant to the change
request.
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Foreword

This Technical Specification (TS) has been produced by the 3™ Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Versionx.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y thesecond digit isincremented for all changes of substance, i.e. technica enhancements, corrections,
updates, etc.

z thethird digit isincremented when editoria only changes have been incorporated in the document.
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1 Scope

The present document specifies the radio network layer signalling protocol called Radio Access Network Application
Part (RANAP) for the lu interface. RANAP supports the functions of lu interface by signalling procedures defined in
this document. RANAP is devel oped in accordance to the genera principles stated in[1], [2] and [3].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

For aspecific reference, subsequent revisions do not apply".

For a non-specific reference, the latest version applies'.

[1] 3GPP TR 23.930 (version.4.0.0, 2001-04): "lu Principles'.

[2] 3GPP TS 25.410: "UTRAN lu Interface: General Aspectsand Principles'.

[3] 3GPP TS 25.401: "UTRAN Overdl Description".

[4] 3GPP TR 25.931: "UTRAN Functions, Examples on Signalling Procedures”.
[5] 3GPP TS 25.412: "UTRAN luinterface signalling transport”.

[6] 3GPP TS 25.415: "UTRAN lu interface user plane protocols’.

[7] 3GPP TS 23.107: "Quality of Service (QoS) concept and architecture”.

[8] 3GPP TS 24.008: "Mobileradio interface layer 3 specification; Core network protocols; Stage 3".
[9] 3GPP TS 25.414: "UTRAN lu interface data transport and transport signaling”.
[10] 3GPP TS 25.331: Radio Ressource Control (RRC) protocol specification”.

[11] 3GPP TS48.008; "3*

EDGERad\LeAee&ssNemeH(—M oblle-seme&s SNltchl ng Centre— Base Statlon alstem (M SC -
BSS) interface; Layer 3specification”.

[12] 3GPP TS 12.08: " Subscriber and equipment trace”.

[13] ITU-T Recommendation X.691 (1997): "Information technology - ASN.1 encoding rules:
Specification of Packed Encoding Rules (PER)".

[14] ITU-T Recommendation X.680 (1997): "Information technology - Abstract Syntax Notation One
(ASN.1): Specification of basic notation".

[15] ITU-T Recommendation X.681 (1997): "Information technology - Abstract Syntax Notation One
(ASN.1): Information object specification”.

[16] 3GPP TS 23.110: "UMTS Access Stratum, Services and Functions'.

[17] 3GPP TS 25.323: "Packet Data Convergence Protocol (PDCP) specification”.
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions below apply. Terms and definitions not
defined below can befound in [35].

Cell Load-Based I nter -System Handover : This mechanism, which is contained within a UTRAN RNC, consists of
three primary functions:

1. The RNC hasthe capability to generate and send Cell Load Information towards the target/source system.

2. The RNC hasthe capability to receive Cell Load Information from the target/source system, and is able to
interpret thisinformation.

3. Theability of the RNC to make a handover decision by comparing the Cell Load Information that it has received
from the target system with the Cell Load Information it has about its own cells.

Ciphering Alter native: defines both the Ciphering Status (started/not started) together with the Ci phering Algorithm
considered altogether.
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Default CN node: An RNC with an inactive or not implemented NAS Node Selection Function [26] has one single
permanent default CN node per CN domain. It dways initiates the Initial UE Message procedure towards its default CN
node. If the NAS Node Selection Function is active, then no Default CN node exists.

Directed retry: Directed retry isthe process of assigning a User Equipment to aradio resource that does not belong to
the serving RNC e.g. in situations of congestion. It is triggered by the RAB Assignment procedure and employs
relocation procedures.

Elementary Procedure: RANAP protocol consists of Elementary Procedures (EPs). An Elementary Procedureis aunit
of interaction between the RNS and the CN. These Elementary Procedures are defined separately and are intended to be
used to build up complete sequencesin aflexible manner. If the independence between some EPsis restricted, itis
described under the relevant EP description. Unless otherwise stated by the restrictions, the EPs may be invoked
independently of each other as stand alone procedures, which can be activein parallel. Examples on using several
RANAP EPstogether with each other and EPs from other interfaces can be found in reference [4].

An EP consists of aninitiating message and possibly aresponse message. Three kinds of EPs are used:

- Class 1: Elementary Procedures with response (success and/or failure).

- Class 2: Elementary Procedures without response.

- Class3: Elementary Procedures with possibility of multiple responses.

For Class 1 EPs, the types of responses can be asfollows:

Successful:

- A signdling message explicitly indicates that the elementary procedure successfully completed with the
receipt of the response.

Unsuccessful:

- A signalling message explicitly indicates that the EP failed.

- Ontimesupervision expiry (i.e. absence of expected response).

Successful and Unsuccessful:

- Onesignalling message reports both successful and unsuccessful outcome for the different included requests.
The response message used is the one defined for successful outcome.

Class 2 EPs are considered always successful.

Class 3 EPs have one or several response messages reporting both successful, unsuccessful outcome of the requests and
temporary staus information about the requests. This type of EP only terminates through response(s) or EP timer
expiry.

GERAN BSC in lumode: Inthe context of this specification no distinction between an UTRAN RNC and a GERAN
BSC in lumode is made. The GERAN BSC inlu mode will behave asa RNC unless explicitely stated (see [27]).

Integrity Protection Alter native: defines both the Integrity Protection Status (started/not started) together with the
Integrity Protection Algorithm considered atogether.

Relocation of SRNS: relocation of SRNSisaUMTS functionality used to rel ocate the serving RNSrole from one RNS
to another RNS. ThisUMTS functionality isrealised by severa elementary procedures executed in severa interfaces
and by severa protocols and it may involve achange in the radio resources used between UTRAN and UE

It isaso possibleto relocate the serving RNSrole from:
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- one RNSwithin UM TS to another relocation target external to UMTS;

- functionality equivalent to the serving RNS role from another relocation source external to UM TS to another
RNS.

Serving RNC: SRNC isthe RNC belonging to SRNS

Serving RNS{SRNS): role an RNS can take with respect to a specific connection between an UE and UTRAN. There
is one serving RNS for each UE that has a connection to UTRAN. Theserving RNSisin charge of the radio connection
between a UE and the UTRAN. The serving RNS terminates the lu for this UE

Source RNC: source RNC isthe RNC belonging to source RNS

Source RNS: role, with respect to a specific connection between UTRAN and CN, that RNS takes when it decides to
initiate arelocation of SRNS

Target RNC: target RNC isthe RNC belonging to target RNS

Target RNS: role an RNS gets with respect to a specific connection between UTRAN and CN whenitisbeing a
subject of arelocation of SRNS which is being made towards that RNS
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3.2 Symbols
Void.
3.3 Abbreviations

| Applicable abbreviations can be found in [35]. For the purposes of the present document, the following abbreviations
apply:

AAL2 ATM Adaptation Layer type 2

ALCAP Access Link Control Application Part
AS Access Stratum

ASN.1 Abstract Syntax Notation One

ATM Asynchronous Transfer Mode

BSC Base Station Controller

CcC Call Control

CN Core Network

CRNC Controlling RNC

Cs Circuit Switched

DCH Dedicated Channel

DL Downlink

DRNC Drift RNC

DRNS Drift RNS

DSCH Downlink Shared Channel

EP Elementary Procedure

GERAN GSM/EDGE Radio Access Network
GPRS Genera Packet Radio System

GSM Global System for Mobile communications
GTP GPRS Tunnéelling Protocol

IE Information Element

IME! International Mobile Equipment Identity
IMSI Internationad Mobile Subscriber Identity
IPv4 Internet Protocol (version 4)

IPv6 Internet Protocol (version 6)

MM Mobility Management

MSC Mobile services Switching Center

NAS Non Access Stratum

NNSF NAS Node Selection Function

NRT Non-Redl Time

N-PDU Network — Protocol Data Unit
OSP.IHOSS Octet Stream Protocol: Internet-Hosted Octet Stream Service
P-TMS Packet TMSI

PDCP Packet Data Convergence Protocol

PDP Packet Data Protocol

PDU Protocol Data Unit

PLMN Public Land Mobile Network

PPP Point-to-Point Protocol

PS Packet Switched

PUESBINE Provision of UE Specific Behaviour Information to Network Entities
QoS Quiality of Service
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RAB Radio Access Bearer

RANAP Radio Access Network Application Part

RNC Radio Network Controller

RNS Radio Network Subsystem

RRC Radio Resource Control

RT Red Time

SAl Service Arealdentifier

SAP Service Access Point

oC Sanaling O o

SbU Service Data Unit

SGSN Serving GPRS Support Node

SNA Shared Network Area

SNAC Shared Network Area Code

SRNC Serving RNC

SRNS Serving RNS

TEID Tunnel Endpoint Identifier

T™MSI Temporary Mobile Subscriber 1dentity

UE User Equipment

UEA UMTS Encryption Algorithm

UESBI-lu UE Specific Behaviour Information - lu

UIA UMTS Integrity Algorithm

UL Uplink

UMTS Universal Mobile Telecommunications System

USCH Uplink Shared Channel

UTRAN UMTS Terrestrial Radio Access Network
4 General

4.1 Procedure Specification Principles

The principle for specifying the procedure logic isto specify the functional behaviour of the RNC exactly and
completely. The CN functiona behaviour isleft unspecified. The EPs Relocation Preparation, Reset, Reset Resource
and Overload Control are exceptions from this principle.

The following specificati on principles have been applied for the procedure text in clause 8:
- The procedure text discriminates between:
1) Functionality which "shall" be executed

The procedure text indicates that the receiving node "shall" perform a certain function Y under a certain
condition. If the receiving node supports procedure X but cannot perform functionality Y requested in the
REQUEST message of aClass 1 of Class 3 EP, the receiving node shall respond with the message used to
report unsuccessful outcome for this procedure, containing an appropriate cause value.

2) Functionality which "shall, if supported” be executed

The procedure text indicates that the receiving node "shall, if supported,” perform acertain function Y under
acertain condition. If the receiving node supports procedure X, but does not support functionaity Y, the
receiving node shall proceed with the execution of the EP, possibly informing the requesting node about the
not supported functionality.

- Any required inclusion of an optiona |E in aresponse messageis explicitly indicated in the procedure text. If the
procedure text does not explicitly indicate that an optional | E shall beincluded in aresponse message, the
optional |1E shall not be included. For requirements on including Criticality Diagnostics | E, see section 10. For
examples on how to use the Criticality Diagnostics |E, see Annex A.2.
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4.2 Forwards and Backwards Compatibility

The forwards and backwards compatibility of the protocol is assured by mechanism where al current and future
messages, and |Es or groups of related IES, include ID and criticality fields that are coded in a standard format that will
not be changed in the future. These parts can aways be decoded regardless of the standard version.

4.3 Specification Notations

For the purposes of the present document, the following notations apply:

Procedure When referring to an elementary procedure in the specification the Procedure Name is written with
thefirst lettersin each word in upper case characters followed by theword "procedure”, e.g. RAB
Assignment procedure.

Message When referring to a message in the specification the MESSAGE NAME iswritten with al letters
in upper case characters followed by theword "message”, e.g. RAB ASSIGNMENT REQUEST
message.

IE When referring to an information element (1E) in the specification the I nformation Element Name

iswritten with thefirst lettersin each word in upper case charactersand al lettersin Italic font
followed by the abbreviation "IE", e.g. User Plane Mode IE.

Vaueof anIE  When referring to the value of an information element (1E) in the specification the "Vaue' is
written asit is specified in subclause 9.2 enclosed by quotation marks, e.g. "Abstract Syntax Error
(Reject)" or "Geographical Coordinates'.

5 RANAP Services

RANAP provides the signaling service between UTRAN or GERAN (in lu mode) and CN that is required to fulfil the
RANAP functions described in clause 7. RANAP services are divided into three groups based on Service Access Points
(SAP) defined in [16]:

1. Genera control services: They are related to the whole lu interface instance between RNC and logical CN
domain, and are accessed in CN through the General Control SAP. They utilise connectionless signalling
transport provided by the lu signalling bearer.

2. Notification services: They arerelated to specified UEs or al UEsin specified area, and are accessed in CN
through the Notification SAP. They utilise connectionless signalling transport provided by the lu signalling
bearer.

3. Dedicated control services. They arerelated to one UE, and are accessed in CN through the Dedicated Control
SAP. RANAP functions that provide these services are associated with lu signalling connection that is
maintained for the UE in question. The lu signalling connection is realised with connectionoriented signalling
transport provided by the lu signalling bearer.

6 Services Expected from Signalling Transport

Signaling transport (See [5]) shall provide two different service modesfor the RANAP.

1. Connection oriented data transfer service. This service is supported by a signalling connection between RNC and
CN domain. It shall be possible to dynamically establish and rel ease signalling connections based on the need.
Each active UE shall have its own signalling connection. The signalling connection shall provide in sequence
delivery of RANAP messages. RANAP shall be notified if the signalling connection breaks.

2. Connectionless datatransfer service. RANAP shall be notified in case aRANAP message did not reach the
intended peer RANAP entity.
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-

Functions of RANAP

RANAP protocol has the following functions:

Relocating serving RNC. Thisfunction enables to change the serving RNC functionality aswell astherelated lu
resources (RAB(s) and Signalling connection) from one RNC to another.

Overal RAB management. Thisfunction is responsible for setting up, modifying and releasing RABs.

Queuing the setup of RAB. The purpose of thisfunction isto allow placing some requested RABsinto a queue,
and indicate the peer entity about the queuing.

Requesting RAB release. While the overall RAB management is afunction of the CN, theRNC has the
capability to request the release of RAB.

Release of all 1u connection resources. Thisfunction isused to explicitly release al resources related to one lu
connection.

Requesting the release of al [u connection resources. While the lu release is managed from the CN, the RNC has
the capability to request the release of al lu connection resources from the corresponding lu connection.

SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to
the CN for intersystem change in case of packet forwarding.

Controlling overload in the lu interface. This function allows adjusting the load in the lu interface.
Resetting the lu. Thisfunction is used for resetting an lu interface.

Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of
the UE's Common ID.

Paging the user. This function providesthe CN for capability to page the UE.

Controlling the tracing of the UE activity. This function allows setting the trace mode for agiven UE. This
function also alows the deactivation of aprevioudy established trace.

Transport of NAS information between UE and CN (see[8]). This function hastwo sub-classes:

1. Transport of theinitiadd NAS signalling message from the UE to CN. This function transfers transparently the
NAS information. As aconsequence also the lu signalling connection is set up.

2. Trangport of NAS signalling messages between UE and CN, This function transfers transparently the NAS
signalling messages on the existing lu signalling connection. It aso includes a specific service to handle
signalling messages differently.

Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and
integrity protection) to the UTRAN, and setting the operation mode for security functions.

Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN reports
the location of the UE.

Location reporting. Thisfunction is used for transferring the actual location information from RNC to the CN.

Data volume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data
volume over UTRAN for specific RABs.

Reporting general error situations. This function allows reporting of general error situations, for which function
specific error messages have not been defined.

Location related data. This function allowsthe CN to either retrieve from the RNC deciphering keys (to be
forwarded to the UE) for the broadcasted assistance data, or request the RNC to deliver dedicated assistance data
to the UE.

Information Transfer. This function alowsthe CN to transfer information to the RNC.

These functions areimplemented by one or several RANAP elementary procedures described in the following clause.
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8 RANAP Procedures

8.1

In thefollowing tables, al EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of

the different classes):

Elementary Procedures

Table 1: Class 1

Elementary Initiating Successful Outcome Unsuccessful Outcome
Procedure Message Response message Response message
lu Release IU RELEASE IU RELEASE COMPLETE
COMMAND
Relocation RELOCATION RELOCATION COMMAND RELOCATION
Preparation REQUIRED PREPARATION FAILURE
Relocation RELOCATION RELOCATION REQUEST RELOCATION FAILURE
Resource REQUEST ACKNOWLEDGE
Allocation
Relocation RELOCATION RELOCATION CANCEL
Cancel CANCEL ACKNOWLEDGE
SRNS Context SRNS CONTEXT | SRNS CONTEXT
Transfer REQUEST RESPONSE
Security Mode SECURITY SECURITY MODE SECURITY MODE REJECT
Control MODE COMPLETE
COMMAND
Data Volume DATA VOLUME DATA VOLUME REPORT
Report REPORT
REQUEST
Reset RESET RESET ACKNOWLEDGE
Reset Resource RESET RESET RESOURCE
RESOURCE ACKNOWLEDGE
Location related LOCATION LOCATION RELATED LOCATION RELATED DATA
Data RELATED DATA DATA RESPONSE FAILURE
REQUEST
Information INFORMATION INFORMATION TRANSFER | INFORMATION TRANSFER
Transfer TRANSFER CONFIRMATION FAILURE
INDICATION
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Table 2:

Class 2

Elementary Procedure

Message

RAB Madification Request

RAB MODIFY REQUEST

RAB Release Request

RAB RELEASE REQUEST

lu Release Request

IU RELEASE REQUEST

Relocation Detect

RELOCATION DETECT

Relocation Complete

RELOCATION COMPLETE

SRNS Data Forwarding Initiation

SRNS DATA FORWARD COMMAND

SRNS Context Forwarding from
Source RNC to CN

FORWARD SRNS CONTEXT

SRNS Context Forwarding to FORWARD SRNS CONTEXT
Target RNC from CN

Paging PAGING

Common ID COMMON ID

CN Invoke Trace

CN INVOKE TRACE

CN Deactivate Trace

CN DEACTIVATE TRACE

Location Reporting Control

LOCATION REPORTING CONTROL

Location Report

LOCATION REPORT

Initial UE Message

INITIAL UE MESSAGE

Direct Transfer

DIRECT TRANSFER

Overload Control

OVERLOAD

Error Indication

ERROR INDICATION

UE Specific Information

UE SPECIFIC INFORMATION

INDICATION
Table 3: Class 3
Elementary Procedure Initiating Message Response Message
RAB Assignment RAB ASSIGNMENT RAB ASSIGNMENT
REQUEST RESPONSE x N (N>=1)

The following applies concerning interference between Elementary Procedures:

- The Reset procedure takes precedence over all other EPs.

- The Reset Resource procedure takes precedence over all other EPs except the Reset procedure.

- Thelu Release procedure takes precedence over all other EPs except the Reset procedure and the Reset Resource

procedure.

8.2

8.2.1

RAB Assignment

General

The purpose of the RAB Assignment procedure isto establish new RABs and/or to enable modifications and/or rel eases
of already established RABsfor agiven UE. The procedure uses connection oriented signalling.
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8.2.2 Successful Operation

RN CN

RAB ASSIGNMENT

REQUEST
< Q

RAB ASSIGNMENT
RESPONSE

(I (I

* it can be several responses

Figure 1: RAB Assignment procedure. Successful operation.

| The CN shalk-initiates the procedure by sending aRAB ASSIGNMENT REQUEST message. When sending the RAB
ASSIGNMENT REQUEST message, the CN shall start the T gapase: timer.

The CN may request the UTRAN to:

establish,
modify,

release

one or several RABswith one RAB ASSIGNMENT REQUEST message.

The CN shall includeinthe RAB ASSIGNMENT REQUEST message at least one request to either establish/modify or
release aRAB.

The message shall contain the information required by the UTRAN to build the new RAB configuration, such as:

list of RABsto establish or modify with their bearer characteristics;

list of RABsto release.

For each RAB reguested to be established, the message shall contain:

RAB ID:
NAS Synchronisation Indicator (only when available);:

RAB parameters (including e.g. Allocation/Retention Priority) ;-

User Plane Information (i.e. required User Plane Mode and required UP Mode Versions) ;=
Transport Layer |nformation;:

PDP Type Information (only for PS);

Data VVolume Reporting Indication (only for PS);-

DL GTP-PDU sequence number (only when GTP-PDU sequence number is availablein cases of intersystem
change from GPRS to UMTS or when establishing a RAB for an existing PDP context or in some further cases
described in [21]) ;=

UL GTP-PDU sequence number (only when GTP-PDU segquence humber is available in cases of intersystem
change from GPRSto UMTS or when establishing a RAB for an existing PDP context or in some further cases
described in [21]) ;=
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- DL N-PDU sequence number (only when N-PDU sequence number is available in case of intersystem change
from GPRS to UMTS or in some further cases described in [21]) -

- UL N-PDU sequence number (only when N-PDU sequence number is available in case of intersystem change
from GPRS to UMTS or in some further cases described in[21]).

For each RAB reguested to be modifiedy, the message may contain:
- RAB ID (mandatory) ;=
- NAS Synchronisation Indicator;-
- RAB parameters;:
- Transport Layer Information;
- User Plane Information.

The Transport Layer Information |E may be present at a RAB modification except in the case when the only other
present |IE, besidesthe RAB ID |E, is the NAS Synchronisation Indicator |E.

At aRAB modification that does not include transfer of the NAS Synchronisation Indicator |E, the RAB Parameters |E
shall be present inthe RAB ASSIGNMENT REQUEST message only when any previously set value for thislE is
requested to be modified.

At aRAB modification, the User Plane Information |E shall be present in the RAB ASSIGNMENT REQUEST
message only when any previoudy set value for this 1E is requested to be modified.

For aRAB setup, the SDU Format Information Parameter |E in the RAB Parameters | E shall be present only if the
User Plane Mode | E is set to “ support mode for pre-defined SDU sizes’ and the Traffic Class|E is set to either
“Conversationd” or “ Streaming’”.

For aRAB setup, the RAB Parameters |E may contain the Sgnalling Indication IE. The Sgnalling Indication |E shall
not be present if the Traffic Class |IE isnot set to "Interactive” or if the CN Domain Indicator |E isnot set to "PS
domain”.

If the RAB Parameters |E is present for a RAB modification, the SDU Format Information Parameter |E in the RAB
Parameters | E shall be present only if the Traffic Class|E is set to either “Conversational” or “ Streaming” and if

- ether the User Plane mode s currently “support mode for pre-defined SDU sizes’ and the User Plane Mode |IE
is not contained in the RAB ASSIGNMENT REQUEST message

- orif theUser Plane Mode | E optionally contained within the RAB ASSIGNMENT REQUEST messageis set to
“support mode for pre-defined SDU sizes’.

If, for a RAB requested to be modified, one (or more) of these |Esexcept RAB ID |E are not present in the RAB
ASSIGNMENT REQUEST message the RNC shall continueto use the value(s) currently in use for the not present | Es.

For each RAB requested to be released, the message shall contain:
- RABID:;
- Cause.

Upon reception of the RAB ASSIGNMENT REQUEST message, the UTRAN shall execute the requested RAB
configuration. The CN may indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some
cases also which alternative values to be used in the negotiation.

The same RAB ID shall only be present once in the whole RAB ASSIGNMENT REQUEST message.

The RAB ID shall uniquely identify uniguely-the RAB for the specific CN domain and for the particular UE, which
makes the RAB ID unique over the lu connection on which the RAB ASSIGNMENT REQUEST messageis received.
When aRAB ID already in use over that particular lu instance is used, the procedure is considered as modification of
that RAB.

The RNC shall pass the contents of the RAB ID | E to the radio interface protocol for each RAB requested to be
established or modifiedy.
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The RNC shall establish or modify the resources according to the values of the Allocation/Retention Priority IE
(priority level, pre-emption indicators, queuing) and the resource situation as follows:

The RNC shall consider the priority level of the requested RAB, when deciding on the resource all ocation.

If the requested RAB is allowed for queuing and the resource situation se-requires 0, the RNC may place the
RAB in the establishment queue.

The priority levels and the pre-emption indicators may (singularly or in combination) be used to determine
whether the RAB assignment has to be performed unconditionally and immediately. If the requested RAB is
marked as "may trigger pre-emption™ and the resource situation so-requires 0, the RNC may trigger the pre-
emption procedure which may then cause the forced release of alower priority RAB which is marked as "pre-
emptable". Whilst the process and the extent of the pre-emption procedure is operator--dependent, the pre-
emption indicators, if given inthe RAB ASSIGNMENT REQUEST message, shall betreated asfollows:

1. Thevauesof thelast received Pre-emption Vulnerability IE and Priority Level 1E shall prevail.

2. If the Pre-emption Capability IE is set to "may trigger pre-emption”, then this allocation request may trigger
the pre-emption procedure.

3. If thePre-emption Capability IE is set to "shall not trigger pre-emption", then this all ocation request shall not
trigger the pre-emption procedure.

4. |If thePre-emption Vulnerability IE is set to "pre-emptable”, then this connection shall be included in the pre-
emption process.

5. If the Pre-emption Vulnerability IE is set to "not pre-emptable”, then this connection shall not beincluded in
the pre-emption process.

6. If thePriority Level IEissetto"no priority" the given values for the Pre-emption Capability |E and Pre-
emption Vulnerability |E shall not be considered. Instead the values "shall not trigger pre-emption” and "not
pre-emptable" shal prevail.

If the Allocation/Retention Priority |E is not givenin the RAB ASSIGNMENT REQUEST message, the
allocation request shall not trigger the pre-emption process and the connection may be pre-empted and
considered to have the value "lowest" as priority level. Moreover, queuing shall not be allowed.

The UTRAN pre-emption process shall keep the following rules:
1. UTRAN shal only pre-empt RABs with lower priority, in ascending order of priority.

2. The pre-emption may be done for RABs belonging to the same UE or to other UEs.

If the NAS Synchronisation Indicator |E iscontained in the RAB ASSIGNMENT REQUEST message, the RNC shall
pass it to the radio interface protocol for thetransfer to the UE.

If the RAB ASSIGNMENT REQUEST message includes the PDP Type Information |E, the UTRAN may usethisit to
configure any compression algorithms.

If the-Service HandovertHE+sincluded, the Service Handover |Ethistdlsif the RAB

should be handed over to GSM, i.e. from aNAS point of view, the RAB should be handed over to GSM as soon as

possible although the final decision whether to perform a handover to GSM is till madein the UTRAN.

- should not be handed over to GSM, i.e. from aNAS point of view, the RAB should remainin UMTS aslong as
possible athough the final decision whether to perform a handover to GSM is still madein the UTRAN.

- shal not be handed over to GSM, i.e. the RAB shall never be handed over to GSM. This means that the UTRAN
shall not initiate handover to GSM for the UE unless the RABs with this indication have first been released with the

normal rel ease procedures.

The value of theService Handover |E isvaid throughout the lifetime of the RAB or until changed by aRAB
modification.

The Service Handover |E shall only influence decisions made regarding UTRAN-UTRAN-initiated inter-system
handovers.
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If the Service Handover |E is not included, the decision whether to perform an inter-system handover to GSM isonly an
internal UTRAN matter.

The UTRAN shal report to the CN, in the first RAB ASSIGNMENT RESPONSE message, the result for al the
requested RABS, such as:

- List of RABssuccessfully established or modified.
- Listof RABsreleased.
- List of RABsqueued.

List of RABsfailed to establish or modify.
- Listof RABsfailed to release.
The same RAB ID shall only be present once in the whole RAB ASSIGNMENT RESPONSE message.

For each RAB successfully established towards the PS domain, the RNC shall include the Transport Layer Address IE
and the lu Transport Association |E in the RAB ASSIGNMENT RESPONSE message.

For each RAB successfully modified or rel eased towards the PS domain, for whi ch data volume reporting has been
requested, the RNC shall include the DL Data Volumes IE in the RAB ASSIGNMENT RESPONSE message.

For each RAB successfully released towards the PS domain, the RNC shall includein the RAB ASSIGNMENT
RESPONSE messageif-available, the DL GTP-PDU Sequence Number |E and theUL GTP-PDU Sequence Number
IE, if available and if the release was initiated by the UTRAN.

The RNC shdl report in the RAB ASSIGNMENT RESPONSE message at |east one RAB:
setup/modified or
released or
queued or
failed to setup/modify or
failed to release.

If any alternative RAB parameter values have been used when establishing or modifying a RAB, these RAB parameter
values shall beincluded in the RAB ASSIGNMENT RESPONSE message within the Assigned RAB Parameter Values
IE.

For the CS domain, when an ALCAP isused, UTRAN shall report the successful outcome of a specific RAB to
establish or modify only after the lu user plane a RNL level isready to be used in UL and DL. AtaRAB

establishment, the transport network control plane signalling required to set up the transport bearer shall use the
Transport Layer Address |E and lu Transport Association |E. At aRAB modification when Transport Layer Address
(IE) and lu Transport Association |Es areincluded, the RNC shall establish anew transport bearer. The transport
network control plane signalling shall then usethe included Transport Layer Address|E and lu Transport Association
|E. Then the switch over to this new transport bearer shall be done immediately after transport bearer establishment and
initialisation of the user plane mode. If Transport Layer Address (IE) and lu Transport Association | Es are not included,
then the RNC may modify the already existing transport bearer.

For the PS domain or for the CS domain when an ALCAP is not used, for each RAB successfully modified towards the
PS domain, if the RNC has changed the Transport Layer Address |E and/or the lu Transport Association |E, it shall
include the new value(s) in the RAB ASSIGNMENT RESPONSE message.

Before reporting the successful outcome of a specific RAB to establish or modify, the RNC shall have executed the
initialisation of the user plane, if necessary.

Re-initialisation of the user plane shall not be performed if:
the RAB Parameters | E is not included, for example during transfer of NAS Synchronisation Indicator |E;

the RAB Parameters | E isincluded but_ the SDU Format Information Parameter |E is not changed for the existing
RAB and_the NAS Synchronisation Indicator IE is not included.
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Re-initialisation of the user plane shall be performed if the RAB Parameters |IE and NAS Synchronisation I ndicator |E
areincluded.

If the RNC can not initialise the requested user plane mode for any of the user plane mode versionsin the UP Mode
Versions | E according to the rules for initialisation of the respective user plane mode versions, as described in [6], the
RAB Assignment shall fail with the cause value "RNC unable to establish all RFCs".

In case of establishment of aRAB for the PS domain, the CN must be prepared to receive user data before the RAB
ASSIGNMENT RESPONSE message has been received.

If none of the RABs have been queued, the CN shall stop timer T gapassy.AA€d and the RAB Assignment procedure
terminates. In that case, the procedure shall also be terminated in the UTRAN.

When the request to establish or modify one or several RABsis put intheaqueue, the UTRAN shall start the timer
Toueuine: Thistimer specifies the maximum time for queuing of the request efor establishment or modification. The
same timer Tqoueuine F-Supervisesiag all RABs of the request being queued.

For each RAB that is queued the following outcomes shall-beare possible;
- successfully established or modified;
- failed to establish or modify;
- failed due to expiry of thetimer Toueuine.

For the-gueued-RABS; indicated as queued in the first RAB ASSIGNMENT RESPONSE message, the UTRAN shdl
report the outcome of the queuing for every RAB individually or for severa RABsin subsequent RAB ASSIGNMENT
RESPONSE message(s). Thisis|eft to implementation. The UTRAN shall stop Toueuing When @l RABs have been
either successfully established or modified or failed to establish or modify. The RAB Assignment procedure isthen
terminated both in the CN and the UTRAN when all RABs have been responded to.

When the CN receives the response that one or several RABs are queued, GN-it shall expect the UTRAN to provide the
outcome of the queuing function for each RAB before expiry of the T gagasyy: timer. Incasethetimer T gagassy EXPIres,
the CN shall consider the RAB Assignment procedure terminated and the RABsnot reported shall be considered as
failed.

In the-case the timer Toueuing €Xpires, the RAB Assignment procedure terminatesin the UTRAN for all queued RABS,
and the UTRAN shall respond for all of them in one RAB ASSIGNMENT RESPONSE message. The RAB Assignment
procedure shall also be terminated in the CN.

In case arequest to modify or release a RAB containsthe RAB 1D of a RAB being queued, the RAB shall be taken out
of the queue and treated according to the second request. The first request shall be responded to asa RAB failed to
setup or modify with the cause value "Request superseded”.

If the UTRAN failed to modify a RAB, it shall keep the RAB asit was configured prior to the modification request.

When UTRAN reports unsuccessful establishment/modification of aRAB, the cause value should be precise enough to
enable the core network to know the reason for unsuccessful establishment/modification. Typical cause values are:
"Requested Traffic Class not Available", "Invalid RAB Parameters Value", "Requested Maximum Bit Rate not
Available", "Requested Maximum Bit Rate for DL not Available", "Requested Maximum Bit Rate for UL not
Available', "Requested Guaranteed Bit Rate not Available", "Requested Guaranteed Bit Rate for DL not Available",
"Requested Guaranteed Bit Rate for UL not Available", "Requested Transfer Delay not Achievable”, "Invalid RAB
Parameters Combination", ""Condition Violation for SDU Parameters”', "Condition Violation for Traffic Handling
Priority”, "Condition Violation for Guaranteed Bit Rate", "User Plane Versions not Supported”, "lu UP Failure”, "lu
Transgport Connection Failed to Establish".

If the RAB ID of a RAB requested to be released is unknown in the RNC, this shall be reported as a RAB failed to
release with the cause value "Invalid RAB ID".

The RNC may indicate an impending directed retry attempt to GSM by sending. aRAB ASSIGNMENT RESPONSE
message with aRAB ID included in the list of RABsfailed to setup and a cause value of "“Directed Retry™.

The RNC shall be prepared to receive aRAB ASSIGNMENT REQUEST message containing a RABs To Be Released
IE at any time and shall awaysreply toit. If thereis an ongoing RAB Assignment procedure for a RAB indicated
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within the RABs To Be Released |E, the RNC shall discard the preceding RAB Assignment procedure for that specific
RAB, release any related resources and report the released RAB within the RAB ASSIGNMENT RESPONSE message.
After sending aRAB ASSIGNMENT RESPONSE message containing RAB 1D within the RABs Released |E, the RNC
shall be prepared to receive anew establishment request ef-for a RAB identified by the same RAB ID.

8.2.2.1 Successful Operation for GERAN Iu-mode

For GERAN Iu-mode the following shall apply in addition for the successful operation of the RAB Assignment
procedure:

- Incase of GERAN lu-mode, for a RAB requested to be setup or modified from thethe-CS domain, the RAB
ASSIGNMENT REQUEST message may contain the GERAN BSC Container |E in order to provide GERAN
GERAN-specific information to GERAN (see [27]).

- Incase of GERAN lu-maode (only for CS), if the BSC cannot provide an appropriate RAB corresponding to the
content of the GERAN BSC Container |E (if received), the BSC shall report unsuccessful RAB
establi shment/modification indicating the cause value “GERAN lu-mode Failure” and the GERAN Classmark IE
in the GERAN |u mode specific RABsFailed To Setup Or Modify List IE within the RAB ASSIGNMENT
RESPONSE message.
8.2.3 Unsuccessful Operation

The unsuccessful operation for this Class 3 Elementary procedure is described under the Successful Operation chapter.

8.24 Abnormal Conditions

For a RAB reguested to be modified, if only the RAB ID | E, the NAS Synchronisation Indicator |E and the Transport
Layer Information |E areincluded in the First Setup or Modify Item|E, theis RAB shall not be modified, and the
corresponding RAB ID |E with-and Cause |E shall beincluded in the "RABsFailed To Setup Or Modify List" in the
RAB ASSIGNMENT RESPONSE message.

If, for a RAB requested to be setup towards the PS domain, any of these following IEs:
- PDP Type Information.
- Data Volume Reporting Indication.

is not present, the RNC shall continue with the procedure.

I nteractionswith Relocation Preparation procedure:

If the rel ocation becomes necessary during the RAB Assignment procedure, the RNC may interrupt the ongoing RAB
Assignment procedure and initiate the Rel ocation Preparation procedure as follows:

1. The RNC shdl terminate the RAB Assignment procedure indicating unsuccessful RAB configuration
modification:

- for al queued RABS;
- for RABsnot aready established or modified, and
- for RABsnot aready released;
with the cause "Relocation triggered”.
2. The RNC shall terminate the RAB Assignment procedure indicating successful RAB configuration modification:
- for RABs already established or modified but not yet reported to the CN, and
- for RABsalready released but not yet reported to the CN.
3. The RNC shall report theis outcome of the procedurein one RAB ASSIGNMENT RESPONSE message.
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4. The RNC shdl invoke relocation by sending thea RELOCATION REQUIRED message to the active CN
node(s).

5. The CN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE
message.

Directed retry from UMTS to GSM (CS domain only):

In the case where the RNC has no RAB configuration for a particular UE in the CS domain, and the RNC receives a
RAB ASSIGNMENT REQUEST message for that UE requesting the establishment of one RAB only, adirected retry
to perform inter-system handover to GSM may be initiated. In this case the RNC may interrupt the ongoing RAB
Assignment procedure and initiate the Relocation Preparation procedure asfollows:

1. TheRNC shdl terminate the RAB Assignment procedure indicating unsuccessful RAB configuration
modification of that RAB with the cause "Directed retry".

2. The RNC shall report theis outcome of the procedure in one RAB ASSIGNMENT RESPONSE message.

3. The RNC shall invoke relocation by sending thea RELOCATION REQUIRED message to the active CN node,
with the cause "Directed Retry".

4. The CN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE
message.

8.3 RAB Release Request

8.3.1 General

The purpose of the RAB Release Request procedure isto enablethe UTRAN to request the release of one or several
radio access bearers. The procedure uses connection oriented signaling.

8.3.2 Successful Operation

RNC CN

RAB
RELEASE REQUEST>

I
Figure 2: RAB Release Request procedure. Successful operation.

The RNC shall-initiates the procedure by generating a RAB RELEASE REQUEST message towards the CN. The RABs
To Be Released | E shall indicate the list of RABs requested to release and the Cause | E associated to each RAB shall
indicate the reason for the release, e.g. "RAB pre-empted”, "Release due to UTRAN Generated Reason”, "Radio
Connection With UE Lost".

Upon reception of the RAB RELEASE REQUEST message, the CN should initiate the appropriate rel ease procedure
for the identified RABsidentified in the RAB RELEASE REQUEST message. It isup to the CN to decide how to react
to the request.

Interaction with lu Release Command:

If no RABs will remain according to the RAB RELEASE REQUEST message, the CN may decide to initiate the lu
Release procedureif it does not want to keep the lu signalling connection. The cause value to use is "No Remaining
RAB".

Interaction with RAB Assignment (release RAB):
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If the CN decidesto release some or all indicated RABs, the CN may decide to invoke the RAB Assignment procedure
(release RAB) to this effect.

8.3.3 Abnormal Conditions
Not applicable.

8.4 lu Release Request

8.4.1 General

| The purpose of the lu Release Request procedureis to enablethe UTRAN to request the CN to release the u connection
for aparticular UE due to some UTRAN generated reason (e.g. "O&M Intervention", "Unspecified Failure", "User
Inactivity”, "Repeated Integrity Checking Failure” , "Release due to UE generated signalling connection release”,
"Radio Connection With UE Lost", "Access Restricted Due to Shared Networks'). The procedure uses connection
oriented signalling.

8.4.2 Successful Operation

RNC CN

IU RELEASE REQUEST
; >

Figure 3: lu Release Request procedure. Successful operation.

| The RNS controlling the lu connection(s) of that particular UE shal-initiates the procedure by generating an 1U
REL EASE REQUEST message towards the affected CN domain(s). The procedure may be initiated for instance when
the contact with aparticular UE islost or due to user inactivity.

| ThelU RELEASE REQUEST message shall indicate the appropriate cause value for the requested lu connection
release. It isup to the CN to decide how to react to the request.

Interactionswith |u Release procedure:

| The lu Release procedure should beinitiated upon reception of an |U RELEASE REQUEST message when the causeis
different than “User Inactivity”. When the cause is set to “ User Inactivity”, itisoptiona to initiate the lu Release
procedure.

8.4.3 Abnormal Conditions
Not applicable.

8.5 lu Release

851 General

The purpose of the lu Release procedure is to enable the CN to releasethe-an lu connection and all UTRAN resources
related only to that 1u connectionto-bereleased. The procedure uses connection oriented signalling.

The lu Release procedure can be initiated for at least the following reasons:
- Completion of transaction between the UE and the CN.

- UTRAN--generated reasons, e.g. reception of an IU RELEASE REQUEST message.
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- Completion of successful relocation of SRNS.
- Cancellation of relocation after successful completion of thea Relocation Resource Al location procedure.

The lu release procedure should aso-beinitiated when there is aperiod of [u signaling inactivity with no existing RAB.

8.5.2 Successful Operation

RNC CN

IU RELEASE COMMAND
o

IU RELEASE COMPLETE>

Figure 4: lu Release procedure. Successful operation.

The procedureisCN initiatesd by-the GN-procedure by sending an |lU RELEASE COMMAND message to the UTRAN.

After the |lU RELEASE COMMAND message has been sent, the CN shall not send further RANAP connectiorn:
oriented messages on this particular connection.

| ThelU RELEASE COMMAND message shall include a Cause | E; indicating the reason for the release
(e.g. "Successful Relocation”, "Normal Release”, "Release due to UTRAN Generated Reason”, "Relocation Cancelled’,
"No Remaining RAB").

When the RNC receivesthe |lU RELEASE COMMAND message:

1. Clearing of the related UTRAN resourcesisinitiated. However, the UTRAN shall not clear resources related to
other lu signalling connections the UE might have. The lu transport bearers for RABs subject to data forwarding
and other UTRAN resources used for the GTP-PDU forwarding process, are released by the RNC only when the
timer Tpatafwd EXPITES.

2. The RNC returns any assigned lu user plane resourcesto idlei.e. neither uplink user data nor downlink user data
can be transferred over the lu interface anymore. Then the RNC sends an |lU RELEASE COMPLETE message
to the CN. (The RNC does not need to wait for the release of UTRAN radio resources or for the transport
network layer signalling to be completed before returning the |lU RELEASE COMPLETE message.) When an
IU RELEASE COMPLETE message is sent, the procedure is terminated in the UTRAN.

The lU RELEASE COMPLETE message shall includewithin thea RABs Data Volume Report List IE for each RABs
towards the PS domain successfully addressed and for which data volume reporting was requested during RAB
establishment, the amount of unsuccessfully transmitted DL data

If the release was initiated by the UTRAN, for each RAB towards the PS domain; for which the DL GTP-PDU
Sequence Number 1E and/or the UL GTP-PDU Sequence Number |E are (is) available, the RNC shall include the
available sequence number(s) in the RABs Released Item | E (within the RAB Released List IE) in the IlU RELEASE
COMPLETE message.

The RAB Release Item | E shall not be present if there is no sequence number to be reported for that RAB.
Reception of an |U RELEASE COMPLETE message terminates the procedure in the CN.

8.5.3 Abnormal Conditions

If the lu Release procedure is not initiated towards the source RNC from the CN before the expiry of timer Tre, ocoverals
the source RNC should initiate the lu Release Request procedure towards the CN with a cause value " Trel ocoveral

expiry".
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8.6 Relocation Preparation

8.6.1 General

The purpose of the Relocation Preparation procedureisto prepare relocation of SRNS either with involving the UE or
without involving the UE. The rel ocation procedure shall be co-ordinated inover al lu signalling connections existing
for the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented
signaling.

The source RNC shall not initiate the Rel ocation Preparation procedure for an lu signalling connection if a Prepared
Relocation existsin the RNC for that 1u signalling connection or if a Relocation Preparation procedure is ongoing for
that lu signalling connection.

8.6.2 Successful Operation

Source RNC CN

RELOCATION REQUIRED

g

RELOCATION COMMAND

¢

] (I

Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC shalkinitiates the procedure by generating-sending aRELOCATION REQUIRED message. The
source RNC shall decide whether to initiatethe-an intra-system Relocation or the-an inter-system handover. In case of
intra-system Relocation, the source RNC shall indicate in theSource ID |E the RNC-ID of the source RNC and in the
Target ID IE the RNC-ID of thetarget RNC. In case of inter-system handover, the source RNC shall indicate in the
Source ID |E the Service Area ldentifier and in the Target ID | E the cell global identity of the cell in the target system.
The source RNC shall indicate the appropriate cause value for the Relocation in the Cause IE. Typica cause vaues are
"Time critical Relocation", "Resource optimisation relocation”, "Relocation desirable for radio reasons' , "Directed
Retry", "Reduce Load in Serving Cdll", "Access Restricted Due to Shared Networks'.

The source RNC shall determine whether the relocation of SRNS shall be executed with or without involvement of the
UE. The source RNC shall set accordingly the Relocation Type |E aceerdingly-to "UE involved in relocaion of SRNS-"
or "UE not involved in relocation of SRNS-".

In case of intrasystem Relocation, the source RNC shall include in the RELOCATION REQUIRED message the
Source RNC to Target RNC Transparent Container |E. This container shall include the Relocation Type |IE and the
Number of lu Instances | E containing the number of lu signalling connections existing for the UE by-setting-correctly
the- Number of lulnstances 1E.

Only in case of intra-system relocation, the Source RNC- to- Target RNC tTransparent eContainer |E shall include the
Integrity Protection Key |E from the last received domain on which the sSecurity mM ode cControl procedure has been
successfully performed, and the associated Chosen Integrity Protection Algorithm | E that has been selected for this
domain.

Only in case of intra-system relocation, the Source RNC- to- Target RNC tTransparent eContainer |E shall include the
Ciphering Key | E for the signalling data from the last received domain on which the sSecurity mMode ¢Control
procedure has been successfully performed, and the associated Chosen Encryption Algorithm|E that has been selected
for this domain.

Only in case of intra-system relocation, for each domain where thesSecurity mM ode cControl procedure has been
successfully performed in thesource RNC, the Source RNC- to- Target RNC tTransparent eContainer |1E shall include
the Chosen Encryption Algorithm | E of CS (PS respectively) user data corresponding to the ciphering alternative that
has been selected for this domain. If the sSecurity mM ode cControl procedure had not been successful or performed for
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one domain or had proposed no ciphering aternative, the Chosen Encryption AlgorithmIE for the user data of this
domain shall not beincluded. When both the CS and the PS user data Chosen Encr yption Algorithm|Es are provided,
they shall be the same.

This Source RNC- to- Target RNC tTransparent e¢Container |E shall include the RRC Container |E. If the Relocation
Type |E is set to "UE not involved in relocation of SRNS' and the UE is using DCH(s), DSCH(s), USCH(s) or HS
DSCH, the Source RNC to Target RNC Transparent Container |E shall:

for each RAB include the RAB 1D, the CN Domain Indicator |E and the mapping between each RAB subflow
and transport channel identifier(s) over lur, i.e. if the RAB iscarried on aDCH(s), the DCH ID(s) shall be
included, and when it is carried on DSCH(s), USCH(s) or HS-DSCH, the DSCH ID(s), USCH ID(s) or HS-
DSCH MAC-d Flow ID respectively shall beincluded,

only in the case the active SRBsin SRNC are not al mapped onto the same DCH, include the SRB TrCH
Mapping |E containing for each SRB the SRB ID and the associated transport channel identifier over lur, i.e.
if the SRB is carried on aDCH, the DCH ID shall be included, and when it is carried on DSCH or USCH, the
DSCH ID or USCH ID respectively shall be included.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS', thed-RNTI |E shall be included in the
Source RNC to Target RNC Transparent Container |E. If the Relocation Type IE is set to "UE involved in relocation of
SRNS', the Target Cell ID IE shall beincluded in the Source RNC to Target RNC Transparent Container |E.

In case of inter-system handover to GSM the RNC:

shall includethe MSClassmark 2 and MSClassmark 3 |Es received from the UE in the RELOCATION
REQUIRED message to the CN.

shall include the Old BSSto New BSS Information | E within the RELOCATION REQUIRED message only if
the information is available. Thisinformation shall include, if available, the current traffic load in the source
cell, i.e. prior to the inter-system handover attempt.

When Tthe source RNC shall-sends the RELOCATION REQUIRED messageto-the CN-and the source RNG, it shall
start the timer Tre ocprep.

When the preparation including resource all ocation in the target system is ready and the CN has decided to continue the
relocation of SRNS, the CN shall send aRELOCATION COMMAND message to the source RNC and the CN shall
start the timer TRELOCcompIete-

If the Target RNC To Source RNC Transparent Container |E or the L3 information |E isreceived by the CN from the
relocation target, it shall beincluded in the RELOCATION COMMAND message.

The RELOCATION COMMAND message may aso contain the Inter -System Information Transparent Container |E.

For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION
COMMAND message shall contain at least one pair of 1u transport address and |u transport association to be used for
the forwarding of the DL N-PDU duplicates towards the relocation target. If more than one pair of lu transport address
and lu transport association isincluded, the source RNC shall select one of the pairsto be used for the forwarding of the
DL N-PDU duplicates towards the relocation target. Upon reception of the RELOCATION COMMAND message from
the PS domain, the source RNC shall start thetimer Tpataswa.

The Relocation Preparation procedure is terminated in the CN by transmission of the RELOCATION COMMAND
message.

If the target system (including target CN) does not support all existing RABs, the RELOCATION COMMAND
message shall contain alist of RABsindicating all the RABsthat are not supported by the target system. Thislist is
contained in the RABs to Be Released |E. The source RNC shall use thisinformation to avoid transferring associated
contexts where applicable and may use thisinformation e.g. to decide if to cancel the relocation or not. The resources
associated with these not supported RABs shall not be released until the relocation is completed. Thisisin order to
make a return to the old configuration possible in case of afailed or cancelled relocation.

Upon reception of the RELOCATION COMMAND message the source RNC shall stop the timer Tre, ocprep, RNG-shalt
start the timer Tre, ocovera) @d RNC-shall terminate the Relocation Preparation procedure. The source RNC isthen
defined to have a Prepared Relocation for that Iu signalling connection.
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| When the Relocation Preparation procedure issuccessfully terminated suecessfuby-and when the source RNC is ready,
the source RNC should trigger the execution of relocation of SRNS.

I nteractionswith other procedures:

If, after aRELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated,
the source RNC receives a RANAP message initiating an-other connection oriented RANAP class 1 or class 3
procedure (except |U RELEASE COMMAND message, which shall be handled normally) viathe same lu signalling
connection, the source RNC shall either:

1. cancel the Relocation Preparation procedure i.e. executethe Relocation Cancel procedure with an appropriate
value for the Cause IE, e.g. "Interaction with other procedure”, and after successful completion of the Relocation
Cancel procedure, the source RNC shall continue the initiated RANAP procedure;

or

| 2. terminate theinitiated RANAP procedure without any changesin UTRAN by sending the appropriate response
message with the cause value “ Relocation Triggered” to the CN. The source RNC shall then continue the
relocation of SRNS.

If during the Relocation Preparation procedure the source RNC receives a DIRECT TRANSFER messageit shall be
handled normally.

I during the Relocation Preparation procedure the source RNC receives connection oriented RANARP class 2 messages
(with the exception of DIRECT TRANSFER message) it shall decide to either execute the procedure immediately or
suspend it. In the-case the relocation is cancelled, the RNC shall resume any suspended procedures (if any).

After the Relocation Preparation procedure issuccessfully terminated-successfully, all RANAP messages (except |U
RELEASE COMMAND message, which shall be handled normally) received viathe same [u signalling bearer shall be
ignored by the source RNC.

8.6.2.1 Successful Operation for GERAN Iu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Preparation procedure as
intra-system relocation from RANAP point of view.

For GERAN |u-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Preparation procedure:

- Incase of aReocation to GERAN lu-mode (only for CS), the RNC shall include, if available, the GERAN
| Classmark | E within the RELOCATION REQUIRED message in those cases; where the transmission of the
GERAN Classmark IE isrequired, asdefined in [27].

8.6.3 Unsuccessful Operation

Source RNC CN

RELOCATION REQUIRED

RELOCATION PREPARATION
<FAILURE

Figure 6: Relocation Preparation procedure. Unsuccessful operation.
If the CN or target system is not able to even partially accept therelocation of SRNS, or afailure occurs during the

Rel ocation Preparation procedure in the CN, or the CN decides not to continue the rel ocation of SRNS, the CN shall
send aRELOCATION PREPARATION FAILURE message to the source RNC.
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The RELOCATION PREPARATION FAILURE message shall contain the appropriate value for the Cause IE, e.g.
"TreLocaloc €XPirY", "Relocation Failurein Target CN/RNC or Target System', "Relocation not supported in Target
RNC or Target System”, "Relocation Target not allowed"; or "No Radio Resources Availablein Target Cell".

Transmission of the RELOCATION PREPARATION FAILURE message terminates the procedure in the CN.
Reception of the RELOCATION PREPARATION FAILURE message terminates the procedurein UTRAN.

When the Relocation Preparation procedure is unsuccessfully terminated, the existing lu signalling connection can be
used normally.

If the Relocation Preparation procedure isunsuccessfully terminated-unsuccessfully, the CN shall rel ease the possibly
existing lu signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC
by initiating the lu Rel ease procedure towards the target RNC with an appropriate value for the Cause IE, eg.
"Relocation Cancelled”.

The RELOCATION PREPARATION FAILURE message may contain the Inter-System Information Transparent
Container IE.

I nteractionswith Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer Tre ocprep €XPiresin the
source RNC, the source RNC shall cancel the Rel ocation Preparation procedure by initiating the Relocation Cancel
procedure with the appropriate value for the Cause IE, 9. "Tre ocprep EXPINY".

8.6.4 Abnormal Conditions

If the target RNCwhichwas indicated in the RELOCATION REQUIRED message; is not known to the CN:

1. The CN shal rgject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message
to the source RNC with Cause | E set to "Unknown target RNC".

2. The CN shal continue to use the existing lu connection towards the source RNC.

NOTE: Incasetwo CN domainsareinvolved in the SRNS Relocation Preparation procedure and the Source RNC
receives the Target RNC to Source RNC Transparent Container 1E viatwo CN domains, it may check
whether the content of the two Target RNC to Source RNC Transparent Container |E isthe same. In case
the Source RNC receives two different Target RNC to Source RNC Transparent Container |Es, the RNC
behaviour is left implementation--specific.

8.6.5 Co-ordination of Two lu Signalling Connections

If the RNC hasdecidesd to initiate the Relocation Preparation procedure for aUTRAN to UTRAN relocation, the RNC
shdll initiate simultaneously a Relocation Preparation procedure on al lu signalling connections existing for the UE.
The source RNC shall also include the same Source RNC to Target RNC Transparent Container 1E, Relocation Type
IE, Source ID IE and Cause |IE inthe RELOCATION REQUIRED message towards the two domains.

For intersystem handover to GSM, the Relocation Preparation procedure shall be initiated only towards the circuit-
switched CN.

The source RNC shall not trigger the execution of relocation of SRNS unlessit has received aRELOCATION
COMMAND message from all [u signalling connections for which the Relocation Preparation procedure has been
initiated.

If the source RNC recelvesaRELOCATION PREPARATION FAILURE message from the CN, the RNC shall initiate
the Relocation Cancel procedure on the other lu signalling connection for the UE if the other lu signalling connection

exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that 1u
signalling connection.
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8.7 Relocation Resource Allocation

8.7.1 General

The purpose of the Relocation Resource Allocation procedure is to allocate resources from atarget RNS for arelocation
of SRNS. The Pprocedure shall be co-ordinated in-over al lu signalling connections existing for the UE. The procedure
uses connection oriented signalling.

8.7.2 Successful Operation

Target RNC CN

< RELOCATION REQUEST

RELOCATION REQUEST
ACKNOWLEDGE

(I ]

Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN shall-initiates the procedure by generating aRELOCATION REQUEST message. InaUTRAN to UTRAN
relocation, theis message shall contain theinformation (if any) required by the UTRAN to build the same set of RABs
as existing for the UE before therelocation. The CN may indicate that RAB QoS negotiation is allowed for certain RAB
parameters and in some cases al so which aternative values to be used in the negotiation.

When Tthe CN shall-transmits the RELOCATION REQUEST message, to-target RNG-andthe CNit shall start the timer

TREL OCalloc.

When aRELOCATION REQUEST messageis sent from a CN node towards an RNC for which the sending CN node
is not the default CN node, the Global CN-1D | E shall be included.

Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested
resources.

The RELOCATION REQUEST message shall contain thefollowing |Es:
- Permanent NASUE Identity |E (if available);
- CauselE;
- CNDomain Indicator IE;
- Source RNC To Target RNC Transparent Container |E;
- luSgnalling Connection Identifier 1E;
- Integrity Protection Information | E (if available);
- SNA Access Information | E (if available);
- UESBI-lu |E (if available).

For each RAB requested to rel ocate (or to be created e.g. in the case of inter-system handover), the message shall
contain thefollowing IEs:

- RABIDIE
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- NASSynchronisation Indicator |E (if therelevant NASinformation is provided by the CN);

- RAB parametersiE;

- User Plane Information |E;

- Transport Layer Address IE;

- luTransport Association 1E;

- Data Volume Reporting Indication |E (only for PS);

- PDP Type Information |E (only for PS).
The RELOCATION REQUEST message may includethe following IEs:

- Encryption Information |1E (shall not beincluded if the Integrity Protection Information IE is not included).
For each RAB requested to rel ocate the message may includethe following IEs:

- Service Handover |E;-

- Alternative RAB Parameter Val ues |E.

The following information elementsreceived in RELOCATION REQUEST message requirethe same special actionsin
the RNC as specified for the same IEsin the RAB Assignment procedure:

- RAB-IDIE;
- User plane Information_|E (i.e. required User Plane Mode and required User Plane Versions);

- Priority leve IE, gQueuing Allowed |E, and-pPre-emption Capability |E and Pre-emption Vulnerability
|Eindication;

- Service Handover IE.

The SDU Format Information Parameter |1E in the RAB Parameters | E shall be present only if the User Plane Mode |E
is set to “support mode for pre-defined SDU sizes” and the Traffic Class IE is set to either “ Conversationa” or
“Streaming”.

For aRAB setup, the RAB Parameters |IE may contain the Sgnalling Indication |E. The Signalling Indication |E shall
not be present if the Traffic Class IE is not set to "Interactive” or if the CN Domain Indicator IE isnot setto"PS
domain”.

If the RELOCATION REQUEST message includes the Permanent NAS UE identity (i.e. IMSI), the RNC shall

associate the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC
connection.

If the RELOCATION REQUEST message includes the PDP Type Information |E, the UTRAN may usethis |E to
configure any compression algorithms.

The Cause | E shall contain the same value as the one received in the related RELOCATION REQUIRED message.

The lu Sgnalling Connection Identifier IE contains an lu signalling connection identifier which is allocated by the CN.
The value for thelu Sgnalling Connection Identifier |E shall be allocated so asto uniquely identify an lu signalling
connection for theinvolved CN node-Havehved. The RNC shall store and remember thisidentifier for the duration of the
lu connection.

The RNC shall, if supported, use the UESBI-Iu |E when included in the RELOCATION REQUEST message.

The agorithms within the Integrity Protection Information | E and the Encryption Information |E shall be ordered in
preferred order with the most preferred first inthelist.

The Permitted Encryption Algorithms |E within the Encryption Information |E may contain “no encryption” within an
element of itslist in order to allow the RNC not to cipher the respective connection. This can be done either by not
starting ciphering or by using the UEAO algorithm. In the absence of the Encryption Information IE, the RNC shall not
start ciphering.
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In case of intra-system relocation, if no Integrity Protection Key |IE (Ciphering Key | E respectively) is provided within
the Source RNC- to- Target RNC tTransparent cContainer 1E, the target RNC shall not start integrity protection
(ciphering respectively).

In case of intra-system relocation, when an Ciphering Key |E is provided within the Source RNC- to- Target RNC
tTransparent eContainer |E, the target RNC may select to use a ciphering aternative where an algorithm is used. It
shall in this case make use of thiskey to cipher its signalling data whatever the selected algorithm. The Encryption Key
| E that is contained within the Encryption Information |E of the RELOCATION REQUEST message shall never be
considered for ciphering of signalling data.

In case of intra-system relocation, when an Integrity Protection Key |E is provided within the Source RNC- to- Target
RNC tTransparent cContainer |E, the target RNC shall select one integrity algorithm to start integrity and shall in this
case make use of this key whatever the selected algorithm. The integrity protection key that is contained within the
Integrity Protection Information | E of the RELOCATION REQUEST message shall never be considered.

In case of inter-system relocation, the integrity protection and ciphering information to be considered shall be the ones
received in the Integrity Protection Information |E and Encryption Information |E frem-of the RELOCATION
REQUEST messages-overthe luinterface.

The Global CN-ID | E contains the identity of the CN node that sent the RELOCATION REQUEST message, and it
shall, if included, be stored together with the lu signaling connection identifier. If the Global CN-1D IE is not included,
the RELOCATION REQUEST message shall be considered as coming from the default CN node for theindicated CN
domain.

The Ffollowing additiona actions shall be executed in the target RNC during the Relocation Resource Allocation
procedure:

If the Relocation Type IE isset to "UE involved in relocation of SRNS':
- Thetarget RNC may accept arequested RAB only if the RAB can be supported by the target RNC.

- Other RABs shdll be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message
with an appropriate valueferin the Cause IE, e.g. "Unable to Establish During Relocation”.

- Thetarget RNC shall include information adapted to the resulting RAB configuration in the target to source
RNC transparent container to be included in the RELOCATION REQUEST ACKNOWLEDGE message sent to
the CN. If the target RNC supportstriggering of the Relocation Detect procedure viathe lur interface, the RNC
shall assign ad-RNTI for the context of the relocation and include it in the container. If two CNs areinvolved in
therelocation of SRNS, the target RNC may, however, decide to send the container to only one CN.

- If any dternative RAB parameter values have been used when allocating the resources, these RAB parameter
values shall be included in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB
Parameter Values|E.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS':

- Thetarget RNC may accept a RAB only if the radio bearer(s) for the RAB either exist(s) aready; and can be
used for the RAB by the target RNC, or do(es) not exist before the rel ocation but can be established in order to
support the RAB in the target RNC.

- If exigting radio bearers are not related to any RAB that is accepted by the target RNC, the radio bearers shall be
ignored during the relocation of SRNS and the radio bearers shall be released by the radio interface protocols
after completion of relocation of SRNS.

- If any dternative RAB parameter values have been used when allocating the resources, these RAB parameter
values shdl beincluded in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB
Parameter Values |E. It should be noted that the usage of alternative RAB parameter valuesis not applicable to
the UTRAN initiated rel ocation of type"UE not involved in relocation of SRNS".

After all necessary resources for accepted RABs including theinitialised lu user plane, are successfully alocated, the
target RNC shall send aRELOCATION REQUEST ACKNOWLEDGE message to the CN.

For each RAB successfully setup the RNC shall includethe following IEs:
- RABID
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- Transport Layer Address (when no ALCAP has been used)
- lu Transport Association (when no ALCAP has been used)

Two pairs of Transport Layer Address |E and lu Transport Association |E may be included for RABs established
towards the PS domain.

For each RAB the RNC is not able to setup during the Relocation Resource Allocation procedure, the RNC shall
include the RAB ID |E and the Cause |E within the RABs Failed To Setup IE. The resources associated with the RABs
indicated as failed to set up shall not be released in the CN until the relocation is completed. Thisisin order to make a
return to the old configuration possible in case of afailed or cancelled relocation.

The RELOCATION REQUEST ACKNOWLEDGE message sent to the CN shall, if applicable and if not sent viathe
other CN domain, include the Target RNC To Source RNC Transparent Container |E. This container shall be
transferred by the CN to the source RNC or the external relocation source while completing the Relocation Preparation
procedure.

If the target RNC supports cell load-based inter-system handover, then in the case of inter-system handover, the New
BSSto Old BSSInformation |E may be included in the RELOCATION REQUEST ACKNOWLEDGE message. This
information shall include, if available, the current traffic load in the target cell assuming a successful completion of the
handover in progress.

The RNC shall include the Chosen Integrity Protection Algorithm|E (Chosen Encryption Algorithm I E respectively)
within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only if the Integrity Protection Information
|E (Encryption Information | E respectively) wasincluded in the RELOCATION REQUEST message.

If one or more of the RABs that the target RNC has decided to support can not be supported by the CN, then these
failed RABs shall not be rel eased towards the target RNC until the rel ocation is compl eted.

If the NAS Synchronisation Indicator 1E is contained in the RELOCATION REQUEST message, thetarget RNC shall
pass it to the UE.

If the SNA Access Information | E is contained in the RELOCATION REQUEST message, thetarget RNC shall store
thisinformation and use it to determine whether the UE has access to radio resourcesin the UTRAN. Thetarget RNC
shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity | E in the SNA Access
Information IE. If the Authorised SNAs IE isincluded for agiven PLMN (identified by the PLMN identity IE), then the
target RNC shall consider that the access to radio resources for the concerned UE isrestricted to the LAs contained in
the SNAsidentified by the SNAC | Es.

Transmission and reception of aRELOCATION REQUEST ACKNOWLEDGE message terminates the procedurein
the UTRAN and in the CN respectively.

Before reporting the successful outcome of the Relocation Resource allocation procedure, the RNC shall have executed
theinitialisation of the user plane mode as requested by the CN in theUser Plane ModelE. If the RNC can not initialise
the requested user plane mode for any of the user plane mode versionsin the UP Mode Versions | E according to the
rulesfor initialisation of the respective user plane mode versions, as described in [6], the RAB Relocation shall fail with
the cause value "RNC unable to establish all RFCs".

8.7.2.1 Successful Operation for GERAN lu-mode

The rel ocation between UTRAN and GERAN lu-mode shall be considered in the Relocation Resource Allocation
procedure asintra-system relocation from RANAP point of view.

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Resource Allocation procedure:

- Incase of GERAN lu-mode, for RAB requested to be relocated from the the CS domain, the RELOCATION
REQUEST message may contain the GERAN BSC Container |E in order to provide GERAN specific
information to the target BSC (see [27]).
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8.7.3 Unsuccessful Operation

Target RNC CN

RELOCATION REQUEST

RELOCATION FAILURE

EE— ——

Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If the target RNC can not even partially accept the relocation of SRNS or afailure occurs during the Relocation
Resource Allocation procedurein the target RNC, the target RNC shall send aRELOCATION FAILURE message to
the CN.

If the target RNC cannot support any of the integrity protection (ciphering respectively) aternatives provided in the
Integrity Protection Information |E or Encryption Information IE, it shall return aRELOCATION FAILURE message
with the cause “ Requested Ciphering and/or Integrity Protection algorithms not supported”.

If the target RNC cannot support the relocation due to PUESBINE feature, it shall return aRELOCATION FAILURE
message with the cause “Incoming Relocation Not Supported Due To PUESBINE Feature”.

Transmission and reception of aRELOCATION FAILURE message terminates the procedure in the UTRAN and in the
CN respectively.

When the CN hasreceivesd aRELOCATION FAILURE message from the target RNC, itCN shall stop timer Tre ocaioc
and shdl assume possibly allocated resources within the target RNC completely rel eased.

Inthecase of inter-system handover, and if the target RNC supports cell |oad-based inter-system handover, then

- the NewBSSto Old BSSInformation |E may beincluded in the RELOCATION FAILURE message. This
information shall include, if available, the current traffic load in the target cell.

- the RELOCATION FAILURE message may contain the appropriate value in the Cause IE, e.g. "No Radio
Resources Available in Target Cell".
8.7.3.1 Unsuccessful Operation for GERAN Iu-mode

For GERAN Iu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the unsuccessful operation of the Rel ocation Resource Allocation procedure:

- IncaseaReocation to GERAN lu-modefails (only for CS), because the Target BSC cannot provide an
appropriate RAB corresponding to the content of the GERAN BSC Container |E (if received), the Target BSC
shall report the unsuccessful Rel ocation Resource Allocation by indicating the cause value “GERAN |u-mode
Failure” within the RELOCATION FAILURE message and shall include the GERAN Classmark IE.

8.7.4 Abnormal Conditions
If after reception of the RELOCATION REQUEST message, the target RNC receives another RELOCATION

REQUEST message on the same |u connection, then the target RNC shall di scard the latter message and the original
Relocation Resource Allocation procedure shall continue normally.
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If the target RNC receives a Source RNC -to- Target RNC Transparent Container |E containing Chosen Integrity
Protection (Encryption respectively) Algorithm | E without Integrity Protection (Ciphering respectively) Key IE, it shall
return aRELOCATION FAILURE message with the cause “ Conflict with already existing Integrity protection and/or
Ciphering information”.

Interactionswith |u Release procedure:

If the CN decides to not continue the Rel ocation Resource Allocation procedure (e.g. due to Tre ocaioc EXPITY) before
the Relocation Resource Allocation procedure is completed, the CN shall stop timer TreLocaioc (if timer TreLocaioc has
not already expired) and the CN shall, if the lu signalling connection has been established or later becomes established,
initiate the lu Release procedure towards the target RNC with an appropriate value for the Cause |E, e.g. "Relocation
Cancdlled".

NOTE: Incasetwo CN domains are involved in the SRNS-Rel ocation Resource Allocation procedure, the Ftarget
RNC may check whether the content of the two Source RNC to Target RNC Transparent Container |Es
or the two SNA Access Information |Esisthe same. In case theTtarget RNC receives two different
Source RNC to Target RNC Transparent Container |Es or two different SNA Access Information |Es, the
RNC behaviour isleft implementation specific.

8.7.5 Co-ordination of Two lu Signalling Connections

Co-ordination of two lu signalling connections during Relocation Resource Allocation procedure shall be executed by
the target RNC when the Number of lu Instances| E received in the Source RNC to Target RNC Transparent Container
IE inthe RELOCATION REQUEST message indicates that two CN domains are involved in relocation of SRNS.

When both the CS and PS user data Chosen Encryption Algorithm | E are received within the Source RNC- to- Target
RNC tTransparent cContainer |E and if these two received Chosen Encryption Algorithm|E are not the same, the target
RNC shdll fail the Relocation Resource Allocation procedure by sending back thea RELOCATION FAILURE

message.

The integrity protection (ciphering respectively) alternatives provided in the Integrity Protection Information IE
(Encryption Information 1E respectively) of the RELOCATION REQUEST messages received from both CN domains
shdll have at least one common alternative, otherwise the Relocati on Resource Allocation shall be failed by sending
back theaRELOCATION FAILURE message.

If two CN domains areinvolved, the following actions shall be taken by the target RNC:

- Thetarget RNC shall utilise the Permanent NASUE Identity |E, received explicitly by-from each CN domain
within the RELOCATION REQUEST messages, to co-ordinate both lu signalling connections.

- Thetarget RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE messages only after all
expected RELOCATION REQUEST messages are received and analysed.

- If thetarget RNC decides to send the Target RNC to Source RNC Transparent Container |E viathetwo CN
domains, the target RNC shall ensure that the same Target RNC to Source RNC Transparent Container IE is
included in RELOCATION REQUEST ACKNOWLEDGE messages transmitted via the two CN domains and
related to the same relocation of SRNS.

If the target RNC receives the UESBI-Iu | E on the lu-CS but not on the lu-PS interface (or vice versa), the RNC shall, if
supported, use the UESBI-1u |E for both domains.

8.8 Relocation Detect

8.8.1 General

The purpose of the Relocation Detect procedure is to indicateto the CN by the RNC the detection by the RNC of an
SRNS relocation executiontothe CN. The Pprocedure shall be co-ordinated in-over al lu signalling connections
existing for the UE. The procedure uses connection--oriented signalling.
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8.8.2 Successful Operation

Target RNC CN

RELOCATION DETECT

Figure 9: Relocation Detect procedure: Successful operation.

Thetarget RNC shall send aRELOCATION DETECT message to the CN when arelocation execution trigger is
received.

If the type of relocation of SRNSis"UE involved in relocation of SRNS", the rel ocation execution trigger may be
received either from the Uu interface or as an implementation option from the lur interface. If the type of relocation of
SRNSis"UE not involved in relocation of SRNS', the relocation execution trigger isreceived from the lur interface.

When the RELOCATION DETECT message is sent, the target RNC shall start SRNC operation.

Upon reception of the RELOCATION DETECT message, the CN may switch the user plane from the source RNC to
thetarget RNC.

8.8.3 Abnormal Conditions

I nteractionswith Relocation Complete procedure:

If the RELOCATION COMPLETE messageisreceived by the CN before the reception of the RELOCATION
DETECT message, the CN shall handle the RELOCATION COMPLETE message normally.

8.8.4 Co-ordination of Two lu Signalling Connections

When the Rel ocation Detect procedure isto be initiated by the target RNC, the target RNC shall initiate the Relocation
Detect procedure on al lu signaling connections existing for the UE between the target RNC and the CN.

8.9 Relocation Complete

89.1 General

The purpose of the Relocation Compl ete procedureisto indicateto the CN by-thetarget RNG the completion by the
target RNC of the relocation of SRNS tothe CN. The Pprocedure shall be co-ordinated in-over al lu signaling
connections existing for the UE. The procedure uses connection--oriented signalling.
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8.9.2 Successful Operation

Target RNC

CN
RELOCATION COMPLETE >

Figure 10: Relocation Complete procedure. Successful operation.

When the new SRNC-ID -and serving RNC Radio Network Temporary |dentity are successfully exchanged with the UE
by the radio protocols, the target RNC shall initiate the Relocation Complete procedure by sending aRELOCATION
COMPLETE message tothe CN. Upon reception of the RELOCATION COMPLETE message-by-the CN, the CN
should then-stop the Tre occomplete iMe.

8.9.3 Abnormal Conditions

If the timer Tre occomplere EXPIrES:

- The CN should initiate release of 1u connections towards the source and the target RNC by initiating the lu
Release procedure with an appropriate value for the Cause IE, €9. "Trel occomplete EXPITY".

I nteractions with the Relocation Detect procedure:

If the RELOCATION DETECT message is not received by the CN before reception of the RELOCATION
COMPLETE message, the CN shall handlethe RELOCATION COMPLETE message normally.

8.9.4 Co-ordination of Two lu Signalling Connections

When the Relocation Complete procedureisto beinitiated by the target RNC, the target RNC shall initiate the
Rel ocation Compl ete procedure on al lu signalling connections existing for the UE between the target RNC and the
CN.

8.10 Relocation Cancel

8.10.1 General

The purpose of the Relocation Cancel procedureisto enable asource RNC to cancel an ongoing relocation o NS.

h f the Relocation Cancel procedure isto enabl C to cancel ing relocation of SRNS
The Relocation Cancel procedure may be initiated by the source RNC during and after the Relocation Preparation
procedureif either of the following conditionsis fulfilled:

| 1. The Ssource RNC has not yet initiated the execution of relocation of SRNS, neither viathe lur interface nor via
the Uu interface.

| 2. After having initiated the execution of relocation of SRNS, the UE has returned to the source RNC by
transmitting an RRC message which indicates that the UE considers the source RNC asits serving RNC.

The procedure shall be co-ordinated in al lu signalling connections for which the Rel ocation Preparation procedure has
been initiated. The procedure uses connection oriented signalling.
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8.10.2 Successful Operation
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Figure 11: Relocation Cancel procedure. Successful operation.

The RNC shall-initiates the procedure by sending aRELOCATION CANCEL message tothe CN. This message shall
indicate the reason for cancel ling the relocation of SRNS by the appropriate value of the Cause |E. Upon reception of a
RELOCATION CANCEL message, the CN shall send aRELOCATION CANCEL ACKNOWLEDGE message tothe
source RNC.

Transmission and reception of aRELOCATION CANCEL ACKNOWLEDGE message terminates the procedurein the
CN and in the source RNC respectively. After this, the source RNC does not have a prepared rel ocation for that 1u
signalling connection.

I nteractionswith Relocation Preparation procedure:

Upon reception of aRELOCATION CANCEL message from the source RNC, the CN shall locally terminate the
possibly ongoing Rel ocation Preparation procedure towards that RNC and abandon the relocation of SRNS.

If the source RNC receivesa RELOCATION COMMAND message from the CN after the Relocation Cancel procedure
isinitiated, the source RNC shall ignore the received RELOCATION COMMAND message.

8.10.3 Unsuccessful Operation

Not applicable.

8.10.4 Abnormal Conditions
Not applicable.

8.10.5 Co-ordination of Two lu Signalling Connections
If the Relocation Cancel procedureisto beinitiated due to other reasons than reception of aRELOCATION

PREPARATION FAILURE message, the Relocation Cancel procedure shall beinitiated on al lu signalling
connections existing for the UE in which the Relocation Preparation procedure has not terminated unsuccessfully.

8.11 SRNS Context Transfer

8.11.1 General

The purpose of the SRNS Context Transfer procedure isto trigger the transfer of SRNS contexts from the source RNC
to the CN (PS domain) in case of intersystem change or in some further cases described in[21]. The procedure uses
connection oriented signalling.
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8.11.2 Successful Operation
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Figure 12: SRNS Context Transfer procedure. Successful operation.

| The CN shalkinitiates the procedure by sending an SRNS CONTEXT REQUEST message to the source RNC. The
SRNS CONTEXT REQUEST message shall includethe list of RABswhose contexts should be transferred.

The source RNC shall respond to the CN with an SRNS CONTEXT RESPONSE message containing al the referenced
RABs, including both; successful and unsuccessful RABs transfers. For each RAB whose transfer is successful, the
following context information elements shall be included:

- RABIBRABID IE;

- awayswhenavailable, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. theDL
GTR-PDU Sequence Number DL GTP-PDU Sequence Number |E;

- awayswhen available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e.
theUL-GTR-PDU Seguence Number UL GTP-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system, i.e. the DL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source system, i.e. the UL N-PDU Sequence Number |E.

Transmission and reception of the SRNS CONTEXT RESPONSE message shall-terminate the procedure in the
UTRAN and in the CN respectively.

8.11.3 Unsuccessful Operation

For each RAB for which the UTRAN isnat ableto transfer the RAB context, e.g. if the RAB ID isunknown to the
RNC, theis RAB ID isincluded in the SRNS CONTEXT RESPONSE message together with a Cause IE, eg. "Invaid
RAB ID".

8.11.4 Abnormal Conditions
Not applicable.

8.12 SRNS Data Forwarding Initiation

8.12.1 General

The purpose of the SRNS Data Forwarding procedureisto trigger the transfer of N-PDUs from the RNC to the CN
(PSdomain) in case of intersystem change or in some further cases described in [21]. The procedure uses connection
oriented signalling.
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8.12.2 Successful Operation

RNC CN

4SRNS DATA FORWARD COMMAN

Figure 13: SRNS Data Forwarding Initiation procedure. Successful operation.

| TheCN initiates the procedure by sending an SRNS DATA FORWARD COMMAND message tothe UTRAN. The
SRNSDATA FORWARD COMMAND message includes the list of RABs towards the PS domain whose data shoul d
be forwarded, and the necessary information for establishing aGTP tunnel to be used for data forwarding. For each
indicated RAB, indicated-the list shall include the RAB ID | E, the Transport Layer Address |E and thelu Transport
Association |E.

‘ Upon reception of the SRNS DATA FORWARD COMMAND message the RNC startsthe timer Toatafwd:

8.12.3 Abnormal Conditions
Not applicable.

8.13 SRNS Context Forwarding from Source RNC to CN

8.13.1 General
The purpose of this procedure isto transfer SRNS contexts from the source RNC to the CN (PS domain) in case of
handover viathe CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each concerned
RAB among those that are supported by the target system, and for which at least either GTP-PDU or PDCP sequence

| numbering is available. The SRN'S contexts contain the sequence numbers of the next GTP-PDUS rext-to be transmitted

in the uplink and downlink directions, if available, and the next PDCP sequence numbers that would have been used to
send and receive data from the UE, if available. The Source RNC PDCP context info shall be sent if available.

8.13.2 Successful Operation

Source RNC CN

FORWARD SRNS CONTEXT

L

Figure 14: SRNS Context forwarding from source RNC to CN. Successful operation.

| The source RNC initialises the procedure by sendingaFORWARD SRNS CONTEX T message to the CN. The
FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each
RAB the following i nformation shall be included:

- RABIBRABID IE;

- dwayswhen available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number |E;and
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- awayswhen available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source systemi.e. the UL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system i.e. the DL N-PDU Sequence Number |E.

8.13.3 Abnormal Conditions
Not applicable.

8.14  SRNS Context Forwarding to Target RNC from CN

8.14.1 General

The purpose of this procedure isto transfer SRNS contexts from the CN (PS domain) to the target RNC in case of
handover viathe CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each referenced
RAB, for which at least either GTP-PDU or PDCP sequence numbering is available. The SRNS contexts contain the
sequence numbers of thenext GTP-PDUs next-to be transmitted in the uplink and downlink directions, if available, and
the next PDCP sequence numbers that would have been used to send and receive data from the UE, if available. The
Source-source RNC PDCP context info shall be sent if available.

8.14.2 Successful Operation

G

FORWARD SRNS CONTEXT

Figure 15: SRNS Context forwarding to target RNC from CN. Successful operation.

The CN initialises the procedure by sending FORWARD SRNS CONTEXT message to the target RNC. The
FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each
RAB the following i nformation shall be included:

- RABID IERABID

- adwayswhen available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number |E;and

- awayswhen available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number IE;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source systemi.e. the UL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system i.e. the DL N-PDU Sequence Number |E.

8.14.3 Abnormal Conditions
Not applicable.
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8.15 Paging

8.15.1 General

The purpose of the Paging procedure isto enable the CN to request the UTRAN to contact that UE. The procedure uses
connectionless signalling.

8.15.2 Successful Operation

RNC CN

PAGING

<

Figure 16: Paging procedure. Successful operation.

| The CN shalkinitiates the procedure by sending a PAGING message. The PAGING message shall contain the following
IEs:

- CNDomain Indicator-

- Permanent NAS UE | dentity-

- DRX Cycle Length Coefficient (if available)-
The PAGING message may contain following IEs:

- Temporary UE Identity-

- Paging Area:

- Paging Cause:

- Non Searching Indicationg-

- Global CN-1D-

The CN Domain Indicator |E shall be used by the RNC to identify from which CN domain the paging request
originates.

The Permanent NASUE Identity IE (i.e. IMSI) shall be used by the UTRAN paging co-ordination function to check if a
signalling connection towards the other CN domain already exists for this UE. In that case, the radio interface paging
message shall be sent viathat connection instead of using the paging broadcast channel.

The Temporary UE Identity |E (e.g. TMSI) isthe temporary identity of the user (allocated by that CN Domain) which
can be used in aradio interface paging message. If the Temporary UE Identity IE isnot included in the PAGING
message, the RNC shall use the Permanent NASUE Identity instead — if no signalling connection exists.

If NNSF is active, and the Temporary UE Identity | E is not included in the PAGING message, the PAGING message
shall includethe Global CN-1D IE and, the RNC may start the T g timer and store the Permanent NASUE Identity |E
along with the related Global CN-ID IE until the T yngetimer has expired.

The Paging Area | E shall be used by the RNC to identify the areain which theradio interface paging message shall be
broadcast in case no signalling connection, as described above, aready exists for the UE. If thePaging Area IE is not
included in the PAGING message, the whole RNC area shall be used as Paging Area— if no signalling connection exists
for that UE.

The Paging Cause |E shall indicate to the RNC the reason for sending the PAGING message. The paging causeis
transferred transparently to the UE.
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The Non Searching Indication |E shall, if present, be used by the RNC to decide whether the UTRAN paging co-
ordination function needs to be activated or not. In the absence of thisIE, UTRAN paging co-ordination shall be
performed.

The DRX Cycle Length Coefficient |IE may beincluded in the PAGING message, and if present, the UTRAN shall,
when applicable, useit for calculating the paging occasions for the UE.

It should be noted that each PAGING message on the lu interface relates to only one UE and therefore the RNC hasto
pack the pagesinto the relevant radio interface paging message.

The core network is responsible for the paging repetition over the lu interface.

8.15.3 Abnormal Conditions
Not applicable.

8.16 CommonID

8.16.1 General
The purpose of the Common ID procedure is to inform the RNC about the permanent NAS UE Identity (i.e. IMSI) of a

user. Thisisused by the RNC e.g. to create a reference between the permanent NAS UE identity of the user and the
RRC connection of that user for UTRAN paging co-ordination. The procedure uses connection oriented signalling.

8.16.2 Successful Operation

RNC CN

< COMMON ID

Figure 17: Common ID procedure. Successful operation.

After having established an lu signalling connection, and if the Permanent NAS UE identity (i.e. IMS]) isavailable, the
CN shall send to the RNC a COMMON |D message; containing the Permanent NASUE Identity IE and optionaly the
NA Access Information |1Etothe RNC. The COMMON ID message may also include the UESBI-Iu IE. The RNC shdll
assaciate the permanent identity to the RRC Connection of that user and shall saveit for the duration of the RRC
connection.

The RNC shall, if supported, use the UESBI-1u |E when received in the COMMON 1D message.

If the SNA Access Information |E is contained in the COMMON ID message, the RNC shall store thisinformation and
useit to determine whether the UE has access to radio resourcesin the UTRAN. The RNC shdll consider that the UE is
authorised to access only the PLMNsidentified by the PLMN identity IEsin the SNA Access Information IE. If the
Authorised SNAs |E isincluded for agiven PLMN (identified by the PLMN identity | E), then the RNC shall consider
that the accessto radio resources for the concerned UE isrestricted to the LAs contained in the SNAs identified by the
NAC IEs.

8.16.3 Abnormal Conditions
Not applicable.
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8.17 CN Invoke Trace

8.17.1 General

The purpose of the CN Invoke Trace procedure isto inform the RNC that it should begin producing atrace record of a
type indicated by the CN and related to the-a given UE. The procedure uses connection oriented signalling.

8.17.2 Successful Operation

RNC CN

CN INVOKE TRACE

Figure 18: CN Invoke Trace procedure. Successful operation.

The CN Invoke Trace procedureis invoked by the CN by sending a CN INVOKE TRACE message to the RNC.

The CN INVOKE TRACE message shall include the Trace Type | E to indicatethe events and parameters to be
recorded.

The message shall include a Trace Reference | E which is alocated by the entity which triggered the trace.

The message may include theOMC ID IE, which if present, indicates the OMC to which the record is destined.
The message may include the UE Identity |E, which if present, indicates the UE to which this record pertainsto.
The message may include the Trigger ID IE, which if present, indicates the entity which triggered the trace.

The Trace Reference and Trigger ID IESs are used to tag the trace record to alow simpler construction of the total record
by the entity which combines trace records.

I nteraction with Relocation:

The order to perform tracing islost in UTRAN at successful Relocation of SRNS. If the tracing shall continue also after
the relocation has been performed, the CN Invoke Trace procedure shall thus be re-initiated from the CN towards the
future SRNC after the Relocation Resource Allocation procedure has been executed successfully.

8.17.3 Abnormal Conditions
Not applicable.

8.18  Security Mode Control

8.18.1 General

The purpose of the Security Mode Control procedure iste-allow-the CN-to pass ciphering and integrity mode
information to the UTRAN. The UTRAN uses thisinformation to select and load the encryption device for user and
signalling data with the appropriate parameters, and also to store the appropriate parameters for the integrity algorithm.
The procedure uses connection oriented signalling.
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8.18.2 Successful Operation

RNC CN

SECURITY MODE
_COMMAND

SECURITY MODE
COMPLETE

\/

Figure 19: Security Mode Control procedure. Successful operation.

The CN shall-startinitiatesthe procedure by sending to-the UTRAN-a SECURITY MODE COMMAND message.
Theis message may contain the Encryption Information |E and shall contain the Integrity Protection Information IE,
specifying, in preferred order with the most preferred first in the list, which ciphering, if any, and integrity protection
algorithms may be used by the UTRAN.

The Permitted Encryption Algorithms |E within the Encryption Information | E may contain “no encryption” within an
element of itslist in order to allow the RNC not to cipher the respective connection. This can be done either by not
starting ciphering or by using the UEAO algorithm. In the absence of the Encryption Information group IE in
SECURITY MODE COMMAND message, the RNC shall not start ciphering.

Upon reception of the SECURITY MODE COMMAND message, the UTRAN shall internally select appropriate
algorithms, taking into account the UE/UTRAN capabilities. If asignalling connection already exists towards the other
core network domain, and integrity protection and ciphering information has been received from that core network
domain, the same agorithm(s) as being used for that core network domain shall be selected. This also meansfor
encryption that if “no encryption” or no Encryption Information | E has been received from the first core network
domain and ciphering has not been started, ciphering shall also not be started for the second core network domain. The
UTRAN shall then trigger the execution of the corresponding radio interface procedure and, if applicable, start/restart
the encryption device and also start/restart- modify theintegrity protection.

The CN may send a SECURITY MODE COMM AND message towards the RNC a so when integrity protection and
possibly ciphering has already been started for an existing signalling connection towards that core network domain.
This may be used to activate new integrity protection and ciphering keys. The included integrity protection and
ciphering information shall then support (at least) the integrity protection alternative and the ciphering alternative
presently being used and the Key Status |E shall have the value “New”.

| When the execution of the radio interface procedure is successfully finished, the UTRAN shall return a SECURITY
MODE COMPLETE message to the CN. This message shall include the Chosen Integrity Protection AlgorithmIE and
may include the Chosen Encryption Algorithm | E.

The Chosen Encryption Algorithm|E shal be included in the SECURITY MODE COMPLETE messageif, and only if
the Encryption Information |E wasincluded in the SECURITY MODE COMMAND message.

The set of permitted algorithms specified in the SECURITY MODE COMMAND message shall remain applicable for
subsequent RAB Assignments and Intra UTRAN Relocations.

In case of a UE with Radio Access Bearers towards both core networks, the user data towards CS shall aways be
ciphered with the ciphering key received from CS and the user datatowards PS with the ciphering key received from
PS. The signalling data shall always be ciphered with the last received ciphering key and integrity protected with the
last received integrity protection key from any of the two CNs.
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8.18.3 Unsuccessful Operation

RNC CN

SECURITY MODE
COMMAND

A

SECURITY MODE
REJECT

\/

Figure 20: Security Mode Control procedure. Unsuccessful operation.

If the UTRAN or the UE is unable to support the ciphering and/or integrity protection algorithms specified in the
SECURITY MODE COMMAND message, then the UTRAN shall return tothe CN aSECURITY MODE REJECT
message with cause value "Requested Ciphering and/or Integrity Protection Algorithms not Supported". If theradio
interface Security Mode Control procedure fails, a SECURITY MODE REJECT message shall be sent to the CN with
cause value "Failure in the Radio Interface Procedure”.

8.18.4 Abnormal Conditions

If, when establishing a signalling connection towards a second core network domain, the integrity protection and
ciphering information specified in the SECURITY MODE COMMAND message does not support the integrity
protection alternative and the ciphering aternative presently being used, a SECURITY MODE REJECT message shall
be sent to the second core network domain with cause value " Conflict with already existing Integrity protection and/or
Ciphering information”.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already existing
signalling connection from that core nework domain and for which integrity protection and possibly ciphering haves
already been started, the Key Status |E has the value “ Old”, a SECURITY MODE REJECT message shall bereturned
with cause value " Conflict with aready existing Integrity protection and/or Ciphering information”.

If, upon reception of aSECURITY MODE COMMAND message from a core network domain with an aready existing
signalling connection and for which integrity protection and possibly ciphering haves already been started, the included
integrity protection and ciphering information does not support the integrity protection alternative and the ciphering
alternative presently being used, a SECURITY MODE REJECT message shall be returned with cause value "Conflict
with aready existing Integrity protection and/or Ciphering information”.

8.19  Location Reporting Control

8.19.1 General

The purpose of the Location Reporting Control procedureisto allow the CN to request information on the location of a
given UE. The procedure uses connection oriented signalling.
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8.19.2 Successful Operation

RNC CN

LOCATION REPORTING
<CONTROL

Figure 21: Location Reporting Control procedure. Successful operation.

The CN shall-initiates the procedure by generating-sending aLOCATION REPORTING CONTROL message.
The Request Type |E shall indicate to the serving RNC whether:

- toreport directly;

- tostop adirect report;

- toreport upon change of Service area, or

- tostop reporting at change of Service Area.

If reporting upon change of Service Areais requested, the Serving RNC shall report whenever the UE moves between
Service Aress. For this procedure, only Service Areasthat are defined for the PS and CS domains shall be considered.

The Request Type |E shall aso indicate what type of location information the serving RNC shall report. The location
information is either of the following types:

- Service Arealdentifier, or

- Geographica area, including geographical coordinates with or without requested accuracy. If the Vertical
Accuracy Code |E isincluded, the Accuracy Code | E in the Request Type | E shall be present. The Accuracy
Code |E shall be understood as the horizontal accuracy code.

A request for adirect report can be donein parallel with having an active request to report upon change of Service Area
for the same UE. The request to report upon change of Service Area shall not be affected by this.

| Any of the Vertical Accuracy Code|E, Response Time |E, Positioning Priority IE e-or Client TypelE shall beincluded
according to the following rules:

- Vertical Accuracy Code shall beincluded, if available, in connection with Geographical Area,

- Responsetime shall beincluded, if available, in connection with request for start of direct reporting of
Geographical Area,

- Client type shall beincluded in connection with request for start of direct reporting of Geographical Areaand, if
available, in request for direct reporting of SAl,

- Positioning Priority shall beincluded, if available, in connection with request for start of direct reporting or in
connection with request for start of reporting upon change of Service Area.

When no Positioning Priority IE isincluded, the RNC shall consider therequest asif “Normal Priority” value had been
received.

When no Response Time |E isincluded, the RNC shall consider therequest asif “Delay Tolerant” value had been
received.

I nteraction with Relocation:

The order to perform location reporting at change of Service Areaislostin UTRAN at successful Relacation of SRNS.
If the location reporting at change of Service Areashall continue also after the relocation has been performed, the

L ocation Reporting Control procedure shall thus be re-initiated from the CN towards the future SRNC after the

Rel ocation Resource Allocation procedure has been executed successfully.
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8.19.3 Abnormal Conditions
Not applicable.

8.20 Location Report

8.20.1 General

The purpose of the Location Report procedure is to provide the UE's location information to the CN. The procedure
uses connection oriented signalling.

8.20.2 Successful Operation

RNC CN

LOCATION REPORT

>

I% (—

Figure 22: Location Report procedure. Successful operation.

The serving RNC shall-initiates the procedure by generating aLOCATION REPORT message. The LOCATION
REPORT message may be used as a responsefortothea LOCATION REPORTING CONTROL message. Also, when
auser enters or leaves a classified zone set by O&M, e.g. azone where a disaster has occurred, aLOCATION REPORT
message shall-be sent tothe CN-including the Service Area of the UE in the Area | dentity |E shall be sent to the CN.
The Cause |E shall indicate the appropriate cause value tothe CN, e.g. "User Regtriction Start Indication” and "User
Restriction End Indication™. The CN shall react to the LOCATION REPORT message with CN vendor specific actions.

For this procedure, only Service Areasthat are defined for the PS and CS domains shall be considered.

In case reporting at change of Service Areais requested by the CN, then the RNC shall issue aLOCATION REPORT
message:-

- whenever theinformation given in the previous LOCATION REPORT message or INITIAL UE MESSAGE
message is not anymore valid.

- upon receipt of thefirst LOCATION REPORTING CONTROL message following a Relocation Resource
Allocation procedure, with the Event | E included in the Request Type | E set to "Change of Service Ared", as soon
as SAl becomes availablein the new SRNC and the relocation procedure has been successfully compl eted.

Inthecase when-a Service Areais reported, the RNC shall includein the Area Identity | E of to-the LOCATION
REPORT message ir-the-Area ldentity E the-a Service Area, which-that includes at |east one of the cellsfrom which
the UE is consuming radio resources.

Inthecase whenthe LOCATION REPORT message is sent as an answer to arequest for adirect report orreports at a
change of Service Area, the Request Type |E from the LOCATION REPORTING CONTROL message shall be
included.

If the LOCATION REPORT message is sent as an answer to arequest for adirect report of Service Areaand the
current Service Area can not be determined by the RNC, then the Area Identity IE shall be omitted and a cause value
shall beincluded to indicate that the request could not be fulfilled, e.g. "Requested Information Not Available" or

"L ocation Reporting Congestion”. The RNC may also include the Last Known Service Area |E.

If the RNC can not deliver the location information as requested by the CN, due to either the non-support of the
requested event or the non-support of the requested report area, or if the RNC is currently not able to reach the UE, the
RNC shall indicate the UE location to be "Undetermined” by omitting the Area Identity |IE. A cause value shall instead
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be added to indicate the reason for the undetermined location, e.g. "Requested Request Type not supported", or
"L ocation Reporting Congestion” or "No Resource Available”.

If the Location Report procedure wastriggered by a LOCATION REPORTING CONTROL message, which included a
request to report a geographical areawith a specific accuracy, the LOCATION REPORT message shall include the
Geographical Area |E within the Area |dentity |E containing either a point with indicated uncertainty or a polygon or an
other type, which fulfils the requested accuracy as accurately as possible. If, on the other hand, no specific accuracy
level was requested in the LOCATION REPORTING CONTROL message, the LOCATION REPORT message shall
include the Geographical Area |E within the Area | dentity | E, the reported Geographical Area |E may include an
accuracy.

The LOCATION REPORT message shall also include, if available, the Position Data | E containing the positioning
method (or list of positioning methods) used successfully to obtain the location estimate, together with the usage
information.

8.20.3 Abnormal Conditions
Not applicable.

8.21 Data Volume Report

8.21.1 General

The Data Volume Report procedure is used by CN to request the unsuccessfully transmitted DL data volume for
specific RABs. This procedure only applies tothe PS domain. The procedure uses connection oriented signalling.

8.21.2 Successful Operation

RNC CN

DATA VOLUME REPORT REQUEST
<

DATA VOLUME REPORT
>

] I

Figure 23: Data Volume Report procedure. Successful operation.

The procedureisinitiated by CN by sending DATA VOLUME REPORT REQUEST messageto UTRAN. This
message shall contain the list of RAB ID IEs to identify the RABs for which the unsuccessfully transmitted DL data
volume shall be reported.

At reception of aDATA VOLUME REPORT REQUEST message, the UTRAN shall produce the DATA VOLUME
REPORT message. For each RAB successfully addressed in the request, Tthis message shall include foreach-RAB
suecessfully addressed within the RAB Data Volume Report List |E the amount of unsuccessfully transmitted DL datain
the Unsuccessfully Transmitted DL Data Volume |E- since the last data volume indication to the CN and may contain
the Data Volume Reference IE.

The message may contain for each RAB successfully addressed a maximum of two RAB Data Volume Report Item | Es
within the RAB Data Volume Report List | E for the case when there is aneed to report two different data volumes since
the last data volume indication tothe CN._ The UTRAN shall also reset the data volume counter for the reported RABSs.
The UTRAN shdl send the DATA VOLUME REPORT message to the CN. Transmission and reception of the DATA
VOLUME REPORT message terminates the procedure in the UTRAN and in the CN respectively.

The Data Volume Reference IE, if included, indicates the time when the data volume is counted.
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8.21.3 Unsuccessful Operation

The RAB ID IE for each RAB for which UTRAN isnot able to transfer adata volume report isincluded in the DATA
VOLUME REPORT message together with a Cause IE, e.g. "Invalid RAB ID".

8.21.4 Abnormal Conditions

Not applicable.

8.22 Initial UE Message

8.22.1 General

The purpose of the Initial UE Message procedure is to establish an lu signalling connection between a CN domain and
the RNC and to transfer theinitial NAS-PDU to the CN node as determined by the NAS Node Selection Function - if
thisfunction is active, or otherwise to the default CN node. The procedure uses connection oriented signalling.

8.22.2 Successful Operation

RNC CN

INITIAL UE MESSAGE

I% (—

Figure 24: Initial UE Message procedure. Successful operation.

When the RNC has received from radio interface aNAS message (see [8]) to be forwarded to a CN domain to which
theno lu signaling connection for the UE does-netexists, the RNC shall initiate the Initial UE Message procedure and
send the INITIAL UE MESSAGE message to the CN. If NNSF is active, the selection of the CN node is made
according to [26].

In addition to the received NAS-PDU, the RNC shall add the following information to the INITIAL UE MESSAGE
message:

- CN domainindicator, indicating the CN domain towards which this message is sent.

- For CSdomain, the LAl which wasisthelast LAl indicated to the UE by the UTRAN viathe current RRC
connection, or if the UTRAN hasd not yet indicated any LAI to the UE viathe current RRC connection, then the
LAI of the cell viawhich the current RRC connection was established.

- For PSdomain, the LAI+RAC which wereare the last LAI+RAC indicated to the UE by UTRAN viathe current
RRC connection, or if the UTRAN hasd not yet indicated any LAI+RAC to the UE viathe current RRC
connection, then the LAI+RAC of the cdll viawhich the current RRC connection was established.

- Service Areacorresponding to at least one of the cells from which the UE is consuming radio resources.
- lusignaling connection identifier.
- Global RNC identifier.

The lu Sgnalling Connection Identifier |E contains an lu signalling connection identifier which is allocated by the
RNC. The value for the lu Sgnalling Connection Identifier IE shall be allocated so asto uniquely identify an lu
signalling connection for the RNC. The CN should store and remember thisidentifier for the duration of the lu
connection.
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Whereas several processing entities within the CN (e.g. charging, interception, etc.) may make use of the location
information given in the SAl |E and the LAl (and RAC for PS domain) | E, the mobility management within the CN shall
rely on the information given within the LAl 1 E (respectively- LAl and RAC IEs for PS domain) only.

8.22.2.1 Successful Operation for GERAN lu-mode

| For GERAN lu-mode, the following shall apply in addition for the successful operation of the Initial UE Message
procedure:

- Incase of establishment of asignalling connection towards the CS domain in GERAN |u-mode, the INITIAL UE
| MESSAGE message shall contain the GERAN Classmark |E in order to provide the CN with GERAN--specific
information (see[27]).

8.23 Direct Transfer

8.23.1 General

The purpose of the Direct Transfer procedureisto carry UE — CN signalling messages over the lu Interface. The

UE - CN signalling messages are not interpreted by the UTRAN, and their content (e.g. MM or CC message) is outside
the scope of this specification (see[8]). The UE — CN signalling messages are transported as a parameter in the
DIRECT TRANSFER messages. The procedure uses connection oriented signalling.

8.23.2 Successful Operation

8.23.2.1 CN Originated Direct Transfer

RNC CN

DIRECT TRANSFER
<

Figure 25: Direct Transfer, CN originated. Successful operation.

If aUE - CN signalling message hasto be sent from the CN to the UE, the CN shall send aDIRECT TRANSFER
message to the RNC including the UE - CN signalling message asaNAS-PDU |E.

| If the DIRECT TRANSFER message is sent in the downlink direction, it shall include the SAPI |E and shall not include
the LAl + RAC |E and the SAl |E. The use of theSAPI |E included in the DIRECT TRANSFER message enables the
UTRAN to provide specific service for the transport of theincluded NAS messages.

8.23.2.2 UTRAN Originated Direct Transfer

DIRECT TRANSFER >

Figure 26: Direct Transfer, RNC originated. Successful operation.

If aUE - CN signalling message has to be sent from the RNC to the CN without interpretation, the RNC shall send a
DIRECT TRANSFER message to the CN including the UE - CN signalling message as a NAS-PDU IE.
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If the DIRECT TRANSFER message shall be sent to the PS domain, the RNC shall aso add the LAl and the RAC |Es,
which werethelast LAl + RAC indicated to the UE by the UTRAN viathe current RRC connection, or if the UTRAN
had not yet indicated any LAl + RAC to the UE viathe current RRC connection, then the LAl + RAC of the cell via
which the current RRC connection was established. If the DIRECT TRANSFER message is sent to the PS domain, the
RNC shall also add a Service Area corresponding to at least one of the cells from which the UE is consuming radio
resources. |If the DIRECT TRANSFER message is sent in uplink direction, the RNC shall not include theSAPI |E.

8.23.3 Abnormal Conditions

If the DIRECT TRANSFER messageis sent by the RNC to the PS domain, and ismissing-any of the LAl IE, RAC | E;
or SAl IEismissing, the CN shall continue with the Direct Transfer procedure, ignoring the missing IE.

If the DIRECT TRANSFER message is sent by the CN to the RNC without the SAPI |E, the RNC shall continue with
the Direct Transfer procedure.

8.24 Void

8.25 Overload Control

8.25.1 General

This procedure is defined to give some degree of signalling flow control. At the UTRAN side, "Processor Overload"
and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN side, "Processor
Overload" is catered for. The procedure uses connectionless signalling.

The philosophy used isto stem the traffic at source with known effect on the service. The algorithm used is:
AttheCN side:

- If Tigoc isnot running and an OVERL OAD message or "Signalling Point Congested” information is received, the
traffic should be reduced by one step. It is aso possible, optionally, to indicate the number of stepsto reduce the
traffic within the Number of Steps |E. At the sametime, timers Tigoc and Ti,rc should be started.

- During Tigoc al received OVERLOAD messages or "Signalling Point Congested" information should be
ignored.

- Thisstep by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the
last step.

- If Tiprcexpires (i.e. no OVERLOAD message or "Signalling Point Congested" information is received during
Tinto), thetraffic should be increased by one step and T;,,7¢ should be started unless normal 1oad has been
resumed.

At the UTRAN side:

- If Tigor isnot running and an OVERL OAD message or "Signalling Point Congested” information is received, the
traffic should be reduced by one step. It isalso possible, optionally, to indicate the number of steps to reduce the
traffic within the Number of Steps |E. At the sametime, timers Tigor and Ti,rr should be started.

- During Tigor all received OVERLOAD messages or "Signalling Point Congested" information should be
ignored.

- This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the
last step.

- If Tiprrexpires (i.e. no OVERLOAD message or "Signalling Point Congested" information is received during

TintR), thetraffic should be increased by one step and T;,,r should be started unless normal 1oad has been
resumed.
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The number of steps and the method of or reducing the load are censideredto-be-an-implementation--specificfunction.

There may be other traffic control mechanismsfrom O&M activities occurring simultaneously.

8.25.2 Philosophy

Void.
8.25.3 Successful Operation

8.25.3.1 Overload at the CN

RNC CN

OVERLOAD
<

Figure 27: Overload at the CN. Successful operation.

The CN should indicate to the RNC that it isi n a congested state by sending an OVERLOAD message. The CN Domain
Indicator |E may beincluded, if the CN can determine the domain suffering from the signalling traffic overload. A
specific CN node shall send this message only towards those RNCs from whichit can receive the INITIAL UE
MESSAGE message.

Reception of the message by tThe UTRAN receipt-of-thistmessage should cause thereduction of signalling traffic
towards the CN. If the CN Domain Indicator IEisincludedin the OVERLOAD message, but-netand the Global CN-ID

|E is not-sindicated withinthe OVERLOAD message, the RNC should apply signalling traffic reduction mechanisms
towards the indicated domain.

If the NNSF is active, the CN shall include the Global CN-1D IE within the OVERL OAD message, and the RNC should
apply signalling traffic reduction mechanisms towards the indicated CN node only.

8.25.3.2 Overload at the UTRAN

RNC CN

OVERLOAD

Figure 28: Overload at the UTRAN. Successful operation.

If the UTRAN is not capabletoof sending signaling messages to the UES due to overloaded resources, thenthe
UTRAN should send an OVERL OAD message to the CN. The RNC shall include the Global RNC-ID IE in this
message. A-specific RNC shall send tTheis message shall be sent only towards those CN nodestowards which
HtheRNC can send the INITIAL UE MESSAGE message.

8.25.4 Abnormal Conditions
Not applicable.
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8.26 Reset

8.26.1 General

The purpose of the Reset procedureisto initialise the UTRAN in the event of afailureinthe CN or vice versa. The
procedure uses connectionless signalling.

8.26.2 Successful Operation

8.26.2.1 Reset Procedure Initiated from the CN

RNC CN
< RESET
RESET ACKNOWLEDGE,

Figure 29: Reset procedure initiated from the CN. Successful operation.

In the event of afailure at the CN, which hasresulted in the loss of transaction reference information, a RESET

message shall be sent to the RNC. When a CN node sends this message towards an RNC for which it is not the default
CN node, the Global CN-ID |E shall beincluded. This message is used by the UTRAN to release affected Radio Access
Bearers and to erase all affected references for the specific CN node that sent the RESET message, i.e. the CN node
indicated by the Global CN-ID IE or, if this|E is not included, the default CN node for the indicated CN domain.

After aguard period of Tgac Secondsa RESET ACKNOWLEDGE message shall be returned to the CN, indicating that
all UEswhich wereinvolvedin acall are no longer transmitting and that all references at the UTRAN have been
cleared.

The RNC shall include the Global RNC-ID IE in the RESET ACKNOWLEDGE message. The Global RNC-1D | E shall
not be included in the RESET message.

I nteractionswith other procedures:

In case of interactions with other procedures, the Reset procedure shall always override all other procedures.
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8.26.2.2 Reset Procedure Initiated from the UTRAN

RNC CN
RESET >
4RESET ACKNOWLEDGE

Figure 30: Reset procedure initiated from the UTRAN. Successful operation.

In the event of afailure at the UTRAN which has resulted in the loss of transaction reference information, aRESET
message shall be sent to all CN nodes towards which the RNC has lu signalling connections established. This message
isused by the CN to release affected Radio Access Bearers and to erase a| affected references for the sending RNC.

The RNC shall include the Global RNC-1D IE in the RESET message.

After aguard period of Tgyr Seconds a RESET ACKNOWLEDGE message shall be returned to the UTRAN indicating
that all references have been cleared.

When aRESET ACKNOWLEDGE message is sent from a CN node towards an RNC for which the sending CN nodeis
not the default CN node, the Global CN-ID |E shall be included.

I nteractionswith other procedures:

In case of interactions with other procedures, the Reset procedure shall always override al other procedures.

8.26.3 Abnormal Conditions

8.26.3.1 Abnormal Condition at the CN

If the CN sends a RESET message to the RNC and receives no RESET ACKNOWLEDGE message within a period
Trar then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum
of "n" timeswhere n is an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g.
the maintenance system be informed.

8.26.3.2 Abnormal Condition at the UTRAN

If the RNC sends a RESET message to the CN and receives no RESET ACKNOWL EDGE message within a period
Traic then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum
of "n" times where n isan operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g.
the maintenance system be informed.

8.26.3.3 Crossing of Reset Messages

When an entity that has sent a RESET message and iswaiting for a RESET ACKNOWLEDGE message, instead
receives a RESET message from the peer entity, it shall stop timer Trac OF Trar @d Send a RESET ACKNOWLEDGE
message to the peer entity.
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8.27  Error Indication

8.27.1 General

The Error Indication procedure isinitiated by a node to report detected errorsin one incoming message, provided they
cannot be reported by an appropriate failure message.

If the error situation arises due to reception of amessage utilising dedicated signalling, then the Error Indication
procedure uses connection oriented signalling. Otherwise the procedure uses connectionless signalling.

8.27.2 Successful Operation
RNC

ERROR INDICATION

1
—

Figure 31: Error Indication procedure, CN originated. Successful operation.

RNC

ERROR INDICATION

|kl
Z

Figure 32: Error Indication procedure, RNC originated. Successful operation.

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure isinitiated by an ERROR
INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause | E or the Criticality Diagnostics |E.

Examples for possible cause values for protocol error indications are:

- "Transfer Syntax Error"

- "Semantic Error"

- "Message not compatible with receiver state'”.

If the ERROR INDICATION message is sent connectionless, the CN Domain Indicator |E shall be present.
If the ERROR INDICATION message is sent connectionless towards the CN, the Global RNC-1D |E shall be present.

When an ERROR INDICATION messageis sent connectionless from a CN node towards an RNC for which the
sending CN node is not the default CN node, the Global CN-I1D IE shall be included.
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8.27.3 Abnormal Conditions
Not applicable.

8.28 CN Deactivate Trace

8.28.1 General

The purpose of the CN Deactivate Trace procedure is to inform the RNC that it should stop producing atrace record for
the indicated trace reference. The procedure usesthe-connection oriented signalling.

8.28.2 Successful Operation

RNC

CN DEACTIVATE
TRACE

Figure 33: CN Deactivate Trace procedure. Successful operation.

The CN invokes Fthe CN Deactivate Trace procedure istaveked-by the CN-sending a CN DEACTIVATE TRACE
message to the UTRAN.

The CN DEACTIVATE TRACE message shall contain the Trace Reference |E and may contain the Trigger ID IE. The
Trace Reference |E and, if present, the Trigger ID |E are used to indicate which trace shall be stopped.

8.28.3 Abnormal Conditions

If the RNC receives a CN DEACTIVATE TRACE message with an unknown trace reference, the RNC shall take no
action.

8.29 Reset Resource

8.29.1 General

The purpose of the Reset Resource procedure isto initialise part of the UTRAN in the event of an abnormal failurein
the CN or vice versa (e.g. Signalling Transport processor reset). The procedure uses connectionless signalling.

8.29.1.1 Reset Resource procedure initiated from the RNC

Void

8.29.1.2 Reset Resource procedure initiated from the CN

Void.
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8.29.2 Successful Operation

8.29.2.1 Reset Resource procedure initiated from the RNC

RNC CN
RESET RESOURCE
»
RESET RESOURCE
ACKNOWLEDGE
<
I% [

Figure 34: RNC initiated Reset Resource procedure. Successful operation.

The RNC initiates thets procedure by sending a RESET RESOURCE message to the CN.

The RESET RESOURCE message shall include the CN Domain Indicator |E, the Global RNC-ID IE, the Cause |IE
| with the appropriate cause value (e.g. "Signalling Transport Resource Failure") and alist containing lu Signalling
Connection Identifier I1Es.

On reception of this message the CN shall release locally the resources and references (i.e. resources and lu signalling

| connectionidentifiers) associated to the lu signalling connection identifiers indicated in the received message. The CN
shall always return the RESET RESOURCE ACKNOWLEDGE message to the RNC when al |u-related resources and
references have been released and shall include the CN Domain Indicator 1E and alist of lu-Signalling-Cennection
Identifier lu Sgnalling Connection Identifier |Es. The listof lu Sgnalling Connection Identifier IEswithin the RESET
RESOURCE ACKNOWLEDGE message shall bein the same order as received in the RESET RESOURCE message.
Unknown signalling connection identifiers shall be reported as rel eased.

When a RESET RESOURCE ACKNOWLEDGE message is sent from a CN node towards an RNC for which the
sending CN node is not the default CN node, the Global CN-I1D IE shall be included.

| Boththe CN and the RNC shall provide meansto prevent the immediate re-assignment of released lu signalling
connection identifiers to minimise the risk that the Reset Resource procedure releases the same lu signaling connection
identifiersre-assigned to new lu connections.

8.29.2.2 Reset Resource procedure initiated from the CN

RNC CN
RESET RESOURCE

<

RESET RESOURCE
ACKNOWLEDGE

>

(— I

Figure 35: CN initiated Reset Resource procedure. Successful operation.

The CN initiates theis procedure by sending a RESET RESOURCE message to the RNC.

The RESET RESOURCE message shall include the CN Domain Indicator |E, the Cause |E with the appropriate cause
value (e.g. "Signalling Transport Resource Failure") and alist containing lu Sgnalling Connection Identifier 1Es.

When a RESET RESOURCE message is sent from a CN node towards an RNC for which the sending CN nodeis not
the default CN node, the Global CN-ID |E shall be included.

On reception of this message the RNC shall release locally the resources and references (i.e. radio resources and lu
signalling connection identifiers) associated to the specific CN node and lu signalling connection identifiers indicated in
the received message. The Global RNC-ID | E shall not beincluded in the RESET RESOURCE message. If no Global
CN-ID IE isincluded in the RESET RESOURCE message to indicate the sending CN node, the default CN node for the
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indicated CN domain shall be considered as sender. The RNC shall always return the RESET RESOURCE
ACKNOWLEDGE message to the CN when al lu-related resources and references have been released and shall
include the CN Domain Indicator |E, alist of lu Sgnalling Connection Identifier |Es and the Global RNC-ID IE. The
list of lu Sgnalling Connection Identifier |Eswithin the RESET RESOURCE ACKNOWLEDGE message shall bein
the same order asreceived in the RESET RESOURCE message. Unknown signalling connection identifiers shall be
reported as released.

Both the RNC and the CN shall provide means to prevent the immediate re-assignment of released lu signalling
connection identifiers to minimise the risk that the Reset Resource procedure releases the same [u signalling connection
identifiersre-assigned to new |u connections.

8.30 RAB Modification Request

8.30.1 General

The purpose of the RAB Modification Request procedureisto allow the RNC to initiate renegotiation of RABsfor a
given UE after RAB establishment. The procedure uses connection oriented signalling.

8.30.2 Successful Operation

RNC CN
RAB MODIFY
REQUEST

P>

Figure 36: RAB Modification procedure.

The RNC shall-initiates the procedure by generating a RAB MODIFY REQUEST message towards the CN and shall
include alist of RABs To Be Modified | Es. For each RAB requested to be modified the RABs To Be Modified Item | E of
the RAB MODIFY REQUEST message shall include the RAB ID IE, and the corresponding Requested RAB Parameter
Values |IE. The Requested RAB Parameter Values IE shadl list those RAB parameters the RNC would like modified and
the associated new RAB parameter valuesit is requesting. For any given RAB, the RNC shall be able to propose
modifications to any negotiable RAB parameters.

Upon reception of the RAB MODIFY REQUEST message, it is up to the CN to decide how to react to the request.

8.30.3 Abnormal Conditions
Not applicable.

8.31 Location Related Data

8.31.1 General

The purpose of the Location Related Data procedure is to provide the means to handle additional Ll ocation-related
requests over the luinterface: it alowsthe CN to either retrieve from the RNC deciphering keys (to be forwarded to the
UE) for the broadcasted assistance data, or request the RNC to deliver dedicated assistance data to the UE. The
procedure uses connection oriented signalling.
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8.31.2 Successful Operation

RNC CN

LOCATION RELATED DATA
REQUEST

<

LOCATION RELATED DATA
RESPONSE

Figure 37: Location Related Data procedure. Successful operation.

The CN initiates the procedure by generating an LOCATION RELATED DATA REQUEST message to the RNC.

Upon thereception of the LOCATION RELATED DATA REQUEST message, the RNC shall initiate the requested
function as-indicated in the Location Related Data Request TypelE.

The Location Related Data Request Type |E shall-indicates to the RNC whether:
- to start dedicated assistance data delivery to the UE, or
- tosend deciphering keys for broadcast assistance datato the CN.

If the LOCATION RELATED DATA REQUEST message included arequest for dedicated assistance datadelivery to
the UE, and if the dedicated assistance data was successfully delivered to the UE, the RNC shall respond tothe CN with
al OCATION RELATED DATA RESPONSE message containing no data.

If the LOCATION RELATED DATA REQUEST message included arequest for deciphering keys of broadcast
assi stance datadeciphering-keys, the RNC shall respond tothe CN withaLOCATION RELATED DATA RESPONSE
message containing the Broadcast Assistance Data Deciphering Keys IE.

8.31.2.1 Successful Operation for GERAN Iu mode

Upon the-reception of the LOCATION RELATED DATA REQUEST message, the BSS shall initiatethe requested
function as-indicated in the Location Related Data Request Type | E or the Location Related Data Request Type Specific
To GERAN lu Mode E.

In the sole case of arequest for GERAN lu mode specific positioning method, E-OTD, defined in [29], the LOCATION
RELATED DATA REQUEST message shall include the Location Related Data Request Type Specific To GERAN lu
Mode |E and not the Location Related Data Request Type |l E.

The Location Related Data Request Type |E or the Location Related Data Request Type Specific To GERAN lu Mode
|E shall indicate to the BSS whether:

- tostart dedicated assistance data delivery to the UE, or

- tosend deciphering keys for broadcast assistance datato the CN.
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8.31.3 Unsuccessful Operation

RNC CN

LOCATION RELATED DATA
« REQUEST

LOCATION RELATED DATA
FAILURE

Figure 38: Location Related Data procedure. Unsuccessful operation.

If the RNC was not able to successfully deliver the requested dedicated assistance data to the UE, or if the RNC is not
able to provide the requested deciphering keys, the RNC shall send aL OCATION RELATED DATA FAILURE
message including the Cause | E to the CN. The Cause |E shall indicate the appropriate cause value tothe CN, e.g.
"Dedicated Assistance data Not Available" or "Deciphering Keys Not Available'.

8.31.4 Abnormal Conditions

8.31.4.1 Abnormal Conditions for GERAN lu mode

If the Location Related Data Request Type |E and Location Related Data Request Type Specific To GERAN |u Mode |E
are both included inthe LOCATION RELATED DATA REQUEST message, the BSS shall reject the procedure by
sending theaLOCATION RELATED DATA FAILURE message.

If the Location Related Data Request Type|E is set to the value " Deciphering Keys for UE Based OTDOA" or
"Dedicated Assistance Datafor UE Based OTDOA", the BSS shall rgject the procedure by sending thea LOCATION
RELATED DATA FAILURE message.

8.32 Information Transfer

8.32.1 General

The purpose of the Information Transfer procedure isto transfer information from the CN to the RNC.

This procedure uses connectionless signaling.
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8.32.2 Successful Operation

RNC CN

INFORMATION TRANSFER
INDICATION

INFORMATION TRANSFER
CONFIRMATION

(I (I

Figure 39: Information Transfer procedure. Successful operation.

The CN initiates the procedure isinitiatedwithby sending an INFORMATION TRANSFER INDICATION message
sent-from-the CN-to the RNC.

NOTE: The CN should atleastinitiate the Information Transfer procedure at |east after the CN or the RNC has
performed the Reset procedure or whenever the respective information has changed in the CN.

| Upon reception of the INFORMATION TRANSFER INDICATION message, the RNC shall store the received
information and use it according to its purpose.

The INFORMATION TRANSFER INDICATION message shall contain the following IEs:
- Information Transfer ID
- Provided Data
- CNDomain Indicator.

When aCN node sends this message towards an RNC for which it is not the default CN node, the Global CN-ID |E
shall beincluded.

If the RNC is able to process the information contained in the Provided Data IE, it shall respond with the
INFORMATION TRANSFER CONHRMATION message provided with the same Information Transfer ID IE asthe
onereceived in the INFORMATION TRANSFER INDICATION message.

The RNC shall include the Global RNC-1D |E and the CN Domain Indicator |E in the INFORMATION TRANSFER
CONFIRMATION message.

If the Provided Data | E contains the Shared Network Information | E, the RNC shall replace existing Shared Network
Information provided in a previous Information Transfer procedure by the newly provided Shared Network Information.
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8.32.3 Unsuccessful Operation

RNC CN

INFORMATION TRANSFER
INDICATION

INFORMATION TRANSFER
FAILURE

(I (I

Figure 40: Information Transfer procedure. Unsuccessful operation.

If the RNC is not able to process the information contained in the Provided Data | E the RNC shall regard the

Information Transfer procedure as failed and send the INFORMATION TRANSFER FAILURE message to the CN.
| The message shall include the same content-iavalue of the Information Transfer ID |E asreceived in the

INFORMATION TRANSFER INDICATION message and set the Cause | E to an appropriate value.

The RNC shall include the Global RNC-ID |E and the CN Domain Indicator I1E in the INFORMATION TRANSFER
FAILURE message.

8.32.4 Abnormal Conditions

None.

8.33  UE Specific Information

8.33.1 General

The purpose of the UE Specific Information procedure isto transfer from the CN to the RNC data from-the CN-to-the
RNC related to a particular UE and a particular communication.

The procedure uses connection oriented signalling.

8.33.2  Successful Operation

RNC CN

UE SPECIFIC INFORMA[TION
INDICATION

<

Figure 40A: UE Specific Information procedure. Successful operation.

The UE SPECIFIC INFORMATION INDICATION message may include the UESBI-Iu IE.

The RNC shall, if supported, use the UESBI-1u |E when received in the UE SPECIFIC INFORMATION INDICATION
message.
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9 Elements for RANAP Communication

9.1 Message Functional Definition and Content

911 General

Subclause 9.1 presents the contents of RANAP messagesin tabular format. The corresponding ASN.1 definitionis
presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.1 and the ASN.1
definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional |Es,
where the tabular format shall take precedence.

NOTE:  Themessages have been defined in accordance to the guidelines specified in [18].
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9.1.2 Message Contents

9.1.2.1 Presence

All information elements in the message descriptions below are marked mandatory, optional or conditional according to
table 4.

Table 4: Meaning of abbreviations used in RANAP messages

Abbreviation Meaning
M IEs marked as Mandatory (M) shall always be included in the
message.
(0] IEs marked as Optional (O) may or may not be included in the
message.
C IEs marked as Conditional (C) shall be included in a message only if
the condition is satisfied. Otherwise the IE shall not be included.

9.1.2.2 Criticality

Each Information Element or Group of Information Elements may have criticality information applied to it.
Following cases are possible:

Table 5: Meaning of content within “Criticality” column

Abbreviation Meaning

- No criticality information is applied explicitly.

YES Criticality information is applied. This is usable only for non-
repeatable IEs
GLOBAL The IE and all its repetitions together have one common criticality
information. This is usable only for repeatable IEs.
EACH Each repetition of the IE has its own criticality information. It is not

allowed to assign different criticality values to the repetitions. This is
usable only for repeatable IEs.

9.1.2.3 Range

The Range column indicates the allowed number of copies of repetitive |ES/IE groups.

9.1.2.4 Assigned Criticality
This column provides the actual criticality information as defined in subclause 10.3.2, if applicable.

9.1.3 RAB ASSIGNMENT REQUEST

This message is sent by the CN to request the establishment, modification or release of one or more RABsfor the same
UE.

Direction: CN® RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs To Be Setup Or (0] YES ignore
Modified List
>RABs To Be Setup 1to
Or Modified Item IEs <maxnoofRABs>
>>First Setup Or M Grouping EACH reject
Modify Iltem reason:
same
criticality
>>>RAB ID M 9.21.2 The same -
RAB ID must
only be
present in
one group.
>>>NAS o 9.2.3.18 -
Synchronisation
Indicator
>>>RAB o 9.2.1.3 Includes all -
Parameters necessary
parameters
for RABs
(both for
MSC and
SGSN)
including
QoS.
>>>User Plane O -
Information
>>>>User Plane M 9.2.1.18 -
Mode
>>>>UP Mode M 9.2.1.19 -
Versions
>>>Transport @] -
Layer Information
>>>>Transport M 9.221 -
Layer Address
>>>>[u M 9222 -
Transport
Association
>>>Service 0] 9.2.141 -
Handover
>>>GERAN BSC @) 9.2.1.58 -
Container
>>Second Setup Or | M Grouping EACH ignore
Modify Item reason:
same
criticality
>>> PDP Type o 9.2.1.40 -
Information
>>>Data Volume o 9.2.1.17 -
Reporting
Indication
>>>DL GTP-PDU o 9.2.2.3 -
Sequence Number
>>>UL GTP-PDU o 9.2.24 -
Sequence Number
>>>DL N-PDU @) 9.2.1.33 -
Sequence Number
>>>UL N-PDU o 9.2.1.34 -
Sequence Number
>>>Alternative o 9.2.143 YES ignore
RAB Parameter
Values
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
RABs To Be Released 0] YES ignore
List
>RABs To Be 1to EACH ignore
Released Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.2.14 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.14 RAB ASSIGNMENT RESPONSE

Thismessage is sent by the RNC to report the outcome of the request from the RAB ASSIGNMENT REQUEST

message.
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Direction: RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Setup Or Modified | O YES ignore
List
>RABs Setup Or 1to EACH ignore
Modified Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Transport Layer (0] 9.22.1 -
Address
>>|u Transport (0] 9.2.2.2 -
Association
>>DL Data Volumes | O -
>>>Data Volume 1lto -
List <maxnoofVol>
>>>>Unsuccessful | M 9.2.3.12 -
ly Transmitted DL
Data Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
>>Assigned RAB (0] 9.2.144 YES ignore
Parameter Values
RABs Released List (@) YES ignore
>RABs Released Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>DL Data Volumes | O -
>>>Data Volume 1lto -
List <maxnoofVol>
>>>>Unsuccessful | M 9.2.3.12 -
ly Transmitted DL
Data Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
>>DL GTP-PDU (0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU O 9224 -
Sequence Number
RABs Queued List (0] YES ignore
>RABs Queued Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
RABs Failed To Setup Or | O YES ignore
Modify List
>RABs Failed To 1lto EACH ignore
Setup Or Modify Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
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one group.
>>Cause M 9.21.4 -
GERAN Iu mode specific | O This applies YES ignore
RABs Failed To Setup Or only in
Modify List GERAN Ilu
mode case.
> GERAN Ilu mode 1to EACH ignore
specific RABs Failed <maxnoofRABs>
To Setup Or Modify
Item IEs
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.2.14 -
>>GERAN O 9.2.1.57 - -
Classmark
RABs Failed To Release (0] YES ignore
List
>RABs Failed To 1to EACH ignore
Release Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.2.1.4. -
Criticality Diagnostics 0 9.2.1.35 YES ignore
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.
9.1.5 RAB RELEASE REQUEST
Thismessageis sent by the RNC; to request the CN to rel ease one or more RABsfor the same UE.
Direction: RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
RABs To Be Released M YES ignore
List
>RABs To Be 1to EACH ignore
Released Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.21.4 -
Range bound Explanation

maxnoofRABs

Maximum no. of RABs for one UE. Value is 256.

9.1.6 IU RELEASE REQUEST

This message is sent by the RNC to request the CN to rel ease the |u connection.

Direction: RNC ® CN.

3GPP




Release 5

77

Signalling bearer mode: Connection oriented.

3GPP TS 25.413 V5.6.0 (2003-09)

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Cause M 9.21.4 YES ignore
9.1.7 IU RELEASE COMMAND
This message is sent by the CN to order the RNC to release all resources related to the lu connection.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.21.4 YES ignore
9.1.8 IU RELEASE COMPLETE
Thismessage is sent by the RNC asaresponse to the IlU RELEASE COMMAND message.
Direction: RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
RABs Data Volume (0] YES ignore
Report List
>RABs Data Volume 1to EACH ignore
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>RAB Data MO -
Volume Report List
>>>RAB Data 1lto -
Volume Report <maxnoofVol>
Item IEs
>>>>Unsuccessfull | M 9.2.3.12 -
y Transmitted DL
Data
Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
RABs Released List (0] YES ignore
>RABs Released Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU o] 9.22.3 -
Sequence Number
>>UL GTP-PDU o] 9.22.4 -
Sequence Number
Criticality Diagnostics (@) 9.2.1.35 YES ignore
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Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.
9.1.9 RELOCATION REQUIRED

Thismessageis sent by the source RNC to inform the CN that arelocation isto be performed.

Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Relocation Type M 9.2.1.23 YES reject
Cause M 9.21.4 YES ignore
Source ID M 9.2.1.24 YES ignore
Target ID M 9.2.1.25 YES reject
MS Classmark 2 C- 9.2.1.26 As-definedin YES reject
ifGSMtarget [Bok
MS Classmark 3 C- 9.2.1.27 Asdatinadin YES ignore
ifGSMtarget Hek

Source RNC To Target C- 9.2.1.28 YES reject
RNC Transparent ifUMTStarge
Container t
Old BSS To New BSS o 9.2.1.29 Codedes YES ignore
Information theQldBESS

to-NewBSS

i -

alements

fieldbatthe

QldBssa

NewBSS

hafermatien

{Edofined-iy

fil-Can

optionally be

used if GSM

target but

not used for

UMTS

target.
GERAN Classmark 0] 9.2.1.57 YES ignore

Condition Explanation
ifGSMtarget This IE shall be present if the Target ID IE contains a CGI IE.
ifUMTStarget This IE shall be presentif the Target ID |IE contains a Target RNC-ID
IE.
9.1.10 RELOCATION REQUEST

Thismessageis sent by the CN to request the target RNC to allocate necessary resources for arel ocation.

Direction: CN® RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Permanent NAS UE o} 9.23.1 YES ignore
Identity
Cause M 9.2.14 YES ignore
CN Domain Indicator M 9.2.15 YES reject
Source RNC To Target M 9.2.1.28 YES reject
RNC Transparent
Container
RABs To Be Setup List 0 YES reject
>RABs To Be Setup 1to EACH reject
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>NAS (0] 9.2.3.18 -
Synchronisation
Indicator
>>RAB Parameters M 9.2.1.3 -
>>Data Volume C -ifPS 9.2.1.17 -
Reporting
Indication
>> PDP Type C —ifPS 9.2.140 -
Information
>>User Plane M -
Information
>>>User Plane M 9.2.1.18 -
Mode
>>>UP Mode M 9.2.1.19 -
Versions
>>Transport Layer M 9.221 -
Address
>>|u Transport M 9.2.2.2 -
Association
>>Service Handover | O 9.2.141 -
>> Alternative RAB (0] 9.2.143 YES Ignore
Parameter Values
>>GERAN BSC (0] 9.2.1.58 -
Container
Integrity Protection (0] 9.2.1.11 Integrity YES ignore
Information Protection
Information
includes key
and
permitted
algorithms.
Encryption Information (0] 9.2.1.12 Encryption YES ignore
Information
includes key
and
permitted
algorithms.
lu Signalling Connection M 9.2.1.38 YES ignore
Identifier
Global CN-ID (@) 9.2.1.46 YES reject
SNA Access Information (@) 9.2.3.24 YES ignore
UESBFIuU O 9.2.1.59 YES ignore
Condition Explanation

IfPS

domain".

This IE shall be present if the CN domain indicator IE is set to "PS
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Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.11 RELOCATION REQUEST ACKNOWLEDGE

Thismessageis sent by the target RNC to inform the CN about the result of the resource alocation for the requested

relocation.

Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Message Type M 9.2.1.1 YES reject

Target RNC To Source @] 9.2.1.30 YES ignore

RNC Transparent

Container

New BSS To Old BSS o 9.2.1.47 Defined in YES ignore

Information [11].

RABs Setup List 0] YES ignore
>RABs Setup ltem 1to EACH reject
IEs <maxnoofRABs>

>>RAB ID M 9.2.1.2 -
>>Transport Layer @] 9.221 IPV6 or IPv4 -
Address address if no
other TLA
included.
IPv4
address if
other TLA
included.
>>|u Transport o 9.2.2.2 Related to -
Association TLA above.
>>Assigned RAB (0] 9.2.144 YES ignore
Parameter Values
>>Transport Layer (0] 9.2.2.1 IPv6 YES ignore
Address address if
included.
>>|u Transport (0] 9.2.2.2 Related to YES ignore
Association TLA above.

RABs Failed To Setup (@) YES ignore

List
>RABs Failed To 1to EACH ignore
Setup Item IEs <maxnoofRABs>

>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Chosen Integrity Protection | O 9.2.1.13 Indicates the YES ignore
Algorithm Integrity
Protection
algorithm
that will be
used by the
target RNC.
Chosen Encryption @) 9.2.1.14 Indicates the YES ignore
Algorithm Encryption
algorithm
that will be
used by the
target RNC.
Criticality Diagnostics 0 9.2.1.35 YES ignore
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Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.

9.1.12 RELOCATION COMMAND

Thismessageis sent by the CN to the source RNC to inform that resources for the relocation are allocated in the target

RNC.

Direction: CN® RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Message Type M 9.211 YES reject

Target RNC To Source RNC | O 9.2.1.30 YES reject

Transparent Container

Inter-System Information @) 9.2.1.48 YES ignore

Transparent Container

L3 Information 0] 9.2.1.31 Coded-as YES ignore

thevalie
partotthe
ayer3
lafermeation
lEdefined-in
eehuding
the-Element
entif
thelangth
fields)-

RABs To Be Released List | O YES ignore
>RABs To Be Released 1to EACH ignore
Item IEs <maxnoofRABs>

>>RAB ID M 9.2.1.2 -

RABs Subject To Data o] YES ignore

Forwarding List
>RABs Subject To Data 1to EACH ignore
Forwarding Item IEs <maxnoofRABs>

>>RAB ID M 9.2.1.2 -
>>Transport Layer M 9.221 IPV6 or IPv4 -
Address address if no
other TLA
included.
IPv4 address
if other TLA
included.
>>|u Transport M 9.2.2.2 Related to -
Association TLA above.
>>Transport Layer @) 9.22.1 IPv6 address YES ignore
Address if included.
>>|u Transport o 9.2.2.2 Related to YES ignore
Association TLA above.
Criticality Diagnostics 0] 9.2.1.35 YES ignore
Range bound Explanation

maxnoofRABs

Maximum no. of RABs for one UE. Value is 256.

9.1.13 RELOCATION DETECT

Thismessage is sent by the target RNC to inform the CN that the rel ocation execution trigger has been received.
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Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES Ignore
9.1.14 RELOCATION COMPLETE
This messageis sent by the target RNC to inform the CN that the relocation is compl eted.
Direction: RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
9.1.15 RELOCATION PREPARATION FAILURE
Thismessage is sent by the CN to the source RNC if the rel ocation preparation failed.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics 0 9.2.1.35 YES ignore
Inter-System Information @) 9.2.1.48 YES ignore
Transparent Container
9.1.16 RELOCATION FAILURE
Thismessageis sent by the target RNC to inform the CN that the requested resource alocation failed.
Direction: RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.2.1.4 YES ignore
Criticality Diagnostics (@) 9.2.1.35 YES ignore
New BSS to Old BSS (0] 9.2.1.47 Defined in YES ignore
Information [11]
GERAN Classmark o 9.2.1.57 YES ignore

9.1.17 RELOCATION CANCEL

This messageis sent by the source RNC to the CN to cancel an ongoing relocation.

Direction: RNC ® CN.
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Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.21.4 YES ignore
9.1.18 RELOCATION CANCEL ACKNOWLEDGE
Thismessage is sent by the CN to the source RNC when the rel ocation has been cancelled.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Criticality Diagnostics 0 9.2.1.35 YES ignore
9.1.19 SRNS CONTEXT REQUEST
Thismessageis sent by the CN to the source RNC to indicate the PS RABs for which context transfer shall be
performed.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Subject To Data M YES ignore
Forwarding List
>RABs Subject To 1to EACH reject
Data Forwarding Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.

9.1.20 SRNS CONTEXT RESPONSE

Thismessageis sent by the source RNC as aresponse to SRNS CONTEXT REQUEST message.

Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Contexts List (0] YES ignore
>RABs Contexts Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU O 9.2.2.3 -
Sequence Number
>>UL GTP-PDU (0] 9.22.4 -
Sequence Number
>>DL N-PDU (0] 9.2.1.33 -
Sequence Number
>>UL N-PDU O 9.2.1.34 -
Sequence Number
RABs Contexts Failed To (0] YES ignore
Transfer List
>RABs Contexts 1to EACH ignore
Failed To Transfer <maxnoofRABs>
Item IEs
>>RAB ID M 9.2.1.2 -
>>Cause M 9.21.4 -
Criticality Diagnostics 0 9.2.1.35 YES ignore
Range bound Explanation

maxnoofRABs

Maximum no. of RABs for one UE. Value is 256.

9.1.21

SRNS DATA FORWARD COMMAND

Thismessageis sent by the CN to the RNC to trigger the transfer of N-PDUs from the RNC to the CN in intersystem
change or in some further cases described in [21].

Direction: CN® RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
RABs Subject To Data (0] YES ignore
Forwarding List
>RABs Subject To 1to EACH ignore
Data Forwarding Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 -
>>Transport Layer M 9221 -
Address
>>|u Transport M 9.2.2.2 -
Association
Range bound Explanation

maxnoofRABs

Maximum no. of RABs for one UE. Value is 256.

9.1.22

FORWARD SRNS CONTEXT

Thismessageis sent either by the source RNC to the CN or by the CN to the target RNC to transfer the SRNS Context.

Direction: CN® RNC and RNC® CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
RAB Contexts List M YES ignore
>RAB Contexts Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU @) 9.2.23 -
Sequence
Number
>>UL GTP-PDU @) 9.2.24 -
Sequence
Number
>>DL N-PDU 0] 9.2.1.33 -
Sequence Number
>>UL N-PDU 0] 9.2.1.34 -
Sequence Number
Source RNC PDCP context @] 9.2.1.54 YES ignore
info
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.23 PAGING
Thismessage is sent by the CN to requestthe UTRAN to page a specific UE.
Direction: CN® RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Permanent NAS UE Identity | M 9.2.3.1 YES ignore
Temporary UE Identity 0] 9.2.3.2 YES ignore
Paging Area ID @) 9.2.1.21 YES ignore
Paging Cause ®) 9.2.3.3 YES ignore
Non Searching Indication ©) 9.2.1.22 YES ignore
DRX Cycle Length o 9.2.1.37 YES ignore
Coefficient
Global CN-ID 0 9.2.1.46 YES ignore

9.1.24 COMMON ID

Thismessageis sent by the CN to inform the RNC about the permanent NAS UE identity for auser. It may include

additional information.

Direction: CN® RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Permanent NAS UE Identity | M 9.2.3.1 YES ignore
SNA Access Information O 9.2.3.24 YES ignore
UESBIFIu @] 9.2.1.59 YES ignore
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Thismessageis sent by the CN to request the RNC to start to produce a trace record.

Direction: CN® RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Trace Type M 9.2.1.6 YES ignore
Trace Reference M 9.2.1.8 YES ignore
Trigger ID 0 9.2.1.7 YES ignore
UE Identity 0 9.2.1.9 YES ignore
OMC ID o] 9.2.1.10 YES ignore
9.1.26 SECURITY MODE COMMAND
Thismessageis sent by the CN to trigger the integrity and ciphering functions over the radio interface.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Integrity Protection M 9.2.1.11 Integrity YES reject
Information information
includes
key and
permitted
algorithms.
Encryption Information (0] 9.2.1.12 Encryption YES ignore
information
includes
key and
permitted
algorithms.
Key Status M 9.2.1.36 YES reject
9.1.27 SECURITY MODE COMPLETE
Thismessageis sent by the RNC as a successful responsetoa SECURITY MODE COMMAND message.
Direction; RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Chosen Integrity Protection M 9.2.1.13 YES reject
Algorithm
Chosen Encryption 0] 9.2.1.14 YES ignore
Algorithm
Criticality Diagnostics 0 9.2.1.35 YES ignore
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Thismessageis sent by the RNC as an unsuccessful response toaSECURITY MODE COMMAND message.
Direction: RNC® CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type 9.211 YES reject
Cause 9.21.4 YES ignore
Criticality Diagnostics 9.2.1.35 YES ignore
9.1.29 LOCATION REPORTING CONTROL
Thismessageis sent by the CN to initiate, modify or stop location reporting from the RNC to the CN.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Request Type M 9.2.1.16 YES ignore
Vertical Accuracy Code @) 9.2.1.46a YES Ignore
Response Time o] 9.2.1.46b YES Ignore
Positioning Priority 0] 9.2.1.46¢C YES Ignore
Client Type o] 9.2.1.46d YES ignore
9.1.30 LOCATION REPORT

Thismessageis sent by the RNC to the CN with information about the UE location.
Direction: RNC® CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Area |dentity (@) 9.2.3.10 YES ignore
Cause (6] 9.2.1.4 YES ignore
Request Type o 9.2.1.16 YES ignore
Last Known Service Area o 9.2.3.22 YES ignore
Position Data (0] 9.2.3.27 Optional for YES ignore
UTRAN
only.
Position Data Specific To (0] 9.2.3.28 Coded as YES ignore
GERAN Ilu Mode the value
part of the
Positioning
Data IE
defined in
[34].
Optional for
GERAN lu
mode only.
Not
applicable
for UTRAN.
9.1.31 DATAVOLUME REPORT REQUEST
Thismessageis sent by the CN to request unsuccessfully transmitted data volumes for specific RABs.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Data Volume Report | M YES ignore
List
>RABs Data Volume 1to EACH reject
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.32 DATAVOLUME REPORT

Thismessage is sent by the RNC and informs the CN about unsuccessfully transmitted data volumes for requested

RABs.

Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Data Volume Report | O YES ignore
List
>RABs Data Volume 1lto EACH ignore
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>RAB Data (0] -
Volume Report List
>>>RAB Data 1to -
Volume Report <maxnoofVol>
Item IEs
>>>>Unsuccessf | M 9.23.12 -
ully Transmitted
DL Data Volume
>>>>Data O 9.2.3.13 -
Volume
Reference
RABs Failed To Report (0] YES ignore
List
>RABs Failed To Report 1lto EACH ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.21.4 -
Criticality Diagnostics 0 9.2.1.35 YES ignore
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.
9.1.33 INITIAL UE MESSAGE
Thismessageis sent by the RNC to transfer the radio interface initia layer 3 message to the CN.
Direction: RNC® CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
CN Domain Indicator M 9.2.1.5 YES ignore
LAI M 9.2.3.6 YES ignore
RAC C-ifPS 9.2.3.7 YES ignore
SAIl M 9.2.3.9 YES ignore
NAS-PDU M 9.2.35 YES ignore
lu Signalling Connection M 9.2.1.38 YES ignore
Identifier
Global RNC-ID M 9.2.1.39 YES ignore
GERAN Classmark (@) 9.2.1.57 YES ignore
Condition Explanation

ifPS

domain”.

This IE shall be present if the CN Domain Indicator IE is set to “PS

9.1.34 DIRECT TRANSFER

Thismessageis sent by both the CN and the RNC and is used for carrying NASinformation over the lu interface.

Direction: RNC® CN and CN® RNC.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
NAS-PDU M 9.2.35 YES ignore
LAI (@) 9.2.3.6 YES ignore
RAC o 9.2.3.7 YES ignore
SAIl (@) 9.2.3.9 YES ignore
SAPI (@) 9.2.3.8 YES ignore
9.1.35 CNINFORMATION BROADCAST REQUEST
Void.
9.1.36 CNINFORMATION BROADCAST CONFIRM
Void.
9.1.37 CNINFORMATION BROADCAST REJECT
Void.
9.1.38 OVERLOAD
Thismessageis sent by both the CN and the RNC to indicate that the node is overloaded.
Direction; RNC® CNandCN® RNC.
Signalling bearer mode:; Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Number Of Steps o] 9.2.1.32 YES ignore
Global RNC-ID ©) 9.2.1.39 YES ignore
CN Domain Indicator 0] 9.2.15 YES ignore
Global CN-ID o] 9.2.1.46 YES ignore
9.1.39 RESET
This message is sent by both the CN and the RNC and is used to request that the other node shall-be reset.
Direction; RNC® CNandCN® RNC.
Signaling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.2.14 YES ignore
CN Domain Indicator M 9.2.15 YES reject
Global RNC-ID O 9.2.1.39 YES ignore
Global CN-ID @] 9.2.1.46 YES ignore

9.140 RESET ACKNOWLEDGE
This messageis sent by both the CN and the RNC as a response to a RESET message.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
CN Domain Indicator M 9.2.15 YES reject
Criticality Diagnostics (@) 9.2.1.35 YES ignore
Global RNC-ID (@) 9.2.1.39 YES ignore
Global CN-ID (@) 9.2.1.46 YES ignore
9.141 ERROR INDICATION

This messageis sent by both the CN and the RNC and is used to indicate that some error has been detected in the node.

Direction: RNC® CNand CN® RNC.

Signalling bearer mode: Connection oriented or connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned

reference description Criticality
Message Type M 9.2.1.1 YES ignore
Cause (@) 9.2.14 YES ignore
Criticality Diagnostics (@) 9.2.1.35 YES ignore
CN Domain Indicator (6] 9.2.1.5 YES ignore
Global RNC-ID o 9.2.1.39 YES ignore
Global CN-ID o 9.2.1.46 YES ignore

9.142 CNDEACTIVATE TRACE
Thismessageis sent by the CN to reguest the RNC to stop producing atrace record for the indicated tracereference.

Direction: CN > RNC.
Signalling bearer mode: Connection Oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Trace Reference M 9.2.1.8 YES ignore
Trigger ID (@) 9.2.1.7 YES ignore

9.143 RANAP RELOCATION INFORMATION

Thismessageis part of aspecial RANAP Relocation Information procedure, and is sent between RNCs during

Relocation.

Direction: RNC - RNC.

Signalling bearer mode: Not applicable.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Direct Transfer (0] YES ignore
Information List
>Direct Transfer 1 to <maxnoofDT> Information EACH ignore
Information ltem IEs received in
one or more
DIRECT
TRANSFER
messages
and that
needs to be
transferred
to target
RNC for
further
transmissio
n to the UE.
>>NAS-PDU M 9.2.35 -
>>SAPI M 9.2.3.8 -
>>CN Domain M 9.2.15 -
Indicator
RAB Contexts List O YES ignore
>RAB Contexts Item IEs 1to EACH ignore
<maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU (0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU O 9.224 -
Sequence Number
>>DL N-PDU (0] 9.2.1.33 -
Sequence Number
>>UL N-PDU (0] 9.2.1.34 -
Sequence Number
Source RNC PDCP context (0] 9.2.1.54 YES ignore
info
Range bound Explanation

maxnoofDT

Maximum no. of DT information. Value is 15.

maxnoofRABs

Maximum no. of RABs for one UE. Value is 256.

9.144 RESET RESOURCE

Thismessageis sent by either the CN or the RNC. The sending entity informsthe receiving entity that the sending-it
requests the receiving entity to release resources and references associated tothe lu signalling connection identifiers ia

of the message.

Direction: RNC® CN and CN <® RNC.

Signaling bearer mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
CN Domain Indicator M 9.2.1.5 YES reject
Cause M 9.2.1.4 YES ignore
Reset Resource List M YES ignore
>Reset Resource ltem 1to EACH reject
IEs <maxnoofluSigCo
nlds>
>>|u Signalling M 9.2.1.38 -
Connection Identifier
Global RNC-ID ®) 9.2.1.39 YES ignore
Global CN-ID o] 9.2.1.46 YES ignore
Range bound Explanation

maxnoofluSigConlds

Maximum no. of lu signalling connection identifiers. Value is 250.

3GPP




Release 5

94

9.1.45 RESET RESOURCE ACKNOWLEDGE
Thismessage is sent by either the CN or the RNC to inform the GN-RNC or the CNRNC that the RESET RESOURCE

message has been received.

Direction: RNC® CN and CN <® RNC.

Signalling bearer mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
CN Domain Indicator M 9.2.1.5 YES reject
Reset Resource List M YES ignore
>Reset Resource 1to This list EACH reject
Item IEs <maxnoofluSigCo shall be in
nids> the same
order as the
list received
in the
RESET
RESOURC
E message.
>>|u Signalling M 9.2.1.38 -
Connection
Identifier
Global RNC-1D 0 9.2.1.39 YES ignore
Criticality Diagnostics 0] 9.2.1.35 YES ignore
Global CN-ID 0 9.2.1.46 YES ignore
Range bound Explanation

maxnoofluSigConlds

Maximum no. of lu signalling connection identifiers. Value is 250.

9.1.46

Direction: RNC ® CN.

RAB MODIFY REQUEST

Thismessageis sent by the RNC to the CN to request modification of one or more RABsfor the same UE.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigne
reference description Criticalit
Message Type M 9.2.1.1 YES Ignore
RABs To Be Modified List M YES Ignore
>RABs To Be Modified 1to EACH Ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.21.2 Uniquely -
identifies the
RAB for a
specific CN
domain, for a
particular UE.
>> Requested RAB M 9.2.145 Includes RAB -
Parameter Values parameters for
which different
values than
what was
originally
negotiated are
being
requested.
Range bound Explanation
maxnoofRABS Maximum no. of RABs for one UE. Value is 256.
9.147 LOCATION RELATED DATA REQUEST
Thismessage is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to
retrieve deciphering keysfor the broadcasted assistance data.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Location Related Data @) 9.2.3.19 Mandatory YES reject
Request Type for UTRAN.
Optional for
GERAN lu
Mode.
Location Related Data (@) 9.2.3.26 Optional for YES reject
Request Type Specific To GERAN Ilu
GERAN Iu Mode Mode only.
Not
applicable
for UTRAN.

9.1.48

LOCATION RELATED DATA RESPONSE

| Thismessageis sent by the RNC to-repert-theas a successful responseof-theto aLOCATION RELATED DATA

REQUEST message.
Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Broadcast Assistance Data (0] 9.2.3.20 YES ignore

Deciphering Keys

9.1.49

LOCATION RELATED DATA FAILURE

| This messageis sent by the RNC to report thean unsuccessful response ef-theto al OCATION RELATED DATA

REQUEST message.

Direction: RNC ® CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.21.4 YES ignore
9.1.50 INFORMATION TRANSFER INDICATION
Thismessage is sent by the CN to transfer information to an RNC.
Direction: CN® RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Information Transfer ID M 9.2.1.55 YES reject
Provided Data M 9.2.1.56 YES reject
CN Domain Indicator M 9.2.1.5 YES reject
Global CN-ID o 9.2.1.46 YES ignore
9.1.51 INFORMATION TRANSFER CONFIRMATION
| Thismessageis sent by the RNC to-report-theas a successful outcore of-the request-from theresponse to an
INFORMATION TRANSFER INDICATION message.
Direction: RNC® CN.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Criticality Diagnostics 0 9.2.1.35 YES ignore
Global RNC-ID M 9.2.1.39 YES ignore
9.1.52 INFORMATION TRANSFER FAILURE

Thismessageis sent by the RNC as an unsuccessful response to an INFORMATION TRANSFER INDICATION

messageif-thehformationTransterfailed.

Direction: RNC ® CN.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Cause M 9.21.4 YES ignore
Criticality Diagnostics 0 9.2.1.35 YES ignore
Global RNC-ID M 9.2.1.39 YES ignore
9.1.53 UE SPECIFIC INFORMATION INDICATION
Thismessageis sent by the CN to inform the RNC about information related to this connection.
Direction: CN® RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
UESBLIu o 9.2.1.59 YES ignore
9.2 Information Element Definitions
9.2.0 General

Subclause 9.2 presents the RANAP | E definitions in tabular format. The corresponding ASN.1 definitionis presented in
subclause 9.3. In case there is contradiction between the tabular format in subclause 9.2 and the ASN.1 definition, the
ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the
tabular format shall take precedence.

When specifying information elements which are to be represented by bitstrings, if not otherwise specifically stated in
the semantics description of the concerned |E or elsewhere, the following principle applies with regards to the ordering
of bits:

- Thefirst bit (Ieftmost bit) contains the most significant bit (MSB);
- Thelast it (rightmost bit) containsthe least significant bit (L SB);

- When importing bitstrings from other specifications, the first bit of the bitstring contains thefirst bit of the
concerned information;

9.2.1 Radio Network Layer Related IEs

9.2.1.1 Message Type

The Message Type |E uniquely identifies the message being sent. It is mandatory for all messages.
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IE/Group Name Presence | Range | IEtype and reference Semantics description
Message Type Assumed max no of messages
is 256.
>Procedure Code M (RAB Assignment,

RAB Release Request,
lu Release Request,
lu Release,

Relocation Preparation,
Relocation Resource
Allocation,

Relocation Detect,
Relocation Complete
Relocation Cancel,
SRNS Context
Transfer,

SRNS Data Forwarding
Initiation,

SRNS Context
Forwarding from
Source RNC to CN,
SRNS Context
Forwarding to Target
RNC from CN,

Paging,

Common ID,

CN Invoke Trace,
Security Mode Control,
Location Reporting
Control

Location Report,

Data Volume Report,
Initial UE Message
Direct Transfer,
Overload Control,
Reset,

Error Indication,

CN Deactivate Trace,
RANAP Relocation
Information,

Reset Resource,

RAB Modify Request,
Location Related Data,
Information Transfer,
UE Specific
Information)

>Type of Message M CHOICE

(Initiating Message,
Successful Outcome,
Unsuccessful Outcome,
Qutcome, ...)

9.2.1.2 RAB ID

This element uniquely identifiesthe-aradio access bearer for a specific CN domain for a particular UE, which makes
the RAB ID unique over one lu connection. The RAB 1D shall remain the same for the duration of the RAB even when
the RAB is relocated to another |u connection.

The purpose of the element is to bind data stream from the Non- A ccess Stratum point of view (e.g. bearer of cal or
PDP context) and radio access bearer in Access Stratum. The valueis also used in the RNC to relate Radio Bearersto a
RAB. The content of thisinformation element is transferred unchanged from the CN node (i.e; MSC or SGSN) viathe
RNC to the UE by RANAP messages and RRC messages. For RRC messages refer to [10].

The element contains binary representation of either the Stream Identifier (SI) for CS domain or the Network Service
Access Point Identifier (NSAPI) for PS domain. Theseidentifiers are coded in the RAB 1D element in accordance with
the coding of the Stream Identifier |E and with the coding of the NSAPI IE in [8].
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IE/Group Name Presence Range IE type and Semantics description
reference
RAB ID M BIT STRING
(8)
9.2.1.3 RAB Parameters

The purpose of the RAB parameters | E group and other parameters within the RAB parameters |E group is to indicate
al RAB attributes as defined in [ 7] for both directions.

IE/Group Name Presence Range IE type and Semantics description
reference
RAB parameters
>Traffic Class M ENUMERATED Desc.: This IE indicates the type
(convers ational, of application for which the
streaming, Radio Access Bearer service is
interactive, optimised
background, ...)
>RAB Asymmetry M ENUMERATED | Desc.: This IE indicates
Indicator (Symmetric asymmetry or symmetry of the
bidirectional, RAB and traffic direction
Asymmetric Uni
directional
downlink,
Asymmetric Uni
directional
Uplink,
Asymmetric
Bidirectional, ...)
>Maximum Bit Rate M 1 to <nbr- INTEGER Desc.: This IE indicates the
SeparateTrafﬁcD'r (116,000,000) maximum number of bits
ections> delivered by UTRAN and to
UTRAN at a SAP within a period
of time, divided by the duration
of the period.
The unit is: bit/s
Usage:
When nbr-
SeparateTrafficDirections is
equal to 2, then Maximum Bit
Rate attribute for downlink is
signalled first, then Maximum Bit
Rate attribute for uplink
>Guaranteed Bit Rate C- 0 to <nbr- INTEGER Desc.: This IE indicates the
iftrafficCon | SeparateTrafficDir | (0..16,000,000) guaranteed number of bits
v-Stream ections> delivered at a SAP within a

period of time (provided that

there is data to deliver), divided

by the duration of the period.

The unit is: bit/s

Usage:

1.  When nbr-
SeparateTrafficDirections is
equal to 2, then
Guaranteed Bit Rate for
downlink is signalled first,
then Guaranteed Bit Rate
for uplink

2. Delay and reliability
attributes only apply up to
the guaranteed bit rate

3. Conditional valuefor the
case of Support Mode for
pre-defined SDU sizes:
Set to highest not rate
controllable bitrate, where
bitrate is either
— one of the RAB subflow
combination bitrate IEs
(when present)
or
— one of the calculated
values given when dividing
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IE/Group Name

Presence Range IE type and

reference

Semantics description

RAB parameters

the compound Subflow
combination SDU sizes by
the value of the |IE
Maximum SDU Size and
then multiplying this result
by the value of the IE
Maximum Bit Rate.

>Delivery Order

M ENUMERATED
(delivery order
requested,
delivery order
not requested)

Desc: This IE indicates whether
the RAB shall provide in-
sequence SDU delivery or not
Usage:

Delivery order requested: in
sequence delivery shall be
guaranteed by UTRAN on all
RAB SDUs

Delivery order not requested: in
sequence delivery is not
required from UTRAN

>Maximum SDU Size

M INTEGER
(0..32768)

Desc.: This IE indicates the
maximum allowed SDU size
The unit is: bit.

Usage:

Conditional value:

Set to largest RAB Subflow
Combination compound SDU
size (when present) among the
different RAB Subflow
Combinations

>SDU parameters

1to See below

<maxRABSubflow
s>

Desc.: This IE contains the
parameters characterizing the
RAB SDUs

Usage

Given per subflow with first
occurence corresponding to
subflow#1 etc...

>Transfer Delay

C- INTEGER
iftrafficCon (0..65535)
v-Stream

Desc.: This IE indicates the
maximum delay for 95th
percentile of the distribution of
delay for all delivered SDUs
during the lifetime of a RAB,
where delay for an SDU is
defined as the time from a
request to transfer an SDU at
one SAP to its delivery at the
other SAP

The unit is: millisecond.
Usage:

>Traffic Handling Priority

C- INTEGER

iftrafficinter E}S.P;lre (?i,)

; ighest (1), ..,
activ lowest (14), no
priority (15)}
(0..15)

Desc.: This IE specifies the
relative importance for handling
of all SDUs belonging to the
radio access bearer compared
to the SDUs of other bearers
Usage:

Values between 1 and 14 are
ordered in decreasing order of
priority, '1' being the highest and
'14' the lowest.

Value 0 shall be treated as a
logical error if received.

>Signalling Indication

(0] ENUMERATED
(signalling, ...)

Desc.: Indicates the signalling
nature of the submitted SDUSs.
Usage:

>Allocation/Retention
priority

0O See below

Desc.: This IE specifies the
relative importance compared to
other Radio access bearers for
allocation and retention of the
Radio access bearer.

Usage:

If this IE is not received, the
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

RAB parameters

request is regarded as it cannot
trigger the pre-emption process
and it is vulnerable to the pre-
emption process.

>Source Statistics
Descriptor

C_
iftrafficCon
v-Stream

ENUMERATED
(speech,
unknown, ...)

Desc.: This IE_specifies
characteristics of the source of
submitted SDUs

Usage:

>Relocation
Requirement

O

ENUMERATED
(lossless, none,
..., realtime)

This IE shall be present for
RABs towards the PS domain,
otherwise it shall not be present.
Desc.: This IE_is no longer used.
Usage:

It shall always be set to “none”
when sent and it shall always be
ignored when received.

Range Bound

Explanation

nbr-SeparateTrafficDirection

Number of Traffic Directions being signalled

separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

Range Bound

Explanation

maxRABSubflows

Maximum number of Subflows per RAB. Value

is7

Condition

Explanation

IftrafficConv-Stream

This |E shall be present if the Traffic Class IE is set to
“Conversational” or “Streaming”

Iftrafficinteractiv

This |IE shall be present if the Traffic Class IE is set to “Interactive”

IE/Group Name Presence Range IE type and Semantics description
reference
SDU parameters
> SDU Error Ratio C- Desc.: This IE indicates the
ifErroneou fraction of SDUs lost or detected
sSDU as erroneous.

This is a Reliability attribute
Usage:

The attribute is coded as follows:
Mantissa * 10 ~ """

>>Mantissa

INTEGER (1..9)

>>Exponent

INTEGER (1..6)

>Residual Bit Error
Ratio

Desc.: This IE indicates the
undetected bit error ratio for
each subflow in the delivered
SDU.

This is a Reliability attribute.
Usage:

The attribute is coded as follows:
Mantissa * 10 ~ """
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>>Mantissa M INTEGER (1..9)

>>Exponent M INTEGER (1..8)

>Delivery Of Erroneous M ENUMERATED Desc.: This IE indicates whether
SDU (yes, no, no- SDUs with detected errors shall
error-detection- be delivered or not. In case of
consideration) unequal error protection, the
attribute is set per subflow
This is a Reliability attribute
Usage:
Yes: error detection applied,
erroneous SDU delivered
No. Error detection is applied ,
erroneous SDU discarded
no-error-detection-consideration:
SDUs delivered without
considering error detection.
If the RNC receives this IE set to
‘Yes’ and the User Plane Mode
IE is set to ‘transparent mode’, it
should consider it as ‘no-error-
detection-consideration’.
>SDU format O 1to See below Desc.: This IE contains the list
information Parameter <maxRABSubflow of possible exact sizes of SDUs
Combinations> and/or RAB Subflow
Combination bit rates.
Given per RAB Subflow
Combination with first occurence
corresponding to RAB Subflow
Combination number 1.
It shall always be present for
rate controllable RABs.

Range Bound Explanation
maxRABSubflowCombinations Maximum number of RAB Subflow
Combinations. Value is 64.

Condition Explanation
IfErroneousSDU This IE shall be present if the Delivery Of Erroneous SDU IE is set
to “Yes” or “No”.
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IE/Group Name Presence Range IE type and Semantics description
reference
SDU Format Information At least one of the Subflow SDU
Parameter size |IE and the RAB Subflow

Combination bit rate IE shall be
present when SDU format
information Parameter IE is
present.

For the case subflow SDUs are
transmitted at constant time
interval, only one of the two IEs
shall be present.

>Subflow SDU Size (@) INTEGER Desc.: This IE indicates the exact
(0..4095) size of the SDU.
The unit is: bit.
Usage:

This IE is only used for RABs that
have predefined SDU size(s). It
shall be present for RABs having
more than one subflow.

For RABs having only one
subflow, this IE shall be present
only when the RAB is rate
controllable and the SDU size of
some RAB Subflow
Combination(s) is different than
the IE Maximum SDU Size.

When this IE is not present and
SDU format information Parameter
is present, then the Subflow SDU
size for the only existing subflow
takes the value of the IE Maximum

SDU size.
>RAB Subflow (@) INTEGER Desc.: This IE indicates the RAB
Combination Bit Rate (0..16,000,000 | Subflow Combination bit rate.
) The unit is: bit/s.
Usage:

When this IE is not present and
SDU format information parameter
is present then all Subflow SDUs
are transmitted (when there is data
to be transmitted) at a constant
time interval.

The value of this IE shall not
exceed the maximum value of the
IEs ‘Maximum Bit Rate’.

The value 0 of RAB Subflow
Combination bitrate indicates that
the RAB uses discontinuous
transfer of the SDUs.
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IE/Group Name Presence Range IE type and Semantics description
reference
Allocation/Retention
Priority
>Priority Level M INTEGER Desc.: This IE indicates the
{spare (0), priority of the request.
highest (1), .., Usage:
lowest (14), no | Values between 1 and 14 are
priority (15)} ordered in decreasing order of
(0..15) priority, '1' being the highest and
'14' the lowest.
Value 0 shall be treated as a
logical error if received.
The priority level and the
preemption indicators may be
used to determine whether the
request has to be performed
unconditionally and immediately
>Pre-emption Capability M ENUMERATE | Descr.: This IE indicates the pre-
D(shall not emption capability of the request
trigger pre- on other RABs
emption, may Usage:
trigger pre- The RAB shall not pre-empt other
emption) RABs or, the RAB may pre-empt
other RABs
The Pre-emption Capability
indicator applies to the allocation
of resources for a RAB and as
such it provides the trigger to the
pre-emption procedures/processes
of the RNS.
>Pre-emption M ENUMERATE Desc.: This IE indicates the
Vulnerability D(not pre- vulnerability of the RAB to
emptable, preemption of other RABs.
pre-emptable) Usage:
The RAB shall not be pre-empted
by other RABs or the RAB may be
pre-empted by other RABs.
Pre-emption Vulnerability indicator
applies for the entire duration of
the RAB, unless modified and as
such indicates whether the RAB is
a target of the pre-emption
procedures/processes of the RNS
>Queuing Allowed M ENUMERATE Desc.: This IE indicates whether
D(queuing not | the request can be placed into a
allowed, resource allocation queue or not.
queuing Usage:
allowed) Queuing of the RAB is allowed

Queuing of the RAB is not allowed
Queuing allowed indicator applies
for the entire duration of the RAB,
unless modified.

9214 Cause

The purpose of the Cause |E isto indicate the reason for a particular event for the RANAP protocol.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Cause

>Radio Network Layer

INTEGER
(RAB pre-
empted(1),

Trelocoverall
Expiry(2),

Trelocprep
Expiry(3),

Treloccomplete
Expiry(4),

Tqueuing
Expiry(5),

Relocation
Triggered(6),

Unable to
Establish During
Relocation(8),

Unknown Target
RNC(9),

Relocation
Cancelled(10),

Successful
Relocation(11),

Requested
Ciphering and/or
Integrity
Protection
Algorithms not
Supported(12),

Conflict with
already existing
Integrity protection
and/or Ciphering
information (13),

Failure in the
Radio Interface
Procedure(14),

Release due to
UTRAN
Generated
Reason(15),

User
Inactivity(16),

Time Critical
Relocation(17),

Requested Traffic
Class not
Available(18),

Invalid RAB
Parameters
Value(19),

Value range is 1 —64.
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IE/Group Name Presence Range IE type and Semantics description
reference

Choice Cause

Requested
Maximum Bit Rate
not Available(20),

Requested
Maximum Bit Rate
for DL not
Available(33),

Requested
Maximum Bit Rate
for UL not
Available(34),

Requested
Guaranteed Bit
Rate not
Available(21),

Requested
Guaranteed Bit
Rate for DL not
Available(35),

Requested
Guaranteed Bit
Rate for UL not
Available(36),

Requested
Transfer Delay not
Achievable(22),

Invalid RAB
Parameters
Combination(23),

Condition
Violation for SDU
Parameters(24),

Condition
Violation for
Traffic Handling
Priority(25),

Condition
Violation for
Guaranteed Bit
Rate(26),

User Plane
Versions not
Supported(27),

lu UP Failure(28),

TRELOCalloc
Expiry (7),

Relocation Failure
in Target CN/RNC
or Target System
(29),

Invalid RAB
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Cause
ID(30),

No remaining
RAB(31),

Interaction with
other
procedure(32),

Repeated Integrity
Checking
Failure(37),

Requested
Request Type not
supported(38),

Request
superseded(39),

Release due to
UE generated
signalling
connection
release(40),

Resource
Optimisation
Relocation(41),

Requested
Information Not
Available(42),

Relocation
desirable for radio
reasons (43),

Relocation not
supported in
Target RNC or
Target
system(44),

Directed Retry
(45),

Radio Connection
With UE Lost(46),

RNC unable to
establish all RFCs
(47),

Deciphering Keys
Not Available(48),

Dedicated
Assistance data
Not Available(49),

Relocation Target
not allowed(50),

Location
Reporting
Congestion(51),
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Reduce Load in
Serving Cell (52),

No Radio
Resources
Available in
Target cell (53),

GERAN lu-mode
failure (54),

Access Restricted
Due to Shared
Networks(55),

Incoming
Relocation Not
Supported Due To
PUESBINE
Feature(56))
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

>Transport Layer Cause

INTEGER

(

Signalling
Transport
Resource
Failure(65),

lu Transport
Connection Failed
to Establish(66))

Value range is 65 — 80.

>NAS Cause

INTEGER

(User Restriction
Start
Indication(81),

User Restriction
End
Indication(82),

Normal
Release(83))

Value range is 81 — 96.

>Protocol Cause

INTEGER
(Transfer Syntax
Error(97),

Semantic Error
(98),

Message not
compatible with
receiver state
(99),

Abstract Syntax
Error (Reject)
(100,

Abstract Syntax
Error (Ignore and
Notify) (101),

Abstract Syntax
Error (Falsely
Constructed
Message) (102))

Value range is 97 — 112.

>Miscellaneous Cause

INTEGER
(0&M
Intervention(113),

No Resource
Available(114),

Value range is 113 — 128.

Unspecified
Failure(115),
Network
Optimisation(116))
>Non-standard Cause INTEGER Value range is 129 — 256.
Cause value 256 shall not be
0 used.

The meaning of the different cause valuesis described in the following table. In general, "not supported” cause values
indicate that the concerningrelated capability is missing. On the other hand, "not available" cause values indicate that
the concerning-related capability is present, but insufficient resources were available to perform the requested action.
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Radio Network Layer cause

Meaning

Deciphering Keys Not Available

The action failed because RNC is not able to provide
requested deciphering keys.

Conflict with already existing
Integrity protection and/or Ciphering
information

The action was not performed due to that the requested
security mode configuration was in conflict with the already
existing security mode configuration.

Condition Violation For Guaranteed
Bit Rate

The action was not performed due to condition violation for
guaranteed bit rate.

Condition Violation For SDU
Parameters

The action was not performed due to condition violation for
SDU parameters.

Condition Violation For Traffic
Handling Priority

The action was not performed due to condition violation for
traffic handling priority.

Dedicated Assistance data Not
Available

The action failed because RNC is not able to successfully
deliver the requested dedicated assistance data to the UE.

Directed Retry

The reason for action is Directed Retry

Failure In The Radio Interface
Procedure

Radio interface procedure has failed.

Incoming Relocation Not Supported
Due To PUESBINE Feature

The incoming relocation cannot be accepted by the target
RNC because of the PUESBINE feature.

Interaction With Other Procedure

Relocation was cancelled due to interaction with other
procedure.

Invalid RAB ID The action failed because the RAB ID is unknown in the RNC.
Invalid RAB Parameters The action failed due to invalid RAB parameters combination.
Combination

Invalid RAB Parameters Value

The action failed due to invalid RAB parameters value.

lu UP Failure

The action failed due to lu UP failure.

No remaining RAB

The reason for the action is no remaining RAB.

RAB Pre-empted

The reason for the action is that RAB is pre-empted.

Radio Connection With UE Lost

The action is requested due to losing radio connection to the
UE

Release Due To UE Generated
Signalling Connection Release

Release requested due to UE generated signalling connection
release.

Release Due To UTRAN Generated
Reason

Release is initiated due to UTRAN generated reason.

Relocation Cancelled

The reason for the action is relocation cancellation.

Relocation Desirable for Radio
Reasons

The reason for requesting relocation is radio related.

Relocation Failure In Target
CN/RNC Or Target System

Relocation failed due to a failure in target CN/RNC or target
system.

Relocation Not Supported In Target
RNC Or Target System

Relocation failed because relocation was not supported in
target RNC or target system.

Relocation Target not allowed

Relocation to the indicated target cell is not allowed for the UE
in question.

Relocation Triggered

The action failed due to relocation.

Repeated Integrity Checking Failure

The action is requested due to repeated failure in integrity
checking.

Request Superseded

The action failed because there was a second request on the
same RAB.

Requested Ciphering And/Or
Integrity Protection Algorithms Not
Supported

The UTRAN or the UE is unable to support the requested
ciphering and/or integrity protection algorithms.

Requested Guaranteed Bit Rate For
DL Not Available

The action failed because requested guaranteed bit rate for
DL is not available.

Requested Guaranteed Bit Rate For
UL Not Available

The action failed because requested guaranteed bit rate for
UL is not available.

Requested Guaranteed Bit Rate Not
Available

The action failed because requested guaranteed bit rate is not
available.

Requested Information Not
Available

The action failed because requested information is not
available.

Requested Maximum Bit Rate For
DL Not Available

The action failed because requested maximum bit rate for DL
is not available.

Requested Maximum Bit Rate For
UL Not Available

The action failed because requested maximum bit rate for UL
is not available.

Requested Maximum Bit Rate Not
Available

The action failed because requested maximum bit rate is not
available.

Requested Request Type Not
Supported

The RNC is not supporting the requested location request
type either because it doesn't support the requested event or
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it doesn't support the requested report area.

Location Reporting Congestion

The action was not performed due to an inability to support
location reporting caused by overload.

Requested Traffic Class Not
Available

The action failed because requested traffic class is not
available.

Requested Transfer Delay Not
Achievable

The action failed because requested transfer delay is not
achievable.

Resource Optimisation Relocation

The reason for requesting relocation is resource optimisation.

Successful Relocation

The reason for the action is completion of successful
relocation.

Time Critical Relocation

Relocation is requested for time critical reason.

Toueunc EXpiry

The action failed due to expiry of the timer Touruine.

TreLocalloc EXpiry

Relocation Resource Allocation procedure failed due to expiry
of the timer TreLocalloc-

TRELOCcomplete EXPIrY

The reason for the action is expiry of timer TreLoccomplete -

TRELOCoveraII EXpi ry

The reason for the action is expiry of timer TgreLocoverall-

TreLocprep EXpIry

Relocation Preparation procedure is cancelled when timer
TreLocprep EXPIres.

Unable To Establish During
Relocation

RAB failed to establish during relocation because it cannot be
supported in the target RNC.

Unknown Target RNC

Relocation rejected because the target RNC is not known to
the CN.

User Inactivity

The action is requested due to user inactivity on one or
several non real time RABSs e.g. in order to optimise radio
resource.

User Plane Versions Not Supported

The action failed because requested user plane versions were
not supported.

RNC unable to establish all RFCs

RNC couldn’t establish all RAB subflow combinations
indicated within the RAB Parameters |E.

Reduce Load in Serving Cell

Load on serving cell needs to be reduced.

No Radio Resources Available in
Target Cell

Load on target cell is too high.

GERAN lu-mode failure

The RAB establishment/modification/relocation failed because
the GERAN BSC cannot provide an appropriate RAB due to
limited capabilities within GERAN.

Access Restricted Due to Shared
Networks

Access is not permitted in the cell due to Shared Networks.

Transport Layer cause

Meaning

lu Transport Connection Failed to
Establish

The action failed because the lu Transport Network Layer
connection could not be established.

Signalling Transport Resource
Failure

Signalling transport resources have failed (e.g. processor
reset).

NAS cause

Meaning

Normal Release

The release is normal.

User Restriction Start Indication

A location report is generated due to entering a classified area
set by O&M.

User Restriction End Indication

A location report is generated due to leaving a classified area
set by O&M.

Protocol cause

Meaning

Abstract Syntax Error (Reject)

The received message included an abstract syntax error and
the concerning criticality indicated "reject".

Abstract Syntax Error (Ignore And
Notify)

The received message included an abstract syntax error and
the concerning criticality indicated "ignore and notify".

Abstract Syntax Error (Falsely
Constructed Message)

The received message contained IEs or IE groups in wrong
order or with too many occurrences.

Message Not Compatible With
Receiver State

The received message was not compatible with the receiver
state.

Semantic Error

The received message included a semantic error.

Transfer Syntax Error

The received message included a transfer syntax error.
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Miscellaneous cause

Meaning

Network Optimisation

The action is performed for network optimisation.

No Resource Available

No requested resource is available.

O&M Intervention

The action is due to O&M intervention.

Unspecified Failure

Sent when none of the specified cause values applies.

9.2.15 CN Domain Indicator

Indicates the CN domain from which the message originates or to which the messageshall-beis sent.

IE/Group Name Presence Range IE type and Semantics description
reference
CN Domain Indicator M ENUMERATED (CS
domain, PS domain)

9.2.1.6

Indicates the type of trace information to be recorded.

Trace Type

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Type M OCTET Coded as the Trace Type

STRING (1) specified in 3GPP TS based
on [12].
9.2.1.7 Trigger ID
Indicates the identity of the entity which initiated the trace.
IE/Group Name Presence Range IE type and Semantics description
reference
Trigger ID M OCTET Typically an OMC identity.

STRING
(3..22)

Note: Dueto inconsistency in the definition of Trigger ID between TS 25.413 and [24], it shall be ensured that the

Trigger ID IE is coded with at least the minimum number of required octetsrequired.

9.2.1.8 Trace Reference

Provides atrace reference number allocated by the triggering entity.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Reference M OCTET
STRING
(2..3)

NOTE: Dueto inconsistency in the definition of Trace Reference between TS 25.413 and [24], it shall be ensured
that the Trace Reference | E is coded with at least the minimum number of required octetsrequired.
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This element identifies the element to be traced i.e. the-a subscriber or the-auser equipment.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice UE Identity

>|MSI

OCTET
STRING
(SIZE (3.8))

- digits 0 to 9, encoded 0000 to
1001,

- 1111 used as filler digit,

two digits per octet,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

-Number of decimal digits shall
be from 6 to 15 starting with
the digits from the PLMN
identity.

When the IMSI is made of an
odd number of digits, the filler
digit shall be added at the end
to make an even number of
digits of length 2N. The filler
digit shall then be
consequently encoded as bit 8
to 5 of octet N.

>|MEI

OCTET
STRING
(SIZE (8))

- hexadecimal digitsO toF,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used asfiller for bits 8
to5 of last octet

- bit 4to 1 of octet n encoding
digit 2n-1

- bit 8to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

9.2.1.10 OMC ID

A variable length element indicating the destination address of the Operation and Maintenance Center (OMC) to which

trace information isto be sent.

IE/Group Name Presence Range IE type and Semantics description
reference
OMC ID M OCTET Coded as the OMC ID
STRING specified in UMTS TS based
(3..22) on GSM [25].

NOTE: Dueto inconsistency in the definition of OMC ID between TS 25.413 and [24], it shall be ensured that the
OMC ID IE is coded with at |east the minimum number of required octetsrequired.

9.2.1.11

Integrity Protection Information

This element contains the integrity protection information (key and permitted algorithms).
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IE/Group Name Presence Range IE type and Semantics description
reference
Integrity Protection
Information
>Permitted Integrity
Protection Algorithms
>>|ntegrity Protection M 1to 16 INTEGER ( Value range is O to 15.
Algorithm standard UIA1 (0) | Only one value used.
)
>Integrity Protection Key M BIT STRING (128)

9.2.1.12

Encryption Information

This element contains the user data encryption information (key and permitted algorithms) used to control any

encryption equipment at the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
Encryption Information
>Permitted Encryption
Algorithms
>>Encryption Algorithm M 1to 16 INTEGER (no Value range is O to 15.

encryption (0), Only two values used.
standard UEA1
1)

>Encryption Key M Bit string (128)

9.2.1.13

Chosen Integrity Protection Algorithm

This element indicates the integrity protection algorithm being used by the RNC.

Algorithm

standard UIA1 (0),
no value (15))

IE/Group Name Presence Range IE type and Semantics description
reference
Chosen Integrity Protection M INTEGER ( Value range is 0 to 15.

Only one value used.
The value "no value"
shall only be used in
case of RANAP signalling
over MAP/E [23].

9.2.1.14

Chosen Encryption Algorithm

This element indicates the encryption agorithm being used by the RNC.

encryption (0),
standard UEA1
1)

IE/Group Name Presence Range IE type and Semantics description
reference
Chosen Encryption Algorithm | M INTEGER (no Value range is O to 15.

Only two values used.

9.2.1.15
Void.

9.2.1.16

Request Type

Categorisation Parameters

This element indicates the type of JE|ocation request to be reportedhandled from-by the RNC; and-tthe related
reported areais either a Service Areaor a Geographical Area.
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IE/Group Name Presence Range IE type and Semantics description
reference
Request Type
>Event M ENUMERATED(
Stop Change of
service area,
Direct, Change
of service area,
..., Stop Direct)
>Report Area M ENUMERATED( | When the Event IE is set to
Service Area, “Stop Change of service
Geographical area” or to "Stop Direct",
Area, ...) the value of the Report
area IE shall be the same
as in the LOCATION
REPORTING CONTROL
message that initiated the
location reporting.
>Accuracy Code (@) INTEGER( The requested accuracy "r"
0..127) is derived from the
"accuracy code" k by
r=10x(1.1%1).
The Accuracy Code IE
shall be understood as the
horizontal accuracy code.

9.2.1.17

Thisinformation element indicates whether or not RNC has to cal culate the unsuccessfully transmitted NAS data
amount for the RAB and to report the amount of datawhen the RAB is released.

Data Volume Reporting Indication

IE/Group Name Presence Range IE type and Semantics description
reference
Data Volume Reporting M ENUMERAT
Indication ED (do
report, do
not report)

9.2.1.18 User Plane Mode

This element indicates the mode of operation of the lu User plane requested for realising the RAB. The lu User plane
modes are defined in [6].

IE type and

reference
ENUMERAT | This IE contains the mode of
ED operation of the lu UP protocol
(transparent
mode,
support
mode for
predefined
SDU sizes,
...

IE/Group Name Presence Range Semantics description

User Plane Mode M

9.2.1.19 UP Mode Versions

UP mode versions | E is an information element that is sent by CN to RNC. It isabit string that indicates the versions
for the selected lu UP mode that are required and supported by the CN. The lu User plane mode versions shall be
defined and coded asthe "lu UP Mode versions supported” field defined in [6]. Thisreferenceis applicable for both the
transparent mode and the support mode for predefined SDU sizes.
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IE/Group Name Presence Range IE type and Semantics description
reference
UP Mode Versions M BIT STRING Indicates the versions of the
(16) selected UP mode that are
required and supported by the
CN

9.2.1.20 Chosen UP Version
Void.

9.2.1.21 Paging Area ID

This element uniguely-identifies the area, wherethe-a PAGING message shall be broadcasted. The Paging areaID is
either aLocation AreaID or aRouting ArealID.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Paging Area ID
>LAI 9.2.3.6
>RAI
>>LAI M 9.2.3.6
>>RAC M 9.2.3.7

9.2.1.22 Non Searching Indication

This parameter allows the RNC not to search Common ID when receiving a PAGING message from the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Non Searching Indication M ENUMERAT
ED (non-
searching,
searching)

9.2.1.23 Relocation Type

Thisinformation element indicates whether the relocation of SRNSisto be executed with or without involvement of the
UE. If the UE isinvolved then aradio interface handover command shall be sent to the UE to trigger the execution of
therelocation. If the UE is not involved then the relocation execution istriggered via lur.

IE/Group Name Presence Range IE type and Semantics description
reference
Relocation Type M ENUMERATED

(UE not involved
in relocation of
SRNS,UE
involved in
relocation of

| SRNS, ...)

9.2.1.24 Source ID

| The SourcelD IE identifiesthe source for the rel ocation of SRNS. The Source 1D may be e.g. the Ssource RNC-ID (for
UMTS-UMTS relocation) or the SAI of the relocation source (in case of UMTS to GSM relocation).
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Source ID
>Source RNC-ID —
>>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001, ) o
(SIZE (3)) - 111:_L ysed as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>>RNC-ID M INTEGER
(0..4095)
>SAl - 9.2.3.9

9.2.1.25

TheTarget ID |E identifiesthe target for the relocation of SRNS. The target ID may be e.g. the Ftarget RNC-ID (for
UMTS-UMTS relocation) or the Cell Global ID of the relocation target (in case of UMTSto GSM relocation).

Target ID

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Target ID
>Target RNC-ID
>>AI M 9.2.3.6
>>RAC (0] 9237
>>RNC-ID M INTEGER
(0..4095)
>CGlI
>> PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>LA] M 9236
>>C| M OCTET
STRING (2)
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9.2.1.26 MS Classmark 2
The coding of thiselement is described in [10].
IE/Group Name Presence Range IE type and Semantics description
reference
MS Classmark 2 M OCTET Coded same way as the
STRING Mobile Station Classmark 2
IEContents defined in [10]
9.2.1.27 MS Classmark 3
The coding of thiselement isdescribed in [10].
IE/Group Name Presence Range IE type and Semantics description
reference
MS Classmark 3 M OCTET Coded same way as the
STRING Mobile Station Classmark 3

IECentents defined in [10]

9.2.1.28

Source RNC to Target RNC Transparent Container

The Source RNC to Target RNC Transparent Container |E isan information element that is produced by the source
RNC and is transmitted to thetarget RNC. In inter-system handovers, the | E is transmitted from the external rel ocation

source tothe target RNC.

This|E istransparent to the CN.
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IE/Group Name Presence Range IE type and Semantics Criticality | Assigned
reference description Criticality
RRC Container M OCTET -
STRING
Number of lu M INTEGER -
Instances (1.2
Relocation Type M 9.2.1.23 -
Chosen Integrity o 9.2.1.13 Indicates the -
Protection Algorithm integrity protection
algorithm.
Integrity Protection @) Bit String -
Key (128)
Chosen Encryption @) 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of
signalling data.
Ciphering Key @) Bit String -
(128)
Chosen Encryption @) 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of CS user
data.
Chosen Encryption @) 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of PS user
data.
d-RNTI C- INTEGER -
ifUEnotinvol (0..1048575
ved )
Target Cell ID C- INTEGER This information -
ifUEinvolved (0..2684354 | element identifies a
55) cell uniquely within
UTRAN and
consists of RNC-ID
(12 bits) and C-ID
(16 bits) as defined
in TS 25.401 [3].
Downlink Cell Load @) Cell Load For the Downlink -
Information Information
9.2.1.49
Uplink Cell Load o Cell Load For the Uplink -
Information Information
9.2.1.49
RAB TrCH Mapping | O 1to -
<maxnoof
RABs>
>RAB ID M 9.21.2 -
>RAB Subflow M 1to The RAB Subflows -
<maxRAB- shall be presented
Subflows> in an order that
corresponds to the
order in which the
RBs are presented
per RAB in the RRC
container included
in this IE.
>> Transport -
Channel IDs
>>> DCH ID o INTEGER The DCH ID is the -
(0..255) identifier of an

active dedicated
transport channel. It
is unique for each
active DCH among
the active DCHs
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simultaneously
allocated for the
same UE.
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>>>DSCH ID

INTEGER
(0..255)

The DSCH ID is the
identifier of an
active downlink
shared transport
channel. It is unique
for each DSCH
among the active
DSCHs
simultaneously
allocated for the
same UE.

>>> USCH ID

INTEGER
(0..255)

The USCH ID is the
identifier of an
active uplink shared
transport channel. It
is unique for each
USCH among the
active USCHs
simultaneously
allocated for the
same UE.

>>> HS-DSCH
MAC-d Flow ID

INTEGER
0.7)

The HS-DSCH
MAC-d Flow ID is
the identifier of an
HS-DSCH MAC-d
flow over lur.

YES

Ignore

>CN Domain
Indicator

9.2.15

YES

Ignore

SRB TrCH
Mapping

1to
<maxnoofS
RBs>

GLOBAL

Reject

>SRB ID

INTEGER
(1.32)

The SRB ID is the
absolute value of
the SRB.

>DCH ID

INTEGER
(0..255)

The DCH ID is the
identifier of an
active dedicated
transport channel
over lur. It is unique
for each active DCH
among the active
DCHs
simultaneously
allocated for the
same UE.

>DSCH ID

INTEGER
(0..255)

The DSCH ID is the
identifier of an
active downlink
shared transport
channel over lur. It
is unique for each
DSCH among the
active DSCHs
simultaneously
allocated for the
same UE.

>USCH ID

INTEGER
(0..255)

The USCH ID is the
identifier of an
active uplink shared
transport channel
over lur. It is unique
for each USCH
among the active
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USCHs
simultaneously
allocated for the

same UE.
Condition Explanation
IfUEnotinvolved This IE shall be present if the Relocation type IE is set to "UE not
involved in relocation of SRNS".
IfUEinvolved This IE shall be present if the Relocation type IE is set to "UE

involved in relocation of SRNS".

Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxRABSubflows Maximum no. of subflows per RAB. Value is 7.
maxnoofSRBs Maximum no. of SRBs per RAB. Value is 8.

9.2.1.29 Old BSS to New BSS Information

The coding of thiselement isdescribed in [11].

IE/Group Name Presence Range IE type and Semantics description
reference
Old BSS To New BSS M OCTET Coded as the Old BSS to New
Information STRING BSS information elements field
of the Old BSS to New BSS
Information |E defined in [11].

9.2.1.30 Target RNC to Source RNC Transparent Container

The Target RNC to Source RNC Transparent Container |E is an information element that is produced by the target
RNC and is transmitted to the source RNC. In inter-system handovers, the |E is transmitted from the target RNC to the
external relocation source.

This|E istransparent to CN.

IE/Group Name Presence Range IE type and Semantics description
reference
RRC Container M OCTET
STRING
d-RNTI @) INTEGER May be included to allow the
(0..1048575) | triggering of the Relocation
Detect procedure from the lur
Interface
9.2.1.31 L3 Information
The coding of thiselement isdescribed in [11].
IE/Group Name Presence Range IE type and Semantics description
reference
L3 Information M OCTET Coded as the value part of the
STRING Layer 3 Information IE defined

in [11] (i.e. excluding the
Element Identifier and the
Length fields).
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9.2.1.32 Number of Steps

Indicates the number of stepsto reduce traffic in overload situation.

IE/Group Name Presence Range IE type and Semantics description
reference
Number Of Steps M INTEGER
(1..16)

9.2.1.33 DL N-PDU Sequence Number

This |E indicates the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP SDU) that
would have been sent to the UE by a source system.

IE/Group Name Presence Range IE type and Semantics description
reference
DL N-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the next DL N-PDU

that would have been sent to
the UE by a source system.
This is the 16 bit sequence
number.

9.2.1.34 UL N-PDU Sequence Number

This | E indicates the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP SDU) that would
have been expected from the UE by a source system.

IE/Group Name Presence Range IE type and Semantics description
reference
UL N-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the next UL N-PDU

that would have been
expected from the UE by a
source system.

This is the 16 bit sequence
number.

9.2.1.35 Criticality Diagnostics

The Criticality Diagnostics |E is sent by the RNC or the CN when parts of areceived message have not been
comprehended or were missing, or if the message contained logical errors. When applicable, it containsinformation
about which |Esthat-were not comprehended or were missing.

For further details on how to use the Criticality Diagnostics |E, see Annex A.2.
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IE/Group Name Presence Range IE type and Semantics description
reference
Criticality Diagnostics
>Procedure Code @) INTEGER Procedure Code is to be used
(0..255) if Criticality Diagnostics is part
of Error Indication procedure,
and not within the response
message of the same
procedure that caused the
error
>Triggering Message @) ENUMERAT | The Triggering Message is
ED(initiating | used only if the Criticality
message, Diagnostics is part of Error
successful Indication procedure.
outcome,
unsuccessful
outcome,
outcome)
>Procedure Criticality o ENUMERAT | This Procedure Criticality is
ED(reject, used for reporting the
ignore, Criticality of the Triggering
notify) message (Procedure).
Information Element 0 to <maxnoof
Criticality Diagnostics errors>
>|E Criticality M ENUMERAT | The IE Criticality is used for
ED(reject, reporting the criticality of the
ignore, triggering IE. The value
notify) 'ignore’ shall not be used.
>|E D M INTEGER The IE D of the not
(0..65535) understood or missing IE
>Repetition Number o INTEGER The Repetition Number IE
(0..255) gives
in case of a not
understood IE:
The number of
occurrences of the
reported IE up to and
including the not
understood occurrence
in case of a missing IE:
The number of
occurrences up to but not
including the missing
occurrence.
Note: All the counted
occurrences of the reported |IE
must have the same topdown
hierachical message structure
of IEs with assigned criticality
above them.
>Message Structure o 9.2.1.42 The Message Structure |E
describes the structure where
the not understood or missing
IE was detected.
This IE is included if the not
understood IE is not the top
level of the message.
>Type of Error M ENUMERAT
ED(not
understood,
missing, ...)
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Range bound Explanation
maxnooferrors Maximum no. of |IE errors allowed to be reported with a single
message. The value for maxnooferrors is 256.

9.2.1.36 Key Status

This|E tellsif the keysincluded in a SECURITY MODE COMMAND message are new or if they have been used
previoudly.

IE/Group Name Presence Range IE type and Semantics description
reference
Key Status M ENUMERAT
ED (old,
new, ...)

9.2.1.37 DRX Cycle Length Coefficient
This|E indicates the DRX cycle length coefficient (K) as defined in [10].

IE/Group Name Presence Range IE type and Semantics description
reference
DRX Cycle Length Coefficient | M INTEGER
(6..9)

9.2.1.38 lu Signalling Connection Identifier

This|E uniquely identifies an lu signalling connection between agiven RNC and agiven CN node.

IE/Group Name Presence Range IE type and Semantics description
reference
lu Signalling Connection M BIT STRING The most significant bit of this
Identifier (SIZE(24)) IE shall indicate the node, that

has assigned the value.
MSB = “0": assigned by the
RNC

MSB = “1": assigned by the
CN

9.2.1.39 Global RNC-I1D
The Global RNC-ID isused to globally identify an RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Global RNC-ID
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001, ) o
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>RNC-ID M INTEGER
(0..4095)
9.2.1.40 PDP Type Information
IE/Group Name Presence Range IE type and Semantics description
reference
PDP Type Information
>PDP Type M 1to ENUMERAT | PDP Type is defined in [8],
<maxnoofPDPDir ED(empty, and the restrictions on usage
ections> PPP, shall comply with [8].
OSP:IHOSS, | Usage:
1Pv4, When the IE is repeated then
IPv6,...) PDP Type for downlink is
signalled first, followed by PDP
Type for uplink; when the IE is
not repeated, the PDP Type
shall apply to both uplink and
downlink.
OSP:IHOSS: This value shall
not be used.
Range bound Explanation

maxnoofPDPDirections

Number of directions for which PDP Type is signalled separately

9.2.1.41

Service Handover

This|E tellsif intersystem handover to GSM should, should not, or shall not be performed for the-agiven RAB-n

guestion.
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IE/Group Name Presence Range IE type and Semantics description
reference
Service Handover M ENUMERAT
ED
(Handover to
GSM should
be
performed,
Handover to
GSM should
not be
performed,
Handover to
GSM shall
not be
performed,

)

9.2.1.42 Message Structure

| The Message Structure |E givesinformation for each level with assigned criticality in an hierachical message structure
from top level down to the lowest level above the reported level for the occured error (reported in the Information
Element Criticality Diagnostics |E).

IE/Group Name Presence Range IE type Semantics Criticality | Assigned
and description Criticality
reference
Message 1to The first repetition of | GLOBAL ignore
structure <maxnoofle the Message
vels> Structure |E

corresponds to the
top level of the
message. The last
repetition of the
Message Structure
IE corresponds to
the level above the
reported level for the
occured error of the
message.

>IE ID M INTEGER The IE D of this -
(0..65535) level's IE containing
the not understood
or missing IE.

>Repetition o INTEGER The Repetition -
Number (1..256) Number IE gives, if
applicable, the
number of

occurrences of this
level's reported |IE
up to and including
the occurrence
containing the not
understood or
missing IE.

Note: All the counted
occurrences of the
reported |IE must
have the same
topdown hierachical
message structure
of IEs with assigned
criticality above
them.
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Range bound Explanation

maxnooflevels Maximum no. of message levels to report. The value for
maxnooflevels is 256.

9.2.1.43 Alternative RAB Parameter Values

The purpose of the Alternative RAB Parameter Values|E isto indicate that RAB QoS negotiation is allowed for certain
RAB parameters and, in some cases, to indicate also which alternative values to be used in the negotiation.

IE/Group Name Presence Range IE type and Semantics description
reference

Alternative RAB parameter
values

>Alternative Maximum (@) Included only if negotiation is
Bit Rate Information allowed for this IE.

>>Type of Alternative M ENUMERATED Unspecified means that
Maximum Bit Rate (Unspecified, negotiation is allowed, but no
. Value range, alternative values are provided

Information Discrete values) | from the CN i.e. the RNC is
allowed to assign any value
equal or below the ones
indicated in the RAB Parameters
IE.
>>Alternative C- 1 to <nbr- For Value Range, one value limit

; ; ifValueRan | Alternative is given here and the other given
Maximum Bit Rates georDiscre | Values> by Maximum Bit Rate in the RAB

Parameters IE.
;;/alues'vl For Discrete Values, 1 to 16
discrete values can be given.

>>>Bit Rate M 1 to <nbr- INTEGER When nbr-
SeparateTrafficDir | (1.-16,000,000) SeparateTrafficDirections is
ections> equal to 2, then the Bit Rate
attribute for downlink is signalled
first, then the Bit Rate attribute
for uplink.
>Alternative Guaranteed | O Included only if negotiation is
Bit Rate Information allowed for this IE.

>>Type of Alternative M ENUMERATED Unspecified means that
Guaranteed Bit Rate (Unspecified, negotiation is allowed, but no
. Value range, alternative values are provided
Information Discrete values) | from the CNi.e. the RNC is
allowed to assign any value
equal or below the ones
indicated in the RAB Parameters
IE.
>>Alternative C 1 to <nbr- For Value Range, one value limit
Guaranteed Bit Rates ifValueRan | Alternative is given here and the other given
georDiscre | Values> by Guaranteed Bit Rate in the
RAB Parameters IE.
;Xaluese For Discrete Values, 1 to 16
discrete values can be given.
>>>Bijt Rate M 1 to <nbr- INTEGER When nbr-
SeparateTrafficDir | (0.-16,000,000) SeparateTrafficDirections is
ections> equal to 2, then the Bit Rate
attribute for downlink is
signalled first, then the Bit Rate
attribute for uplink.

Range Bound Explanation
nbr-AlternativeValues Maximum number of alternative values.
Value is 1 in case of Value Range and
16 in case of Discrete Values.
nbr-SeparateTrafficDirection Number of Traffic Directions being signalled
separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.
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Condition Explanation
ifValueRangeorDiscreteValuesMBR This IE shall be present if the Type of Alternative Maximum Bit
Rates Information IE is set to "Value range" or "Discrete values".
ifValueRangeorDiscreteValuesGBR This IE shall be present if the Type of Guaranteed Bit Rates
Information IE is set to “Value range” or “Discrete values”.

9.2.1.44 Assigned RAB Parameter Values

The purpose of the Assigned RAB Parameter Values | E isto indicate that RAB QoS negotiation has been performed for
certain RAB parameters and which valuesthat-have been chosen.

IE/Group Name Presence Range IE type and Semantics description
reference
Assigned RAB parameter
values
>Assigned Maximum Bit (@] 1 to <nbr- INTEGER When nbr-
Rate SeparateTrafficDir | (1.-16,000,000) SeparateTrafficDirections is
ections> equal to 2, then Assigned
Maximum Bit Rate attribute for
downlink is signalled first, then
Assigned Maximum Bit Rate
attribute for uplink.
>Assigned Guaranteed (0] 1 to <nbr- INTEGER When nbr-
Bit Rate SeparateTrafficDir | (0.-16,000,000) SeparateTrafficDirections is
ections> equal to 2, then Assigned
Guaranteed Bit Rate for
downlink is signalled first, then
Assigned Guaranteed Bit Rate
for uplink.
Range Bound Explanation
nbr-SeparateTrafficDirection Number of Traffic Directions being signalled
separately.
Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

9.2.1.45 Requested RAB Parameter Values

The purpose of Requested RAB Parameter Values |E isto indicate the RAB parameters for which different values are
being requested, as well asthose different RAB parameter values.

IE/Group Name Presence Range IE type and Semantics description
reference
Requested RAB Parameter
Values
>Requested Maximum @) 0 to <nbr- INTEGER When nbr-
Bit Rate SeparateTraffic (1..16,000,000) SeparateTrafficDirections is
i ; > equal to 2, Requested Maximum
Directions Bit Rate attribute for downlink is
signalled first, then Requested
Maximum Bit Rate attribute for
uplink.
>Requested Guaranteed | O 0 to <nbr- INTEGER When nbr-
Bit Rate SeparateTraffic (0..16,000,000) SeparateTrafficDirections is
; ; > equal to 2, Requested
Directions Guaranteed Bit Rate for
downlink is signalled first, then
Requested Guaranteed Bit Rate
for uplink.
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Range bound

Explanation

separately.

nbr-SeparateTrafficDirection Number of Traffic Directions being signalled

Set to 2 if RAB Asymmetry Indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

9.2.1.46 Global CN-ID
Global CN-ID isused to globally identify aCN node.

IE/Group Name Presence Range IE type and Semantics description
reference
Global CN-ID
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to

STRING 1001, ) o

(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).

>CN-ID M INTEGER
(0..4095)

9.2.1.46a  Vertical Accuracy Code

This element includes information about the requested vertical accuracy.

Semantics description

IE/Group Name Presence Range IE type and
reference
Vertical Accuracy Code
>Vertical Accuracy Code | M INTEGER(
0..127)

The requested accuracy
"v" is derived from the
"accuracy code" k by

v = 45x(1.025% 1).

9.2.1.46b  Response Time

This element includesinformation about the requested response time.

IE/Group Name Presence Range IE type and
reference

Semantics description

Response Time

>Response Time M ENUMERATED
(Low Delay,
Delay Tolerant,

)

The value refers to [30].

9.2.1.46¢c  Paositioning Priority

This element includesinformation about the requested positioning priority.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Positioning Priority

>Positioning Priority

ENUMERATED(
High Priority,
Normal Priority,

)

The value refers to [30].

9.2.1.46d

Client Type

This element includes information about the client type.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Client Type

>Client Type

ENUMERATED(
Emergency
Services, Value
Added Services,
PLMN Operator
Services, Lawful
Intercept
Services, PLMN
Operator -
broadcast
services, PLMN
Operator - O&M,
PLMN Operator
- anonymous
statistics, PLMN
Operator -
Target MS
service support,

Identifies the type of client.

9.2.1.47

New BSS to Old BSS Information

The coding of thiselement isdescribed in [11].

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

New BSS To Old BSS
Information

M

OCTET
STRING

Contents defined in [11].

9.2.1.48

Inter-System Information Transparent Container

The Inter-System Information Transparent Container 1E is an information element that is produced by atarget system
BSC/RNC and is transmitted to a source system RNC/BSC. This|E is transparent tothe CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Downlink Cell Load @] Cell Load For the Downlink
Information Information
9.2.1.49
Uplink Cell Load Information | O Cell Load For the Uplink
Information
9.2.1.49
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9.2.1.49 Cell Load Information

The Cell Load Information | E contains the load information of a specific (serving or target) cell for either the Downlink
or the Uplink.

IE/Group Name Presence Range IE type and Semantics description
reference

Cell Load Information

> Cell Capacity Class Value M 9.2.1.50
> L oad Value M 9.2.1.51
> RT Load Value (@) 9.2.1.52
> NRT Load Information (@] 9.2.1.53

Value

9.2.1.50 Cell Capacity Class Value

| The Cell Capacity Class Value |E isthe value that classifies the cell capacity with regards to the other cells. The Cell
Capacity Class Value |E only indicates resources that are configured for traffic purposes.

IE/Group Name Presence Range IE type and Semantics description
reference
Cell Capacity Class Value M INTEGER Value 1 shall indicate the
(2..100,...) minimum cell capacity, and

100 shall indicate the
maximum cell capacity. There
should be linear relation
between cell capacity and Cell
Capacity Class Value.

9.2.1.51 Load Value

The Load Value | E contains thetotal cell load relative to the maximum planned load. It is defined as the load
percentage of the Cell Capacity Class.

IE/Group Name Presence Range IE type and Semantics description
reference
Load Value M INTEGER Value 0 shall indicate the
(0..100) minimum load, and 100 shall

indicate the maximum load.
Load Value should be
measured on a linear scale.

9.2.1.52 RT Load Value

The RT Load Value |E indicates the ratio of theload generated by Real Time traffic relative to the measured Load
Vaue. Real Timetraffic correspondsto the Conversational and Streaming traffic classes.

IE/Group Name Presence Range IE type and Semantics description
reference
RT Load Value M INTEGER Value 0 shall indicate the
(0..100) minimum RT load, and 100

shall indicate the maximum RT
load. RT Load Value should be
measured on a linear scale.

9.2.1.53 NRT Load Information Value

The NRT Load Information Value | E indicates the load situation on the cdll for the Non Real -Time traffic. Non Real
Time traffic corresponds to the Interactive and Background traffic classes.
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IE/Group Name Presence Range IE type and Semantics description
reference
NRT Load Information Value | M INTEGER Mapping of the status:
(0..3) 0: low: The NRT load is low.

1: medium: The NRT load is
medium.

2: high: NRT load is high.
Probability to admit a new user
is low.

3: overloaded: NRT overload.
The probability to admit a new
user is low, packets are
discarded and the source is
recommended to reduce the
data flow.

9.2.1.54

Source RNC PDCP context info

The purpose of the Source RNC PDCP context info |E isto transfer RNC PDCP context information from asource

RNC to atarget RNC during an SRNS relocation.

This|E istransparent to CN.

IE/Group Name Presence Range IE type and Semantics description
reference
RRC Container M OCTET STRING
9.2.1.55 Information Transfer ID
Indicates the identity of an information transfer.
IE/Group Name Presence Range IE type and Semantics description
reference
Information Transfer ID M INTEGER
(0..2720-1)
9.2.1.56 Provided Data
Provides the datathat istransferred in an information transfer.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Provided Data
>Shared Network (0] 9.2.3.23
Information

9.2.1.57 GERAN Classmark

The purpose of the GERAN Classmark |E isto transfer GERAN--specific information to the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
GERAN Classmark M OCTET Contents defined in [11].
STRING

9.2.1.58 GERAN BSC Container

The purpose of the GERAN BSC Container |E isto transfer GERAN--specific information from the CN to the GERAN.
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IE/Group Name Presence Range IE type and Semantics description
reference
GERAN BSC Container M OCTET Contents defined in [11].
STRING

9.2.1.59 UESBI-lu

The purpose of the UESBI-Iu |E isto transfer the UE Specific Behaviour Information as defined in [31] and [32] from

the CN to the RNC.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

UESBFHIu

>UESBI-IUA

BIT STRING
(1..128)

The UESBI-IUA provides
compliance status information
about the UE with regards to
specific behaviours described
in [31].

[31] defines the mapping
between the descriptions in
[31] and the UESBI-IuA.

Each bit on a certain position
is associated with a certain
behaviour described in [31].

>UESBI-1uB

BIT STRING
(1..128)

The UESBI-IuB provides
compliance status information
about the UE with regards to
specific behaviours described
in [32].

[32] defines the mapping
between the descriptions in
[32] and the UESBI-IuB.

Each bit on a certain position
is associated with a certain
behaviour described in [32].

9.2.2

9.2.2.1

Transport Layer Address

Transport Network Layer Related IEs

For the PS domain, or for the CS domain in order to allow transport bearer estalishment without ALCAP, this
information element is an | P address to be used for the user plane transport. For the CS domain, in case of transport
bearer establishment wi th ALCAP, this addressisto be used for Transport Network Control Plane signalling to set up

the transport bearer.

IE/Group Name Presence Range IE type and Semantics description
reference
Transport Layer Address M BIT STRING | The Radio Network {Layer is
(1..160, ...) not supposed to interpret the

address information. It should
pass it to the transport layer
for interpretation.

For details on the Transport
Layer Address, see ref. [9].
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9.2.2.2 lu Transport Association

This element is used to associate the RAB and the corresponding transport bearer. For the CS domain thisinformation
element is either the Binding ID to be used in Transport Network Control Plane signalling during set up of the transport
bearer or it contains the UDP port in order to allow transport bearer establishment without ALCAP. In PS domain this
information element isthe GTP Tunnel Endpoint Identifier.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice lu Transport
Association
>GTP TEID OCTET
STRING (4)
>Binding ID OCTET If the Binding ID includes an
STRING (4) UDP port, the UDP port is
included in octet 1 and 2. The
first octet of the UDP port field
shall be included in the first
octet of the Binding ID.
9.2.2.3 DL GTP-PDU Sequence Number
This | E indicates the sequence number of the GTP-PDU which isthe next to be sent to the UE.
IE/Group Name Presence Range IE type and Semantics description
reference
DL GTP-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the GTP-PDU
which is next to be sent to the
UE.
9.2.2.4 UL GTP-PDU Sequence Number
This |E indicates the sequence number of the GTP-PDU which is the next to be sent to the SGSN.
IE/Group Name Presence Range IE type and Semantics description
reference
UL GTP-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the GTP-PDU
which is next to be sent to the
SGSN.

9.2.3 NAS Related IEs

9.2.3.1 Permanent NAS UE Identity

Thiselement is used to identify the UE commonly in the UTRAN and inthe CN. The RNC usesit to find other existing
signalling connections of theis same UE (e.g. RRC or lu signalling connections). nitially thisisof thetypeoft isan
IMS.

NOTE: IMSI isspecified inthe[19].
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Identity

Choice Permanent NAS UE

>|MSI

OCTET
STRING
(SIZE (3..8))

- digits 0 to 9, encoded 0000 to
1001,

- 1111 used as filler digit,

two digits per octet,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

-Number of decimal digits shall
be from 6 to 15 starting with
the digits from the PLMN
identity.

When the IMSI is made of an
odd number of digits, the filler
digit shall be added at the end
to make an even number of
digits of length 2N. The filler
digit shall then be
consequently encoded as bit 8
to 5 of octet N.

9.2.3.2

Temporary UE ID

Temporary Mobile Subscriber Identity, used for security reasonsto hide the identity of a subscriber.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Temporary UE ID

>TMSI OCTET
STRING (4)

>P-TMSI OCTET
STRING (4)

9.2.3.3 Paging Cause

This element indicates the causeforef paging tothea UE.
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IE/Group Name Presence

Range

IE type and
reference

Semantics description

Paging Cause M

ENUMERAT
ED(
Terminating
Conversatio
nal Call,
Terminating
Streaming
Call,
Terminating
Interactive
Call,
Terminating
Background
Call,
Terminating
Low Priority
Signalling,

?e’zrminating
High Priority
Signalling)

9.2.34 NAS Broadcast Information
Void

9.2.3.5 NAS PDU

Thisinformation el ement containsthea CN — UE or UE — CN message that is transferred without interpretation in the
RNC. Typically it contains call control, session management, supplementary services, short message service and

mobility management messages.

IE/Group Name Presence Range IE type and Semantics description
reference
NAS PDU M OCTET
STRING
9.2.3.6 LAI

Thiselement isused to uniquely identify a L ocation Area.
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IE/Group Name Presence Range IE type and Semantics description
reference
LAI
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to

STRING 1001,

(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).

>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)

9.2.3.7 RAC
Thiselement is used to identify a Routing Areawithin aLocation Area. It isused for PS services.
IE/Group Name Presence Range IE type and Semantics description
reference
RAC M OCTET
STRING (1)

9.2.3.8
The SAPI |E isused to indi cate the specific serviceto provided for theincluded NAS message.

SAPI

IE/Group Name Presence Range IE type and Semantics description
reference
SAPI M ENUMERATED
(SAPI 0, SAPI 3,
)

9.2.3.9 SAl

The Service Arealdentifier (SAI) |E (Service Area ldentifier) information-(seeref. [3]) is used to identify an area
consisting of one or more cells belonging to the same Location Area. Such an areais called a Service Area and can be
used for indicating the | ocation of a UE to the CN. For this protocol, only a Service Areathat is defined to be applicable
to both the PS and the CS domains shall be used.
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IE/Group Name Presence Range IE type and Semantics description
reference
SAl
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>SAC M OCTET
STRING (2)
9.2.3.10 Area Identity
| Thisinformation element is used for indicating the location of a UE and is either a Service Area or a Geographical
Area.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Area ldentity
>SAl 9.2.3.9
>Geographical Area 9.23.11

9.2.3.11

Geographical Area

| The Geographical Area |E is used to identify an area; as-seenfromthe CN--using geographical coordinates. The

reference system is the same asthe one used in [20].

IE/Group Name Presence Range IE type and Semantics description
reference

Choice Geographical Area

>Point See below Ellipsoid point

>Point With See below Ellipsoid point with
Uncertainty uncertainty circle

>Polygon See below List of Ellipsoid points

>Ellipsoid point with See below Ellipsoid point with
uncertainty Ellipse uncertainty Ellipse

>Ellipsoid point with See below Ellipsoid point with
altitude altitude

>Ellipsoid point with See below Ellipsoid point with
altitude and uncertainty altitude and uncertainty
Ellipsoid Ellipsoid

>Ellipsoid Arc See below Ellipsoid Arc

IE/Group Name Presence Range IE type and Semantics description
reference

Point

>Geographical M See below

Coordinates
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IE/Group Name Presence Range IE type and Semantics description
reference
Point With Uncertainty
>Geographical M See below
Coordinates
>Uncertainty Code M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertaint¥ code" k by
r=10x(1.1-1)
IE/Group Name Presence Range IE type and Semantics description
reference
Polygon
>Geographical M 1to See below
Coordinates <maxnoofPoints>
Range bound Explanation
maxnoofPoints Maximum no. of points in polygon. Value is 15.
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
uncertainty Ellipse
>Geographical M See below
Coordinates
>Uncertainty Ellipse M See below
>Confidence M INTEGER(
0..127)
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
altitude
>Geographical M See below
Coordinates
>Altitude and direction M See below
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
altitude and uncertainty
Ellipsoid
>Geographical M See below
Coordinates
>Altitude and direction M See below
>Uncertainty Ellipse M See below
>Uncertainty Altitude M INTEGER(
0..127)
>Confidence M INTEGER(
0..127)
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IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid Arc
>Geographical M See below
Coordinates
>Inner radius M INTEGER ( The relation between the
0..2'%-1) value (N) and the radius
(r) in meters it describes
is 5SNE r <5(N+1), except
for N=2'°-1 for which the
range is extended to
include all grater values
of (r).
>Uncertainty radius M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertaint¥ code" k by
r=10x(1.1"-1)
>Offset angle M INTEGER( The relation between the
0..179) value (N) and the angle
(a) in degrees it
describes is
2NE a <2(N+1)
>Included angle M INTEGER( The relation between the
0..179) value (N) and the angle
(a) in degrees it
describes is
2NE a <2(N+1)
>Confidence M INTEGER(
0..127)
IE/Group Name Presence Range IE type and Semantics description
reference
Geographical Coordinates
>Latitude Sign M ENUMERATED
(North, South)
>Degrees Of Latitude M INTEGER ( The IE value (N) is
O..223-1) derived by this formula:
NE2*® X /90 < N+1
X being the latitude in
degree (0°.. 90°)
>Degrees Of Longitude M INTEGER ( The IE value (N) is
-223..223-1) derived by this formula:

NE2** X 1360 < N+1
X being the longitude in
degree (-180°..+180°)
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IE/Group Name Presence Range IE type and Semantics description
reference
Uncertainty Ellipse
>Uncertainty semi-major | M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertaint¥ code" k by
r=10x(1.1-1)
>Uncertainty semi-minor | M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertaint¥ code" k by
r=10x(1.1-1)
>QOrientation of major M INTEGER( The relation between the
axis 0..179) IE value (N) and the
angle (a) in degrees it
describes is
2NE a <2(N+1). The
values 90..179 shall not
be used.
IE/Group Name Presence Range IE type and Semantics description
reference
Altitude and direction
>Direction of Altitude M ENUMERATED
(Height, Depth)
>Altitude M INTEGER ( The relation between the
0..2"°-1) value (N) and the altitude
(a) in meters it describes
is NE a <N+1, except for
N=2"°-1 for which the
range is extended to
include all grater values
of (a).

9.2.3.12 Unsuccessfully Transmitted Data Volume

Thisinformation element indicates the data volume (octets) that is unsuccessfully transmitted over the radio interface
inthe DL direction for thea given RAB.

IE/Group Name Presence | Range IE type and Semantics description
reference
Unsuccessfully Transmitted M INTEGER Unit is octet.
Data Volume (0..2°%1)
9.2.3.13 Data Volume Reference

Thisinformation el ement indicates the time when the data volume is counted.

IE/Group Name Presence | Range IE type and Semantics description
reference

Data Volume Reference M INTEGER
(0..255)

9.2.3.14 Information Identity
Void
9.2.3.15 Information Priority
Void
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9.2.3.16 Information Control
Void

9.2.3.17 CN Broadcast Area
Void

9.2.3.18 NAS Synchronisation Indicator

Thisinformation element contains transparent NAS information that is transferred without interpretation in the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
NAS Synchronisation M BIT STRING | The coding of this IE,
Indicator 4) transparent for RNC, is

described in the subclause
“Speech Codec Selection” of

8.

9.2.3.19 Location Related Data Request Type

This element indicaes the type of the requested location related data for the indicated positioning method, and provides
the assistance data for the Assisted GPS positioning method.

IE/Group Name Presence Range IE type and Semantics description
reference

Location Related Data
Request Type
>Requested Location M ENUMERATED(
Related Data Type Deciphering
Keys for UE
Based OTDOA,

Deciphering
Keys for
Assisted GPS,

Dedicated
Assistance Data
for UE Based
OTDOA,

Dedicated
Assistance Data
for_Assisted
GPS, ..)

>Requested GPS C- 9.2321
Assistance Data ifDedAssG
PS

Condition Explanation
ifDedAssGPS This IE shall be present if the Requested Location Related Data
Type IE is set to ‘Dedicated Assistance Data for Assisted GPS'.

9.2.3.20 Broadcast Assistance Data Deciphering keys

Thisinformation element is used for indicating the deciphering keys that will be used by the UE for deciphering of
broadcast assi stance databroadeast.
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IE/Group Name Presence Range IE type and Semantics description
reference
Broadcast Assistance Data
Deciphering keys
> Ciphering Key Flag M BIT STRING | Indicates the current Ciphering
(SIZE(1)) Key Flag that is used for the
broadcast assistance data
broadeastmessages in the
location area.
>Current Deciphering M BIT STRING | Current deciphering key that is
key (SIZE(56)) used for deciphering broadcast
assistance data.
>Next Deciphering key M BIT STRING | Next deciphering key that will
(SIZE(56)) be used for deciphering

broadcast assistance data.

9.23.21

Requested GPS Assistance Data

Thisinformation element is used for indicating the requested GPS assistance data.

This|E istransparent to CN.

(SIZE(1..38))

IE/Group Name Presence Range IE type and Semantics description
reference
Requested GPS Assistance OCTET For the corresponding
Data STRING Information Element Definition

see “gpsAssistanceData” [22].

9.2.3.22

Last Known Service Area

Thisinformation element is used for indicating the last known Service Area and the elapsed time since the UE was

known to bein this Service Area. Thelast known Service Areais reported when the current Service Areais unknown to

the RNC.
IE/Group Name Presence Range IE type and Semantics description
reference
Last Known Service Area
>SAl M 9.2.3.9
>Age of SAI M INTEGER The value represents the
(0..32767) elapsed time in minutes since
the reported last known SAI
was stored by the RNC.
Value “0” shall not be used.
Value “32767” indicates that
the age of SAl is at least
32767 minutes old.
9.2.3.23 Shared Network Information

For each LA contained in this|E, it provides the SNA(s) the LA belongsto.
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IE/Group Name Presence Range IE type and Semantics description
reference
Shared Network
Information
>PLMNSs In Shared 1to
Network <maxPLMNsSN>
>>PLMN identity M OCTET - digits 0 to 9, two digits per
STRING octet,
(SIZE (3)) - each digit encoded 0000 to
1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler plus 2 digits from MNC
(in case of 2 digit MNC) or
-3 digits from MNC (in case of
a 3 digit MNC).
>>L A List 1 to <maxLAs>
>>>|AC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>>| ist Of SNAs 1 to <maxSNAs>
Containing LA
>>>>SNAC M 9.2.3.25
Range bound Explanation
maxPLMNsSN Maximum no. of PLMNSs involved in a Shared Network agreement.
The value for maxPLMNsSN is 32.
maxLAs Maximum no. of LAs in a PLMN. The value for maxLAs is 65536.
maxSNAs Maximum no. of SNAs in a PLMN. The value for maxSNAs is
65536
9.2.3.24 SNA Access Information

Provides information on the area(s) in the PLMN(s) the UE is authorised to access.
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IE/Group Name Presence Range IE type and Semantics description
reference
SNA Access Information
>Authorised PLMNs lto
<maxPLMNsSN>
>>PLMN Identity M OCTET - digits 0 to 9, two digits per
STRING octet,
(SIZE (3)) - each digit encoded 0000 to
1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler plus 2 digits from MNC
(in case of 2 digit MNC) or
-3 digits from MNC (in case of
a 3 digit MNC).
>>>Authorised SNAs @]
List
>>>>Authorised 1 to <maxSNAs>
SNAs
>>>>>SNAC M 9.2.3.25
Range bound Explanation
maxPLMNsSN Maximum no. of PLMNSs involved in a Shared Network agreement.
The value for maxPLMNsSN is 32.
maxSNAs Maximum no. of SNAs in a PLMN. The value for maxSNAs is
65536.
9.2.3.25 SNAC
Indicates the Identity of an SNA according to [19].
IE/Group Name Presence Range IE type and Semantics description
reference
SNAC M INTEGER
(0..65535)

9.2.3.26 Location Related Data Request Type Specific To GERAN Iu Mode

This element indicates the type of the requested location rel ated data for the indicated specific positioning method
supported only within GERAN |u mode.
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IE/Group Name Presence Range IE type and Semantics description
reference
Location Related Data ENUMERATED(
Request Type Specific To Deciphering

GERAN Iu mode

Keys for E-OTD,

Dedicated
Mobile-Assisted
E-OTD
Assistance
Data,

Dedicated
Mobile-Based
E-OTD
Assistance
Data, ...)

9.2.3.27

Position Data

This|E provides data rel ated to the positioning methods in relation with the IL ocation £Report procedure.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Position Data

>Positioning Data
Discriminator

OCTET STRING
@

Bits 8-5 set to 0.

The positioning data

discriminator (bits 4-1 of

the octet) defines the type
of data provided for each
positioning method:

0000 indicate usage of
each positioning
method that was
successfully used to
obtain the location
estimate; 1 octet of
data is provided for
each positioning
method included.

all other values are

reserved.

>Positioning Data Set

C_
ifDiscrimina
tor=0
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>>Positioning Method 1 to <maxSet> OCTET STRING | Coding of positioning

and Usage Q) method (bits 8-4):

00000 Reserved (NOTE)

00001 Reserved (NOTE)

00010 Reserved (NOTE)

00011 Reserved (NOTE)

00100 Reserved (NOTE)

00101 Mobile Assisted
GPS

00110 Mobile Based GPS

00111 Conventional GPS

01000 Cell ID

01001 OTDOA

01010 IPDL

01011 RTT

01100 to 01111 reserved
for other location
technologies

10000 to 11111 reserved
for network specific
positioning methods

Coding of usage (bits 3-1):

000 Attempted
unsuccessfully due to
failure or interruption -
not used.

001 Attempted
successfully: results not
used to generate
location - not used.

010 Attempted
successfully: results
used to verify but not
generate location - not
used.

011 Attempted
successfully: results
used to generate
location

100 Attempted
successfully: case
where MS supports
multiple mobile based
positioning methods
and the actual method
or methods used by the
MS cannot be
determined.

NOTE: Reserved because
of GERAN use only.

Condition Explanation
C-ifDiscriminator=0 This IE is present if the Positioning Data Discriminator IE is set to
"00000000"
Range bound Explanation
maxSet Maximum size of the data set. Value is 9.

9.2.3.28 Position Data Specific To GERAN lu Mode

This |E provides data related to the positioning methods which are supported only within GERAN lu modein relation
with the I ocation ¥Report procedure. The coding of this element is described in [34].
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IE/Group Name Presence Range IE type and Semantics description
reference
Position Data Specific To M OCTET STRING | Coded as the value part of
GERAN Iu Mode the Positioning Data IE
defined in [34].
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9.3 Message and Information Element Abstract Syntax (with ASN.1)

9.3.0 General

RANAP ASN.1 definition conforms with [14] and [15].

The ASN.1 definition specifies the structure and content of RANAP messages. RANAP messages can contain any | Es specified in the object set definitions for that message without
the order or number of occurrence being restricted by ASN.1. However, for this version of the standard, a sending entity shall construct a RANAP message according to the PDU
definitions module and with the following additiona rules (Note that in the following |E means an | E in the object set with an explicit id. If one |E needed to appear more than once
in one object s&t, then the different occurrences have different |E ids):

|Es shall be ordered (in an | E container) in the order they appear in object set definitions..

Object set definitions specify how many times |Es may appear. An | E shall appear exactly onceif the presence field in an object has vaue "mandatory"”. An |E may appear at
most once if the presence field in an object has value "optiona" or "conditiond". If in atabular format there is multiplicity specified for an |E (i.e. an |IE list) then in the
corresponding ASN.1 definition the list definition is separated into two parts. The first part defines an | E container list where the list elements reside. The second part defines list
elements. The | E container list appearsas an |E of its own. For thisversion of the standard an |E container list may contain only one kind of list elements.

If aRANAP message that is not constructed as defined above is received, this shall be considered as Abstract Syntax Error, and the message shall be handled as defined for Abstract
Syntax Error in subclause 10.3.6.

Subclause 9.3 presents the Abstract Syntax of RANARP protocol with ASN.1. In case there is contradiction between the ASN.1 definition in this subclause and the tabular format in
subclause 9.1 and 9.2, the ASN. 1 shall take precedence, except for the definition of conditionsfor the presence of conditional elements, where the tabular format shall take
precedence.

9.3.1 Usage of private message mechanism for non-standard use

The private message mechanism for nor-standard use may be used:

- for special operator- (and/or vendor) specific features considered not to be part of the basic functionality, i.e. the functionality required for acomplete and high-quality
specification in order to guarantee multivendor interoperability;

- by vendorsfor research purposes, e.g. to implement and evaluate new agorithms/features before such features are proposed for standardisation.

The private message mechanism shall not be used for basic functionality. Such functionality shall be standardised.

9.3.2 Elementary Procedure Definitions

L kkkkkkkkhkkhkkhk Kk kA khhkhkkhhkhhkhhkkhhkhhkhhkkhhkhkhkkhkhkhkkhkhkhkkhkh k%

3GPP



Release 5 152 3GPP TS 25.413 V5.6.0 (2003-09)

-- Elenmentary Procedure definitions

Khkkhkhkhkhhkhkkhhhhhkhkhhkhhkhkhkkhhkhhkhkhkhhkhhkhkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

RANAP- PDU- Descri ptions {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
umt s- Access (20) modules (3) ranap (0) versionl (1) ranap-PDU Descriptions (0)}

DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N

LR R R R R R R R R R R R

-- |E paraneter types from ot her npdul es.

LR R R R R R R R R

| MPORTS
Criticality,
Pr ocedur eCode
FROM RANAP- ConmonDat aTypes

| u- Rel easeConmmand,

| u- Rel easeConpl et e,

Rel ocat i onCommand,

Rel ocati onPreparati onFail ure,
Rel ocati onRequi r ed,

Rel ocat i onRequest,

Rel ocat i onRequest Acknowl edge,
Rel ocati onFai l ure,

Rel ocati onCancel ,

Rel ocat i onCancel Acknow edge,
SRNS- Cont ext Request ,

SRNS- Cont ext Response,

Securit yModeCommand,
SecurityModeConpl et e,
SecurityMbdeRej ect,

Dat aVol uneRepor t Request ,

Dat aVol umeReport,

Reset,

Reset Acknow edge,

RAB- Rel easeRequest,

| u- Rel easeRequest,

Rel ocati onDet ect,

Rel ocat i onConpl et e,

Pagi ng,

Conmonl D,

CN- | nvokeTr ace,

CN- Deacti vat eTr ace,
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Locati onReportingControl,

Locati onReport,

Initial UE- Message,

Di rect Transfer,

Over | oad,

Errorlndication,

SRNS- Dat aFor war dConmand,

For war dSRNS- Cont ext ,

RAB- Assi gnment Request ,

RAB- Assi gnnent Response,

RAB- Modi f yRequest ,

Pri vat eMessage,

Reset Resour ce,

Reset Resour ceAcknow edge,

RANAP- Rel ocat i onl nf or mati on,

Locati onRel at edDat aRequest ,

Locati onRel at edDat aResponse,

Locati onRel at edDat aFai | ur e,

I nformati onTransferlndication,

I nformati onTransfer Confirmation,

I nformationTransferFail ure,

UESpeci fi cl nformati onl ndi cati on
FROM RANAP- PDU- Cont ent s

i d- Locati onRel at edDat a,

i d- CN- Deacti vat eTr ace,

i d- CN- 1 nvokeTr ace,

i d- Commonl D,

i d- Dat aVol uneReport,
id-DirectTransfer,

i d-Errorlndication,

i d- For war dSRNS- Cont ext ,
id-1nformationTransfer,
id-1nitial UE- Message,

i d-1u-Rel ease,

i d-1u- Rel easeRequest,

i d-Locati onReport,

i d- Locati onReportingControl,
i d- Overl oadControl,

i d- Pagi ng,
id-privateMessage,

i d- RAB- Assi gnnent ,

i d- RAB- Rel easeRequest,

i d- RAB- Modi f yRequest,

i d- RANAP- Rel ocati on,

i d- Rel ocati onCancel ,

i d- Rel ocati onConpl et e,

i d- Rel ocati onDet ect,

i d- Rel ocati onPreparation,
i d- Rel ocati onResour ceAl | ocati on,
i d- Reset,
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i d- SRNS- Cont ext Tr ansf er,

i d- SRNS- Dat aFor war d,

i d- SecurityMdeControl,

i d- Reset Resour ce,

i d- UESpeci fi cl nformati on
FROM RANAP- Const ant s;

Khkkhkhkhkhkhkhkkhhhhkhkhkkhhhhhkhkhhkhhhkhkhhkhhkhkhkkhhkhhkhkhkkhhkhkkhkkhkhkkkkk k%

-- Interface Elenmentary Procedure C ass

LR R R R R R

RANAP- ELEMENTARY- PROCEDURE :: = CLASS {
& nitiati ngMessage ,
&Successf ul Qut come OPTI ONAL,
&Unsuccessf ul Qut cone OPTI ONAL,
&Qut come OPTI ONAL,
&pr ocedur eCode Pr ocedur eCode UNI QUE,
&criticality Criticality DEFAULT i gnore
}
W TH SYNTAX {
I' NI TI ATI NG MESSAGE & nitiati ngMessage
[ SUCCESSFUL OUTCOVE &Successf ul Qut cone]
[ UNSUCCESSFUL OUTCOMVE &Unsuccessf ul Cut cone]
[ QUTCOVE &Qut cone]
PROCEDURE CODE &pr ocedur eCode
[ CRI TI CALI TY &criticality]
}
- EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREREEREESESEEEEEREEREEEEEEEEEEEEEEE S-S
-- Interface PDU Definition
-: EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEEREEREESEEEEEEEEEEEEEEEEEEEEEESEEE
RANAP- PDU :: = CHO CE {
initiati ngMessage I'nitiatingMessage,
successful Qut cone Successf ul Qut cone,
unsuccessful Qut come Unsuccessful Qut cone,
out cone Cut cone,
}
Initiati ngMessage ::= SEQUENCE ({
procedur eCode RANAP- ELEMENTARY- PROCEDURE. &pr ocedur eCode ({ RANAP- ELEMENTARY- PROCEDURES} ) ,
criticality RANAP- ELEMENTARY- PROCEDURE. &criticality ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode}) ,
val ue RANAP- ELEMENTARY- PROCEDURE. &I ni ti ati ngMessage ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode})
}
Successful Qut cone ::= SEQUENCE {
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procedur eCode RANAP- ELEMENTARY- PROCEDURE. &pr ocedur eCode ({ RANAP- ELEMENTARY- PROCEDURES} ) ,

criticality RANAP-ELEMENTARY- PROCEDURE. &criticality ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode} ),
val ue RANAP- ELEMENTARY- PROCEDURE. &Successf ul Qut conme ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode})
}
Unsuccessful Qutcone ::= SEQUENCE {
pr ocedur eCode RANAP- ELEMENTARY- PROCEDURE. &pr ocedur eCode ({ RANAP- ELEMENTARY- PROCEDURES} ) ,
criticality RANAP- ELEMENTARY- PROCEDURE. &criticality ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode} ),
val ue RANAP- ELEMENTARY- PROCEDURE. &Unsuccessf ul Qut come ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode})
}
Qut come ::= SEQUENCE {
procedur eCode RANAP- ELEMENTARY- PROCEDURE. &pr ocedur eCode ({ RANAP- ELEMENTARY- PROCEDURES} ) ,
criticality RANAP-ELEMENTARY- PROCEDURE. &criticality ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode}) ,
val ue RANAP- ELEMENTARY- PROCEDURE. &Qut cone ({ RANAP- ELEMENTARY- PROCEDURES} { @r ocedur eCode} )
}
- LR EEE S EEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- Interface Elenentary Procedure List
o EEEEE R R EEEEEEEEEEEEEEEEEEREEEEEEEREREEREESESEEEEEEEEEEEEEEEEEEEEESE S-S
RANAP- ELEMENTARY- PROCEDURES RANAP- ELEMENTARY- PROCEDURE : : = {
RANAP- ELEMENTARY- PROCEDURES- CLASS- 1 |
RANAP- ELEMENTARY- PROCEDURES- CLASS- 2 |
RANAP- ELEMENTARY- PROCEDURES- CLASS- 3 ,
}
RANAP- ELEMENTARY- PROCEDURES- CLASS- 1 RANAP- ELEMENTARY- PROCEDURE : : = {
i u- Rel ease |
rel ocati onPreparation |
rel ocati onResourceAl | ocati on |
rel ocati onCancel |
SRNS- Cont ext Tr ansf er |
securityMdeContr ol |
dat aVol uneReport |
reset |
reset Resource )
| ocati onRel at edDat a
i nformati onTransfer
}
RANAP- ELEMENTARY- PROCEDURES- CLASS- 2 RANAP- ELEMENTARY- PROCEDURE : : = {

r AB- Rel easeRequest |
i u- Rel easeRequest |
rel ocati onDet ect |
rel ocati onConpl ete |
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}

pagi ng

comonl D

cN-I nvokeTrace
cN-Deacti vat eTrace
| ocati onReportingControl |
| ocati onReport
initial UE- Message
di rect Transfer
over | oadContr ol
errorlndication
SRNS- Dat aFor war d

f or war dSRNS- Cont ext
privat eMessage

r ANAP- Rel ocati on

r AB- Mbdi f yRequest |
uESpeci ficl nformation

RANAP- EL EMENTARY- PROCEDURES- CLASS- 3 RANAP- ELEMENTARY- PROCEDURE : :

r AB- Assi gnmrent ,

LR R R R R R R R

Interface El enentary Procedures

LR R R R R R

i u- Rel ease RANAP- ELEMENTARY- PROCEDURE : : = {

I NI TI ATI NG MESSAGE | u- Rel easeConmand
SUCCESSFUL OUTCOME | u- Rel easeConpl et e

PROCEDURE CODE i d-1u-Rel ease
CRI TI CALI TY reject
}
rel ocati onPreparati on RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Rel ocati onRequired
SUCCESSFUL OUTCOME Rel ocat i onConmand
UNSUCCESSFUL OUTCOVE Rel ocat i onPreparati onFail ure
PROCEDURE CODE i d- Rel ocati onPreparation
CRI TI CALI TY reject
}
rel ocati onResour ceAl | ocati on RANAP- ELEMENTARY- PROCEDURE : : = {

I NI TI ATI NG MESSAGE Rel ocat i onRequest

SUCCESSFUL OUTCOME Rel ocati onRequest Acknow edge
UNSUCCESSFUL OUTCOVE Rel ocati onFai |l ure

PROCEDURE CODE i d- Rel ocat i onResour ceAl | ocati on
CRI TI CALI TY reject

{
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}
rel ocati onCancel RANAP- ELEMENTARY- PROCEDURE :: = {

I NI TI ATI NG MESSAGE Rel ocati onCancel
SUCCESSFUL OUTCOME Rel ocati onCancel Acknow edge

PROCEDURE CODE i d- Rel ocat i onCancel
CRI TI CALI TY reject
}
SRNS- Cont ext Transf er RANAP- ELEMENTARY- PROCEDURE : : = {

I NI TI ATI NG MESSAGE SRNS- Cont ext Request
SUCCESSFUL OUTCOME SRNS- Cont ext Response
PROCEDURE CODE i d- SRNS- Cont ext Tr ansf er
CRI TI CALI TY reject

}

securityModeControl RANAP- ELEMENTARY- PROCEDURE :: = {
I NI TI ATI NG MESSAGE SecurityMbdeComuand
SUCCESSFUL OUTCOME SecurityModeConpl ete
UNSUCCESSFUL OUTCOVE SecurityMddeRej ect
PROCEDURE CODE i d- SecurityMddeContr ol
CRI TI CALI TY reject

}

dat aVol umeReport RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Dat aVol uneReport Request
SUCCESSFUL OUTCOME Dat aVol unmeRepor t

PROCEDURE CODE i d- Dat aVol uneRepor t
CRI TI CALI TY reject

}

reset RANAP- ELEMENTARY- PROCEDURE : : = {

I NI TI ATI NG MESSAGE Reset
SUCCESSFUL OUTCOME Reset Acknowl edge
PROCEDURE CODE i d- Reset
CRI TI CALI TY reject
}

r AB- Rel easeRequest RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE RAB- Rel easeRequest
PROCEDURE CODE i d- RAB- Rel easeRequest
CRI TI CALI TY i gnore

}

i u- Rel easeRequest RANAP- ELEMENTARY- PROCEDURE : :
I NI TI ATI NG MESSAGE | u- Rel easeRequest
PROCEDURE CODE i d-1u- Rel easeRequest
CRI TI CALI TY i gnore

1l
~
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rel ocati onDet ect RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Rel ocati onDet ect
PROCEDURE CODE i d- Rel ocat i onDet ect
CRI TI CALI TY i gnore

}

rel ocati onConpl et e RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Rel ocati onConpl ete
PROCEDURE CODE i d- Rel ocati onConpl et e
CRI TI CALI TY i gnore

}

pagi ng RANAP- ELEMENTARY- PROCEDURE : : = {
I'NI TI ATI NG MESSAGE Pagi ng
PROCEDURE CODE i d- Pagi ng
CRI TI CALI TY i gnore

}

commonl| D RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Conmonl D
PROCEDURE CODE i d- Conmonl D
CRI TI CALI TY i gnore

}

cN- 1 nvokeTr ace RANAP- ELEMENTARY- PROCEDURE :: = {
I NI TI ATI NG MESSAGE CN- I nvokeTrace
PROCEDURE CODE i d- CN-1 nvokeTrace
CRI TI CALI TY ignore

}

cN-Deacti vat eTrace RANAP- ELEMENTARY- PROCEDURE :: = {
I NI TI ATI NG MESSAGE CN- Deacti vateTrace
PROCEDURE CODE i d- CN- Deacti vat eTrace
CRI TI CALI TY i gnore

}

| ocati onReporti ngControl RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Locati onReporti ngContr ol
PROCEDURE CODE i d-Locati onReportingControl
CRI TI CALI TY ignore

}

| ocati onReport RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Locati onReport
PROCEDURE CODE i d-Locati onReport
CRI TI CALI TY ignore

}

initial UE- Message RANAP- ELEMENTARY- PROCEDURE :: = {

I NI TI ATI NG MESSAGE | nitial UE- Message
PROCEDURE CODE id-1nitial UE- Message
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CRI TI CALI TY i gnore

}

di rect Transf er RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE DirectTransfer
PROCEDURE CODE id-DirectTransfer
CRI TI CALI TY i gnore

}

over | oadCont r ol RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Overl oad
PROCEDURE CODE i d- Over| oadContr ol
CRI TI CALI TY i gnore

}

errorlndi cati on RANAP- ELEMENTARY- PROCEDURE :: = {
I NI TI ATI NG MESSAGE Errorlndication
PROCEDURE CODE id-Errorlndication
CRI TI CALI TY ignore

}

SRNS- Dat aFor war d RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE SRNS- Dat aFor war dConmand
PROCEDURE CODE i d- SRNS- Dat aForwar d
CRI TI CALI TY i gnore

}

f or war dSRNS- Cont ext RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE For war dSRNS- Cont ext
PROCEDURE CODE i d- For war dSRNS- Cont ext
CRI TI CALI TY i gnore

}

r AB- Assi gnment RANAP- ELEMENTARY- PROCEDURE : : = {

I NI TI ATI NG MESSAGE RAB- Assi gnnent Request
OUTCOVE RAB- Assi gnment Response
PROCEDURE CODE i d- RAB- Assi gnnment

CRI TI CALI TY reject

}

privat eMessage RANAP- ELEMENTARY- PROCEDURE :: = {
I NI TI ATI NG MESSAGE Privat eMessage
PROCEDURE CODE i d-privateMessage
CRI TI CALI TY i gnore

}

reset Resour ce RANAP- ELEMENTARY- PROCEDURE : : = {

I NI TI ATI NG MESSAGE Reset Resour ce
SUCCESSFUL OUTCOME Reset Resour ceAcknow edge
PROCEDURE CODE i d- Reset Resour ce
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CRI TI CALI TY reject

}

r ANAP- Rel ocat i on RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE RANAP- Rel ocat i onl nf or nati on
PROCEDURE CODE i d- RANAP- Rel ocati on
CRI TI CALI TY i gnore

}

r AB- Modi f yRequest RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE RAB- Modi f yRequest
PROCEDURE CODE i d- RAB- Modi f yRequest
CRI TI CALI TY ignore

}

| ocati onRel at edDat a RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE Locat i onRel at edDat aRequest
SUCCESSFUL OUTCOME Locati onRel at edDat aResponse
UNSUCCESSFUL OUTCOVE Locati onRel at edDat aFai | ure
PROCEDURE CODE i d-Locati onRel at edDat a
CRI TI CALI TY reject

}

i nformati onTransfer RANAP- ELEMENTARY- PROCEDURE :: = {
I NI TI ATI NG MESSAGE I nformati onTransferlndication
SUCCESSFUL OUTCOME I nformati onTransferConfirmation
UNSUCCESSFUL OUTCOVE I nformationTransferFailure
PROCEDURE CODE id-InformationTransfer
CRI TI CALI TY reject

}

uESpeci ficl nformati on RANAP- ELEMENTARY- PROCEDURE : : = {
I NI TI ATI NG MESSAGE UESpeci fi cl nformati onl ndi cati on
PROCEDURE CODE i d- UESpeci ficl nformation
CRI TI CALI TY ignore

}

END

9.3.3 PDU Definitions

Khkkhkhkhkhkhkhkhhhhhkhkhhhhkhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

-- PDU definitions for RANAP.

LR R R R R R R R R

RANAP- PDU- Cont ent s {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
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umt s- Access (20) modules (3) ranap (0) versionl (1) ranap-PDU- Contents (1) }

DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N

LR R R R R R

-- |E paraneter types from other npdul es.
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| MPORTS
Br oadcast Assi st anceDat aDeci pheri ngKeys,
Locati onRel at edDat aRequest Type,
Locati onRel at edDat aRequest TypeSpeci fi cToGERANI uMbde,
Dat aVol uneRef er ence,
Cel | Loadl nformati on,
Areal dentity,
CN- Domai nl ndi cat or,
Cause,
Cli ent Type,
CriticalityDi agnostics,
ChosenEncrypti onAl gorithm
Chosenl ntegrityProtectionAl gorithm
Cl assmar kIl nf ormati on2,
Cl assmar kIl nf or mati on3,
DL- GTP- PDU- SequenceNumnber ,
DL- N- PDU- SequenceNunber,
Dat aVol umeReporti ngl ndi cati on,
DRX- Cycl eLengt hCoef fi ci ent,
Encryptionl nf or mati on,
GERAN- BSC- Cont ai ner,
GERAN- Cl assnar Kk,
d obal CN- I D,
G obal RNC- | D,
I nformationTransferl D,
IntegrityProtectionlnformation,
I nt er Syst enl nf or mat i on- Transpar ent Cont ai ner,
1 uSi gnal I i ngConnecti onldentifier,
I uTransport Associ ati on,
KeySt at us,
L3- I nformation,
LAl ,
Last KnownSer vi ceAr ea,
NAS- PDU,
NAS- Synchr oni sati onl ndi cat or,
NewBSS- To- O dBSS- | nf or mat i on,
NonSear chi ngl ndi cati on,
Number OF St eps,
OMC- | D,
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O dBSS- ToONewBSS- | nf or mat i on,

Pagi ngAr eal D,

Pagi ngCause,

PDP- Typel nf or mat i on,

Per manent NAS- UE- | D,

Posi ti onDat a,

Posi ti onDat aSpeci fi cToOGERANI uMbde,
PositioningPriority,

Provi dedDat a,

RAB- | D,
RAB- Par anet er s,
RAC,

Rel ocati onType,
Request Type,
Request ed- RAB- Par anet er - Val ues,
ResponseTi e,
RRC- Cont ai ner,
SAl,
SAPI ,
Servi ce- Handover,
SNA- Access- I nformati on,
Sour cel D,
Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner,
Target | D,
Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner,
Tenpor ar yUE- | D,
TraceRef erence,
TraceType,
Unsuccessful | yTransni tt edDat aVol une,
Transport Layer Addr ess,
Triggerl D,
UE- | D,
UESBI - | u,
UL- GTP- PDU- SequenceNunber ,
UL- N- PDU- SequenceNunber ,
UP- ModeVer si ons,
User Pl aneMode,
Verti cal Accur acyCode,
Al t - RAB- Par anet er s,
Ass- RAB- Par anet er s
FROM RANAP- | Es

Pri vat el E- Cont ai ner{},

Pr ot ocol Ext ensi onCont ai ner{},
Pr ot ocol | E- Cont ai ner Li st{},
Protocol | E- Cont ai nerPai r{},

Pr ot ocol | E- Cont ai ner Pai r Li st{},
Prot ocol | E- Cont ai ner {},

RANAP- PRI VATE- | ES,

RANAP- PROTOCOL - EXTENSI ON,
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RANAP- PROTOCOL- | ES,
RANAP- PROTOCOL- | ES- PAI R
FROM RANAP- Cont ai ners

maxNr Of DTs,
maxNr OF Error s,
maxNr Of | uSi gConl ds,
maxNr OF RABs,
maxNr Of Vol

id-Arealdentity,

i d-Alt-RAB- Paraneters,

i d- Ass- RAB- Par aneters,

i d- Broadcast Assi st anceDat aDeci pheri ngKeys,

i d- Locat i onRel at edDat aRequest Type,

i d- CN- Domai nl ndi cat or,

i d- Cause,

i d- ChosenEncrypti onAl gorithm

i d- Chosenl ntegrityProtectionAlgorithm

i d-Cl assnar Kkl nf ormati on2,

i d-Cl assnar kil nf ormati on3,

id-CientType,

id-CriticalityDi agnosti cs,

i d- DRX- Cycl eLengt hCoeffi ci ent,
id-DirectTransferlnformationltem RANAP- Rel ocl nf,
i d-DirectTransferlnformationLi st-RANAP- Rel ocl nf,
i d- DL- GTP- PDU- SequenceNunber,

i d- Encryptionl nformation,

i d- GERAN- BSC- Cont ai ner,

i d- GERAN- Cl assmark,

i d- GERAN- | unnde- RAB- Fai | ed- RABAssgnt Response-|tem
i d- GERAN- | unnde- RAB- Fai | edLi st - RABAssgnt Response,
i d-d obal CN-1D,

i d- G obal RNC- | D,

id-InformationTransferlD,
id-lIntegrityProtectionlnformation,

i d-1nterSystenl nformati on-Transpar ent Cont ai ner,

i d-1uSi gConl d,

i d-1uSi gConldltem

i d-1uSi gConl dLi st ,

id-1uTransportAssoci ati on,

i d- KeySt at us,

id-L3-1nformation,

i d- LAI,

i d- Last KnownSer vi ceAr ea,

i d- Locat i onRel at edDat aRequest TypeSpeci fi cTOGERANI uMde,
i d- NAS- PDU,

i d- NewBSS- To- O dBSS- | nf ormati on,

i d- NonSear chi ngl ndi cati on,

i d- Nunber O St eps,

i d-OMC- | D,
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i d- O dBSS- ToNewBSS- | nf or mat i on,

i d- Pagi ngAr eal D,

i d- Pagi ngCause,

i d- Per manent NAS- UE- | D,

i d- Posi ti onDat a,

i d- Posi ti onDat aSpeci fi cTOGERANI uMode,
id-PositioningPriority,

i d- Provi dedDat a,

i d- RAB- Contextltem

i d- RAB- Cont ext Li st,

i d- RAB- Cont ext Fai | edt oTransferltem
i d- RAB- Cont ext Fai | edt oTr ansf er Li st ,
i d- RAB- Cont ext | t em RANAP- Rel ocl nf,

i d- RAB- Cont ext Li st - RANAP- Rel ocl nf ,

i d- RAB- Dat aFor war di ngl tem

i d- RAB- Dat aFor war di ngl t em SRNS- Ct xReq,
i d- RAB- Dat aFor war di ngLi st

i d- RAB- Dat aFor war di ngLi st - SRNS- Ct xReq,
i d- RAB- Dat aVol uneReportltem

i d- RAB- Dat aVol uneReport Li st,

i d- RAB- Dat aVol unmeRepor t Request | tem
i d- RAB- Dat aVol uneReport Request Li st
i d- RAB- Fai | edl tem

i d- RAB- Fai | edLi st,

i d- RAB- Fai | edt oReportltem

i d- RAB- Fai | edt oReportLi st,

i d- RAB- I D,

i d- RAB- Modi fyLi st,

i d- RAB- Modi fyl tem

i d- RAB- Queuedl tem

i d- RAB- QueuedLi st,

i d- RAB- Rel easeFai | edLi st ,

i d- RAB- Rel easel tem

i d- RAB- Rel easedl t em | uRel Conp,

i d- RAB- Rel easeli st,

i d- RAB- Rel easedl tem

i d- RAB- Rel easedLi st

i d- RAB- Rel easedLi st - | uRel Conp,

i d- RAB- Rel ocati onRel easeltem

i d- RAB- Rel ocat i onRel easeli st,

i d- RAB- Set upl t em Rel ocReq,

i d- RAB- Set upl t em Rel ocReqAcKk,

i d- RAB- Set uplLi st - Rel ocReq,

i d- RAB- Set upLi st - Rel ocReqAcKk,

i d- RAB- Set upOr Modi fi edl tem

i d- RAB- Set upOr Modi fi edLi st,

i d- RAB- Set upOr Modi fyltem

i d- RAB- Set upOr Modi fyLi st,

i d- RAC,

i d- Rel ocati onType,

i d- Request Type,
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i d- ResponseTi ne,
id- SAl,
i d- SAPI ,
i d- SNA- Access- | nf or mati on,
i d- Sour cel D,
i d- Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner,
i d- Sour ceRNC- PDCP- cont ext - i nf o,
i d-Target|D,
i d- Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner,
i d- Tenpor aryUE- | D,
i d- TraceRef erence,
i d-TraceType,
i d- Transport Layer Addr ess,
id-TriggerlD,
id-UE-1D,
i d-UESBI - | u,
i d- UL- GTP- PDU- SequenceNunber,
i d-Vertical AccuracyCode
FROM RANAP- Const ant s;

LR R R R R R R R

-- Common Cont ai ner Lists

LR R R R R R R R R

RAB- | E- Cont ai ner Li st { RANAP- PROTOCOL- | ES : | EsSet Param }
RAB- | E- Cont ai ner Pai r Li st { RANAP- PROTOCOL- | ES- PAIR : | EsSet Param }
Prot ocol Error-1E- Cont ai nerLi st { RANAP- PROTOCOL- | ES : | EsSet Param }
I uSi gConl d- | E- Cont ai ner Li st { RANAP- PROTOCOL- | ES : | EsSet Param }
{1 EsSet Par an} }

Di rect Transf er -1 E- Cont ai ner Li st { RANAP- PROTOCOL- | ES : | EsSetParam} ::=

LR R R R R R R

-- lu RELEASE ELEMENTARY PROCEDURE

LR R R R R R R R R R
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-- lu Rel ease Commuand
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I u- Rel easeCommand :: = SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {lu-Rel easeCommandl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {I u-Rel easeCommandExt ensi ons} } OPTI ONAL,

3GPP

3GPP TS 25.413 V5.6.0 (2003-09)

Pr ot ocol | E- Cont ai ner Li st { 1, maxNr Of RABs, {1 EsSet Par an} }
Prot ocol | E- Cont ai nerPai rList { 1, maxNrOf RABs, {1 EsSet Par an} }
Pr ot ocol | E- Cont ai ner Li st { 1, maxNr Of RABs, {1 EsSet Par an} }
Prot ocol | E- Cont ai ner Li st { 1, maxNr Of | uSi gConl ds,

Pr ot ocol | E- Cont ai ner Li st { 1, maxNr Of DTs, {1 EsSet Par an} }
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| u- Rel easeCommuandl Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE mandatory 1},
: -
| u- Rel easeCommandExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
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-- lu Rel ease Conplete

LR R R R R R R R R R

| u- Rel easeConpl ete ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {lu-Rel easeConpl et el Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {lu-Rel easeConpl et eExt ensi ons} } OPTI ONAL,
}
| u- Rel easeConpl et el Es RANAP- PROTOCOL- | ES :: = {
{ 1D id-RAB-Dat aVol uneReport Li st CRITI CALI TY ignore TYPE RAB- Dat aVol uneReport Li st PRESENCE optional } |
{ I D id-RAB-Rel easedLi st -1 uRel Conp CRI TI CALITY ignore TYPE RAB- Rel easedLi st -1 uRel Conp PRESENCE optional } |
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE opt i onal 1,
}
RAB- Dat aVol uneReport Li st 1= RAB-I| E-Cont ai nerList { {RAB-DataVol umeReportltem Es} }
RAB- Dat aVol uneReport|temnm Es RANAP- PROTOCOL- I ES :: = {
{ 1D id-RAB-Dat aVol uneReportltem CRITI CALI TY ignore TYPE RAB- Dat aVol uneReportltem PRESENCE mandatory 1},
}
RAB- Dat aVol umeReportltem ::= SEQUENCE {
rAB-1D RAB- | D,
dl - Unsuccessful | yTransmi tt edDat aVol une Dat aVol urelLi st OPTI ONAL
-- This IE shall always be present although its presence is optional --,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Dat aVol umeReport|tem ExtlEs} } OPTI ONAL,
}
RAB- Dat aVol uneReport|tem Ext| Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
RAB- Rel easedLi st - | uRel Conp ;.= RAB-I| E-Contai nerList { {RAB-Rel easedltem | uRel Conp-1Es} }
RAB- Rel easedl t em | uRel Conmp-1 Es RANAP- PROTOCOL- 1 ES :: = {
{ IDid-RAB-Rel easedl tem | uRel Conp CRI TI CALITY ignore TYPE RAB- Rel easedltem | uRel Conp PRESENCE mandat ory
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}
RAB- Rel easedl tem | uRel Conp ::= SEQUENCE ({

rAB-1D RAB- | D,

dL- GTP- PDU- SequenceNunber DL- GTP- PDU- SequenceNumrber OPTI ONAL,

uL- GTP- PDU- SequenceNunber UL- GTP- PDU- SequenceNunber OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { RAB- Rel easedltem | uRel Conp- Ext | Es} }
}
RAB- Rel easedl t em | uRel Conp- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

}

| u- Rel easeConpl et eExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {

LR R R R R R R R
-- RELOCATI ON PREPARATI ON ELEMENTARY PROCEDURE

LR R R R R R R R R R

LR R R R R R R R

-- Rel ocation Required
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Rel ocati onRequi red ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Rel ocationRequiredl Es} },

pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onRequi r edExt ensi ons} } OPTI ONAL,

}

Rel ocat i onRequi r edl Es RANAP- PROTOCOL- | ES :: = {

OPTI ONAL,

{ IDid-RelocationType CRITI CALITY reject TYPE Rel ocationType PRESENCE mandatory } |

{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE nmandatory } |

{ IDid-SourcelD CRI TI CALI TY i gnore TYPE Sourcel D PRESENCE mandat ory }
{ IDid-TargetlD CRITICALITY reject TYPE TargetlD PRESENCE mandat ory }

{ IDid-d assnmarklnformation2 CRITI CALITY reject TYPE Cl assmarklnformation2 PRESENCE condi ti onal

- This IE shall be present if the Target IDIE contains a CA IE -- }

- This |E shall be present if the Target ID IE contains a CG |E -- o

{
{ I D id-SourceRNC- ToTar get RNC- Tr anspar ent Cont ai ner

I D id-d assmarkl nformation3 CRI TI CALITY ignore TYPE Cl assmarkl nformation3 PRESENCE condi ti onal

CRITI CALI TY reject TYPE Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner PRESENCE condi ti onal

-- This IE shall be present if the Target ID IE contains a RNC-IDIE --

o
{ IDid-0O dBSS- ToONewBSS- | nf or mati on CRI TI CALI TY ignore TYPE O dBSS- TONewBSS- | nf or mati on PRESENCE opt i onal
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}
Rel ocat i onRequi r edExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 5 to enabl e GERAN support over lu-cs --
{ IDid-CGERAN-Cl assnark CRI TI CALI TY i gnore EXTENSI ON GERAN- Cl assnar k PRESENCE optional } ,
}

Khkkhkhkhkhkhkhkhhhhhkhkkhhkhhhkhkhhkhhkhkhkhhkhkhkhkhkhkkhkkhhkhkkhkkhkhkkkkk k%

Rel ocati on Command

LR R R R R R R R R R

Rel ocati onConmmand :: =
protocol | Es

SEQUENCE {

Pr ot ocol | E- Cont ai ner { {Rel ocati onComuandl Es} },

pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { {Rel ocati onCommandExt ensi ons} } OPTI ONAL,
}
Rel ocat i onCommandl Es RANAP- PROTOCOL- | ES :: = {
{ 1D id-Target RNC- ToSour ceRNC- Tr anspar ent Cont ai ner
CRI TI CALITY reject TYPE Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner PRESENCE opti onal o
{ IDid-L3-Information CRITI CALI TY ignore TYPE L3-Information PRESENCE optional } |
{ IDid-RAB-Rel ocationRel easelLi st CRI TI CALITY i gnore TYPE RAB- Rel ocati onRel easelLi st PRESENCE optional } |
{ 1D id-RAB- Dat aFor war di ngLi st CRITI CALI TY ignore TYPE RAB- Dat aFor war di ngLi st PRESENCE optional } |
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
RAB- Rel ocat i onRel easeli st 1= RAB-I| E-ContainerList { {RAB-Rel ocati onRel easel tem Es} }
RAB- Rel ocati onRel easel t em Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-Rel ocationRel easeltem CRITI CALITY ignore TYPE RAB- Rel ocati onRel easeltem PRESENCE mandatory 1},
}
RAB- Rel ocat i onRel easeltem :: = SEQUENCE {
rAB-1D RAB- | D,
i E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { { RAB-Rel ocati onRel easel tem Ext| Es} } OPTI ONAL,
}
RAB- Rel ocati onRel easel t em Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}

RAB- Dat aFor war di ngLi st 1= RAB-| E-Contai nerList { {RAB-DataForwardingltemn Es} }

RAB- Dat aFor war di ngl t eml Es RANAP- PROTOCOL- | ES :: = {
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{ I D id-RAB-Dat aForwardi ngltem CRI TI CALI TY i gnore TYPE RAB- Dat aForwardi ngltem PRESENCE mandatory 1},
}
RAB- Dat aFor war di ngl tem : : = SEQUENCE {
rAB-1D RAB- | D,
transport Layer Addr ess Transport Layer Addr ess,
i uTransportAssoci ati on I uTransport Associ ati on,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Dat aForwardi ngltem Ext|Es} } OPTI ONAL,
}
RAB- Dat aFor war di ngl t em Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to allow transfer of a second pair of TLA and association --
{1D id-TransportLayer Address CRITI CALI TY ignore EXTENSI ON TransportLayer Address PRESENCE optional} |
{ID id-1uTransportAssociation CRITI CALI TY ignore EXTENSI ON | uTransportAssoci ation PRESENCE opti onal },
}
Rel ocat i onCommandExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over lu --
{ IDid-InterSystem nfornmation-Transparent Cont ai ner CRI TI CALI TY i gnore EXTENSI ON I nterSystem nformati on- Transpar ent Cont ai ner
PRESENCE opt i onal 1,
}
- LR R R R R R R R R R R R
-- Relocation Preparation Failure
:: IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEESEESERERSEESEEREERERSEEEZEESEES]
Rel ocati onPreparationFailure ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Rel ocationPreparationFailurel ES} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onPreparati onFail ur eExt ensi ons} } OPTI ONAL,
}
Rel ocati onPreparati onFai |l urel Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE mandatory } |
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
Rel ocat i onPr epar ati onFai | ur eExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 5 to enable Inter RAN Load Informati on Exchange over lu --
{ IDid-InterSystem nformation-Transparent Cont ai ner CRITI CALI TY ignore EXTENSI ON | nt er Syst em nf or mati on- Tr anspar ent Cont ai ner PRESENCE
opti onal 1,
}
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-- RELOCATI ON RESOURCE ALLOCATI ON ELEMENTARY PROCEDURE

LR R R R R R

LR R R R R R

-- Rel ocation Request

Khkkhkhkhkhkhkhkkhhkhhkhkhkhkhhkhhhkhkhhkhhkkhkkhhkhhkkhkkhkhkkhkkhhkhkkhkkhkhkkkkk k%

Rel ocati onRequest ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Rel ocati onRequest|Es} },
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { {Rel ocati onRequest Ext ensi ons} } OPTI ONAL,
}
Rel ocat i onRequest | Es RANAP- PROTOCOL- I ES :: = {
{ 1D id-Permanent NAS- UE-| D CRITI CALI TY ignore TYPE Permanent NAS- UE- | D PRESENCE opt i onal o
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE nmandatory } |
{ IDid-CN Donuinl ndi cat or CRI TI CALITY reject TYPE CN- Donai nl ndi cat or PRESENCE mandatory } |
{ 1D id-SourceRNC-ToTar get RNC- Tr anspar ent Cont ai ner
CRITI CALI TY reject TYPE Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner PRESENCE mandatory } |
{ 1D id-RAB-SetupLi st -Rel ocReq CRITICALITY reject TYPE RAB- SetupLi st - Rel ocReq PRESENCE optional } |
{ IDid-IntegrityProtectionlnformation CRITI CALITY ignore TYPE IntegrityProtectionlnformation PRESENCE optional } |
{ IDid-Encryptionlnformation CRITI CALI TY ignore TYPE Encryptionlnformation PRESENCE optional } |
{ IDid-l1uSigConld CRITICALITY ignore TYPE IuSignallingConnectionldentifier PRESENCE nmandatory },
}
RAB- Set upLi st - Rel ocReq i = RAB-| E-ContainerList { {RAB-Setupltem Rel ocReq-1Es} }
RAB- Set upl t em Rel ocReq- | Es RANAP- PROTOCOL- | ES :: = {
{ 1D id-RAB-Setupltem Rel ocReq CRITI CALI TY reject TYPE RAB-Setupltem Rel ocReq PRESENCE mandatory 1},
}
RAB- Set upl t em Rel ocReq :: = SEQUENCE {
rAB-1D RAB- | D,
nAS- Synchr oni sati onl ndi cat or NAS- Synchr oni sat i onl ndi cat or OPTI ONAL,
r AB- Par anet er s RAB- Par anet er s,
dat aVol umeRepor ti ngl ndi cati on Dat aVol uneReporti ngl ndi cati on OPTI ONAL
-- This IE shall be present if the CN domain indicator IEis set to "PS domain" --,
pDP- Typel nf or mati on PDP- Typel nf or mati on OPTI ONAL
-- This IE shall be present if the CN domain indicator IEis set to "PS domain" --,
user Pl anel nf or mati on User Pl anel nf or mati on,
transport Layer Addr ess Transport Layer Addr ess,
i uTransport Associ ati on I uTransport Associ ati on,
servi ce- Handover Ser vi ce- Handover OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Setupltem Rel ocReq- Ext | Es} } OPTI ONAL,
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}
RAB- Set upl t em Rel ocReq- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 4 to enable RAB Quality of Service negotiation over lu --
{I1D id-Alt-RAB-Paraneters CRI TI CALI TY i gnhore EXTENSI ON Al t - RAB- Par anet er s PRESENCE optional } |
-- Extension for Release 5 to enabl e GERAN support over lu-cs --
{ I D id-GERAN- BSC- Cont ai ner CRI TI CALI TY i gnore EXTENSI ON GERAN- BSC- Cont ai ner PRESENCE optional },
}
User Pl anel nformation ::= SEQUENCE {
user Pl aneMode User Pl aneMode,
uP- ModeVer si ons UP- ModeVer si ons,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {User Pl anel nformati on- Ext | Es} } OPTI ONAL,
}
User Pl anel nf or mati on- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Rel ocat i onRequest Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 4 --
{ IDid-d obal CN-1D CRITI CALI TY rej ect EXTENSI ON G obal CN-1 D PRESENCE optional } |
-- Extension for Release 5 to enable shared networks in connected node --
{ IDid-SNA-Access-Information CRITICALITY ignore EXTENSI ON SNA- Access- | nf ormati on PRESENCE optional } |
-- Extension for Release 5 to enable specific behaviour by the RNCin relation with early UE handling --
{ IDid-UESBI-Ilu CRI TI CALI TY i gnore EXTENSI ON UESBI -1 u PRESENCE optional },
}
- EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREREEREESESEEEEEEEEEEEEEEEEEEEEESE ST
-- Rel ocation Request Acknow edge
:: EEEE R R EEEEEEEEEEEEEEEEEEEREEEEEEEREREREREESESEEEEEREEREEEEEEEEEEEEEESESEE
Rel ocat i onRequest Acknowl edge ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Rel ocati onRequest Acknowl edgel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onRequest Acknow edgeExt ensi ons} } OPTI ONAL,
}
Rel ocat i onRequest Acknow edgel Es RANAP- PROTOCOL- | ES :: = {

{ I D id-Target RNC- ToSour ceRNC- Tr anspar ent Cont ai ner
CRITI CALI TY ignore TYPE Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner PRESENCE opti onal o

{ I D id-RAB-SetuplList-Rel ocReqAck CRI TI CALI TY ignore TYPE RAB- Set upLi st - Rel ocReqAck PRESENCE optional } |

{ 1D id-RAB-Fail edLi st CRI TI CALI TY ignore TYPE RAB- Fai | edLi st PRESENCE optional }|

{ IDid-ChosenlntegrityProtecti onAl gorithm CRITICALITY ignore TYPE ChosenlntegrityProtectionAl gorithm PRESENCE optional } |
{ IDid-ChosenEncryptionAlgorithm CRI TI CALITY ignore TYPE ChosenEncryptionAl gorithm PRESENCE optional } |
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{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
RAB- Set upLi st - Rel ocReqAck 1= RAB-1 E-ContainerlList { {RAB-Setupltem Rel ocReqAck-1Es} }
RAB- Set upl t em Rel ocReqAck- 1 Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB-Setupltem Rel ocReqAck CRITI CALITY reject TYPE RAB-Setupltem Rel ocReqAck PRESENCE nmandatory 1},
}
RAB- Set upl t em Rel ocRegAck ::= SEQUENCE ({
rAB-1D RAB- | D,
transport Layer Addr ess Transport Layer Addr ess OPTI ONAL,
i uTransportAssoci ati on luTransport Associ ati on  OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Setupltem Rel ocReqAck- Ext | Es} } OPTI ONAL,
}
RAB- Set upl t em Rel ocReqAck- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 4 to enable RAB Quality of Service negotiation over lu --
{1 D id-Ass- RAB- Paraneters CRI TI CALI TY i gnhore EXTENSI ON Ass- RAB- Par anet er s PRESENCE optional } |
-- Extension for Release 5 to allow transfer of a second pair of TLA and association --
{I1D id-TransportLayer Address CRITI CALI TY ignore EXTENSI ON TransportLayer Address PRESENCE optional} |
{ID id-1uTransportAssociation CRITI CALI TY ignore EXTENSI ON | uTransportAssoci ation PRESENCE opti onal },
}
RAB- Fai | edLi st 1= RAB-1E-ContainerList { {RAB-Failedltem Es} }
RAB- Fai | edl t eml Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-Fail edl tem CRITI CALI TY ignore TYPE RAB-Fail edltem PRESENCE mandatory 1},
}
RAB- Fai | edltem : : = SEQUENCE ({
rAB-1D RAB- | D,
cause Cause,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Fail edltem ExtlEs} } OPTI ONAL,
}
RAB- Fai | edl t em Ext | ES RANAP- PROTOCOL- EXTENSI ON :: = {
}
Rel ocat i onRequest Acknowl edgeExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enable Inter RAN Load Informati on Exchange over lu --
{1 D id-NewBSS- To- O dBSS- | nf or mati on CRITI CALI TY ignore EXTENSI ON NewBSS- To- O dBSS- | nf or mati on PRESENCE opt i onal 1,
}
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Khkkhkhkhkhhkhkhhhhkhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Relocation Failure

Khkkhkhkhkhkhkhkkhhhhhkhhkhhhhkhkhkhhkhhkhkhkhhkhhkhkhkkhkhhkhkhkkhhkhkkhkkhkhkkkkk k%

Rel ocati onFail ure ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Rel ocationFail urel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onFai |l ur eExt ensi ons} } OPTI ONAL,
}
Rel ocat i onFai | urel Es RANAP- PROTOCCOL- | ES :: = {
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE mandatory } |
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
Rel ocat i onFai | ur eExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over lu --
{ IDid-NewBSS-To- 0O dBSS- I nfornation CRI TI CALI TY i gnore EXTENSI ON NewBSS- To- O dBSS- | nf or mati on PRESENCE optional } |
-- Extension for Release 5 to enabl e GERAN support over lu-cs --
{ IDid-CGERAN-Cl assnark CRI TI CALITY i gnore EXTENSI ON GERAN- Cl assnar k PRESENCE optional },
}

Khkkhkhkhkhhkhkkhhhhkhkhkhhhhkkhkhhkhhkhkhkhhkhhkhkhkhhkhkkhkkhkhkkhkkhkhkkkkk k%

-- RELOCATI ON CANCEL ELEMENTARY PROCEDURE

LR R R R R R R R R

LR R R R R

-- Rel ocation Cancel

LR R R R R R R R

Rel ocati onCancel ::= SEQUENCE {

protocol | Es Prot ocol | E- Cont ai ner { {Rel ocationCancel | ES} },

pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onCancel Ext ensi ons} } OPTI ONAL,
}
Rel ocati onCancel | Es RANAP- PROTOCOL- I ES :: = {

{ IDid-Cause CRITI CALI TY ignore TYPE Cause PRESENCE mandatory 1},
}
Rel ocat i onCancel Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
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}
- kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhhhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhkhk*hkkkk***x*%
-- Rel ocation Cancel Acknow edge
:: kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkkhkhkhkhkhhkhhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhkkkkkk***x*%
Rel ocat i onCancel Acknow edge ::= SEQUENCE ({
protocol | Es Pr ot ocol | E- Cont ai ner { {Rel ocationCancel Acknow edgel Es} 1},
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { {Rel ocati onCancel Acknow edgeExt ensi ons} } OPTI ONAL,
}
Rel ocat i onCancel Acknow edgel Es RANAP- PROTOCOL- I ES :: = {
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
Rel ocat i onCancel Acknow edgeExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
}
- EEEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- SRNS CONTEXT TRANSFER OPEARATI ON
:: EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
- kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhkhhhhhhhhhkhhhkkkkkkk**x*%
-- SRNS Cont ext Request
:- kkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkkhhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhk*kk*k***x*%
SRNS- Cont ext Request ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { { SRNS- Cont ext Request | Es} 1},
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SRNS- Cont ext Request Ext ensi ons} } OPTI ONAL,
}
SRNS- Cont ext Request | Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB-Dat aForwardi ngLi st-SRNS-Ct xReq CRITICALITY ignore TYPE RAB-Dat aForwar di ngLi st - SRNS- Ct xReq PRESENCE mandatory 1},
}
RAB- Dat aFor war di ngLi st - SRNS- Ct xReq ;.= RAB-I| E- Cont ai nerList { {RAB-DataForwardingltem SRNS- Ct xReq- | Es} }
RAB- Dat aFor war di ngl t em SRNS- Ct xReq- | Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB-Dat aForwardi ngltem SRNS-Ct xReq CRITICALITY reject TYPE RAB-Dat aForwar di ngltem SRNS- Ct xReq PRESENCE mandatory 1},
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}
RAB- Dat aFor war di ngl t em SRNS- Ct xReq :: = SEQUENCE {
rAB-1D RAB- | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Dat aForwar di nglt em SRNS- Ct xReq- Ext | Es} } OPTI ONAL,
}
RAB- Dat aFor war di ngl t em SRNS- Ct xReq- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
SRNS- Cont ext Request Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
}
- EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S
-- SRNS Context Response
o EEEEE R R EEEEEEEEEEEEEEEEEEREEEEEEEEREEREESESEEEEEREEREEEEEEEEEEEEEEE S-S
SRNS- Cont ext Response :: = SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { { SRNS- Cont ext Responsel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SRNS- Cont ext ResponseExt ensi ons} } OPTI ONAL,
}
SRNS- Cont ext Responsel Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB-ContextList CRI TI CALITY ignore TYPE RAB- Cont ext Li st PRESENCE opt i onal }
{ 1D id-RAB-Cont ext Fai | edt oTr ansf er Li st CRITI CALI TY ignore TYPE RAB- Cont ext Fai | edt oTr ansf er Li st PRESENCE opti onal }|
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
RAB- Cont ext Li st .= RAB-I| E-ContainerList { {RAB-Contextltemnl Es} }
RAB- Cont ext | t eml Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-Contextltem CRITI CALI TY ignore TYPE RAB-Contextltem PRESENCE mandatory 1},
}
RAB- Cont ext | tem :: = SEQUENCE {
rAB-1D RAB- | D,
dl - GTP- PDU- SequenceNunber DL- GTP- PDU- SequenceNumber OPTI ONAL,
ul - GTP- PDU- SequenceNunber UL- GTP- PDU- SequenceNunber OPTI ONAL,
dl - N- PDU- SequenceNumrber DL- N- PDU- SequenceNunber OPTI ONAL,
ul - N- PDU- SequenceNunber UL- N- PDU- SequenceNunber OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Contextl|tem Extl|Es} } OPTI ONAL,
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}

RAB- Cont ext | t em Ext | ES RANAP- PROTOCOL- EXTENSI ON : : = {
}
RAB- Cont ext Fai | edt oTr ansf er Li st 1= RAB-1 E-ContainerlList { {RABs-ContextFail edtoTransferltem Es} }
RABs- Cont ext Fai | edt oTransferltem Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-ContextFailedtoTransferltem CRITI CALITY ignore TYPE RABs- Cont ext Fail edtoTransferltem PRESENCE mandatory 1},
}
RABs- Cont ext Fai | edt oTransferltem : = SEQUENCE {
rAB-1D RAB- | D,
cause Cause,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { RABs-ContextFail edtoTransferltem ExtlEs} } OPTI ONAL,
}
RABs- Cont ext Fai | edt oTransfer|tem Ext| Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
SRNS- Cont ext ResponseExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}

LR R R R R R R R R R R
-- SECURI TY MODE CONTROL ELEMENTARY PROCEDURE

LR R R R R R R

LR R R R R R R R R R

-- Security Mdde Command

Khkkhkhkhkhkhkhkhhkhhkhkhhkhhkhhkkhkhhkhhkhkhkkhhkhhkkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

SecurityMbdeCommuand :: = SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {SecurityMdeComrandl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SecurityMdeCommandExt ensi ons} } OPTI ONAL,
}
SecurityMddeConmmandl Es RANAP- PROTOCOL- | ES :: = {
{ IDid-IntegrityProtectionlnformation CRITICALITY reject TYPE IntegrityProtectionlnfornmation PRESENCE nandat ory o
{ IDid-Encryptionlnformation CRITI CALI TY ignore TYPE Encryptionlnformation PRESENCE optional } |
{ IDid-KeyStatus CRITI CALITY reject TYPE KeyStatus PRESENCE nandat ory},
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}
Securit yModeCommuandExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
- EEEE R R EEEEEEEEEEEEEEEEEEEREEEEEEREREREREREEESEEEEEREEREEEEEEEEEEEEEESESEE
-- Security Mde Conplete
:: EEEEE S SR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
SecurityMbdeConpl ete ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {SecurityMdeConpl etel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SecurityMdeConpl et eExt ensi ons} } OPTI ONAL,
}
SecurityModeConpl et el Es RANAP- PROTOCOL- | ES :: = {
{ IDid-ChosenlntegrityProtecti onAlgorithm CRITICALITY reject TYPE ChosenlntegrityProtectionAl gorithm PRESENCE mandatory } |
{ IDid-ChosenEncryptionAlgorithm CRI TI CALITY ignore TYPE ChosenEncryptionAl gorithm PRESENCE optional } |
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
Securit yModeConpl et eExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
- EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREREEREESESEEEEEREEREEEEEEEEEEEEEEEEE
-- Security Mde Reject
-: EEEEEE R EEEEEEEEEEEEEEEEEEREEEEEEEREREREEEESEEEEEREEREEEEEEEEEEEEEESEEE
SecurityMbdeRej ect ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {SecurityMdeRejectlEs} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SecurityMdeRej ect Ext ensi ons} } OPTI ONAL,
}
SecurityMdbdeRej ect | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE mandatory } |
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
SecurityModeRej ect Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
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Khkkhkhkhkhkhkhkhhhhkhkhkkhhkhhkhkhkhhkhhhkhkhhkhhkhkhkkhhkhhkhkhkkhhkhkhkhkkhkhkkkkk k%
-- DATA VOLUME REPORT ELEMENTARY PROCEDURE

Khkkhkhkhkhkhkhkhhhhhkhkhhhhhkhkhhkhhkhkkhhkhkkhkhkhkkhkkhhkhkkhkkhkhkkkkk k%

Khkkhkhkhkhkhkhkkhhkhhhkhhkhhhhkhkhkhhkhhkhkhkhhkhhkhkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Data Vol une Report Request

LR R R R R R R

Dat aVol unmeReport Request :: = SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Dat aVol uneReport Request | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Dat aVol uneReport Request Ext ensi ons} } OPTI ONAL,
}
Dat aVol unmeReport Request | Es RANAP- PROTOCOL- | ES :: = {
{ 1D id-RAB-Dat aVol uneReport Request Li st CRITI CALI TY ignore TYPE RAB- Dat aVol uneReport Request Li st PRESENCE mandatory 1},
}
RAB- Dat aVol uneReport Request Li st 1= RAB-I| E-Contai nerLi st { {RAB-DataVol uneReport Request|tem Es} }
RAB- Dat aVol uneReport Request | t eml Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB-Dat aVol umeReport Request|tem CRITI CALITY reject TYPE RAB-Dat aVol uneReport Request|tem PRESENCE mandatory },
}
RAB- Dat aVol uneReport Request | tem :: = SEQUENCE {
rAB-1D RAB- | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Dat aVol uneReport Request|tem Ext|Es} } OPTI ONAL,
}
RAB- Dat aVol uneReport Request | t em Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Dat aVol uneRepor t Request Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}

Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkhkhkhhkhkhkhkkhhkhkkhkkhkhkkkkk k%

-- Data Vol une Report

LR R R R R R R R R R
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Dat aVol umeReport ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Dat aVol uneReport| Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {DataVol uneReport Ext ensi ons} } OPTI ONAL,
}
Dat aVol umeReport| Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB-Dat aVol uneReportLi st CRI TI CALI TY i gnore TYPE RAB- Dat aVol uneReport Li st PRESENCE optional } |
{ 1D id-RAB-Fail edt oReportLi st CRITI CALI TY ignore TYPE RAB- Fai |l edt oReportLi st PRESENCE optional } |
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
Dat aVol uneRepor t Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
RAB- Fai | edt oReport Li st 1= RAB-1E-ContainerList { {RABs-failed-to-reportltem Es} }
RABs-fail ed-to-reportltem Es RANAP- PROTOCOL- I ES :: = {
{ 1D id-RAB-Fail edtoReportltem CRITICALI TY ignore TYPE RABs-failed-to-reportltem PRESENCE mandatory },
}
RABs-fail ed-to-reportltem:= SEQUENCE {
rAB-1D RAB- | D,
cause Cause,
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { RABs-failed-to-reportltem ExtlEs} } OPTI ONAL,
}
RABs-failed-to-reportltem Extl Es RANAP- PROTOCOL- EXTENSI ON : : = {
}

LR R R R R R R R R R R

-- RESET ELEMENTARY PROCEDURE
Khkkhkhkhkhkhkhkhhkhhkhkhkhhkhhhkhkhhkhhkhkhkkhhkhhkhkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%
Khkkhkhkhkhkhkhkkhhhhkhkhkhhkhhkhkhhkhhkhkhkhhkhkkhkhkhkhkhkkhkhkkhkkhkhkkkkk k%

-- Reset

Kk khkhkhkhkhkhkhhkhhkhkkhhkhhkhkhhkhhkhhkhhkhkkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

Reset ::= SEQUENCE ({
protocol | Es Pr ot ocol | E- Cont ai ner { {Resetl|Es} },
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pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Reset Extensions} } OPTI ONAL,
}
Reset | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE mandatory } |
{ I D id-CN Domainl ndi cat or CRI TI CALI TY reject TYPE CN- Donai nl ndi cat or PRESENCE nandatory } |
{ IDid-d obal RNC-I D CRITI CALITY ignore TYPE Q obal RNC-I D PRESENCE optional },
}
Reset Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 4 --
{ IDid-d obal CN-1D CRI TI CALI TY ignore EXTENSI ON G obal CN-1 D PRESENCE opti onal },
}
- EEEEE S SR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- Reset Acknow edge
o EEEE R R EEEEEEEEEEEEEEEEREEEEEEEEEEREEREREESESEEEEEEREEEEEEEEEEEEEEEEE]
Reset Acknow edge ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Reset Acknow edgel Es} 1},
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Reset Acknow edgeExt ensi ons} } OPTI ONAL,
}
Reset Acknow edgel Es RANAP- PROTOCOL- | ES :: = {
{ I D id-CN Donuinl ndi cat or CRI TI CALI TY reject TYPE CN- Donai nl ndi cat or PRESENCE mandatory } |
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE optional } |
{ IDid-d obal RNC-ID CRITI CALITY ignore TYPE d obal RNC-I D PRESENCE optional },
}
Reset Acknow edgeExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 4 --
{ IDid-d obal CN-1D CRI TI CALI TY ignore EXTENSI ON G obal CN-1 D PRESENCE opti onal },

Khkkhkhkhkhkhkhkhhkhhhkhhkhhkhhhkhkkhhkhhkkhkkhhkhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- RESET RESOURCE ELEMENTARY PROCEDURE

Khkkhkhkhkhkhkhkhhhhhkhhkhhhhkkhkhhkhhkkhkkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

LR R R R R R R R R R

-- Reset Resource
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Khkkhkhkhkhkhkhkhhkhhkhkhkhhkhhkhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkhkhkkhhkhkhkhkkhkhkkkkk k%

Reset Resource ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Reset Resourcel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Reset Resour ceExtensi ons} } OPTI ONAL,
}
Reset Resour cel Es RANAP- PROTOCOL- I ES :: = {
{ I D id-CN Donuinl ndi cat or CRI TI CALI TY reject TYPE CN- Donai nl ndi cat or PRESENCE mandatory } |
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE nmandatory } |
{ IDid-1uSigConldList CRI TI CALI TY ignore TYPE Reset Resourceli st PRESENCE mandatory } |
{ IDid-d obal RNC-I D CRITI CALI TY ignore TYPE d obal RNC-1 D PRESENCE optional },
}
Reset Resour celLi st ;1= 1uSi gConl d- I E- Cont ai nerLi st{ {Reset Resourceltem Es} }
Reset Resour cel t em Es RANAP- PROTOCOL- | ES :: = {
{ IDid-1uSigConldltem CRITICALITY reject TYPE Reset Resourcel tem PRESENCE mandatory 1},
}
Reset Resourceltem :: = SEQUENCE {
i uSi gConl d 1 uSi gnal I i ngConnecti onldentifier,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { Reset Resourceltem ExtlEs} } OPTI ONAL,
}
Reset Resour cel t em Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Reset Resour ceExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Rel ease 4 --
{ IDid-d obal CN-1D CRI TI CALI TY ignore EXTENSI ON G obal CN-1 D PRESENCE opti onal },
}

LR R R R R R R R R R

-- Reset Resource Acknow edge

LR R R R R R R

Reset Resour ceAcknow edge ::= SEQUENCE {

protocol | Es Pr ot ocol | E- Cont ai ner { {Reset Resour ceAcknow edgel Es} },

pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Reset ResourceAcknow edgeExt ensi ons} } OPTI ONAL,
}
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Reset Resour ceAcknow edgel Es RANAP- PROTOCOL- I ES :: = {
{ 1D id-CN- Donui nl ndi cat or CRITI CALI TY reject TYPE CN-Donmi nl ndi cat or PRESENCE mandatory }
{ IDid-1uSigConldList CRI TI CALI TY ignore TYPE Reset ResourceAckLi st PRESENCE mandatory }
{ IDid-d obal RNC-I D CRITI CALI TY ignore TYPE d obal RNC-1 D PRESENCE optional } |
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
Reset Resour ceAckLi st 1= 1uSi gConl d- I E- Cont ai nerLi st{ {Reset ResourceAckltem Es} }
Reset Resour ceAckl t eml Es RANAP- PROTOCOL- | ES :: = {
{ IDid-1uSigConldltem CRITICALITY reject TYPE Reset Resour ceAckl t em PRESENCE mandat ory
}
Reset Resour ceAckl tem :: = SEQUENCE {
i uSi gConl d 1 uSi gnal I i ngConnecti onldentifier,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { Reset ResourceAckltem Ext| Es} } OPTI ONAL,
}
Reset Resour ceAckl t em Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Reset Resour ceAcknowl edgeExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 4 --
{ IDid-d obal CN-1D CRI TI CALI TY ignore EXTENSI ON G obal CN-1 D PRESENCE opti onal },
}

LR R R R R R R R R
-- RAB RELEASE REQUEST ELEMENTARY PROCEDURE

LR R R R R R R R

LR R R R R R R R

-- RAB Rel ease Request

Khkkhkhkhkhhkhkhhkhhhkhkkhhhhkhkhkhhkhhhkhkkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

RAB- Rel easeRequest ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {RAB- Rel easeRequest | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { RAB- Rel easeRequest Ext ensi ons} }

}

RAB- Rel easeRequest | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-Rel easelLi st CRITI CALITY ignore TYPE RAB- Rel easeli st

3GPP

OPTI ONAL,

PRESENCE mandatory 1},

3GPP TS 25.413 V5.6.0 (2003-09)

b



Release 5 183 3GPP TS 25.413 V5.6.0 (2003-09)

}
RAB- Rel easeli st .= RAB-I| E-Contai nerList { {RAB-Rel easeltemnl Es} }
RAB- Rel easel t eml Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-Rel easeltem CRITICALI TY ignore TYPE RAB-Rel easeltem PRESENCE mandatory 1},
}
RAB- Rel easel tem :: = SEQUENCE {
rAB-1D RAB- | D,
cause Cause,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Rel easeltem Ext| Es} } OPTI ONAL,
}
RAB- Rel easel t em Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
RAB- Rel easeRequest Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
}
- EEEE R R EEEEREEEEEEEEEEEEEEEREEEEEEEEEEREESESEEEEEEEEEEEEEEEEEEEEE SR
-- lu RELEASE REQUEST ELEMENTARY PROCEDURE
:: EEEEE S EEEEEEEEEEEEEEEEREEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
- EEEEEE S S EEEEEEEEEEEEEEREEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S
-- lu Rel ease Request
:: EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
| u- Rel easeRequest ::= SEQUENCE ({
protocol | Es Pr ot ocol | E- Cont ai ner { {lu-Rel easeRequest | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {lu-Rel easeRequest Ext ensi ons} } OPTI ONAL,
}
| u- Rel easeRequest | Es RANAP- PROTOCOL- I ES :: = {
{ IDid-Cause CRITI CALI TY ignore TYPE Cause PRESENCE mandatory 1},
}
| u- Rel easeRequest Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
}
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- kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhhkhkhhkhkhkhhhkhkhhhhhhhkhkhhhhhhhhhhhhhhhhhh*kkkkk***x*%

-- RELOCATI ON DETECT ELEMENTARY PROCEDURE

- kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkkhkhkhkhkhkhkhhhhkhhhhkhhhhhhhhkhhhhhhhkhhhhhhhkhhhhk*kkkk***x*%

- kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkkhkhkhkhhkhkhhhkhkhkhhhhhhhhhhhhhhhkhhhhkhhhhhhhhhhkkkkkk***x*%

-- Rel ocation Detect

: EEEEE S SR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

Rel ocati onDet ect ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Rel ocationDetectlEs} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onDet ect Ext ensi ons} }

}

Rel ocati onDet ect | Es RANAP- PROTOCOL- | ES :: = {

}

Rel ocat i onDet ect Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {

}

- kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkkhkhkhkhkhkhhhkhkhkhkhhhhhhhhhhhhhhhhhhkhhhhhhhhhhkk**kkk***x*%

-- RELOCATI ON COWLETE ELEMENTARY PROCEDURE

: LR EEE S E S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

- LR EEE S S S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

-- Rel ocation Conplete

: EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

Rel ocati onConpl ete ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Rel ocationConpl etel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Rel ocati onConpl et eExt ensi ons} }

}

Rel ocat i onConpl et el Es RANAP- PROTOCOL- | ES :: = {

}

Rel ocat i onConpl et eExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {

3GPP
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LR R R R R R R R
LR R R R R R
LR R R R R R

-- Paging

Khkkhkhkhkhkhkhkhhkhhkhkhkhhhhkhkhkhhkhhkhkhkkhhkhhkkhkhkhkkhkkhhkhkkhkkhkhkkkkk k%

Pagi ng ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Pagingl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Pagi ngExtensi ons} } OPTI ONAL,
}
Pagi ngl Es RANAP- PROTOCOL- | ES :: = {
{ I D id-CN Donuinl ndi cat or CRI TI CALI TY i gnore TYPE CN- Donmi nl ndi cat or PRESENCE mandatory }
{ 1D id-Permanent NAS- UE-| D CRITI CALI TY ignore TYPE Permanent NAS- UE- | D PRESENCE mandatory }
{ IDid-TenporaryUE-1D CRI TI CALI TY i gnore TYPE TenporaryUE-1D PRESENCE optional } |
{ 1D id-Pagi ngAreal D CRITI CALI TY ignore TYPE Pagi ngAreal D PRESENCE optional } |
{ IDid-Pagi ngCause CRI TI CALI TY ignore TYPE Pagi ngCause PRESENCE optional } |
{ 1D id-NonSearchinglndication CRITI CALI TY ignore TYPE NonSear chi ngl ndi cati on PRESENCE optional }
{ IDid-DRX-Cycl eLengt hCoefficient CRITI CALI TY i gnore TYPE DRX- Cycl eLengt hCoeffi ci ent
}
Pagi ngExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enable NNSF --
{ IDid-d obal CN-1D CRITI CALI TY ignore EXTENSION d obal CN-1D PRESENCE optional } ,
}

LR R R R R R R R R R
Khkkhkhkhkhkhkhkkhhhhkhkhhhhkkhkhhkhhkhkhkkhhkhhkhkhkhkhkkhkkhkhkkhkkhkhkkkkk k%
Khkkhkhkhkhkhkhkhhhhkhkhhhhkhkhkhhkhhkhkhkkhhkhkkhkhkhhkkhkkhkhkkhkkhkhkkkkk k%

-- Conmmon I D

Khkkhkhkhkhkhkhkhhhhkhkhhkhhhhkhkhkhhkhhkhkhkkhhkhkkhkhhkhkkhkhhkhkkhkkhkhkkkkk k%

Commonl D :: = SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {Commonl| D- | Es} },

3GPP
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pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Commonl DExt ensi ons} } OPTI ONAL,
}
Commonl D- | Es RANAP- PROTOCOL- | ES :: = {
{ I D id-Pernmanent NAS- UE-| D CRI TI CALITY ignore TYPE Per manent NAS- UE- | D PRESENCE mandatory 1},
}
Comonl DExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enable shared networks in connected node --
{ 1D id-SNA-Access-Information CRITI CALI TY ignore EXTENSI ON SNA- Access- I nformati on PRESENCE opt i onal
-- Extension for Release 5 to enable specific behaviour by the RNCin relation with early UE handling --
{ IDid-UESBI-Ilu CRI TI CALI TY i gnore EXTENSI ON UESBI -1 u PRESENCE optional },
}
- EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- CN | NVOKE TRACE ELEMENTARY PROCEDURE
:: EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEREESEEEEEEREEREEEEEEEEEEEEEEE S-S
- EEEEREEEEEEEEEEEEEEEEEEEEEREEEEEEEEREEREESESEEEEEEEREEEEEEEEEEEEEE S ST
-- CN I nvoke Trace
:: EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREEREREESESEEEEEEEEEEEEEEEEEEEEEEEE]
CN- I nvokeTrace ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {CN-InvokeTracel Es} },
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { {CN-InvokeTraceExtensi ons} } OPTI ONAL,
}
CN- I nvokeTr acel Es RANAP- PROTOCOL- | ES :: = {
{ IDid-TraceType CRI TI CALITY ignore TYPE TraceType PRESENCE mandatory } |
{ IDid-TraceReference CRI TI CALITY ignore TYPE TraceReference PRESENCE nmandatory } |
{ IDid-TriggerlD CRI TI CALI TY ignore TYPE TriggerlD PRESENCE optional 1} |
{ IDid-UE-ID CRITI CALI TY ignore TYPE UE-ID PRESENCE opt i onal o
{ IDid-OMC-ID CRITI CALI TY ignore TYPE OMC-ID PRESENCE opt i onal I
}
CN- I nvokeTr aceExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}

LR R R R R R R R R

-- CN DEACTI VATE TRACE ELEMENTARY PROCEDURE

3GPP
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kkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhhhkhkhhhkhhhhhhhkhhkhhhhhhhhhhhhhhhhhhkkkkkkk**x*%

kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhhkhkhkhhhhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhhkk*kkkk**x*%

-- CN Deactivate Trace

kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhh*xhkkkkkk**x*%

CN- Deacti vateTrace ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {CN-DeactivateTracel Es} },
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { {CN-Deacti vat eTr aceExt ensi ons} } OPTI ONAL,
}
CN- Deacti vat eTracel Es RANAP- PROTOCOL- 1 ES :: = {
{ IDid-TraceReference CRITI CALITY ignore TYPE TraceReference PRESENCE mandatory } |
{ IDid-TriggerlD CRITI CALI TY ignore TYPE TriggerlD PRESENCE optional },
}
CN- Deact i vat eTr aceExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}

kkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhhhkhhkhkhkhhhhhhhhhhhhhhhhhhhhhhkhhhhhkhhkkkkkkk**x*%
-- LOCATI ON REPORTI NG CONTROL ELEMENTARY PROCEDURE

LR EEE S S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

LR EEE S E S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

-- Location Reporting Control

LR R R R R R R R R

Locati onReportingControl ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {LocationReportingControl | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Locati onReportingControl Extensi ons} } OPTI ONAL,
}
Locati onReportingControl | Es RANAP- PROTOCOL- I ES :: = {
{ 1D id-RequestType CRITI CALI TY ignore TYPE Request Type PRESENCE mandatory 1},
}
Locati onReportingControl Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 4 to enhance the location request over lu --
{ IDid-Vertical AccuracyCode CRI TI CALI TY i gnore EXTENSI ON Vertical AccuracyCode PRESENCE optional } |
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-- Extension for Release 4 to enhance the location request over lu --

{ IDid-ResponseTine CRI TI CALI TY i gnore EXTENSI ON ResponseTi ne PRESENCE opt i onal o
-- Extension for Release 4 to enhance the location request over lu --

{ IDid-PositioningPriority CRI TI CALI TY i gnore EXTENSI ON PositioningPriority PRESENCE optional } |
-- Extension for Release 4 to enhance the location request over lu --

{ IDid-CientType CRITI CALITY ignore EXTENSION CientType PRESENCE optional },

Khkkhkhkhkhhkhkkhhhhkhkhhkhhhhkhkhkhhkhhkhkhkhhkhhkhhkkhkhkhkhkkhhkhkkhkkhkhkkkkk k%

-- LOCATI ON REPORT ELEMENTARY PROCEDURE

LR R R R R R

LR R R R R R R R R

-- Location Report

LR R R R R R

Locati onReport ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {LocationReportlEs} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Locati onReport Extensions} } OPTI ONAL,

}

Locati onReport| Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Arealdentity CRITICALITY ignore TYPE Arealdentity PRESENCE optional } |
{ IDid-Cause CRITI CALI TY ignore TYPE Cause PRESENCE opt i onal 1o
{ IDid-RequestType CRI TI CALI TY ignore TYPE Request Type PRESENCE optional } ,

}

Locati onReport Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 4 to enable report of Last Known Service Area with its Age over lu --
{ IDid-LastKnownServiceArea CRITI CALI TY ignore EXTENSI ON Last KnownServi ceArea PRESENCE optional} |
-- Extension for Release 5 to pass the positioning nethods that have been used --
{ IDid-PositionData CRI TI CALI TY i gnhore EXTENSI ON PositionData PRESENCE optional }|
-- Extension for Release 5 to pass the positioning nmethods that have been used for GERAN |u node --
{ 1D id-PositionDataSpecificToGERANI uhMode CRITI CALI TY ignore EXTENSI ON Positi onDat aSpeci fi cToGERANI uMbde PRESENCE optional },
-- This extension is optional for GERAN lu node only, not applicable for UTRAN --

Khkkhkhkhkhkhkhkkhhhhhkhhkhhhhkhhkhhkhhhkhkhhkhkhkhkhhkhhkhkhkkhhkhkhkhkkhkhkkkkk k%

-- INITIAL UE MESSAGE ELEMENTARY PROCEDURE

LR R R R R R R R R
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Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhhkhhkhkhkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

-- Initial UE Message

LR R R R R R R R R R

Initial UE-Message ::= SEQUENCE ({
protocol | Es Pr ot ocol | E- Cont ai ner { {Initial UE- Messagel Es} },
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { {lnitial UE- MessageExt ensi ons} } OPTI ONAL,
}
Initial UE- Messagel Es RANAP- PROTOCOL- I ES :: = {
{ I D id-CN Donmainl ndi cat or CRI TI CALI TY i gnore TYPE CN- Donai nl ndi cat or PRESENCE nandatory } |
{ IDid-LAl CRITI CALI TY ignore TYPE LAl PRESENCE mandatory } |
{ IDid-RAC CRITI CALI TY ignore TYPE RAC PRESENCE condi ti onal
-- This IE shall be present if the CN Domain Indicator IEis set to "PS domain" -- o
{ IDid-SAl CRI TI CALI TY ignore TYPE SAl PRESENCE mandatory } |
{ 1D id-NAS- PDU CRITI CALI TY ignore TYPE NAS- PDU PRESENCE mandatory } |
{ IDid-1uSigConld CRITI CALI TY ignore TYPE |uSignallingConnectionldentifier PRESENCE mandatory } |
{ IDid-d obal RNC-I D CRITI CALI TY ignore TYPE d obal RNC-1 D PRESENCE mandatory 1},
}
Initial UE- MessageExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enabl e GERAN support over lu-cs --
{ IDid-CGERAN-Cl assnark CRI TI CALI TY i gnore EXTENSI ON GERAN- Cl assnar k PRESENCE optional } ,
}

LR R R R R R R R R R

-- DI RECT TRANSFER ELEMENTARY PROCEDURE

LR R R R R R R R

LR R R R R R R R R

-- Direct Transfer

Khkkhkhkhkhkhkhkhhhhkhkhkhhhhkhkhkhhkhhhkhkkhhkhkhkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

Direct Transfer ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {DirectTransferl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {DirectTransferExtensions} } OPTI ONAL,
}
Di rect Transfer| Es RANAP- PROTOCOL- 1 ES :: = {
{ 1D id-NAS- PDU CRITI CALI TY ignore TYPE NAS- PDU PRESENCE mandatory } |

3GPP



Release 5 190 3GPP TS 25.413 V5.6.0 (2003-09)

{ IDid-LAl CRITI CALI TY ignore TYPE LAl PRESENCE optional } |
{ IDid-RAC CRITI CALI TY ignore TYPE RAC PRESENCE optional } |
{ IDid-SAl CRITI CALI TY ignore TYPE SAl PRESENCE optional } |
{ 1D id-SAPI CRITI CALI TY ignore TYPE SAPI PRESENCE opt i onal 1,
}
Di rect Tr ansf er Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
- EEEE RS E SR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- OVERLOAD CONTROL ELEMENTARY PROCEDURE
:: EEEE RS EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
- EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- Overl oad
:: EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREREREREESESEEEEEEEEEEEEEEEEEEEEESEEE
Overload ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Overloadl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Overl oadExt ensi ons} } OPTI ONAL,
}
Over | oadl Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Nunber Of St eps CRI TI CALI TY i gnore TYPE Nunber O St eps PRESENCE optional } |
{ IDid-d obal RNC-I D CRITI CALI TY ignore TYPE d obal RNC-1 D PRESENCE optional },
}
Over | oadExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 99 to enable the indication to the RNC which CN donmain is suffering the signalling traffic overload --
{ 1D id-CN- Donuinl ndi cat or CRITI CALI TY ignore EXTENSI ON CN- Dommi nl ndi cat or PRESENCE optional } |
-- Extension for Release 5 to enable NNSF --
{ IDid-d obal CN-1D CRITI CALI TY ignore EXTENSI ON d obal CN-1D PRESENCE optional } ,
}

Kk khkhkhkhkkhkhhkhhkhkkhhkhhkkhkhhkhhkkhkkhhkhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- ERROR | NDI CATI ON ELEMENTARY PROCEDURE

Kk khkhkhkhhkhkhhhhkhkkhhkhhkhkhkhhkhhkhkhkhhkhhk ok khkhkkhkkhkhkkhkkhkhkkkkk k%

LR R R R R R R R R R
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-- Error Indication

LR R R R R R R

Errorlndication ::= SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { {Errorlndicationl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Errorlndicati onExtensions} } OPTI ONAL,
}
Errorlndi cati onl Es RANAP- PROTOCOL- I ES :: = {
{ IDid-Cause CRITI CALI TY ignore TYPE Cause PRESENCE opt i onal 1o
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional } |
{ 1D id-CN- Donui nl ndi cat or CRITI CALI TY ignore TYPE CN- Donmi nl ndi cat or PRESENCE opt i onal o
{ IDid-d obal RNC-ID CRITI CALITY ignore TYPE Q obal RNC-I D PRESENCE optional },
}
Errorlndi cati onExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 4 --
{ IDid-d obal CN-1D CRI TI CALI TY ignore EXTENSI ON G obal CN-1 D PRESENCE opti onal },
}

LR R R R R R R R R

-- SRNS DATA FORWARD ELEMENTARY PROCEDURE

LR R R R R R R R

Khkkhkhkhkhkhkhkkhhhhkhkhkhhkhhkkhkkhhkhhkkhkkhhkhkkhkkhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- SRNS Data Forward Command

Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkkhkhhkhhkhkhkkhhkhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

SRNS- Dat aFor war dCommand : : = SEQUENCE {
protocol | Es Prot ocol | E- Cont ai ner { { SRNS- Dat aFor war dConmand| Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SRNS- Dat aFor war dConmandExt ensi ons} } OPTI ONAL,
}
SRNS- Dat aFor war dCommandl Es RANAP- PROTOCOL- | ES :: = {
{ I D id-RAB- Dat aForwar di ngLi st CRI TI CALI TY i gnore TYPE RAB- Dat aForwar di ngLi st PRESENCE optional },
}
SRNS- Dat aFor war dConmandExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
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Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhhkhhkhkhkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

FORWARD SRNS CONTEXT ELEMENTARY PROCEDURE

LR R R R R R R

LR R R R R R

Forward SRNS Cont ext

Khkkhkhkhkhkhkhkkhhkhhhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhk ok khhkhkkhkkhhkhkkhkkhkhkkkkk k%

For war dSRNS- Cont ext ::= SEQUENCE {

}

protocol | Es Prot ocol | E- Cont ai ner { {Forwar dSRNS- Cont ext | Es} 1},
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Forwar dSRNS- Cont ext Ext ensi ons} }

For war dSRNS- Cont ext | Es RANAP- PROTOCOL- | ES :: = {

}

{ 1D id-RAB-Cont extLi st CRITI CALI TY ignore TYPE RAB- Cont ext Li st

For war dSRNS- Cont ext Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {

Extension for Release 5 to enable relocation of Source RNC PDCP cont ext
{ I D id-SourceRNC- PDCP-cont ext-info CRI TI CALI TY i gnore EXTENSI ON RRC- Cont ai ner

LR R R R R R R R R
RAB ASSI GNVENT ELEMENTARY PROCEDURE

LR R R R R R R R
LR R R R R R R R R

RAB Assi gnment Request

Khkkhkhkhkhkhkhkkhhhhhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

RAB- Assi gnnent Request :: = SEQUENCE {

}

protocol | Es Pr ot ocol | E- Cont ai ner { {RAB- Assi gnnent Request | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Assi gnrment Request Ext ensi ons} }

RAB- Assi gnnment Request | Es RANAP- PROTOCOL- | ES :: = {

{ 1D id-RAB-SetupOr MdifyLi st CRITI CALI TY ignore TYPE RAB-Set upOr Mbdi fyLi st
{ 1D id-RAB-Rel easeli st CRITI CALI TY ignore TYPE RAB- Rel easeli st

192
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}

RAB- Set upOr Modi f yLi st 1= RAB-I| E-Cont ai nerPairList { {RAB-SetupOrMdifyltem|Es} }
RAB- Set upOr Modi fyl t em | Es RANAP- PROTOCOL- | ES- PAIR :: = {
{ IDid-RAB-SetupO Mdifyltem FIRST CRITICALITY reject FI RST TYPE RAB- Set upOr Modi fyltentirst

SECOND CRI TI CALI TY i gnore SECOND TYPE RAB- Set upOr Modi fyl t enSecond
PRESENCE nmandatory 1},

}
RAB- Set upOr Modi fyl tenFirst ::= SEQUENCE {

rAB-1D RAB- | D,

nAS- Synchr oni sati onl ndi cat or NAS- Synchr oni sat i onl ndi cat or OPTI ONAL,

r AB- Par anet er s RAB- Par anet er s OPTI ONAL,

user Pl anel nf or mati on User Pl anel nf or mati on OPTI ONAL,

transportLayer| nformation TransportLayer | nformation OPTI ONAL,

servi ce- Handover Ser vi ce- Handover OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-SetupOr Modi fyltenfirst-ExtlEs} } OPTI ONAL,
}
TransportLayerInformation ::= SEQUENCE {

transport Layer Addr ess Transport Layer Addr ess,

i uTransport Associ ati on I uTransport Associ ati on,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {TransportLayerl|nfornmation-ExtlEs} } OPTI ONAL,
}
TransportLayer | nformation- Ext| Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
RAB- Set upOr Modi fyl t enFi r st - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enabl e GERAN support over lu-cs --

{ I D id- GERAN- BSC- Cont ai ner CRI TI CALI TY i gnore EXTENSI ON GERAN- BSC- Cont ai ner PRESENCE optional } ,
}
RAB- Set upOr Modi fyl t enSecond :: = SEQUENCE {

pDP- Typel nf or mat i on PDP- Typel nf or mati on OPTI ONAL,

dat aVol unmeReporti ngl ndi cati on Dat aVol uneReporti ngl ndi cati on OPTI ONAL,

dl - GTP- PDU- SequenceNunber DL- GTP- PDU- SequenceNumber OPTI ONAL,

ul - GTP- PDU- SequenceNunber UL- GTP- PDU- SequenceNunber OPTI ONAL,

dl - N- PDU- SequenceNumber DL- N- PDU- SequenceNunber OPTI ONAL,

ul - N- PDU- SequenceNunber UL- N- PDU- SequenceNunber OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-SetupOr Modi fyltenSecond- Ext| Es} } OPTI ONAL,
}
RAB- Set upOr Modi fyl t enSecond- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
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-- Extension for Release 4 to enable RAB Quality of Service negotiation over lu --
{ I D id-Alt-RAB-Paraneters CRI TI CALI TY i gnhore EXTENSI ON Al t - RAB- Par anet er s
}
RAB- Assi gnnent Request Ext ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
}

Kk hkhkhkhkhkhkkhhhhkhkhkhhkhhkhkhkhhkhhkhhkhhkhhkkhkkhhkhkhkhkkhhkhhkkhkkhkhkkkkk k%

-- RAB Assignment Response

LR R R R R R R R

RAB- Assi gnment Response :: = SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {RAB- Assi gnnent Responsel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Assi gnment ResponseExt ensi ons} } OPTI ONAL,
}
RAB- Assi gnnment Responsel Es RANAP- PROTOCOL- | ES :: = {
{ 1D id-RAB-SetupOr MdifiedList CRITI CALI TY ignore TYPE RAB-Set upOr Modi fi edLi st PRESENCE optional }
{ I D id-RAB-Rel easedLi st CRI TI CALI TY ignore TYPE RAB- Rel easedLi st PRESENCE opt i onal o
{ I D id-RAB- QueuedLi st CRI TI CALI TY ignore TYPE RAB- QueuedLi st PRESENCE optional } |
{ 1D id-RAB-Fail edLi st CRI TI CALI TY ignore TYPE RAB- Fai | edLi st PRESENCE optional } |
{ I D id-RAB-Rel easeFail edLi st CRITI CALITY ignore TYPE RAB- Rel easeFai |l edLi st PRESENCE optional } |
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE optional },
}
RAB- Set upOr Modi fi edLi st ;.= RAB-| E-ContainerList { {RAB-SetupO Mdifiedltem Es} }
RAB- Set upOr Modi fi edl t eml Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-SetupOrMdifiedltem CRITI CALI TY ignore TYPE RAB- SetupOrModifiedltem PRESENCE mandat ory
}
RAB- Set upOr Modi fiedltem :: = SEQUENCE {
rAB-1D RAB- | D,

transport Layer Addr ess
iuTransportAssoci ati on

Transport Layer Addr ess OPTI ONAL,
luTransport Associ ati on OPTI ONAL,

PRESENCE opt i onal

dl - dat aVol unes Dat aVol uneLi st OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-SetupO Mdifiedltem ExtlEs} } OPTI ONAL,
}
RAB- Set upOr Modi fi edl t em Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 4 to enable RAB Quality of Service negotiation over lu --

{ I D id-Ass- RAB- Par anet er s CRI TI CALI TY i gnhore EXTENSI ON Ass- RAB- Par anet er s PRESENCE opt i onal
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}
RAB- Rel easedLi st ;1= RAB-1 E-ContainerList { {RAB-Rel easedltenl Es} }
RAB- Rel easedl t eml Es RANAP- PROTOCOL- I ES :: = {
{ 1D id-RAB-Rel easedltem CRITICALI TY ignore TYPE RAB- Rel easedltem PRESENCE mandatory 1},
}
RAB- Rel easedl tem : : = SEQUENCE {
rAB-1D RAB- | D,
dl - dat aVol unes Dat aVol uneLi st OPTI ONAL,
dL- GTP- PDU- SequenceNunber DL- GTP- PDU- SequenceNumber OPTI ONAL,
uL- GTP- PDU- SequenceNunber UL- GTP- PDU- SequenceNunber OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Rel easedltem Ext|Es} } OPTI ONAL,
}
RAB- Rel easedl t em Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
Dat aVol uneLi st ::= SEQUENCE (SIZE (1..nmaxNrOf Vol)) OF
SEQUENCE {
dl - Unsuccessful | yTransmi tt edDat aVol une Unsuccessful | yTransni tt edDat aVol une,
dat aVol umeRef er ence Dat aVol unmeRef er ence OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {DataVol uneLi st-ExtlEs} } OPTI ONAL,
}
Dat aVol uneLi st - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
RAB- QueuedLi st 1= RAB-I| E-Contai nerList { {RAB-Queuedltenm Es} }
RAB- Queued! t eml Es RANAP- PROTOCOL- I ES :: = {
{ IDid-RAB-Queuedltem CRITI CALITY ignore TYPE RAB- Queuedltem PRESENCE mandatory 1},
}
RAB- Queuedl tem : : = SEQUENCE ({
rAB-1D RAB- | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Queuedl|tem ExtlEs} } OPTI ONAL,
}
RAB- Queued! t em Ext | ES RANAP- PROTOCOL- EXTENSI ON : : = {
}
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RAB- Rel easeFai | edLi st ::= RAB-Fail edLi st
RAB- Assi gnnent ResponseExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enabl e GERAN support over lu-cs --
{ I D id-GERAN- | unpde- RAB- Fai | edLi st - RABAssgnt Response CRI TI CALI TY i gnore EXTENSI ON GERAN- | unode- RAB- Fai | edLi st - RABAssgnt Response
PRESENCE optional} ,
}
GERAN- | unnde- RAB- Fai | edLi st - RABAssgnt Response ;.= RAB-I| E-Contai nerList { {GERAN-Iunpde- RAB- Fai | ed- RABAssgnt Response-1tenm Es} }
GERAN- | unpde- RAB- Fai | ed- RABAssgnt Response- | t el Es RANAP- PROTOCOL- | ES :: = {
{ 1D id-GERAN- | unnde- RAB- Fai | ed- RABAssgnt Response- | tem CRITI CALI TY ignore TYPE GERAN- | unpde- RAB- Fai | ed- RABAssgnt Response- | tem PRESENCE
mandat ory 1,
}

GERAN- | unnde- RAB- Fai | ed- RABAssgnt Response-|tem :: = SEQUENCE {
rAB-1D RAB- | D,
cause Cause,
gERAN- Cl assnar k GERAN- Cl assnar k OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { GERAN-| unpde- RAB- Fai | ed- RABAssgnt Response-|tem Ext| Es} } OPTI ONAL,

}

GERAN- | unpde- RAB- Fai | ed- RABAssgnt Response- | t em Ext | ES RANAP- PROTOCOL- EXTENSI ON : : = {

Khkkhkhkhkhkhkhkhhhhkhkhkhhkhhhkhkhhkhhkkhkkhhkhkhkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- PRI VATE MESSAGE

Khkkhkhkhkhkhkhkhhhhhkhkkhhhhkhkhkhhkhhkhkhkkhhkhkkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

Pri vat eMessage ::= SEQUENCE {
privatel Es Privatel E-Container { {PrivateMessage-lEs } },

}

Pri vat eMessage- | Es RANAP- PRI VATE- I ES :: = {

Khkkhkhkhkhkhkhkhhhhhkhkkhhhhhkhkhhkhhkhhkkhhkhhkkhkhhkhkkhkkhkhkkhkkhkhkkkkk k%

-- RANAP RELOCATI ON | NFORMATI ON ELEMENTARY PROCEDURE

LR R R R R R R R R R R
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RANAP- Rel ocati onl nformation ::= SEQUENCE {

protocol | Es Pr ot ocol | E- Cont ai ner { {RANAP- Rel ocati onl nformationl Es} },

pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { RANAP- Rel ocati onl nf or nat i onExt ensi ons} } OPTI ONAL,
}
RANAP- Rel ocat i onl nf or mati onl Es RANAP- PROTOCOL- I ES :: = {

{ IDid-DirectTransferlnfornmationList-RANAP-Rel ocl nf
CRI TI CALITY ignore TYPE DirectTransferlnformationLi st-RANAP- Rel ocl nf
PRESENCE opt i onal o

{ I D id-RAB-ContextList-RANAP- Rel ocl nf CRI TI CALI TY ignore TYPE RAB- Cont ext Li st - RANAP- Rel ocl nf PRESENCE optional },
}
Di rect Transf er | nf or mati onLi st - RANAP- Rel ocl nf .= DirectTransfer-1E-ContainerList { {DirectTransferlnfornmationltemn Es- RANAP-Rel ocl nf} }
Di rect Transfer| nformati onltem Es- RANAP- Rel ocl nf RANAP- PROTOCOL- | ES :: = {

{ IDid-DirectTransferlnformationltem RANAP- Rel ocl nf

CRITI CALITY ignore TYPE DirectTransferlnformationltem RANAP- Rel ocl nf
PRESENCE nandatory 1},

}
Di rect Transf er | nformati onl t em RANAP- Rel ocl nf ::= SEQUENCE {

nAS- PDU NAS- PDU,

SAPI SAPI ,

cN- Domai nl ndi cat or CN- Domai nl ndi cat or,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { RANAP-Di rect Transfer | nfornmationltem Ext| Es- RANAP- Rel ocl nf} } OPTI ONAL,
}
RANAP- Di r ect Transf er I nformati onl t em Ext | Es- RANAP- Rel ocl nf RANAP- PROTOCOL- EXTENSI ON : : = {
}
RAB- Cont ext Li st - RANAP- Rel ocl nf ::= RAB-| E-Contai nerList { {RAB-Contextltemn Es- RANAP- Rel ocl nf} }
RAB- Cont ext | t eml Es- RANAP- Rel ocl nf RANAP- PROTOCOL- | ES :: = {

{ I D id-RAB-Contextl|tem RANAP- Rel ocl nf CRI TI CALI TY ignore TYPE RAB- Cont ext |t em RANAP- Rel ocl nf PRESENCE mandatory },
}
RAB- Cont ext | t em RANAP- Rel ocl nf :: = SEQUENCE ({

rAB-1D RAB- | D,

dl - GTP- PDU- SequenceNunber DL- GTP- PDU- SequenceNunber OPTI ONAL,

ul - GTP- PDU- SequenceNunber UL- GTP- PDU- SequenceNunber OPTI ONAL,

dl - N- PDU- SequenceNumber DL- N- PDU- SequenceNunber OPTI ONAL,

ul - N- PDU- SequenceNunber UL- N- PDU- SequenceNunber OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Contextl|tem Ext|Es- RANAP-Rel oclnf} } OPTI ONAL,
}
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RAB- Cont ext | t em Ext | Es- RANAP- Rel ocl nf RANAP- PROTOCOL- EXTENSI ON :: = {
}
RANAP- Rel ocat i onl nf or mat i onExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 5 to enable relocation of Source RNC PDCP context info --
{ I D id-SourceRNC- PDCP-cont ext-info CRI TI CALI TY i gnore EXTENSI ON RRC- Cont ai ner PRESENCE optional },
}

LR R R R R R R R
-- RAB MODI FI CATI ON REQUEST ELEMENTARY PROCEDURE

LR R R R R R

LR R R R R R

-- RAB Modi fy Request

Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkhkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

RAB- Modi f yRequest :: = SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {RAB- Modi f yRequest | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB- Mbdi f yRequest Ext ensi ons} } OPTI ONAL,
}
RAB- Modi f yRequest | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-MdifyList CRI TI CALITY ignore TYPE RAB-Modi fyLi st PRESENCE mandat ory},
}
RAB- Modi fyLi st ;.= RAB-I| E-ContainerList { {RAB-Mdifyltem Es} }
RAB- Modi fyl t eml Es RANAP- PROTOCOL- | ES :: = {
{ IDid-RAB-Mdifyltem CRITI CALI TY ignore TYPE RAB-Modifyltem PRESENCE mandatory 1},
}
RAB- Modi fyltem :: = SEQUENCE {
rAB-1D RAB- | D,
request ed- RAB- Par anet er - Val ues Request ed- RAB- Par anet er - Val ues,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Mbdi fyltem ExtlEs} } OPTI ONAL,
}
RAB- Modi fyl t em Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
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RAB- Modi f yRequest Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {

Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhkhhkhhkhhkhhkhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- LOCATI ON RELATED DATA ELEMENTARY PROCEDURE

Khkkhkhkhkhhkhkhhhhhkhkkhhhhkhkhkhhkhhkhhkhhkhhkhkhkkhhkhhkhkhkkhhkhkkhkkhkhkkkkk k%

LR R R R R R R

-- Location Rel ated Data Request

LR R R R R R R R R

Locati onRel at edDat aRequest ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {LocationRel at edDat aRequest | Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Locati onRel at edDat aRequest Ext ensi ons} } OPTI ONAL,
}
Locati onRel at edDat aRequest | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-LocationRel at edDat aRequest Type CRITICALI TY reject TYPE Locati onRel at edDat aRequest Type PRESENCE opti onal },
-- This IE is nmandatory for UTRAN, optional for GERAN |lu Mde —-
}
Locat i onRel at edDat aRequest Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 5 to enable LCS support for GERAN |u node --
{ IDid-LocationRel at edDat aRequest TypeSpeci fi cToGERANI uMde CRITI CALI TY reject EXTENSI ON Locati onRel at edDat aRequest TypeSpeci fi cToOGERANI ulMbde
PRESENCE opt i onal 1,
-- This extension is optional for GERAN |lu Mdde only, not applicable for UTRAN --
}
- ER R R R R R R R R R R R R T
-- Location Rel ated Data Response
:: IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEREEEEESEESERSERSERESEEEERERSEEEEESEES]
Locati onRel at edDat aResponse ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { { LocationRel at edDat aResponsel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { Locati onRel at edDat aResponseExt ensi ons} } OPTI ONAL,
}
Locat i onRel at edDat aResponsel Es RANAP- PROTOCOL- I ES :: = {
{ IDid-Broadcast Assi st anceDat aDeci pheri ngKeys CRI TI CALI TY ignore TYPE Broadcast Assi st anceDat aDeci pheri ngKeys PRESENCE optional },
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}

Locati onRel at edDat aResponseExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {

}

Khkkhkhkhkhkhkhkhhhhkhkhkhhkhhkhkhkhhkhhkhkhkhhkhhkhkhkhhkhkhkhkkhhkhkkhkkhkhkkkkk k%

-- Location Related Data Failure

LR R R R R R R R

Locati onRel at edDat aFai | ure ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { { LocationRel at edDat aFai | urel Es} 1},
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { { Locati onRel at edDat aFai | ur eExt ensi ons} } OPTI ONAL,
}
Locati onRel at edDat aFai | urel Es RANAP- PROTOCOL- | ES :: = {
{ IDid-Cause CRITI CALI TY ignore TYPE Cause PRESENCE mandatory 1},
}
Locat i onRel at edDat aFai | ur eExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
- ER R R R R R R R R T R R R
-- | NFORVATI ON TRANSFER ELEMENTARY PROCEDURE
:: IR EEEEEEEEEEEEEEEEEEEEEEEEEREEREEEEEEEESEESERERSEESEERERERSESEESEESES]
- IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEREEEEESEESERSERSEESEEREEREESEEEEESEES]
-- Information Transfer |ndication
:: IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEESEESERSERSEESEEREEREESEEEESESEES]
I nformationTransferlndication ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { { I'nformationTransferlndicationl Es} },
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { { InformationTransferlndicationExtensions} } OPTI ONAL,
}
I nformati onTransferlndi cati onl Es RANAP- PROTOCOL- | ES :: = {
{ IDid-InformationTransferlD CRITI CALITY reject TYPE InformationTransferlD PRESENCE mandatory } |
{ IDid-ProvidedData CRI TI CALITY reject TYPE Provi dedDat a PRESENCE nandatory } |
{ I D id-CN Donmainl ndi cat or CRI TI CALI TY reject TYPE CN- Donai nl ndi cat or PRESENCE nmandatory } |
{ IDid-d obal CN-1D CRITI CALITY ignore TYPE Q obal CN-1D PRESENCE optional },
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}

I nformati onTransferl ndi cati onExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {

}

- EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREREREREESESEEEEEREEREEEEEEEEEEEEEESEEE

-- Information Transfer Confirmation

:: EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

I nformationTransferConfirmation ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { { I'nformationTransferConfirmationl Es} },
pr ot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner { { InformationTransferConfirmationExtensions} } OPTI ONAL,

}

I nformati onTransfer Confirmationl ES RANAP- PROTOCOL- | ES :: = {
{ IDid-InformationTransferlD CRI TI CALI TY ignore TYPE InformationTransferlD PRESENCE nandatory } |
{ I D id-CN Donuinlndi cat or CRI TI CALI TY i gnore TYPE CN- Donai nl ndi cat or PRESENCE mandatory } |
{ IDid-CriticalityDi agnostics CRITICALITY ignore TYPE CriticalityDi agnostics PRESENCE opt i onal o
{ IDid-d obal RNC-I D CRITI CALITY ignore TYPE d obal RNC-I D PRESENCE mandatory 1},

}

I nformati onTransfer Confirmati onExt ensi ons RANAP- PROTOCOL- EXTENSI ON :: = {

}

- EEEEE S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

-- Information Transfer Failure

:: EEEEE S E S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S

I nformationTransferFailure ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { { I'nformationTransferFailurel Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onContai ner { { InformationTransferFail ureExtensions} } OPTI ONAL,

}

I nformationTransferFail urel Es RANAP- PROTOCOL- I ES :: = {
{ IDid-InformationTransferlD CRI TI CALI TY ignore TYPE InformationTransferlD PRESENCE nandatory } |
{ I D id-CN Donuinl ndi cat or CRI TI CALI TY i gnore TYPE CN- Donmi nl ndi cat or PRESENCE mandatory } |
{ IDid-Cause CRI TI CALI TY ignore TYPE Cause PRESENCE nandatory } |
{ IDid-CriticalityDi agnostics CRITI CALITY ignore TYPE CriticalityDi agnostics PRESENCE opt i onal o
{ IDid-d obal RNC-I D CRITI CALI TY ignore TYPE d obal RNC-1 D PRESENCE mandatory 1},

}
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I nf ormati onTransfer Fai | ur eExt ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
}
- IR EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEEEESEESERERSEESEERERERSEEEZEESES]
-- UE SPECI FI C | NFORVATI ON ELEMENTARY PROCEDURE
:: IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEESEESERERSERESEEREERERSEEEZEESEES]
- ER R R R R R R R R R R R R R T R
-- UE Specific Information |Indication
:: ER R R R I R R R R R R R
UESpeci fi cl nformati onl ndication ::= SEQUENCE {
protocol | Es Pr ot ocol | E- Cont ai ner { {UESpeci ficlnformationlndicationl Es} },
pr ot ocol Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {UESpecificlnformationl ndi cati onExtensi ons} }
}
UESpeci fi cl nformati onl ndi cati onl Es RANAP- PROTOCOL- I ES :: = {
{ IDid-UESBI-Ilu CRITI CALI TY ignore TYPE UESBI-Ilu
}
UESpeci fi cl nformati onl ndi cati onExt ensi ons RANAP- PROTOCOL- EXTENSI ON : :
}
END

9.3.4 Information Element Definitions

Khkkhkhkhkhkhkhkkhhhhhkhhkhhhhkhkhkhhkhhkhkhkkhhkhhkhkhkhhkhkkhkkhkhkkhkkhkhkkkkk k%

-- Information El ement Definitions

Khkkhkhkhkhkhkhkhhkhhhkhhkhhhhkhkhkhhkhhhkhkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

RANAP- | Es {

itu-t (0) identified-organization (4) etsi (0) nobileDomain (0)

um s- Access (20) nmodules (3) ranap (0) versionl (1) ranap-l1Es (2) }
DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N
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| MPORTS
maxNr OF Error s,
maxNr OF PDPDi r ect i ons,
maxNr OF Poi nt s,
maxNr Of RABs,
maxNr OF SRBs,
maxNr Of Separ at eTraf fi cDirecti ons,
max RAB- Subf | ows,
max RAB- Subf | owConbi nati on,
maxNr Of Level s,
maxNr OF Al t Val ues,
maxNr OF SNAs,
maxNr OF LAs,
maxNr OF PLIMNs SN,
maxSet ,

i d- CN- Dommi nl ndi cat or,
i d- MessageStructure,

i d- SRB- Tr CH Mappi ng,
id-TypeOfError,

i d- Downl i nkCel | Loadl nf or mati on,
i d-UplinkCel |l Loadl nformati on,
i d- hS- DSCH MAC- d- Fl ow- | D,
i d- Si gnal i ngl ndi cation
FROM RANAP- Const ant s

Criticality,

Pr ocedur eCode,

Prot ocol | E- 1 D,

Tri ggeri ngMessage
FROM RANAP- ConmonDat aTypes

Pr ot ocol Ext ensi onCont ai ner{},
RANAP- PROTOCOL- EXTENSI ON
FROM RANAP- Cont ai ners;

-- A
Al l ocati onOrRetentionPriority ::= SEQUENCE {
prioritylLevel PrioritylLevel,
pre-enptionCapability Pre-enpti onCapability,
pre-enptionVul nerability Pre-enptionVul nerability,
queui ngAl | owed Queui ngAl | owed,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {AllocationOrRetentionPriority-ExtlEs} } OPTI ONAL,
}
Al l ocati onOrRetentionPriority-Extl Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
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Al t - RAB- Par aneters ::= SEQUENCE {
al t MaxBi t r at el nf Al t - RAB- Par anet er - MaxBi tr at el nf OPTI ONAL,
al t Guar ant eedBi t Rat el nf Al t - RAB- Par anet er - Guar ant eedBi tr at el nf OPTI ONAL,
i E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { {Alt-RAB-Paranmeters-ExtlEs} } OPTI ONAL,
}
Al't - RAB- Par anet er s- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Al t - RAB- Par anet er - Guar ant eedBi tratel nf ::= SEQUENCE {
al t Guar ant eedBi trat eType Al t - RAB- Par anet er - Guar ant eedBi tr at eType,
al t Guarant eedBi trates Al t - RAB- Par anet er - Guar ant eedBi trat es OPTI ONAL

-- This IE shall be present if the Type of Guaranteed Bit Rates Information |E is set to "Value range" or "Discrete values" --,

}
Al t - RAB- Par anet er - Guar ant eedBi trat eType :: = ENUMERATED{
unspeci fied,
val ue-range,
di screte-val ues,
}
Al t - RAB- Par anet er - GCuaranteedBitrates ::= SEQUENCE (Sl ZE (1..naxNrOf AltVal ues)) OF
Al t - RAB- Par anet er - Guar ant eedBi tr at eLi st
Al t - RAB- Par anet er - Guar ant eedBi tratelLi st ::= SEQUENCE (S| ZE (1..maxNr Of SeparateTrafficDirections)) OF GuaranteedBitrate
Al t - RAB- Par anet er- MaxBitratel nf ::= SEQUENCE {
al t MaxBi trat eType Al t - RAB- Par anet er - MaxBi tr at eType,
al t MaxBi trates Al t - RAB- Par anet er - MaxBi t r at es OPTI ONAL
-- This IE shall be present if the Type of Alternative Maxinmun Bit Rates Information IE is set to "Value range" or "Discrete values" --,
}
Al t - RAB- Par anet er - MaxBi trat eType ::= ENUMERATED{
unspeci fi ed,
val ue-range,
di screte-val ues,
}
Al t - RAB- Par anet er-MaxBitrates ::= SEQUENCE (SIZE (1..nmaxNr Of Al t Val ues)) OF

Al t - RAB- Par anet er - MaxBi t r at eLi st
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Al t - RAB- Par anet er - MaxBi trateLi st ::= SEQUENCE (SIZE (1..maxNr Of SeparateTrafficDirections)) OF MaxBitrate
Arealdentity ::= CHO CE {
sAl SAl,
geogr aphi cal Area Geogr aphi cal Area,
}
Ass- RAB- Par aneters ::= SEQUENCE {
assMaxBi trat el nf Ass- RAB- Par anet er - MaxBi tr at eLi st OPTI ONAL,
assCuar ant eedBi t Rat el nf Ass- RAB- Par anet er - Guar ant eedBi tr at eLi st OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Ass- RAB- Paraneters-Ext|Es} } OPTI ONAL,
}
Ass- RAB- Par anet er s- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Ass- RAB- Par anet er - Guar ant eedBi tratelLi st ::= SEQUENCE (S| ZE (1..maxNr Of SeparateTrafficDirections)) OF GuaranteedBitrate
Ass- RAB- Par anet er - MaxBi trat eLi st ::= SEQUENCE (Sl ZE (1..maxNr Of SeparateTrafficDirections)) OF MaxBitrate
Aut hori sedPLMNs :: = SEQUENCE (SIZE (1..maxNrOf PLMNsSN)) OF
SEQUENCE {
pLMNi dentity PLWNi dentity,
aut hori sedSNAsLi st Aut hor i sedSNAs OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Aut hori sedPLMNs- Ext| Es} } OPTI ONAL,
}
Aut hori sedPLMNs- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Aut hori sedSNAs :: = SEQUENCE (SIZE (1..maxNrOf SNAs)) OF SNAC
-- B
Bi ndi ngl D ;1= OCTET STRING (SIZE (4))
Br oadcast Assi st anceDat aDeci pheri ngKeys ::= SEQUENCE {
ci pheri ngKeyFl ag BIT STRING (SIZE (1)),
current Deci pheri ngKey BI T STRING (SIZE (56)),
next Deci pheri ngKey BI T STRING (SIZE (56)),
}
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-- C

Cause ::= CHO CE {
radi oNet wor k CauseRadi oNet wor k,
transm ssi onNet wor k CauseTr ansmni ssi onNet wor k,
nAS CauseNAS,
pr ot ocol CausePr ot ocol ,

m sc CauseM sc,
non- St andar d CauseNon- St andar d,

}

CauseM sc ::= | NTEGER {
omintervention (113),
no-resource-avail able (114),
unspecified-failure (115),
net wor k- opti nmi sation (116)

} (113..128)

CauseNAS :: = | NTEGER {
user-restriction-start-indication (81),
user-restriction-end-indication (82),
normal -rel ease (83)

} (81..96)

CauseProtocol ::= I NTEGER {
transfer-syntax-error (97),
semantic-error (98),
message- not - conpati bl e-wi th-recei ver-state (99),
abstract-syntax-error-reject (100),
abstract-syntax-error-ignore-and-notify (101),
abstract-syntax-error-fal sel y-constructed-nessage (102)

} (97..112)

CauseRadi oNetwork ::= | NTEGER ({

rab-pre-enpted (1),
trelocoverall-expiry (2),
trel ocprep-expiry (3),
trelocconpl ete-expiry (4),
t quei ng-expiry (5),
relocation-triggered (6),
trellocal l oc-expiry(7),
unabl e-t o- est abl i sh-during-rel ocation (8),
unknown-target-rnc (9),

rel ocation-cancelled (10),
successful -rel ocation (11),

request ed- ci pheri ng-and-or-integrity-protection-algorithns-not-supported (12),
conflict-wth-already-existing-integrity-protection-and-or-ciphering-information (13),
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failure-in-the-radio-interface-procedure (14),

rel ease-due-to-utran-generated-reason (15),

user-inactivity (16),

time-critical-relocation (17),

requested-traffic-class-not-avail able (18),

i nval i d-rab- paraneters-val ue (19),

request ed- maxi mum bi t-rat e- not - avai |l abl e (20),

request ed- guar ant eed- bi t-rat e-not-avail able (21),

request ed- transf er-del ay- not - achi evabl e (22),

i nval i d-rab- paranet er s- conbi nati on (23),

condi tion-violation-for-sdu-paraneters (24),

condition-violation-for-traffic-handling-priority (25),

condition-violation-for-guaranteed-bit-rate (26),

user - pl ane-ver si ons- not - supported (27),

iu-up-failure (28),

relocation-failure-in-target-CN-RNC-or-target-system 29),

invalid-RAB-1D (30),

no-renmai ni ng-rab (31),

interaction-with-other-procedure (32),

request ed- maxi num bit-rate-for-dl-not-avail able (33),

request ed- maxi num bit-rate-for-ul-not-avail able (34),

request ed- guar ant eed- bi t-rate-for-dl-not-avail able (35),

request ed- guar ant eed-bit-rate-for-ul -not-avail abl e (36),

repeat ed-integrity-checking-failure (37),

request ed-request -t ype- not - supported (38),

request - super seded (39),

rel ease- due-t o- UE- gener at ed- si gnal | i ng- connecti on-rel ease (40),

resource-optin sation-relocation (41),

request ed-i nformati on-not-avail able (42),

rel ocation-desirabl e-for-radi o-reasons (43),

rel ocation-not-supported-in-target-RNC or-target-system (44),

directed-retry (45),

radi o-connection-wi th- UE-Lost (46),

rNC- unabl e-to-establ i sh-al |l -RFCs (47),

deci pheri ng- keys-not - avai | abl e(48),

dedi cat ed- assi st ance- dat a- not - avai | abl e(49),

relocation-target-not-allowed (50),

| ocation-reporting-congestion (51),

reduce-1 oad-in-serving-cell (52),

no-radi o-resources-avail able-in-target-cell (53),

gERAN- | unode-failure (54),

access-restricted-due-to-shared-networks (55),

i ncom ng-rel ocati on-not-support ed-due-t o- PUESBI NE- f eature (56)
} (1..64)

CauseNon- Standard ::= | NTEGER (129..256)
-- Cause value 256 shall not be used --

CauseTransmi ssi onNetwork ::= | NTEGER {

signal ling-transport-resource-failure (65),
iu-transport-connection-failed-to-establish (66)
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} (65..80)

Cel | - Capacity-Cl ass-Value ::= INTEGER (1..100,...)
Cel | Loadl nformation ::= SEQUENCE {
cel |l - Capacity-C ass- Val ue Cel | - Capaci ty-Cl ass- Val ue,
| oadVal ue LoadVal ue,
r TLoadVal ue RTLoadVal ue OPTI ONAL,
nRTLoadl nf or mat i onVal ue NRTLoadl nf or mat i onVal ue OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { Cell Loadl nformation-ExtlEs } } OPTI ONAL,
}
Cel | Loadl nf or mati on- Ext | EsS RANAP- PROTOCOL- EXTENSI ON : : = {
}
Client Type ::= ENUMERATED {

emer gency- Servi ces,

val ue- Added- Servi ces,

pLMN- Oper at or - Ser vi ces,

| awf ul - | nt er cept - Ser vi ces,

pLMN- Oper at or - Br oadcast - Ser vi ces,

pLMN- Operator-O-et-M

pLMN- Oper at or - Anonynous- St ati sti cs,
pLM\- Oper at or - Tar get - MS- Ser vi ce- Support,

}
CriticalityDiagnostics ::= SEQUENCE {
procedur eCode Pr ocedur eCode OPTI ONAL,
triggeri ngMessage Tri ggeri ngMessage OPTI ONAL,
procedureCriticality Criticality OPTI ONAL,
i EsCriticalityDi agnostics CriticalityDi agnostics-I|E-List OPTI ONAL,
i E- Ext ensi ons Prot ocol Ext ensi onContainer { {CriticalityDi agnostics-ExtlEs} } OPTI ONAL,
}
CriticalityDi agnostics-ExtlEs RANAP- PROTOCOL- EXTENSI ON :: = {
}
CriticalityDi agnostics-I1E-List ::= SEQUENCE (SIZE (1..maxNrOfErrors)) OF
SEQUENCE {
iECriticality Criticality,
iE-1D Prot ocol | E-1 D,
repetitionNunber Repeti ti onNunber 0 OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onContainer { {CriticalityDi agnostics-IE-List-ExtlEs} } OPTI ONAL,
}
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CriticalityDi agnostics-IE-List-ExtlEs RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 99 to enable reporting the nessage structure down to the erroneous IE --
{ I D id-MessageStructure CRITICALITY ignore EXTENSI ON MessageStructure PRESENCE opti onal 1o
-- Extension for Release 99 to enable reporting if a reported error is due to a not understood or a nmissing IE --
{ IDid-TypeOf Error CRI TI CALI TY ignore EXTENSI ON TypeOf Err or PRESENCE mandatory 1},
}
MessageStructure ::= SEQUENCE (SIZE (1..maxNr Of Level s)) OF
SEQUENCE {
iE-1D Prot ocol | E-I D,
repetitionNunber Repeti ti onNunber1 OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {MessageStructure-ExtlEs} } OPTI ONAL,
}
MessageSt ruct ur e- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
CGA ::= SEQUENCE ({
pLMNi dentity PLWNi dentity,
I AC LAC,
cl ca,
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { {Cd -ExtlEs} } OPTI ONAL
}
Cd - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
ChosenEncrypti onAl gorithm ;.= EncryptionAlgorithm
ChosenlntegrityProtecti onAlgorithm ::= IntegrityProtectionAlgorithm
Cl ;1= OCTET STRING (SIZE (2))
Cl assmar kIl nf ormati on2 ;1= OCTET STRI NG

OCTET STRI NG

Cl assmar kIl nf or mati on3

CN- Domai nl ndi cator ::= ENUMERATED {
cs-domai n,
ps-donai n
}
CN-1D ;= I NTEGER (0. .4095)
-- D
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Dat aVol uneRef er ence ::= I NTEGER (0. .255)

Dat aVol unmeReporti ngl ndi cati on ::= ENUMERATED {
do-report,
do- not -report

}

DCH- I D ::= I NTEGER (0. . 255)

Del i ver yOf ErroneousSDU :: = ENUMERATED ({
yes,
no,
no-error-detection-consideration

}

Del i veryOrder:: = ENUMERATED ({
del i very-order-requested,
del i very-order-not-requested

}

DL- GTP- PDU- SequenceNumber ;1= I NTEGER (0. .65535)

Ref er ence: XX XXX

DL- N- PDU- SequenceNunber ::= | NTEGER (0. .65535)

Ref erence-

D- RNTI ::= I NTEGER (0..1048575)
DRX- Cycl eLengt hCoef fi ci ent 1= INTEGER (6..9)
DSCH-ID ::= I NTEGER (0. . 255)

-- E

EncryptionAl gorithm 1= INTEGER { no-encryption (0), standard-UMIS-encryption-algorith-UEAL (1) } (0..15)

Encryptionl nformation ::= SEQUENCE {
perm ttedAl gorithns Perm tt edEncrypti onAl gorit hms,
key Encrypti onKey,

i E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { {Encryptionlnformation-ExtlEs} } OPTI ONAL

}

Encrypti onl nformati on- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {

}

Encrypti onKey .= BIT STRING (SI ZE (128))
-- Reference: 33.102

Event ::= ENUMERATED {
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st op- change- of - servi ce- ar ea,
direct,
change- of - servi cear ea,

stop-direct

}
-- F
-- G
Geogr aphi cal Area ::= CHO CE {
poi nt GA- Poi nt,
poi nt Wt hUnCertainty GA- Poi nt Wt hUnCertainty,
pol ygon GA- Pol ygon,
p0| htWt hUncertai ntyEl | i pse GA- Poi nt Wt hUnCer t ai ntyEl | i pse,
poi nt WthAltitude GA- Poi nt Wt hAl titude,
poi nt Wt hAl titudeAndUncertaintyEllipsoid GA- Poi nt Wt hAl tit udeAndUncertai ntyEl | ipsoid,
el lipsoi dArc GA-El | i psoi dArc
}
Geogr aphi cal Coordi nates ::= SEQUENCE {
I ati tudeSi gn ENUMERATED { north, south },
latitude I NTEGER (0. .8388607),
| ongi t ude I NTEGER (- 8388608. . 8388607) ,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Geographi cal Coordi nat es- Ext| Es} } OPTI ONAL,
}
Geogr aphi cal Coor di nat es- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
GA- Al titudeAndDirection ::= SEQUENCE {
directionOf Al titude ENUMERATED { hei ght, depth},
al titude I NTEGER (0. .32767),
}
GA-El | i psoi dArc ::= SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
i nner Radi us I NTEGER (0. .65535),
uncert ai nt yRadi us I NTEGER (0..127),
of f set Angl e I NTEGER (0..179),
i ncl udedAngl e I NTEGER (0..179),
confidence I NTEGER (0..127),
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { GA-Ellipsoi dArc-Extl Es} } OPTI ONAL,
}
GA- El | i psoi dArc- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
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}
GA- Poi nt ::= SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {GA-Poi nt-ExtlEs} } OPTI ONAL,
}
GA- Poi nt - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
GA-Poi nt Wt hAl titude ::= SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
altitudeAndDirection GA- Al titudeAndDirection,
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { GA-PointWthAltitude-ExtlEs} } OPTI ONAL,
}
GA- Poi nt Wt hAl titude- Extl Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
GA- Poi nt Wt hAl titudeAndUncertaintyEllipsoid ::= SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
altitudeAndDirection GA- Al titudeAndDirection,
uncertai ntyEl lipse GA- UncertaintyEllipse,
uncertaintyAltitude I NTEGER (0..127),
confi dence I NTEGER (0..127),
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { GA-Poi nt Wt hAltitudeAndUncertaintyEllipsoid-ExtlEs} } OPTI ONAL,
}
GA- Poi nt Wt hAI titudeAndUncertai ntyElli psoi d- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
GA- Poi nt Wt hUnCertainty ::=SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {GA-Poi nt Wt hUnCertainty-ExtlEs} } OPTI ONAL,
uncert ai nt yCode I NTEGER (0..127)
}
GA- Poi nt Wt hUnCert ai nty- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
GA- Poi nt Wt hUnCertaintyEll i pse ::= SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
uncertai ntyEl lipse GA- UncertaintyEllipse,
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confidence I NTEGER (0..127),
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { GA-Poi nt Wt hUnCertaintyEllipse-ExtlEs} } OPTI ONAL,
}
GA- Poi nt Wt hUnCertaintyEllipse-Extl Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
GA- Pol ygon ::= SEQUENCE (SIZE (1..nmaxNrCOf Points)) OF
SEQUENCE {
geogr aphi cal Coor di nat es Geogr aphi cal Coor di nat es,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {GA-Pol ygon- Ext| Es} } OPTI ONAL,
}
GA- Pol ygon- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
GA-UncertaintyEl |l i pse ::= SEQUENCE {
uncertai ntySeni - maj or I NTEGER (0. .127),
uncertai ntySemni - m nor I NTEGER (0..127),
ori entationOf Maj or Axi s I NTEGER (0..179), -- The values 90..179 shall not be used.
}
GERAN- BSC- Cont ai ner : 1= OCTET STRI NG
-- CGERAN BSC Container as defined in [11] --
GERAN- Cl assnmar k ;1= OCTET STRI NG
-- CERAN Cl assmark as defined in [11] --
d obal CN-1D :: = SEQUENCE {
pLMWNi dentity PLMWNi dentity,
cN-1D CN-I D
}
d obal RNC- I D :: = SEQUENCE {
pLMNi dentity PLWNi dentity,
rNC-1 D RNC- | D
}
GTP- TEI ::= OCTET STRING (SI ZE (4))
Ref erence:
GuaranteedBitrate ;1= I NTEGER (0..16000000)

-- Unit is bits per sec

-- H
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HS- DSCH- MAC- d- Fl ow- | D ;1= INTEGER (0..7)

.-

| VEI = OCTET STRING (S| ZE (8))

-- Reference: 23.003

| MSI = TBCD- STRING (S| ZE (3..8))
-- Reference: 23.003

InformationTransferI D ::= INTEGER (0.. 1048575)
IntegrityProtectionAlgorithm ::= | NTEGER {

standard- UMIS-integrity-algorithm U Al (0),
no-val ue (15)
} (0..15)

IntegrityProtectionlnformation ::= SEQUENCE {
permittedAl gorithns Perm ttedl ntegrityProtectionAl gorithmns,
key I ntegrityProtectionKey,

i E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { {IntegrityProtectionlnformation-ExtlEs} } OPTI ONAL

}

IntegrityProtectionlnformation-Extl Es RANAP- PROTOCOL- EXTENSI ON :: = {
} Ce

IntegrityProtectionKey 1= BIT STRING (Sl ZE (128))

I nt er Syst eml nf or mati on- Transpar ent Cont ai ner ::= SEQUENCE {

downl i nkCel | Loadl nf or mati on Cel | Loadl nformati on OPTI ONAL,
upl i nkCel | Loadl nf or mati on Cel | Load! nf or mati on OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { InterSystem nformation-Transparent Contai ner-Extl Es} } OPTI ONAL,

}

I nt er Syst enml nf or mati on- Transpar ent Cont ai ner - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

}
I uSi gnal I i ngConnecti onl dentifier 1= BIT STRING (S| ZE (24))
I uTransport Associ ation ::= CHO CE {

gTP- TEI GIP- TEI ,
bi ndi ngl D Bi ndi ngl D,
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- K

KeySt at us 11 = ENUMERATED {
ol d,
new,

}
- L

LA-LI ST ::= SEQUENCE (SIZE (1..nmaxNrOf LAs)) OF
SEQUENCE {
I AC LAC,
|'i st OF- SNAs Li st OF- SNAs,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { LA-LIST-ExtlEs} } OPTI ONAL,

}

LA- LI ST- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

}
LAC ::= OCTET STRING (SIZE (2))
LAl ::= SEQUENCE ({

pLMNi dentity PLWNi dentity,

I AC LAC,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {LAl-ExtlEs} } OPTI ONAL
}

LAl - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

}

Last KnownSer vi ceAr ea 11 = SEQUENCE {
sAl SAl,

ageOf SAl I NTEGER (0. .32767),
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Last KnownServi ceArea- ExtlEs} } OPTI ONAL,

}
Last KnownSer vi ceAr ea- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

}
Li st OF- SNAs : :

SEQUENCE (Sl ZE (1..nmaxNrOf SNAs)) OF SNAC
LoadVal ue ;.= I NTEGER (0..100)
Locati onRel at edDat aRequest Type ::= SEQUENCE {
request edLocat i onRel at edDat aType Request edLocat i onRel at edDat aType,

request edGPSAssi st anceDat a Request edGPSAssi st anceDat a  OPTI ONAL,
-- This IE shall be present if the Requested Location Related Data Type IE is set to ‘Dedicated Assistance Data for Assisted GPS -—-
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}

Locati onRel at edDat aRequest TypeSpeci fi cTOGERANI uMbde :: = ENUMERATED {
deci pheri ngKeysEOTD,
dedi cat edMobi | eAssi st edEOTDAssi st anceDat a,
dedi cat edMobi | eBasedEOTDAssi st anceDat a,

}
L3-1 nformati on ;1= OCTET STRI NG
-- M
MaxBi trate ;1= INTEGER (1..16000000)
-- Unit is bits per sec
MaxSDU- Si ze = | NTEGER (0. .32768)
-- MaxSDU- Si ze
-- Unit is bit
-- N
NAS- PDU ;1= OCTET STRI NG
NAS- Synchr oni sati onl ndi cat or ::= BIT STRING (Sl ZE (4))
NewBSS- To- O dBSS- | nf or nati on 1= OCTET STRI NG
NonSear chi ngl ndi cati on ::= ENUMERATED {
non- sear chi ng,
sear chi ng
}
NRTLoadl nf or mati onVal ue ::= I NTEGER (O0.. 3)
Nurmber OF | ul nst ances ;1= INTEGER (1..2)

Number OF St eps I NTEGER (1..16)

-- 0O
O dBSS- ToNewBSS- | nf or mati on ;.= OCTET STRI NG

OVC- | D ;1= OCTET STRING (SIZE (3..22))
-- Reference: GSM [25]

-- P
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Pagi ngAreal D :: = CHO CE {
I Al LAI,
r Al RAI ,
}
Pagi ngCause ::= ENUMERATED {

term nating-conversational -call,
term nating-streamn ng-call,

term nating-interactive-call,

t erm nati ng- background-cal |,

term nating-low priority-signalling,

term nati ng-hi gh-priority-signalling

}
PDP- Typel nformation ::= SEQUENCE (SIZE (1..nmaxNr Of PDPDi rections)) OF
PDP- Type
PDP- Type ::= ENUMERATED ({
enpty,
ppPP,
osp-i hoss -- this value shall not be used -- ,
i pvé4,
i pve,
}
Per manent NAS- UE-I D :: = CHO CE {
i MSI I MBI,
}
Permi ttedEncryptionAl gorithns ::= SEQUENCE (SIZE (1..16)) OF
Encrypti onAl gorithm
Perm ttedlntegrityProtectionAl gorithms ::= SEQUENCE (SIZE (1..16)) OF
IntegrityProtectionAl gorithm
PLWNi dentity ;1= TBCD- STRING (Sl ZE (3))
PLMNs- i n-shared-network ::= SEQUENCE (SIZE (1..nmaxNr Of PLMNsSN)) OF
SEQUENCE {
pLMWNi dentity PLMWNi dentity,
| A-LI ST LA- LI ST,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { PLMN\s-in-shared-network-Extl|Es} } OPTI ONAL,
}
PLMNs- i n- shar ed- net wor k- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
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}

Posi ti oni ngDat abi scriminator ::= OCTET STRING (S| ZE(1))

Posi ti oni ngDat aSet ::= SEQUENCE(SI ZE(1..maxSet)) OF Positioni ngMet hodAndUsage
Posi ti oni ngMet hodAndUsage ::= OCTET STRING (S| ZE(1))

PositioningPriority ::= ENUVERATED {

high-Priority,
normal -Priority,

}
PositionData ::= SEQUENCE {
posi ti oni ngDat aDi scri nmi nat or Posi ti oni ngbDat abi scri m nat or,
posi ti oni ngDat aSet Posi ti oni ngDat aSet OPTI ONAL,
-- This IE shall be present if the PositioningDataDiscrinmnator |Eis set to "00000000" --
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {PositionData-Extl|Es} } OPTI ONAL,
}
Posi ti onDat a- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Posi ti onDat aSpeci fi cTOGERANI uMbde :: = OCTET STRI NG
Pre-enptionCapability ::= ENUMERATED {
shal | -not-trigger-pre-enption,
may-trigger-pre-enption
}
Pre-enptionVul nerability ::= ENUMERATED {
not - pre- enpt abl e,
pre-enptabl e
PriorityLevel ;.= INTEGER { spare (0), highest (1), lowest (14), no-priority (15) } (O.
Provi dedData ::= CHO CE {
shar ed- net wor k- i nformati on Shar ed- Net wor k- | nf or mat i on,
}
P- TVsSI ;1= OCTET STRING (SIZE (4))
- Q
Queui ngAl | owed :: = ENUMERATED ({

queuei ng- not - al | owed,
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queuei ng- al | owed

}
-- R
RAB- Asymmet ryl ndi cat or : : = ENUMERATED {
symmetric-bi directional,
asymetri c-unidirectional -downlink,
asymetri c-unidirectional -uplink,
asymetric-bidirectional,
}
RAB- | D ::= BIT STRING (Sl ZE (8))
RAB- Par anet er - Guar ant eedBi trat eLi st ::= SEQUENCE (SIZE (1..maxNrOf SeparateTrafficDirections)) OF GuaranteedBitrate

RAB- Par anet er - MaxBi t r at eLi st

SEQUENCE (SI ZE (1..maxNrOf SeparateTrafficDirections)) OF MaxBitrate

RAB- Par aneters ::= SEQUENCE {
trafficCl ass Trafficd ass,
r AB- Asymmet ryl ndi cat or RAB- Asymmet r yl ndi cat or,
maxBitrate RAB- Par anet er - MaxBi tr at eLi st
guar ant eedBi t Rat e RAB- Par anet er - Guar ant eedBi trat eLi st OPTI ONAL
-- This IE shall be present the traffic class IE is set to "Conversational" or "Strean ng" --,
del i veryCQOrder Del i veryOrder,
maxSDU- Si ze MaxSDU- Si ze,
sDU- Par anet er s SDU- Par anet er s,
t ransf er Del ay Transf er Del ay OPTI ONAL
-- This IE shall be present the traffic class I[Eis set to "Conversational" or "Stream ng" --,
trafficHandlingPriority TrafficHandl i ngPriority OPTI ONAL

-- This IE shall be present the traffic class IEis set to "Interactive" --,

al | ocati onOrRetentionPriority Al'l ocationOrRetentionPriority OPTI ONAL,
sourceStatisticsDescriptor SourceStatisticsDescriptor OPTI ONAL

-- This I E shall be present the traffic class I[Eis set to "Conversational" or "Stream ng" --,
rel ocati onRequi r ement Rel ocat i onRequi rement OPTI ONAL,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAB-Paraneters-ExtlEs} } OPTI ONAL,

}

RAB- Par anet er s- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

-- Extension for Release 5 to enable indication that Interactive User Plane data is of a signalling nature --
{ IDid-Signallinglndication CRI TI CALI TY i gnore EXTENSI ON Si gnal l'i ngl ndi cati on PRESENCE optional },

}

RAB- Subf | owConbi nati onBi t Rat e ;1= I NTEGER (0..16000000)

RAB- Tr CH Mappi ng :: = SEQUENCE ( SIZE (1..maxNrOf RABs)) OF
RAB- Tr CH- Mappi ngl t em

RAB- Tr CH Mappi ngl tem : : = SEQUENCE {
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rAB-1D RAB- | D,
trCH I D-Li st TrCH | D-Li st,
i E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { { RAB-Tr CH- Mappi ngltem Ext| Es} } OPTI ONAL,
}
RAB- Tr CH- Mappi ngl t em Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
-- Extension for Release 99 to enable transfer of RAB Subflow mapping onto lur transport channel Ids for a given indicated domain --
{ I D i d- CN- Dommi nl ndi cat or CRI TI CALI TY ignore EXTENSI ON CN- Domai nl ndi cat or PRESENCE optional },
}
RAC ;1= OCTET STRING (SIZE (1))
RAI ::= SEQUENCE {
I Al LAI,
rAC RAC,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {RAI-ExtlEs} } OPTI ONAL,
}
RAI - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Rat eCont rol Al | owed :: = ENUMERATED {
not - al | owed,
al | owed
}
Rel ocati onRequi rement ::= ENUVERATED {
| ossl ess,
none,
real tine
}
Rel ocati onType ::= ENUMERATED ({
ue-not-invol ved,
ue-invol ved,
}

RepetitionNunberO ::= I NTEGER (0. .255)

RepetitionNunmberl ::= I NTEGER (1..256)

Report Area ::= ENUMERATED {
service-area,
geogr aphi cal - ar ea,
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}
Request edGPSAssi st anceData ::= OCTET STRING (SIZE (1 .. 38 ))
-- gpsAssistanceData as defined in 24.080 --
Request edLocat i onRel at edDat aType ::= ENUMERATED {
deci pheri ngKeysUEBasedOTDOA,
deci pheri ngKeysAssi st edGPS,
dedi cat edAssi st anceDat aUEBasedOTDOA,
dedi cat edAssi st anceDat aAssi st edGPS,
}
Request ed- RAB- Par anet er - Val ues :: = SEQUENCE {
request edMaxBi trat es Request ed- RAB- Par anet er - MaxBi t r at eLi st OPTI ONAL,
request edGuar ant eedBi t r at es Request ed- RAB- Par anet er - Guar ant eedBi tr at eLi st OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { Requested- RAB- Par anet er - Val ues- Ext | Es} } OPTI ONAL,
}
Request ed- RAB- Par anet er - Val ues- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
Request ed- RAB- Par anet er - MaxBi trat eLi st ::= SEQUENCE (SIZE (1..maxNr Of SeparateTrafficDirections)) OF MaxBitrate
Request ed- RAB- Par anet er - Guar ant eedBi tr at eLi st ;1= SEQUENCE (SIZE (1..maxNrOf SeparateTrafficDirections)) OF GuaranteedBitrate
Request Type ::= SEQUENCE ({
event Event ,
reportArea Report Ar ea,
accur acyCode I NTEGER (0. .127) OPTI ONAL,
}
Resi dual Bit ErrorRati o ::= SEQUENCE {
manti ssa I NTEGER (1..9),
exponent I NTEGER (1..8),
i E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { {Residual BitErrorRatio-ExtlEs} } OPTI ONAL
-- Residual BitErrorRatio = mantissa * 10”"-exponent
Resi dual Bi t Error Rati o- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
ResponseTi ne .1 = ENUMERATED {

| owdel ay,
del aytol erant,
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}
RNC- | D ;1= INTEGER (0. .4095)
-- RNG-ID ;1= BIT STRING (Sl ZE (12))
-- Harnonized with RNSAP and NBAP definitions
RRC- Cont ai ner 1= OCTET STRI NG
RTLoadVal ue ::= I NTEGER (0..100)
-- S
SAC ;1= OCTET STRING (SIZE (2))
SAl ::= SEQUENCE {
pLMWNi dentity PLMWNi dentity,
I AC LAC,
sSAC SAC,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SAl-ExtlEs} } OPTI ONAL
}
SAl - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
SAPI ::= ENUMERATED {
sapi -0,
sapi - 3,
}
Shar ed- Net wor k- I nf ormation :: = SEQUENCE {
pLMNs- i n- shar ed- net wor k PLMNs- i n- shar ed- net wor k,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Shared- Networ k-1 nformation-Extl Es} } OPTI ONAL,
}
Shar ed- Net wor k- | nf or mat i on- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
Si gnal | i ngl ndi cation ::= ENUMERATED {
signal ling,
}
SDU-ErrorRati o ::= SEQUENCE {
manti ssa I NTEGER (1..9),
exponent I NTEGER (1..6),
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SDU-ErrorRati o-Ext|Es} } OPTI ONAL
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}

-- SDU-ErrorRatio = mantissa * 10”-exponent

SDU- Error Rat i o- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
SDU- For mat | nf or mat i onPar aneters ::= SEQUENCE (S| ZE (1..maxRAB- Subfl owConbi nation)) OF
SEQUENCE {
subf | owSDU- Si ze Subf | owSDU- Si ze OPTI ONAL,
r AB- Subf | owConbi nati onBi t Rat e RAB- Subf | owConbi nati onBi t Rat e OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SDU- Format | nf or mati onPar anet ers- Ext| Es} } OPTI ONAL,
}
SDU- For mat | nf or mat i onPar amet er s- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
SDU- Par aneters ::= SEQUENCE (SIZE (1..nmaxRAB- Subflows)) OF
SEQUENCE {
sDU-ErrorRatio SDU- Error Rati o OPTI ONAL
-- This IE shall be present if the Delivery OF Erroneous SDU IE is set to "Yes" or "No" --,
residual BitErrorRatio Resi dual Bi t Error Rati o,
del i ver yOf Er r oneous SDU Del i ver yOf Err oneousSDU,
sDU- For mat | nf or mat i onPar anmet er s SDU- For mat | nf or mat i onPar anmet ers OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SDU- Paraneters-ExtlEs} } OPTI ONAL,
}
SDU- Par anet er s- Ext | ES RANAP- PROTOCOL- EXTENSI ON : : = {
}
SNA- Access- I nformation ::= SEQUENCE {
aut hori sedPLMNs Aut hori sedPLMNs,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SNA- Access-Information-ExtlEs} } OPTI ONAL,
}
SNA- Access- I nf or mat i on- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
SNAC ;1= I NTEGER (0. .65535)
Servi ce- Handover ::= ENUMERATED {

handover -t o- GSM shoul d- be- per f or med,
handover -t 0- GSM shoul d- not - be- per f or med,
handover -t o- GSM shal | - not - be- per f or nmed,
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Sourcel D ::= CHO CE {
sour ceRNG- 1 D Sour ceRNC- | D,
sAl SAl,
}
Sour ceRNC- I D :: = SEQUENCE {
pLMWNi dentity PLMWNi dentity,
rNC-1 D RNC- | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SourceRNC-ID- Ext|Es} } OPTI ONAL
}
Sour ceRNC- | D- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner :: = SEQUENCE {
r RC- Cont ai ner RRC- Cont ai ner,
nunmber O | ul nst ances Nunmber OF | ul nst ances,
rel ocati onType Rel ocati onType,
chosenl ntegrityProtectionAl gorithm ChosenlntegrityProtectionAl gorithm  OPTI ONAL,
integrityProtectionKey I ntegrityProtectionKey OPTI ONAL,
chosenEncrypti onAl gorithFor Signalling ChosenEncryptionAl gorithm OPTI ONAL,
ci pheri ngKey Encrypti onKey OPTI ONAL,
chosenEncrypti onAl gorithFor CS ChosenEncrypti onAl gorithm OPTI ONAL,
chosenEncrypti onAl gorit hFor PS ChosenEncrypti onAl gorithm OPTI ONAL,
d- RNTI D- RNTI OPTI ONAL
-- This IE shall be present if the Relocation type IE is set to "UE not involved in relocation of SRNS" --,
targetCellld TargetCel lId OPTI ONAL
-- This IE shall be present if the Relocation type IEis set to "UE involved in relocation of SRNS" --,
r AB- Tr CH- Mappi ng RAB- Tr CH Mappi ng OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SourceRNC- ToTar get RNC- Tr anspar ent Cont ai ner - Ext | Es} } OPTI ONAL,
}
Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 99 to enable transfer of SRB mapping onto lur transport channel Ids --
{ I D id-SRB-TrCH Mapping CRITICALITY reject EXTENSI ON SRB- Tr CH Mappi ng PRESENCE opti onal 1
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over lu --
{1D id-DownlinkCellLoadl nformati on CRITICALITY ignore EXTENSI ON Cel | Loadl nf or mati on PRESENCE optional }|
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over lu --
{I1D id-UplinkCellLoadl nformation CRI TI CALI TY i gnhore EXTENSI ON Cel | Loadl nf or mati on PRESENCE optional },
}
SourceStatisticsDescriptor ::= ENUVERATED {
speech,
unknown,
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}

SRB-1D ::= INTEGER (1..32)
SRB- Tr CH- Mappi ng :: = SEQUENCE ( SIZE (1..maxNrOf SRBs)) OF
SRB- Tr CH Mappi ngl t em
SRB- Tr CH Mappi ngl tem : : = SEQUENCE {
sRB-1 D SRB- | D,
trCH 1D TrCH | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { { SRB-Tr CH Mappi ngltem Ext | Es} } OPTI ONAL,
}
SRB- Tr CH- Mappi ngl t em Ext | ES RANAP- PROTOCOL- EXTENSI ON : : = {
}
Subf | owSDU- Si ze = I NTEGER (0. .4095)
-- Unit is bit
-- T

Target Cel | 1 d | NTEGER (0. . 268435455)

TargetID ::= CHO CE {
target RNC-1 D Tar get RNC- | D,
cG Ca,
}
Target RNC- I D :: = SEQUENCE {
I Al LAI,
rAC RAC OPTI ONAL
-- Must always be present towards the PS domain and never towards the CS domain --,
rNC-1 D RNC- | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Target RNC-I D- Ext| Es} } OPTI ONAL
}
Tar get RNC- | D- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner :: = SEQUENCE {
r RC- Cont ai ner RRC- Cont ai ner,
d- RNTI D- RNTI OPTI ONAL
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-- May be included to allow the triggering of the Relocation Detect procedure fromthe lur Interface --,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner - Ext | Es} } OPTI ONAL,
}
Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
TBCD- STRI NG ;1= OCTET STRI NG
TenmporaryUE-1D ::= CHO CE {
t MsI TMVSI,
p- TSI P- TVSI
}
TSI ::= OCTET STRING (Sl ZE (4))
TraceRef erence ;1= OCTET STRING (SIZE (2..3))
TraceType ;1= OCTET STRING (SIZE (1))
-- Reference: GSM TS 12.08
TrafficCl ass ::= ENUMERATED ({
conversational ,
streamn ng,
interactive,
backgr ound,
}
TrafficHandlingPriority ;.= I NTEGER { spare (0), highest (1), lowest (14), no-priority-used (15) } (0..15)
Tr ansf er Del ay ;1= | NTEGER (0. .65535)
-- Unit is mllisecond
Unsuccessful | yTransmni ttedDat aVol ume :: = | NTEGER (0..4294967295)
Transport Layer Addr ess ::= BIT STRING (SI ZE (1..160, ...))
TrCH I D :: = SEQUENCE {
dCH I D DCH- | D OPTI ONAL,
dSCH- | D DSCH- | D OPTI ONAL,
uSCH- I D USCH- I D OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onContainer { { TrCH-1D-ExtlEs} } OPTI ONAL,
}
Tr CH- | D- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {

-- Extension for Release 5 to enable transfer of HS-DSCH MAC-d-Flow 1D onto lur transport channel ID --
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{1 D id-hS- DSCH MAC- d- Fl ow- | D CRI TI CALI TY ignore EXTENSI ON HS- DSCH- MAC- d- Fl ow- | D

}

TrCH-ID-List ::= SEQUENCE (SIZE (1..mxRAB- Subflows)) OF
TrCH I D

TriggerlD ;.= OCTET STRING (SIZE (3..22))

TypeOFError ::= ENUMERATED {
not - under st ood,

m ssing,
}
-- U
UE-1D ::= CHO CE {
i mei I MSI,
i mei | VEI,
}
UESBI -1 u ::= SEQUENCE {
UuESBI - | UA UESBI -1 uA  OPTI ONAL,
uESBI - 1 uB UESBI - | uB OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {UESBI-1u-ExtlEs} } OPTI ONAL,
}
UESBI - | u- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
UESBI - | uA ;1= BIT STRING (S| ZE(1..128))
-- Reference: TR25.994 --
UESBI - | uB ;1= BIT STRING (S| ZE(1..128))
-- Reference: TR25.995 --
UL- GTP- PDU- SequenceNunber 1= | NTEGER (0. .65535)
UL- N- PDU- SequenceNunber ::= | NTEGER (0. .65535)

UP- MbdeVer si ons

BI T STRING (S| ZE (16))

USCH- | D I NTEGER (0. . 255)

User Pl aneMbde :: = ENUMERATED ({

transpar ent - node,
support - node- f or - pr edef i ned- SDU- si zes,
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.-V
Verti cal Accur acyCode ;1= I NTEGER (0..127)

END

9.3.5 Common Definitions

Kkkhkhkhkhkhkhkhhhhkhkhkhhkhhhkhkhhkhhkhkhkkhhkhhkkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Common definitions

LR R R R R R R R

RANAP- CormpnDat aTypes {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
um s- Access (20) modules (3) ranap (0) versionl (1) ranap-CommonDat aTypes (3) }

DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N
Criticality .= ENUMERATED { reject, ignore, notify }
Presence ;.= ENUMERATED { optional, conditional, mandatory }
Privatel E-1D ;.= CHO CE {
| ocal I NTEGER (0. .65535),
gl obal OBJECT | DENTI FI ER
}

Pr ocedur eCode I NTEGER (0. .255)
Pr ot ocol Extensionl D ::= | NTEGER (0. .65535)

Protocol |E-ID

| NTEGER (0. . 65535)

Tri ggeri ngMessage ENUMERATED { initiating-nmessage, successful-outcome, unsuccessfull-outcone,

END

9.3.6 Constant Definitions

LR R R R R R R R
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-- Constant definitions

LR R R R R R R R R

RANAP- Const ant s {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
umt s- Access (20) modules (3) ranap (0) versionl (1) ranap-Constants (4) }

DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N

Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkkhkhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Elenmentary Procedures

Khkkhkhkhkhkhkhkkhhhhhkhkhhkhhhkhkhhkhhkhkhkkhhkhhkhkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

i d- RAB- Assi gnnment INTEGER ::= 0

i d-1u-Rel ease INTEGER ::= 1

i d- Rel ocati onPreparation I NTEGER ::= 2

i d- Rel ocati onResour ceAl | ocati on INTEGER ::= 3

i d- Rel ocat i onCancel INTEGER ::= 4

i d- SRNS- Cont ext Tr ansf er INTEGER ::= 5

i d- SecurityMbdeContr ol INTEGER ::= 6

i d- Dat aVol uneReport INTEGER ::= 7

i d- Reset INTEGER ::= 9

i d- RAB- Rel easeRequest I NTEGER ::= 10
i d-1u- Rel easeRequest I NTEGER ::= 11
i d- Rel ocat i onDet ect I NTEGER ::= 12
i d- Rel ocati onConpl et e I NTEGER ::= 13
i d- Pagi ng I NTEGER ::= 14
i d- Commonl D I NTEGER ::= 15
i d-CN- 1 nvokeTrace I NTEGER ::= 16
i d-Locati onReporti ngControl I NTEGER ::= 17
i d-Locati onReport I NTEGER ::= 18
id-1nitial UE- Message I NTEGER ::= 19
id-DirectTransfer I NTEGER ::= 20
i d- Over| oadContr ol I NTEGER ::= 21
i d-Errorlndication I NTEGER ::= 22
i d- SRNS- Dat aFor war d I NTEGER ::= 23
i d- For war dSRNS- Cont ext I NTEGER ::= 24
id-privateMessage I NTEGER ::= 25
i d- CN- Deacti vat eTrace I NTEGER ::= 26
i d- Reset Resour ce I NTEGER :: = 27
i d- RANAP- Rel ocat i on I NTEGER ::= 28
i d- RAB- Modi f yRequest I NTEGER ::= 29
i d-Locati onRel at edDat a I NTEGER ::= 30
id-InformationTransfer I NTEGER ::= 31
i d- UESpeci fi cl nformati on I NTEGER ::= 32
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Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhhkhhkhkhkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhkhkkkkk k%

-- Extension constants

LR R R R R R R R

maxPri vat el Es | NTEGER :: = 65535
maxPr ot ocol Ext ensi ons I NTEGER :: = 65535
maxPr ot ocol | Es | NTEGER :: = 65535

Khkkhkhkhkhkhkhkkhhhhkhkhhkhhkhhkhkhkhhkhhhkhkhhkhhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Lists

Khkkhkhkhkhkhkhkkhhhhkhkhkkhhkhhkhkhkhhkhhkhkhkhhkhhkkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

maxNr Of DTs I NTEGER ::= 15
maxNr OF Error s | NTEGER :: = 256
maxNr OF | uSi gConl ds I NTEGER ::= 250
maxNr OF PDPDi r ect i ons I NTEGER ::= 2
maxNr OF Poi nt s I NTEGER ::= 15
max Nr OF RABs I NTEGER ::= 256
maxNr Of Separ ateTrafficDirections I NTEGER ::= 2
maxNr OF SRBs INTEGER ::= 8
maxNr OfF Vol I NTEGER ::= 2
maxNr Of Level s I NTEGER ::= 256
maxNr OF Al t Val ues I NTEGER ::= 16
maxNr OF PLMNs SN I NTEGER ::= 32
maxNr Of LAs | NTEGER :: = 65536
maxNr OF SNAs I NTEGER :: = 65536
max RAB- Subf | ows INTEGER ::= 7

max RAB- Subf | owConbi nati on | NTEGER :: = 64
max Set INTEGER ::= 9

Khkkhkhkhkhhkhkhhkhhhkhkkhhkhhkhkhkhhkhhkhkhkkhhkhhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

LR R R R R R R R R R R

id-Arealdentity INTEGER ::= 0
i d- CN- Domai nl ndi cat or I NTEGER ::= 3
i d- Cause INTEGER ::= 4
i d- ChosenEncrypti onAl gorithm INTEGER ::= 5
i d- ChosenlntegrityProtectionAl gorithm INTEGER ::= 6
i d-Cl assmar kil nf ornati on2 INTEGER ::= 7
i d-Cl assmar kil nf ornati on3 I NTEGER ::= 8
id-CriticalityDiagnostics INTEGER ::= 9
i d- DL- GTP- PDU- SequenceNunber I NTEGER ::= 10
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i d- Encryptionl nfornmation
id-1ntegrityProtectionlnformation
id-1uTransportAssoci ation
id-L3-1nformation

i d-LAI

i d- NAS- PDU

i d- NonSear chi ngl ndi cati on

i d- Nunber O St eps

id-OMC-1 D

i d- O dBSS- ToNewBSS- | nf or mati on

i d- Pagi ngAreal D

i d- Pagi ngCause

i d- Per manent NAS- UE- | D

i d- RAB- Context|tem

i d- RAB- Cont ext Li st

i d- RAB- Dat aFor war di ngl tem

i d- RAB- Dat aFor war di ngl t em SRNS- Ct xReq
i d- RAB- Dat aFor war di ngLi st

i d- RAB- Dat aFor war di ngLi st - SRNS- Ct xReq
i d- RAB- Dat aVol umeReportltem

i d- RAB- Dat aVol unmeReport Li st

i d- RAB- Dat aVol uneReport Request|tem
i d- RAB- Dat aVol unmeRepor t Request Li st
i d- RAB- Fai | edl tem

i d- RAB- Fai | edLi st

i d- RAB- 1 D

i d- RAB- Queued! tem

i d- RAB- QueuedLi st

i d- RAB- Rel easeFai | edLi st

i d- RAB- Rel easeltem

i d- RAB- Rel easeli st

i d- RAB- Rel easedl tem

i d- RAB- Rel easedLi st

i d- RAB- Rel easedLi st - | uRel Conp

i d- RAB- Rel ocati onRel easeltem

i d- RAB- Rel ocati onRel easelLi st

i d- RAB- Set upl t em Rel ocReq

i d- RAB- Set upl t em Rel ocReqAck

i d- RAB- Set upLi st - Rel ocReq

i d- RAB- Set upLi st - Rel ocReqAck

i d- RAB- Set upOr Modi fi edl tem

i d- RAB- Set upOr Modi fi edLi st

i d- RAB- Set upOr Modi fyltem

i d- RAB- Set upOr Modi fyLi st

i d- RAC

i d- Rel ocati onType

i d- Request Type

i d- SAl

i d- SAPI

i d- Sour cel D

i d- Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner

| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
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id-Target| D

i d- Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner
i d- Tenpor ar yUE- | D

i d-TraceRef erence

i d-TraceType

i d- Transport Layer Addr ess

id-TriggerlD

id-UE-1D

i d- UL- GTP- PDU- SequenceNunber

i d- RAB- Fai | edt oReportltem

i d- RAB- Fai | edt oReportLi st

i d- KeySt at us

i d- DRX- Cycl eLengt hCoeffi ci ent

i d-1uSi gConl dLi st

i d-1uSi gConldltem

i d-1uSi gConld

i d-Direct Transferl|nformationltem RANAP- Rel ocl nf
id-DirectTransferlnformationLi st-RANAP- Rel ocl nf
i d- RAB- Cont ext | t em RANAP- Rel ocl nf

i d- RAB- Cont ext Li st - RANAP- Rel ocl nf

i d- RAB- Cont ext Fai | edtoTransferltem

i d- RAB- Cont ext Fai | edt oTr ansf er Li st

i d- G obal RNC- | D

i d- RAB- Rel easedl t em | uRel Conp

i d- MessageStructure

id-Alt-RAB-Paraneters

i d- Ass- RAB- Par anet ers

i d- RAB- Modi f yLi st

i d- RAB- Modi fyl tem

id-TypeOf Error

i d- Broadcast Assi st anceDat aDeci pheri ngKeys
i d- Locat i onRel at edDat aRequest Type

id-d obal CN-1D

i d- Last KnownSer vi ceAr ea

i d- SRB- Tr CH Mappi ng

i d-InterSystemn nformati on-Transpar ent Cont ai ner
i d- NewBSS- To- O dBSS- | nf or mati on

i d- Downl i nkCel | Loadl nf or nati on

i d- Upli nkCel | Loadl nf or mati on

i d- Sour ceRNC- PDCP- cont ext -i nfo
id-Informati onTransferl D

i d- SNA- Access- | nformati on

i d- Provi dedDat a

i d- GERAN- BSC- Cont ai ner

i d- GERAN- Cl assnar k

I NTEGER :: =
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :
| NTEGER : :

i d- GERAN- | unnde- RAB- Fai | ed- RABAssgnt Response-|tem

i d- GERAN- | unpde- RAB- Fai | edLi st - RABAssgnt Response

i d-Vertical AccuracyCode
i d- ResponseTi ne
id-PositioningPriority
id-ClientType

|
(2]
N

T T TR TR TR TR TR T I
)
~

100
101
102
103
104
105
106
107
108
109
110
111
112
113
114
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i d- Locat i onRel at edDat aRequest TypeSpeci fi cTOGERANI uMbde | NTEGER ::= 115
i d-Signallinglndication I NTEGER ::= 116
i d- hS- DSCH MAC- d- Fl ow- | D | NTEGER : : 117
i d-UESBI-1u I NTEGER ::= 118
i d- Posi ti onDat a I NTEGER ::= 119
i d- Posi ti onDat aSpeci fi cTOGERANI uMbde I NTEGER ::= 120

END

9.3.7 Container Definitions

LR R R R R R R R

-- Container definitions

Khkkhkhkhkhkhkhkkhhhhkhkhkkhhkhhhkhkhhkhhhkhkhhkhkkhkhkhhkkhkkhkhkkhkhkhkkkkk k%

RANAP- Cont ai ners {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
umt s- Access (20) modules (3) ranap (0) versionl (1) ranap-Containers (5) }

DEFI NI TI ONS AUTOVATI C TAGS :: =

BEG N

LR R R R R R R R

-- |E paraneter types from ot her npdul es.

- EEEE RS SRS EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
| MPORTS

Criticality,

Presence,

Privatel E-1D,

Pr ot ocol Ext ensi onl D,

Protocol | E-1 D
FROM RANAP- CormonDat aTypes

maxPri vat el Es,
maxPr ot ocol Ext ensi ons,

maxPr ot ocol | Es
FROM RANAP- Const ant s;

Khkkhkhkhkhhkhkhhhhkhkhkhhhhkhkhkhhkhhhkhkhhkhhkhkhkhhkhkkhkkhkhkkhkkhkhkkkkk k%

-- Class Definition for Protocol |Es

Khkkhkhkhkhkhkhkhhkhhhkhkhhkhhkhkhkhhkhhkhkhkkhhkhhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%
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RANAP- PROTOCOL- | ES :: = CLASS {

& d Prot ocol | E-1 D UNI QUE,

&criticality Criticality,

&Val ue,

&presence Presence

}
W TH SYNTAX {

I D & d
CRI TI CALI TY &criticality
TYPE &Val ue
PRESENCE &presence
}
- IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEREEEEESEESERERSEESEERERERSEEEZEESEES]
-- Class Definition for Protocol |Es
:- IR EEEEEEEEEEEEEEEEREEEEEEEEEEEEREEEEEEEESEESERSERSEESEERERERSEEEZEESEES]
RANAP- PROTOCOL- | ES- PAIR :: = CLASS {
& d Protocol | E-1D UNI QUE,
&irstCriticality Criticality,
&Fi r st Val ue,
&secondCriticality Criticality,
&SecondVal ue,
&presence Presence

}
W TH SYNTAX {

1D & d
FI RST CRITI CALI TY & irstCriticality
FI RST TYPE &Fi r st Val ue
SECOND CRI TI CALI TY &secondCriticality
SECOND TYPE &SecondVal ue
PRESENCE &presence
}
- LR EEE S S EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEE S S S
-- Class Definition for Protocol Extensions
:- IR EEEEEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEESEESERSERSERESEEEEREESEEEESESEES]
RANAP- PROTOCOL- EXTENSI ON : : = CLASS {
& d Pr ot ocol Ext ensi onl D UNI QUE,
&criticality Criticality,
&Ext ensi on,
&presence Presence
}
W TH SYNTAX {
1D & d
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CRI TI CALI TY &criticality

EXTENSI ON &Ext ensi on

PRESENCE &presence
}
- EEEE R R EEEEEEEEEEEEEEEEEEEREEEEEEEREREREREESESEEEEEREEREEEEEEEEEEEEEESE S-S
-- Class Definition for Private |IEs
-: EEEEE R EEEEEEEEEEEEEEEEEEEREEEEEEREREREEREEESEEEEEREEREEEEEEEEEEEEEESEEE
RANAP- PRI VATE- | ES :: = CLASS {

& d Privatel E-1D,

&criticality Criticality,

&Val ue,

&presence Presence

}
W TH SYNTAX {

I D & d

CRI TI CALI TY &criticality
TYPE &Val ue

PRESENCE &presence

LR R R R R R R R R R

-- Container for Protocol |Es

LR R R R R R R R

Pr ot ocol | E- Cont ai ner { RANAP- PROTOCOL-I ES : | EsSetParan} ::=
SEQUENCE (' SI ZE (0..maxProtocol | Es)) OF
Protocol | E-Field {{IEsSet Parant}

Prot ocol | E-Fi el d { RANAP- PROTOCOL- | ES : | EsSet Paran} ::= SEQUENCE {
id RANAP- PROTOCOL- | ES. & d ({1 EsSet Parant),
criticality RANAP- PROTOCOL- | ES. &criticality ({1 EsSet Parant{ @
val ue RANAP- PROTOCOL- | ES. &Val ue ({1 EsSet Parant{ @
}

LR R R R R R R R R

-- Container for Protocol |E Pairs

LR R R R R R R R

Prot ocol | E- Cont ai ner Pai r { RANAP- PROTOCOL- | ES- PAIR : | EsSet Paran} ::=
SEQUENCE (' SI ZE (0..maxProtocol | Es)) OF
Protocol | E-Fi el dPair {{I| EsSet Paran}}

Prot ocol | E- Fi el dPai r { RANAP- PROTOCOL- | ES- PAIR : | EsSet Parant ::= SEQUENCE {

3GPP
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id RANAP- PROTOCOL- | ES- PAI R. &i d ({1 EsSet Parant),

firstCriticality RANAP- PROTOCOL- | ES-PAIR &firstCriticality ({1 EsSet Parant{@d}),
firstVal ue RANAP- PROTOCOL- | ES- PAI R. &Fi r st Val ue ({1 EsSet Parant{@d}),
secondCriticality RANAP- PROTOCOL- | ES- PAI R. &secondCriticality ({lEsSetParam{@d}),
secondVal ue RANAP- PROTOCOL- | ES- PAI R &SecondVal ue ({1 EsSet Parant{ @ d})

Khkkhkhkhkhkhkhkhhhhkhkhhkhhkhkhkkhhkhhkhkhkkhhkhhkhkhkkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Container Lists for Protocol |E Containers

LR R R R R R R R

Protocol | E- Cont ai nerLi st {I NTEGER : | ower Bound, | NTEGER : upperBound, RANAP-PROTOCOL-IES : |EsSetParant ::=
SEQUENCE (' SI ZE (| ower Bound. . upper Bound)) OF
Pr ot ocol | E- Cont ai ner {{| EsSet Par ant}

Protocol | E- Cont ai ner Pai rLi st {I NTEGER : | ower Bound, | NTEGER : upperBound, RANAP-PROTOCOL-|ES-PAIR : |EsSetParan ::=
SEQUENCE (' SI ZE (| ower Bound. . upper Bound)) OF
Prot ocol | E- Cont ai ner Pai r {{| EsSet Par an}}

Khkkhkhkhkhkhkhkkhhhhkhkhhkhhkhkhkhhkhhhkhkkhhkhhkkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

-- Container for Protocol Extensions
EEEEEEEEEEEEEEEEEEEEEEEEEREEEEEEEREREREREESEEEEEEEEREEEEEEEEEEEEEESESEE
Pr ot ocol Ext ensi onCont ai ner { RANAP- PROTOCOL- EXTENSI ON : Ext ensi onSet Paran} ::=

SEQUENCE (' SI ZE (1.. maxProtocol Extensions)) OF
Pr ot ocol Ext ensi onFi el d {{Ext ensi onSet Parant}

Pr ot ocol Ext ensi onFi el d { RANAP- PROTOCOL- EXTENSI ON : Ext ensi onSet Paran} ::= SEQUENCE {
id RANAP- PROTOCOL- EXTENSI ON. & d ({Ext ensi onSet Parant),
criticality RANAP- PROTOCOL- EXTENSI ON. &criticality ({Extensi onSet Parant{@d}),
ext ensi onVal ue RANAP- PROTOCOL- EXTENSI ON. &Ext ensi on ({Ext ensi onSet Parant{ @ d})
}

LR R R R R R R R R

-- Container for Private |IEs

Khkkhkhkhkhkhkhkhhhhhkhkhhkhhkhkhhkhhkhkhkkhhkhhkhkhhkhkkhkkhhkhkkhkkhkhkkkkk k%

Pri vat el E- Cont ai ner { RANAP- PRI VATE- | ES : | EsSet Param }
SEQUENCE (SIZE (1.. maxPrivatel Es)) OF
Privatel E-Field {{| EsSet Parant}

Privatel E-Fi el d { RANAP- PRI VATE-| ES : | EsSet Paran} ::= SEQUENCE ({
id RANAP- PRI VATE- | ES. &i d ({1 EsSet Parant),
criticality RANAP- PRI VATE- | ES. &criticality ({1 EsSet Parant{@d}),
val ue RANAP- PRI VATE- | ES. &Val ue ({1 EsSet Parant{ @ d})
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}

END
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9.4 Message Transfer Syntax

RANAP shall usethe ASN.1 Basic Packed Encoding Rules (BASIC-PER) Aligned Variant as transfer syntax as
specifiedin ref. [13].

The following encoding rules apply in addition to what has been specified in X.691 [13]:

When abitstring valueis placed in a bit-field as specified in 15.6 to 15.11 in [13], the leading bit of the bitstring value
shall be placed in the leading bit of the bit-field, and the trailing bit of the bitstring value shall be placed in the trailing
bit of the bit-field.

NOTE - When using the "bstring" notation, the leading bit of the bitstring valueis on the left, and the trailing bit of the
bitstring valueis on theright. The term ‘leading bit’ isto beinterpreted as equal to the term ‘first bit' definedin [14].

9.5 Timers

TRELOCprep

- Specifies the maximum time for Relocation Preparation procedure in the source RNC.

TREL OCoveral

- Specifiesthe maximum time for the protection of overall Relocation procedurein the source RNC.

TREL OCalloc

- Specifies the maximum time for Relocation Resource Allocation procedurein the CN.

TREL OCcomplete

- Specifies the maximum time for waiting the rel ocation completion in the CN.

T raBAst

- Specifies the maximum timein the CN for the whole RAB Assignment procedure.

TQUEUING

- Specifiesthe maximum time in the RNC for queuing of the request of RAB establishment or modification.

ToaTAfwd

- Specifies the maximum time for GTP-PDU forwarding at the source RNC during relocation of SRNS.

Tigoc

- Whilethistimer isrunning, all OVERLOAD messages or signalling point congested information received at the
CN areignored.

TigOR

- Whilethistimer isrunning, all OVERLOAD messages or signalling point congested information received at the
RNC areignored.

TinTC

- Whilethistimer isrunning, the CN is not allowed to increase traffic.
TinTR

- Whilethistimer isrunning, the RNC is not allowed to increase traffic.

Traic

- Specifies the maximum time for Reset procedurein the RNC.
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TRaIC

- Specifiesaguard period in the RNC before sending a RESET ACKNOWLEDGE message.

TRaf R

- Specifies the maximum time for Reset procedurein the CN.

TRaIR

- Specifiesaguard period in the CN before sending a RESET ACKNOWLEDGE message.

Tanse

- Specifies the maximum time the RNC should store Permanent NASUE Identity |E (and the related Global CN-
ID IE) when NNSF is active.

10 Handling of Unknown, Unforeseen and Erroneous
Protocol Data

10.1 General

Protocol Error cases can be divided into three classes:
- Transfer Syntax Error.
- Abstract Syntax Error.
- Logica Error.

Protocol errors can occur in the following functions within areceiving node:

RANAP _ A
functiona Logical Errors
entity
Abstract Syntax Errors
N
I
I
f
ASN.1 Decoding } Transfer Syntax Errors

Figure 41: Protocol Errors in RANAP.

The information stated in subclauses 10.2, 10.3 and 10.4, to be included in the message used when reporting an error, is
what at minimum shall be included. Other optional information elements within the message may also beincluded, if
available. Thisisalso valid for the case when the reporting is done with a response message. The latter is an exception
to what is stated in subclause 4.1.

10.2  Transfer Syntax Error

A Transfer Syntax Error occurs when the receiver is not able to decode the received physical message. Transfer syntax
errors are dways detected in the process of ASN.1 decoding. If a Transfer Syntax Error occurs, the receiver should
initiate Error Indication procedure with appropriate cause value for the Transfer Syntax protocol error.

Examplesfor Transfer Syntax Errors are;

- Violation of valuerangesin ASN.1 definition of messages. e.g.: If an |E has adefined value range of 0to 10
(ASN.1: INTEGER (0..10)), and 12 will be received, then thiswill be treated as atransfer syntax error.
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- Violationinlist element constraints. e.g.: If alist isdefined as containing 1 to 10 elements, and 12 €l ements will
be received, than this case will be handled as atransfer syntax error.
- Missing mandatory elementsin ASN.1 SEQUENCE definitions (as sent by the originator of the message).
- Wrong order of elementsin ASN.1 SEQUENCE definitions (as sent by the originator of the message).

10.3  Abstract Syntax Error

10.3.1 General

An Abstract Syntax Error occurs when the receiving functional RANAP entity:
1. receives|Esor |E groups that cannot be understood (unknown | E ID);

2. receives|Esfor whichthelogica rangeisviolated (e.g.: ASN.1 definition: O to 15, thelogical rangeis0to 10
(values 11 to 15 are undefined), and 12 will be received; this case will be handled as an abstract syntax error using
criticality information sent by the originator of the message);

3. doesnot receive IEs or | E groups but according to the specified presence of the concerning object, the IEsor IE
groups should have been present in the received message.

4. receives|Esor |E groupsthat are defined to be part of that message in wrong order or with too many occurrences of
thesame |E or |E group;

5. receives|Esor |E groups but according to the conditional presence of the concerning object and the specified
condition, the IEs or |1E groups should not have been present in the received message.

Cases 1 and 2 (not comprehended | E/IE group) are handled based on received Criticality information. Case 3 (missing
|E/IE group) is handled based on Ciriticality information and Presence information for the missing |E/I E group specified
in the version of the specification used by the receiver. Case 4 (IEs or |E groupsin wrong order or with too many
occurrences) and Case 5 (erroneously present conditional |Es or |E groups) result in rejecting the procedure.

If an Abstract Syntax Error occurs, the receiver shal read the remaining message and shall then for each detected
Abstract Syntax Error that belong to cases 1-3 act according to the Criticality Information and Presence Information for
the IE/IE group due to which Abstract Syntax Error occurred in accordance with subclauses 10.3.4 and 10.3.5. The
handling of cases 4 and 5 is specified in subclause 10.3.6.

10.3.2 Criticality Information

In the RANAP messages thereis criticality information set for individual |Es and/or |E groups. Thiscriticality
information instructs the receiver how to act when receiving an |E or an |E group that is not comprehended, i.e. the
entireitem (1E or |E group) which isnot (fully or partially) comprehended shall be treated in accordance with its own
criticality information as specified in subclause 10.34.

In addition, the criticality information is used in case of the missing | E/IE group abstract syntax error (see subclause
10.3.5).

The receiving node shall take different actions depending on the value of the Criticality Information. The three possible
values of the Criticality Information for an IE/IE group are;

- RegectIE.
- IgnorelE and Notify Sender.
- IgnorelE.

The following rules restrict when areceiving entity may consider an IE, an | E group, or an EP not comprehended (not
implemented), and when action based on criticality information is applicable:
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1. IE or IE group: When one new or modified IE or |E group isimplemented for one EP from a standard version,
then other new or modified IEs or I1E groups specified for that EP in that standard version shall be considered
comprehended by areceiving entity (some may still remain unsupported).

2. EP: The comprehension of different EPs within a standard version or between different standard versionsis not
mandated. Any EPthat is not supported may be considered not comprehended, even if another EP from that
standard version is comprehended, and action based on criticaity shall be applied.

10.3.3 Presence Information

For many IES/IE groups which are optional according to the ASN.1 transfer syntax, RANAP specifies separately if the
presence of these |ES/IE groupsisoptional or mandatory with respect to RNS application by means of the presence field
of the concerning object of class RANAP-PROTOCOL-IES, RANAP-PROTOCOL-IES-PAIR, RANAP-PROTOCOL -
EXTENSION or RANAP-PRIVATE-IES

The presencefield of the indicated classes supports three vaues:

1. Optional;
2. Conditiond;
3. Mandatory.

If an IE/IE group is not included in areceived message and the presence of the |E/IE group is mandatory or the presence
is conditional and the condition is true according to the version of the specification used by the receiver, an abstract
syntax error occurs due to amissing 1E/IE group.

If an IE/IE group isincluded in areceived message and the presence of the |E/IE group is conditional and the condition
isfalse according to the version of the specification used by the receiver, an abstract syntax error occurs due to this
erroneously present conditional 1E/IE group.

10.3.4 Not comprehended IE/IE group

10.3.4.1 Procedure Code

The receiving node shall treat the different types of received criticality information of the Procedure Code |E according
to the following:

Reject |E:

- If amessageisreceived with aProcedure Code |E marked with "Reject IE" which the receiving node does not
comprehend, the receiving node shall reject the procedure using the Error Indication procedure.

Ignorel E and Notify Sender:

- If amessageisreceived with aProcedure Code |E marked with "Ignore | E and Notify Sender" which the
receiving node does not comprehend, the receiving node shall ignore the procedure and initiate the Error
Indication procedure.

Ignorel E:

- If amessage isreceived with aProcedure Code |E marked with "Ignore IE" which the receiving node does not
comprehend, the receiving node shall ignore the procedure.

When using the Error Indication procedure to reject a procedure or to report an ignored procedure it shall include the
Procedure Code | E, the Triggering Message | E, and the Procedure Criticality | E in the Criticality Diagnostics |E.

10.3.4.1A  Type of Message

When the receiving node cannot decode the Type of Message | E, the Error Indication procedure shall be initiated with
an appropriate cause value.
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10.3.4.2 IEs other than the Procedure Code and Type of Message

The receiving node shall treat the different types of received criticality information of an |E/IE group other than the
Procedure Code | E and Type of Message |E according to the following:

Reject |E:

- If amessageinitiating aprocedureis received containing one or more |EYIE group marked with "Reject IE"
which the receiving node does not comprehend; none of the functional requests of the message shall be executed.
The receiving node shall reject the procedure and report the rejection of one or more IES/IE group using the
message normally used to report unsuccessful outcome of the procedure. In case the information received in the
initiating message was insufficient to determine avalue for all |Es that are required to be present in the message
used to report the unsuccessful outcome of the procedure, the receiving node shall instead terminate the
procedure and initiate the Error Indication procedure.

- If amessageinitiating a procedure that does not have a message to report unsuccessful outcome isreceived
containing one or more |ES/I E groups marked with "Reject |E" which the receiving node does not comprehend,
the receiving node shall terminate the procedure and initiate the Error Indication procedure.

- If aresponse messageis received containing one or more | Es marked with 'Reject IE", that the receiving node
does not comprehend, the receiving node shall consider the procedure as unsuccessfully terminated and initiate
local error handling.

Ignore | E and Notify Sender:

- If amessageinitiating aprocedure is received containing one or more |ES/IE groups marked with "Ignore |E and
Notify Sender" which the receiving node does not comprehend, the receiving node shall ignore the content of the
not comprehended IES/I E groups, continue with the procedure as if the not comprehended IES/IE groups were
not received (except for the reporting) using the understood |ES/I E groups, and report in the response message of
the procedure that one or more |ES/| E groups have been ignored. In case the information received in the
initiating message was insufficient to determine avalue for all IEsthat are required to be present in theresponse
message, the receiving node shall instead terminate the procedure and initiate the Error Indication procedure.

- if amessageinitiating a procedure that does not have a message to report the outcome of the procedureis
received containing one or more | ES/I E groups marked with "Ignore | E and Notify Sender" which the receiving
node does not comprehend, the receiving node shall ignore the content of the not comprehended IES/IE groups,
continue with the procedure as if the not comprehended | Es/I E groups were not received (except for the
reporting) using the understood |ES/IE groups, and initiate the Error | ndication procedure to report that one or
more |EYIE groups have been ignored.

- If aresponse message s received containing one or more | ES/I E groups marked with '1gnore | E and Notify
Sender" which the receiving node does not comprehend, the receiving node shall ignore the content of the not
comprehended | ES/IE groups, continue with the procedure asif the not comprehended |ES/I| E groups were not
received (except for the reporting) using the understood |ES/| E groups and initiate the Error Indication
procedure.

Ignorel E:

- If amessage initiating a procedure is received containing one or more |ES/|E groups marked with “Ignore [E"
which the receiving node does not comprehend, the receiving node shall ignore the content of the not
comprehended |ES/I E groups and continue with the procedure as if the not comprehended IES/IE groups were
not received using the understood IEYI E groups.

- If aresponse message is recelved containing one or more | ES/IE groups marked with "Ignore IE" which the
receiving node does not comprehend, the receiving node shall ignore the content of the not comprehended |ES/IE
groups and continue with the procedure asif the not comprehended |ES/IE groups were not received using the
understood |ES/I E groups.

When reporting not comprehended |ES/IE groups marked with "Reject IE" or "Ignore |E and Notify Sender” using a
response message defined for the procedure, the Information Element Criticality Diagnostics |E shall be included in the
Criticality Diagnostics | E for each reported |E/IE group. In the Information Element Criticality Diagnostics | Ethe
Repetition Number |E shall be included and in addition, if the not comprehended IE/IE group is not at message
hierarchy level 1 (top level; see annex A2) a so the Message Sructure | E shdl be included.
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When reporting not comprehended IES/I E groups marked with "Regject IE" or "Ignore |E and Notify Sender” using the
Error Indication procedure, the Procedure Code IE, the Triggering Message | E, Procedure Criticality |E, and the
Information Element Criticality Diagnostics |E shall beincluded in the Criticality Diagnostics | E for each reported
IE/IE group. In the Information Element Criticality Diagnostics | Ethe Repetition Number |E shall beincluded and in
addition, if the not comprehended IE/IE group is not at message hierarchy level 1 (top level; see annex A2) also the
Message Structure | E shall beincluded.

10.3.5 Missing IE or IE group

The receiving node shall treat the missing IE/I E group according to the criticality information for the missing |IE/IE
group in the received message specified in the version of this specification used by the receiver:

Reject |E:

- if areceived messageinitiating a procedure is missing one or more | ES/I E groups with specified criticality
"Reject IE"; none of the functional requests of the message shall be executed. The receiving node shall reject
the procedure and report the missing | ES/I E groups using the message normally used to report unsuccessful
outcome of the procedure. In case the information received in the initiating message was insufficient to
determine avaluefor al |Esthat are required to be present in the message used to report the unsuccessful
outcome of the procedure, the receiving node shall instead terminate the procedure and initiate the Error
Indication procedure.

- if arecelved message initiating a procedure that does not have a message to report unsuccessful outcomeis
missing one or more | ES/| E groups with specified criticality "Reject IE", the recelving node shall terminate the
procedure and initiate the Error Indication procedure.

- if areceived response message is missing one or more | ES/I E groups with specified criticality "Reject IE, the
receiving node shall consider the procedure as unsuccessfully terminated and initiate local error handling.

Ignore | E and Notify Sender:

- if areceived messageinitiating a procedure is missing one or more | ES/|E groups with specified criticality
"Ignore |E and Notify Sender”, the receiving node shall ignore that those | Es are missing and continue with the
procedure based on the other |ES/IE groups present in the message and report in the response message of the
procedure that one or more | ES/IE groups were missing. In case the information received in theinitiating
message was insufficient to determine avauefor all IEsthat are required to be present in the response message,
the receiving node shall instead terminate the procedure and initiate the Error | ndication procedure.

- if arecelved messageinitiating a procedure that does not have a message to report the outcome of the procedure
is missing one or more |ES/IE groups with specified criticality "Ignore |E and Notify Sender”, the receiving node
shall ignore that those | Es are missing and continue with the procedure based on the other |ES/I E groups present
in the message and initiate the Error Indication procedure to report that one or more | ES/| E groups were missing.

- if areceived response message is missing one or more | ES/I E groups with specified criticality 'Ignore |E and
Notify Sender", the receiving node shall ignore that those | Esare missing and continue with the procedure based
on the other |ES/IE groups present in the message and initiate the Error Indication procedure to report that one or
more | ES/IE groups were missing.

Ignorel E:

- if areceived messageinitiating aprocedurei s missing one or more |ES/I E groups with specified criticality
"Ignore |E", the receiving node shall ignore that those |ES are missing and continue with the procedure based on
the other IES/IE groups present in the message.

- if areceived response messageis missing one or more | ES/I E groups with specified criticality "Ignore IE", the
receiving node shall ignore that those | ES/| E groups are missing and continue with the procedure based on the
other |ES/IE groups present in the message.

When reporting missing |ES/I E groups with specified criticality "Reject IE" or "Ignore |E and Notify Sender” using a
response message defined for the procedure, the Information Element Criticality Diagnostics |E shall beincluded in the
Criticality Diagnostics | E for each reported |E/IE group. In the Information Element Criticality Diagnostics |IE the
Repetition Number |E shall be included and in addition, if the missing |E/IE group is not at message hierarchy level 1
(top level; see annex A2) aso the Message Sructure |E shall beincluded.
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When reporting missing |ES/I E groups with specified criticality "Reject IE" or "Ignore |E and Notify Sender" using the
Error Indication procedure, the Procedure Code IE, the Triggering Message |E, Procedure Criticality |E, and the
Information Element Criticality Diagnostics |E shall be included in the Criticality Diagnostics | E for each reported
IE/IE group. In the Information Element Criticality Diagnostics |E the Repetition Number |1E shall beincluded and in
addition, if the missing IE/IE group is hot at message hierarchy level 1 (top level; see annex A2) also the Message
Structure | E shall beincluded.

10.3.6 IEs or IE groups received in wrong order or with too many
occurrences or erroneously present

If amessage with IEs or |E groupsin wrong order or with too many occurrencesisreceived or if IES or | E groups with
aconditional presence are present when the condition is not met (i.e. erroneously present), the receiving node shall
behave according to the following:

- If amessageinitiating aprocedure is received containing | Es or |E groupsin wrong order or with too many
occurrences or erroneously present, none of the functional requests of the message shall be executed. The
receiving node shall reject the procedure and report the cause value "Abstract Syntax Error (Falsely Constructed
Message)" using the message normally used to report unsuccessful outcome of the procedure. In case the
information received in the initiating message was insufficient to determine avalue for al |Esthat are required
to be present in the message used to report the unsuccessful outcome of the procedure, the receiving node shall
instead terminate the procedure and initiate the Error Indication procedure.

- If amessageinitiating a procedure that does not have a message to report unsuccessful outcome is received
containing IEs or | E groupsin wrong order or with too many occurrences or erroneoudy present, the receiving
node shall terminate the procedure and initiate the Error Indication procedure, and use cause vaue "Abstract
Syntax Error (Falsely Constructed Message)".

- If aresponse messageisreceived containing | Es or |E groupsin wrong order or with too many occurrences or
erroneously present, the receiving node shall consider the procedure as unsuccessfully terminated and initiate
locd error handling.

When determining the correct order only the | Es specified in the specification version used by the receiver shall be
considered.

10.4  Logical Error

Logica error situations occur when amessage is comprehended correctly, but the information contained within the
message is not valid (i.e. semantic error), or describes a procedure which is not compatible with the state of the receiver.
In these conditions, the following behaviour shall be performed (unless otherwise specified) as defined by the class of
the elementary procedure, irrespective of the criticality information of the | ES/I E groups containing the erroneous
values.

Class1:

Where thelogical error occursin arequest message of aclass 1 procedure, and the procedure has a message to report
this unsuccessful outcome, this message shall be sent with an appropriate cause value. Typical cause values are;

- Semantic Error.
- Message not compatible with receiver state.

Where thelogical error is contained in arequest message of aclass 1 procedure, and the procedure does not have a
message to report this unsuccessful outcome, the procedure shall be terminated and the Error Indication procedure shall
be initiated with an appropriate cause value. The Procedure Code |E and the Triggering Message | E within the
Criticality Diagnostics | E shall then beincluded in order to identify the message containing the logical error.

Where thelogical error existsin aresponse message of a class 1 procedure, the procedureshall be considered as
unsuccessfully terminated and local error handling shall be initiated.

Class2:
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Wherethelogical error occursin amessage of aclass 2 procedure, the procedure shall be terminated and the Error
Indication procedure shall beinitiated with an appropriate cause value. The Procedure Code | E and the Triggering
Message | E within the Criticality Diagnostics | E shall then beincluded in order to identify the message containing the
logicd error.

Class3:

Wherethelogical error occursin arequest message of aclass 3 procedure, and the procedure has a message to report
this unsuccessful outcome, this message shall be sent with an appropriate cause value. Typical cause values are;

- Semantic Error.
- Message not compatible with receiver stete.

Where the logical error is contained in arequest message of a class 3 procedure, and the procedure does not have a
message to report this unsuccessful outcome, the procedure shall be terminated and the Error Indication procedure shall
be initiated with an appropriate cause value. The Procedure Code |E and the Triggering Message | E within the
Criticality Diagnostics | E shall then beincluded in order to identify the message containing the logical error.

Where thelogical error existsin aresponse message of aclass 3 procedure, the procedure shall be considered as
unsuccessfully terminated and local error handling shall be initiated.

10.5 Exceptions

The error handling for all the cases described hereafter shall take precedence over any other error handling described in
the other subclauses of clause 10.

- If any type of error (Transfer Syntax Error, Abstract Syntax Error or Logical Error) is detected in the ERROR
INDICATION message, it shall not trigger the Error Indication procedure in the receiving Nodebut local error
handling.

- Incasearesponse message or Error Indication message needs to be returned, but the information necessary to
determine the receiver of that message is missing, the procedure shall be considered as unsuccessfully terminated
and local error handling shall beinitiated.

- If anerror that terminates a procedure occurs, the returned cause value shall reflect the error that caused the
termination of the procedure even if one or more abstract syntax errors with criticality “ignore and notify” have
earlier occurred within the same procedure.

11 Special Procedures for RNC to RNC Communication

11.1 General

This subclause specifies specia procedures that are used for RNC to RNC communication, and that use other transport
means than the RANAP procedures specified in clause 8.

11.2 RANAP Relocation Information

11.2.1 General

The purpose of the RANAP Relocation Information procedureis to handle the RANAP--related information that is
carried transparently during rel ocation from asource RNC to atarget RNC by RNSAP viathe lur Interface.
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11.2.2 Operation

When during relocation it becomes necessary in thesource RNC to generate RANAP information for transfer to the
relocation target, the RNC shall form a RANAP RELOCATION INFORMATION message. The message shall be
encoded according to the encoding rules specified for RANAP in the similar manner as for the normal RANAP
messages. The outcome of the encoding will be an octet string, which shall not be sent to the CN viathe lu Interface,
but i-shall be given to the appropriate local processfor transparent transfer to the target RNC.

When the RANAP process in thetarget RNC receives an octet string containing a RANAP RELOCATION
INFORMATION message that had been transparently transferred from thesource RNC, it shall decode it according to
the encoding rules specified for RANAP. This processis similar to receiving any normal RANAP message. The
decoded information shall be passed to the appropriate processesin the RNC.

The RANAP RELOCATION INFORMATION message may contain the Direct Transfer Information List |IE, theRAB
Contexts List |1E and the Source RNC PDCP context info IE. If present, the Direct Transfer Information List IE shall
contain the NAS-PDU |E, the SAPI |E and the CN Domain Indicator IE. If present, the RAB Contexts List | E shall
contain for each addressed RAB:

- -theRABID IE

- -and;if available, the DL GTP-PDU Sequence Number |E
- if available, the UL GTP-PDU Sequence Number |E
- if available, the DL N-PDU Sequence Number |E

- if available, er-the UL N-PDU Sequence Number |E.
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Annex A (informative):
RANAP guidelines

A.l Rules for building RANAP messages

Al.l Rules for RANAP messages that shall contain the CN Domain
Indicator IE

Based on the principles described in [3], the following rules can be deduced:

1) Any RANAP messageinitiating a connection oriented signalling connection shall contain the CN Domain
Indicator |E. For the time being, two such RANAP messages are knownspecified: INITIAL UE MESSAGE
message and RELOCATION REQUEST message.

2) Any RANAP message belonging to class 1 proceduresthat-and which uses connectionless signalling shall
contain the CN Domain Indicator IE.

3) The Efollowing RANAP messages belonging to class 2 proceduresthat-and usinges connectionless signalling
shall contain the CN Domain Indicator |E: PAGING message and ERROR INDICATION message, the
OVERLOAD messagein DL direction (see chapter 8.25.3.1) may contain the CN Domain Indicator |E.

A.2 Guidelines for Usage of the Criticality Diagnostics IE
A21 EXAMPLE MESSAGE Layout
Assume the following message format:
IE/Group Name Presence Range IE type Semantics Criticality | Assigned
and description Criticality
referenc
e
Message Type M YES reject
A M YES reject
B M YES reject
>E 1..<maxE> EACH ignore
>>F 1..<maxF> -
>>>G 0..3, ... EACH ignore
>>H 1..<maxH> EACH ignore
>>>G 0.3, ... EACH ignore and
notify
>>G M YES reject
>>J 1..<maxJ> -
>>>G 0.3, ... EACH reject
C M YES reject
>K 1..<maxK> EACH ignore and
notify
>>| 1..<maxL>
>>>M O -
D M YES reject
Notel. ThelEsF, J, andL do not have assigned criticality. The IESF, J, and L are consequently realised asthe

ASN.1 type SEQUENCE OF of "ordinary" ASN.1 type, e.g. INTEGER. On the other hand, the repeatable
IEswith assigned criticality are realised as the ASN.1 type SEQUENCE OF of an | E object, e.g.
Protocol | E-Container.

For the corresponding ASN.1 layout, see subclause A.2.4.
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A.2.2 Example on a Received EXAMPLE MESSAGE

Assume further more that areceived message based on the above tabular format is according to the figure bel ow.

Level 1 A B C D
(top level)

Level 2 E :| K ]

Level 3 LF P | H G SN
S e B WA o T witoalt
w =
Level 4 G G G G G G G —‘
- —’_‘ - —h | |

j 15 repetition
u 2" repetition
L 4

Legend:

<4— N repetition

| E based on a protocol container

______

: |E being an "ordinary" ASN.1 type

Figure A.1: Example of content of a received RANAP message based on the EXAMPLE MESSAGE
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Content of Criticality Diagnostics

Example 1

A B C D

T Included in the

Message Structure |E.
E K

G G G G G
1 4 6
2 I I 7
[ [ 8

a IEIDIE
b) Repetition Number IE

Figure A.2: Example of a received RANAP message containing a not comprehended IE

If thereis an error within the instance marked as grey in the |[E G in the IE J shown in the figure A.2 above, thiswill be
reported within the Information Element Criticality Diagnostics |E within the Criticality Diagnostics |E asfollows:

IE name Value Comment
IE Criticality reject Criticality for IE on the reported level, i.e. level 4.
IE ID id-G IE ID from the reported level, i.e. level 4.
Repetition 11 Repetition number on the reported level, i.e. level 4.
Number (Since the IE E (level 2) is the lowest level included in the Message Structure |E this is
the eleventh occurrence of IE G within the IE E (level 2).
Type of Error not
underst
ood
Message Structure, first repetition
>IE ID | id-B | IE ID from level 1.
Message Structure, second repetition
>|E ID id-E IE ID from the lowest level above the reported level, i.e. level 2.
>Repetition 3 Repetition number from the lowest level above the reported level, i.e. level 2.
Number
Note2. ThelE Jonleve 3 cannot be included in the Message Structure | E since they have no criticality of their
own.
Note3. Therepetition number of the reported | E indicates the number of repetitions of |E G received up to the

detected erroneous repetition, counting all occurrences of the |E G below the same instance of the
previous level with assigned criticality (instance 3 of IE E on level 2).
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A.2.3.2 Example 2

Level 1 A B c D

(top level)

k Included in the
Message Structure |E.
Level 2 E K
|I [
| —
Level 3 E"F_”;_, G :'3 L
SERE
Level 4 G

L

Included in the Information Element Criticality Diagnostics | E:

a IEIDIE

b) Repetition Number IE

Figure A.3: Example of a received RANAP message containing a not comprehended IE

If thereisan error within the second instance (marked as grey) in the sequence (IE L in the tabular format) on level 3
below IE K in the structure shown in the figure A.3 above, thiswill be reported within the Information Element
Criticality Diagnostics |E within the Criticality Diagnostics |E asfollows:

IE name Value Comment
IE Criticality ignore Criticality for IE on the reported level, i.e. level 2.
and
notify
IE ID id-K IE ID from the reported level, i.e. level 2.
Repetition 3 Repetition number on the reported level, i.e. level 2.
Number
Type of Error not
underst
ood
Message Structure, first repetition
>E ID | id-C | IE ID from the lowest level above the reported level, i.e. level 1.

Note4. ThelEL onleve 3 cannot be reported individually included in the Message Structure IE since it has no

criticality of itsown.
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D

T Included in the

Message Structure | E.

Included in the Information Element Criticality Diagnostics | E:

a IEI

DIE

b) Repetition Number | E

Figure A.4: Example of a received RANAP message containing a not comprehended IE

If thereisan error within the instance marked as grey in the |E G inthe IE H shown in the figure A.4 above, thiswill be
reported within the Information Element Criticality Diagnostics |E within the Criticality Diagnostics | E asfollows:

IE name Value Comment
IE Criticality ignore Criticality for IE on the reported level, i.e. level 4.
and
notify
IE ID id-G IE ID from the reported level, i.e. level 4.
Repetition 2 Repetition number on the reported level, i.e. level 4.
Number
Type of Error not
underst
ood

Message Structur

e, first repetition

>|E ID

| id-B

| IE ID from level 1.

Message Structur

e, second repetition

>|E ID id-E IE ID from level 2.

>Repetition 3 Repetition number from level 2.

Number

Message Structure, third repetition

>|E ID id-H IE ID from the lowest level above the reported level, i.e. level 3.

>Repetition 1 Repetition number from the lowest level above the reported level, i.e. level 3.
Number

Note5. Therepetition number of level 4 indicates the number of repetitions of |E G received up to the detected
erroneous repetition, counted below the same instance of the previouslevel with assigned criticality
(instance 1 of IEH onlevel 3).
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Example 4

A C D

[ Included in the
Message Structure |E.

K

P Fon PLo
b

G G
4

Included in the Information Element Criticality Diagnostics IE:
a IEIDIE
b) Repetition Number IE

Figure A.5: Example of a received RANAP message containing a not comprehended IE

If thereis an error within the instance marked as grey in the |E G inthe |E E shown in the figure A.5 above, thiswill be
reported within the Information Element Criticality Diagnostics |E within the Criticality Diagnostics | E asfollows:

IE name Value Comment
IE Criticality reject Criticality for IE on the reported level, i.e. level 3.
IE ID id-G IE ID from the reported level, i.e. level 3.
Repetition 5 Repetition number on the reported level, i.e. level 3.
Number (Since the IE E (level 2) is the lowest level included in the Message Structure |E this is
the fifth occurrence of IE G within the IE E (level 2).
Type of Error not
underst
ood

Message Structure, first repetition

>|E ID

| id-B

| IE ID from level 1.

Message Structure, second repetition

>|E ID id-E IE ID from the lowest level above the reported level, i.e. level 2.
>Repetition 3 Repetition number from the lowest level above the reported level, i.e. level 2.
Number
Note 6. Therepetition number of the reported | E indicates the number of repetitions of IE G received up to the

detected erroneous repetition, counting all occurrences of the |E G below the same instance of the
previous level with assigned criticality (instance 3 of IE E on level 2).
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A.2.3.5 Example 5

Level 1 A B C D

(top level) \
|~ Included in the

Message Structure |E.
Level 2 E K

Level 3

Level 4 G G G G G G G _‘
1 4 5 3 9 1
2] f [ I II 67 [ 1 [ 3

Included in the Information Element Criticality Diagnostics IE:
a IEIDIE
b) Repetition Number IE

Figure A.6: Example of a received RANAP message with a missing IE

If the instance marked as grey inthe |IE G in the |E E shown in the figure A.6 above, is missing this will be reported
within the Information Element Cr iticality Diagnostics | E within the Criticality Diagnostics | E asfollows:

IE name Value Comment

IE Criticality reject Criticality for IE on the reported level, i.e. level 3.

IE ID id-G IE ID from the reported level, i.e. level 3.

Repetition 4 Repetition number up to the missing IE on the reported level, i.e. level 3.

Number (Since the IE E (level 2) is the lowest level included in the Message Structure |E there
have been four occurrences of IE G within the IE E (level 2) up to the missing
occurrence.

Type of Error missing

Message Structure, first repetition

>E ID | id-B | IE ID from level 1.

Message Structure, second repetition

>|E ID id-E IE ID from the lowest level above the reported level, i.e. level 2.

>Repetition 3 Repetition number from the lowest level above the reported level, i.e. level 2.

Number

Note 7.  Therepetition number of the reported |E indicates the number of repetitions of |1E G received up to but
not including the missing occurrence, counting all occurrences of the |lE G below the same instance of the
previous level with assigned criticality (instance 3 of IE E on level 2).
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A2.4 ASN.1 of EXAMPLE MESSAGE

Exanpl eMessage ::= SEQUENCE {
Prot ocol | Es Prot ocol | E- Cont ai ner {{ Exanpl eMessage- | Es}},
Prot ocol Ext ensi ons Prot ocol Ext ensi onCont ai ner {{ Exanpl eMessage- Ext ensi ons}} OPTI ONAL,
}
Exanpl eMessage- | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-A CRITICALITY reject TYPE A PRESENCE mandatory} |
{ IDid-B CRITICALITY reject TYPE B PRESENCE nandatory} |
{ IDid-C CRITICALITY reject TYPE C PRESENCE mandatory} |
{ IDid-D CRITICALITY reject TYPE D PRESENCE nandatory} ,
}
B ::= SEQUENCE ({
e E- Li st,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {B-ExtlEs} } OPTI ONAL,
}
B- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
E-List ::= SEQUENCE (SIZE (1..maxE)) OF Protocol | E-Container { {E-1Es} }
E- 1 Es RANAP- PROTOCOL- | ES :: = {
{ IDid-E CRITICALITY ignore TYPE E PRESENCE mandatory 1},
}
E ::= SEQUENCE {
f F-Li st
h HList,
g G List1,
j J-List,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {E-ExtlEs} } OPTI ONAL,
}
E- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
F-List ::= SEQUENCE (SIZE (1..mxF)) OF F
F ::= SEQUENCE ({
g G List2 OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {F-ExtlEs} } OPTI ONAL,
}
F- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
G List2 ::= SEQUENCE (SIZE (1..3, ...)) OF Protocol | E-Container { {&-1Es} }
G2- | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-G CRITICALITY ignore TYPE G PRESENCE nandatory 1},
}
H-List ::= SEQUENCE (SIZE (1..maxH)) OF Protocol | E-Container { {H1Es} }
H | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-H CRITICALITY ignore TYPE H PRESENCE nandatory 1},
}
H :: = SEQUENCE ({
g G Li st3 OPTI ONAL,
i

E- Ext ensi ons Prot ocol Ext ensi onCont ai ner { {H ExtlEs} } OPTI ONAL,
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H- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
G List3 ::= SEQUENCE (SIZE (1..3, ...)) OF Protocol | E-Container { {G3-1Es} }
G3- | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-G CRITICALITY notify TYPE G PRESENCE nandatory },
}
G Listl ::= Protocol | E-Container { {Gl-1Es} }
Gl- | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-G CRITICALITY reject TYPE G PRESENCE nandatory 1},
}
J-List ::= SEQUENCE (SIZE (1..maxJ)) OF J
J = SEQUENCE ({
g G Li st4 OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {J-ExtlEs} } OPTI ONAL,
}
J- Ext 1 Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
G List4 ::= SEQUENCE (SIZE (1..3, ...)) OF Protocol | E-Container { {G4-1Es} }
G4- | Es RANAP- PROTOCOL- | ES :: = {
{ IDid-G CRITICALITY reject TYPE G PRESENCE nandatory 1},
}
C ::= SEQUENCE {
k K- Li st,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {C ExtlEs} } OPTI ONAL,
}
C- Ext | ESA - PROTOCOL- EXTENSI ON : : = {
}
K-List ::= SEQUENCE (SIZE (1..maxK)) OF Protocol | E-Container { {K-1Es} }
K- 1 Es RANAP- PROTOCOL- | ES :: = {
{ IDid-K CRITICALITY notify TYPE K PRESENCE nandatory 1},
}
K ::= SEQUENCE ({
| L-List,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {K-ExtlEs} } OPTI ONAL,
}
K- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}
L-List ::= SEQUENCE (SIZE (1..maxL)) OF L
L ::= SEQUENCE {
m M OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {L-ExtlEs} } OPTI ONAL,
}
L- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
}

Exanpl eMessage- Ext ensi ons RANAP- PROTOCOL- EXTENSI ON : : = {
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8.6.2 Successful Operation

Source RNC CN

RELOCATION REQUIRED

>

RELOCATION COMMAND
<

Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC shall initiate the procedure by generating RELOCATION REQUIRED message. The source RNC
shall decide whether to initiate the intra-system Relocation or the inter-system handover. In case of intra-system

Re ocation the source RNC shall indicatein the Source ID |E the RNC-ID of the source RNC and in the Target ID |E
the RNC-ID of thetarget RNC. In case of inter-system handover the source RNC shall indicate in the Source ID IE the
Service Area ldentifier and in the Target ID IE the cell global identity of the cell in the target system. The source RNC
shall indicate the appropriate cause value for the Relocation in the Cause |E. Typical cause valuesare "Time critical
Rel ocation™, "Resource optimisation relocation”, "Rel ocation desirable for radio reasons' , "Directed Retry”, "Reduce
Load in Serving Cdl", "Access Restricted Dueto Shared Networks'.

The source RNC shall determine whether therelocation of SRNS shall be executed with or without involvement of UE.
The source RNC shall set the Relocation Type |E accordingly to "UE involved in relocation of SRNS™ or "UE not
involved in relocation of SRNS".

In case of intra-system Rel ocation, the source RNC shall include in the RELOCATION REQUIRED message the
Source RNC to Target RNC Transparent Container |E. This container shall include the Relocation Type |E and the
number of lu signalling connections existing for the UE by setting correctly the Number of lu Instances | E.

Only in case of intra-system rel ocation, the Source RNC-to-Target RNC transparent container |E shall include the
Integrity Protection Key | E from the last received domain on which security mode control procedure has been
successfully performed and the associated Chosen Integrity Protection Algorithm IE that has been selected for this
domain.

Only in case of intra-system rel ocation, the Source RNC-to-Target RNC transparent container |E shall include the
Ciphering Key |E for the sgnalling data from the last received domain on which security mode control procedure has
been successfully performed and the associated Chosen Encryption Algorithm IE that has been selected for this domain.

Only in case of intra-system rel ocation, for each domain where the security mode control procedure has been
successfully performed in the source RNC, the Source RNC-to-Target RNC transparent container 1E shal include the
Chosen Encryption Algorithm IE of CS (PS respectively) user data corresponding to the ciphering alternative that has
been selected for thisdomain. If the security mode control procedure had not been successful or performed for one
domain or had proposed no ciphering aternative, the Chosen Encryption Algorithm IE for the user data of this domain
shall not be included. When both the CS and the PS user data Chosen Encryption Algorithm |Es are provided, they shall
be the same.

This Source RNC-to-Target RNC transparent container |E shall include the RRC Container |E. If the Relocation Type
IE isset to "UE not involved in relocation of SRNS' and the UE is using DCH(s), DSCH(s), USCH(s) or HS-DSCH,
the Source RNC to Target RNC Transparent Container |E shall:

for each RAB includethe RAB ID, the CN Domain Indicator |E and the mapping between each
RAB subflow and transport channd identifier(s) over Iur, i.e. if the RAB is carried on a DCH(s), the DCH
ID(s) shdl be included, and when it is carried on DSCH(s), USCH(s) or HS-DSCH, the DSCH 1D(s), USCH
ID(s) or HS-DSCH MAC-d Flow ID respectively shall be included,

only in the case the active SRBsin SRNC are not al mapped onto the same DCH, incdlude the
SRB TrCH Mapping IE containing for each SRB the SRB ID and the associated transport channel identifier
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over lur, i.e if the SRB is carried on a DCH, the DCH ID shall be included, and when it is carried on DSCH
or USCH, the DSCH ID or USCH ID respectively shall be included.

If the Relocation Type IE is set to "UE not involved in relocation of SRNS', the d-RNTI IE shall beincluded in the
Source RNC to Target RNC Transparent Container |E. If the Relocation Type IE is set to "UE involved in rel ocation of
SRNS', the Target Cell ID IE shall beincluded in the Source RNC to Target RNC Transparent Container | E.

In case of inter-system handover to GSM the RNC:

shdl include MS Classmark 2 and M S Classmark 3 IEsreceived from the UE in the
RELOCATION REQUIRED message to the CN.

shall include the Old BSS to New BSS Information IE within the RELOCATION REQUIRED
message only if the information is available. Thisinformation shall include, if available, the current traffic
load in the source cell, i.e. prior to the inter-system handover attempt. This information shall also includethe
source cell identifier the included traffic |load values correspond to. In the case the UE isusing, prior to the
inter-system handover attempt, radio resources of more than one cell, it isimplementation specific for which
cell the source RNC should report the current traffic load and the cell identifier.

The source RNC shall send the RELOCATION REQUIRED message to the CN and the source RNC shall gart the
timer TRELOCprep.

When the preparation including resource all ocation in the target system is ready and the CN has decided to continue the
relocation of SRNS, the CN shall send RELOCATION COMMAND message to the source RNC and the CN shall start
the timer TRELOCcompIete-

If the Target RNC To Source RNC Transparent Container 1E or the L3 information | E isreceived by the CN from the
relocation target, it shall be included in the RELOCATION COMMAND message.

The RELOCATION COMMAND message may also contain the Inter-System Information Transparent Container |E.

For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION
COMMAND message shall contain at least one pair of 1u transport address and lu trangport association to be used for
the forwarding of the DL N-PDU duplicates towards the rel ocation target. If more than one pair of Iu transport address
and lu trangport association isincluded, the source RNC shall select one of the pairsto be used for the forwarding of the
DL N-PDU duplicates towards the rel ocation target. Upon reception of the RELOCATION COMMAND message from
the PS domain, the source RNC shall start the timer Tpatafwa.

The Relocation Preparation procedure isterminated in the CN by transmission of RELOCATION COMMAND
message.

If thetarget system (including target CN) does not support all existing RABs, the RELOCATION COMMAND
message shall contain alist of RABsindicating all the RABs that are not supported by the target system. Thislistis
contained in the RABs to Be Released |E. The source RNC shall use thisinformation to avoid transferring associated
contexts where applicable and may use thisinformation e.g. to decide if to cancel the relocation or not. Theresources
associated with these not supported RABs shall not be released until the relocation is completed. Thisisin order to
make a return to the old configuration possible in case of afailed or cancelled relocation.

Upon reception of RELOCATION COMMAND message the source RNC shall stop the timer Treiocprepy RNC shall
start the timer Treocoveral @d RNC shall terminate the Relocation Preparation procedure. The source RNC isthen
defined to have a Prepared Relocation for that lu signalling connection.

When Relocation Preparation procedureis terminated successfully and when the source RNC isready, the source RNC
should trigger the execution of relocation of SRNS.

Interactionswith other procedures:

If, after RELOCATION REQUIRED message is sent and before the Relocation Preparation procedure isterminated, the
source RNC receives a RANAP message initiating an other connection oriented RANARP class 1 or class 3 procedure
(except IU RELEASE COMMAND message, which shall be handled normally) via the same lu signalling connection,
the source RNC shall either:

1. cance the Relocation Preparation procedure i.e. execute Relocation Cancel procedure with an appropriate value
for the Cause IE, e.g. "Interaction with other procedure”, and after successful completion of Relocation Cancel
procedure, the source RNC shall continue the initiated RANAP procedure;
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or

2. terminate the initiated RANAP procedure without any changesin UTRAN by sending appropriate response
message with the cause value “Relocation Triggered” to the CN. The source RNC shall then continue the
relocation of SRNS.

If during the Relocation Preparation procedure the source RNC receives a DIRECT TRANSFER message it shall be
handled normally.

If during the Relocation Preparation procedure the source RNC receives connection oriented RANAP class 2 messages
(with the exception of DIRECT TRANSFER message) it shall decide to either execute the procedure immediately or
suspend it. In the case therelocation is cancelled the RNC shall resume any suspended procedures (if any).

After Relocation Preparation procedure isterminated successfully, all RANAP messages (except IlU RELEASE
COMMAND message, which shall be handled normally) received via the same lu signalling bearer shall be ignored by
the source RNC.

8.6.2.1 Successful Operation for GERAN lu-mode

There ocation between UTRAN and GERAN lu-mode shall be considered in the Relocation Preparation procedure as
intra-system relocation from RANAP point of view.

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Preparation procedure:

- Incase of a Relocation to GERAN Iu-mode (only for CS), the RNC shall include, if available, the GERAN
Classmark |E within the RELOCATION REQUIRED message in those cases, where the transmission of the
GERAN Classmark |E isrequired, as defined in [27].
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9.2.1.28 Source RNC to Target RNC Transparent Container

Source RNC to Target RNC Transparent Container |E is an information e ement that is produced by source RNC and is
transmitted to target RNC. In inter-system handover the |E istransmitted from external rel ocation source to target RNC.

ThislE istransparent to CN.
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active dedicated

IE/Group Name Presence Range IE type and Semantics Criticality | Assigned
reference description Criticality
RRC Container M OCTET -
STRING
Number of lu M INTEGER -
Instances (1..2)
Relocation Type M 9.2.1.23 -
Chosen Integrity (@) 9.2.1.13 Indicates the -
Protection Algorithm integrity protection
algorithm.
Integrity Protection o Bit String -
Key (128)
Chosen Encryption o 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of
signalling data.
Ciphering Key (0] Bit String -
(128)
Chosen Encryption o 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of CS user
data.
Chosen Encryption o 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of PS user
data.
d-RNTI C- INTEGER -
ifUEnotinvol (0..1048575
ved )
Target Cell ID C- INTEGER This information -
ifUEinvolved (0..2684354 | element identifies a
55) cell uniquely within
UTRAN and
consists of RNC-ID
(12 bits) and C-ID
(16 bits) as defined
in TS 25.401 [3].
PewnlinlCell-ead o Cell-Lead Fopthebovalink -
tatermaten tatermaten
HplinlCell-bead o cell--ead Terthe-Uplink -
latermation tatermaten
Cell Load (6] 9.2.1.60 For “Cell Load- -
Information Group Based Inter-System
Handover”
RAB TrCH Mapping | O 1lto -
<maxnoof
RABs>
>RAB ID M 9.2.1.2 -
>RAB Subflow M 1lto The RAB Subflows -
<maxRAB- shall be presented
Subflows> in an order that
corresponds to the
order in which the
RBs are presented
per RAB in the RRC
container included
in this IE.
>> Transport -
Channel IDs
>>>DCH ID (0] INTEGER The DCH ID is the -
(0..255) identifier of an
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transport channel. It
is unique for each
active DCH among
the active DCHs
simultaneously
allocated for the
same UE.
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>>> DSCH ID

INTEGER
(0..255)

The DSCH ID is the
identifier of an
active downlink
shared transport
channel. It is unique
for each DSCH
among the active
DSCHs
simultaneously
allocated for the
same UE.

>>> USCH ID

INTEGER
(0..255)

The USCH ID is the
identifier of an
active uplink shared
transport channel. It
is unique for each
USCH among the
active USCHs
simultaneously
allocated for the
same UE.

>>>HS-DSCH
MAC-d Flow ID

INTEGER
(0.7)

The HS-DSCH
MAC-d Flow ID is
the identifier of an
HS-DSCH MAC-d
flow over lur.

YES

Ignore

>CN Domain
Indicator

9.2.15

YES

Ignore

SRB TrCH
Mapping

1to
<maxnoofS
RBs>

GLOBAL

Reject

>SRB ID

INTEGER
(1..32)

The SRB ID is the
absolute value of
the SRB.

>DCH ID

INTEGER
(0..255)

The DCH ID is the
identifier of an
active dedicated
transport channel
over lur. Itis unique
for each active DCH
among the active
DCHs
simultaneously
allocated for the
same UE.

>DSCH ID

INTEGER
(0..255)

The DSCH ID is the
identifier of an
active downlink
shared transport
channel over lur. It
is unique for each
DSCH among the
active DSCHs
simultaneously
allocated for the
same UE.

>USCH ID

INTEGER
(0..255)

The USCH ID is the
identifier of an
active uplink shared
transport channel
over lur. It is unique
for each USCH
among the active
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USCHs
simultaneously
allocated for the

same UE.
Condition Explanation
IfUENnotinvolved This IE shall be present if the Relocation type IE is set to "UE not
involved in relocation of SRNS".
IfUEinvolved This IE shall be present if the Relocation type IE is set to "UE
involved in relocation of SRNS".
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxRABSubflows Maximum no. of subflows per RAB. Value is 7.
maxnoofSRBs Maximum no. of SRBs per RAB. Value is 8.
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9.2.1.59 UESBI-lu

The purpose of the UESBI-1u |IE isto transfer the UE Specific Behaviour Information as defined in [31] and [32] from

the CN to the RNC.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

UESBI-lu

>UESBI-IUA

BIT STRING
(1..128)

The UESBI-IUA provides
compliance status information
about the UE with regards to
specific behaviours described
in [31].

[31] defines the mapping
between the descriptions in
[31] and the UESBI-IUA.

Each bit on a certain position
is associated with a certain
behaviour described in [31].

>UESBI-IuB

BIT STRING
(1..128)

The UESBI-IuB provides
compliance status information
about the UE with regards to
specific behaviours described
in [32].

[32] defines the mapping
between the descriptions in
[32] and the UESBI-IuB.

Each bit on a certain position
is associated with a certain
behaviour described in [32].

9.2.1.60 Cell Load Information Group

The Cell Load Information Group |E isan information element that is produced by source system BSC/RNC and is

transmitted to target syssem RNC/BSC via existing transparent containers. This | E contains the load information of the

source cell for either the Downlink or the Uplink or both aswell asthe source cell identifier theincluded cell load

information corresponds to.

IE/Group Name Presence Range IE type and Semantics description
reference
Cell Load Information Group
> Source Cell Identifier M 9.2.1.61 The source cell identifer the
downlink and uplink cell load
information correspond to.
> Downlink Cell Load (6] Cell Load For the Downlink
Information Information
9.2.1.49
> Uplink Cell Load (6] Cell Load For the Uplink
Information Information
9.2.1.49

9.2.1.61 Source Cell Identifier

The Source Cdll Identifier |E identifies the involved cell of the source system for the relocation of SRNS. The Source

Cell Identifier |IE may be e.q. source GERAN Source Cell ID (in case of GSM to UMTS relocation) or the UTRAN

Source Cdll ID (in case of UMTS to GSM relocation).
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IE/Group Name

Presence

Range

|IE type and

Semantics description

reference

Choice Source Cell
Identifier

> GERAN Source Cell ID

>> PLMN identity

=

OCTET
STRING

- digits 0 to 9, encoded 0000 to
1001,

(SIZE (3))

- 1111 used as filler digit
two digits per octet,

- bits 4 to 1 of octet n encoding
digit 2n-1

- bits 8 to 5 of octet n encoding
digit 2n

-The PLMN identity consists of
3 digits from MCC followed by
either

-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or

-3 digits from MNC (in case of
a 3 digit MNC).

>> LAC

=

OCTET
STRING (2)

0000 and FFFE not allowed.

>> Cl

=

OCTET

STRING (2)

> UTRAN Source Cell ID

>>PLMN-ID

=

OCTET
STRING

- digits 0 to 9, encoded 0000 to
1001,

(SIZE (3))

- 1111 used as filler digit, two

digits per octet
- bits 4 to 1 of octet n encoding

digit 2n-1- bits 8 to 5 of octet n
encoding digit 2n

-The PLMN identity consists of
3 digits from MCC followed by
either

- afiller digit plus 2 digits from
MNC (in case of 2 digit MNC)
or

- 3 digits from MNC (in case of
a 3 digit MNC).

>>Source Cell ID

=

INTEGER

This information element

(0..2684354

identifies a cell uniguely within

55)

UTRAN and consists of RNC-
ID (12 bits) and C-ID (16 bits)
as defined in TS 25.401 [3].
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934 Information Element Definitions

R SR SR R R S S R Sk R S S S R S Sk R R R Sk R S S R R R Sk kR R R kR

-- Information El enent Definitions

EE R E R R R S S R Sk R S S S S R S R R R S R S S R R R Sk Sk kR S R S R

RANAP- | Es {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
unt s- Access (20) nodules (3) ranap (0) versionl (1) ranap-l1Es (2) }

DEFI NI TI ONS AUTOVATI C TAGS :: =
BEG N

| MPORTS
maxNr Of Errors,
maxNr Of PDPDi r ect i ons,
maxNr Of Poi nt s,
max Nr Of RABs,
maxNr Of SRBs,
maxNr Of SeparateTraf fi cDirecti ons,
max RAB- Subf | ows,
max RAB- Subf | owConbi nat i on,
maxNr Of Level s,
maxNr Of Al t Val ues,
maxNr Of SNAs,
maxNr Of LAs,
maxNr OF PLIMNs SN,
maxSet ,

i d- CN- Domai nl ndi cat or,
i d- MessageStructure,

i d- SRB- Tr CH Mappi ng,
id-TypeO Error,

i d- hS- DSCH- MAC- d- FI ow | D,
| i d- Si gnal |'i ngl ndi cation,

i d- Cel | Loadl nf ormati onGroup
FROM RANAP- Const ant s

Criticality,

Pr ocedur eCode,

Prot ocol | E- I D,

Tri ggeri ngMessage
FROM RANAP- CommonDat aTypes

Pr ot ocol Ext ensi onCont ai ner{},
RANAP- PROTOCOL - EXTENSI ON
FROM RANAP- Cont ai ners;

- A

Lots of unaffected ASNL in 9.3.4 not shown

CauseTransm ssi onNetwork ::= | NTEGER {
signal ling-transport-resource-failure (65),
iu-transport-connection-fail ed-to-establish (66)

} (65..80)

Cel | CapacityCl ass ::= | NTEGER (1..100)

Cel | Load 1= I NTEGER (0..100)

Cel | Loadl nformation ::= SEQUENCE {
cel | Capaci tyC ass Cel | Capaci tyC ass,
cel | Load Cel | Load,
real Ti mreLoad Real Ti neLoad OPTI ONAL,
nonReal Ti meLoadl nf ormati on NonReal Ti neLoadl nf or mati on OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { CellLoadl nfornation-ExtlEs } }
OPTI ONAL,

}
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Cel | Loadl nf or mati on- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
Cel | Load!l nf ormati onGroup ::= SEQUENCE {
sourceCel | | D Sour ceCel | | D,
upl i nkCel | Loadl nf or mati on Cel | Loadl nf or mati on OPTI ONAL,
downl i nkCel | Loadl nf or mati on Cel | Loadl nf ormati on OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onContai ner { { CellLoadlnfornmati onG oup-ExtlEs } } OPTI ONAL,
b
Cel | Loadl nf or mati onGr oup- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
b
Client Type ::= ENUMERATED {
emer gency- Servi ces,
val ue- Added- Servi ces,
pLMN\- Oper at or - Ser vi ces,
| awf ul - | ntercept - Servi ces,
pLM\- Oper at or - Br oadcast - Ser vi ces,
pLMN- Operator-O-et-M
pLMN- Oper at or - Anonynous- St ati sti cs,
pLMN\- Oper at or - Tar get - M5- Ser vi ce- Support,
}

Lots of unaffected ASNL in 9.3.4 not shown

CGE ::= SEQUENCE {

pLMWNi dentity PLWNi dentity,

I AC LAC,

cl a,

i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Cd - ExtlEs} } OPTI ONAL
}
CG - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
}
ChosenEncrypti onAl gorithm ;1= EncryptionAl gorithm
ChosenlntegrityProtectionAlgorithm ::= IntegrityProtectionAl gorithm
cl ;1= OCTET STRING (SIZE (2))

Lots of unaffected ASNL in 9.3.4 not shown

Servi ce- Handover ::= ENUMERATED {

handover -t 0- GSM shoul d- be- per f or ned,
handover -t 0- GSM shoul d- not - be- per f or ned,
handover -t o- GSM shal | - not - be- per f or ned,

}
SourceCel I I D ::= CHO CE {
sour ceUTRANCel | I D Sour ceUTRANCel | | D,
sour ceGERANCel | I D Cd ,
b
Sourcel D ::= CHO CE {
sour ceRNC- 1 D Sour ceRNC- | D,
sAl SAl,
}
SourceRNC- 1 D :: = SEQUENCE {
pLMNi dentity PLMWNi dentity,
rNC-1D RNC- | D,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SourceRNC-1D-Ext|Es} } OPTI ONAL
}
Sour ceRNC- | D- Ext | Es RANAP- PROTOCOL- EXTENSI ON :: = {
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}

Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner ::= SEQUENCE {

r RC- Cont ai ner RRC- Cont ai ner,

nunber Of | ul nst ances Number O | ul nst ances,

rel ocati onType Rel ocat i onType,

chosenl ntegrityProtectionAl gorithm ChosenlntegrityProtectionAl gorithm OPTI ONAL,

integrityProtectionKey I ntegrityProtectionKey OPTI ONAL,

chosenEncrypti onAl gorithForSignalling ChosenEncryptionAl gorithm OPTI ONAL,

ci pheri ngKey Encrypti onKey OPTI ONAL,

chosenEncryptionAl gorithForCS  ChosenEncryptionAl gorithm OPTI ONAL,

chosenEncryptionAl gorithForPS  ChosenEncryptionAl gorithm OPTI ONAL,

d- RNTI D- RNTI OPTI ONAL

-- This |E shall be present if the Relocation type |IEis set to "UE not involved in relocation
of SRNS" --,

targetCellld TargetCel | I d OPTI ONAL

-- This |E shall be present if the Relocation type |Eis set to "UE involved in relocation of

SRNS" - -,
r AB- Tr CH Mappi ng RAB- Tr CH Mappi ng OPTI ONAL,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {Sour ceRNC- ToTar get RNC-
Transpar ent Cont ai ner- Ext | Es} } OPTI ONAL,
}
Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner - Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
-- Extension for Release 99 to enable transfer of SRB mapping onto lur transport channel Ilds --
{ I D i d- SRB-Tr CH Mappi ng CRITI CALITY rej ect EXTENSI ON SRB- Tr CH Mappi ng PRESENCE
opti onal H

-- Extension for Release 5 to enable Inter RAN Load |nformation Exchange over lu --
{I'D id-Cell Loadl nf or mati onG oupid—bBewrtnkCeH-Loadinformation  CRITICALITY ignore
EXTENSI ON Cel | Loadl nf or mat i onG oup PRESENCE optional }{,

—PRESENCE-epti-opalt+—
}
SourceStatisticsDescriptor ::= ENUMERATED {
speech,
unknown,
}
Sour ceUTRANCel | I D :: = SEQUENCE {
pLMNi dentity PLMWNi dentity,
uTRANcel | I D TargetCel | I d,
i E- Ext ensi ons Pr ot ocol Ext ensi onCont ai ner { {SourceUTRANCel | | D- Ext | Es} } OPTI ONAL
b
Sour ceUTRANCel | | D- Ext | Es RANAP- PROTOCOL- EXTENSI ON : : = {
b
SRB-1D ::= I NTEGER (1..32)
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9.3.6 Constant Definitions

R SR SR R R S S R Sk R S S S R S Sk R R R Sk R S S R R R Sk kR R R kR

-- Constant definitions

EE R E R R R S S R Sk R S S S S R S R R R S R S S R R R Sk Sk kR S R S R

RANAP- Const ant s {
itu-t (0) identified-organization (4) etsi (0) nobil eDomain (0)
unt s- Access (20) nodules (3) ranap (0) versionl (1) ranap-Constants (4) }

DEFI NI TI ONS AUTOVATI C TAGS :: =
BEG N

EE R R SR R R R S Rk S S S S S R S Sk R R R S S S R R Sk kR Rk R

-- Elementary Procedures

EE R E SR R R S R Sk R Sk S S S Sk R R S S S R R S kS R kR

i d- RAB- Assi gnnment INTEGER ::= 0

i d-1u-Rel ease INTEGER ::= 1

i d- Rel ocati onPreparation I NTEGER ::= 2

i d- Rel ocati onResour ceAl | ocati on I NTEGER ::= 3

i d- Rel ocati onCancel I NTEGER ::= 4

i d- SRNS- Cont ext Tr ansf er INTEGER ::= 5

i d- SecurityMdeControl INTEGER ::= 6

i d- Dat aVol uneReport I NTEGER ::= 7

i d- Reset INTEGER ::= 9

i d- RAB- Rel easeRequest I NTEGER ::= 10
i d- | u- Rel easeRequest I NTEGER ::= 11
i d- Rel ocati onDet ect I NTECGER ::= 12
i d- Rel ocati onConpl et e I NTECGER ::= 13
i d- Pagi ng I NTEGER :: = 14
i d- Commonl D I NTEGER ::= 15
i d-CN- I nvokeTrace I NTEGER ::= 16
i d-Locati onReportingControl I NTEGER ::= 17
i d- Locati onReport I NTEGER ::= 18
id-Initial UE- Message I NTEGER ::= 19
id-DirectTransfer I NTEGER ::= 20
i d- Overl oadControl I NTEGER ::= 21
id-Errorlndication | NTEGER ::= 22
i d- SRNS- Dat aFor war d I NTEGER ::= 23
i d- For war dSRNS- Cont ext I NTEGER ::= 24
id-privateMessage I NTEGER :: = 25
i d- CN- Deacti vat eTr ace | NTEGER ::= 26
i d- Reset Resour ce I NTEGER :: = 27
i d- RANAP- Rel ocati on | NTEGER ::= 28
i d- RAB- Modi f yRequest I NTEGER ::= 29
i d-Locati onRel at edDat a I NTEGER :: = 30
id-1nformationTransfer I NTEGER ::= 31
i d- UESpeci ficl nformation I NTEGER :: = 32

R SR SR SR Sk S S R Sk S Sk S kR S S Sk R R R R S S R R R S S kS Sk kR kR

-- Extension constants

EE R E SR SR Sk S S Sk Sk S Sk S R S Sk R R Sk S S kR R R S S kS kS S R Sk R

maxPri vat el Es | NTEGER : : = 65535
maxPr ot ocol Ext ensi ons | NTEGER : : = 65535
maxPr ot ocol | Es | NTEGER : : = 65535

EE R R SR SR R S S R Sk S S S S S R S S kR R R S Sk S S R R R S S kS Sk kS

-- Lists

EE R R SR SR Sk S S Sk Sk Sk Sk S S S R Sk S Sk R R R S S S S R R S S S kS R Sk

maxNr Of DTs I NTEGER ::= 15
maxNr Of Errors | NTEGER :: = 256
maxNr Of | uSi gConl ds I NTEGER :: = 250
maxNr Of PDPDi r ect i ons I NTEGER ::= 2
maxNr Of Poi nt s I NTEGER ::= 15
maxNr Of RABs | NTEGER :: = 256
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maxNr Of SeparateTrafficDirections INTEGER ::= 2
maxNr Of SRBs I NTEGER ::= 8
maxNr Of Vol I NTEGER ::= 2
maxNr Of Level s I NTEGER ::= 256
maxNr Of Al t Val ues INTEGER ::= 16
maxNr Of PLMNs SN I NTEGER ::= 32
maxNr Of LAs I NTEGER :: = 65536
maxNr Of SNAs I NTEGER : : = 65536
max RAB- Subf | ows INTEGER ::= 7
max RAB- Subf | owConbi nati on INTEGER :: = 64

R R SR R R S S R Sk Sk kS S S S R S Sk R R R S R S S R R R S S kS R R kR
-- |IEs
- EE R R SR R Sk S S R Sk R S S S S R S S kR R R S R S Sk R R S S kS Sk kR kR
id-Arealdentity INTECER ::= 0
i d- CN- Domai nl ndi cat or I NTEGER ::= 3
i d- Cause I NTEGER ::= 4
i d- ChosenEncryptionAl gorithm INTECER ::= 5
i d- Chosenl ntegrityProtectionAl gorithm INTECER ::= 6
i d-Cl assmar kl nf ormati on2 INTEGER ::= 7
i d-Cl assmar kl nf ormati on3 I NTEGER ::= 8
id-CriticalityDi agnostics INTECER ::= 9
i d- DL- GTP- PDU- SequenceNunber I NTEGER ::= 10
id-Encryptionlnformation INTECER ::= 11
id-IntegrityProtectionlnformation I NTECER ::= 12
id-1uTransportAssoci ation I NTECGER ::= 13
id-L3-1nformation I NTECER ::= 14
id- LAl I NTEGER ::= 15
i d- NAS- PDU I NTEGER ::= 16
i d- NonSear chi ngl ndi cati on I NTEGER :: = 17
i d- Nunber O St eps I NTECGER ::= 18
id-OMC-1 D I NTEGER ::= 19
i d- O dBSS- ToNewBSS- | nf or mati on I NTEGER ::= 20
i d- Pagi ngAreal D I NTEGER :: = 21
i d- Pagi ngCause I NTEGER ::= 22
i d- Per manent NAS- UE- | D I NTECER ::= 23
i d- RAB- Cont ext | tem I NTEGER ::= 24
i d- RAB- Cont ext Li st I NTEGER :: = 25
i d- RAB- Dat aFor war di ngl t em I NTECER ::= 26
i d- RAB- Dat aFor war di ngl t em SRNS- Ct xReq I NTECER :: = 27
i d- RAB- Dat aFor war di ngLi st I NTECER ::= 28
i d- RAB- Dat aFor war di ngLi st - SRNS- Ct xReq I NTECER ::= 29
i d- RAB- Dat aVol unmeReport|tem I NTECER ::= 30
i d- RAB- Dat aVol uneReport Li st I NTECER ::= 31
i d- RAB- Dat aVol uneReport Request | tem I NTECER ::= 32
i d- RAB- Dat aVol unmeRepor t Request Li st I NTECER ::= 33
i d-RAB- Fai | edl tem I NTEGER ::= 34
i d- RAB- Fai | edLi st I NTECER ::= 35
id-RAB-1D I NTEGER ::= 36
i d- RAB- Queued| tem I NTEGER ::= 37
i d- RAB- QueuedLi st I NTEGER :: = 38
i d- RAB- Rel easeFai | edLi st I NTECER ::= 39
i d- RAB- Rel easel tem I NTECER ::= 40
i d- RAB- Rel easeli st I NTECER ::= 41
i d- RAB- Rel easedl tem I NTECER ::= 42
i d- RAB- Rel easedLi st I NTECER ::= 43
i d- RAB- Rel easedLi st - | uRel Conp I NTECER ::= 44
i d- RAB- Rel ocat i onRel easel tem I NTECER ::= 45
i d- RAB- Rel ocat i onRel easeli st I NTECER ::= 46
i d- RAB- Set upl t em Rel ocReq I NTECER :: = 47
i d- RAB- Set upl t em Rel ocRegAck I NTECER ::= 48
i d- RAB- Set uplLi st - Rel ocReq I NTECER ::= 49
i d- RAB- Set uplLi st - Rel ocRegAck I NTECER ::= 50
i d- RAB- Set upOr Modi fi edl tem I NTECER ::= 51
i d- RAB- Set upOr Modi fi edLi st I NTECER ::= 52
i d- RAB- Set upOr Modi fyl tem I NTECER ::= 53
id- RAB- Set upOr Modi f yLi st I NTECER ::= 54
id- I NTEGER ::= 55
id- Rel ocati onType I NTECER ::= 56
i d- Request Type I NTECGER :: = 57
i d- SAl I NTEGER :: = 58
i d- SAPI I NTEGER ::= 59
i d- Sourcel D I NTEGER :: = 60
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i d- Sour ceRNC- ToTar get RNC- Tr anspar ent Cont ai ner I NTEGER ::= 61
id-Target| D I NTECER ::= 62

i d- Tar get RNC- ToSour ceRNC- Tr anspar ent Cont ai ner I NTEGER :: = 63

i d- TemporaryUE-1 D I NTECER :: = 64

i d- TraceRef erence I NTECER :: = 65
id-TraceType I NTEGER :: = 66

i d-Transport Layer Addr ess I NTECER :: = 67
id-TriggerlD I NTECER :: = 68
id-UE-1D I NTEGER ::= 69

i d- UL- GTP- PDU- SequenceNunber I NTEGER ::= 70

i d- RAB- Fai | edt oReportltem INTEGER ::= 71

i d- RAB- Fai | edt oReport Li st I NTEGER ::= 72

i d- KeySt at us INTEGER ::= 75

i d- DRX- Cycl eLengt hCoef fi ci ent I NTEGER ::= 76

i d-1uSi gConl dLi st I NTEGER ::= 77

id-1uSi gConldltem I NTEGER ::= 78

id-1uSi gConld I NTEGER ::= 79
id-DirectTransferlnformationltem RANAP-Rel ocl nf | NTEGER ::= 80
id-DirectTransferlnformationList-RANAP-Rel ocl nf | NTEGER ::= 81

i d- RAB- Cont ext | t em RANAP- Rel ocl nf | NTEGER : 82

i d- RAB- Cont ext Li st - RANAP- Rel ocl nf | NTEGER : 83

i d- RAB- Cont ext Fai | edt oTransferltem | NTEGER : 84

i d- RAB- Cont ext Fai | edt oTr ansf er Li st | NTEGER : 85

i d- d obal RNC-1 D I NTEGER : 86

i d- RAB- Rel eased| t em | uRel Conp I NTEGER :: = 87

i d- MessageStructure I NTEGER :: = 88
id-Alt-RAB-Paraneters I NTEGER :: = 89

i d- Ass- RAB- Par anet er s I NTEGER :

i d- RAB- Modi f yLi st I NTEGER ::= 91

i d- RAB- Modi fyl tem I NTEGER ::= 92

id- TypeOf Error I NTECER ::= 93

i d- Broadcast Assi st anceDat aDeci pheri ngKeys I NTECGER ::= 94

i d- Locati onRel at edDat aRequest Type I NTEGER ::= 95

id-d obal CN-1D I NTEGER ::= 96

i d- Last KnownSer vi ceAr ea I NTECGER :: = 97

i d- SRB- Tr CH- Mappi ng I NTEGER ::= 98
id-1nterSystem nformation-Transparent Contai ner |NTEGER ::= 99

i d- NewBSS- To- A dBSS- | nf or mat i on I NTEGER ::= 100
—el—BavialnlkCel--boadh-nlormrat-an FAFECER =101
—el—UpnleCal--oad-ntorrat-on FRFECE R =102
i d- Sour ceRNC- PDCP- cont ext -i nf o I NTEGER ::= 103
id-InformationTransferlD I NTEGER :: = 104
i d- SNA- Access- | nformati on I NTEGER ::= 105
i d- Provi dedDat a I NTEGER ::= 106
i d- GERAN- BSC- Cont ai ner I NTEGER :: = 107
i d- GERAN- Cl assmar k I NTECGER ::= 108
i d- GERAN- | unnde- RAB- Fai | ed- RABAssgnt Response-|tem I NTEGER :: = 109
i d- GERAN- | unpde- RAB- Fai | edLi st - RABAssgnt Response I NTEGER ::= 110
id-Vertical AccuracyCode I NTEGER ::= 111
i d- ResponseTi e I NTEGER ::= 112
id-PositioningPriority I NTEGER ::= 113
id-CientType I NTECER ::= 114
i d- Locati onRel at edDat aRequest TypeSpeci fi cTOGERAN uMbde | NTEGER ::= 115
i d- Signal linglndication I NTEGER ::= 116
i d- hS- DSCH- MAC- d- Fl ow | D I NTEGER ::= 117
id-UESBI-Iu I NTEGER ::= 118
i d- Posi ti onDat a I NTEGER ::= 119
i d- Posi ti onDat aSpeci fi cTOGERANI ulMde I NTEGER ::= 120
i d- Cel | Loadl nf or mati onGr oup I NTEGER ::= 121

END
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