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Comparison of the eGAN solutions
1 Introduction

This contribution provides the analysis and comparisons of the solutions which are proposed in the TR 43.902.   Currently TR 43.902 contains the detailed description and evaluation of each solution.  However, it does not provide the side-by-side comparison of the solutions for better understanding of pros and cons of each solution.  This paper intends to address these aspects to be used as the guidance for future discussions and decisions.
2 Comparison on 3G subscriber support
One of the objectives of the GAN enhancement is to provide the GAN services to 3G subscribers.  This section compares how each solution supports the 3G subscribers.

a) Enhanced Up

In enhanced Up solution, GANC is enhanced to support Gn interface and appears as SGSN from GGSN point of view.  This has the effect of moving the eGANC from RAN to CN domain and removing the RAN-related messages and procedures when the user is in eGAN mode.  Since there are no RAN-related procedures, the same procedures are applied to both 2G and 3G subscribers with the handset with eGAN capability.  
b) Combined GANC/SGSN

In combined GANC/SGSN solution, the Up interface remains unchanged, and only the 2G stacks are used when a user is in GAN mode.   Handovers for 3G subscribers between 3G and GAN are supported by UTRAN-GERAN handover procedures as defined in TS 23.060.  
c) Iu-based solution 
In Iu-based solution, the 3G subscribers are supported by adding Iu interfaces at the eGANC and modifying the Up interfaces to support the 3G messages and procedures between the UE and the eGANC.
Different procedures are used for 2G and 3G subscribers (i.e. GAN procedures for 2G subscribers and eGAN procedures for 3G subscribers).  
3 Comparison on PS efficiency

Another objective of eGAN is to provide the PS services more efficiently.  There are many criteria to decide the efficiency, and one of them is the number of messages exchanged to perform the procedure.  This has the impact on the overall latency and system load.  This section describes how efficiently the PDP context activation and the handover can be performed for each solution.
3.1 PDP context activation in eGAN mode
a) Enhanced Up solution
For Enhanced Up solution, the eGANC provides the proxy-GSN functionality, hence terminating the IPsec and creating PDP context towards the GGSN when the user is in eGAN mode. 
Figure 1 shows the total flow for activating PDP context in eGAN mode.  There are 4 messages in total, including the message exchange between eGANC and GGSN, after IPsec establishment and GAN registration.  Since IKEv2 and IPsec is used for authentication the user and providing the secure channel, there is no additional authentication and security mode control.
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Figure 1 PDP context activation - Enhanced Up
b) Combined GANC/SGSN
For combined GANC/SGSN solution, all the existing GAN procedures are performed to activate the PDP context, including authentication and PTC establishment.  However, since the GANC and SGSN are combined as one node, the message exchange between GANC and SGSN becomes internal.  Figure 2 shows the procedure to activate PDP context for combined GANC/SGSN solution.
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Figure 2 PDP context activation - combined GANC/SGSN
c) Iu-based solution
For Iu-based solution, there are several steps needed befor activating PDP context, including
 GA-RRC connection establishment and PTC establishment.

Figure 3 shows the procedure to activate PDP context in Iu-based solution.  This picture shows the steps after the IPsec establishment and the GAN registration.  As can be seen in the figure, there are a lot more steps and procedures which need to be supported at the eGANC.   Also, the authentication and security procedure might be duplicated – once during IKEv2 exchanges and once with SGSN. 
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Figure 3 PDP context activation - Iu based solution
d) Comparison

As shown in the previous sections, Enhanced Up solution performs the PDP context activation procedure with minimum number of message exchanges, compared to other solutions.     
3.2 Handover efficiency

a) Enhanced Up
For enhanced Up solution, the eGANC performs the proxy-GSN functionality, and acts as GGSN when the user is in GERAN/UTRAN mode, and acts as IPsec termination point when the user is in eGAN mode.  eGANC acts as SGSN towards GGSN whether a user is in GERAN/UTRAN or eGAN mode.  
The handover procedure only requires activate-PDP-context message exchanges between UE and the eGANC and Update_PDP_context between eGANC and GGSN, after IPsec establishment and the GAN registration.  
The handover procedure for Up solution is shown in Figure 4. Step 1 through step 5 is not the actual handover procedure, but the preparation steps to make the eGANC as the anchor.  The actual handover procedure is from step 8 through 10.  There are 4 messages needed to actually perform the handover.  Note that this procedure is applied to the GERAN to GAN handover and UTRAN to GAN handover in the same manner.  
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Figure 4 Handover from GERAN/UTRAN to GAN
b) Combined GANC/SGSN

For combined GANC/SGSN solution, it follows the GPRS inter-system routing area update procedure for UTRAN to GAN handover, since GAN mode only supports the 2G stacks.  Figure 5 shows the UTRAN to eGAN handover procedure for combined GANC/SGSN solution.  


[image: image8]
Figure 5 Handover from UTRAN to GAN - Combined GANC and SGSN
c) Iu-based solution

For the Iu-based solution, SRNS relocation happens for UTRAN to GAN handover.  As can be seen from the figure, the SRNS relocation procedure is performed after IPsec establishment, GAN registration, and PTC establishment procedures.  
In case different SGSNs are chosen on UTRAN-GAN handover, the inter-SGSN handover procedure will be performed. 
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Figure 6 Handover from UTRAN to GAN - Iu based solution
d) Comparison

As shown in the previous sections, Enhanced Up solution performs the GERAN/UTRAN to GAN handover procedure with minimum number of message exchanges, compared to other solutions.  It also provides the same handover mechanism to both GERAN and UTRAN.  
4 Comparison on handset impacts
a) Enhanced Up solution
Figure 7 show the R6 GAN handset architecture, with 2G, 3G, and GAN stacks and the GAN access switch between GERAN and GAN. 
Figure 8 shows the eGAN handset architecture.  As can be seen from the figures, eEnhanced Up solution adds eGAN functionality to the existing GAN handset..  The existing GAN stacks are not affected or changed by introduction of eGAN. 

Enhanced Up solution does not have modify the CS domain, hence no impact to the CS domain. 
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Figure 7 R6 GAN handset stacks
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Figure 8 Handset modification for Enhanced Up
b) Combined GANC + SGSN

The existing GAN handset is used as is.  
c) Iu-based solution

Iu-based solution needs to support the handover between UTRAN-GERAN-GAN at the access layer, and the existing GAN access switche, existing GAN layers (GA-RRC, GA-PSR) and GERAN/UTRAN RRC layer need to be modified.  
The existing GAN protocol stacks need to be changed to support Iu-based solution.  See section 5.2.6 for the handset architecture. 

 


d) Comparison

Combined GANC+SGSN solution does not have any handset impacts.  
Enhanced Up requires additional functionalities in the existing GAN handsets, while existing GAN stacks are unaffected.  The additional functionalities are located below the application IP layer.
Iu-based solution requires addition/modification to the existing GAN handsets.  The existing GAN stacks will be re-used with the modification (i.e. cannot be re-used as is).  The changes are made in the access layer. .
5 Proposal

It is proposed to add the subsection ‘Comparison of solutions’ to the TR 43.902 and include sections 2,3, and 4 to the ‘Comparison’ subsection. 
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