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*** First Change ***
4.2.2.5.2	AKMA Service Disablement Notification
Figure 4.2.2.5.2-1 shows a scenario where the AAnF sends a notification to the NF service consumer on AKMA service disablement (see also clause 6.8 of 3GPP TS 33.535 [14]).


Figure 4.2.2.5.2-1: AAnF notification to NF service consumer
In order to notify a previously subscribed service consumer on AKMA service disablement, the AAnF shall invoke the Naanf_AKMA_Notify service operation by sending an HTTP POST request to the NF service consumer using the notification URI received during the related AKMA application key request procedure, as specified in clause 4.2.2.3.2, and the request body including the ServiceDisableNotify data structure.
Upon reception of the notification, the NF service consumer shall acknowledge the successful reception of the notification with a "204 No Content" status code.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an appropriate HTTP error response as specified in clause 5.1.7. If the service consumer determines the received HTTP POST request needs to be redirected, the service consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].
*** End of Changes ***
image1.emf
1. POST «�{notifUri}

2. "204 No Content"

NF service 

consumer

AAnF


Microsoft_Visio_Drawing.vsdx
1. POST …/{notifUri}
2. "204 No Content"
NF service consumer
AAnF



