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\*\*\* First Change \*\*\*

##### 5.14.5.4.2 Simple data types

The simple data types defined in table 5.14.5.4.2-1 shall be supported.

Table 5.14.5.4.2-1: Simple data types

|  |  |  |  |
| --- | --- | --- | --- |
| Type Name | Type Definition | Description | Applicability |
| AfId | string | Identification of AF which is formatted as the following string:  "<FQDN>.<Ua\* security protocol id>", wherein, <FQDN> is the FQDN of the AF and <Ua\* security protocol id> is a string of 5 octet and the identification of the Ua\* security protocol is specified as Ua security protocol identifier in Annex H of 3GPP TS 33.220 [39] that the AF will use with the UE.  Example:  1. FQDN: [www.app1.com](http://www.app1.com), Ua\* security protocol id: 0100BC0001, then AfId: [www.app1.com.0100BC0001](http://www.app1.com0100BC0001) |  |
| AKId | string | AKMA Key Identifier shall be in NAI format as specified in clause 2.2 of IETF RFC 7542 [40], which is formatted as the following string:  "<username>@<realm>", wherein, <username> shall include Routing Indicatorand the A-TID in the format "rid<value>.atid<value>", where "rid" and "atid" are labels indicating Routing Indicator and A-TID and <realm> shall include Home Network Id.  Example:  1. If Routing Indicator: 012, A-TID: 019345346 and Home Network Id: 5gc.mnc012.mcc345.3gppnetwork.org, then AKId: rid012.akid019345346@5gc.mnc012.mcc345.3gppnetwork.org  Routing Indicator, Home Network Id are specified in 3GPP TS 23.003 [55].  A-TID is specified in 3GPP TS 33.535 [38]. |  |

NOTE: This AfId encoding can be different from the commonly used AfId attribute in other APIs, which is encoded as simple string to identify an Application Function.

\*\*\* End of Changes \*\*\*