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*** First Change ***
[bookmark: _Toc58850112][bookmark: _Toc59018492][bookmark: _Toc68169498][bookmark: _Toc114211654][bookmark: _Toc136554379][bookmark: _Toc151992772][bookmark: _Toc151999552][bookmark: _Toc152158124][bookmark: _Toc168570268][bookmark: _Toc169772308][bookmark: _Toc58850462][bookmark: _Toc59018842][bookmark: _Toc68169854][bookmark: _Toc114212144][bookmark: _Toc136554893][bookmark: _Toc151993333][bookmark: _Toc152000113][bookmark: _Toc152158685][bookmark: _Toc168570844][bookmark: _Toc169772885]4.4.23.2	AKMA Application Key Request
In order to retrieve the AKMA application key, the AF shall send an HTTP POST request message to the resource URI "{apiRoot}/3gpp-akma/v1/retrieve". The HTTP POST request shall include the AkmaAfKeyRequest data structure that shall contain the identification of AF and an A-KID, and if the "RoamingRestiction" feature is supported, may contain a notification URI for the AF to receive notifications on the AKMA service disablement information.
NOTE:	The AfId can be different from the one assigned by the operator or CAPIF that is commonly used to identify an Application Function by the NEF.
Upon receipt of the corresponding HTTP POST message from the AF, if the AF's request is authorized by the NEF, then the NEF shall interact with the AAnF to retrieve the AKMA application key by using Naanf_AKMA service as defined in 3GPP TS 29.535 [38]. After receiving a successful response from the AAnF, the NEF shall respond to the AF with an HTTP "200 OK" status code, including a KAF and the expiration time of the KAF, and if "anonInd" attribute contained in AkmaAfKeyRequest data type is not set to "true" in the incoming request, optionally the GPSI (external ID) which may be translated from the SUPI received from the AAnF. The SUPI shall not be included in the response to the external AF. If the NEF receives an error response from the AAnF, the NEF shall respond to the AF with a proper error status code.
If the NEF receives a response from the AAnF with an HTTP "403 Forbidden" status code and the response message body including a ProblemDetails data structure with the "cause" attribute set to the "K_AKMA_NOT_PRESENT" or "ROAMING_AKMA_SERVICE_DENIED" application error, then the NEF shall relay this response to the AF.
*** End of Changes ***
