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\*\*\* First Change \*\*\*

#### 4.4.23.3 AKMA Service Disablement Notification

This procedure is used by the NEF to notify a previously subscribed AF of AKMA service disablement information (see also clause 6.8 of 3GPP TS 33.535 [37]).

When AKMA related sessions have already been started (before roaming was detected), and as soon as the PLMN change is detected at the AAnF, the AAnF may execute AKMA service disablement procedure via the NEF based on the roaming policy to indicate to the AF that the AKMA service is disabled.

In order to notify an AF of AKMA service disablement, the NEF shall send an HTTP POST request message to the AF with the request body including the ServiceDisableNotif data structure.

Upon reception of this notification request, the AF shall acknowledge its successful reception by sending a response message with an HTTP "204 No Content" status code.

On failure, the AF shall take proper error handling actions, as specified in clause 5.14.7, and respond to the NEF with an appropriate error status code.

\*\*\* End of Changes \*\*\*