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\*\*\* 2nd Change \*\*\*

##### 5.5.1.2.n Create\_TSC\_Stream

###### 5.5.1.2.n.1 General

This service operation is used by a VAL server to request the NRM server to create TSC stream resources.

###### 5.5.1.2.n.2 VAL server requesting for create TSC stream using Create\_TSC\_Stream service operation

In order to create a TSC stream resource, the VAL server shall send an HTTP POST message to the NRM server. The request body with the "TscStreamData" data structure shall include the requester identity, VAL Stream ID, stream specification and Traffic Specification Information which includes Priority Code Point (PCP), MaxFrameInterval, MaxFrameSize, MaxIntervalFrames, MaxLatency.

Upon reception of the HTTP POST message, the NRM server shall:

1. verify the requester identity of the VAL server, check whether the VAL server is authorized to request the NRM server to create a TSC stream;

2. if the VAL server is authorized, the NRM server shall calculate the schedule for the VAL Stream ID based on the information collected earlier from the 5GS. It provides per-stream filtering and policy parameters (e.g as defined in IEEE 802.1Qcc [m]) used to derive the TSC QoS information and related flow information. The NRM server also provides the forwarding rule (e.g.as defined in IEEE 802.1Qcc [m]) used to identify the DS-TT MAC address of the corresponding PDU session. Based on the 5GS bridge delay information it determines the TSC QoS information and TSC Assistance information for the stream;

3. for each VAL UE, the trusted NRM server within the PLMN operator domain acting as a TSCTSF shall initiate the PCC procedures by triggering the Npcf\_policy\_Authorization\_Create service operation as described in 3GPP TS 29.514 [n] for the TSC stream for both uplink QoS flow (sender UE to UPF/bridge) and downlink QoS flow (UPF/bridge to receiver UE). The creation request includes the DS-TT port MAC address, TSC QoS information, TSC Assistance Information, flow bit rate, priority, Service Data Flow Filter containing flow description including Ethernet Packet Filters. The QoS flow will be assigned for the PDU session with the source MAC address for the uplink direction and with the destination MAC address for the downlink direction. This information is delivered to the DS-TT by the 5GS; and

4. after the NRM server receiving a successful response from the PCF, the NRM server shall create an "Individual TSC Stream" resource which represents the created TSC stream, addressed by a URI that contains the {tscStreamId} as the TSC Stream ID, and shall respond to the VAL server with a 201 Created status code, including a Location header field containing the URI for the created resource. If the NRM server receives an error response from the PCF, the NRM server shall not create the resource and shall respond to the VAL server with a proper error status code.

Editor's note: Error responses are FFS.

\*\*\* End of Changes \*\*\*