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	* * * First Change * * *


[bookmark: _Toc20157067][bookmark: _Toc27502263][bookmark: _Toc45212431][bookmark: _Toc51933749][bookmark: _Toc154496845]8.3.3.7	InvitingPeer MCPTT User Identity field
The InvitingPeer MCPTT User Identity field contains the MCPTT ID identifying the invitingpeer MCPTT user.
Table 8.3.3.7-1 describes the coding of the InvitingPeer MCPTT User Identity field.
Table 8.3.3.7-1: InvitingPeer MCPTT User Identity field coding
[bookmark: _MCCTEMPBM_CRPT89410097___4]0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|InvitingPeer MCPTT |InvitingPeer MCPTT |InvitingPeer MCPTT User Identity   |
|User Identity  |User Identity  |                               |
|field ID       |length         |                               |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :
:                                             (Padding)         :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The <InvitingPeer MCPTT User Identity field ID> value is a binary value and shall be set according to table 8.3.3.1-2.
The <InvitingPeer MCPTT User Identity length> value is a binary value indicating the length in octets of the <MCPTT Group Identity> value item except padding.
The <InvitingPeer MCPTT User Identity> value contains the MCPTT ID of the invitingpeer MCPTT user. The <InvitingPeer MCPTT User Identity> value shall be coded as specified in the table 8.3.3.7-2. The MCPTT ID is specified in 3GPP TS 24.379 [2].
Table 8.3.3.7-2: ABNF syntax of string values of the <InvitingPeer MCPTT User Identity> value
invitingpeer-mcptt-user-identity = URI

If the length of the <InvitingPeer MCPTT User Identity> value is not (2 + multiple of 4) bytes, the <InvitingPeer MCPTT User Identity> value shall be padded to (2 + multiple of 4) bytes. The value of the padding bytes should be set to zero. The padding bytes shall be ignored.
	* * * Next Change * * *


[bookmark: _Toc154496850]8.3.4	Connect message
The Connect message is sent by the participating MCPTT function on the originating side to the MCPTT client to confirm the establishment of an MCPTT call or sent on the terminating side to initiate an MCPTT call. The Connect message is only used in the on-network mode and only sent over the unicast bearer.
Table 8.3.4-1 shows the content of the Connect message.
Table 8.3.4-1: Connect message
[bookmark: _MCCTEMPBM_CRPT89410101___4]0                   1                   2                   3  
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|V=2|P| Subtype |   PT=APP=204  |          Length               |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|               SSRC of participating MCPTT function            |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                          name=MCPC                            |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                   MCPTT Session Identity field                |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                    MCPTT Group Identity field                 |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                      Media Streams field                      |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                      Warning Text field                       |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                      Answer State field                       |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                 InvitingPeer MCPTT User Identity field            |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|                       PCK I_MESSAGE field                     |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

With the exception of the three first 32-bit words the order of the fields are irrelevant.
Subtype:
The subtype shall be coded according to table 8.3.2-1.
Length:
The length shall be coded as specified in to clause 8.1.2.
SSRC:
The SSRC field shall carry the SSRC of the participating MCPTT function.
The SSRC field shall be coded as specified in IETF RFC 3550 [3].
MCPTT Session Identity:
The MCPTT Session Identity field is coded as described in clause 8.3.3.3.
MCPTT Group Identity:
The MCPTT Group Identity field is coded as described in clause 8.3.3.5.
Media Streams:
The Media Streams field is coded as described in clause 8.3.3.2.
Warning Text:
The Warning Text field is coded as described in clause 8.3.3.4.
Answer State:
The Answer State field is coded as described in clause 8.3.3.6.
When the Answer State field is not included the value "confirmed" shall be assumed.
InvitingPeer MCPTT User Identity:
The InvitingPeer MCPTT User Identity field is coded as described in clause 8.3.3.5.
When the invitingpeer MCPTT user requested privacy, the <sip:anonymous@invalid.invalid> identity shall be used.
PCK I_MESSAGE:
The PCK I_MESSAGE is used to transport the PCK and PCK-ID for use in private call.
This field is used when the terminating participating MCPTT function sends the Connect message to the terminating client for a private call.
	* * * Next Change * * *


[bookmark: _Toc20157132][bookmark: _Toc27502328][bookmark: _Toc45212496][bookmark: _Toc51933814][bookmark: _Toc154496924]9.3.2.3.3	Receive SIP INVITE request (R: SIP INVITE)
Upon receiving a SIP INVITE request from the controlling MCPTT function, if in automatic answer mode, the participating MCPTT function:
1.	shall send the Connect message to the invited MCPTT client using the media plane control transport channel defined for this call. The Connect message:
a.	shall include the SIP URI received in the Contact header field of the SIP INVITE request in the <MCPTT Session Identity> value in the MCPTT Session Identity field;
b.	if the SIP INVITE request included an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "prearranged" or "chat":
i.	shall include the content of the <mcptt-calling-group-id> element in the MCPTT Group Identity field; 
ii.	shall include the value 'prearranged' or 'chat' in the <Session Type> value in the MCPTT Session Identity field; 
iii.	shall include the content of the <mcptt-calling-user-id> element in the InvitingPeer MCPTT User Identity field if available from the SIP INVITE message and privacy of the inviting MCPTT ID is not required; and
iv.	shall include 'anonymous@anonymous.invalid' in the InvitingPeer MCPTT User Identity field if the MCPTT ID of the inviting MCPTT user is not available from the SIP INVITE message or privacy of the inviting MCPTT ID is required;
c.	if the SIP INVITE request includes an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "private":
i.	shall include the content of the <mcptt-calling-user-id> element in the InvitingPeer MCPTT User Identity field if available from the SIP INVITE message and privacy of the inviting MCPTT ID is not required;
ii.	shall include 'anonymous@anonymous.invalid' in the InvitingPeer MCPTT User Identity field if the MCPTT ID of the inviting MCPTT user is not available from the SIP INVITE message or privacy of the inviting MCPTT ID is required;
iii.	shall include the value 'private' in the <Session Type> value in the MCPTT Session Identity field; and
iv.	if the MIKEY-SAKKE I_MESSAGE is included in the received SIP INVITE request, shall include the MIKEY-SAKKE I_MESSAGE as received, in the PCK I_MESSAGE field;
d.	shall include a Media Streams field, if the negotiated SDP in the pre-arranged session contains more media streams than required by the SDP in the SIP INVITE request; and
NOTE 1:	For example if the call is a private call without floor control the Media Streams field needs to be included with the <Control Channel> value set to '0'.
e.	shall set the first bit in the subtype of the Connect message to '1' (Acknowledgment is required) as described in clause 8.3.2;
2.	shall start timer T55 (Connect);
3.	shall initialize counter C55 (Connect) to 1;
4.	shall reserve the media channel resources if not yet reserved; and
5.	shall enter the 'G: Pre-established session in use' state.
NOTE 2: The case of manual answer is described in 3GPP TS 24.379 [2].
	* * * Next Change * * *


[bookmark: _Toc20157134][bookmark: _Toc27502330][bookmark: _Toc45212498][bookmark: _Toc51933816][bookmark: _Toc154496926]9.3.2.3.5	Receive SIP 200 (OK) response to the SIP re-INVITE request (R: 200 OK)
Upon receiving the SIP 200 (OK) response to the SIP re-INVITE request of the pre-established session a call as specified in 3GPP TS 24.379 [2] (call setup with manual answer with pre-established session) the participating MCPTT function:
1.	shall send the Connect message to the invited MCPTT client(s) using the media plane control transport channel defined for this call. The Connect message:
a.	shall include the SIP URI received in the Contact header field of the SIP re-INVITE request in the <MCPTT Session Identity> value in the MCPTT Session Identity field;
b.	if the SIP re-INVITE request included an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "prearranged" or "chat":
i.	shall include the content of the <mcptt-calling-group-id> element in the MCPTT Group Identity field; 
ii.	shall include the value 'prearranged' or 'chat' in the <Session Type> value in the MCPTT Session Identity field;
iii.	shall include the content of the <mcptt-calling-user-id> element in the InvitingPeer MCPTT User Identity field if available from the SIP re-INVITE message and privacy of the inviting MCPTT ID is not required; and
iv.	shall include 'anonymous@anonymous.invalid' in the InvitingPeer MCPTT User Identity field if the MCPTT ID of the inviting MCPTT user is not available from the SIP re-INVITE message or privacy of the inviting MCPTT ID is required;
c.	if the SIP re-INVITE request included an "application/vnd.3gpp.mcptt-info+xml" MIME body with the <session-type> element set to a value of "private":
i.	shall include the content of the <mcptt-calling-user-id> element in the InvitingPeer MCPTT User Identity field, if available from the SIP re-INVITE message and privacy of the inviting MCPTT ID is not required;
ii.	shall include 'anonymous@anonymous.invalid' in the InvitingPeer MCPTT User Identity field if the MCPTT ID of the inviting MCPTT user is not available from the SIP re-INVITE message or privacy of the inviting MCPTT ID is required; and
iii.	shall include the value 'private' in the <Session Type> value in the MCPTT Session Identity field;
d.	shall include a Media Streams field, if the negotiated SDP in the pre-arranged session contains more media streams than required by the SDP in the SIP re-INVITE request; and
NOTE:	For example if the call is a private call without floor control the Media Streams field needs to be included with the <Control Channel> value set to '0'.
e.	may set the first bit in the subtype of the Connect message to '1' (Acknowledgment is required) as described in clause 8.3.2;
2.	shall start timer T55 (Connect);
3.	shall initialise counter C55 (Connect) to 1;
4.	shall reserve the media channel resources if not yet reserved; and
5.	shall enter the 'G: Pre-established session in use' state.
	
* * * End of Changes * * *




