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	Reason for change:
	TS 23.280 specifies as part of affiliation an extra authorization check based on the FA, to implement stage 1 requirements 3GPP TS 22.280 [R-6.4.4-003] and [R-6.4.4-004].

" The authorisation check includes whether the MC service user has activated a certain functional alias which prevents de-affiliating or whether the MC service user is the last user who has bound a certain functional alias to the group which also prevents de-affiliating."

In particular, a mechanism is introduced that based on group configuration may prevent de-affiliation when using a specific functional alias(es).



	
	

	Summary of change:
	Add an extra check at server side preventing (de-)affiliation procedure based on the used functional alias and/or if it the last user(as per group configuration).
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[bookmark: _Toc20155813][bookmark: _Toc27500968][bookmark: _Toc36049094][bookmark: _Toc45209857][bookmark: _Toc51860682][bookmark: _Toc99186437]9.2.2.3.3	Receiving group affiliation status change procedure
Upon receiving a SIP PUBLISH request such that:
1)	Request-URI of the SIP PUBLISH request contains the public service identity of the controlling MCPTT function associated with the served MCPTT group;
2)	the SIP PUBLISH request contains an application/vnd.3gpp.mcptt-info+xml MIME body containing the <mcptt-request-uri> element and the <mcptt-calling-user-id> element;
3)	the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service header field according to IETF RFC 6050 [9];
4)	the Event header field of the SIP PUBLISH request contains the "presence" event type; and
5)	SIP PUBLISH request contains an application/pidf+xml MIME body indicating per-group affiliation information constructed according to clause 9.3.1.2;
then the MCPTT server:
1)	shall identify the served MCPTT group ID in the <mcptt-request-uri> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;
2)	shall identify the handled MCPTT ID in the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body of the SIP PUBLISH request;
3)	if the Expires header field of the SIP PUBLISH request is not included or has nonzero value lower than 4294967295, shall send a SIP 423 (Interval Too Brief) response to the SIP PUBLISH request, where the SIP 423 (Interval Too Brief) response contains a Min-Expires header field set to 4294967295, and shall not continue with the rest of the steps;
4)	if an MCPTT group for the served MCPTT group ID does not exist in the group management server according to 3GPP TS 24.481 [31], shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;
5)	if the handled MCPTT ID is not a member of the MCPTT group identified by the served MCPTT group ID, shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;
6)	shall respond with SIP 200 (OK) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37]. In the SIP 200 (OK) response, the MCPTT server:
a)	shall set the Expires header field according to IETF RFC 3903 [37], to the selected expiration time;
7)	if the "entity" attribute of the <presence> element of the application/pidf+xml MIME body of the SIP PUBLISH request is different than the served MCPTT group ID, shall not continue with the rest of the steps;
8)	if the handled MCPTT ID is different from the MCPTT ID in the "id" attribute of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request, shall not continue with the rest of the steps;
9)	shall consider an MCPTT group information entry such that:
a)	the MCPTT group information entry is in the list of MCPTT group information entries described in clause 9.2.2.3.2; and
b)	the MCPTT group ID of the MCPTT group information entry is equal to the served MCPTT group ID;
	as the served MCPTT group information entry;
10)	if the selected expiration time is zero:
a0)	if the MCPTT group identity configuration for the served MCPTT group ID found in the group management server according to 3GPP TS 24.481 [31] contains:
i)	a <forbidden-deaffiliation-FAs> element and the handled MCPTT ID has activated a functional alias that matches with one of the <entry> elements of the <forbidden-deaffiliation-FAs> element; or 
ii)	a <forbidden-deaffiliation-if-last-FAs> element and the handled MCPTT ID has activated a functional alias that matches with one of the <entry> elements of the <forbidden-deaffiliation-if-last-FAs> element and corresponds to the last user that has bound the functional alias to the served MCPTT group ID;
[bookmark: _Hlk103799982]	shall reject the SIP PUBLISH request with SIP 403 (Forbidden) response to the SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 3856 [51] and skip the rest of the steps;
NOTE:	The MCPTT server learns the functional aliases that are activated for an MCPTT ID from procedures specified in clause 9A.2.2.2.7.
a)	shall remove the MCPTT user information entry such that:
i)	the MCPTT user information entry is in the list of the MCPTT user information entries of the served MCPTT group information entry; and
ii)	the MCPTT user information entry has the MCPTT ID set to the served MCPTT ID;
11)	if the selected expiration time is not zero:
a)	shall consider an MCPTT user information entry such that:
i)	the MCPTT user information entry is in the list of the MCPTT user information entries of the served MCPTT group information entry; and
ii)	the MCPTT ID of the MCPTT user information entry is equal to the handled MCPTT ID;
	as the served MCPTT user information entry;
b)	if the MCPTT user information entry does not exist:
i)	shall insert an MCPTT user information entry with the MCPTT ID set to the handled MCPTT ID into the list of the MCPTT user information entries of the served MCPTT group information entry; and
ii)	shall consider the inserted MCPTT user information entry as the served MCPTT user information entry; and
c)	shall set the following information in the served MCPTT user information entry:
i)	set the MCPTT client ID list according to the "client" attributes of the <affiliation> elements of the <status> element of the <tuple> element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request; and
ii)	set the expiration time according to the selected expiration time;
12)	shall identify the handled p-id in the <p-id> child element of the <presence> root element of the application/pidf+xml MIME body of the SIP PUBLISH request; and
13)	shall perform the procedures specified in clause 9.2.2.3.5 for the served MCPTT group ID.
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