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	Reason for change:
	S2-2203254 to TS 23.501 was agreed clarifying NSWO in 5GS requirements, indicating that authentication for NSWO is optional .

[bookmark: _Hlk102400635]"If the WLAN network is configured to require the 5GS based access authentication of the UE for connecting to the WLAN, the UE performs authentication procedure for Non-seamless WLAN offload in 5GS defined in clause 4.2.15 and in Annex S of TS 33.501 [29]."

 that the 5G NSWO may be used to access the WLAN

"If the WLAN is configured as Untrusted Non-3GPP access, in case that WLAN support IEEE 802.1x the 5G NSWO may be used to access the WLAN and any time after that the UE obtains the connection to WLAN network and the local IP address, the UE may initiate Untrusted Non-3GPP Access to obtain the access to 5GC."

and that a specific NAI for NSWO over trusted access from what is used for TNGF access to 5GS
"For the 5G NSWO access to WLAN access network using its 5GS credentials but without registration to 5GS, a specific NAI realm format is defined. When the UE wishes to use Trusted Non 3GPP (TNGF) access to 5GC the UE uses the NAI realm format defined in TS 23.003 [19] clause 28.7.6 and 28.7.7.  When the UE wishes to use 5G NSWO to connect to the WLAN access network using its 5GS credentials but without registration to 5GS the NAI format for 5G NSWO access is used."


	
	

	Summary of change:
	1) Add the optionality of authentication and 
2) Clarify the NAI format in the cases of trusted and untrusted access
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* * * First Change * * * *
[bookmark: _Hlk96097903]6.3a	Authentication for NSWO in 5GS
A UE that supports NSWO in 5GS and is configured to use NSWO in 5GS, shall not perform NSWO in EPS. NSWO in 5GS capability can be enabled and disabled via configuration on the USIM (see 3GPP TS 31.102 [35]) or on the ME. Configuration on the USIM shall take precedence over the ME.
In order to use NSWO in 5GS, and if the WLAN access network requires 5GS-based authentication of a UE to connect to the WLAN, a the UE shall perform the EAP-AKA' authentication procedure as specified in 3GPP TS 33.501 [5] annex S.3. The UE shall use as its identity the SUCI in NAI format as defined in clause 28.7.3 of 3GPP TS 23.003 [8]. 
NOTE:	The same NAI format is used over both trusted and untrusted non-3GPP access networks for NSWO in 5GS, which is different from the NAI format used for registration over trusted non-3GPP access specified in clause 28.7.6 of 3GPP TS 23.003 [8].
[bookmark: _Hlk99483583]Upon receipt of an EAP-Request/AKA'-Challenge message the UE shall apply the rules for comparison of the locally determined ANID "5G:NSWO" (see table 8.1.1.2-2 of 3GPP TS 24.302 [7]) and the Network Name field of the AT_KDF_INPUT attribute received in the EAP-Request/AKA'-Challenge message as specified in IETF RFC 5448 [38].

* * * End of Changes * * * *


