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\* \* \* First Change \* \* \* \*

#### 6.2.2.3 SNSCE server HTTP procedure

Upon receipt an HTTP POST request from the SNSCE-C for network slice adaptation, the SNSCE-S shall determine the identity of the sender as specified in clause 6.2.1.1 to confirm whether the sender is authorized or not. If:

a) the sender is not an authorized user, the SNSCE-S shall respond with an HTTP 403 (Forbidden) response message and avoid the rest of steps; or

b) the sender is an authorized user, the SNSCE-S:

1) shall attempt to update the network slice for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN and slice adaptation cause from the HTTP POST request message;

NOTE 1: To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection parameters S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [10].

NOTE 2: Whether and how the SNSCE-S can update the network slice for all VAL UEs for the VAL service, is out of the scope of this release.

2) shall send the updated network slice and any new DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and

3) shall send an HTTP 200 response message containing the successful or failure status of the requested network slice adaptation to the SNSCE-C.

\* \* \* Next Change \* \* \* \*

#### 6.2.2.5 SNSCE server CoAP procedure

Upon receiving a CoAP POST request, where the CoAP URI of the request identifies a network slice adaptation for one or more VAL UEs for a given VAL service as described in Annex B.2, the SNSCE-S shall determine the identity of the sender as specified in clause 6.2.1.2 to confirm whether the sender is authorized or not. If:

a) the sender is not an authorized user, the SNSCE-S shall respond with a CoAP 4.03 (Forbidden) response message and avoid the rest of steps; or

b) the sender is an authorized user, the SNSCE-S:

1) shall attempt to update the network slice for one or more VAL UEs with the identities listed in the VAL UE list for the VAL service, identified by VAL service ID by using the parameters for requested S-NSSAI, requested DNN and slice adaptation cause from the CoAP POST request message;

NOTE 1: To update the application traffic, the SNSCE-S can act as an AF and use the reference point N33 as shown in 3GPP TS 23.434 [2] to influence a VAL UE's URSP rules for the application traffic by providing a guidance on the route selection descriptors S-NSSAI and DNN as described in clause 4.15.6.10 of 3GPP TS 23.502 [2A].

NOTE 2: Whether and how the SNSCE-S can update the network slice for all VAL UEs for the VAL service, is out of the scope of this release.

2) shall send the updated network slice and any new DNN to the PCF, if the update is successful, 3GPP TS 23.434 [2]; and

3) shall send a CoAP 2.04 (Changed) response message indicating the successful status of the requested network slice adaptation to the SNSCE-C.

\* \* \* Next Change \* \* \* \*
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