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\* \* \* First Change \* \* \* \*

##### 6.1.2.5.2 PC5 unicast link identifier update procedure initiation by initiating UE

The initiating UE shall initiate the procedure if:

a) the initiating UE receives a request from upper layers to change the application layer ID and there is an existing PC5 unicast link associated with this application layer ID; or

b) the privacy timer (see clause 5.2.3) of the initiating UE's layer-2 ID expires for an existing PC5 unicast link.

If the PC5 unicast link identifier update procedure is triggered by a change of the initiating UE's application layer ID, the initiating UE shall create a DIRECT LINK IDENTIFIER UPDATE REQUEST message. In this message, the initiating UE

a) shall include the initiating UE's new application layer ID received from upper layer;

b) shall include the initiating UE's new layer-2 ID assigned by itself;

c) shall include the new MSB of KNRP-sess ID, or set to all zeros if the selected integrity protection algorithm is the null integrity protection algorithm; and

d) shall include the new IP address/prefix if IP communication is used.

If the PC5 unicast link identifier update procedure is triggered by the expiry of the initiating UE's privacy timer T5011 as specified in clause 5.2.3, the initiating UE shall create a DIRECT LINK IDENTIFIER UPDATE REQUEST message. In this message, the initiating UE

a) shall include the initiating UE's new layer-2 ID assigned by itself;

b) shall include the new MSB of KNRP-sess ID;

c) may include the initiating UE's new application layer ID if received from upper layer; and

d) shall include the new IP address/prefix if IP communication is used and changed.

After the DIRECT LINK IDENTIFIER UPDATE REQUEST message is generated, the initiating UE shall pass this message to the lower layers for transmission along with the initiating UE's old layer-2 ID for unicast communication and the target UE's layer-2 ID for unicast communication, and start timer T5009. The UE shall not send a new DIRECT LINK IDENTIFIER UPDATE REQUEST message to the same target UE while timer T5009 is running.



Figure 6.1.2.5.2.1: PC5 unicast link identifier update procedure

\* \* \* Next Change \* \* \* \*

### 8.4.16 MSBs of KNRP-sess ID

The purpose of the MSBs of KNRP-sess ID information element is to carry the 8 most significant bits of the KNRP-sess ID.

The MSBs of KNRP-sess ID information element is a type 3 information element with a length of 2 octets.

The MSBs of KNRP-sess ID information element is coded as shown in figure 8.4.16.1 and table 8.4.16.1.

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 |  |
| MSBs of KNRP-sess ID IEI | octet 1 |
| MSBs of KNRP-sess ID contents | octet 2 |

Figure 8.4.16.1: MSBs of KNRP-sess ID information element

Table 8.4.16.1: MSBs of KNRP-sess ID information element

|  |
| --- |
| MSBs of KNRP-sess ID contents (octet 2)This field contains the 8 most significant bits of KNRP-sess ID. |
| NOTE: This field is set to all zeros if the KNRP-sess ID is not generated, i.e., the null integrity algorithm is used. |

\* \* \* End of Changes \* \* \* \*