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\* \* \* First change \* \* \* \*

#### 9.11.4.29 Remote UE context list

The purpose of the Remote UE context list information element is to provide identity and optionally IP address of a 5G ProSe remote UE connected to, or disconnected from, a UE acting as a 5G ProSe layer-3 UE-to-network relay.

The Remote UE context list information element is coded as shown in figure 9.11.4.29.1, figure 9.11.4.29.2, table 9.11.4.29.1 and table 9.11.4.29.2.

The Remote UE context list is a type 6 information element with a minimum length of 16 octets and a maximum length of 65538 octets.

Editor's note: It is FFS what are the 5G ProSe remote UE identities that can be included in the Remote UE context list. Depending on the conclusion of this topic, the User identity field needs to be defined and also the Length of user identity is subject to change.

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 |  |
| Remote UE context list IEI | octet 1 |
| Length of remote UE context list contents | octet 2 |
| octet 3 |
| Number of remote UE contexts | octet 4 |
| Remote UE context 1 | octet 5 |
|  |
| octet a |
| … | octet a+1\*octet b\* |
| Remote UE context k | octet b+1\* |
|  |
| octet c\* |

Figure 9.11.4.29.1: Remote UE context list

Table 9.11.4.29.1: Remote UE context list

|  |
| --- |
| Remote UE context (octet 5 etc) |
|  |
| The contents of remote UE context are applicable for one individual UE and are coded as shown in figure 9.11.4.29.2 and table 9.11.4.29.2. |
|  |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 |  |
| Length of remote UE context | octet 5 |
| Number of user identities | octet 6 |
| Length of user identity 1 | octet 7 |
| User identity 1  | octet 8 |
| octet q |
| … |  |
| Length of user identity v | octet m\* |
| User identity v  | octet m+1\* |
| Octet j\* |
| Spare | Port type | Protocol used by remote UE | octet j+1\* |
| Address information | octet j+2\*octet j+k\* |

Figure 9.11.4.29.2: Remote UE context

Table 9.11.4.29.2: Remote UE context list information element

|  |
| --- |
| User identity (octet 8 to octet q) |
|  |
|  |
|  |
| Protocol used by remote UE (octet j+1, bits 1 to 3)Bits |
| 3 | 2 | 1 |  |  |
| 0 | 0 | 0 |  | No IP info |
| 0 | 0 | 1 |  | IPv4 |
| 0 | 1 | 0 |  | IPv6 |
| 1 | 0 | 0 |  | Unstructured |
| 1 | 0 | 1 |  | Ethernet |
| All other values are reserved. |
|  |
| Port type (octet j+1, bits 4) |
| Bit |
| **4** |  |  |
| 0 |  | UDP port |
| 1 |  | TCP port |
|  |
| Bits 5 to 8 of octet j+1 are spare and shall be coded as zero. |
|  |
| If the Protocol used by remote UE indicates IPv4, the Address information in octet j+2 to octet j+7 contains the IPv4 address and port number. The type of the port number is indicated with the value set in bit 4 of octet j+1. Bit 8 of octet j+2 represents the most significant bit of the IP address and bit 1 of octet j+5 the least significant bit. Bit 8 of octet j+6 represents the most significant bit of the port number and bit 1 of octet j+7 the least significant bit.If the Protocol used by remote UE indicates IPv6, the Address information in octet j+2 to octet j+9 contains the /64 IPv6 prefix of a remote UE. Bit 8 of octet j+2 represents the most significant bit of the /64 IPv6 prefix and bit 1 of octet j+9 the least significant bit.If the Protocol used by remote UE indicates Ethernet, the Address information in octet j+2 to octet j+7 contains the remote UE MAC address. Bit 8 of octet j+2 represents the most significant bit of the MAC address and bit 1 of octet j+7 the least significant bit.If the Protocol used by remote UE indicates Unstructured, the Address information octets are not included.If the Protocol used by remote UE indicates No IP info, the Address information octets are not included |
|  |

\* \* \* End of change \* \* \* \*