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[bookmark: _Toc20232910][bookmark: _Toc27747014][bookmark: _Toc36213198][bookmark: _Toc36657375][bookmark: _Toc45287040][bookmark: _Toc51948309][bookmark: _Toc51949401][bookmark: _Toc76119208][bookmark: _Toc45286666][bookmark: _Toc51947933][bookmark: _Toc51949025][bookmark: _Toc82895716]***** First change *****
[bookmark: _Toc91598832][bookmark: _Toc82895580]4.6.2.5	Mobility management based network slice admission control
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]A serving PLMN or SNPN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the number of registered UEs per network slice. 
The timing of the network slice admission control is managed by the EAC mode, which can be either activated or deactivated for the network performing network slice admission control.
If the EAC mode is activated, the AMF performs network slice admission control before the S-NSSAI subject to NSAC is included in the allowed NSSAI sent to the UE. During a registration procedure (including initial registration or mobility registration updating from another AMF), if the AMF determines that the maximum number of UEs has been reached for:
a)	one or more S-NSSAIs but not all S-NSSAIs in the requested NSSAI, then the AMF includes the allowed NSSAI and the rejected NSSAI accordingly in the REGISTRATION ACCEPT message as specified in the subclauses 5.5.1.2.4 and 5.5.1.3.4;
b)	all S-NSSAIs in the requested NSSAI but there are one or more subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF includes the allowed NSSAI containing these subscribed S-NSSAIs marked as default and the rejected NSSAI accordingly in the REGISTRATION ACCEPT message as specified in the subclauses 5.5.1.2.4 and 5.5.1.3.4; or
c)	all S-NSSAIs in the requested NSSAI and there are no subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF includes the rejected NSSAI accordingly in the REGISTRATION REJECT message as specified in the subclauses 5.5.1.2.5 and 5.5.1.3.5.
If the EAC mode is deactivated, the AMF performs network slice admission control after the S-NSSAI subject to NSAC is included in the allowed NSSAI sent to the UE. While the AMF is waiting for response from the NSCAF for the S-NSSAI, the AMF processes the NAS signalling message related to the S-NSSAI as usual i.e. like S-NSSAI in the allowed NSSAI. After the network performs the network slice admission control, if the AMF determines that the maximum number of UEs has been reached for:
a)	one or more S-NSSAIs but not all S-NSSAIs in the allowed NSSAI, then the AMF updates the allowed NSSAI and the rejected NSSAI accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4;
b)	for all S-NSSAIs in the allowed NSSAI but there are one or more subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF updates the allowed NSSAI containing these subscribed S-NSSAIs marked as default and the rejected NSSAI accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4; or
c)	for all S-NSSAIs in the allowed NSSAI and there are no subscribed S-NSSAIs marked as default which can be allowed to the UE, then the AMF performs the network-initiated de-registration procedure and includes the rejected NSSAI in the DEREGISTRATION REQUEST message as specified in the subclause 5.5.2.3 except when the UE has an emergency PDU session established or the UE is establishing an emergency PDU session.
	When the UE has an emergency PDU session established or the UE is establishing an emergency PDU session, the AMF updates the rejected NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4 and informs the SMF to release all PDU sessions associated with the S-NSSAI. During the generic UE configuration update procedure, the AMF includes the 5GS registration result IE in the CONFIGURATION UPDATE COMMAND message and sets the Emergency registered bit of the 5GS registration result IE to "Registered for emergency services". After the emergency PDU session is released, the AMF performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3.
Editor's note [WI: eNS-Ph2, CR#3417]:	Whether NSAC is applicable in an SNPN is FFS.
Based on operator policy, the mobility management based network slice admission control is not applicable for the S-NSSAI included in the AMF emergency configuration data.

***** Next change *****
[bookmark: _Toc91598835]4.6.3.1	Session management based network slice admission control
[bookmark: _GoBack]A serving PLMN or the HPLMN, or SNPN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. The SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2.
Based on operator policy, the session management based network slice admission control is not applicable for the S-NSSAI included in the SMF emergency configuration data.
NOTE:	For the MA PDU session during the PDU session establishment procedure, the SMF performs network slice admission control only when it is newly established over the associated access type.

***** End of change *****

