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1. Introduction
This document deals with a question on Key Issue #7 and proposes a solution.
2. Reason for Change
In the TS 24.811 v0.1.0, the following question of Key Issue#7 was proposed:

-
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811.
* * * First Change * * * *

6.X
Enabling a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion
6.X.1
Introduction

This is a solution for the following question of KI#7:
-
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion;
6.X.2
Detailed description

To prevent the subscribers of the PLMN with Disaster Condition (i.e. “PLMN D”) perform registration to the PLMN without Disaster Condition (i.e. “PLMN A”), the RAN of PLMN A will block the UE’s attempts based on the “RRC Establishment Cause” and a back-off time.
The above is achieved by the following steps of the registration procedure:
-
When the UE tries to establish an RRC connection in PLMN A, it will use a new “Establishment Cause”, e.g. “Inbound Disaster Roamer”.
Editor's note: Introduction of a new RRC Establishment Cause is subject to agreement of RAN WGs.
-
the AMF has already reached a predefined threshold and has sent an “Overload Control” message to the RAN entities (i.e. gNBs). In this Overload Control message, the AMF has the option of informing the RAN entities that connection attempts from “Disaster Inbound Roamers” shall be blocked
-
The RAN entities will then send an “RRC Connection Reject” message to the UE with a back-off itmer
-
the RRC layer of the UE will inform the 5GMM layer of the back-off itmer
-
the 5GMM layer of the UE will then stop attempting connection establishment for the duration of the back-off timer
-
the UE will retry connection establishment for the registration once the back-off timer has expired
6.X.3
Impacts on existing nodes and functionality

AMF:

-
Upon reaching a predefined threshold, the AMF sends an Overload Control to RAN
UE:

-
Includes a new “Establishment Cause” in the RRC Connection Request message when it tries to establish a new connection to register in a new PLMN after it has been informed of a Disaster Condition in its HPLMN
RAN:

-
Receives an Overload Control from the AMF for particular attempts that are triggered by UEs using a new “Establishment Cause” in the RRC Connection Request message.
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