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1. Introduction
At CT1#127-e, Key Issue #3 on indication of accessibility from other PLMNs without Disaster Condition to the UE and Key Issue #7 on prevention of signalling overload in PLMNs without Disaster Condition were agreed into MINT TR 24.811. The purpose of this contribution is to propose a solution which addresses both Key Issues.
2. Reason for Change
Key Issue #3 includes the following questions to be studied:

1)
Which PLMN(s) are responsible for indicating their accesibility to Disaster Inbound Roamers;

2)
How other PLMN(s) than the PLMN with Disaster Condition indicate that they can accommodate Disaster Inbound Roamer; and

3)
What information can be provided to potential Disaster Inbound Roamers.

Key Issue #7 includes the following questions to be studied:

1)
How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition;

2)
How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit;

3)
How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition; and
4)
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

This solution addresses all questions of Key Issue #3, and questions 1) and 3) of Key Issue #7.
It is proposed to use not only Access Identity 3, but also to allocate additional Access Identity values to support disaster roaming (e.g. Access Identities x, y and z), and to use those Access Identities to distribute the Disaster Inbound Roamers among the available PLMNs. 

The UE can be configured with the range of Access Identities allocated for disaster roaming. Upon being notified that a Disaster Condition applies, the UE determines which Access Identity to use by applying a hash function to its IMSI, with the output of the hash function mapping to one of the Access Identity values (e.g. 3, x, y or z). 

Upon being notified that a Disaster Condition applies, a PLMN without Disaster Condition can set the bit for one or more of the Access Identities allocated for disaster roaming to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB. 

When performing PLMN selection for disaster roaming, the UE will, for each available PLMN, check the value of the  bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for the Access Identity the UE has determined to use, and will attempt to register on a PLMN only if the bit is set to zero.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.811 v0.1.0.
* * * First Change * * * *

6.0
Mapping Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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* * * Next Change * * * *

6.C
Solution #C: Solution for indication of accessibility from other PLMNs without Disaster Condition to the UE and for prevention of signalling overload in PLMNs without Disaster Condition using Access Identities
6.C.1
Introduction
This is a solution for Key Issue #3 (Indication of accessibility from other PLMNs without Disaster Condition to the UE) and Key Issue #7 (Prevention of signalling overload in PLMNs without Disaster Condition).

The solution addresses all questions under Key Issue #3, as well as the first and third questions to be studied under Key Issue #7, namely:

-
How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition; and
-
How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition.

6.C.2
Detailed description
The UE can be provisioned with one or more Access Identities allocated for disaster roaming.

The Access Identities allocated for disaster roaming can be:

a)
pre-configured in the ME;

b)
pre-configured in the USIM;

c)
sent to the UE by the network using the UE parameters update procedure (before a Disaster Condition applies); or
d)
sent to the UE by the network using the steering of roaming procedure (before a Disaster Condition applies).
Editor's note: The use of Access Identities other than Access Identity 3 for disaster roaming is subject to SA1 agreement.

Only the Access identities allocated for disaster roaming provisioned by the network are used by the UE, if both Access identities allocated for disaster roaming provisioned by the network and pre-configured Access identities allocated for disaster roaming are present. If no Access identities allocated for disaster roaming are provisioned by the network, and the UE has pre-configured Access identities allocated for disaster roaming in both the USIM and the ME, then only the pre-configured Access identities allocated for disaster roaming in the USIM are used.

Upon being notified that a Disaster Condition applies to the registered PLMN, the UE shall determine which Access Identity it shall use when performing an access attempt in a PLMN offering disaster roaming by applying a hash function to its IMSI.

NOTE 1:
The output of the hash function maps to one of the Access Identities allocated for disaster roaming.
Upon being notified that a Disaster Condition applies, the PLMNs without Disaster Condition shall set the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for one or more of the Access Identities allocated for disater roaming to zero.

NOTE 2:
For which Access Identities a PLMN without Disaster Condition sets the bit to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB is up to operator policy and roaming agreements. How many bits the PLMN sets to zero can be commensurate to the capacity of the PLMN to accommodate Disaster Inbound roamers.
NOTE 3:
An NG-RAN node can adjust the rate at which access attempts of Disaster Inbound Roamers are allowed during the access barring check with a granularity which depends on the number of Access Identities allocated for disaster roaming, e.g. if 4 Access Identities are allocated, the rate can be set with a granularity of 25%.
Editor's note:
The use of the bitmap in uac-BarringForAccessIdentity to indicate accessibility to the Disaster Inbound Roamers deviates from the existing semantic of uac-BarringForAccessIdentity and is subject to RAN2 agreement.
Editor's note:
Input from SA3 is needed regarding potential security risks resulting from using broadcast signalling to convey information related to disaster roaming.
When performing disaster roaming PLMN selection, the UE shall not consider the PLMNs which have not set the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for the Access Identity which the UE has determined to use to zero as PLMN selection candidates. If after completing the procedure, the UE was unable to successfully register on a PLMN, the UE shall randomly select a PLMN among the available PLMNs which have set a bit to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB for an Access Identity allocated for disaster roaming different from the Access Identity which the UE has determined to use.
6.C.3
Impacts on existing nodes and functionality
UE

-
support for handling of Access Identities allocated for disaster roaming.

UDM of HPLMN

-
optionally, support for providing Access Identities allocated for disaster roaming.
AMF of registered PLMN (with Disaster Condition)
· optionally, support for providing Access Identities allocated for disaster roaming.
RAN of PLMNs indicating that they can accept Disaster Inbound Roamers:

-
support for determining for which Access Identities to set the bit to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB.

* * * End of Changes * * * *

