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	Reason for change:
	When the UE is SNPN access mode and also supports PLMN access mode and user dial emerency call then the UE behavior is not clear.

	
	

	Summary of change:
	Specify that when a UE supporting SNPN access and PLMN access is operating in SNPN access mode and the user initiates emergency services then 
i) the UE shall disable the SNPN access mode.
ii) Try to select a PLMN and initiate emergency services on the selected PLMN.
iii) When the emergency services is finised the UE shall enable SNPN access mode.

	
	

	Consequences if not approved:
	The emergecy services are not possible even if UE supports PLMN access and PLMN coverage is available at the location.
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[bookmark: _Toc20232470][bookmark: _Toc27746556][bookmark: _Toc36212737][bookmark: _Toc36656914][bookmark: _Toc45286575]4.14.2	Stand-alone non-public network
If the UE is not SNPN enabled, the UE is always considered to be not operating in SNPN access mode. If the UE is SNPN enabled, the UE can operate in SNPN access mode. Details of activation and deactivation of SNPN access mode at the SNPN enabled UE are up to UE implementation.
If a UE is unable to access emergency service of a PLMN using access to PLMN via SNPN (e.g. UE is in limited service state over an SNPN), the UE may select an available PLMN and initiate emergency services on the selected PLMN.  
The functions and procedures of NAS described in the present document are applicable to an SNPN and an SNPN enabled UE unless indicated otherwise. The key differences brought by the SNPN to the NAS layer are as follows:
a)	instead of the PLMN selection process, the SNPN selection process is performed by a UE operating in SNPN access mode (see 3GPP TS 23.122 [5] for further details on the SNPN selection);
b)	a "permanently forbidden SNPNs" list and a "temporarily forbidden SNPNs" list are managed per access type independently (i.e. 3GPP access or non-3GPP access) by a UE operating in SNPN access mode instead of forbidden PLMN lists;
c)	inter-system change to and from S1 mode is not supported;
d)	emergency services are not supported in SNPN access mode;
e)	CAG is not supported in SNPN access mode;
f)	with respect to the 5GMM cause values:
1)	5GMM cause values #74 "Temporarily not authorized for this SNPN" and #75 "Permanently not authorized for this SNPN" are supported whereas these 5GMM cause values cannot be used in a PLMN; and
2)	5GMM cause values #11 "PLMN not allowed", #31 "Redirection to EPC required", #73 "Serving network not authorized", and #76 "Not authorized for this CAG or authorized for CAG cells only" are not supported whereas these 5GMM cause values can be used in a PLMN;
Editor's note [WI: Vertical_LAN, CR#1286]:	It is FFS whether 5GMM cause value # 72 "Non-3GPP access to 5GCN not allowed" is supported in an SNPN.
NOTE:	The network does not send 5GMM cause value #13 to the UE operating in SNPN access mode in this release of specification.
g)	a list of "5GS forbidden tracking areas for roaming" and a list of "5GS forbidden tracking areas for regional provision of service" are managed per SNPN (see 3GPP TS 23.122 [5]);
[bookmark: _Hlk21521589]h)	when accessing SNPN services via a PLMN using 3GPP access, access to 5GCN of the SNPN is performed using 5GMM procedures for non-3GPP access and 5GMM parameter for non-3GPP access. In this case, the UE is operating in SNPN access mode over non-3GPP access. When accessing PLMN services via a SNPN, access to 5GCN of the PLMN is performed using 5GMM procedures for non-3GPP access and 5GMM parameter for non-3GPP access. From the UE's NAS perspective, accessing PLMN services via an SNPN and accessing SNPN services via a PLMN are treated as untrusted non-3GPP access. If the UE is accessing the PLMN using non-3GPP access, the access to 5GCN of the SNPN via PLMN is not specified in this release of the specification;
i)	when registered to an SNPN, the UE shall use only the UE policies provided by the registered SNPN;
j)	equivalent SNPN is not supported;
k)	neither the default configured NSSAI nor the network slicing indication is supported in SNPNs;
l)	roaming is not supported in SNPN access mode;
m)	handover between SNPNs and handover between an SNPN and a PLMN are not supported;
n)	CIoT 5GS optimizations are not supported;
o)	Accessing SNPN services using non-3GPP access is not supported, except when accessing SNPN services via a PLMN using 3GPP access as specified in item h; and
p)	when registering or registered to an SNPN, the UE shall only consider a 5G-GUTI previously assigned by the same SNPN as a valid 5G-GUTI.

