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[bookmark: _Toc20157145][bookmark: _Toc27502341]* * * First Change * * * *
[bookmark: _Toc20157064][bookmark: _Toc27502260]8.3.3.4	Warning Text field
The Warning Text field contains the text string returned by the controlling MCPTT function in responses to a SIP INVITE request as described in 3GPP TS 24.379 [2] subclause 4.4.
Table 8.3.3.4-1 describes the coding of the Warning Text field.
Table 8.3.3.4-1: Warning Text field coding
0                   1                   2                   3
0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
|Warning Text   |Warning Text   |Warning Text                   |
|field ID       |length         |                               |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               :
:                                               (Padding)       :
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The <Warning Text field ID> value is a binary value and shall be set according to table 8.3.3.1-2.
The <Warning Text length> value is a binary value indicating the length in octets of the <Warning Text> value item excluding any padding octets.
The <Warning Text> value shall be coded as specified in 3GPP TS 24.379 [2] table 4.4.2-1.
EXAMPLE: 	If the Warning: 399 "100 107 User not authorised to make group private calls" is received, the 399 "1070 User not authorised to make group private calls" is included as the <Warning Text> value.
If the length of the <Warning Text> value is not (2 + multiple of 4) bytes, the <Warning Text> value shall be padded to (2 + multiple of 4) bytes. The value of the padding bytes should be set to zero. The padding bytes shall be ignored.
* * * Next Change * * * *
9.3.2.4.10	Receive SIP 200 (OK) response (R: 200 OK)
Upon receiving a SIP 200 (OK) response from the controlling MCPTT function, the participating MCPTT function:
1.	shall send the Connect message to the MCPTT client which initiated this call using the media plane control transport channel defined for this call. The Connect message:
a.	shall include the SIP URI received in the Contact header field of the SIP 200 (OK) response in the <MCPTT Session Identity> value in the MCPTT Session Identity field;
b.	if an "application/vnd.3gpp.mcptt-info+xml" MIME body with an <session-type> element is included in the SIP 200 (OK) response, shall include the <Session Type> value in the MCPTT Session Identity field with a value corresponding to the <session-type> element;
c.	if an "application/vnd.3gpp.mcptt-info+xml" MIME body with an <session-type> element is not included in the SIP 200 (OK) response, shall include the <Session Type> value set to 'no session type' in the MCPTT Session Identity field;
d.	if a Warning header field with a "warn-code" set to the value "399" is received in the SIP 200 (OK) response, shall include the content of the "warn-text" parameter in the received Warning Text header field in the <Warning Text> value in the Warning Text field;
e.	if a P-Answer-State header field is included in the SIP 200 (OK) response, shall include an Answer State field with an <Answer State> value corresponding to the "answer-type" parameter; and
f	should set the first bit in the subtype of the Connect message to '1' (Acknowledgment is required) as described in subclause 8.3.2;
2.	shall start timer T55 (Connect);
3.	shall increment counter C55 (Connect) by 1; and,
4.	shall remain in the 'G: Pre-established session in use' state.
* * * End of Changes * * * *
