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***** First change *****
[bookmark: _Toc454546323]4.1	MCPTT service administrator configuration
An MCPTT service administrator can, using an MCPTT UE configure the:
-	MPCTT UE initial configuration document;
-	MPCTT UE configuration document;
-	MPCTT user profile configuration document;
-	MPCTT service configuration document; and
-	MPCTT group document.
The format of the MPCTT UE initial configuration document for configuration by an MCPTT service administrator is defined in subclause 7.2.
The format of the MPCTT UE configuration document is defined in subclause 7.3.
The format of the MPCTT user profile configuration document is defined in subclause 7.4.
The format of the MPCTT service configuration document is defined in subclause 7.5.
The format of the MPCTT group document is defined in 3GPP TS 24.381 [5].
To create a new configuration document on the configuration management server, the MCPTT UE uses the procedures in subclause 6.3.2.2.
NOTE:	If the MCPTT service administrator includes a <Default-user-profile> element in the MPCTT UE initial configuration document as defined in subclause 7.2.2.1, a MCPTT user profile configuration document needs to first be created on the configuration management server, containing the "XUI-URI" attribute and "user-profile-index" attribute (as defined in subclause 7.4.2.1) that are included in the <Default-user-profile> element.
To update an existing configuration document on the configuration management server, the MCPTT UE uses the procedures in subclause 6.3.4.2.
To delete an existing configuration document on the configuration management server, the MCPTT UE uses the procedures in subclause 6.3.5.2.
To create a new MCPTT group document on the configuration management server, the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].
To update an existing MCPTT group document on the configuration management server, the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].
To delete an existing MCPTT group document on the configuration management server, the MCPTT UE uses the procedures in 3GPP TS 24.381 [5].
[bookmark: _Toc454546324]4.2	MCPTT UE configuration
[bookmark: _Toc454546325]4.2.1	General
Upon start up the MCPTT UE bootstraps the required information (e.g. FQDN or IP address) to locate the configuration management server for configuration of the MCPTT UE initial configuration management object (MO) and the default MCPTT user profile configuration management object (MO).
In order to obtain access to the MCPTT service the MCPTT UE needs to obtain configuration data either online via the network or offline using some external device (e.g. a laptop). As part of the bootstrap process the MCPTT UE needs to discover either:
1.	the online configuration management server in the network that configures the MPCTT UE initial configuration MO and the default MCPTT user profile configuration MO, then the MCPTT UE:
a)	using the URI of the configuration management server obtained from the MPCTT UE initial configuration MO, obtains:
-	the MCPTT UE configuration document; and
-	the MCPTT user profile configuration document; and
-	the MCPTT service configuration document; and
b)	using the URI of the group management server obtained from the MPCTT UE initial configuration MO obtain the MCPTT group document; or
2.	the:
a)	offline configuration management server on the external device that configures the MCPTT UE with the:
-	MPCTT UE initial configuration MO;
-	MPCTT UE configuration MO;
-	MPCTT user profile document MO; and
-	 MPCTT service configuration MO; and
b)	offline group management server on the external device that configures the MCPTT UE with the MPCTT group MO.
The mechanism to discover the online or offline configuration management server is dependent on the protocol used to manage and configure the MO and is out of scope of the present document.
[bookmark: _Toc454546326]4.2.2	Online configuration
The format of the MPCTT UE initial configuration MO downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.383 [4].
The format of the MPCTT UE configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.3.
The format of the MPCTT user profile configuration document downloaded to the MCPTT UE during online configuration is defined in subclause 7.4.
The format of the MPCTT group document downloaded to the MCPTT UE during online configuration is defined in 3GPP TS 24.381 [5].
Figure 4.2.2-1 shows the MCPTT UE online configuration time sequence. 



Figure 4.2.2-1 MCPTT UE online configuration time sequence
If the MCPTT UE initial configuration MO has changed from the version stored in the MCPTT UE, the updated MCPTT UE initial configuration MO is downloaded to the MCPTT UE. 
If the MCPTT UE initial configuration MO contains a <default-user-profile> element and the identified default MCPTT user profile configuration MO has changed from the version stored in the MCPTT UE, the updated default MCPTT user profile configuration MO is downloaded to the MCPTT UE.
NOTE 1: 	The default MCPTT user profile configuration MO defines the default MCPTT ID and the profile of services available to the user (e.g. emergency MCPTT services) prior to user authentication.
The MCPTT UE contacts the identity management server using the HTTPS URI stored in the MCPTT UE initial configuration MO and performs MCPTT User authentication as specified in 3GPP TS 24.382 [6].
The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribes to the MCPTT UE configuration document, the MCPTT user profile configuration document and the MCPTT service configuration document using the procedure specified in subclause 6.1.2.1.2 of OMA OMA-TS-XDM_Core-V2_1 [2] "XDMC" (i.e., the CMS acts as a Subscription Proxy) and subscribes to the MCPTT group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the current version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request with an XCAP Diff document (see IETF RFC 5875 [11]), in which case the CMC updates its local document copies in accordance with OMA OMA-TS-XDM_Core-V2_1 [2]. Retrieval by the MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in 3GPP TS 24.381 [5].
NOTE 2:	The MCPTT UE can be notified of changes to the configuration documents at any time while using the MCPTT service. 
[bookmark: _Toc454546327][bookmark: _Toc454546328]4.2.3	Offline configuration
When configuring an MCPTT UE offline the offline configuration management server will need to support the MCPTT administrator providing the MCPTT ID of the MCPTT user for whom the MCPTT UE is being configured so that the correct configuration data for that MCPTT user can be configured in the MOs.
The format of the MPCTT UE initial configuration MO downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].
The format of the MPCTT UE configuration MO downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].
The format of the MPCTT user profile configuration MO downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].
The format of the MPCTT service configuration MO downloaded to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].
The format of the MPCTT group document MO to the MCPTT UE during offline configuration is defined in 3GPP TS 24.383 [4].
[bookmark: _GoBack]NOTE:	If the MCPTT service administrator includes a "DefaultUserProfile" element in the MPCTT UE initial configuration MO as defined in 3GPP TS 24.383 [4], a MCPTT user profile configuration MO needs to first be created on the offline configuration management server, containing the "MCPTTUserID" element and "UserProfileIndex" element (as defined in 3GPP TS 24.383 [4]) that are included in the "DefaultUserProfile" element.
***** Next change *****
[bookmark: _Toc454546329]4.4	Configuration management server
The following applies to the configuration management server used for online configuration.
The configuration management server needs to convert the MCPTT UE initial configuration document received from a MCPTT administrator into an appropriate format for configuration of the MCPTT UE initial configuration MO.
If the MCPTT UE initial configuration MO contains a <default-user-profile> element that identifies a MCPTT user profile configuration document, the configuration management server needs to convert the identified MCPTT user profile configuration document received from a MCPTT administrator into an appropriate format for configuration of the MCPTT user profile configuration MO.
Once an MCPTT User Profile configuration document has been created or updated by the MCPTT UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to store MCPTT user profile configuration document as the user profile in the MCPTT user database.
In order to download MCPTT the user profile configuration document to an MCPTT UE or to support an MCPTT UE updating the MCPTT user profile configuration document, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to obtain the MCPTT user profile from the MCPTT user database.
In order to be notified of changes to an MCPTT user profile configuration document that have been subscribed to by an MCPTT UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to be notified of changes to the MCPTT user profile stored in the MCPTT user database.
In order to delete the MCPTT user profile when requested by an MCPTT UE, the configuration management server uses the procedures specified in 3GPP TS 29.283 [7] to delete the MCPTT user profile from the MCPTT user database.
NOTE:	The configuration management server and group management server functionality for offline configuration is out of scope of the present document.

[bookmark: _Toc454546425][bookmark: historyclause]***** Next change *****
7.2.2.6	Validation Constraints
If the AUID value of the document URI or node URI in the Request-URI is other than that specified in subclause 7.5.2.2, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid application id used".
If the XUI value of the document URI or node URI in the Request-URI does not match the XUI of the MCPTT UE initial configuration document URI, the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "invalid XUI".
The MCPTT UE initial configuration document shall conform to the XML Schema described in subclause 7.3.2.3.
The <mcptt-UE-initial-configuration> element is the root element of the XML document. The <mcptt-UE-initial-configuration> element can contain sub-elements.
The <mcptt-UE-initial-configuration> element shall contain one <on-network> element and one <off-network> element.
If the <mcptt-UE-initial-configuration> element does not conform to one of the three choices above, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "semantic error".
If the "domain" attribute does not contain a syntactically correct domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect domain name".
If the "domain" attribute contains an unknown domain name, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "unknown domain name".
If the "User-ID" attribute of the <Default-user-profile> element does not conform to a valid URI as specified in 3GPP TS 23.003 [X], then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect User ID URI".
If the "User-ID" attribute of the <Default-user-profile> element does not contain an "XUI-URI" attribute of a MCPTT user profile configuration document, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "No MCPTT User Profile configuration document exists for the user identified by the User ID URI". 
If the "user-profile-index" attribute of the <Default-user-profile> element does not contain an "user-profile-index” attribute of a MCPTT user profile configuration document, then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "The user profile index does not identify a MCPTT User Profile configuration document identified of the user identified by the User ID URI ".
NOTE:	If the MCPTT service administrator includes a <Default-user-profile> element in the MPCTT UE initial configuration document, a MCPTT user profile configuration document needs to first be created on the configuration management server, containing the "XUI-URI" attribute and "user-profile-index" attribute (as defined in subclause 7.4.2.1) that are included in the <Default-user-profile> element.
If any of the following elements of the <Timers> element of the <on-network> element do not conform to the range of values specified below:
a)	the <T100> element contains an integer value between 0 and 255;
b)	the <T101> element contains an integer value between 0 and 255;
c)	the <T103> element contains an integer value between 0 and 255;
d)	the <T104> element contains an integer value between 0 and 255;
e)	the <T132> element contains an integer value between 0 and 255,
then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect timer value" and also contain the identity of the non-conformant timer (e.g. "T101").
If the <idms> element of the <AppServerInfo> element does not conform to a valid URI as specified in 3GPP TS 23.003 [X], then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect identity management server URI".
If the <gms> element of the <AppServerInfo> element does not conform to a valid URI as specified in 3GPP TS 23.003 [X], then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect group management server URI".
If the <cms> element of the <AppServerInfo> element does not conform to a valid URI as specified in 3GPP TS 23.003 [X], then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect configuration management server URI".
If the <kms> element of the <AppServerInfo> element does not conform to a valid URI as specified in 3GPP TS 23.003 [X], then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect key management server URI".
If the <GMS-URI> element of the <on-network> element does not conform to a valid URI as specified in 3GPP TS 23.003 [X], then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect GMS-URI".
If the "PLMN" attribute of the <HPLMN> element does not conform to the syntax of a valid PLMN code as defined in 3GPP TS 23.003 [X] then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect HPLMN value".
If the "PLMN" attribute of a <VPLMN> element then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect VPLMN value" and also contain the contents of the non-conformant "PLMN" attribute.
If any of the following elements of the <Timers> element of the <off-network> element do not conform to the range of values specified below:
a)	the <TFG1> element contains an integer value between 0 and 65535;
b)	the <TFG2> element contains an integer value between 0 and 65535;
c)	the <TFG3> element contains an integer value between 0 and 65535;
d)	the <TFG4> element contains an integer value between 0 and 60;
e)	the <TFG5> element contains an integer value between 0 and 255;
f)	the <TFG11> element contains an integer value between 0 and 255;
g)	the <TFG12> element contains an integer value between 0 and 255;
h)	the <TFG13> element contains an integer value between 0 and 255;
i)	the <TFP1> element contains an integer value between 0 and 65535;
j)	the <TFP2> element contains an integer value between 0 and 60;
k)	the <TFP3> element contains an integer value between 0 and 65535;
l)	the <TFP4> element contains an integer value between 0 and 65535;
m)	the <TFP5> element contains an integer value between 0 and 600;
n)	the <TFP6> element contains an integer value between 0 and 65535;
o)	the <TFP7> element contains an integer value between 0 and 255;
p)	the <TFB1> element contains an integer value between 0 and 600;
q)	the <TFB2> element contains an integer value between 0 and 10;
r)	the <TFB3> element contains an integer value between 0 and 60;
s)	the <T201> element contains an integer value between 0 and 255;
t)	the <T203> element contains an integer value between 0 and 255;
u)	the <T204> element contains an integer value between 0 and 255;
v)	the <T205> element contains an integer value between 0 and 255;
w)	the <T230> element contains an integer value between 0 and 255;
x)	the <T233> element contains an integer value between 0 and 255;
y)	the <TFE1> element contains an integer value between 0 and 60;
z)	the <TFE2> element contains an integer value between 0 and 10,
then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect timer value" and also contain the identity of the non-conformant timer (e.g. "TFG1").
If any of the following elements of the <Counters> element of the <off-network> element do not conform to the range of values specified below:
a)	the <CFP1> element contains an integer value between 0 and 255;
b)	the <CFP3> element contains an integer value between 0 and 255;
c)	the <CFP4> element contains an integer value between 0 and 255;
d)	the <CFP6> element contains an integer value between 0 and 255;
e)	the <CFP11> element contains an integer value between 0 and 255;
f)	the <CFP12> element contains an integer value between 0 and 255;
g)	the <C201> element contains an integer value between 0 and 255;
h)	the <C204> element contains an integer value between 0 and 255;
i)	the <C205> element contains an integer value between 0 and 255,
then the configuration management server shall return an HTTP 409 (Conflict) response including the XCAP error element <constraint-failure>. If included, the "phrase" attribute should be set to "syntactically incorrect counter value" and also contain the identity of the non-conformant counter (e.g. "CFP1").
***** End of changes *****
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