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1
Opening and approval agenda



Objective of this meeting: to finish Parlay 4, bring corresponding alignment to 3GPP CN plenary in September. What needs to be finished is mainly the security enhancements coming from the discussions started I SA3.




550
Proposed agenda
N5 chairman
Revised to 623.




623
Revised agenda
N5 chairman
Approved.


2
Allocation of documents
551
Document allocation
N5 chairman (Ard-Jan Moerdijk, Ericsson)



3
Reporting






3.1
CN5/SPAN12/Parlay
327
Report CN5#18 Budapest
JWG chairs
Approved.


3.2
3GPP CN plenary
697
Report CN5 to CN#16
N5 chairman (Ard-Jan Moerdijk, Ericsson)
Question: why was there one of our CRs withdrawn in the plenary?
Answer: because it was duplicated.


3.3
Parlay BoD and TAC meetings



· BC discussion has been finalised, a presentation will be made tomorrow in the Parlay plenary. 

· Numbering scheme for our specs has also been discussed.

· Parlay 3.2 was created by implementing the last changes. These changes only affected the Framework and CC, but Parlay wanted all documents re-issued so Ultan generated ETSI version 1.3.1, which is Parlay 3.2.


3.4
3GPP-3GPP2 harmonisation related activities



Last 3GPP2 meeting an OSA sub WG (TSG-N OSA API WG) was created (most likely chair will be Greg, vice-chair will be ; they’re ). They will study how o work and may contact us for further activities. They will start in August. This group has a scope that includes also stages 1 and 2 of OSA. 

Other IMS activities: TSG-N intends to align as lunch as possible with 3GPP. There are lots of discussions ongoing with TAG-S, dealing with options like having just references to 3GPP specs or working on them.

From the 3GPP side: last SA plenary decided not to do organised joint work, but to entrust member companies to ensure alignment.










3.5
Other OSA related activities
















611
Presentation for the Education Track, Parlay Member Meeting (Montreal, 8-12 July 2002)
Chelo Abarca (Alcatel)
Noted.




612
Presentation of OSA Status to ETSI SPAN Plenary #8
Chelo Abarca (chair, Alcatel)
Noted.


4
Liaison Statements








330
LS from S1 to N5 : Response LS to SA3 on new security requirements for LCS
SA1
This LS still needs to be answered, see report CN5#18.




331
LS back to SA1and SA3 on enhanced user privacy and

new security requirements for LCS
SA2
This LS still needs to be answered, see report CN5#18.




334
LS-reply on Joint Meeting SA5/CN5/T2 on MMS charging
T2
This LS still needs to be answered, see report CN5#18.

Proposal to have SA involved on how this WI will be handled, because interchanging LSs is slower.

Reminder: all this is driven by the GSM Association – that is, operators are requesting something that happens to be feasible with our current functionality!

Agreed that we’re all interested in this cooperation, but need to make sure that the August meeting is the right next step. Agreed that the chairs will draft an email to discuss with T2 and SA5 what is intended in this meeting and what is expected from us – if we believe this is the right meeting we’ll send some experts, otherwise we’ll organise something else.




















560
LS from S1 to N5 : Liaison Statement on OSA Journaling Function
SA1
Response to LS (N5-020134 (=S1-020670)) on Clarification of the OSA Stage 1 Journaling Requirements from CN5.

SA1 agrees that the current text need to be modified before a stage 3 can be done, but they cannot do it for Rel5. Thus the Journalling requirement is removed from Rel5.

SA1 is meeting this week as well, might be working on this.

No need to answer.

Noted.




562
LS copy from T2 to N5 : Service Operations Management
T2
Noted (see 334).




561
LS copy from S5 to N5 : Liaison Statement on MMS Connectivity
SA5
Noted (see 334).




563
LS copy from T2 to N5 : Liaison Statement Charging Support for VASP MMS Connectivity
T2
T2 responds the LS from SA5 on charging support for VAS MMS Connectivity Interface, and suggests parameters to be used for VASP charging CDRs. 

This is input for the August joint session. No need for us to do anything now. No actions for us.




610
Summary Of Email Discussions Between Joint Meetings #18 and #19
Chelo Abarca (chair, Alcatel)
All email discussions have resulted in approvals, except 592 (see later).

All approvals are endorsed.


5
Backward compatibility discussions








592
White Paper on Discovery and Backwards Compatibility
Andy Bennett (Lucent Technologies)
Presented in Budapest, agreed except that some sequence diagram updates were requested. The updates have been made, and the new version in 592 has been distributed for TAC and BoD approval, and approved. Then it has been incorporated into Anders’ broader scope BC paper, and will be published in the Parlay public web.

Approved.


















6
OSA version 1.1 / Rel. 4






7
OSA version 2 / Rel. 5











672 through 689 are ETSI format drafts of Parlay 4, which will be updated after this meeting to create the final Parlay 4. They incorporate all CRs agreed in last meetings (including those approved by email), and thus are in line with 3GPP Rel5. The split in CC documents has been implemented as well. The WSDL attached to these documents has been updated as well to include the agreed CRs, and is therefore 100% in line with the IDL and the whole of the specs.

Parlay 3.x and Parlay 4.x will be maintained in parallel, this is why there are new ETSI numbers for these documents.

Note that CCC is not included in 3GPP Rel5. MMCC has been added, but CCC will not be part of Rel5, and it hasn’t been decided yet whether it will be part of Rel6.

Discussion: when looking at Part 1, how can I know this is Parlay 4? It is written at the end of the Foreword section, but it may not be visible enough.  Ultan has prepared some slides that explain the documentation and versions. Agreed that we should make these slides visible – a kind of read-me-first so that a potential reader could find the documents they need. 

This discussion will resume when discussing Ultan’s slides in Tdoc 707.




672
1st Draft Parlay 4, ETSI ES 202 915-10
Ultan Mulligan, ETSI PTCC


Noted.




673
1st Draft Parlay 4, ETSI ES 202 915-2


Ultan Mulligan, ETSI PTCC


Noted.




674
1st Draft Parlay 4, ETSI ES 202 915-3


Ultan Mulligan, ETSI PTCC


Noted.




675
1st Draft Parlay 4, ETSI ES 202 915-4-1


Ultan Mulligan, ETSI PTCC


Noted.




676
1st Draft Parlay 4, ETSI ES 202 915-4-2


Ultan Mulligan, ETSI PTCC


Noted.




677
1st Draft Parlay 4, ETSI ES 202 915-4-3


Ultan Mulligan, ETSI PTCC


Noted.




678
1st Draft Parlay 4, ETSI ES 202 915-4-4


Ultan Mulligan, ETSI PTCC


Noted.




679
1st Draft Parlay 4, ETSI ES 202 915-4-5


Ultan Mulligan, ETSI PTCC


Noted.




680
1st Draft Parlay 4, ETSI ES 202 915-5


Ultan Mulligan, ETSI PTCC


Noted.




681
1st Draft Parlay 4, ETSI ES 202 915-6


Ultan Mulligan, ETSI PTCC


Noted.




682
1st Draft Parlay 4, ETSI ES 202 915-7


Ultan Mulligan, ETSI PTCC


Noted.




683
1st Draft Parlay 4, ETSI ES 202 915-8


Ultan Mulligan, ETSI PTCC


Noted.




684
1st Draft Parlay 4, ETSI ES 202 915-9


Ultan Mulligan, ETSI PTCC


Noted.




685
1st Draft Parlay 4, ETSI ES 202 915-1


Ultan Mulligan, ETSI PTCC


Noted.




686
1st Draft Parlay 4, ETSI ES 202 915-11


Ultan Mulligan, ETSI PTCC


Noted.




687
1st Draft Parlay 4, ETSI ES 202 915-12


Ultan Mulligan, ETSI PTCC


Noted.




688
1st Draft Parlay 4, ETSI ES 202 915-13


Ultan Mulligan, ETSI PTCC


Noted.




689
1st Draft Parlay 4, ETSI ES 202 915-14


Ultan Mulligan, ETSI PTCC


Noted.




707
ETSI – Parlay – 3GPP correspondence.
Ultan Mulligan, ETSI PTCC



7.1 
Framework (Framework Security)
















582
29.198-03 Framework: Unclear how to sign the SLA.
Ericsson, Koen Schilders





583
Unclear procedure for authentication
Ericsson, Koen Schilders





584
Clarify how and by what party the challenge should be Encrypted during the authentication process
Ericsson, Koen Schilders





690
CR 29.198-03 Rel-5 Correction to Authentication Process
Ultan Mulligan, ETSI PTCC







695
CR 29.198-03 Rel-5 Clarify the sequence of events in signing the service agreement


Ultan Mulligan, ETSI PTCC







696
CR 29.198-03 Rel-5 Complete the introduction of initiateAuthenticationWithVersion


Ultan Mulligan, ETSI PTCC










The following three contributions are the result of the Security discussion which has taken place between SA3 and OSA experts. The discussion was kicked off by four contributions from Alcatel to SA3, that were presented in their Bristol meeting (25/2/2) which Musa and Chelo attended representing the Joint WG. These contributions ToBeContinued
202, 203, 204 and 205 from Sophia raised the following issues:

· 202: lack of a negotiation mechanism for the authentication mechanism – API authentication was CHAP, which allows different mechanisms with MP5 as default, and we didn’t have any mechanism to negotiate that.

· Use of digital signatures for the terminateAccess method. No anti-replay protection (the solution for this is to include a time stamp

· No negotiation of the algorithm used for the digital signature.

· No mechanism to negotiate which digital signature hash function is used.

· API level authentication: we’re forced to use the MD5 algorithm, which is outdated; and we have no means to specify the use of another one.

· The format of the challenge in the CHAP mechanism and whether it needs to be encrypted was left open.




700
CR 29.198-03 Rel-5 Add selectAuthenticationMechanism
Chelo Abarca, Alcatel; Ultan Mulligan, ETSI
This contribution proposes to add a mechanism for negotiation of the authentication mechanism for the API level authentication – so far only CHAP MD5 authentication hash function can be used, and there is no way to have a negotiation.

In today’s Fw only CHAP can be used for API level authentication; CHAP requires support of MD5 and allows others, but no other was listed in RFC 1994. However, since RFC 1994 was issued, newer, more secure, hashing algorithms have been made available. A mechanism needs to be added to the API to permit negotiation of the hashing algorithm used, in order to take advantage of these newer algorithms.

The solution proposed in this contribution is 

· to add selectAuthenticationMechanism() to IpAPILevelAuthentication interface to permit the client to offer a choice of mechanisms to the Framework; 

· to add extensible types TpAuthMechanism and TpAuthMechanismList to contain the choice of authentication mechanisms (in line with the data types for encryption types);

· to add an exception in case no acceptable mechanism is available to the Framework. 

· To add the requirement that his method shall be invoked by the client when it receives the interface reference to IpAPILevelAuthentication from the Framework, since until this method is invoked, authentication challenges by the Framework or the client might not be possible.

STDs have not yet been changed (there is another, disjoint contribution proposes to clean them up). They will have to be.

A: What happens if the Fw does not support any of the  mechanisms proposed?

A: MD5 has to be supported but since it is outdated and has security flaws the Fw may choose not to accept it, so there is no default, always-accepted mechanism. Agreed that this will be written explicitly in 6.1.1.4.

Tdocs 564-567 are the RFCs mentioned in TpAuthenticationMechanism, provided to this meeting as reference documents.

Discussion on the need to invoke selectAuthenticationMechanism also for the case of Initial Access for Trusted Parties. This discussion is postponed until Tdoc 690, which proposes a related change. Discussion here focuses now on the rest of the proposal in this contribution.

Agreed that in the Initial Access sequence diagram we need to say explicitly that the order between selectEncryptionMethod() and selectAuthenticationMechanism() does not matter.

Proposal: for backwards compatibility we could combine this with the negotiation of encryption method. But we need to keep selectEncryptionMethod() for BC reasons.

Agreed to propose two authentication paths, depending on using a Parlay version pre or post 4. authenticate() will be renamed into challenge() in the new mechanism, for clarity.

This contribution will be revised into 703.




699
CR 29.198-03 Rel-5 Authentication Challenge Format
Chelo Abarca, Alcatel; Ultan Mulligan, ETSI
OSA API level authentication relies on CHAP, which has a specific challenge format; besides we’ve said in the spec that this challenge has to be encrypted. This contribution proposes to change the parameters in the authenticate() method so that it is clear that the challenge is formatted according to section 4.1 of RFC 1994. In TpEncryptionCapability the padding algorithm to be used per encryption capability is specified in the text.

It is noted that SA3 already remarked that encrypting the challenge was not necessary, and that t involved extra management. But we chose to leave it as it was for backwards compatibility reasons. Now based on the discussion in 700, we don’t need to encrypt the challenge for the new mechanism, and for the old one we don’t need the proposed changes in the text since they’re motivated by interoperability and anyway interoperability can only be achieved with the new mechanism.

Agreed that the contribution will be updated: for the old mechanism no changes will be done in the description of the authenticate() parameters; for the new one, for challenge(), only the first proposed paragraph for the challenge parameter, and the text proposed for the return parameter, will be kept. No text related to encryption will remain. The text will also be revised so that it does not seem as if CHAP is used.

Revised into 703, together with 700.




703


Combined update of 699 and 700.




701
CR 29.198-03 Rel-5 Protection of terminateAccess and endAccess methods
Chelo Abarca, Alcatel; Ultan Mulligan, ETSI
Digital signatures are used in OSA for the signing of service agreements.  They are also used for the termination of service agreements, and for the Framework's termination of the client's access session.  But they are not used for other methods which result in termination of service agreements:  those invoked by a client which terminate a client's access session with the Framework.  This is a potential security hole, offering a means to perform denial of service attacks.

There is no negotiation mechanism in the API to enable negotiation of the signing algorithms – it has to be done off-line. The choice of signing algorithms is restricted and should be extended with newer choices. This contribution proposes a mechanism that is similar to the one used or negotiating authentication mechanism.

Other changes in this contributions are:

· A correct digital signature has been added to IpClientAccess.terminateAccess(), including replay protection.  Also, the functionality has been extended to close also all service instances associated with access session.
· TpSigningAlgorithm has been extended with state of the art signing algorithms.
· IpAccess.endAccess replaced with terminateAccess for the following reasons: to add digital signature for security, to prevent denial of service attacks on this unprotected method, and to remove the endAccessProperties (which were undefined, but without which the method would throw an exception).  This removes possiblity to leave service instances open following close of Framework access session, which was a further security hole.
· IpAccess.releaseInterface() has been replaced with relinquishInterface(), to add digital signature parameters for security, to prevent denial of service attacks on this unprotected method.
Comment: for TpSigningAlgorithm, the new values have dash instead of underscores like the existing ones; agreed that this will be changed.

In IpClientAccess, in terminateAccess(), the signing algorithm has been left as a parameter, even if it is not necessary now (with the mechanism proposed it becomes redundant), for BC reasons. 

Everything agreed except the issue of service instances open following close of Framework access session, which will be discussed tomorrow.




580
Add a Service Property for invoking a method on the SCS from a callback method
Ericsson, Koen Schilders





604
Introduce types and modes for generic properties
Ericsson, Koen Schilders













595
Interface Changes for Keeping Subscription Information Consistent
FTW (Ivan Gojmerac, Klaus Umschaden)













606
Remove undefined exception in registerService
Ericsson, Koen Schilders





607
Add possibility for re-obtaining the reference to the service manager
Ericsson, Koen Schilders





609
Add re-registration for an SCF to update property values
Ericsson, Koen Schilders





613
Correction on use of NULL in Framework API
AePONA













691
CR 29.198-03 Rel-5 Remove ServiceIDs from IpFwFaultManager.genFaultStatsRecordReq()
Ultan Mulligan, ETSI PTCC







692
CR 29.198-03 Rel-5 Correct appUnavailableInd and related methods


Ultan Mulligan, ETSI PTCC







693
CR 29.198-03 Rel-5 Remove unusable exception from IpFaultManager.appActivityTestRes()


Ultan Mulligan, ETSI PTCC







694
CR 29.198-03 Rel-5 Remove unusable exceptions from IpFwServiceRegistration.registerService()


Ultan Mulligan, ETSI PTCC





7.2
Call Control






7.2.1
3GPP IMS related Call Control














7.2.2
Other Call Control issues








605
Correction of error in Call Forward on Busy sequence diagram
Ericsson, Koen Schilders





608
Correct inconsistencies in IpCallLeg state transition diagrams
Ericsson, Erik van der Velden





622
Adding explicit indication on who’s behalf application will control the call
Ericsson, Ard-Jan Moerdijk





620
Adding explicit indication on who’s behalf application will control the call
Ericsson, Ard-Jan Moerdijk





621
Correction of the overlapping criteria definition
Ericsson, Ard-Jan Moerdijk





624
Correct description of IpCallControlManager.enableCallNotification()
ETSI STF 211 (Jerome Hatton)







625
CR 29.198-04 Rel-5 Correct the description of getCrietria() in GCC
ETSI STF 211 (Jerome Hatton)















596
New methods for floor control in CCC


Ericsson











































7.3
Policy Management






7.4
Presence and Availability Management






7.5
WSDL/SOAP/XML APIs








597
Addition to ObjectRef description in WSDL Mapping Rules
Nortel Networks, Lucent Technologies





598
Addition of sequence tag to Choice types.
Nortel Networks, Lucent Technologies





599
Replace all occurrences of the xsd:anyURI type to xsd:string
Nortel Networks, Lucent Technologies





600
Correction to Namespace mapping in WSDL Mapping Rules
Nortel Networks, Lucent Technologies





601
Correction to xmlns:wsdl Namespace
Nortel Networks, Lucent Technologies





602
Prepend class name to <message> name
Nortel Networks, Lucent Technologies





603
Correction to void return types in WSDL Mapping Rules
Nortel Networks, Lucent Technologies











7.6
Other APIs






7.6.1
Content Based Charging






7.6.2
Terminal Capabilities






7.6.3
Others








581
Add general introduction to the OSA APIs in Part 1
Ericsson, Koen Schilders





585
Add missing CORBA realization rules in Part 1
Ericsson, Koen Schilders





586
Add missing callback interface for notifications in Account Management
Ericsson, Koen Schilders





587
Clarify what callback the SCS shall use when setCallback() is used in reportNotification()
Ericsson, Koen Schilders





588
Clarify what callback the SCS shall use when setCallback() is used in reportNotification()
Ericsson, Koen Schilders





589
Clarify what callback the SCS shall use when setCallback() is used in reportNotification()
Ericsson, Koen Schilders





614
Correction on description of TpTimeInterval
AePONA





615
Correction on use of NULL in Call Control API
AePONA





616
Correction on use of NULL in User Interaction API
AePONA





617
Correction on use of NULL in Data Session Control API
AePONA





618
Correction on use of NULL in Generic Messaging API
AePONA





619
Correction to TpUIInfo data type to support binary data for SMS services
AePONA













626
Remove all parameter error and network error sequence diagrams 
from User Location Emergency
ETSI STF 211 (Jerome Hatton)







627
CR 29.198-06 Rel-5 Remove all parameter error and network error sequence diagrams
ETSI STF 211 (Jerome Hatton)





628
CR 29.198-06 Rel-5 Removal of unnecessary exceptions
ETSI STF 211 (Jerome Hatton)





629
CR 29.198-06 Rel-5 Remove unusable exceptions from IpUserLocationCamel.periodicLocationReportingStartReq()
ETSI STF 211 (Jerome Hatton)





630
CR 29.198-06 Rel-5 Add text to forbid unusable exceptions from IpUserLocationCamel.periodicLocationReportingStartReq()
ETSI STF 211 (Jerome Hatton)





631
CR 29.198-08 Rel-5 Correct the result type of IpDataSessionControlManager.getNotification()
ETSI STF 211 (Jerome Hatton)





632
CR 29.198-08 Rel-5 Introduce new method getNotifications
ETSI STF 211 (Jerome Hatton)





633
CR 29.198-08 Rel-5 Remove duplicate exception from IpDataSessionControlManager.createNotification
ETSI STF 211 (Jerome Hatton)





634
CR 29.198-08 Rel-5 Add P_INVALID_INTERFACE_TYPE exception to IpDataSessionControlManager.createNotification()
ETSI STF 211 (Jerome Hatton)





635
CR 29.198-08 Rel-5 Remove P_SERVICE_INFORMATION_MISSING and P_SERVICE_FAULT_ENCOUNTERED exceptions fromDataSessionControl methods.
ETSI STF 211 (Jerome Hatton)













636
CR 29.198-03 Rel-5 Addition of status of methods to interfaces in clause 6.3


ETSI STF211 (Peter Schmitting)







637
CR 29.198-03 Rel-5 Addition of status of methods to interfaces in clause 7.3


ETSI STF211 (Peter Schmitting)







638
CR 29.198-03 Rel-5 Addition of status of methods to interfaces in clause 8.3


ETSI STF211 (Peter Schmitting)







639
CR 29.198-04 Rel-5 Addition of status of methods to GCC interfaces


ETSI STF211 (Peter Schmitting)







640
CR 29.198-04 Rel-5 Addition of status of methods to MPCC interfaces


ETSI STF211 (Peter Schmitting)







641
CR 29.198-04 Rel-5 Addition of status of methods to MMCC interfaces


ETSI STF211 (Peter Schmitting)







642
Addition of status of methods to CCC interfaces


ETSI STF211 (Peter Schmitting)







643
CR 29.198-05 Rel-5 Addition of status of methods to UI interfaces


ETSI STF211 (Peter Schmitting)







644
CR 29.198-06 Rel-5 Addition of status of methods to Mobility interfaces


ETSI STF211 (Peter Schmitting)







645
CR 29.198-07 Rel-5 Addition of status of methods to Term Caps interfaces


ETSI STF211 (Peter Schmitting)







646
CR 29.198-08 Rel-5 Addition of status of methods to DSC interfaces


ETSI STF211 (Peter Schmitting)







647
Addition of status of methods to GMS interfaces


ETSI STF211 (Peter Schmitting)







648
CR 29.198-11 Rel-5 Addition of status of methods to AM interfaces


ETSI STF211 (Peter Schmitting)







649
CR 29.198-12 Rel-5 Addition of status of methods to Charging interfaces


ETSI STF211 (Peter Schmitting)







650
CR 29.198-03 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI







651
CR 29.198-04 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





652
CR 29.198-05 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





653
CR 29.198-06 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





654
CR 29.198-07 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





655
CR 29.198-08 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





656
Add text to Part 9 to clarify requirements on support of methods


Ultan Mulligan, ETSI





657
Add text to Part 10 to clarify requirements on support of methods


Ultan Mulligan, ETSI





658
CR 29.198-11 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





659
CR 29.198-12 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





660
CR 29.198-13 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





661
CR 29.198-14 Rel-5 Add text to clarify requirements on support of methods


Ultan Mulligan, ETSI





662
Draft OSA API ICS Document


ETSI STF 211







663
Overview of Draft OSA API Test Specifications


ETSI STF 211





664
Draft Framework Test Specification


ETSI STF 211





665
Draft Mobility Test Specification


ETSI STF 211





666
Draft Terminal Capability Test Specification


ETSI STF 211





667
Draft Data Session Control Test Specification


ETSI STF 211





668
Draft Generic Messaging Test Specification


ETSI STF 211





669
Draft Connectivity Manager Test Specifications


ETSI STF 211





670
Draft Account Management Test Specifications


ETSI STF 211





671
Draft Charging Test Specification


ETSI STF 211





702
CR 29.198-11 Rel-5 Permit multiple Notifications in Account Management
Ultan Mulligan, ETSI PTCC





8
Parlay opening plenary














9
OSA version 3 / Rel. 6






9.1
Requirements






9.1.1
Input from SA1






9.1.2
ETSI SPAR






9.1.3
Input from Policy Management Requirements WG






9.1.4
Input from PAM Requirements WG






9.1.5
Others






9.2
Balancing Up






9.3
Framework Information Model








591
Framework Information Model: a first analysis
Telecom Italia Lab (Corrado MOISO, Sergio TOGNON)



9.4
Others








593
Service Level Agreement (SLA) and Parlay/OSA: Analysis and open issues


EURESCOM P1110







594
Non-functional aspects and requirements related to Parlay/OSA products


EURESCOM P1110



11
Organizational aspects






11.1
Review of 3GPP OSA Work Plan






















11.2
3GPP OSA Work Item Description






11.3
further work on 12076






11.4
further work on 12075






11.5
other














12
Outgoing liaisons






















































13
Future meetings






















14
AOB














