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Introduction

Currently requirements exist in 3GPP (TS 22.127) for presence. The requirements for OSA to support presence feature is under discussion in SA1. This contribution is to identify the minimum subset of PAM to support the 3GPP requirements.

Discussion

Interfaces

It is proposed that the following interfaces from PAM specs be included as the minimum set for the requirements established for 3GPP.

· IpPAMIdentityPresence

· IpPAMAvailability

· IpPAMEventManagement

· IpPAMFramework

Mapping to requirements

Mapping to 3GPP requirements concepts

Presentity

Identity with the Identity Type Presentity

Watcher


Any application using the Event Management interface

Presence information
Presence attributes

Events for subscription

It is proposed that the following events be included in the minimum subset

PAM_CE_IDENTITY_PRESENCE_SET

PAM_CE_AVAILABILITY_CHANGED

Presence Attributes

It is proposed that the following attributes be fixed as initial presence attributes for the Identity Type Presentity and evolve as the requirements evolve

Subscriber Status


subscriberStatus

Network Status


networkStatus

Communication Means

communicationMeans

Contact Address


contactAddress

Subscriber Provided Location
locationFromSubscriber

Network provided location

locationFromNetwork

Priority



priority

Free Text


otherInfo

It is further proposed that the AvailabilityProfile returned by getAvailability() and the output attributes for the supported events contain exactly these attributes.

Missing methods

The current set of interfaces do not provide for the following features in the requirements:

1. Accessing a list of watchers

Propose drafting a getRegistrationList() method in Event Management Interface

2. Explicit access control management

Propose drafting a separate interface for access control management to specify access control lists for various types of access.

3. Subscription verification

Propose drafting an application interface for querying the client to enable a watcher subscription as part of the event management service.

