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Introduction

One of the new requirements for OSA Release 5 is the Retrieval of Network Capabilities. An outgoing Liaison Statement was sent to 3GPP SA1 requesting clarification on this requirement (Liaison Statement on Retrieval of Network Capabilities Requirement N5-011172).

A reply has been submitted to this meeting in S2-020298. An abstract from that LS:

As users may roam in networks that may not have the same capabilities as those supported and advertised by the home network, an application may need to alter its behavior (e.g. to offer a degraded service) depending on the differences that exist between the home and visited network capabilities. The requirement is to have the ability for an application to ask about the capabilities supported in the visited network. 

A CR has been drafted by 3GPP SA1 OSA Ad-Hoc to the 3GPP OSA requirements document TS 22.127 v5.2.0. Although the SA1 OSA sub-working group points out that the CR is pending SA1 plenary approval, this paper attempts to provide an initial draft of a possible Network Capabilities SCF. The intention of such an initial proposal is to kick-off the discussions in order to ensure completion of this SCF in the Release 5 timeframe.

Lucent Technologies would like to kindly request the Joint API Group to discuss the initial proposal presented in this paper.

Detailed Discussion

There are a couple of approaches (not exhaustive) that are explored in this paper

· An exception can be added to indicate the fact that the requested functionality is not supported or available, because of a change in network capabilities due to roaming, e.g. P_NOT_AVAILABLE_ROAMING. If this exception is thrown, the client application can actively request the retrieval of the network capabilities and adjust its behaviour accordingly. The issue with this approach is that exceptions usually indicate major errors (system failure), or software bugs (index out of range, null pointer). Therefore exceptions may not be well suited in this case, as roaming is a normal sunny day scenario, not indication of an error.

· Another approach is to use a specific error response code that is returned for many if not all of the methods for which the network capabilities are specifically important and relevant. For example the routeErr() method is invoked on IpAppCallLeg, where the parameter errorIndication.ErrorType of type TpCallError.TpCallErrorType has new enumeration value P_CALL_ERROR_UNAVAILABLE_ROAMING. The issue with this approach is that the cause of a particular response code is not always fully deducible from that code (and may be for some temporary loss of capability rather than the nature of the network changing through roaming).
· A third approach is to use a triggering mechanism. The application is receives a report containing the network capabilities triggered by a change in these network capabilities. The issue with this approach is that the client application should not need to instinctively know that a user is roaming.
Possible Interface

The following sections contain a more detailed proposal of how such an interface could possibly look like. It is presented here to give an indication, and to get the discussions going. Specific details are less important.

1
Network Capabilities Interface Classes

The Network Capabilities SCF enables the application to retrieve the capabilities of the Visited Network where a specified user has roamed.  As users may roam in networks that may not have the same capabilities as those supported and advertised by the home network, an application may need to alter its behaviour (e.g. to offer a degraded service) depending on the differences that exist between the home and visited network capabilities. The Network Capabilities service provides a SCF interface that is called IpNetworkCapabilities.

1.1 Interface Class IpNetworkCapabilities 

Inherits from: IpInterface.
The Network Capabilities SCF interface IpNetworkCapabilities contains the asynchronous method retrieveNetworkCapabilitiesReq. The application has to provide the subscriberIdentity as input to this method.

	<<Interface>>

IpNetworkCapabilities

	

	retrieveNetworkCapabilitiesReq (appNetworkCap : in IpAppNetworkCapabilitiesRef, subscriberIdentites : in TpAddressSet) : TpAssignmentID

triggeredNetworkCapabilitiesReportingStartReq (appNetworkCap : in IpAppNetworkCapabilitiesRef, subscriberIdentities: in TpAddressSet, trigger : in TpNetworkCapTrigger) : TpAssignmentID

triggeredNetworkCapabilitiesReportingStop (stopRequest : in TpNetworkCapStopAssignmentData) : void




Method

retrieveNetworkCapabilitiesReq()

This method is used by an application to request the capabilities of a Visited PLMN a subscriber has roamed to. Direction: Application to Network.

Parameters

appLocation : in IpAppUserLocationRef

Specifies the application interface for callbacks from the Network Capabilities service.

subscriberIdentities : in TpAddressSet

Identifies the subscriber(s) for which the network capabilities shall be reported.
Returns

TpAssignmentID

Specifies the assignment ID of the network capabilities retrieval request. 

Raises

TpCommonExceptions, P_INVALID_ADDRESS, P_UNSUPPORTED_ADDRESS_PLAN
Method

triggeredNetworkCapabilitiesReportingStartReq()

This method is used to request for the retrieval of a network capabilities report, triggered by a change in network capabilities.

Parameters

appNetworkCap : in IpAppNetworkCapabilitiesRef

Specifies the application interface for callbacks from the Network Capabilities service.
subscriberIdentities : in TpAddressSet

Specifies the subscriber(s) for which the network capabilities shall be reported.
trigger : in TpNetworkCapTrigger

Specifies the trigger conditions.
Returns

TpAssignmentID

Specifies the assignment ID of the triggered network capabilities reporting request.

Raises

TpCommonExceptions,P_UNKNOWN_SUBSCRIBER,P_APPLICATION_NOT_ACTIVATED,P_INFORMATION_NOT_AVAILABLE
Method

triggeredNetworkCapabilitiesReportingStop()

Request that triggered network capabilities reporting should stop.

Parameters

stopRequest : in TpNetworkCapStopAssignmentData

Specifies how the assignment shall be stopped, i.e. if whole or just parts of the assignment should be stopped.
Raises

TpCommonExceptions, P_INVALID_ASSIGNMENT_ID

	<<Interface>>

IpAppNetworkCapabilities

	

	retrieveNetworkCapabilitiesRes (assignmentID : in TpAssignmentID, networkCapabilities: in TpNetworkCapabilities) : void

retrieveNetworkCapabilitiesErr (assignmentID : in TpAssignmentID, networkCapabilitiesError: in TpNetworkCapError) : void

triggeredNetworkCapabilitiesReport (assignmentId : in TpAssignmentID, networkCapabilities: in TpNetworkCapabilities) : void

triggeredNetworkCapabilitiesReportErr (assignmentId : in TpAssignmentID, networkCapabilitiesError: in TpNetworkCapError) : void


Method

retrieveNetworkCapabilitiesRes()

This method is used by the Network Capabilities SCF to return the capabilities of a Visited PLMN a subscriber has roamed to. Direction: Network to Application.

Parameters

assignmentID : in TpAssignmentID

Specifies the assignment ID of the network capabilities retrieval request.

networkCapabilities : in TpNetworkCapabilities

The capabilities of the network currently serving the subscriber.
Method

retrieveNetworkCapabilitiesErr()

This method is used by the network capabilities SCF to indicate that the network capabilities retrieval request has failed. Direction: Network to Application.

Parameters

assignmentID : in TpAssignmentID

Specifies the assignment ID of the network capabilities retrieval request.

networkCapabilitiesError : in TpNetworkCapError

Specifies the error that occurred with the request.

Method

triggeredNetworkCapabilitiesReport()

Delivery of a report that is indicating that the network capabilities of the network currently serving the subscriber have changed, or that the subscriber has roamed to another network with different capabilities. 

Parameters

assignmentId : in TpAssignmentID

Specifies the assignment ID of the triggered network capabilities reporting request.
networkCapabilities : in TpNetworkCapabilities

Specifies the capabilities of the network currently serving the subscriber.
Method

triggeredLocationReportErr()

This method indicates that a requested network capabilities report has failed. Note that errors only concerning individual users are reported in the ordinary triggeredNetworkCapabilitiesReport() message. 

Parameters

assignmentId : in TpAssignmentID

Specifies the assignment ID of the failed triggered network capabilities reporting start request.
networkCapabilitiesError : in TpNetworkCapError

Specifies the error that led to the failure.
2 Network Capabilities Data Definitions

The constants and types defined in the following clauses are defined in the org.osa.netwcap package.

TpNetworkCapabilities

This data type is a Sequence_of_Data_Elements that describes the network capabilities. It is a structured type that consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	Status
	TpNetworkCapError
	Status code for the network capabilities report

	SubscriberID
	TpAddress
	Subscriber identity

	NetworkName
	TpString
	Name of the network, if available.

	AvailableToolkits
	TpToolkitSet
	Specifies the available network toolkits, including level of support

	SupportedNetworkAccess
	TpNetworkAccessTypeSet
	Specifies the supported network access

	TimeStamp
	TpDateAndTime
	Timestamp indication when the request was processed


TpToolkit

This data type is a Sequence_of_Data_Elements that describes the toolkit. It is a structured type that consists of:

	Sequence Element

Name
	Sequence Element

Type
	Documentation

	ToolkitType
	TpToolkitType
	Specifies the type of toolkit

	ToolkitVersion
	TpString
	Specifies the toolkit version


TpToolkitSet

Defines a Numbered Set of Data Elements of TpToolkit.

TpToolkitType

Defines the type of toolkit

	Name
	Value
	Description

	P_NC_TOOLKIT_UNDEFINED
	0
	Toolkit undefined

	P_NC_TOOLKIT_CAMEL
	1
	CAMEL toolkit

	P_NC_TOOLKIT_OSA
	2
	OSA toolkit

	P_NC_TOOLKIT_MEXE
	3
	MExE toolkit

	P_NC_TOOLKIT_
	4
	


TpNetworkAccessType

Defines the type of network access.

	Name
	Value
	Description

	P_NC_NETWORK_ACCESS_TYPE_UNDEFINED
	0
	Network access type undefined

	P_NC_NETWORK_ACCESS_TYPE_CS
	1
	Circuit Switched access

	P_NC_NETWORK_ACCESS_TYPE_GPRS
	2
	General Packet Radio System access

	P_NC_NETWORK_ACCESS_TYPE_IMS
	3
	IP Multimedia Subsystem access

	P_NC_NETWORK_ACCESS_TYPE_
	4
	


TpNetworkAccessTypeSet

Defines a Numbered Set of Data Elements of TpNetworkAccessType.

TpNetworkCapError

Defines an error that is reported by the Network Capabilities SCF.

	Name
	Value
	Description

	P_NC_ERROR_UNDEFINED
	0
	Undefined.

	P_NC_OK
	1
	No error occurred while processing the request.

	P_NC_UNKNOWN_SUBSCRIBER
	2
	The request can not be handled because the subscriber address specified is unknown.

	P_NC_SYSTEM_FAILURE
	3
	System failure.

The request cannot be handled because of a general problem in the network capabilities service or the underlying network.

	P_NC_ROAMING_NOT_ALLOWED
	4
	There is no network capabilities support in the VPLMN because roaming is not allowed for this subscriber.

	P_NC_SUBSCRIBER_NOT_ROAMING
	5
	The network capabilities of the VPLMN are not available because the subscriber is in the home network.


TpNetworkCapStopAssignmentData

Defines the Sequence of Data Elements that specify a request to stop whole or parts of an assignment. Assignments are used for triggered reporting of network capabilities of the network currently serving the subscriber.

Note that the parameter ‘Users’ is optional. If the parameter ‘StopScope’ is set to P_M_ALL_IN_ASSIGNMENT the parameter ‘Users’ is undefined. If the parameter 'StopScope' is set to P_M_SPECIFIED_USERS, then the assignment shall be stopped only for those users specified in the ‘Users’ list.

	Sequence Element Name
	Sequence Element Type
	Description

	AssignmentId
	TpAssignmentID
	Identity of the session that shall be stopped. 

	StopScope
	TpNetworkCapStopScope
	Specify if only a part of the assignment or if all the assignment shall be stopped. 

	Users
	TpAddressSet
	Optional parameter describing which subscribers a stop request is addressing, when only a part of an assignment is to be stopped. 


TpNetworkCapStopScope

This enumeration is used in requests to stop network capabilities reports that are sent from a Network Capabilities service to an application. 

	Name
	Value
	Description

	P_NC_ALL_IN_ASSIGNMENT
	0
	The request concerns all subscribers in an assignment.

	P_NC_SPECIFIED_USERS
	1
	The request concerns only the subscribers that are explicitly specified in a list.


TpNetworkCapTrigger

Defines the Sequence of Data Elements that specify the criteria for a triggered network capabilities report to be generated.

	Sequence Element Name
	Sequence Element Type
	Description

	ChangeNetwork
	TpBoolean
	Generate network capabilities report, when a the subscriber changes networks. 

	ChangeCountry
	TpBoolean
	Generate network capabilities report, when a the subscriber changes networks between countries.

	ChangeToolkit
	TpBoolean
	Generate network capabilities report, when a the subscriber changes networks and the available toolkits change.

	ChangeAccessType
	TpBoolean
	Generate network capabilities report, when a the subscriber changes networks and the supported access types change.


3 Exception Classes

The following are the list of exception classes, which are used in this interface of the API.

	Name
	Description

	
	


Each exception class contains the following structure:

	Structure Element Name
	Structure Element Type
	Structure Element Description

	ExtraInformation
	TpString
	Carries extra information to help identify the source of the exception, e.g. a parameter name


