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Other 
comments:


(i) Add a statement  to Clause 4 about  the state of the Gs interface when tunneling of signalling messages is performed between an MS and a non-GSM MSC/VLR 

4
Description of the association between a VLR and an SGSN

The Gs interface connects the databases in the MSC/VLR and the SGSN. The procedures described in this technical specification are used to co-ordinate the location information of MSs that are IMSI attached to both GPRS and non-GPRS services. The Gs interface is also used to convey some circuit switched related procedures via the SGSN.

The basis for the interworking between a VLR and an SGSN is the existence of an association between those entities per MS. An association consists of the SGSN storing the number of the VLR serving the MS for circuit switched services and the VLR storing the number of the SGSN serving the MS for packet switched services. The association is only applicable to  MSs in class-A mode of operation and MSs in class-B mode of operation.

All the messages described in this TS use the SCCP class 0 connectionless service.

When the return option in SCCP is used and the sender receives an N_NOTICE indication from SCCP, the sending entity shall report to the Operation and Maintenance system (see ITU-T Q.714).

The behaviour of the VLR and the SGSN entities related to the Gs interface are defined by the state of the association for an MS. Individual states per association, i.e. per MS in class-A mode of operation and MS in class-B mode of operation, are held at both the VLR and the SGSN.

The specific state model of the Gs interface association at SGSNs and non-GSM MSC/VLRs is dependent on the specific non-GSM technology using the TOM protocol layer (see GSM 04.64).
(ii) Add a separate clause on tunneling non-GSM signalling

X
Procedures for Tunnelling Non-GSM Signalling

This procedure is used to tunnel non-GSM signalling messages between an MS and a non-GSM MSC/VLR

X.1
Procedures in the non-GSM MSC/VLR

When the non-GSM MSC/VLR has a message to be tunneled to an MS, whose Gs state is not Gs-NULL, it shall send a BSSAP+-DOWNLINK-TUNNEL-REQUEST message to the SGSN associated with the MS. If LLC ciphering is required, the cipher request field E shall be set to 1. The Tunnel Priority field for the payload shall be set as required. Modification of Gs state is technology dependent. On receiving a BSSAP+-UPLINK-TUNNEL-REQUEST message from an SGSN, the action taken by the non-GSM MSC/VLR is technology dependent.

X.2
Procedures in the SGSN

A message received by the SGSN from an MS or sent by the SGSN to the MS on one of the Tunneling of  Messages (TOM) LLC SAPs is called a TOM Protocol Envelope (see GSM 04.64). The TOM Protocol Envelope is composed of the TOM Protocol Header immediately followed by a Message Capsule.

Upon receipt of a TOM Protocol Envelope with a TOM Protocol Header indicating the presence of one or more non-GSM signalling messages, the SGSN shall determine the non-GSM MSC/VLR to which the Message Capsule in the TOM Protocol Envelope shall be forwarded. The SGSN shall make this determination based upon the RAI of the MS, the TOM Protocol Discriminator field in the TOM Protocol Header, and TOM Protocol Discriminator specific information in the remaining octets (if any) in the TOM Protocol Header. The SGSN shall then forward a BSSAP+-UPLINK-TUNNEL-REQUEST message to the selected non-GSM MSC/VLR with the received Message Capsule in the Tunnel Payload field. The Protocol Discriminator field in the BSSAP+-UPLINK-TUNNEL-REQUEST message shall be set based on the TOM Protocol Discriminator in the TOM Protocol Envelope. Tunnel Priority field in the BSSAP+-UPLINK-TUNNEL-REQUEST message shall be set based on the LLC SAP on which the TOM Protocol Envelope was received. The E field shall be set to 1 if the TOM Protocol Envelope was received by the LLC in ciphered form, otherwise it shall be set to 0. Modification of the Gs state corresponding to the MS is TOM Protocol Discriminator specific.
Upon receipt of a BSSAP+-DOWNLINK-TUNNEL-REQUEST message from a non-GSM MSC/VLR, the SGSN shall construct a TOM Protocol Envelope by mapping the Tunnel Payload field to the Message Capsule portion of the TOM Protocol Envelope. The TOM Protocol Header shall be constructed based on the Protocol Discriminator in the BSSAP+-DOWNLINK-TUNNEL-REQUEST message. The SGSN shall then send the TOM Protocol Envelope to the MS on a specific LLC SAP. That LLC SAP shall be determined by the Tunnel Priority field in the BSSAP+-DOWNLINK-TUNNEL-REQUEST message. LLC ciphering shall be enabled or disabled based upon the value of the E field in this message. If the SGSN is unable to send the TOM Protocol Envelope to the indicated MS for any reason (including the inability to accommodate the ciphering request as indicated in the BSSAP+-DOWNLINK-TUNNEL-REQUEST message), it shall send a BSSAP+-MOBILE-STATUS message to the non-GSM MSC/VLR with an appropriate Gs cause code.

The association between the LLC SAPs and the Tunnel Priority shall be as in the following table:

Table X.1 : Association between Tunnel Priority and LLC SAPs

Tunnel Priority
LLC SAP

00
TOM2HPM

01
Not defined

10
TOM8 

11
Not defined

(iii) Add the following two sub-clauses in clause 17.1:

17.1.X
BSSAP+-DOWNLINK-TUNNEL-REQUEST message

This message is sent from the non-GSM MSC/VLR to the SGSN to convey a tunneling payload to the MS identified by the specified IMSI.

Table 17.1.x/GSM 09.18: BSSAP+-DOWNLINK-TUNNEL-REQUEST message content 

Information Element
Type/Reference
Presence
Format
Length

Message type
Message type
18.2
M
V
1

IMSI
IMSI
18.4.9
M
TLV
6-10

VLR number
VLR number
18.4.23
M
TLV
5-11

Downlink Tunnel Payload Control and Info
Downlink Tunnel Payload Control and Info

18.4.x
M
TLV
3 - x

17.1.X
BSSAP+-UPLINK-TUNNEL-REQUEST message

This message is sent from the SGSN to the non-GSM MSC/VLR to convey the tunneling payload received from the MS identified by the specified IMSI.

Table 17.1.x/GSM 09.18: BSSAP+-UPLINK-TUNNEL-REQUEST message content 

Information Element
Type/Reference
Presence
Format
Length

Message type
Message type
18.2
M
V
1

IMSI
IMSI
18.4.9
M
TLV
6-10

VLR number
VLR number
18.4.23
M
TLV
5-11

Uplink Tunnel Payload Control and Info
Uplink Tunnel Payload Control and Info

18.4.x
M
TLV
3 - x

(iv) In sub-clause 18.2, add two new Message Types for tunnel messages:

18.2
Message type

Message type uniquely identifies the message being sent. It is a single octet element, mandatory in all messages.
Table 18.2/GSM 09.18: Message type information element


8 7 6 5 4 3 2 1
Message type
Reference


0 0 0 0 0 0 0 0
Unassigned: treated as an unknown Message type.
18&16


0 0 0 0 0 0 0 1
BSSAP+-PAGING-REQUEST
17.1.18


0 0 0 0 0 0 1 0
BSSAP+-PAGING-REJECT
17.1.17


0 0 0 0 0 0 1 1


to

0 0 0 0 0 1 1 0
          







Unassigned: treated as an unknown Message type.
18&16

          0 0 0 0 0 1 1 1
BSSAP+-DOWNLINK-TUNNEL-REQUEST
17.1.x

          0 0 0 0 1 0 0 0
BSSAP+-UPLINK-TUNNEL-REQUEST
17.1.x


0 0 0 0 1 0 0 1
BSSAP+-LOCATION-UPDATE-REQUEST
17.1.10


0 0 0 0 1 0 1 0
BSSAP+-LOCATION-UPDATE-ACCEPT
17.1.8


0 0 0 0 1 0 1 1
BSSAP+-LOCATION-UPDATE-REJECT
17.1.9


0 0 0 0 1 1 0 0
BSSAP+-TMSI-REALLOCATION-COMPLETE
17.1.21


0 0 0 0 1 1 0 1
BSSAP+-ALERT-REQUEST
17.1.3


0 0 0 0 1 1 1 0
BSSAP+-ALERT-ACK
17.1.1


0 0 0 0 1 1 1 1
BSSAP+-ALERT-REJECT
17.1.2


0 0 0 1 0 0 0 0
BSSAP+-MS-ACTIVITY-INDICATION
17.1.13


0 0 0 1 0 0 0 1
BSSAP+-GPRS-DETACH-INDICATION
17.1.5


0 0 0 1 0 0 1 0
BSSAP+-GPRS-DETACH-ACK
17.1.4


0 0 0 1 0 0 1 1
BSSAP+-IMSI-DETACH-INDICATION
17.1.7


0 0 0 1 0 1 0 0
BSSAP+-IMSI-DETACH-ACK
17.1.6


0 0 0 1 0 1 0 1
BSSAP+-RESET-INDICATION
17.1.20


0 0 0 1 0 1 1 0
BSSAP+-RESET-ACK
17.1.19


0 0 0 1 0 1 1 1
BSSAP+-MS-INFORMATION-REQUEST
17.1.14


0 0 0 1 1 0 0 0
BSSAP+-MS-INFORMATION-RESPONSE
17.1.15


0 0 0 1 1 0 0 1
Unassigned: treated as an unknown Message type.
18&16


0 0 0 1 1 0 1 0
BSSAP+-MM-INFORMATION-REQUEST
17.1.11


0 0 0 1 1 1 0 1
BSSAP+-MOBILE-STATUS
17.1.12


0 0 0 1 1 1 1 0
Unassigned: treated as an unknown Message type.
18&16


0 0 0 1 1 1 1 1
BSSAP+-MS-UNREACHABLE
17.1.16

(v) In sub-clause 18.3, add two new IEIs:

18.3
Information Element Identifiers

The next list shows the coding of the Information Element Identifiers used in this specification.

Table 18.3/GSM 09.18: Information Element Identifier coding


8 7 6 5 4 3 2 1
Information element
Reference


0 0 0 0 0 0 0 1
IMSI
18.4.9


0 0 0 0 0 0 1 0
VLR number 
18.4.23


0 0 0 0 0 0 1 1
TMSI
18.4.22


0 0 0 0 0 1 0 0
Location area identifier
18.4.13


0 0 0 0 0 1 0 1
Channel Needed 
18.4.2


0 0 0 0 0 1 1 0
eMLPP Priority
18.4.3


0 0 0 0 0 1 1 1
Unassigned: treated as an unknown IEI.
18&16


0 0 0 0 1 0 0 0
Gs cause
18.4.6


0 0 0 0 1 0 0 1
SGSN number
18.4.21


0 0 0 0 1 0 1 0
GPRS location update type
18.4.5


0 0 0 0 1 0 1 1
Unassigned: treated as an unknown IEI.
18&16


0 0 0 0 1 1 0 0
Unassigned: treated as an unknown IEI.
18&16


0 0 0 0 1 1 0 1
Mobile station classmark 1
18.4.17


0 0 0 0 1 1 1 0
Mobile identity
18.4.16


0 0 0 0 1 1 1 1
Reject cause
18.4.20


0 0 0 1 0 0 0 0
IMSI detach from GPRS service type
18.4.10


0 0 0 1 0 0 0 1
IMSI detach from non-GPRS service type
18.4.11


0 0 0 1 0 0 1 0
Information requested
18.4.12


0 0 0 1 0 0 1 1
PTMSI
18.4.19


0 0 0 1 0 1 0 0
IMEI
18.4.7


0 0 0 1 0 1 0 1
IMEISV
18.4.8


0 0 0 1 0 1 1 0
Unassigned: treated as an unknown IEI.
18&16


0 0 0 1 0 1 1 1
MM information
18.4.15


0 0 0 1 1 0 0 0
Cell Global Identity
18.4.1


0 0 0 1 1 0 0 1
Location information age
18.4.14


0 0 0 1 1 0 1 0
Mobile station state
18.4.18


0 0 0 1 1 0 1 1
Erroneous message
18.4.4


0 0 0 1 1 1 0 0
Downlink Tunnel Payload Control and Info
18.4.x


0 0 0 1 1 1 0 1
Uplink Tunnel Payload Control and Info
18.4.x


0 0 0 1 1 1 1 0   

               

to


1 1 1 1 1 1 1 1  
Unassigned: treated as an unknown IEI.


    
  18&16

 (vi) In sub-clause 18.4.6, add a new Gs cause value to indicate the  inability of the SGSN to accommodate the ciphering request from the non-GSM MSC/VLR

18.4.6
Gs cause

The purpose of the value part of the Gs Cause information element is to indicate an error to the receiving entity. This could be a protocol data error or to indicate to the VLR the reason why a paging procedure could not be performed.


8
7
6
5
4
3
2
1

Octet 1
IEI

Octet 2
Length indicator 

Octet 3
Gs Cause value

Figure 18.4.6/GSM 09.18: Gs Cause IE 

Table 18.4.6/GSM 09.18: Gs Cause IE value part


Gs Cause value   (octet 3)



Bits


8 7 6 5 4 3 2 1


0 0 0 0 0 0 0 0
Normal, unspecified in this version of the protocol.

0 0 0 0 0 0 0 1
IMSI detached for GPRS services 


0 0 0 0 0 0 1 0
IMSI detached for GPRS and non-GPRS services


0 0 0 0 0 0 1 1
IMSI unknown


0 0 0 0 0 1 0 0
IMSI detached for non-GPRS services


0 0 0 0 0 1 0 1
IMSI implicitly detached for non-GPRS services


0 0 0 0 0 1 1 0
MS unreachable


0 0 0 0 0 1 1 1
Message not compatible with the protocol state


0 0 0 0 1 0 0 0
Missing mandatory information element


0 0 0 0 1 0 0 1
Invalid mandatory information


0 0 0 0 1 0 1 0
Conditional IE error


0 0 0 0 1 0 1 1
Semantically incorrect message


0 0 0 0 1 1 0 0
Message unknown


0 0 0 0 1 1 0 1
Address error
               0 0 0 0 1 1 1 0     Ciphering Request cannot be accomodated

0 0 0 0 1 1 1 1


to
Normal, unspecified in this version of the protocol
 1 1 1 1 1 1 1 1

NOTE: 
‘Normal, unspecified’ has the same meaning than in GSM 04.08, informative Annex H (GSM specific cause values for call control). It is used to report a normal event, and should not be interpreted as syntactically incorrect nor unknown if received.

(vii) In sub-clause 18.4, add two new information elements needed for tunneling 

18.4.X
Downlink Tunnel Payload Control and Info

This information element is used to convey the payload of octets to be delivered to the identified mobile.

8
7
6
5
4
3
2
1

octet 1
IEI

octet 2
Length Indicator (n)

Octet 3
Rsvd
Protocol Discriminator
E
Tunnel Priority

octet 4-n + 1
Tunnel Payload

Figure 18.4.X/GSM 09.18: Downlink Tunnel Payload Control and Info IE

Rsvd: reserved for future use. This field shall be set to 0.

Protocol Discriminator - identifies the protocol using tunnelling of non-GSM signalling.

E: Cipher Request - when set to 1 indicates that the SGSN shall cipher the payload, when set to 0 indicates that the SGSN shall not cipher the payload.

Tunnel Priority: Indicates the priority of the Tunnel Payload, 00 is top most priority and 11 is lowest priority.

18.4.X
Uplink Tunnel Payload Control and Info

This information element is used to convey the payload of octets received from the mobile to the appropriate non-GSM MSC/VLR.

8
7
6
5
4
3
2
1

octet 1
IEI

octet 2
Length Indicator (n)

Octet 3
rsvd
Protocol Discriminator
E
Tunnel Priority

octet 4-n + 1
Tunnel Payload

Figure 18.4.X/GSM 09.18: Uplink Tunnel Payload Control and Info IE

Rsvd: reserved for future use. This field shall be set to 0.

Protocol Discriminator - identifies the protocol using tunnelling of non-GSM signalling.

E: Cipher Mode - when set to 1 indicates that the SGSN received the payload in a ciphered form.

Tunnel Priority: Indicates the priority of the Tunnel Payload, 00 is top most priority and 11 is lowest priority.


1

