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532 Watcher

5321 General

A watcher is an entity that is subscribed or requests presence information about a presentity from the PS.

In addition to the procedures specified in subclause 5.3.2, the watcher shall support the procedures specified in
3GPP TS 24.229 [9] appropriate to the functional entity in which the watcher isimplemented.

5.3.2.2 Subscription for presence information state changes and notification
acceptance

When the watcher application intends to subscribe for presence information state changes of a presentity, it shall
generate a SUBSCRIBE request in accordance with RFC 3265 [19] and draft-ietf-simple-presence-10 [27].

The watcher application shall implement the " application/pidf+xml™ content type as described in
draft-ietf-impp-cpim-pidf-08 [21] together with the PIDF extensions defined in draft-ietf-simple-rpid-03 [26].

The watcher application may implement the PIDF extensions defined in draft-ietf-simple-cipid-01 [32].

The watcher application shall implement draft-ietf-simple- prescaps-ext-00 [25] if it wants to make use of SIP user
agent capabilities extensions included in the presence document. The extension may be used by the watcher application
for interpreting the type of the service described by the presence tuple.

The watcher application may include filters in the body of the SUBSCRIBE request in accordance with draft-ietf-
simple-filter-format-00 [30] and draft-ietf-simple-event-filter-funct-00 [31].

The watcher application may indicate its support for partial notification using the Accept header field in accordance
with draft-ietf-simple-partial-notify-01 [24].

The watcher application shall interpret the received presence information according to the following:

a) atuple including a <contact-type> element as defined in draft-ietf-simple-rpid-03 [26] with the value
"presentity” means general information about the presentity;

b) atuple including a <relationship> element and <contact-type> element with the value "presentity" as defined in
draft-ietf-simple-rpid-03 [26] means information about an alternate contact to the presentity;

¢) atupleincluding a <contact-type> element as defined in draft-ietf-simple-rpid-03 [26] with the value "service"
means communication mean specific information. The communication mean described by the tuple is deduced
from the URI scheme of the contact address information present in the <contact> element as defined in
draft-ietf-impp-cpim-pidf-08 [21]. If the URI scheme of the contact address information provides ambiguous
information about the communication means, the watcher application shall further examine other elements of the
tuple to decide the communication mean. Such elements can be the <methods> element, any of the different
media type specific elements as defined in draft-ietf-simple-prescaps-ext-00 [25], or the <relationship> element
as defined in draft-ietf-simple-rpid-03 [26].

CR page 3



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 4

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this
version of the specification.
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5.3.1 Presence User Agent (PUA)

5.3.1.1 General
A PUA isan entity that provides presence information to a PS.

In addition to the procedures specified in subclause 5.3.1, the PUA shall support the procedures specified in
3GPP TS 24.229 [9] appropriate to the functional entity in which the PUA isimplemented.

Editor's Note: There isaneed for amechanismto let the IM S network and/or PS control the rate at which PUAS
generate PUBLISH requests. Unless referenced | ETF specifications provide support for implementation
of thiskind of control, such a mechanism or guidance on max rates must be identified and described here.

5.3.1.2 Publication of presence information

When the PUA intends to publish its own view of the presentity's presence information it shall generate a PUBLISH
request by acting as an Event Publication Agent (EPA) in accordance with draft-ietf-sip-publish-03 [23].

The PUA shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [21]
together with the Presence Information Data Format (PIDF) extensions defined in draft-ietf-simple-rpid-03 [26].

The PUA may implement the PIDF extensions defined in draft-ietf-simple-cipid-01 [32].

The PUA may implement location information according to the format defined in draft-ietf-geopriv-pidf-lo-01 [37].

NOTE 1: The categorization of presence attributes to generic information attributes and communication address
specific attributes is done using the <contact-type> element. The value of the <contact-type> element
categorizes the content of the tuple in such a way that the value "presentity” denotes general information
about the presentity and the value "service" denotes the communication mean specific information. The
presence document consists of one or more tuples describing the presentity related information and one or
more tuples describing information about different communication means.

CR page 3
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The PUA shall implement draft-ietf-simple-prescaps-ext-00 [25] if it wants to make use of SIP user agent capabilitiesin
the presence document. The extension may be used for describing the type of the service described by the presence
tuple.

The PUA may indicate its support for partial publishing by including the "application/pidf-partial +xml" content type as
described in draft-ietf-simple-partial -pidf-format-00 [38]. The initial PUBLISH request shall contain the full
publication, where the state attribute is set to value "full™.

On successful response from the PS, the PUA in subsequent PUBLISH requests shall generate partial publications,
where the state attribute is set to value 'partial.

If the PUA receives a 415 (Unsupported Media Type) response to the PUBLISH request with "application/pidf+xml™ in
the Accept header field, the PUA shall send a PUBLISH request including the "application/pidf+xml".content type.

Editor's Note: The above procedures on partial publishing will be replaced by referencesto the IETF
draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF.

The PUA shall update the presence information, either 600 s before the publication expiration time if the publication
period indicated from the PS in the response to the PUBLISH request was for greater than 1 200 s, or when half of the
time has expired if the publication period was for 1 200 s or less, unless the UE has determined that an update to the
presence information is not required.

CR page 4
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When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall
publish atuple for every value it intends to show, all including a different value of the same presence attribute. The
PUA shall label different information with different value of the <class> element in every published tuple as defined in
draft-ietf-simple-rpid-03 [26]. The PUA shall also authorize different tuplesto different watchers or watcher groups by
mani pulating the subscription authorization policy as defined in subclause 6.3.1.2.

5.3.1.3 Mapping of presence attributes

The eXtensible Markup Language (XM L) Schema Definition of the "application/pidf+xml" format or the
" application/pidf-partial+xml" format cover the definition of the 3GPP subscriber's presence attributes and the PUA
shall perform the following mapping:

- the communication address (containing communication means, status and contact address) attribute and the
priority attribute are represented by a <tuple> element including a basic <status> element and one or more
<contact> elements containing a priority attribute as defined in draft-ietf-impp-cpim-pidf-08 [21].

The PUA represents the subscriber's status by including a <contact-type> element defined in
draft-ietf-simple-rpid-03 [26] with the value "presentity” and a basic <status> element defined in
draft-ietf-impp-cpim-pidf-08 [21]. In order to express more granularity in values, <activity> and <privacy>
elements both defined in draft-ietf-simple-rpid-03 [26] can be used inside the <status> elements. Further PIDF
extensions as defined in draft-ietf-simple-cipid-01 [32] can also be used.

In case of including multiple presentity related tuples in the presence document, all the presentity related tuples
except one contains information about an alternate contact related to the presentity; the type of the alternate
contact shall be indicated using the <relationship> element defined in draft-ietf-simple-rpid-03 [26];

NOTE 1. draft-ietf-simple-rpid-03 [26] defines also other values of the <contact-type> element. Those values can
be used to create additional categories.

- thetext attribute is represented by the <note> element as defined in draft-ietf-impp-cpim-pidf-08 [21]; and

- thelocation attribute is represented by the elements defined in draft-ietf-geopriv-pidf-lo-01 [37] and the
<placetype> element defined in draft-ietf-simple-rpid-03 [26].

NOTE 2: Only information el ements relevant for the application is included in the PUBLISH request. Attributes not
relevant or available (e.g. the text attribute or the location attribute) are omitted.

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this
version of the specification.

5314 Storing presence attributes by multipart/related or content indirection

The PUA shall implement the "multipart/related” content type as described in RFC 2387 [14] if it wants to aggregate
other Multipurpose Internet Mail Extensions (MIME) objects with the "application/pidf+xml" content type.

When a presence attribute has a value of aMIME object, the PUA shall either:

a) publish the presence document and the MIME object utilizing the "multipart/related" content-type in the
PUBLISH request; or

b) make use of content indirection.

When the PUA decides to use the content indirection mechanism for publishing aninitial or modified value of a
presence attribute the PUA shall follow the following procedure:

a) either storethe MIME object behind an HTTP URI on the PS or ensure that the MIME object and aHTTP URL
pointing to that MIME object already exists on the PS;

CR page 5
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b) usethe "multipart/related" content type as described in RFC 2387 [14] with the content indirection mechanism
as specified in draft-ietf-sip-content-indirect-mech-03 [40] for the publication of presence information format as
follows:

- _setaCID URI referencing to other MIME multipart body which contains the content indirection information
as the value of the XML element whose value is delivered as an indirect content;

- include the presence document of the format "application/pidf+xml" or " application/pidf-partial+xml" in the
root of the body of the "multipart/related” content;

- specify the part having information about the MIME object by using the "message/external-body" content
type, defining the HTTP URI, versioning information and other information about the MIME object as
described in draft-ietf-sip-content-indirect-mech-03 [40].

NOTE 1: The versioning information is used for determining whether or not the MIME object indirectly referenced
by a URI has changed or not;

When storing a MIME object on the PS the PUA shall:

a) construct as many HTTP URIs as many objects to be stored; and

b) formulate every HTTP URI according to a predefined directory structure.

NOTE 2. The PUA hastheroot directory for storing the MIME objects on the PS preconfigured.

NOTE 3: The PUA needs to store the MIME objects on the PS behind the HTTP URI(s) created previously using
standard HTTP procedures as defined in RFC 2616 [15].

5.3.1.53 Subscription for the watcher information event template package

Upon activation of the presence service, the PUA application shall subscribe for the watcher information state changes
in accordance with draft-ietf-simple-winfo-package-05 [28] and draft-ietf-simple-winfo-format-04 [29].

The PUA application may include filtersin the body of the SUBSCRIBE request in accordance with
draft-ietf-simple-filter-format-00 [30] and draft-ietf-simple-event-filter-funct-00 [31].
5.3.1.64 Subscription for the xcap-change package

In order to get notifications of changesto XML documents manipulated via the Ut reference point the PUA may
generate a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-package-01 [39].

CR page 6



3GPP TSG-CN1 Meeting #35 Tdoc N1-041344
Sophia Antipolis, France, 16-20 August 2004

CR-Form-v7

CHANGE REQUEST
3 24.229 CR 658 greyv _ & Current version: 6.3.0 3

For HELP on using this form, see bottom of this page or look at the pop-up text over the ¥ symbols.

Proposed change affects:  UICC apps |:| ME|:| Radio Access Network|:| Core Network
Title: 3 Correction of User Identity verification at the AS
Source: ¥ Infineon Technologies
Work item code: 3 PRESNC Date: 3 16/07/2004
Category: ¥ F Release: ¥ Rel-6
Use one of the following categories: Use one of the following releases:
F (correction) 2 (GSM Phase 2)
A (corresponds to a correction in an earlier release) R96 (Release 1996)
B (addition of feature), R97 (Release 1997)
C (functional modification of feature) R98 (Release 1998)
D (editorial modification) R99 (Release 1999)
Detailed explanations of the above categories can Rel-4  (Release 4)
be found in 3GPP TR 21.900. Rel-5 (Release 5)

Rel-6  (Release 6)

Reason for change: 3 The “User identity verification at the AS” subsection still contains information that
is specific for the presence service. This subsection should be made generic as it
shall be applicable to other services and not only to the presence service.

Summary of change: 3 The expression “SUBSCRIBE request” within the user identity verification
procedure is replaced by the generic expression “initial or standalone request”.

Consequences if ¥ “User identity verification at the AS” subsection is not generic
not approved:

Clauses affected: ¥ 5714

Y|N
Other specs 3 X | Other core specifications 3
affected: X | Test specifications
X'| O&M Specifications

Other comments: 23

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.
Below is a brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are
closest to.

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word
"revision marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can be

CR page 1



downloaded from the 3GPP server under ftp://ftp.3gpp.ora/specs/ For the latest version, look for the directory name
with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of
the clause containing the first piece of changed text. Delete those parts of the specification which are not relevant to
the change request.

CR page 2



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 3

5.7.1.4 User identify verification at the AS
The procedures at the AS to accomplish user identity verification are described with the help of figure 5-1.
When the ASreceives a SIP initia or standalone request that does not contain credentials, the AS shall:

Editor's Note: it is not clear what are the mechanisms available to transport the credentials. These mechanisms can
include, among others, P-Asserted-1dentity, Authorization header, digital signatures, SIMIME body, etc.

a) if aPrivacy header is present in the initial or standalone request and the Privacy header value is set to "id" or
"user", then the user and the request are considered as anonymous, and no further actions are required. The AS
shall consider the request as authenticated;

b) if thereisno Privacy header present in theinitial or standalone request, or if the Privacy header contains avalue
other than "id" or "user", then the AS shall check for the presence of a P-Asserted-ldentity header in theinitial or
standalone request. Two cases exists.

i) theinitial or standalone request contains a P-Asserted-Identity header. Thisistypically the case when the
user islocated inside a trusted domain as defined by subclause 4.4. In this case, the AS is aware of the
identity of the user and no extra actions are needed. The AS shall consider the request as authenticated.

ii) theinitial or standalone request does not contain a P-Asserted-lIdentity header. Thisistypically the case when
the user is located outside a trusted domain as defined by subclause 4.4. In this case, the AS does not have a
verified identity of the user. The AS shall check the From header of theinitial or standalone request. If the
From header value in the SUBSCRIBE-initial or standalone request is set to "Anonymous’, then the user and
the request are considered as anonymous and no further actions are required. If the From header value does
not indicate anonymity, then the AS shall challenge the user by issuing a 401 (Unauthorized) response
including a challenge as per procedures described in RFC 3261 [26].

When the ASreceives a SIP initia or standalone request that contains credentials but it does not contain a P-Asserted-
Identity header the AS shall check the correctness of the credentials as follows:

a) If the credentials are correct, then the AS shall consider the identity of the user verified, and the AS shall
consider the request as authenticated;

b) If the credentials are not correct, the AS may either rechallenge the user by issuing a 401 (Unauthorized)
response including a challenge as per procedures described in RFC 3261 [26] (up to a predetermined maximum
number of times predefined in the AS configuration data), or consider the user as anonymous. If the user is
considered anonymous, the PS shall consider the request as authenticated.

Editor's Note: It needs to be investigated whether the maximum number of times predefined in the AS configuration
data creates a potential denial of service attack, asit requires the AS to keep states between different
authenticationstrials.
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Figure 5-1: User identity verification flow at the AS
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Error! No text of specified style in document. 3 Error! No text of specified style in document.

PROPOSED CHANGE

1 Scope

The present document provides the protocol details for the presence service within the IP Multimedia (IM) Core
Network (CN) subsystem based on the Sesson Inltlatlon Protocol (SI P) and SIP Events as defined in
3GPP TS24. 229 [9]. F es

Where possible the present document specifies the requirements for this protocol by reference to specifications
produced by the |ETF within the scope of SIP and SIP Events, either directly, or as modified by 3GPP TS 24.229 [9].

Requirements for manipulation of presence data are defined by use of a protocol at the Ut reference point based on
XML Configuration Access Protocol (XCAP) (draft-ietf-simple-xcap-02 [33]Error! Bookmark not defined.).

The present document is applicable to Application Servers (ASs) and User Equipment (UE) providing presence
functionality.

PROPOSED CHANGE

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

AS Application Server

AUID Application Usage ID

CN Core Network

CPIM Common Profile for Instant Messaging
CSCF Call Session Control Function
DM Data Manipulator

DMS Data Manipulation Server

EPA Event Publication Agent

ESC Event State Compositor

HSS Home Subscriber Server

HTTP HyperText Transfer Protocol
I-CSCF Interrogating - CSCF

IM IP Multimedia

[e] Inter Operator Identifier

IP Internet Protocol

MIME Multipurpose Internet Mail Extensions
P-CSCF Proxy - CSCF

PIDF Presence |nformation Data Format
PNA Presence Network Agent

PS Presence Server

PSI Public Service Identity

PUA Presence User Agent

RLMI Resource List Meta-I nformation
RLS Resource List Server

RPID Rich Presence Information Data
S-CSCF Serving - CSCF

SIP Session Initiation Protocol

TLS Transport Layer Security

UE User Equipment

URI Universal Resource Identifier
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XCAP XML Configuration Access Protocol
XML Extensible Markup Language

PROPOSED CHANGE

4 Presence service overview

The presence service provides the ability for the home network to manage presence information of a user's device,
service or service media even whilst roaming. A user's presence information may be obtained through input from the
user, information supplied by network entities or information supplied by elements external to the home network.
Consumers of presence information, watchers, may be internal or external to the home network. The architecture for the
3GPP presence serviceis specified in 3GPP TS 23.141 [4].

SIP and XCAP provide means to manipul ate the presence status of a user. For details on the differences between those
means refer to draft-ietf-sip-publish-03 [23] and draft-i somaki-simpl e-xcap-pi df -manipul ation-usage-00 [ 34]. For
details on the relationship of DM S to other roles see subclause 6.2.2.

Editor's note: It may be appropriate to include text in this clause pointing to the stage 1 on group management.

PROPOSED CHANGE

5.2.2  Application Server (AS)

An AS may implement either of the roles of a PUA (see subclause 5.3.1), watcher (see subclause 5.3.2), PS (see
subclause 5.3.3), RLS (see subclause 5.3.4), or PNA _(see subclause 5.3.5).

For this version of the present document, the interface between the PNA and the PSis not defined.

PROPOSED CHANGE

5.3.3.3 Publication acceptance of presence information
The PS shall act as an Event State Compositor (ESC).

When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as
described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9]
subclause 5.7.1.5. In case of successful authentication and authorization, the PS shall process the PUBLISH request in
accordance with draft-ietf-sip-publish-03 [23].

If the PUBLISH request indicated support for partial publishing using the "application/pidf-partial+xml* content-type
described in draft-ietf-simple-partia -pidf-format-00 [38] and if the PS supports partial publishing, the PS shall process
the PUBLISH request in accordance with draft-ietf-sip-publish-03 [23]. If the PS does not support partial publishing,
then the PS shall send a 415 (Unsupported Media Type) response with "application/pidf+xml™ in the Accept header
field.

Editor's Note: The above procedures on partial publishing will be replaced by referencesto the IETF
draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF.
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If the PUBLISH request contained the "multipart/related” content type and the PS supports the content type, the PS
shall process the content as follows:

| « if aMIME multipart contains a MIME object of a content type supported by the PS, the PS-shall-either store the
MIME object in case of initial publication or replace an existing content in case of modify operation;

» if amultipart includes the " message/external-body" content type and the content indirection is supported by the
| PS, the PS-shall-ensure that it has access to the MIME object indicated by the URI and that the MIME object is
existing; and

» associate the value of the presence attribute referring to one of the MIME multiparts with the MIME object and
additional information about it.

If the PS does not support the content type used for publishing MIME objects then the PS shall send a415
(Unsupported Media Type) response and indicate the supported content types in the Accept header.

NOTE: If the PSreceivesaHTTP request for storing a MIME object on the PS meaning that the HTTP URI
points to a predefined directory reserved for storing MIME objects and the request isan HTTP PUT
request, the PS replaces any existing content referenced by the Request-URI with the content of the
request. If the Request-URI points to an uncreated directory, the PS creates the directory, stores the
content there and associates the content with the Request-URI. For al requests, i.e. HTTP PUT, HTTP
GET and HTTP DELETE requests, the PS generates an appropriate response in accordance with
RFC 2616 [15].

PROPOSED CHANGE

5.3.55:4 Presence Network Agent (PNA)

5.3.554.1 General

In addition to the procedures specified in subclause 5:45.3.5, the PNA shall support the procedures specified in
3GPP TS 24.229 [9] appropriate to the functional entity in which the PNA isimplemented.

The PNA can collect presence information about the presentity from a number of core network entities. The PNA can
combine information from various core network entities to form more complete presence information.

Among these core network entities, the S-CSCF uses SIP to deliver presence information to the PNA over the Pi
| reference point as fellewsspecified in subclause 5.3.5.2.

NOTE: Aspart of the configuration of AS to provide a presence system, appropriate settings are downloaded to
theinitial filter criteriain the S-CSCF to ensure this occurs. The PNA will receive third-party REGISTER
requests as specified in 3GPP TS 24.229 [9] subclauses5.4.1.7 and 5.7.1.1.

‘ 5.3.55:4.2 Subscription to reg event package

On receiving a third-party REGISTER request which contains an Expires header with a non-zero value, the PNA shall,
if no subscription already exists, subscribe to the reg event package for a particular user at the S-CSCF, as described in
3GPP TS 24.229 [9] subclause 5.7.1.1. As aresult, the SS=CSCF will then provide the presence-related information as
reg event packagesin NOTIFY requests to the PNA.

On receiving athird-party REGISTER request, the PNA may, if a subscription already exists, resubscribe to the reg
event package for a particular user at the S-CSCF, as described in 3GPP TS 24.229 [9] subclause 5.7.1.1. Asaresult,
the S-CSCF will then provide the presence-related information as reg event packagesin NOTIFY requests to the PNA.
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PROPOSED CHANGE

6.2 Functional entities

6.2.1 User Equipment (UE)

The UE implements the Data Manipulator (DM) role as described in subclause 6.3.1.

The UE shall implement HTTP digest AKA (see RFC 3310 [20]) and it shall initiate a bootstrapping procedure with the
bootstrapping server function located in the home network, as described in 3GPP TS 24.109 [7].

The UE shall acquire the subscriber's certificate from PKI portal by using a bootstrapping procedure, as described in
3GPPTS24.109 [7].

| The UE and the authentication proxy shall both implement Transport Layer Security (TLS) (see RFC 2246 [13]). The
UE shall be able to authenticate the authentication proxy based on the received certificate during TLS handshaking
phase.

6.2.2  Application Server (AS)

If an AS implements the role of a PS (see subclause 5.3.3) or of aRL S (see subclause 5.3.4), then the AS shall also
implement the role of a Data Manipulation Server (DMS) (see subclause 6.3.2).

If there is no authentication proxy in the network, then the AS shall also implement the role of a network application
| function, as described in 3GPP TS 24.109 [7] and it shall support HT TP digest authentication (see RFC 3310 [20]) and
certificate authentication.

Editor's note: It needsto be clarified what physical entities can contain the Authentication Proxy and its relationship
with the IM S architecture.

6.2.3  Authentication proxy

The authentication proxy shall implement the role of a hetwork application function, as described in
3GPP TS 24.109 [7] and it shall support HTTP Digest Authentication (see RFC 3310 [20] and certificate authentication.

The Authentication Proxy shall authenticate the UE and integrity protect the messages sent towards the UE.

Editor's note: It is FFS how the Authentication Proxy passes the user'sidentity to the Application Server (AS).
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PROPOSED CHANGE

A.3.3.1 Watcher subscribing to his own resource list, UE in visited network -
Successful subscription

Visited Network [ Home Network of UE

\ UE | | P-CSCF || S-CSCF | AS(RLS)

1. SUBSCRIBE o
»
2. SUBSCRIBE
3. Evaluation of
initial filter criteria
4. SUBSCRIBE .
»
5. Watcher
Authorisation
6. 200 (OK)
-
7. 200 (OK) -
-t
8. 200 (OK)
B 9. NOTIFY
-
10. NOTIFY il
-t
11. NOTIFY
-
12.200 (OK)
13. 200 (OK)
14. 200 (OK) o
15. Subscriptions and
notifications on
presence event
package
16. NOTIFY
17. NOTIFY
18. NOTIFY
19.200 (OK)
20. 200 (OK)
21. 200 (OK) =
»

Figure A.3.3.1-1: Watcher subscribing to resource list

| Figure A.3.3.1-1 shows a watcher subscribing to resource list event notification. The details of the signalling flows are
asfollows:

1. SUBSCRIBE request (UE to P-CSCF) —seeexamplein table A.3.3.1-1

A watcher agent in a UE wishes to watch a number of presentities, or certain presence tuples of these
presentities. The list of presentities are identified by a SIP URI. In order to initiate a subscription to the RLS,
the UE generates a SUBSCRIBE request indicating support for "eventlist”, together with an indication of the
length of time this periodic subscription should last.
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PROPOSED CHANGE

A.3.3.2 Watcher subscribing to a resource list, UE in visited network -
successful subscription

Visited Network 33 UE Home Network i ‘ Home Network of AS ‘
UE | | PcCscF |[scscr#i| | IkCSCF | [ Hss | | AS(RLS) |
1. SUBSCRIBE
>
2. SUBSCRIBE
3. Evaluation of
initial filter
criteria
4. SUBSCRIBE
5. Cx: PSl location query
6. SUBSCRIBE .
7. Watcher
Authorisation
. 8. 200 (OK)
9. 200 (OK)
10. 200 (OK)
11. 200 (OK)
12. NOTIFY
_, 13.NOTIFY
14. NOTIFY -~
N
15. 200 (OK)
16. 200 (OK) > 17. 200 (OK) o
18.
Subscriptions
and notifications
on presence
event package
o 19. NOTIFY
20. NOTIFY
21. NOTIFY
22.200 (OK)
T 23.200 (0K) _
24. 200 (OK) o

Figure A.3.3.2-1 Watcher subscribing to resource list
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| Figure A.3.3.2-1 shows a watcher subscribing to resource list event notification. The details of the signalling flows are
asfollows:

1. SUBSCRIBE request (UE to P-CSCF) - see examplein table A.3.3.2-1
A watcher agent in a UE wishes to watch a number of presentities, or certain presence tuples of these
presentities. The list of presentities are identified by a SIP URI. In order to initiate a subscription to the RLS,

the UE generates a SUBSCRIBE request indicating support for 'eventlist', together with an indication of the
length of time this periodic subscription should last.

PROPOSED CHANGE

A.3.4 RLS subscribing to presentities in different network

A.3.4.1 Successful subscription

List server Presentity Home Network

| | AS(RLS) | | S-CSCF#1 | : I-CSCF HSS S-CSCF#2 AS(PS) |

1. SUBSCRIBE o
2. Evaluation of
initial filter
criteria
3. SUBSCRIBE o
4. Cx: User location query
5. SUBSCRIBE
6. Evaluation of
initial filter
criteria
7. SUBSCRIBE
8. Watcher
authorisation
9. 200 (OK)
o 10. 200 (OK)
11. 200 (OK)
12. 200 (OK)
. 13. NOTIFY
14. NOTIFY
15.200 (OK)
16. 200 (OK)

Figure A.3.4.1-1 RLS subscribing to presentities in different network

3GPP



Error! No text of specified style in document. 10 Error! No text of specified style in document.

Figure A.3.4.1-1 shows the RLS subscribing to presence event notification about a presentity. The presentity isin a
different IM CN subsystem. The details of the signalling flows are as follows:

1. SUBSCRIBE request (RLSto S-CSCF) — see examplein table A.3.4.1-1

The RLS resolves the watcher's resource address (the address is received according to subclause A.3.3) and
subscribes to presence event notification at al the presentities that are represented by the resource list SIP
URI. The home network of these presentities can be different or in the same network, asthe RLS. In this
example only a single subscription is shown where the home network of the presentity is another network.
Subscriptions to other presentities follow a similar procedure. To initiate a subscription, the RLS generates a
SUBSCRIBE request containing the "presence” event that it wishes to be notified of, together with an
indication of the length of time this periodic subscription should last. The RLS sends the SUBSCRIBE
request to the S-CSCF of "sip:userl_publicl@homel.net” (S-CSCF#1). The address of S-CSCF#1 is either
remembered from previous transactions (when "sip:userl_publicl@homel.net" has subscribed for the
resource list) or queried by the RLS using the Sh interface.

Remainder of subclause not shown.

PROPOSED CHANGE

A.4.3 Refreshing of presence information by UE

A.4.3.1 Successful refresh

Home Network#1

UE P-CSCF#1 S-CSCF#1 PS

——1. PUBLISH——
—2. PUBLISH—

3. Evaluation of
initial
filter criteria

—4. PUBLISH—

5. Publisher
authorisation

~—6. 200 (OK)——
«——7.200 (OK)——
«——8.200 (OK)——

Figure A.4.3.1-1: UE updating presence information

Figure A.4.3.1-1 shows an UE refreshing the presence information about a presentity. The details of the signalling flows
are asfollows:

1. PUBLISH request (UE to P-CSCF) —seeexamplein table A.4.3.1-1

A PUA in aUE wishesto refresh already existing presence information. To initiate the publication, the UE
generates a PUBLISH request according to draft-ietf-sip-publish-03 [23].

Remainder of subclause not shown.
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PROPOSED CHANGE

A.7  PNA subscription for the reg-event package

Figure A.7-1 shows the registration signalling flow for the scenario when the user is not registered. For the purpose of
| thisregistration signalling flow, the subscriber is considered to be roaming. This signalling flow also shows the
authentication of the private user identity.

Thisisfollowed by the subscription procedure for the reg-event package, whereby the PNA requests to be notified by
the S-CSCF when aregistration event has occurred. Thisis done using the 'reg-event' package as described in
3GPPTS24.229[9].
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Visited Network (visited1.net) Home Network (homel.net)

‘ UE ‘ ‘ RAN ‘ ‘ GPRS/DHCP P-CSCE Bl\ﬂ I-CSCE S-CSCE ESS \i’\ﬂ

1. GPRS Attach procedure
P DP Context Establishment
p-8%r
Discovery
2. REGISTER
L
3. DNS: DNS-Q
4. REGISTER
Lt
5. Cx: User registration status query
6. REGISTER
|-
L
7.Cx:
Authentication
8. Autentication
Vector Selection
9. 401Unauthorized
—
-
10. 401 Unauthorized
11. 401 Unauthorized -4
-l
-¢
12.
oEResiize
seamsibn
keys
13. REGISTER
<{_ 14.DNS:DNS-Q
15. REGISTER
<16. Cx: User registration status query
17 REGISTER
18.
Authentication
CX S
registratio
otifilatio
20. 200 OK
21.200 OK 23
22.200 OK o
Initial filter
criteria
24 REGISTER
25.2p0 OK
-l
.
26. SUBSCRIBE
-l
.
27.200 OK
28. NOTIFY
29.200 OK
-l
-t

Figure A.7-1: Registration signalling: user not registered

Remainder of subclause not shown.
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**** next change ****

6.3.1.3 Manipulating the subscription authorisation policy

When the DM intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET
or HTTP DELETE request in accordance with RFC 2616 [15], draft-ietf-simple-xcap-02 [33] and draft-ietf-simple-
presence-rules-00 [35].

The DM may use an HTTP GET in accordance with RFC 2616 [15], draft-ietf-simple-xcap-02 [33]_and draft-rosenberg-
simple-common-policy-caps-01 [ref-CPC] for fetching of the authorization policy capabilities which the DM S supports.

When the DM intends to authorize a different value of the same presence attribute to different watchers or watcher
groups, the DM shall authorize a single tuple including one of the different values of the same presence attribute to
every watcher or watcher groups by using a specific "inclusion set"as specified in draft-ietf-simple-presence-rules-
00 [35].

**** next change ****

6.3.2 Data Manipulation Server (DMS)

6.3.2.1 Introduction

The Data Manipulation Server (DMS) isalogical function which can store data such us user groups, subscription
authorization policy, resource lists, hard state presence information, MIME objects referenced from the hard state
presence information, etc.

6.3.2.2 Resource list manipulation acceptance

When the data manipulation server receivesan HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or
fetching aresource list, the DM S shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then
perform authorization. Afterwards the DM S shall perform the requested action and generate a response in accordance
with RFC 2616 [15], draft-ietf-simple-xcap-02 [33] and draft-ietf-simple-xcap-list-usage-02 [36] .

6.3.2.3 Subscription authorization policy manipulation acceptance

When the DMS receivesan HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching of the
subscription authorization policy, the data manipulation server shall first authenticate the request in accordance with
3GPP TS 24.109 [7] and then perform authorization. Afterwards the DM S shall perform the requested action and
generate a response in accordance with RFC 2616 [15], draft-ietf-simple-xcap-02 [33] and draft-ietf-simple-xcap-
presence-rules-00 [35].

When the DM S receives an HTTP GET request for fetching of the authorization policy capabilities information, the
DMS shall generate a response in accordance with RFC 2616 [15], draft-ietf-simple-xcap-02 [33]_and draft-rosenberg-
simple-pres-policy-caps-01 [ref-PPC].
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A.3.2.1 Successful subscription

Home Network#1 Home Network#2
UE ||
(Watcher) |'| P-CSCF#1 | S-CSCF#1 |

| ICSCF || Hss |[s-CsCr#2| As(PS) |

—1. SUBSCRIBE ¥
—2. SUBSCRIBE b

3. Evaluation of
initial filte criteria

4. SUBSCRIBE—»

5. Cx: User location
query

6. SUBSCRIBE——P

7. Evaluation of
initial filter criteria

—8. SUBSCRIBE »|

9. Watcher
authorisation

le—10. 200 (OK)—
11,200 (OK)———

le———12. 200 (OK)
le—13. 200 (OK)—

le—14. 200 (OK)—

15. NOTIFY

¢—16. NOTIFY —
4—17. NOTIFY —

| —18. 200 (OK)—
L —19. 200 (OK)—»

20. 200 (OK)

Figure A.3.2.1-1: Watcher subscribing for presence information

Figure A.3.2.1-1 shows a watcher subscribing to presence event notification about a presentity. The presentity isin a
different IM CN subsystem. The details of the signalling flows are as follows:

1. SUBSCRIBE request (UE (watcher) to P-CSCF) —see examplein table A.3.2.1-1

A watcher agent in a UE wishes to watch a presentity, or certain presence tuples of the presentity. To initiate a
subscription, the UE generates a SUBSCRIBE request containing the ‘presence’ event that it wishes to be notified
of, together with an indication of the length of time this periodic subscription should last and the support for
partial notification.
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Table A.3.2.1-1: SUBSCRIBE request (UE (watcher) to P-CSCF)

SUBSCRI BE si p: user 2_publ i cl@one2.net SIP/ 2.0

Via: SIP/2.0/UDP [5555:: aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9h&bKnashds7

Max- Forwar ds: 70

P- Access- Net wor k- I nfo: 3GPP- UTRAN- TDD; utran-cel | -i d- 3gpp=234151D0FCE11

Rout e: <si p: pcscfl.visitedl. net: 7531; 1 r; conp=si gconp>, <sip:orig@cscfl. honmel.net;Ir>

P-Preferred-ldentity: <sip:userl_publicl@onel.net>

Privacy: none

From <sip:userl_publicl@onel. net>;tag=31415

To: <sip:user2_publicl@one2. net>

Call-1D: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRI BE

Requi re: sec-agree

Proxy- Requi re: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; al g=hnac-sha-1-96; spi-c=98765432; spi-s=87654321; port-
c=8642; port-s=7531

Event: presence

Expires: 7200

Accept: application/pidf+xm ;g=0.3, application/pidf-partial+xni;qg=1

Contact: <sip:[5555:: aaa: bbb: ccc: ddd] : 1357; conp=si gconp>

Content-Length: 0

Request-URI:  Public user identity whose events the subscriber subscribes to.

Event: Thisfield is populated with the value presence’ to specify the use of the presence package.

Accept: Thisfield is populated with the value ‘application/pidf+xml* and ‘application/pidf-partial +xml’,
latter one with higher preference.

To: Same as the Request-URI.

2. SUBSCRIBE request (P-CSCF to S CSCF) — see examplein table A.3.2.1-2

The P-CSCF looks up the serving network information for the public user identity that was stored during the
registration procedure. The SUBSCRIBE request is forwarded to S-CSCF. A Route header isinserted into
SUBSCRIBE request. The information for the Route header is taken from the service route determined during
registration.

Table A.3.2.1-2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRI BE si p: user 2_publ i cl@one2. net SIP/ 2.0

Via: SIP/2.0/UDP pcscfl. homel. net; branch=z9hG4bK240f 34. 1, SI P/ 2. 0/ UDP
[ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9hG4bKnashds7

P- Access- Net wor k- | nf o:

Max- For war ds: 69

P- Asserted-ldentity: <sip:userl_publicl@onel. net>

P- Char gi ng- Vector: icid-val ue="Ayret yuodm-6Q2I r T5t AFr bHLs0=023551024"

Privacy:

Rout e: <sip:orig@cscfl. honel.net;Ir>

Record- Rout e: <si p: pcscf 1. honel. net;lr>

From

To

Call-1D

CSeq

Event :

Expi res

Accept :

Cont act :

Cont ent - Lengt h:

Evaluation of initial filter criteria

S-CSCF#1 validates the service profile of this subscriber and evaluates the initial filter criteria. For this example,
assume no Application Server involvement.

SUBSCRIBE request (S-CSCF to |-CSCF) —see examplein table A.3.2.1-4
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S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the
destination subscriber belongs. Since the originating operator does not desire to keep their internal configuration
hidden, S-CSCF#1 forwards the SUBSCRIBE request directly to the I-CSCF in the destination network.

Table A.3.2.1-4: SUBSCRIBE (S-CSCF to I-CSCF)

SUBSCRI BE si p: user2_publicl@one2.net SIP/ 2.0

Via: SIP/2.0/UDP scscfl. hormel. net; branch=z9hAbK351g45. 1, SI P/ 2. 0/ UDP
pcscf 1. honel. net; branch=z9hG4bK240f 34. 1, Sl P/ 2. 0/ UDP
[ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp; ; branch=z9hG4bKnashds7

Max- Forwar ds: 68

P- Asserted-ldentity: <sip:userl_publicl@onel.net> <tel:+1-212-555-1111>

P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=023551024"; ori g-i oi =honel. net

Privacy:

Recor d- Rout e: <sip:scscfl. honel. net;|r> <sip:pcscfl. honmel.net;|r>

From

To:

Call-1D

CSeq:

Event:

Expi res:

Accept :

Cont act :

Cont ent - Lengt h:

. Cx: User Location Query procedure

The I-CSCF sends a query to the HSS to find out the S-CSCF of the called user. The HSS responds with the
address of the current S-CSCF for the terminating subscriber.

For detailed message flows see 3GPP TS 29.228 [10].
Table A.3.2.1-5a provides the parameters in the SIP SUBSCRIBE request (flow 4), which are sent to the HSS.

Table A.3.2.1-5a: Cx: User registration status query procedure (I-CSCF to HSS)

Message source & | Cx: Information Information source Description
destination element name in SIP SUBSCRIBE
I-CSCF to HSS User Public Request-URI This information
Identity element indicates the
public user identity

Table A.3.2.1-5b provides the parameters sent from the HSS that need to be mapped to the SIP SUBSCRIBE
request (flow 6) and sent to the S-CSCF.

Table A.3.2.1-5b: Cx: User registration status query procedure (HSS to I-CSCF)

Message source & | Cx: Information Mapping to SIP Description
destination element name header in SIP
SUBSCRIBE
HSS to I-CSCF S-CSCF name Route header field | This information indicates
the serving CSCF's name
of that user

6. SUBSCRIBE request (I-CSCF to S-CSCF) —seeexamplein table A.3.2.1-6

The I-CSCF forwards the SUBSCRIBE request to the S-CSCF (S-CSCF#2) that will handle the termination.
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Table A.3.2.1-6: SUBSCRIBE request (I-CSCF to S-CSCF)

SUBSCRI BE si p: user 2_publ i cl@one2.net SIP/ 2.0
Via: SIP/2.0/UDP icscf2_s.home2. net; branch=z9h4bK871y12. 1, SI P/ 2. 0/ UDP
scscf 1. honel. net ; branch=z9hG4bK351g45. 1, S| P/ 2. 0/ UDP
pcscf 1. honel. net; branch=z9hG4bK240f 34. 1, Sl P/ 2. 0/ UDP
[ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9hG4bKnashds7
Max- Forwar ds: 67
P- Asserted-ldentity:
P- Char gi ng- Vect or:
Privacy:
Rout e: <si p: scscf2. home2. net;lr>
Recor d- Rout e:
From
To:
Call-1D
CSeq:
Event :
Expi res:
Accept :
Cont act :
Cont ent - Lengt h:

NOTE: Thel-CSCF does not add itself to the Record-Route header, asit has no need to remain in the signalling
path for the subsequent requests.

7. Evaluation of initial filter criteria

S-CSCF#2 validates the service profile of this subscriber and evaluates theinitia filter criteria. For
sip:user2_publicl@home2.net S-CSCF#2 has termination initial filter criteria with service points of interest of
Method = SUBSCRIBE and Event = 'presence’ and-action—~create-Record-Reoute-entry-no-that informs the S
CSCF to route the SUBSCRIBE request to the Application Server ps.home2.net-and-net-to-create-a-Record-
Reute-entry-for-thereguest. The S-CSCF#2 has preconfigured information not to record route this request.
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A3.4.1 Successful subscription

List server } ; Presentity Home Network

| | AS(RLS) | | S-CSCF#1 | [ ICcscF HSS S-CSCF#2 AS(PS) |

1. SUBSCRIBE
2. Evaluation of
initial filter
criteria
3. SUBSCRIBE -
4. Cx: User location query
5. SUBSCRIBE
6. Evaluation of
initial filter
criteria
7. SUBSCRIBE
8. Watcher
authorisation
9. 200 (OK)
o 10. 200 (OK)
11. 200 (OK)
12. 200 (OK)
. 13. NOTIFY

14. NOTIFY

15.200 (OK)

16. 200 (OK)

Figure A.3.4.1-1 RLS subscribing to presentities in different network

Figure A.3.4.1-1 shows the RLS subscribing to presence event notification about a presentity. The presentity isin a
different IM CN subsystem. The details of the signalling flows as follows:

1. SUBSCRIBE request (RLSto S-CSCF) —seeexamplein table A.3.4.1-1

The RLS resolves the watcher's resource address (the address is received according to subclause A.3.3) and
subscribes to presence event notification at al the presentities that are represented by the resouce list SIP URI.
The home network of these presentities can be different or in the same network, asthe RLS. In this example only
a single subscription is shown where the home network of the presentity is another network. Subscriptions to
other presentities follow a similar procedure. To initiate a subscription, the RLS generates a SUBSCRIBE
reguest containing the ‘presence’ event that it wishesto be notified of, together with an indication of the length of
time this periodic subscription should last. The RLS sends the SUBSCRIBE request to the S-CSCF of

'sip:userl publicl@homel.net' (S-CSCF#1). The address of SSCSCF#1 is either remembered from previous
transactions (when 'sip:userl_publicl@homel.net' has subscribed for the resource list) or queried by the RLS
using the Sh interface.
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Table A.3.4.1-1 SUBSCRIBE request (RLS to S-CSCF)

SUBSCRI BE si p: user 2_publ i cl@one2.net SIP/ 2.0

Via: SIP/2.0/UDP rls. honmel. net; branch=z9h4AbKehuef dam

Max- Forwar ds: 70

Rout e: <si p:scscfl. honel.net;Ir>

P- Asserted-ldentity: <sip:userl_publicl@onel. net>

P- Char gi ng- Vector: icid-val ue="Ayret yuodm-6Q2I r T5t AFr bHLs0=323551024"; ori g-i oi =honel. net

P- Char gi ng- Funct i on- Addr esses: ccf=[ 5555::b99: c88: d77: e66]; ccf=[5555::a55: b44: c33: d22];
ecf =[ 5555:: 1f f: 2ee: 3dd: 4ee] ; ecf=[5555:: 6aa: 7bb: 8cc: 9dd]

From <sip:userl_publicl@onel. net>;tag=31415

To: <sip:user2_publicl@one2. net>

Cal I -1D: q987a9a879g087abgf 7qyg7ag

CSeq: 123 SUBSCRI BE

Event: presence

Expires: 7200

Accept: application/ pidf +xm

Contact: <sip:rls.honel. net>

Content-Length: 0

Request-URI:  Public user identity whose events the RLS subscribes to.

P-Charging-Vector:  The RLS populates theicid parameter with a new globally unique value and popul ates the

originating Inter Operator Identifier (101) parameter with the identifier of its own network of RLS.

P-Char ging-Function-Addresses: The RLS popul ates the P-Charging-Function-Addresses header field to be passed

to the S-CSCF.
To: Same as the Request-URI.
Event: Thisfield is popul ated with the value 'presence' to specify the use of the presence package.
Accept: Thisfield is populated with the value 'application/pidf+xml'.
2. Evaluation of initial filter criteria

S-CSCF#1 validates the service profile of this subscriber and evaluates the initia filter criteria. For this example,
assume no application server involvement.

SUBSCRIBE request (S-CSCF to |-CSCF) —see examplein table A.3.4.1-3

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the
destination subscriber belongs. S-CSCF#1 forwards the request to the I-CSCF.

Table A.3.4.1-3 SUBSCRIBE request (S-CSCF to I-CSCF)

SUBSCRI BE si p: user2_publicl@one2.net SIP/2.0

Via: SIP/2.0/UDP scscfl. honmel. net; branch=z9hG4bKehuehj gt, SI P/ 2. 0/ UDP
rl s. homel. net; branch=z9hG4bKehuef dam

Max- Forwar ds: 69

Recor d- Rout e: <sip:orig@cscfl. honel.net;Ir>

P- Asserted-ldentity:

P- Char gi ng- Vect or:

From

To:

Call-1D:

CSeq:

Event:

Expi res:

Accept :

Cont act :

Cont ent - Lengt h:

P-Charging-Vector:  The S-CSCF stores the originating Inter Operator Identifier (101) parameter received.

4,

Cx: User Location Query procedure

The I-CSCF sends a query to the HSS to find out the S-CSCF of the presentity. The HSS responds with the
address of the current S-CSCF for the presentity.
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For detailed message flows see 3GPP TS 29.228 [10].
Table A.3.4.1-4a provides the parametersin the SIP SUBSCRIBE request (flow 3), which are sent to the HSS.

Table A.3.4.1-4a: Cx: User registration status query procedure (I-CSCF to HSS)

Message source & | Cx: Information Information source Description
destination element name in SIP SUBSCRIBE
I-CSCF to HSS User Public Request-URI This information
Identity element indicates the
public user identity

Table A.3.4.1-4b provides the parameters sent from the HSS that need to be mapped to SIP SUBSCRIBE request
(flow 5) and sent to the S-CSCF.

Table A.3.4.1-4b: Cx: User registration status query procedure (HSS to I-CSCF)

Message source & Cx: Information Mapping to SIP Description
destination element name header in SIP
SUBSCRIBE
HSS to I-CSCF S-CSCF name Route header field | This information indicates
the serving CSCF's name
of that user

. SUBSCRIBE request (I-CSCF to S-CSCF) — see examplein table A.3.4.1-5
The I-CSCF forwards the SUBSCRIBE request to the S-CSCF#2 that will handle the termination.

Table A.3.4.1-5: SUBSCRIBE request (I-CSCF to S-CSCF)

SUBSCRI BE si p: user 2_publ i cl@one2.net SIP/ 2.0

Via: SIP/2.0/UDP icscf2_s.hone2. net; branch=z9h&4bKj 5hgrt 20, SI P/ 2.0/ UDP
scscf 1. honel. net ; branch=z9hG4bKehuehj gt, S| P/ 2. 0/ UDP
rl s. honel. net; branch=z9hG4bKehuef dam

Max- Forwar ds: 68

P- Asserted-ldentity:

P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=323551024"; ori g-i oi =honel. net;

Rout e: <si p: scscf2. hone2.net;Ir>

Recor d- Rout e:

From

To:

Call-1D

CSeq:

Event:

Expi res:

Accept :

Cont act :

Cont ent - Lengt h:

. Evaluation of initial filter criteria

S-CSCF#2 validates the service profile of this subscriber and evaluates theinitia filter criteria. For
sip:user2_publicl@home2.net the S-CSCF has Termination initial Filter Criteria with Service Points of
Interest of Method = SUBSCRIBE AND Event = 'presence’ and-action—create-Record-Reoute-entry-no-that
informs the S-CSCF to route the SUBSCRIBE request to the Application Server ps.home2.net-ane-do-ret

create-a-Record-Reute-entry-fortherequest. The S-CSCF#2 has preconfigured information not to record
route for this request.
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A.3.5 Network based watcher subscribing on behalf of IMS watcher to IMS
presentities

Home Network#1 Home Network#2

“Network
WZtVCV.?; HSS | | S-CSCF#1 | ||| I-CSCF || HSs |[s-CsCF#2| As(PS) |

1. Sh: User location
query

2. SUBSCRIBE——

3. Evaluation of
initial filte criteria

4. SUBSCRIBE—p

5. Cx: User location
query

6. SUB$CRIBE ——P

7. Evaluation of
initial filter criteria

—8. SUBSCRIBE |

9. Watcher
authorisation
l¢—10. 200 (OK)—

e 11. 200 (OK)
le———12. 200 (OK)

f——13.200 (OK)

14. NOTIF
—15. NQTIFY

16. 20p (OK)———»]
17. 200 (OK)

Figure A.3.5-1: Network based watcher subscribing on behalf of IMS watcher for presence
information of IMS presentities

Figure A.3.5-1 shows a trusted network based watcher subscribing on behalf of an IMS watcher to presence event
notification about an IMS based presentity. The presentity isin adifferent IM CN subsystem than the network based
watcher and the signalling flow assumes that the IMS watcher on whose behalf the network based watcher subscribesis
registered to the IMS network. The details of the signalling flows are as follows:

1. Sh: User Location Query procedure

The network based watcher sends a query to the HSS to find out the S-CSCF of the user on whose behalf the
subscription isinitiated. The HSS responds with the address of the current S-CSCF for the originating
subscriber.

2. SUBSCRIBE request (Network based watcher to S-CSCF) — see examplein table A.3.5-2

The SUBSCRIBE request is constructed and forwarded to S-CSCF. The S-CSCF isinserted into the Route
header of the SUBSCRIBE request.
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Table A.3.5-2: SUBSCRIBE request (network watcher to S-CSCF)

SUBSCRI BE si p: user 2_publ i cl@one2.net SIP/ 2.0

Via: SIP/2.0/ UDP wat cher. honel. net; branch=z9h4bK240f 34. 1
P- Access- Net wor k- | nf o:

Max- For war ds: 69

P- Asserted-ldentity: <sip:userl_publicl@onel. net>
Privacy: none

Rout e: <si p:scscfl. honel.net;Ir;orig>

From <sip:userl_publicl@onel. net>;tag=31415

To: <sip:user2_publicl@one2. net>

Call-1D: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRI BE

Event : PRESENCE

Expires: 7200

Accept: application/pidf+xm;g=0.3, application/pidf-partial+xnl;qg=1
Contact: <sip:[5555:: aaa: bbb: ccc: ddd] : 1357; conp=si gconp>
Content-Length: 0

Request-URI:  Public user identity of the user to whose events the subscriber subscribesto.

P-Asserted-ldentity:  The network based watcher inserts the public user identity of the watcher on whose behal f
the subscription is made into the P-Asserted-Identity header field..

Route: The Route header is populated with the address of the S-CSCf obtained from the response to the
user location query performed by the network based watcher on the Sh interface.

Event: Thisfield is populated with the value 'presence' to specify the use of the presence package.

Contact: The contact information of the network based watcher.

3. Evaluation of initial filter criteria

S-CSCF#1 validates the service profile of the subscriber identified in the P-Asserted-Identity header field and
evaluates the initial filter criteria. For this example, assume no Application Server involvement.

4. SUBSCRIBE request (S-CSCF to |-CSCF) —see examplein table A.3.5-4

S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the
destination subscriber belongs. Since the originating operator does not desire to keep their internal configuration
hidden, S-CSCF#1 forwards the SUBSCRIBE request directly to the I-CSCF in the destination network.

Table A.3.5-4: SUBSCRIBE (S-CSCF to I-CSCF)

SUBSCRI BE si p: user2_publicl@one2.net SIP/2.0

Via: SIP/2.0/UDP scscfl. hormel. net; branch=z9h4AbK351g45. 1, SI P/ 2. 0/ UDP
net wor k. horel. net ; br anch=z9h&4bK240f 34. 1,

Max- Forwar ds: 68

P- Asserted-ldentity: <sip:userl_publicl@onel. net>

Privacy:

Recor d- Rout e: <si p: scscfl. honel.net;Ir>

From

To:

Call-1D

CSeq:

Event:

Expi res:

Accept :

Cont act :

Cont ent - Lengt h:

5. Cx: User Location Query procedure

The I-CSCF sends a query to the HSS to find out the S-CSCF of the called user. The HSS responds with the
address of the current S-CSCF for the terminating subscriber.

For detailed message flows see 3GPP TS 29.228 [10].
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Table A.3.5-5a provides the parameters in the SIP SUBSCRIBE request (flow 4), which are sent to the HSS.

Table A.3.5-5a: Cx: User registration status query procedure (I-CSCF to HSS)

Message source & | Cx: Information Information source Description
destination element name in SIP SUBSCRIBE
I-CSCF to HSS User Public Request-URI This information
Identity element indicates the
public user identity

Table A.3.5-5b provides the parameters sent from the HSS that need to be mapped to the SIP SUBSCRIBE
request (flow 6) and sent to the S-CSCF.

Table A.3.5-5b: Cx: User registration status query procedure (HSS to I-CSCF)

Message source & | Cx: Information Mapping to SIP Description
destination element name header in SIP
SUBSCRIBE
HSS to I-CSCF S-CSCF name Route header field | This information indicates
the serving CSCF's name
of that user

6. SUBSCRIBE request (I-CSCF to S-CSCF) — see examplein table A.3.5-6
The |-CSCF forwards the SUBSCRIBE request to the S-CSCF (S-CSCF#2) that will handle the termination.

Table A.3.5-6: SUBSCRIBE request (I-CSCF to S-CSCF)

SUBSCRI BE si p: user2_publicl@one2.net SIP/2.0

Via: SIP/2.0/UDP icscf2_s. home2. net; branch=z9h4AbK871y12. 1, SI P/ 2. 0/ UDP
scscf 1. honmel. net ; branch=z9hG4bK351g45. 1, S| P/ 2. 0/ UDP
net wor k. honmel. net; branch=z9hG4bK240f 34. 1

Max- Forwar ds: 67

P- Asserted-ldentity:

Privacy:

Rout e: <si p: scscf2. home2. net;lr>

Recor d- Rout e:

From

To:

Call-1D

CSeq:

Event :

Expi res:

Accept :

Cont act :

Cont ent - Lengt h:

NOTE: Thel-CSCF does not add itself to the Record-Route header, asit has no need to remain in the signalling
path for the subsequent requests.

7. Evaluation of initial filter criteria

S-CSCF#2 validates the service profile of this subscriber and evaluates theinitia filter criteria. For
sip:user2_publicl@home2.net S-CSCF#2 has termination initial filter criteria with service points of interest of
Method = SUBSCRIBE and Event = 'presence’ and-action—~create-Record-Reoute-entry—no-that informsthe S
CSCF to route the SUBSCRIBE request to the Application Server ps.home2.net-and-net-to-create-a-Record-
Reute-entry-for-thereguest. The S-CSCF#2 has preconfigured information not to record route this request.
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* %% 1§ Change***

15. NOTIFY request (PSto S-CSCF) - see examplein table A.3.2.1-15

As soon as the PS sends a 200 (OK) response to accept the subscription, it sendsa NOTIFY request with the
current state of the presentity's presence tuples that the watcher has subscribed and been authorized to. The
NOTIFY request is sent to SS-CSCF#1. Based on the Accept header field of the SUBSCRIBE request, the PS
decides to use the "application/pidf-partial +xml' content type in the NOTIFY request.
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Table A.3.2.1-15: NOTIFY request (PS to S-CSCF)

NOTI FY si p: [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp SI P/ 2.0

Via: SIP/2.0/UDP ps. home2. net; branch=z9h(4bK348923. 1

Max- Forwar ds: 70

P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=123551024"; ori g-i oi =honme2. net

P- Char gi ng- Functi on- Addr esses: ccf=[5555::b99: c88: d77: e66]; ccf=[5555::a55: b44:¢c33:d22];
ecf=[ 5555:: 1f f: 2ee: 3dd: 4ee] ; ecf=[5555:: 6aa: 7bb: 8cc: 9dd]

Rout e: <si p:scscfl. honel. net;|r>, <sip:pcscfl. honel.net;I|r>

From <si p:user2_publicl@one2. net>;tag=151170

To: <sip:userl_publicl@onel. net>;tag=31415

Call-1D: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTI FY

Subscription-State: active ;expires=7200

Event: presence

Contact: <sip:ps. hone2. net>

Cont ent - Type: application/pidf-partial +xm

Content-Length: (...)

<?xm version="1.0" encodi ng="UTF-8"?>
<pi df - part: presence xm ns="urn:ietf:params: xm :ns:—pidf"
xm ns: pidf -part="urn:ietf:paranms: xm : ns: pi df -partial "
xm ns: es="urn:ietf:paranms: xm : ns: pi df : st at us: r pi d- st at us”
xm ns:et="urn:ietf:params: xm : ns: pi df : rpi d-tupl e"
xm ns: pcp="urn:ietf:params: xm : ns: si npl e-prescaps-ext"
xm ns:ci ="urn:ietf:paranms: xm : ns: pi df : ci pi d"

entity="pres:user2_publicl@one2. net" pidi-part-version="0" pidi-part-state="full">

<tupl e i d="a8098a. 672364762364" >
<status>
<basi c>open</ basi c>
<es:activity>meeting</es:activity>
<es: pl acetype until ="2003-08-27T17: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>private</es: privacy>
<es:idle since="2003-08-27T10: 43: 002"/ >
<pcp: prescaps>
<pcp: vi deo negat ed="f al se"></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: nmobi lity>
<pcp: audi o negat ed="true"></pcp: audi o>
</ pcp: prescaps>
</ st at us>
<et:class>si p</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="0.8">sip:user2_publicl@one2. net</contact>
<note xm :lang="en">Don't Disturb Pl ease! </ note>

<note xm :lang="fr">Ne derangez pas, s'il vous plait</note>
<ti mest anp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ st at us>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : honepage>htt p: / / exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanpl e.conl ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conf ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l'"min a boring neeting</note>
<note xm :lang="en">l"'1l be in Tokyo next week</note>

——<cihonepage>htt p://exanple. conf ~user2</ci-honepage>

<ti mest anp>2003- 08- 27T11: 49: 297</ t i mest anp>
</ tupl e>

<tupl e id="jkl hgf 9788934774. 78" >
<status>
<basi c>open</ basi c>
</ stat us>
<et:cl ass>assistant</et:class>
<et:contact-type>presentity</et:contact-type>
<et:rel ationshi p>assistant</et:rel ati onshi p>
<contact priority="1.0">tel:+1-212-555-2222</cont act >
<note xm :lang="en">She's ny secretary</note>
<ti mest anp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>
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| </ pi df - part : presence>

P-Charging-Vector: The PS populates the icid parameter with a globally unique identifier and
adds the identifier of its own network to the originating Inter Operator
Identifier (101) parameter of this header.

P-Charging-Function-Addresses:  The PS populates the P-Charging-Function-Addresses header field to be
passed to the S-CSCF.

Content-Type: Set to the preferred value of the Accept header received in the SUBSCRIBE
request.

The message body in the NOTIFY request that carries the presence information of the presentity is formed as
indicated in draft-ietf-impp-cpim-pidf-08 [21], draft-ietf-simple-rpid-03 [26],
draft-ietf-simple-prescaps-ext-00 [25], draft-ietf-simple-cipid-01 [32] draft-ietf-simple-partial-notify-01 [24]
and draft-ietf-simple-partial -pidf-format-00 [38].

*** next change ***

3GPP



Error! No text of specified style in document. 6 Error! No text of specified style in document.

19. NOTIFY request (RLSto S-CSCF) —see examplein table A.3.3.2-19

The RLS copies the body of the incoming NOTIFY request(s) into the body of the outgoing NOTIFY request
using MIME type multipart/related. Further notification sent by the RLS contain may contain either the full
or the partial set of presence information (only the presence information that has changed since the last
notification) as described in draft-ietf-simple-event-list-04 [22].

In this exampleit is assumed that the RLS receivestwo NOTIFY reguests from presentities
sip:user2_publicl@home2.net and sip:user3_publicl@home3.net before generating the NOTIFY request in
subclause A.3.3.2-23 to the UE.

Table A.3.3.2-19: NOTIFY request (RLS to S-CSCF)

NOTI FY si p: [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp SI P/ 2.0
Via: SIP/2.0/UDP rls. honme2. net; branch=z9h4bK240f 34. 1
Max- Forwar ds: 70
P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=223551024"; ori g-i oi =honel. net
Rout e: <si p:scscfl. honel.net;|lr> <sip:pcscfl.visitedl.net;Ir>
From <sip:user2_|istl@onel. net>;tag=151170
To: <sip:userl_publicl. honel. net>;tag=31415
Call-1D: b89rjhnedlrfjflslj40a222
CSeq: 89 NOTI FY
Subscription-State: active; expi res=5000
Require: eventlist
Event: presence
Contact: <sip:rls.hone2. net>
Content-Type: multipart/related;type="application/rlm +xm";
start ="<nXYXAE@/I s. hone2. net >"; boundar y="50UBf W LSCVLt ggUPe5z"
Content-Length: (...)

- - 50UBf W LSCVLt ggUPe5z

Cont ent - Tr ansf er - Encodi ng: bi nary

Content-1D. <nXYXAE@I s. hone2. net >

Content - Type: application/rlm+xm ;charset="UTF-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<list xmns="urn:ietf:params:xm :ns:rmi"
uri="sip:userl_|istl@onel.net" version="1" full State="true">
<resource uri="pres:user2_publicl@one2. net" nanme="Kovacs Janos">
<instance id="hgzsuxtfyqg" state="active" cid="2ZvSvkz@]I s. hone2. net"/>
</ resource>
<resource uri="pres:user3_publicl@one3.net" nane="Szabo Bel a">
<instance id="aakdsjkl sa" state="active" cid="HJ]jbssk@I|s. hone2.net"/>
</ resource>
</list>

- - 50UBf W LSCVLt ggUPe5z

Cont ent - Tr ansf er - Encodi ng: bi nary

Content-1D: <ZvSvkz@]I s. hone2. net >

Cont ent - Type: application/pidf+xm ; charset="UTF-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:params: xm :ns: pidf"
xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: rpi d- st at us”
xm ns:et="urn:ietf:paranms: xm : ns: pi df : rpi d-tupl e"
xm ns: pcp="urn:ietf:paranms: xm : ns: si npl e- prescaps- ext"
xm ns:ci ="urn:ietf:params: xm : ns: pi df:cipid"
entity="pres:user2_publicl@one2. net">

<tupl e i d="a8098a. 672364762364" >
<status>
<basi c>open</ basi c>
<es:activity>neeting</es:activity>
<es: pl acetype until ="2003-08-27T17: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>private</es:privacy>
<es:idle since="2003-08-27T10: 43: 002"/ >
<pcp: prescaps>
<pcp: vi deo negat ed="f al se" ></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></ pcp: audi 0>
</ pcp: prescaps>
</ status>
<et:cl ass>sip</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="0.8">sip:user2_publicl@one2. net</contact>
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<note xnl:lang="en">Don't Disturb Please!</note>

<note xm :lang="fr">Ne derangez pas, s'il vous plait</note>
<timestanp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ status>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : homepage>htt p: // exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanple.con ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conl ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l"'min a boring neeting</note>
<note xm :lang="en">"'1l be in Tokyo next week</note>

——————44&Th9nepage>hL%pT##e*anpLeTeen#=us§F2<#efThen§?§ge>

<ti mest anp>2004- 10- 10T12: 00: 30Z</ t i mest anp>
</ tupl e>

<tupl e id="jkl hgf 9788934774. 78" >
<status>
<basi c>open</ basi c>
</ status>
<et:cl ass>assi stant</et:cl ass>
<et:contact-type>presentity</et:contact-type>
<et:rel ationshi p>assistant</et:relationship>
<contact priority="1.0">tel:+1-212-555-2222</cont act >
<note xm :lang="en">She's ny secretary</note>
<timestanp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

</ presence>

- - 50UBf WLSCVLt ggUPe5z

Cont ent - Tr ansf er - Encodi ng: bi nary

Content-1D: <ZvSvkz@r es. exanpl e. con>
Cont ent - Type: application/pidf+xm ; charset="UTF-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:parans: xm :ns: pi df"
xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: rpi d- st at us”
xm ns:et="urn:ietf:params: xm : ns: pi df : rpi d-tupl e"
xm ns: pcp="urn:ietf:paranms: xm : ns: si npl e- prescaps- ext"
xm ns:ci ="urn:ietf:paranms: xm : ns: pi df : ci pi d"
entity="pres:user3_publicl@one3. net">

<tupl e i d="h7833hj kk. dsaj fj dsaf ">
<status>
<basi c>cl osed</ basi c>
<es:activity>vacation</es:activity>
<es: pl acetype until ="2003-09-10T17: 30: 002" >shi p</ es: pl acet ype>
<es: privacy>private</es: privacy>
<es:idle since="2003-06-27T10: 43: 002"/ >
<pcp: prescaps>
<pcp: vi deo negat ed="f al se"></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></pcp: audi o>
</ pcp: prescaps>
</ st at us>
<et:cl ass>sip</et:class>
<et:content-type>servi ce</et:content-type>
<contact priority="0.8">sip:user3_publicl@one3. net</contact>
<note xm :lang="en">Don't Disturb Pl ease!</note>
<note xm :lang="hu">Senki se merjen zavarni!</note>
<ti mest anp>2003- 08- 27T11: 48: 59Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ st at us>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>

<ci:honepége>http://exanple.con1~user3</ci:honepage>
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<ci:icon>http://exanple.con ~user3/icon.gif</ci:icon>
<ci:card>http://exanpl e. conf ~user 3/ card. vcd</ ci : card>
<note xm :lang="en">l"'m on vacati on</not e>
<timestanp>2004- 10- 10T12: 00: 30Z</ti nmest anp>

</ tupl e>

<tupl e i d="saj dhdsahj h75vvchb774. 78" >
<status>
<basi c>open</ basi c>
</ status>
<et:cl ass>supervi sor</et:class>
<et:contact-type>presentity</et:contact-type>
<et:rel ationshi p>supervi sor</et:rel ati onshi p>
<contact priority="1.0">tel: +1-858-204-9141</ cont act >
<note xm :lang="en">He's ny supervi sor</note>
<timestanp>2003- 08- 27T11: 48: 59Z</ ti nest anp>
</ tupl e>

</ presence>

- - 50UBf WLSCVLt ggUPe5z- -

P-Charging-Vector: TheRLS populatestheicid parameter with a globally unique value and populates the
identifier of its own network to the originating Inter Operator | dentifier (10l) parameter of
this header.

Content-Type: Set to the value of the Accept: header received in the SUBSCRIBE request.
The message body in the NOTIFY request that carries the presence information of the presentity is formed as

indicated in draft-ietf-simple-event-list-04 [22], draft-ietf-simple-rpid-03 [26], draft-ietf-simple-cipid-01 [32]
and draft-ietf-simple-prescaps-ext-00 [25].

*** next change ***
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13. NOTIFY request (PSto S-CSCF) - see examplein table A.3.4.1-13

As soon as the PS sends a 200 (OK) response to accept the subscription, it sendsa NOTIFY request with the
current state of the presentity's presence tuples that the watcher has subscribed and been authorized to. The
NOTIFY request is sent to SSCSCF#1. Further notification sent by the PS may either contain the compl ete set
of presence information, or only those presence tuples that have changed since the last notification.

Table A.3.4.1-13: NOTIFY request (PS to S-CSCF)

NOTI FY sip:rls.honel.net SIP/2.0

Via: SIP/2.0/UDP ps. home2. net; branch=z9h(4bK348923. 1
Max- Forwar ds: 70

Rout e: <si p:scscfl. honel.net;Ir>

P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=423551024"; ori g-i oi =honme2. net
From <sip:userl_publicl@one2. net>;tag=151170

To: <sip:rls.honel. net>; tag=31415

Cal |l -1 D: g987a9a87g087abgf 7qyg7ag

CSeq: 42 NOTI FY
Subscription-State:active; expi res=7200

Event: presence

Contact: <sip:ps. hone2. net >

Cont ent - Type: application/ pi df +xm

Content-Length: (...)

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:parans: xm :ns: pi df"
xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: rpi d- st at us”
xm ns:et="urn:ietf:params: xm : ns: pi df : rpi d-tupl e"
xm ns: pcp="urn:ietf:paranms: xm : ns: si npl e- prescaps- ext"
xm ns:ci ="urn:ietf:paranms: xm : ns: pi df : ci pi d"
entity="pres:user2_publicl@one2. net ">

<tupl e i d="a8098a. 672364762364" >
<status>
<basi c>open</ basi c>
<es:activity>meeting</es:activity>
<es: pl acetype until ="2003-08-27T17: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>private</es: privacy>
<es:idle since="2003-08-27T10: 43: 002"/ >
<pcp: prescaps>
<pcp: vi deo negat ed="fal se"></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></pcp: audi o>
</ pcp: prescaps>
</ st at us>
<et:cl ass>sip</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="0.8"> muser2_publicl@one2. net</contact>
<note xm :lang="en">Don't Disturb Pl ease!</note>

<note xm :lang="fr">Ne derangez pas, s'il vous plait</note>
<ti mest anp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ st at us>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : honmepage>ht t p: // exanpl e. conl ~user 2</ ci : honepage>
<ci:icon>http://exanpl e.conl ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conf ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l"'min a boring neeting</note>
<note xm :lang="en">l"'1l be in Tokyo next week</note>

4444444437h9n2p3g9>h%Lpf##exanp#efeen#:usgpz<#effhenpggge>

<tiﬁestanp>2064-10-10T1é:00:3OZ</tinesténp>
</ tupl e>

<tupl e id="jkl hgf 9788934774. 78" >
<st at us>
<basi c>open</ basi c>
</ st at us>
<et:cl ass>assi stant</et:class>
<et:contact-type>presentity</et:contact-type>
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<et:rel ationshi p>assistant</et:relationship>
<contact priority="1.0">tel:+1-212-555-2222</cont act >
<note xm :lang="en">She's ny secretary</note>
<timestanp>2003- 08- 27T11: 49: 29Z</ ti nest anp>

</ tupl e>

</ presence>

P-Charging-Vector:  The PS populates the icid parameter with a globally unique value and populates the

identifier of its own network to the originating Inter Operator Identifier (10I) parameter of
this header.

Content-Type: Set to the value of the Accept header received in the SUBSCRIBE request or
"application/pidf+xml"”.

The message body inthe NOTIFY request that carries the subscriber's registration state is formed as
indicated in draft-ietf-impp-cpim-pidf-08 [21], draft-ietf-simple-rpid-03 [26], draft-ietf-simple-cipid-01 [32]
and draft-ietf-simple-prescaps-ext-00 [25].

*** next change ***
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14. NOTIFY request (PSto S-CSCF) - see examplein table A.3.5-14

As soon as the PS sends a 200 (OK) response to accept the subscription, it sendsa NOTIFY request with the
current state of the presentity's presence information that the watcher has subscribed and been authorized to.
The NOTIFY request is sent to S-CSCF#1. Based on the Accept header field of the SUBSCRIBE request, the
PS decides to use the 'application/pidf-partial+xml' content type in the NOTIFY request.

Table A.3.5-14: NOTIFY request (PS to S-CSCF)

NOTI FY si p: network. honel. net; branch=z9hG4bK240f34.1 SI P/ 2.0
Via: SIP/2.0/UDP ps. home2. net; branch=z9h(4bK348923. 1
Max- Forwar ds: 70

Rout e: <si p:scscfl. honel.net;Ir>

From <si p:user2_publicl@one2. net>;tag=151170

To: <sip:userl_publicl@onel. net>;tag=31415

Call-1D: b89rjhnedlrfjflslj40a222

CSeq: 42 NOTI FY

Subscription-State: active; expires=7200

Event: presence

Contact: <sip:ps. hone2. net>

Content - Type: application/pidf-partial +xm
Content-Length: (...)

<?xm version="1.0" encodi ng="UTF-8"?>
<pi df-part: presence xm ns="urn:ietf:parans: xm :ns: pidf-partial"

xm ns: pi df -part="urn:ietf:paranms: xm : ns: pi df -partial "

xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: rpi d- st at us”

xm ns:et="urn:ietf:params: xm : ns: pi df : rpi d-tupl e"

xm ns: pcp="urn:ietf:paranms: xm : ns: si npl e- prescaps- ext"

xm ns:ci ="urn:ietf:paranms: xm : ns: pi df : ci pi d"
entity="pres:user2_publicl@one2. net" pidf—part-version="0%1" pidf—
part-state="full">

<tupl e i d="a8098a. 672364762364" >
<status>
<basi c>open</ basi c>
<es:activity>meeting</es:activity>
<es: pl acetype until ="2003-08-27T17: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>private</es: privacy>
<es:idle since="2003-08-27T10: 43: 002"/ >
<pcp: prescaps>
<pcp: vi deo negat ed="f al se" ></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></pcp: audi 0>
</ pcp: prescaps>
</ status>
<et:cl ass>sip</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="0.8">sip:user2_publicl@one2. net</contact>
<note xm :lang="en">Don't Disturb Pl ease! </ note>

<note xm :lang="fr">Ne derangez pas, s'il vous plait</note>
<timestanp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ status>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : homepage>htt p: // exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanpl e.conl ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conl ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l"'min a boring neeting</note>
<note xm :lang="en">|"'1l be in Tokyo next week</note>

44444444%7h9n2p3g9>hLLpf##exanp#efeen#:usgpz<#effhenpggge>

<ti mest anp>2004- 10- 10T12: 00: 30Z</ t | mest anp>
</ tupl e>

<tupl e id="jkl hgf 9788934774. 78" >
<st at us>
<basi c>open</ basi c>
</ st at us>
<et:class>assistant</et:class>
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<et:contapt-the>presentity</et:contact-type>
<et:rel ati onshi p>assistant</et:rel ati onshi p>
<contact priority="1.0">tel:+1-212-555-2222</cont act >
<note xm :lang="en">She's ny secretary</note>
<ti mestanp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

</ pi df - part: presence>

From: Thetag of this field matches that of the To field in the received 200 (OK) response for the
SUBSCRIBE request.

Content-Type: Set to the preferred value of the Accept header received in the SUBSCRIBE request.

The message body in the NOTIFY request that carries the presence information of the presentity is formed as
indicated in draft-ietf-impp-cpim-pidf-08 [21], draft-ietf-simple-rpid-03 [26], draft-ietf-simple-cipid-01 [32],
draft-ietf-simple-prescaps-ext-00 [25] and draft-ietf-simple-partial-notify-01 [24] and
draft-ietf-simple-partial-pidf-format-00 [38].

*** next change ***
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1. PUBLISH request (UE to P-CSCF) - seeexamplein table A.4.2.1-1

A PUA inaUE wishesto publish presence information. To initiate the publication, the UE generates a
PUBLISH request according to draft-ietf-sip-publish-03 [23] containing the presence information that it
wishesto publish.

The message body in the PUBLISH request that carries the publisher's presence update state is formed as
indicated in draft-ietf-impp-cpim-pidf-08 [21], draft-ietf-simple-rpid-03 [26], draft-ietf-simple-cipid-01 [32],
and draft-ietf-simple-prescaps-ext-00 [25].

Table A.4.2.1-1: PUBLISH request (UE to P-CSCF)

PUBLI SH si p: user1_publicl@onel.net SIP/ 2.0

Via: SIP/2.0/UDP [5555:: aaa: bbb: ccc: ddd] : 1357; conp=si gconp; br anch=z9h&bKnashds7

Max- Forwar ds: 70

P- Access- Net wor k- I nfo: 3GPP- UTRAN- TDD; utran-cel | -i d-3gpp=234151DOFCE11

Rout e: <si p: pcscfl.visitedl. net: 7531; 1 r; conp=si gconp>, <sip:orig@cscfl. honel.net;Ir>

P-Preferred-ldentity: <sip:userl_publicl@onel. net>

Privacy: none

From <sip:userl_publicl@onel. net>;tag=31415

To: <sip:userl_publicl@onel. net>

Call-1D: b89rjhnedlrfjflslj40a222

CSeq: 61 PUBLI SH

Require: sec-agree

Proxy- Requi re: sec-agree

Security-Verify: ipsec-3gpp; g=0.1; al g=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-
c=8642; port-s=7531

Event: presence

Expires: 7200

Cont ent - Type: application/ pi df +xm

Content-Length: (...)

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:parans: xm :ns: pidf"
xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: r pi d- st at us”
xm ns:et="urn:ietf:params: xm : ns: pi df : rpi d-tupl e"
xm ns: ci ="urn:ietf:params: xm : ns: pi df:cipid"
xm ns: pcp="urn:ietf:paranms: xm : ns: si npl e- prescaps- ext"
entity="pres:user2_publicl@one2. net">

<tupl e i d="a8098a. 672364762364" >
<status>
<basi c>open</ basi c>
<es:activity>meeting</es:activity>
<es: pl acetype until ="2003-08-27T17: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>private</es: privacy>
<es:idle since="2003-08-27T10: 43: 002"/ >
<pcp: prescaps>
<pcp: vi deo negat ed="f al se"></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></pcp: audi o>
</ pcp: prescaps>
</ st at us>
<et:cl ass>sip</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="0.8">sip:user2_publicl@one2. net</contact>
<note xm :lang="en">Don't Disturb Pl ease!</note>

<note xm :lang="fr">Ne derangez pas, s'il vous plait</note>
<ti mest anp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ st at us>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : honepage>htt p: / / exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanpl e.conl ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conf ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l'"min a boring neeting</note>
<note xm :lang="en">l"'1l be in Tokyo next week</note>

44444444%7h9n2p3g9>h%Lpf##exanp#efeen#:usgpz<#effh9n§?§3e>

<timestanp>2004-10- 10T12: 00: 30Z</ ti nmest anp>
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</tupl e>

<tupl e id="jkl hgf 9788934774. 78" >
<status>
<basi c>open</ basi c>
</ status>
<et:cl ass>assistant</et:class>
<et:contact-type>presentity</et:contact-type>
<et:rel ati onshi p>assistant</et:rel ati onshi p>
<contact priority="1.0">tel:+1-212-555-2222</cont act >
<note xm :lang="en">She's ny secretary</note>
<timestanp>2003- 08- 27T11: 49: 29Z</ ti nest anp>
</ tupl e>

</ presence>

Request-URI:  Public user identity whose presence information the PUA intends to publish.

Event: Thisfield is populated with the value "presence" to specify the use of the presence package.

To:

Same as the Request-URI.

Content-Type:  Set to the value 'application/pidf+xml'.

***

next change ***

1.

NOTIFY request (PSto S-CSCF) —seeexamplein table A.5.2.1-1

The PS determines which authorized watchers are entitled to receive the updates of the presence information
for this presentity. For each appropriate watcher, the PS sends a NOTIFY request that contains the updated
state of presence information. The NOTIFY request may either contain the complete set of presence
information, or only the information that has changed since the last notification. In this example, the watcher
indicated preference for partial notification in the SUBSCRIBE request, so the NOTIFY request is
formulated according to draft-ietf-simple-partial-notify-01 [24] and draft-ietf-simple-partial - pidf-

format-00 [38] by including only the information that has changed since the last notification.

Table A.5.2.1-1: NOTIFY request (PS to S-CSCF)

NOTI FY si p: [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp SI P/ 2.0
Via: SIP/2.0/UDP ps. home2. net; branch=z9hG4bK240f 34. 1

Max- Forwar ds: 70

P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=523551024"; ori g-i oi =honme2. net
Rout e: <si p:scscfl. honel. net;|r>, <sip:pcscfl. honel.net;I|r>
From <sip:user2_publicl@one2. net>;tag=151170

To: <sip:userl_publicl@onel. net>;tag=31415

Call-1D: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTI FY

Subscription-State: active;expires=5000

Event: presence

Contact: <sip:ps. hone2. net>

Content - Type: application/pidf-partial +xm

Content-Length: (...)

<?xm version="1.0" encodi ng="UTF-8"?>
<pi df - part: presence xm ns="urn:ietf:parans: xm :ns: pi df"
xm ns: part="urn:ietf:params: xm : ns: pi df -partial"
xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: rpi d- st at us”
xm ns:et="urn:ietf:paranms: xm : ns: pi df : rpi d-tupl e"
xm ns:ci ="urn:ietf:paranms: xm : ns: pi df : ci pi d"
xm ns: pcp="urn:ietf:params: xm : ns:sinpl e-prescaps-ext"
entity="pres:user2_publicl@one2. net" version="2" state="partial">

<tupl e i d="a8098a. 672364762364" >
<stat us>
<basi c>open</ basi c>
<es: pl acetype until ="2003-08-27T18: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>public</es:privacy>
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<pcp: prescaps>
<pcp: vi deo negat ed="f al se" ></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: nmobi lity>
<pcp: audi o negat ed="true"></ pcp: audi 0>
</ pcp: prescaps>
</ status>
<et:class>si p</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="1.0">sip:user2_publicl@one2. net</contact>
<ti mest anp>2003- 08- 27T17: 35: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ st at us>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : homepage>htt p: // exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanpl e.con ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conl ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l"'min a boring neeting</note>
<note xm :lang="en">"'11 be in Tokyo next week</note>

4444444437h9n2p3g9>hLLpf##exanp#efeen#:usgpz<#effhenpggge>

<ti mest anp>2003- 08- 27T12: 00: 30Z</ t i mest anp>
</ tupl e>

<pi df - part: renoved>
<pi df -part:t_id>j kl hgf 9788934774. 78</ pi df -part:t_i d>
</ pi df - part:renoved>

</ pi df - part: presence>

P-Charging-Vector:  The PS populates the icid parameter with a globally unique value and populates the
identifier of its own network to the originating Inter Operator Identifier (10l) parameter of
this header.

*** next change ***

1. NOTIFY request (PSto S-CSCF) - seeexamplein table A.5.3.1-1

The PS determines which authorized watchers are entitled to receive presence information. For each
appropriate watcher, the PS sends a NOTIFY request that contains the updated state of presence information.
In this example the notification is only sent to the RLS.

The NOTIFY regquest may either contain the complete set of presence information, or only those presence
tuples that have changed since the last notification. For this example, the complete set of presence
information is sent.
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Table A.5.3.1-1: NOTIFY request (PS to S-CSCF)

NOTI FY sip:rls.honel.net SIP/2.0

Via: SIP/2.0/UDP ps. home2. net; branch=z9hG4bK240f 34. 1

Max- Forwar ds: 70

P- Char gi ng- Vect or: i ci d-val ue="Ayr et yUodm+6Q2I r T5t AFr bHLs0=623551024"; ori g-i oi =homel2. net

P- Char gi ng- Functi on- Addr esses: ccf=[5555::b99: c88: d77: e66]; ccf=[5555::a55: b44:¢c33:d22];
ecf=[ 5555:: 1f f: 2ee: 3dd: 4ee] ; ecf=[5555:: 6aa: 7bb: 8cc: 9dd]

Rout e: <si p:scscfl. honel.net;Ir>

From <si p:user2_publicl@one2. net>;tag=151170

To: <sip:userl_publicl@onel. net>;tag=31415

Cal | -1 D: gahj t 393yhakf h83hf asl 98a

CSeq: 43 NOTI FY

Subscription-State: active; expi res=5000

Event: presence

Contact: <sip:ps. hone2. net>

Cont ent - Type: application/ pidf +xm

Content-Length: (...)

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:params:xm :ns:pidf"
xm ns: es="urn:ietf:paranms: xm : ns: pi df : st at us: r pi d- st at us”
xm ns:et="urn:ietf:paranms: xm : ns: pi df : rpi d-tupl e"
xm ns:ci ="urn:ietf:params: xm : ns: pidf:cipid"
xm ns: pcp="urn:ietf:params: xm : ns: si npl e-prescaps-ext"
entity="pres:user2_publicl@one2. net ">

<tupl e id="aB8098a. 672364762364" >
<status>
<basi c>cl osed</ basi c>
<es: pl acetype until ="2003-08-27T18: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>public</es:privacy>
<pcp: prescaps>
<pcp: vi deo negat ed="f al se" ></ pcp: vi deo>
<pcp: mobi | i t y>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></pcp: audi o>
</ pcp: prescaps>
</ st at us>
<et:cl ass>sip</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="1.0">sip:user2_publicl@one2. net</contact>
<timestanp>2003- 08-27T17: 35: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
<basi c>open</ basi c>
</ status>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : honepage>htt p: / / exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanple.conl ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conf ~user 2/ card. vcd</ci: card>

<note xm :lang="en">l"'min a boring neeting</note>
<note xm :lang="en">l"'1l be in Tokyo next week</note>

——<cihonepage>htt p://exanple. conf ~user2</ci-honepage>

<ti mest anp>2003- 08- 27T12: 00: 30Z</ t i mest anp>
</ tupl e>

</ presence>

P-Charging-Vector: The PS populates the icid parameter with a globally unique value and
populates the identifier of its own network to the originating Inter Operator
Identifier (101) parameter of this header.

P-Charging-Function-Addresses:  The PS populates the P-Charging-Function-Addresses header field to be
passed to the S-CSCF.

*** next change ***
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5. NOTIFY request (RLSto S-CSCF#1) - see examplein table A.5.3.1-5

The RLS may decide to wait for other notifications and combine them in a single notification towards the UE
or it sends the notification to the UE without any waiting. In this example, the RLS does not wait for other
notifications.

Table A.5.3.1-5: NOTIFY request (RLS to S-CSCF)

NOTI FY si p: [ 5555: : aaa: bbb: ccc: ddd] : 1357; conp=si gconp SI P/ 2.0

Via: SIP/2.0/UDP rls. honel. net; branch=z9h4bK240f 34. 1

Max- Forwar ds: 70

P- Char gi ng- Vector: icid-val ue="Ayret yUodm-6Q2I r T5t AFr bHLs0=723551024"; ori g-i oi =honel. net

P- Char gi ng- Functi on- Addr esses: ccf=[5555::b99: c88: d77: e66]; ccf=[5555::a55: b44:¢c33:d22];
ecf =[ 5555: : 1f f : 2ee: 3dd: 4ee]; ecf=[5555:: 6aa: 7bb: 8cc: 9dd]

Rout e: <si p:scscfl. honel.net;|lr> <sip:pcscfl.visitedl.net;Ir>

From <sip:userl_listl@onel. net>;;tag=151170

To: <sip:userl_publicl@onel. net>;tag=31415

Cal | -1 D: gahj t 393yhakf h83hf asl 98a

CSeq: 90 NOTI FY

Subscription-State: active;expires=4500

Require: eventlist

Event: presence

Contact: <sip:rls.honel. net>

Content-Type: multipart/related;type="application/rlm +xm";
start ="<nj hhsdhj @1 s. honel. net >"; boundar y="70UBf WL78hj gf guUPe5z"

Content-Length: (...)

- - T0UBf W L78hj gf gUPe52

Cont ent - Tr ansf er - Encodi ng: bi nary

Content-1D: <njhhsdhj @l s. honel. net >

Content - Type: application/rlm +xm ;charset="UTF-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<list xmns="urn:ietf:params:xm :ns:rmi"
uri="sip:userl_|istl@monel.net"
versi on="2"
full State="fal se"
<resource uri="pres:user2_publicl@one2. net" nane="Kovacs Janos">
<instance id="hgzsuxtfyqg" state="active" cid="uhjgfd@]Is. honel.nnet"/>
</ resource>
</list>

- - 70UBf WL78hj gf gUPe5z

Cont ent - Tr ansf er - Encodi ng: bi nary

Content-1D: <uhjgfd@]ls. honel. net >

Cont ent - Type: application/pidf+xm ; charset="UTF-8"

<?xm version="1.0" encodi ng="UTF-8"?>
<presence xm ns="urn:ietf:params:xm :ns:pidf"
xm ns: es="urn:ietf:params: xm : ns: pi df : st at us: rpi d- st at us”
xm ns:et="urn:ietf:paranms: xm : ns: pi df : rpi d-tupl e"
xm ns:ci ="urn:ietf:paranms: xm : ns: pi df : ci pi d"
xm ns: pcp="urn:ietf:params: xm : ns:sinpl e-prescaps-ext"
entity="pres:user2_publicl@one2. net">

<tupl e i d="a8098a. 672364762364" >
<status>
<basi c>cl osed</ basi c>
<es: pl acetype until ="2003-08-27T18: 30: 002" >of fi ce</ es: pl acet ype>
<es: privacy>public</es: privacy>
<pcp: prescaps>
<pcp: vi deo negat ed="f al se"></ pcp: vi deo>
<pcp: mobi | i ty>nobi | e</ pcp: mobi lity>
<pcp: audi o negat ed="true"></pcp: audi o>
</ pcp: prescaps>
</ st at us>
<et:class>sip</et:class>
<et:contact-type>service</et:contact-type>
<contact priority="1.0">sip:user2_publicl@one2. net</contact>
<timestanp>2003- 08-27T17: 35: 29Z</ ti nest anp>
</ tupl e>

<tupl e id="sfddsj74.78">
<status>
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<basi c>open</ basi c>
</ status>
<et:class>presentity</et:class>
<et:contact-type>presentity</et:contact-type>
<ci : honepage>htt p: / / exanpl e. conf ~user 2</ ci : honepage>
<ci:icon>http://exanple.conl ~user?2/icon.gif</ci:icon>
<ci:card>http://exanpl e. conf ~user 2/ card. vcd</ci : card>

<note xm :lang="en">l'"min a boring neeting</note>
<note xm:lang="en">l"'11 be in Tokyo next week</note>

——————44&Tﬁ9nepage>hL%pT##e*anpLeTeen#=us§F2<#efThen§?§ge>

<ti mest anp>2003- 08- 27T12: 00: 30Z</ t i mest anp>
</ tupl e>

</ presence>

- - 70UBf WL78hj gf gUPe5z

P-Charging-Vector: The RLS populates the icid parameter with a globally unique value and
populates the identifier of its own network to the originating Inter Operator
Identifier (101) parameter of this header.

P-Charging-Function-Addresses.  The RLS populates the P-Charging-Function-Addresses header field to be
passed to the S-CSCF.
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6 Protocol for data manipulation at the Ut reference
point
6.1 Introduction

Hypertext Transfer Protocol (HTTP) and XML Configuration Access Protocol (XCAP) are used to store, alter and
delete data related to the presence service. The general information that can be manipulated is user groups, subscription
authorization policy, resource lists, hard state presence publication, MIME objects referenced from the hard state
presence information, etc. Soft state presence information manipulated with a PUBLISH request is not manipulated by
the mechanism provided over the Ut reference point.

6.2 Functional entities

6.2.1 User Equipment (UE)

The UE implements the Data Manipulator (DM) role as described in subclause 6.3.1.

The UE shall implement HTTP digest AKA (see RFC 3310 [20]) and it shall initiate a bootstrapping procedure with the
bootstrapping server function located in the home network, as described in 3GPP TS 24.109 [7].

The UE shall acquire the subscriber's certificate from PKI portal by using a bootstrapping procedure, as described in
3GPPTS24.109 [7].

The UE shall implement HTTP digest authentication (see RFC 2617 [13]).

The UE and-the-authentication-proxy-shall beth-implement TLS (see RFC 2246 [13]). The UE shall be ableto
authenticate the adthentication-proxy _network application function based on the received certificate during TLS
handshaking phase.

6.2.2  Application Server (AS)

If an AS implementsthe role of a PS (see subclause 5.3.3) or of aRLS (see subclause 5.3.4), then the AS shall also
implement the role of a Data Manipulation Server (DM S) (see subclause 6.3.2).

If there is no authentication proxy in the network, then the AS shall-:alse-
1) implement the role of a network application function, as described in 3GPP TS 24.109 [7]; ane-H-shal-
2) implement TL S (see RFC 2246 [13]);

3) suppertimplement HT TP digest authentication (see RFC 2617 [13]); and-

4) support certificate authentication.
Editor's note: It needsto be clarified what physical entities can contain the Authentication Proxy and its relationship
with the IM S architecture.
6.2.3  Authentication proxy

The authentication proxy shall implement the role of a network application function, as described in
3GPP TS 24.109 [7] and it shall support HTTP Digest Authentication and certificate authentication.

The Authentication Proxy shall authenticate the UE and integrity protect the messages sent towards the UE.

Editor's note: It is FFS how the Authentication Proxy passes the user'sidentity to the Application Server (AS).
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*%k%* 1St Change *kk*k
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[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.141: "Presence Service;, Stage 1".

[3] 3GPP TS 23.002: "Network architecture".

[4] 3GPP TS 23.141: "Presence service; Architecture and functional description; Stage 2".

[5] 3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

[6] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[7] 3GPP TS 24.109: "Bootstrapping interface (Ub) and Network application function interface (Ua);
Protocol details".

[8] 3GPP TS 24.228: "Signalling flows for the |P multimedia call control based on Session Initiation
Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[9] 3GPP TS 24.229: "Internet Protocol (IP) multimedia call control protocol based on Session
Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[10] 3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and
message contents’.

[11] 3GPP TS 33.141: "Presence service; Security".

[12] IETF RFC 2664 (1999): "FY| on Questions and Answers - Answers to Commonly asked New
Internet User Questions”.

[13] IETF RFC 2246 (1999): "The TLS Protocol Version 1.0".

[14] IETF RFC 2387 (August 1998): "The MIME Multipart/Related Content-type".

[15] IETF RFC 2616 (June 1999): "Hypertext Transfer Protocol -- HTTP/1.1".

[16] IETF RFC 2778 (2000): "A Model for Presence and Instant Messaging'”.

[17] IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".

[18] IETF RFC 3263 (June 2002): "Session Initiation Protocol (SIP): Locating SIP Servers'.

[19] IETF RFC 3265 (March 2002): "Session Initiation Protocol (SIP)-Specific Event Notification".

[20] IETF RFC 3310 (2002): "Hypertext Transfer Protocol (HTTP) Digest Authentication Using

Authentication and Key Agreement (AKA)".

[21] draft-ietf-impp-cpim-pidf-08 (May 2003): "Presence Information Data Format (PIDF)".
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[22] draft-ietf-simple-event-list-04 (June 2003): "A Session Initiation Protocol (SIP) Event Notification
Extension for Resource Lists'.

[23] draft-ietf-sip-publish-03 (February 2004): "An Event State Publication Extension to the Session
Initiation Protocol (SIP)".

[24] draft-ietf-simple-partial-notify-01 (January 2004): "Partial Notification of Presence Information”.

[25] draft-ietf-simple-prescaps-ext-00 (February 2004): "Device capability PIDF status extension”.

[26] draft-ietf-simple-rpid-03 (March 2004): "RPID: Rich Presence: Extensions to the Presence
Information Data Format (PIDF)".

[27] draft-ietf-simple-presence-10 (January 2003): "A Presence Event Package for the Session
Initiation Protocol (SIP)".

[28] draft-ietf-simple-winfo-package-05 (January 2003): "A Session Initiation Protocol (SIP) Event
Template-Package for Watcher Information™.

[29] draft-ietf-simple-winfo-format-04 (January 2003): "An Extensible Markup Language (XML)
Based Format for Watcher Information".

[30] draft-ietf-simple-filter-format-00 (February 2004): "An Extensible Markup Language (XML)
Based Format for Event Notification Filtering".

[31] draft-ietf-simple-event-filter-funct-00 (February 2003): "Functional Description of Event
Notification Filtering".

[32] draft-ietf-simple-cipid-01 (March 2004): "CIPID: Contact Information in Presence Information
Data Format".

[33] draft-ietf-simple-xcap-62-03 (February-July 2004): "The Extensible Markup Language (XML)
Configuration Access Protocol (XCAP)".

[34] draft-i somaki-simpl e-xcap-pi df-manipul ation-usage-00 (February 2004): "An Extensible Markup
Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence
Document Contents'.

[35] draft-ietf-simple-xcap-presence-rules-00 (May 2004): "Extensible Markup Language (XML)
Configuration Access Protocol (XCAP) Usages for Setting Presence Authorization”.

[36] draft-ietf-simple-xcap-list-usage-02 (February 2004): "An Extensible Markup Language (XML)
Format for Representing Resource Lists'.

[37] draft-ietf-geopriv-pidf-lo-01 (February 2004): " A Presence-based GEOPRIV Location Object
Format".

[38] draft-ietf-simple-partial -pidf-format-00 (January 2004): "Presence Information Data Format
(PIDF) Extension for Partial Presence”.

[39] draft-ietf-simple-xcap-package-01 (February 2004): "A Session Initiation Protocol (SIP) Event
Package for Modification Events for the Extensible Markup Language (XML) Configuration
Access Protocol (XCAP) Managed Documents”.

[40] draft-ietf-sip-content-indirect-mech-03 (June 2003): "A Mechanism for Content Indirection in
Session Initiation Protocol (SIP) Messages”.

3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following

apply:
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subscription authorization policy: apolicy that determines which watchers are alowed to subscribe to a presentity's
presence information

The subscription authorization policy aso determines to which presence tuples of the presentity's presence information
the watcher has access.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.141 [4] apply:

Presence list server

Presence Network Agent (PNA)
Presence Server (PS)

Presence User Agent (PUA)

For the purposes of the present document, the following terms and definitions from RFC 2778 [16] apply:

Presencetuple
Presentity

For the purposes of the present document, the following terms and definitions from draft-ietf-sip-publish-03 [ 23] apply:

Event Publication Agent (EPA)
Event State Compositor (ESC)

For the purposes of the present document, the following terms and definitions from draft draft-ietf-simple-xcap-03 [33]
apply:

XCAP client
XCAP server

For the purposes of the present document, the following terms and definitions from draft-ietf-simple-event-list-04 [22]
apply:

ResourceList Server (RLS)
For the purposes of the present document, the following terms and definitions given in RFC 1594 [12].
Fully-Qualified Domain Name (FQDN)

For the purposes of the present document, the following terms and definitions given in RFC 3261 [17] apply (unless
otherwise specified see clause 6).

Final response

Header

Header field

M ethod

Request

Response

(SIP) transaction

Status-code (see RFC 3261 [17], subclause 7.2)
Tag (see RFC 3261 [17], subclause 19.3)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [3],
subclauses 4.1.1.1 and 4a.7 apply:

Call Session Control Function (CSCF)
Home Subscriber Server (HSS)

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 23.218 [5],
subclause 3.1 apply:

Filter criteria
Initial filter criteria
Subsequent request

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [6],
subclauses 4.3.3.1 and 4.6 apply:
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Interrogating-CSCF (1-CSCF)
Proxy-CSCF (P-CSCF)
Serving-CSCF (S-CSCF)
For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [1] apply:
User Equipment (UE)
For the purposes of the present document, the following terms and definitions from 3GPP TS 33.141 [11] apply:

Authentication Proxy

**** next change ****

6.3 Roles

6.3.1 Data Manipulator (DM)

6.3.1.1 Introduction

The DM isalogical function that implements the requirements of a XCAP client as defined in draft-ietf-simple-xcap-03
33]. The DM provides the means to manipulate the general data such us user groups, subscription authorization policy,
resource lists, hard state presence publication, MIME objects referenced from the hard state presence information, etc.

NOTE: Inorder to be able to manipulate data stored on the DM S, the DM has the root directory on the DM S
pre-configured or use some means to discover it. Discovery mechanisms are outside the scope of the
present document.

6.3.1.2 Manipulating a presencelist

When the DM intends to manipulate a presencelist, it shall generate an HTTP PUT, GET or DELETE request in
accordance with RFC 2616 [15], draft-ietf-simple-xcap-62-03 [33] and draft-ietf-simple-xcap-list-usage-02 [ 36].

6.3.1.3 Manipulating the subscription authorization policy

When the DM intends to manipulate the subscription authorization policy, it shall generate an HTTP PUT, HTTP GET
or HTTP DELETE request in accordance with RFC 2616 [15], draft-ietf-simple-xcap-62-03 [33] and
draft-ietf-simple-xcap-presence-rules-00 [35].

When the DM intends to authorize a different value of the same presence attribute to different watchers or watcher
groups, the DM shall authorize a single tuple including one of the different values of the same presence attribute to
every watcher or watcher groups by using a specific "inclusion set" as specified in
draft-ietf-simple-xcap-presence-rules-00 [35].

6.3.1.4 Publishing hard state presence information

The DM shall implement draft-isomaki-si mple-xcap-pidf-mani pulation-usage-00 [34] in order to be able to manipulate
hard state presence information. Hard state presence information uses the same format as soft state information, namely
"application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [21] together with any of its
extensions.

When the hard state presence information contains one ore more MIME objects to be aggregated with the
"application/pidf+xml" content type and any of its extensions, the DM shall:

a) construct as many HTTP URIs as many objectsto be stored and formulate every HTTP URI according a
predefined directory structure;
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NOTE: Inorder to be able to manipulate data stored on the DM S, the DM has the root directory on the DM S pre-
configured or use some means to discover it. Discovery mechanisms are outside the scope of the present
document.

b) store the objects on the data manipulation server behind the HTTP URI(s) created in the previous step using
standard HTTP procedures as defined in RFC 2616 [15];

¢) include every HTTP URI as avalue of the corresponding XML element in the published "application/pidf+xml"
presence document referencing the stored object(s) in the previous step; and

d) publish the hard state presence information according to draft-isomaki-simple-xcap-pidf-manipul ation-
usage-00 [34].
6.3.2 Data Manipulation Server (DMS)

6.3.2.1 Introduction

The Data Manipulation Server (DMS) isalogical function that implements the requirements of a XCAP server as
defined in draft-ietf-simple-xcap-03 [33]. The DM S which-can store data such us user groups, subscription
authorization policy, resource lists, hard state presence information, MIME objects referenced from the hard state
presence information, etc.

6.3.2.2 Resource list manipulation acceptance

When the data manipulation server receivesan HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or
fetching aresource list, the DM S shall first authenticate the request in accordance with 3GPP TS 24.109 [7] and then
perform authorization. Afterwards the DM S shall perform the requested action and generate a response in accordance
with RFC 2616 [15], draft-ietf-simple-xcap-62-03 [ 33] and draft-ietf-simple-xcap-list-usage-02 [ 36].

6.3.2.3 Subscription authorization policy manipulation acceptance

When the DMS receivesan HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching of the
subscription authorization policy, the data manipulation server shall first authenticate the request in accordance with
3GPP TS 24.109 [7] and then perform authorization. Afterwards the DM S shall perform the requested action and
generate a response in accordance with RFC 2616 [15], draft-ietf-simple-xcap-62-03 [33] and draft-ietf-simple-xcap-
presence-rules-00 [35].

6.3.24 Publication acceptance of hard state presence information

When the DMS receivesan HTTP PUT, HTTP GET or HTTP DELETE request for publishing, fetching or deleting of
hard state presence information, the DM S shall first authenticate the request in accordance with 3GPP TS 24.109 [7]
and then perform authorization. Afterwards the DM S shall:

a) if the HTTP URI pointsto a predefined directory reserved for storing MIME objects and the request isan HTTP
PUT request, replace any existing content referenced by the Request-URI with the content of the request;

b) if the Request-URI points to an uncreated directory, create the directory, store the content there and associate the
content with the Request-URI. For al requests, i.e. HTTP PUT, HTTP GET and HTTP DELETE requests,
generate an appropriate response in accordance with RFC 2616 [15]; or

¢) if theHTTP URI pointsto an XCAP directory and the Application Usage ID (AUID) part of the HTTP URI is
set to " pidf-manipulation”, process the request and generate an appropriate response in accordance with
draft-ietf-simple-xcap-02-03 [33], draft-isomaki-simpl e-xcap-pidf-mani pul ation-usage-00 [34] and RFC 2616
[15].
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[23] draft-ietf-sip-publish-03 (February 2004): "An Event State Publication Extension to the Session
Initiation Protocol (SIP)".

[24] draft-ietf-simple-partial-notify-01 (January 2004): "Partial Notification of Presence Information”.

[25] draft-ietf-simple-prescaps-ext-00 (February 2004): "Device capability PIDF status extension”.

[26] draft-ietf-simple-rpid-03 (March 2004): "RPID: Rich Presence: Extensions to the Presence
Information Data Format (PIDF)".

[27] draft-ietf-simple-presence-10 (January 2003): "A Presence Event Package for the Session
Initiation Protocol (SIP)".

[28] draft-ietf-simple-winfo-package-05 (January 2003): "A Session Initiation Protocol (SIP) Event
Template-Package for Watcher Information”.

[29] draft-ietf-simple-winfo-format-04 (January 2003): "An Extensible Markup Language (XML)
Based Format for Watcher Information".

[30] draft-ietf-simple-filter-format-00 (February 2004): "An Extensible Markup Language (XML)
Based Format for Event Notification Filtering"”.

[31] draft-ietf-simple-event-filter-funct-00 (February 2003): "Functional Description of Event
Notification Filtering".

[32] draft-ietf-simple-cipid-01 (March 2004): "CIPID: Contact Information in Presence Information
Data Format".

[33] draft-ietf-simple-xcap-02 (February 2004): "The Extensible Markup Language (XML)
Configuration Access Protocol (XCAP)".

[34] draft-i somaki-si mple-xcap-pidf-manipul ation-usage-00 (February 2004): "An Extensible Markup
Language (XML) Configuration Access Protocol (XCAP) Usage for Manipulating Presence
Document Contents'.

[35] draft-ietf-simple-xcap-presence-rules-00 (May 2004): "Extensible Markup Language (XML)
Configuration Access Protocol (XCAP) Usages for Setting Presence Authorization”.

[36] draft-ietf-simple-xcap-list-usage-02 (February 2004): " An Extensible Markup Language (XML)
Format for Representing Resource Lists".

[37] draft-ietf-geopriv-pidf-10-01 (February 2004): "A Presence-based GEOPRIV Location Object
Format".

[38] draft-ietf-simple-partial -pidf-format-00 (January 2004): "Presence Information Data Format
(PIDF) Extension for Partial Presence".

[39] draft-ietf-simpl e-xcap-package-01-02 (Februany-July 2004): "A Session Initiation Protocol (SIP)
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Configuration Access Protocol (XCAP) Managed Documents”.

[40] draft-ietf-sip-content-indirect-mech-03 (June 2003): "A Mechanism for Content Indirection in
Session Initiation Protocol (SIP) Messages”.

[41] draft-ietf-si pping-config-framework-04 (July 2004): "A Framework for Session Initiation Protocol

User Agent Profile Delivery".
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**** next change ****

5.3.14 Subscription for the-xcap-change package

In order to get notifications of changesto XML documents manipulated via the Ut reference point the PUA may
generate a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-package-64-02 [39] and draft-ietf-sipping-
config-framework-04 [41].

**** next change ****

5.3.25 Subscription for the-xcap-change package

In order to get notifications of changesto XML documents manipulated via the Ut reference point the watcher may
generate a SUBSCRIBE request in accordance with draft-ietf-simple-xcap-package-61-02 [39] and draft-ietf-sipping-
config-framework-04 [41].

**** next change ****

5.3.35 Subscription acceptance to xcap-change and notification of state changes

When the PS receives a SUBSCRIBE request having the Event header val ue 'xeap-changesip-profile’, the PS shall first
verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then
it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the PS shall generate a
response to the SUBSCRIBE request and notifications in accordance with draft-ietf-simpl e-xcap-package-64-02 [39]._
and draft-ietf-sipping-config-framework-04 [41].

**** next change ****

5.34.4 Subscription acceptance to xcap-change and notification of state changes

When the RLS receives a SUBSCRIBE request having the Event header value "sip-profilexcap-change”, the RLS shall
first verify the identity of the source of the SUBSCRIBE request as described in 3GPP TS 24.229 [9] subclause 5.7.1.4,
then it shall perform authorization as described in 3GPP TS 24.229 [9] subclause 5.7.1.5. Afterwards, the RLS shall
generate a response to the SUBSCRIBE request and notifications in accordance with
draft-ietf-simple-xcap-package-04-02 [39] ] and draft-ietf-si pping-config-framework-04 [41].
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**k%* 1§ Change **k*

5.3.1.2 Publication of presence information

When the PUA intends to publish its own view of the presentity's presence information it shall generate a PUBLISH
request by acting as an Event Publication Agent (EPA) in accordance with draft-ietf-sip-publish-03 [23].

The PUA shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [21]
together with the Presence Information Data Format (PIDF) extensions defined in draft-ietf-simple-rpid-03 [26].

The PUA may implement the PIDF extensions defined in draft-ietf-simple-cipid-01 [32].
The PUA may implement location information according to the format defined in draft-ietf-geopriv-pidf-lo-01 [37].

NOTE 1: The categorization of presence attributes to generic information attributes and communication address
specific attributes is done using the <contact-type> element. The value of the <contact-type> element
categorizes the content of the tuple in such away that the value "presentity” denotes general information
about the presentity and the value "service" denotes the communication mean specific information. The
presence document consists of one or more tuples describing the presentity related information and one or
more tuples describing information about different communication means.

The eXtensible Markup Language (XML) Schema Definition of the "application/pidf+xml" format or the
"application/pidf-partial +xml" format cover the definition of the 3GPP subscriber's presence attributes and the PUA
shall perform the following mapping:

- the communication address (containing communication means, status and contact address) attribute and the
priority attribute are represented by a <tuple> element including a basic <status> element and one or more
<contact> elements containing a priority attribute as defined in draft-ietf-impp-cpim-pidf-08 [21].

The PUA represents the subscriber's status by including a <contact-type> element defined in
draft-ietf-simple-rpid-03 [26] with the value "presentity” and a basic <status> element defined in
draft-ietf-impp-cpim-pidf-08 [21]. In order to express more granularity in values, <activity> and <privacy>
elements both defined in draft-ietf-simple-rpid-03 [26] can be used inside the <status> elements. Further PIDF
extensions as defined in draft-ietf-simple-cipid-01 [32] can also be used.

In case of including multiple presentity related tuplesin the presence document, all the presentity related tuples
except one contains information about an alternate contact related to the presentity; the type of the alternate
contact shall be indicated using the <relationship> element defined in draft-ietf-simple-rpid-03 [26];

NOTE 2: draft-ietf-simple-rpid-03 [26] defines also other values of the <contact-type> element. Those values can
be used to create additional categories.

- thetext attribute is represented by the <note> element as defined in draft-ietf-impp-cpim-pidf-08 [21]; and

- thelocation attribute is represented by the elements defined in draft-ietf-geopriv-pidf-lo-01 [37] and the
<placetype> element defined in draft-ietf-smple-rpid-03 [26].

NOTE 3: Only information elements relevant for the application isincluded in the PUBLISH request. Attributes not
relevant or available (e.g. the text attribute or the location attribute) are omitted.

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this
version of the specification.

The PUA shall implement draft-ietf-simple-prescaps-ext-00 [25] if it wants to make use of SIP user agent capabilitiesin
the presence document. The extension may be used for describing the type of the service described by the presence
tuple.

The PUA shall implement the "multipart/related” content type as described in RFC 2387 [14] if it wants to aggregate
other Multipurpose Internet Mail Extensions (MIME) objects with the "application/pidf+xml" content type.

When a presence attribute has a value of a MIME object, the PUA shall either:
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a) publish the presence document and the MIME object utilizing the "multipart/related” content-type in the
PUBLISH request; or

b) make use of content indirection.

When the PUA decides to use the content indirection mechanism for publishing an initial or modified value of a
presence attribute the PUA shall follow the following procedure:

a) either store the MIME object behind an HTTP URI on the PS or ensure that the MIME object and aHTTP URL
pointing to that MIME object already exists on the PS;

b) usethe "multipart/related” content type as described in RFC 2387 [14] with the content indirection mechanism
as specified in draft-ietf-sip-content-indirect-mech-03 [40] for the publication of presence information format as
follows:

- set aCID URI referencing to other MIME multipart body which contains the content indirection information
asthe value of the XML element whose value is delivered as an indirect content;

- include the presence document of the format " application/pidf+xml" or "application/pidf-partial+xml" in the
root of the body of the "multipart/related”" content;

- gpecify the part having information about the MIME object by using the " message/external-body" content
type, defining the HTTP URI, versioning information and other information about the MIME object as
described in draft-ietf-sip-content-indirect-mech-03 [40].

NOTE 4: The versioning information is used for determining whether or not the MIME object indirectly referenced
by a URI has changed or not;

When storing a MIME object on the PS the PUA shall:
a) construct as many HTTP URIs as many objects to be stored; and
b) formulate every HTTP URI according to a predefined directory structure.
NOTE 5: The PUA hastheroot directory for storing the MIME objects on the PS preconfigured.

NOTE 6: The PUA needs to store the MIME objects on the PS behind the HTTP URI(S) created previously using
standard HTTP procedures as defined in RFC 2616 [15].

The PUA may indicate its support for partial publishing by including the "application/pidf-partial+xml" content type as
described in draft-ietf-simple-partial-pidf-format-00 [38]. The first partiainitial PUBLISH request shall contain the full
publication, where the state attribute is set to value "full*_and the value of the ‘version' attribute is initialized.

On successful response from the PS, the PUA in subsequent PUBLISH requests shall generate partial publications,
where the state attribute is set to value 'partial’ and the value of the 'version' attribute is incremented by one. The partial
publication should contain only the new and changed tuples, information about the removed tuples and presence
information outside the tuple elements.

If the PUA receives a 415 (Unsupported Media Type) response to the PUBLISH request with "application/pidf+xml" in
the Accept header field, the PUA shall send a PUBLISH request including the "application/pidf+xml" content type.

Editor's Note: The above procedures on partial publishing will be replaced by referencesto the IETF
draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF. If IETF defines
another solution for partial publishing or indicate the reuse of existing procedures as a solution, then the
above procedures on partial publishing will be revised.
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The PUA shall update the presence information, either 600 s before the publication expiration time if the publication
period indicated from the PS in the response to the PUBLISH request was for greater than 1 200 s, or when half of the
time has expired if the publication period was for 1 200 s or less, unless the UE has determined that an update to the
presence information is not required.

When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall
publish atuple for every value it intends to show, all including a different value of the same presence attribute. The
PUA shall label different information with different value of the <class> element in every published tuple as defined in
draft-ietf-simple-rpid-03 [26]. The PUA shall also authorize different tuplesto different watchers or watcher groups by
mani pulating the subscription authorization policy as defined in subclause 6.3.1.2.

*** next change ***

5.3.3.3 Publication acceptance of presence information
The PS shall act as an Event State Compositor (ESC).

When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as
described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9]
subclause 5.7.1.5. In case of successful authentication and authorization, the PS shall process the PUBLISH request in
accordance with draft-ietf-sip-publish-03 [23].

If the PUBLISH request indicated support for partial publishing using the "application/pidf-partial+xml* content-type
described in draft-ietf-simple-partial-pidf-format-00 [38] and if the PS supports partial publishing, the PS shall process
the PUBLISH reguest in accordance with draft-ietf-sip-publish-03 [23] and as follows:

0O if the state attribute's value is "full" the PS shall stores the received presence and version information;

O if the state attribute's value is "partial” the PS shall ensure that the version information is correct compared to the
stored one; combine the received presence information with the stored one by replacing presence information
outside the tuples, replacing changed tuples, adding new tuples and removing tuples which id attributes' values
have been listed in the <removed> element defined in draft-ietf-simpl e-partial -pidf-format-00 [38]; and store the
received version information.

If the PS does not support partial publishing, then the PS shall send a 415 (Unsupported Media Type) response with
"application/pidf+xml" in the Accept header field.

Editor's Note: The above procedures on partial publishing will be replaced by referencesto the IETF
draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF. If IETF defines
another solution for partial publishing or indicate the reuse of existing procedures as a solution, then the
above procedures on partial publishing will be revised.
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5.3.1 Presence User Agent (PUA)

5.3.1.1 General
A PUA isan entity that provides presence information to a PS.

In addition to the procedures specified in subclause 5.3.1, the PUA shall support the procedures specified in
3GPP TS 24.229 [9] appropriate to the functional entity in which the PUA isimplemented.

5.3.1.2 Publication of presence information

When the PUA intends to publish its own view of the presentity's presence information it shall generate a PUBLISH
request by acting as an Event Publication Agent (EPA) in accordance with draft-ietf-sip-publish-03 [23].

The PUA shall implement the "application/pidf+xml" content type as described in draft-ietf-impp-cpim-pidf-08 [21]
together with the Presence Information Data Format (PIDF) extensions defined in draft-ietf-simple-rpid-03 [26].

The PUA may implement the PIDF extensions defined in draft-ietf-simple-cipid-01 [32].
The PUA may implement location information according to the format defined in draft-ietf-geopriv-pidf-lo-01 [37].

NOTE 1: The categorization of presence attributes to generic information attributes and communication address
specific attributes is done using the <contact-type> element. The value of the <contact-type> element
categorizes the content of the tuple in such a way that the value "presentity” denotes general information
about the presentity and the value "service" denotes the communication mean specific information. The
presence document consists of one or more tuples describing the presentity related information and one or
more tuples describing information about different communication means.

The eXtensible Markup Language (XML) Schema Definition of the "application/pidf+xml" format or the
"application/pidf-partial+xml" format cover the definition of the 3GPP subscriber's presence attributes and the PUA
shall perform the following mapping:

- the communication address (containing communication means, status and contact address) attribute and the
priority attribute are represented by a <tuple> element including a basic <status> element and one or more
<contact> elements containing a priority attribute as defined in draft-ietf-impp-cpim-pidf-08 [21].

The PUA represents the subscriber's status by including a <contact-type> element defined in
draft-ietf-simple-rpid-03 [26] with the value "presentity” and a basic <status> element defined in
draft-ietf-impp-cpim-pidf-08 [21]. In order to express more granularity in values, <activity> and <privacy>
elements both defined in draft-ietf-simple-rpid-03 [26] can be used inside the <status> elements. Further PIDF
extensions as defined in draft-ietf-simple-cipid-01 [32] can also be used.

In case of including multiple presentity related tuplesin the presence document, all the presentity related tuples
except one contains information about an alternate contact related to the presentity; the type of the alternate
contact shall be indicated using the <relationship> element defined in draft-ietf-simple-rpid-03 [26];

NOTE 2: draft-ietf-simple-rpid-03 [26] defines also other values of the <contact-type> element. Those values can
be used to create additional categories.

- thetext attribute is represented by the <note> element as defined in draft-ietf-impp-cpim-pidf-08 [21]; and

- thelocation attribute is represented by the elements defined in draft-ietf-geopriv-pidf-lo-01 [37] and the
<placetype> element defined in draft-ietf-simple-rpid-03 [26].

NOTE 3: Only information elements relevant for the application isincluded in the PUBLISH request. Attributes not
relevant or available (e.g. the text attribute or the location attribute) are omitted.

Additional extensions can be used to express application specific attributes, but their usage is outside the scope of this
version of the specification.
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The PUA shall implement draft-ietf-simple-prescaps-ext-00 [25] if it wants to make use of SIP user agent capabilitiesin
the presence document. The extension may be used for describing the type of the service described by the presence
tuple.

The PUA shall implement the "multipart/related” content type as described in RFC 2387 [14] if it wants to aggregate
other Multipurpose Internet Mail Extensions (MIME) objects with the "application/pidf+xml" content type.

When a presence attribute has avalue of a MIME object, the PUA shall either:

a) publish the presence document and the MIME object utilizing the "multipart/related” content-type in the
PUBLISH request; or

b) make use of content indirection.

When the PUA decides to use the content indirection mechanism for publishing an initial or modified value of a
presence attribute the PUA shall follow the following procedure:

a) either store the MIME object behind an HTTP URI on the PS or ensure that the MIME object and aHTTP URL
pointing to that MIME object already exists on the PS;

b) usethe "multipart/related” content type as described in RFC 2387 [14] with the content indirection mechanism
as specified in draft-ietf-sip-content-indirect-mech-03 [40] for the publication of presence information format as
follows:

- set aCID URI referencing to other MIME multipart body which contains the content indirection information
asthe value of the XML element whose value is delivered as an indirect content;

- include the presence document of the format " application/pidf+xml" or "application/pidf-partial+xml" in the
root of the body of the "multipart/related”" content;

- gpecify the part having information about the MIME object by using the " message/external-body" content
type, defining the HTTP URI, versioning information and other information about the MIME object as
described in draft-ietf-sip-content-indirect-mech-03 [40].

NOTE 4: The versioning information is used for determining whether or not the MIME object indirectly referenced
by a URI has changed or not;

When storing a MIME object on the PS the PUA shall:
a) construct as many HTTP URIs as many objects to be stored; and
b) formulate every HTTP URI according to a predefined directory structure.
NOTE 5: The PUA hastheroot directory for storing the MIME objects on the PS preconfigured.

NOTE 6: The PUA needs to store the MIME objects on the PS behind the HTTP URI(s) created previously using
standard HTTP procedures as defined in RFC 2616 [15].

The PUA may indicate its support for partial publishing by including the "application/pidf-partial +xml" content type as
described in draft-ietf-simple-partial-pidf-format-00 [38]. Theinitial PUBLISH request shall contain the full
publication, where the state attribute is set to value "full".

On successful response from the PS, the PUA in subsequent PUBLISH requests shall generate partial publications,
where the state attribute is set to value 'partial.

If the PUA receives a 415 (Unsupported Media Type) response to the PUBLISH request with "application/pidf+xml" in
the Accept header field, the PUA shall send a PUBLISH request including the "application/pidf+xml" content type.

Editor's Note: The above procedures on partial publishing will be replaced by referencesto the IETF
draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF.

If alocal configuration information limiting the rate at which PUA is allowed to generate PUBLISH requestsis
available, then PUA shall take that information into account. Such loca configuration information could be e.q. the
shortest time period between consecutive PUBLISH requests.
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The PUA shall update the presence information, either 600 s before the publication expiration time if the publication
period indicated from the PS in the response to the PUBLISH request was for greater than 1 200 s, or when half of the
time has expired if the publication period was for 1 200 s or less, unless the UE has determined that an update to the
presence information is not required.

When the PUA intends to show different value of the same presence attribute to different watchers, the PUA shall
publish atuple for every value it intends to show, all including a different value of the same presence attribute. The
PUA shall label different information with different value of the <class> element in every published tuple as defined in
draft-ietf-simple-rpid-03 [26]. The PUA shall also authorize different tuples to different watchers or watcher groups by
mani pulating the subscription authorization policy as defined in subclause 6.3.1.2.
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5.3.3.3 Publication acceptance of presence information
The PS shall act as an Event State Compositor (ESC).

When the PS receives a PUBLISH request, the PS shall first verify the identity of the source of the PUBLISH request as
described in 3GPP TS 24.229 [9] subclause 5.7.1.4, then perform authorization according to 3GPP TS 24.229 [9]
subclause 5.7.1.5. In case of successful authentication and authorization, the PS shall process the PUBLISH request in
accordance with draft-ietf-sip-publish-03 [23].

If the PUBLISH request indicated support for partial publishing using the "application/pidf-partial+xml* content-type
described in draft-ietf-simple-partia -pidf-format-00 [38] and if the PS supports partial publishing, the PS shall process
the PUBLISH request in accordance with draft-ietf-sip-publish-03 [23]. If the PS does not support partial publishing,
then the PS shall send a 415 (Unsupported Media Type) response with "application/pidf+xml" in the Accept header
field.

Editor's Note: The above procedures on partial publishing will be replaced by referencesto the IETF
draft-lonnfors-simple-publish-partial-00 once the draft has been discussed in IETF.

If the PUBLISH request contained the "multipart/related" content type and the PS supports the content type, the PS
shall process the content as follows:

« if aMIME multipart contains a MIME object of a content type supported by the PS, the PS shall either store the
MIME object in case of initial publication or replace an existing content in case of modify operation; and

« if amultipart includes the "message/external-body" content type and the content indirection is supported by the
PS, the PS shall ensure that it has access to the MIME object indicated by the URI and that the MIME object-s
existshg,; and associate the value of the presence attribute that refers to the MIME object with the MIME object
and additional information about it.

If the PS does not support the content type used for publishing MIME objects then the PS shall send a 415
(Unsupported Media Type) response and indicate the supported content types in the Accept header.

NOTE: If the PSreceivesa HTTP request for storing a MIME object on the PS meaning that the HTTP URI
points to a predefined directory reserved for storing MIME objects and the request isan HTTP PUT
request, the PS replaces any existing content referenced by the Request-URI with the content of the
request. If the Request-URI points to an uncreated directory, the PS creates the directory, storesthe
content there and associates the content with the Request-URI. For all requests, i.e. HTTP PUT, HTTP
GET and HTTP DELETE requests, the PS generates an appropriate response in accordance with
RFC 2616 [15].
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