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Reason for change: 8 The validity of the ICIDs for session unrelated cases are not clearly described and
conditions for generation of ICIDs are not correct.

At the last CN1#31 meeting, this CR was postponed until the more clear
sentences could be described by rewording, resulting from the SA5 decision.
Finally, SA5 resolved this issue and adopted option A ( generate a new ICID both
for session and session unrelated methods) for Rel5 and Rel6 at the last
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In5.4.1.5,5.4.1.6, 5.4.1.7, it is changed in such that the NOTIFY also triggers the
insertion of icid.

In 5.4.1.7, the h) and i) procedures are related to both initla registration and user
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initiated reregistration.
In5.4.2.1, it is changed in such that the NOTIFY also triggers the insertion of icid.

In 5.4.3.2, there is no requirement for the optional procedure in rel5 so that this
sentence is deleted.

In5.7.1.1, it is changed in such that the NOTIFY also triggers the insertion of icid.
In 5.7.3, the sentense is changed and made reference to TS32.225.

In 5.8.2.1, it is added in such that MRFC origination triggers the insertion of icid.
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not approved: for IMS entities. Correlation of CDRs from session unrelated SIP messages is
not possible in Rel 5 where SUBSCRIBE, NOTIFY, MESSAGE is included.
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Start of change

45.2 IM CN subsystem charging identifier (ICID)

The ICID isthe session level data shared among the IM CN subsystem entities including ASs in both the calling and
called IM CN subsystems. The ICID isused aso for session unrelated messages (e.qg. SUBSCRIBE request, NOTIFY
reguest, MESSA GE request) for the correlation with CDRS generated among the IM CN subsystem entities.

Thefirst IM CN subsystem entity involved in adiaog (session) or standal one (non-session) method will generate the
ICID and includeit in theicid parameter of the P-Charging-Vector header in the SIP request. See 3GPP TS 32.225 [17]
for requirements on the format of 1CID. The P-CSCF will generate an ICID for mohile-originated cals. Thel-CSCF
will generate an ICID for mobile-terminated callsif thereisno ICID received in theinitial request (e.g. the calling party
network does not behave asan IM CN subsystem). The ASwill generate an ICID when acting as an originating UA.
The MGCF will generate an ICID for PSTN/PLMN originated calls. Each entity that processes the SIP request will
extract the ICID for possible later usein a CDR. The |-CSCF and S-CSCF are also alowed to generate anew |CID for
mobile terminated calls received from another network.

Thereisalsoan ICID generated by the P- CSCF with a REGISTER request that is passed in aunlque mstance of P-
Charging-Vector header. 3
eontext: The valid duration of the ICI DIS speC|f|ed in 3GPP TS 32. 225 [17]

Theicid parameter isincluded in any requests that include the P-Charging-Vector header. However, the P-Charging-
Vector (and ICID) isnot passed to the UE.

The ICID isaso passed from the P-CSCHPDF to the GGSN, but the ICID isnot passed to the SGSN. Theinterface
supporting this operation is outside the scope of this document.

Next change

52.2 Registration
When the P-CSCF receives a REGISTER request from the UE, the P-CSCF shall:
1) insert a Path header in the request including an entry containing:
- the SIP URI identifying the P-CSCF;

- anindication that requestsrouted in this direction of the path (i.e. from the S-CSCF to the P-CSCF) are
expected to be treated as for the mobile-terminating case. Thisindication may e.g. bein a parameter in the
URI, acharacter gring in the user part of the URI, or be a port number in the URI;

2) insert a Require header containing the option tag "path";

3) ferthetnHia-RECISTER reguesHarapubeuses—denthereatainsart a new—glebathruniguevalueterieid;
saveHtoeathyandinsertitnto-theteidparameterof-the P-Charging-Vector header with theicid parameter

popul ated as specified in 3GPP TS 32.225 [17];

4) insert the parameter "integrity-protected” (described in subclause 7.2A.2) with avalue "yes' into the
Authorization header field in case the REGISTER request was either received integrity protected with the
security association created during an ongoing authentication procedure and includes an authenti cation response,
or it wasreceived on the security association created during the last successful authentication procedure and with
no authentication response, otherwise insert the parameter with the value "no";

5) in casethe REGISTER request was received without integrity protection, then check the existence of the
Security-Client header. If the header is present, then remove and storeit. The P-CSCF shall remove the 'sec-
agree item from the Require header, and the header itself if thisisthe only entry. If the header isnot present,
then the P-CSCF shall return a suitable 4xx response;

6) in casethe REGISTER request was received integrity protected, then the P-CSCF shall:
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7)

8)

- check the security association which protected the request. If that has atemporary lifetime, and the
REGISTER request was received protected with the new security association, then the request shall contain a
Security-Verify header in addition to a Security-Client header. If there are no such headers, then the P-CSCF
shall return a suitable 4xx response. If there are such headers, then the P-CSCF shall compare the content of
the Security-V erify header with the content of the Security-Server header sent earlier and the content of the
Security-Client header with the content of the Security-Client header received in the challenged REGISTER.
If those do not match, then thereis a potential man-in-the-middle attack. The request should be rejected by
sending a suitable 4xx response. If the contents match, the P-CSCF shall remove the Security-Verify and the
Security-Client header, and the "sec-agree” item from the Require header, and the header itsdlf if thisisthe
only entry;

- if the security association the REGISTER request was received on, isan aready established one, then:

- aSecurity-Verify header isnot expected to be included. If the Security-Verify header is present, then the
P-CSCF shal remove that header together with the 'Require: sec-agree’ header;

- aSecurity-Client header containing new parameter values is expected. If thisheader or any required
parameter is missing, then the P-CSCF shall return a suitable 4xx response;

- the P-CSCF shall remove the Security-Client header before forwarding the request to the S-CSCF; and

- check if the private user identity conveyed in theintegrity-protected REGISTER request is the same asthe
private user identity which was previously challenged or authenticated. If the private user identitiesare
different, the P-CSCF shall reject the REGISTER request by returning a 403 (Forbidden) response;

insert a P-Vidted-Network-1D header field, with the value of a pre-provisioned string that identifies the visited
network at the home network; and

determine the I-CSCF of the home network and forward the request to that 1-CSCF.

When the P-CSCF receives a 401 (Unauthorized) response to a REGISTER request, the P-CSCF shall:

1

2)

3)

4)

remove the CK and IK values contained in the 401 (Unauthorized) response and bind them to the proper private
user identity and security associations which will be setup asaresult of this challenge. The P-CSCF shall
forward the 401 (Unauthorized) response to the UE if and only if the CK and IK have been removed;

insert a Security-Server header in the response, containing the P-CSCF static security list and the parameters
needed for the security association setup, as specified in Annex H of 3GPP TS 33.203 [19]. The P-CSCF shall
support the "ipsec-3gpp" security mechanism, as specified in RFC 3329 [48]. The P-CSCF shall support the
HMAC-MD5-96 (RFC 2403 [20C]) and HMAC-SHA-1-96 (RFC 2404 [20D]) |Psec layer algorithms. The P-
CSCF shall support the setup of two pairs of security associations. For further information see

3GPP TS 33.203 [19]; and

set up the new security associations with atemporary lifetime between the UE and the P-CSCF for the user
identified with the private user identity. For further details see 3GPP TS 33.203[19] and RFC 3329 [48]. The P-
CSCF shall set atemporary SIP level lifetime for the security associ ation which has to be long enough to permit
the UE to findlize the regigtration procedure (bigger than 64*T1).

send the 401 (Unauthorized) response to the UE using the security association with which the associated
REGISTER request was protected, or unprotected in case the REGISTER request was received unprotected.

NOTE 1: The challengein the 401 (Unauthorized) response sent back by the S-CSCF to the UE as aresponse to the

REGISTER request is piggybacked by the P-CSCF to insert the Security-Server header fidldinit. The S
CSCF authenticates the UE, while the P-CSCF negotiates and sets up two pairs of security associations
with the UE during the same registration procedure. For further details see 3GPP TS 33.203 [19].

When the P-CSCEF receives a 200 (OK) response to a REGISTER request, the P-CSCF shall check the value of the
Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or
expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)

save thelist of Service-Route headers preserving the order. The P-CSCF shall storethislist during the entire
registration period of the respective public user identity. The P-CSCF shall use thislist to validate the routeing
information in therequests originated by the UE. If thisregistration isareregistration, the P-CSCF shall replace
the already existing list of Service-Route headers with the new list;
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2) associate the Service-Route header list with theregistered public user identity;

3) storethe public user identities found in the P-Associated-URI header value, as those that are authorized to be
used by the UE;

4) storethe default public user identity for use with procedures for the P-Asserted-1dentity header. The default
public user identity is thefirst on thelist of URIs present in the P-Associated-URI header;

NOTE 2: Theremay be more then one default public user identities stored in the P-CSCF, astheresult of the

multiple registrations of public user identities.

5) storethe valuesreceived in the P-Charging-Function-Addresses header;

6) set the security association lifetimeto the longest of either the previoudly existing security association lifetime,
or thelifetime of the just completed registration plus 30 seconds; and

7) protect the 200 (OK) response to the REGISTER request within the same security association to that in which
the request was protected.

The P-CSCF shall:

- if new security associations are established and there are no old security associations, start using the new security
associ ations towards the UE after the 200 (OK) has been sent out;

- if arequest protected within the newly established security associationsisreceived from a UE which hasold
security associations, delete the old security associations and related keys when all SIP transactions that use the
old security associations are compl eted;

- if thenewly established security associations has not been taken into use by the UE and the UE sends request
protected on the old security associations, delete the new security associations; and

- if thenewly established security associations are aresult of an unprotected REGISTER request being received
from the UE, then delete the old security associations which may exist towards the UE.

NOTE 3: The P-CSCF will maintain two Route header lists. The first Route header ligt - created during the

registration procedure - is used only to validate the routeing information in theinitial requests that
originate from the UE. Thislist is valid during the entire registration of the respective public user identity.
The second Route list - constructed from the Record Route headersin theinitial INVITE and associated
response - is used during the duration of the call. Once the call isterminated, the second Routelist is
discarded.

The P-CSCF shall delete any security association from the | Psec database when their SIP level lifetime expires.

5.2.3

Next change

Subscription to the user's registration-state event package

Upon receipt of a 200 (OK) response to the initial REGISTER request of an user, the P-CSCF shall subscribeto thereg
event package at the usersregistrar (S-CSCF) as described in draft-ietf-sipping-reg-event-00 [43]. The P-CSCF shall:

1) generate a SUBSCRIBE request with the following eements

a Request-URI set to the resource to which the P-CSCF wants to be subscribed to, i.e. toa SIP URI that
contains the default public user identity of the user;

a From header set to the P-CSCFs SIP URI;
aTo header, set toa SIP URI that contains the default public user identity of the user;
an Event header set to the "reg" event package;

an Expires header set to avalue higher then the Expires header indicated in the 200 (OK) response to the
REGISTER request; and
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- aP-Asserted-ldentity header containing the SIP URI of the P-CSCF,which was inserted into the Path header
during the registration of the user to whose registration state the P-CSCF subscribes to; and

- _aP-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.225 [17] and

2) determine the |-CSCF of the home network (e.g., by using DNS services);
before sending the SUBSCRIBE request to that I-CSCF, according to the procedures of RFC 3261 [26].

Upon receipt of a 2xx response to the SUBSCRIBE request, the P-CSCF shall store the information for the so
established dialog and the expiration time as indicated in the Expires header of the received response.

If continued subscription isrequired the P-CSCF shall automatically refresh the subscription by the reg event package
600 seconds before the expiration time for a previoudy registered public user identity, either 600 seconds before the
expiration timeif theinitial subscription was for greater than 1200 seconds, or when half of the time has expired if the
initial subscription was for 1200 seconds or less.

Next change

5.2.6.3 Requests initiated by the UE

When the P-CSCF receives an initia request for adialog or arequest for a standal one transaction, and the request
contains a P-Preferred-1dentity header that matches one of the registered public user identities, the P-CSCF shall
identify theinitiator of the request by that public user identity.

When the P-CSCF receives an initia request for adialog or arequest for a standal one transaction, and the request
contains as P-Preferred-1dentity header that does not match one of the registered public user identities, or does not
contain a P-Preferred-1dentity header, the P-CSCF shall identify the initiator of the request by a default public user
identity. If thereis more then one default public user identity available, the P-CSCF shall randomly select one of them.

NOTE 1: The contents of the From header do not form any part of this decision process.

When the P-CSCF receives from the UE aninitia request for adialog, and a Service-Route header list exists for the
initiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful regigtration or re-
registration) matches the preloaded Route headers in the received request. This verification is done on a per URI
basis, not as a whole string. If the verification fails, then the P-CSCFshall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 2 onwards; or

b) replace the preloaded Route header valuein the request with the value of the Service-Route header received
during thelast 200 (OK) response for aregistration or reregigtration;

2) additsown addressto the Via header. The P-CSCF Via header entry is built in aformat that contains the port
number of the P-CSCF in accordance with the procedures of RFC3261 [26], and either:

a) the P-CSCF FQDN that resolvesto the P address, or
b) the P-CSCF IP address;

3) additsown SIP URI to thetop of the Record-Route header. The P-CSCF SIP URI is built in aformat that
contains the port number of the P-CSCF where it awaits subsequent requests from the called party, and either:

a) the P-CSCF FQDN that resolvesto the IP address; or
b) the P-CSCF IP address,

4) remove the P-Preferred-Identity header, if present, and insert a P-Asserted-ldentity header with a value
representing theinitiator of the request;

he-P-Charging-Vector header

with theicid parameter popuIaIed as speC|f|ed in SGPP TS 32 225 [17] and
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6) if therequestisan INVITE request, save the Contact, CSeq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

1) storethe valuesreceived in the P-Charging-Function-Addresses header;

2) storethelist of Record-Route headers from the received response;

3) storethediaog ID and associate it with the private user identity and public user identity invol ved in the session;

4) rewrite the port number of its own Record Route entry to itsown protected server port number negotiated with
the calling UE, and append the comp parameter in accordance with the procedures of RFC 3486 [55]; and

NOTE 2: The P-CSCF associates two ports, a protected client port and a protected server port, with each pair of
security associations. For details on the selection of the protected port values see 3GPP TS 33.203[19].

5) if the response corresponds to an INVITE request, save the Contact and Record-Route header field values
received in the response such that the P-CSCF is able to rel ease the session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives from the UE atarget refresh request for adiaog, the P-CSCF shdll:
1) verifyif therequest relatesto a dialog in which the originator of the request isinvolved:

a) if therequest does not relates to an existing dialog in which the originator isinvolved, then the P-CSCF shdll
answer the request by sending a 403 (Forbidden) response back to the originator. The response may include a
Warning header containing the warn-code 399. The P-CSCF will not forward therequest. No other actions
arerequired;

b) if thereguest relatesto an existing diaog in which the originator isinvolved, then the P-CSCF shall continue
with the following steps;

2) verify that the list of Route headersin therequest isincluded, in the list of Record-Route headers that was
received during the last target refresh request for the same dialog. This verification is done on aper URI basis,
not as awhole string. If the verification fails, then the P-CSCF shall ether:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the Route header value in the request with the one received during the | ast target refresh request for
the same dialog in the Record-Route header;

3) additsown addressto the Via header. The P-CSCF Viaheader entry is built in a format that contains the port
number of the P-CSCF where it awaits the responses to come, and either:

a) the P-CSCF FQDN that resolvesto the P address, or
b) the P-CSCF IP address;

4) additsown SIP URI to the top of Record-Route header. The P-CSCF SIP URI is built in a format that contains
the port number of the P-CSCF where it awaits subsequent requests from the called party, and either:

a) the P-CSCF FQDN that resolvesto the I P address; or
b) the P-CSCF IP address; and

5) if therequest isan INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:
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1
2)

store thelist of Record-Route headers from the received response;

rewrite the port number of its own Record Route entry to itsown protected server port number negotiated with

the calling UE, and append the comp parameter in accordance with the procedures of RFC 3486 [55]; and

NOTE 3: The P-CSCF associates two ports, a portected client port and a protected server port, with each pair of

3)

security associations. For details on the selection of the protected port value see 3GPP TS 33.203[19].

if the response corresponds to an INVITE request, save the Contact and Record-Route header field values
received in the response such that the P-CSCF is able to rel ease the session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives from the UE the request for a standal one transaction, and a Service-Route header list exists
for theinitiator of the request, the P-CSCF shall:

1

2)

3)

verify that the list of URIs received in the Service-Route header (during the last successful registration or re-
registration) matches the prel oaded Route headersin the received request. This verification is done on a per URI
basis, not as a whole string. If the verification fails, then the P-CSCFshall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the preloaded Route header valuein the request with the one received during the last registration in
the Service-Route header of the 200 (OK) responsg;

remove the P-Preferred-1dentity header, if present, and insert a P-Asserted-1dentity header with avalue
representing theinitiator of the request; and

he-P-Charging-Vector header

with theicid parameter popuIaIed as specmed in SGPP TS 32. 225 [17]

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives any response to the above request, the P-CSCF shall:

1

store the values received in the P-Charging-Function-Addresses header;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives from the UE subsequent requests other than atarget refresh request (including requests
relating to an existing dialog where the method is unknown), the P-CSCF shall:

1) verify if therequest relates to adialog in which the originator of the request is involved:

a) if therequest does not relates to an existing dialog in which the originator isinvolved, then the P-CSCF shdll
answer the request by sending a 403 (Forbidden) response back to the originator. The response may include a
Warning header containing the warn-code 399. The P-CSCF will not forward therequest. No other actions
arerequired;

b) if thereguest reatesto an existing diaog in which the originator isinvolved, then the P-CSCF shall continue
with the following steps; and

2) verify that the list of Route headersin the request matches the list of Record-Route headers that was received

during the last target refresh request for the same dialog. This verification isdone on a per URI basis, not asa
whole string. If the verification fails, then the P-CSCF shall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the Route header value in the request with the one received during the last target refresh request for
the same dialog in the Record-Route header;

before forwarding the request, (based on the topmost Route header,) in accordance with the procedures of
RFC 3261 [26].
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When the P-CSCF receives from the UE the request for an unknown method (that does not relate to an existing dial og),
and a Service-Route header list existsfor theinitiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful regigtration or re-
registration) isincluded, preserving the same order, as a subset of the preloaded Route headersin thereceived
reguest. This verification isdone on aper URI basis, not asawhole string. If the verification fails, then the P-
CSCF shall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 2 onwards; or

b) replace the Route header value in the request with the one received during the last registration in the Service-
Route header of the 200 (OK) response; and

2) removethe P-Preferred-ldentity header, if present, and insert a P-Asserted-1dentity header with a value
representing theinitiator of the request;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].

Next change

5415 Network-initiated deregistration

Prior to initiating the network-initiated deregistration for the only public user identity currently registered with its
associated set of implicitly registered public user identities (i.e. no other isregistered) whilethere are fill active
multimedia sessions bel onging to this user, the S-CSCF shall release all multimedia sessions belonging to this user as
described in subclause 5.4.5.1.

When a network-initiated deregistration event occurs for one or more public user identity, the SSCSCF shall send a
NOTIFY request to the UE on the dial og which was generated by the UE subscribing to the reg event package. When
the S-CSCF receives afinal response to the NOTIFY request or upon atimeout, the S-CSCF shall release dl remaining
dialogsrelated to the public user identity being deregistered and shall generate aNOTIFY request on all remaining
dialogs which have been established due to subscription to the reg event package of that user. For each NOTIFY
request, the S-CSCF shall:

1) set the Request-URI and Route header to the saved route information during subscription;
2) set the Event header to the "reg” value,

3) inthe body of the NOTIFY request, include as many <registration> e ements as many public user identities the
S-CSCF isaware of the user owns;

4) st the aor attribute within each <registration> element to one public user identity:
a) set the <contact> sub-element of each <registration> element to the contact address provided by the UE;
b) if the public user identity:
i) has been deregistered then:
- set the state attribute within the <registration> element to "terminated";
- set the state attribute within the <contact> element to "terminated”; and

- set the event attribute within the <contact> element to "deactivated" if the S-CSCF expects the UE to
reregister or "regjected” if the S-CSCF does not expect the UE to reregister; or

ii) has been kept registered then:
- set the state attribute within the <regigtration> element to "active'; and
- set the state attribute within the <contact> e ement to "active"; and-
5) add a P-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.225 [17].
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The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

Based on operators policy the S-CSCF can request of the HSS to either be kept or cleared asthe S-CSCF alocated to
this subscriber.

Also, the S-CSCF shdl send athird-party REGISTER request, as described in subclause 5.4.1.7, to each ASthat
matches the Filter Criteria from the HSS for the REGISTER event.
5.4.1.6 Network-initiated reauthentication

The S-CSCF may request a subscriber to reauthenticate at any time, based on anumber of possible operator settable
triggers as described in subclause 5.4.1.2.

If the S.CSCF isinformed that a private user identity needs to be re-authenticated, the S-CSCF shall generatea
NOTIFY request on all dialogs which have been established due to subscription to the reg event package of that user.
For each NOTIFY request the S-CSCF shall:

1) set the Request-URI and Route header to the saved route information during subscription;
2) set the Event header to the "reg” value; and

3) inthe body of the NOTIFY request, include as many <registration> el ements as many public user identities the
S-CSCF isaware of the user owns:

a) set the <contact> sub-element of each <registration> element to the contact address provided by the UE;
b) set the aor attribute within each <registration> element to one public user identity;
C) set the state attribute within each <registration> element to "active';
d) set the state attribute within each <contact> el ement to "active';
€) set the event attribute within each <contact> el ement to "shortened"; and
f) set the expiry attribute within each <contact> element to an operator defined value; and-
4) set a P-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.225 [17].

Afterwards the S-CSCF shall wait for the user to reauthenticate (see subclause 5.4.1.2).
NOTE: Network initiated re-authentication may occur dueto internal processing within the S-CSCF.
The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

When generating the NOTIFY request, the S-CSCF shall shorten the validity of subscriber'sregistration timer to an
operator defined value that will allow the user to be re-authenticated. If, for any reason, the reauthentication procedure
isnot successfully completed, the S-CSCF shall deregister all public user identities associated with the private user
identity, as described in subclause 5.4.1.5, and terminate the ongoing sessions of that user.

54.1.7 Notification of Application Servers about registration status

During registration, the S-CSCF shall include a P-Access-Network-Info header (asreceived in the REGISTER request
from the UE) in the 3rd-party REGISTER sent towardsthe ASs, if the ASis part of the trust domain. If the ASisnot
part of thetrust domain, the S-CSCF shall not include any P-Access-Network-Info header. The S-CSCF shall not
include a P-Access-Network-Info header in any responses to the REGISTER request.

If theregistration procedure described in subclauses 5.4.1.2, 5.4.1.4 or 5.4.1.5 (as appropriate) was successful, the S-
CSCF shall send athird-party REGISTER request to each AS with the following information:

a) the Request-URI, which shal contain the ASs SIP URI;
b) the From header, which shdl contain the S-CSCF's SIP URI;

¢) the To header, which shal contain either the public user identity as contained in the REGISTER request received
from the UE or one of theimplicitly registered public user identities, as configured by the operator;
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d) the Contact header, which shall contain the SS=CSCFs SIP URI;

e) forinitial registration and user-initiated reregistration (subclause 5.4.1.2), the Expires header, which shall
contain the same value that the S-CSCF returned in the 200 (OK) response for the REGISTER request received
form the UE;

f) for user-initiated deregistration (subclause 5.4.1.4) and network-initiated deregistration (subclause 5.4.1.5), the
Expires header, which shall contain the value zero;

g) forinitial registration and user-initiated reregistration (subclause 5.4.1.2), a message body, if thereis Filter
Criteriaindicating the need to indude HSS provided datafor the REGISTER event (e.g. HSS may provide AS
specific data to be included in the third-party REGISTER, such as IMSI to be delivered to IM SSF). If thereisa
service information XML element provided in the HSS Filter Criteriafor an AS (see 3GPP TS 29.228 [14]), then
the S-CSCF shall includeit in the message body of the REGISTER request within the <service-info> XML
element as described in subclause 7.6. For the messages induding the 3GPP IMS XML body, the S-CSCF shall
set the value of the Content-Type header to include the MIME type specified in subclause 7.6;

h) for initial registration_and user-initiated reregistration, the P-Charging-Vector header, which shall contain the
sameicid parameter that the S-CSCF received in the original REGISTER request from the UE;

i) for initial registration_and user-initiated reregistration, a P-Charging-Function-Addresses header, which shall
contain the values received from the HSS if the message is forwarded within the S-CSCF home

Next change

5421.2 Notification about registration state

For each NOTIFY request on all dialogs which have been established due to subscription to the reg event package of
that user, the S-CSCF shall:

1) set the Request-URI and Route header to the saved route information during subscription;
2) set the Event header to the "reg” value,

3) inthe body of the NOTIFY request, include as many <registration> el ements as many public user identities the
S-CSCF isaware of the user owns; and

4) et the aor attribute within each <registration> element to one public user identity:
a) set the <contact> sub-element of each <registration> element to the contact address provided by the UE; and
b) if the public user identity:
1) has been deregistered then:
- set the state attribute within the <registration> element to "terminated";
- set the state attribute within the <contact> element to "terminated”; and

- set the event attribute within the <contact> e ement to "deactivated”, "expired”, "unregistered" or
"probation” according draft-ietf-s pping-reg-event-00 [43]; or

I1) has been registered then:

- set the state attribute within the <registration> element to "active';

- set the state attribute within the <contact> element to "active"; and

- set the event attribute within the <contact> element to "registered”; or
I11) has been automatically registered:

- set the state attribute within the <registration> element to "active';

- set the state attribute within the <contact> element to "active; and
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- set the event attribute within the <contact> e ement to "created”; and

5) set the P-Charging-Vector header with the icid parameter popul ated as specified in 3GPP TS 32.225 [17].

The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

EXAMPLE: If sip:userl publicl@homel.net isregistered, the public user identity

sip:userl publicc@homel.net can automatically be registered. Therefore the entries in the body of
the NOTIFY request look like:

<?xm version="1.0"?>
<reginfo xm ns="urn:ietf:parans: xm :ns:reginfo"
version="0" state="full">
<regi stration aor="sip:userl_publicl@onel.net" id="as9"
state="active">
<contact id="76" state="active" event="registered"
>si p: [ 5555: : aaa: bbb: ccc: ddd] </ cont act >
</registration>
<registration aor="sip:userl_public2@onel.net" id="asl0"
state="active">
<contact id="86" state="active" event="created"
>si p: [ 5555: : aaa: bbb: ccc: ddd] </ cont act >
</registration>
</ reginfo>

When sending a fina NOTIFY request with all <registration> element(s) having their state attribute set to "terminated"
(i.e. dl public user identities have been deregistered or expired), the S-CSCF shall also terminate the subscription to the
registration event package by setting the Subscription-State header to the value of "terminated”.

The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

Next change

5.4.3.2 Requests initiated by the served user

When the S-CSCF receives from the served user an initia request for adialog or areguest for a standal one transaction,
prior to forwarding the request, the S-CSCF shall:

1

determine whether the request contains a barred public user identity in the P-Asserted-1dentity header field of the
request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF
shall reject the request by generating a 403 (Forbidden) response. The response may include a Warning header
containing the warn-code 399. Otherwise, continue with therest of the steps;

NOTE 1: If the P-Asserted-1dentity header field contains a barred public user identity, then the message has been

2)
3)

4)

received, either directly or indirectly, from a non-compliant entity which should have had generated the
content with anon-barred public user identity.

remove its own SIP URI from the topmost Route header;

check if an original dialog identifier that the S-CSCF previoudly placed in a Route header is present in the
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the
request has been sent from an AS in response to a previously sent request;

check whether theinitial request matchestheinitia filter criteria based on a public user identity in the P-
Asserted-ldentity header, and if it does, forward thisrequest to that AS, then check for matching of the next
following filter criteriaof lower priority, and apply thefilter criteria on the SIP method received from the
previously contacted AS asdescribed in 3GPP TS 23.218 [5] subclause 6.4. Depending on theresult of the
previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI. In
case of contacting one or more AS(s) the S-CSCF shall:

a) insert the AS URI to be contacted into the Route header asthe topmaost entry followed by its own URI
populated as specified in the subclause 5.4.3.4; and
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b) if the ASislocated outside the trust domain then the S-CSCF shall remove the P-Access-Network-1nfo
header field and its values in the request; if the ASislocated within the trust domain, then the S-CSCF shall
retain the P-Access-Network-Info header field and its valuesin the request that is forwarded to the AS;

5) storethevalue of theicid parameter received in the P-Charging-Vector header and retain theicid parameter in
the P-Charging-Vector header. Optionally, the SS=CSCF may generate anew, globally uniqueicid and insert the
new value in theicid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF
createsanew icid, then it isresponsible for maintaining the two icid values in the subsequent messaging;

6) insertan orig-ioi parameter into the P-Charging-Vector header. The S-CSCF shall set the orig-ioi parameter to a
value that identifies the sending network. The S-CSCF shall not include the term-ioi parameter;

7) insert a P-Charging-Function-Addresses header populated with values received from the HSS if the messageis
forwarded within the S-CSCF home network, including towards AS;

8) in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URI contained in the received P-
Asserted-ldentity header, add a second P-Asserted-Identity header containing thistel-URI;

9) if the outgoing Request-URI isa TEL URL, the S-CSCF shall trandlate the E.164 address (see RFC 2806 [22]) to
aglobally routeable SIP URI using an ENUM/DNS trand ation mechanism with the format specified in
RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If thistrandation
fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an
announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the
originator;

10)determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header if present,
otherwise based on the Request-URI;

11)if network hiding is needed dueto local policy, put the address of the I-CSCF(THIG) to the topmost route
header;

12)in case of an initial request for adialog the S-CSCF shall create a Record-Route header containing its own SIP
URI;

13)remove the P-Access-Network-Info header prior to forwarding the message based on the destination user
(Request-URY);

14)route therequest based on SIP routeing procedures; and

15)if thereguest is an INVITE reguest, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the S-CSCF is able to rel ease the session if needed.

When the S-CSCF receives any response to the above request, the S-CSCF may:
1) apply any privacy required by RFC 3323 [33] to the P-Asserted-1dentity header.
NOTE 2: Thisheader would normally only be expected in 1xx or 2xx responses.

NOTE 3: The optional procedure above isin addition to any procedure for the application of privacy at the edge of
the trust domain specified by RFC 3323 [33].

When the S-CSCF receives a 1xx or 2xx response to theinitial request for adialog, if the response correspondsto an
INVITE reguest, the S-CSCF shdll save the Contact and Record-Route header field valuesin the responsein order to be
able to release the session if needed.

When the S-CSCF receives from the served user atarget refresh request for adialog, prior to forwarding the request the
S-CSCF shall:

1) removeitsown URI from the topmost Route header;
2) create a Record-Route header containing its own SIP URI;

3) if therequest isan INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the S-CSCF is able to rel ease the session if needed;
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4) in casetherequest isrouted towards the destination user (Request-URI)or isrouted to an ASlocated outside the
trust domain, remove the P-Access-Network-Info header; and

5) route therequest based on the topmost Route header.

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for adialog, if the response corresponds
to an INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response such
that the S-CSCF is able to rel ease the session if needed.

When the S-CSCF receives from the served user a subsequent request other than atarget refresh request for adiaog,
prior to forwarding the request the S-CSCF shall:

1) removeits own URI from the topmost Route header;

2) in casetherequest isrouted towards the destination user (Request-URI)or isrouted to an ASlocated outside the
trust domain, remove the P-access-network-info header; and

3) route therequest based on the topmost Route header.

Next change

5.71.1 Notification about registration status

The AS may support the REGISTER method in order to discover the regidration status of the user. If aREGISTER
request arrives containing information about the user's regigtration status and the AS supports the REGISTER method,
the AS shall store the Expires parameter from the request and generate a 200 (OK) response or an appropriate failure
response. For the success case, the 200 (OK) response shall contain Expires value equal to the valuereceived in the
REGISTER request. The AS shall sore the values received in P-Charging-Function-Addresses header. Also, the AS
shall storethe values of theicid parameter in the P-Charging-Vector header from the REGISTER request.

Upon receipt of athird-party REGISTER request, the AS may subscribe to the reg event package for the public user
identity registered at the usersregistrar (S-CSCF) as described in draft-ietf-si pping-reg-event-00 [43].

On sending a SUBSCRIBE request, the AS shall populate the header fields as follows:

a) aRequest URI set to the resource to which the AS wants to be subscribed to, i.e. toa SIP URI that containsthe
public user identity of the user that was received in the To header field of the third-party REGISTER request;

b) aFrom header field set tothe AS'sSIP URI;

¢) aToheader field, set to a SIP URI that contains the public user identity of the user that wasreceived in the To
header field of the third-party REGISTER request;

d) an Event header set to the "reg" event package; and

€) P-Asserted-Identity header field containing the SIP URI of the AS, which identifiesthisASin theinitia filter
criteria of the user to whose registration sate the AS subscribes to.

f) aP-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.225 [17].

Upon receipt of a 2xx response to the SUBSCRIBE request, the AS shall store the information for the so established
dialog and the expiration time as indicated in the Expires header of the received response.

NOTE 1: Upon receipt of a NOTIFY request with al <registration> element(s) having their state attribute set to
"terminated” (i.e. all public user identities are deregistered) and the Subscription-State header set to
"terminated”, the AS considers the subscription to the reg event package terminated, i.e. asif the AS had
sent a SUBSCRIBE request with an Expires header containing a value of zero.

Next change
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5.7.3 Application Server (AS) acting as originating UA

When acting as an originating UA the AS shall behave as defined for a UE in subclause 5.1.3, with the exceptions
identified in this subclause.

The AS, athough acting asa UA, does not initiate any registration of its associated addresses. These are assumed to be
known by peer-to-peer arrangements within the IM CN subsystem.

When an AS acting as an originating UA generates an |n|t|al requeﬂ for adldog or arequeﬂ for astandal one
transaction, the AS shall ereateinsert anea 8
Charging-Vector header with theicid parameter popuIaIed asspecmed in 3GPP TS 32. 225 [17] The AS may retrieve
CCF and/or ECF adresses from HSS on Sh interface.

The AS shall extract charging function addresses from any P-Charging-Function-Addresses header that isreceived in
any 1xx or 2xx responses to the requests.

Furthermorethe AS shall insert a Route header pointing to the S-CSCF of the UE on whose behalf therequest is
generated.

NOTE: The address of the SS-CSCF may be obtained either from a previous request terminated by the AS, by
querying the HSS on the Sh interface or from static configuration.
5.7.4 Application Server (AS) acting as a SIP proxy
When the AS acting as a SIP proxy receives arequest from the S-CSCF, prior to forwarding the request it shall:
- removeitsown URI from the topmost Route header; and
- after executing therequired services, route the request based on the topmost Route header.
The AS may modify the SIP requests based on service logic, prior to forwarding the request back to the S-CSCF.
An AS acting as a SIP proxy shall propagate any received 3GPP message body in the forwarded message.

Next change

5.8.21.2 MRFC-originating case

The MRFC shall provide a P-Asserted-Identity header in an initial request for a dialog, or any request for a standalone
transaction. It isamatter of network policy whether the MRFC expresses privacy according to RFC 3323 [33] with
such requests. When an MRFC generates an initial request for adialog or arequest for a standalone transaction, the
MRFC shall insert a P-Charging-Vector header with the icid parameter populated as specified in 3GPP TS 32.225[17].

End of change
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Start of change

45.2 IM CN subsystem charging identifier (ICID)

The ICID isthe session level data shared among the IM CN subsystem entities including ASs in both the calling and
called IM CN subsystems. The ICID isused aso for session unrelated messages (e.qg. SUBSCRIBE request, NOTIFY
reguest, MESSA GE request) for the correlation with CDRS generated among the IM CN subsystem entities.

Thefirst IM CN subsystem entity involved in adiaog (session) or standal one (non-session) method will generate the
ICID and includeit in theicid parameter of the P-Charging-Vector header in the SIP request. See 3GPP TS 32.225 [17]
for requirements on the format of 1CID. The P-CSCF will generate an ICID for mohile-originated cals. Thel-CSCF
will generate an ICID for mobile-terminated callsif thereisno ICID received in theinitial request (e.g. the calling party
network does not behave asan IM CN subsystem). The ASwill generate an ICID when acting as an originating UA.
The MGCF will generate an ICID for PSTN/PLMN originated calls. Each entity that processes the SIP request will
extract the ICID for possible later usein a CDR. The |-CSCF and S-CSCF are also alowed to generate anew |CID for
mobile terminated calls received from another network.

Thereisalsoan ICID generated by the P- CSCF with a REGISTER request that is passed in aunlque mstance of P-
Charging-Vector header. 3
eontext: The valid duration of the ICI DIS speC|f|ed in 3GPP TS 32. 260 [17]

Theicid parameter isincluded in any requests that include the P-Charging-Vector header. However, the P-Charging-
Vector (and ICID) isnot passed to the UE.

The ICID isaso passed from the P-CSCHPDF to the GGSN, but the ICID isnot passed to the SGSN. Theinterface
supporting this operation is outside the scope of this document.

Next change

52.2 Registration
When the P-CSCF receives a REGISTER request from the UE, the P-CSCF shall:
1) insert a Path header in the request including an entry containing:
- the SIP URI identifying the P-CSCF;

- anindication that requestsrouted in this direction of the path (i.e. from the S-CSCF to the P-CSCF) are
expected to be treated as for the mobile-terminating case. Thisindication may e.g. bein a parameter in the
URI, acharacter gring in the user part of the URI, or be a port number in the URI;

2) insert a Require header containing the option tag "path";

3) ferthetnra-RECISTER reguesHara-pubheuse—denthereatainsart a new—glebathruniguevalueterteid:
saveHtoeathyandinsertitnto-theteidparameterof-the P-Charging-Vector header with theicid parameter

popul ated as specified in 3GPP TS 32.260 [17];

4) insert the parameter "integrity-protected” (described in subclause 7.2A.2) with avalue "yes' into the
Authorization header field in case the REGISTER request was either received integrity protected with the
security association created during an ongoing authentication procedure and includes an authenti cation response,
or it wasreceived on the security association created during the last successful authentication procedure and with
no authentication response, otherwise insert the parameter with the value "no";

5) in casethe REGISTER request was received without integrity protection, then check the existence of the
Security-Client header. If the header is present, then remove and storeit. The P-CSCF shall remove the 'sec-
agree item from the Require header, and the header itsdlf if thisisthe only entry. If the header isnot present,
then the P-CSCF shall return a suitable 4xx response;

6) in casethe REGISTER request was received integrity protected, then the P-CSCF shall:
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7)

8)

- check the security association which protected the request. If that has atemporary lifetime, and the
REGISTER request was received protected with the new security association, then the request shall contain a
Security-Verify header in addition to a Security-Client header. If there are no such headers, then the P-CSCF
shall return a suitable 4xx response. If there are such headers, then the P-CSCF shall compare the content of
the Security-V erify header with the content of the Security-Server header sent earlier and the content of the
Security-Client header with the content of the Security-Client header received in the challenged REGISTER.
If those do not match, then thereis a potential man-in-the-middle attack. The request should be rejected by
sending a suitable 4xx response. If the contents match, the P-CSCF shall remove the Security-Verify and the
Security-Client header, and the "sec-agree” item from the Require header, and the header itsdlf if thisisthe
only entry;

- if the security association the REGISTER request was received on, isan aready established one, then:

- aSecurity-Verify header isnot expected to be included. If the Security-Verify header is present, then the
P-CSCF shal remove that header together with the 'Require: sec-agree’ header;

- aSecurity-Client header containing new parameter values is expected. If thisheader or any required
parameter is missing, then the P-CSCF shall return a suitable 4xx response;

- the P-CSCF shall remove the Security-Client header before forwarding the request to the S-CSCF; and

- check if the private user identity conveyed in theintegrity-protected REGISTER request is the same asthe
private user identity which was previously challenged or authenticated. If the private user identitiesare
different, the P-CSCF shall reject the REGISTER request by returning a 403 (Forbidden) response;

insert a P-Vidted-Network-1D header field, with the value of a pre-provisioned string that identifies the visited
network at the home network; and

determine the I-CSCF of the home network and forward the request to that 1-CSCF.

When the P-CSCF receives a 401 (Unauthorized) response to a REGISTER request, the P-CSCF shall:

1

2)

3)

4)

remove the CK and IK values contained in the 401 (Unauthorized) response and bind them to the proper private
user identity and security associations which will be setup asaresult of this challenge. The P-CSCF shall
forward the 401 (Unauthorized) response to the UE if and only if the CK and IK have been removed;

insert a Security-Server header in the response, containing the P-CSCF static security list and the parameters
needed for the security association setup, as specified in Annex H of 3GPP TS 33.203 [19]. The P-CSCF shall
support the "ipsec-3gpp" security mechanism, as specified in RFC 3329 [48]. The P-CSCF shall support the
HMAC-MD5-96 (RFC 2403 [20C]) and HMAC-SHA-1-96 (RFC 2404 [20D]) |Psec layer algorithms. The P-
CSCF shall support the setup of two pairs of security associations. For further information see

3GPP TS 33.203 [19]; and

set up the new security associations with atemporary lifetime between the UE and the P-CSCF for the user
identified with the private user identity. For further details see 3GPP TS 33.203[19] and RFC 3329 [48]. The P-
CSCF shall set atemporary SIP level lifetime for the security associ ation which has to be long enough to permit
the UE to findlize the regigtration procedure (bigger than 64*T1).

send the 401 (Unauthorized) response to the UE using the security association with which the associated
REGISTER request was protected, or unprotected in case the REGISTER request was received unprotected.

NOTE 1: The challengein the 401 (Unauthorized) response sent back by the S-CSCF to the UE as aresponse to the

REGISTER request is piggybacked by the P-CSCF to insert the Security-Server header fidldinit. The S
CSCF authenticates the UE, while the P-CSCF negotiates and sets up two pairs of security associations
with the UE during the same registration procedure. For further details see 3GPP TS 33.203 [19].

When the P-CSCEF receives a 200 (OK) response to a REGISTER request, the P-CSCF shall check the value of the
Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or
expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)

save thelist of Service-Route headers preserving the order. The P-CSCF shall storethislist during the entire
registration period of the respective public user identity. The P-CSCF shall use thislist to validate the routeing
information in therequests originated by the UE. If thisregistration isareregistration, the P-CSCF shall replace
the already existing list of Service-Route headers with the new list;
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2) associate the Service-Route header list with theregistered public user identity;

3) storethe public user identities found in the P-Associated-URI header value, as those that are authorized to be
used by the UE;

4) storethe default public user identity for use with procedures for the P-Asserted-1dentity header. The default
public user identity is thefirst on thelist of URIs present in the P-Associated-URI header;

NOTE 2: Theremay be more then one default public user identities stored in the P-CSCF, astheresult of the

multiple registrations of public user identities.

5) storethe valuesreceived in the P-Charging-Function-Addresses header;

6) set the security association lifetimeto the longest of either the previoudly existing security association lifetime,
or thelifetime of the just completed registration plus 30 seconds; and

7) protect the 200 (OK) response to the REGISTER request within the same security association to that in which
the request was protected.

The P-CSCF shall:

- if new security associations are established and there are no old security associations, start using the new security
associ ations towards the UE after the 200 (OK) has been sent out;

- if arequest protected within the newly established security associationsisreceived from a UE which hasold
security associations, delete the old security associations and related keys when all SIP transactions that use the
old security associations are compl eted;

- if thenewly established security associations has not been taken into use by the UE and the UE sends request
protected on the old security associations, delete the new security associations; and

- if thenewly established security associations are aresult of an unprotected REGISTER request being received
from the UE, then delete the old security associations which may exist towards the UE.

NOTE 3: The P-CSCF will maintain two Route header lists. The first Route header ligt - created during the

registration procedure - is used only to validate the routeing information in theinitial requests that
originate from the UE. Thislist is valid during the entire registration of the respective public user identity.
The second Route list - constructed from the Record Route headersin theinitial INVITE and associated
response - is used during the duration of the call. Once the call isterminated, the second Routelist is
discarded.

The P-CSCF shall delete any security association from the | Psec database when their SIP level lifetime expires.

5.2.3

Next change

Subscription to the user's registration-state event package

Upon receipt of a 200 (OK) response to the initial REGISTER request of an user, the P-CSCF shall subscribeto thereg
event package at the usersregistrar (S-CSCF) as described in draft-ietf-sipping-reg-event-00 [43]. The P-CSCF shall:

1) generate a SUBSCRIBE request with the following eements

a Request-URI set to the resource to which the P-CSCF wants to be subscribed to, i.e. toa SIP URI that
contains the default public user identity of the user;

a From header set to the P-CSCFs SIP URI;
aTo header, set toa SIP URI that contains the default public user identity of the user;
an Event header set to the "reg" event package;

an Expires header set to avalue higher then the Expires header indicated in the 200 (OK) response to the
REGISTER request; and
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- aP-Asserted-ldentity header containing the SIP URI of the P-CSCF,which was inserted into the Path header
during the registration of the user to whose registration state the P-CSCF subscribes to; and

- _aP-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.260 [17] and

2) determine the |-CSCF of the home network (e.g., by using DNS services);
before sending the SUBSCRIBE request to that I-CSCF, according to the procedures of RFC 3261 [26].

Upon receipt of a 2xx response to the SUBSCRIBE request, the P-CSCF shall store the information for the so
established dialog and the expiration time as indicated in the Expires header of the received response.

If continued subscription isrequired the P-CSCF shall automatically refresh the subscription by the reg event package
600 seconds before the expiration time for a previoudy registered public user identity, either 600 seconds before the
expiration timeif theinitial subscription was for greater than 1200 seconds, or when half of the time has expired if the
initial subscription was for 1200 seconds or less.

Next change

5.2.6.3 Requests initiated by the UE

When the P-CSCF receives an initia request for adialog or arequest for a standal one transaction, and the request
contains a P-Preferred-1dentity header that matches one of the registered public user identities, the P-CSCF shall
identify theinitiator of the request by that public user identity.

When the P-CSCF receives an initia request for adialog or arequest for a standal one transaction, and the request
contains as P-Preferred-1dentity header that does not match one of the registered public user identities, or does not
contain a P-Preferred-1dentity header, the P-CSCF shall identify the initiator of the request by a default public user
identity. If thereis more then one default public user identity available, the P-CSCF shall randomly select one of them.

NOTE 1: The contents of the From header do not form any part of this decision process.

When the P-CSCF receives from the UE aninitia request for adialog, and a Service-Route header list exists for the
initiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful regigtration or re-
registration) matches the preloaded Route headers in the received request. This verification is done on a per URI
basis, not as a whole string. If the verification fails, then the P-CSCFshall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 2 onwards; or

b) replace the preloaded Route header valuein the request with the value of the Service-Route header received
during thelast 200 (OK) response for aregistration or reregigtration;

2) additsown addressto the Via header. The P-CSCF Via header entry is built in aformat that contains the port
number of the P-CSCF in accordance with the procedures of RFC3261 [26], and either:

a) the P-CSCF FQDN that resolvesto the P address, or
b) the P-CSCF IP address;

3) additsown SIP URI to thetop of the Record-Route header. The P-CSCF SIP URI is built in aformat that
contains the port number of the P-CSCF where it awaits subsequent requests from the called party, and either:

a) the P-CSCF FQDN that resolvesto the IP address; or
b) the P-CSCF IP address,

4) remove the P-Preferred-Identity header, if present, and insert a P-Asserted-ldentity header with a value
representing theinitiator of the request;

he-P-Charging-Vector header

with theicid parameter popuIaIed as specmed in SGPP TS 32 260 [17] and
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6) if therequestisan INVITE request, save the Contact, CSeq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

1) storethe valuesreceived in the P-Charging-Function-Addresses header;

2) storethelist of Record-Route headers from the received response;

3) storethediaog ID and associate it with the private user identity and public user identity invol ved in the session;

4) rewrite the port number of its own Record Route entry to itsown protected server port number negotiated with
the calling UE, and append the comp parameter in accordance with the procedures of RFC 3486 [55]; and

NOTE 2: The P-CSCF associates two ports, a protected client port and a protected server port, with each pair of
security associations. For details on the selection of the protected port values see 3GPP TS 33.203[19].

5) if the response corresponds to an INVITE request, save the Contact and Record-Route header field values
received in the response such that the P-CSCF is able to rel ease the session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives from the UE atarget refresh request for adiaog, the P-CSCF shdll:
1) verifyif therequest relatesto a dialog in which the originator of the request isinvolved:

a) if therequest does not relates to an existing dialog in which the originator isinvolved, then the P-CSCF shdll
answer the request by sending a 403 (Forbidden) response back to the originator. The response may include a
Warning header containing the warn-code 399. The P-CSCF will not forward therequest. No other actions
arerequired;

b) if thereguest relatesto an existing diaog in which the originator isinvolved, then the P-CSCF shall continue
with the following steps;

2) verify that the list of Route headersin therequest isincluded, in the list of Record-Route headers that was
received during the last target refresh request for the same dialog. This verification is done on aper URI basis,
not as awhole string. If the verification fails, then the P-CSCF shall ether:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the Route header value in the request with the one received during the | ast target refresh request for
the same dialog in the Record-Route header;

3) additsown addressto the Via header. The P-CSCF Viaheader entry is built in a format that contains the port
number of the P-CSCF where it awaits the responses to come, and either:

a) the P-CSCF FQDN that resolvesto the P address, or
b) the P-CSCF IP address;

4) additsown SIP URI to the top of Record-Route header. The P-CSCF SIP URI is built in a format that contains
the port number of the P-CSCF where it awaits subsequent requests from the called party, and either:

a) the P-CSCF FQDN that resolvesto the I P address; or
b) the P-CSCF IP address; and

5) if therequest isan INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the P-CSCF is able to rel ease the session if needed;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:
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1
2)

store thelist of Record-Route headers from the received response;

rewrite the port number of its own Record Route entry to itsown protected server port number negotiated with

the calling UE, and append the comp parameter in accordance with the procedures of RFC 3486 [55]; and

NOTE 3: The P-CSCF associates two ports, a portected client port and a protected server port, with each pair of

3)

security associations. For details on the selection of the protected port value see 3GPP TS 33.203[19].

if the response corresponds to an INVITE request, save the Contact and Record-Route header field values
received in the response such that the P-CSCF is able to rel ease the session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives from the UE the request for a standal one transaction, and a Service-Route header list exists
for theinitiator of the request, the P-CSCF shall:

1

2)

3)

verify that the list of URIs received in the Service-Route header (during the last successful registration or re-
registration) matches the prel oaded Route headersin the received request. This verification is done on a per URI
basis, not as a whole string. If the verification fails, then the P-CSCFshall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the preloaded Route header valuein the request with the one received during the last registration in
the Service-Route header of the 200 (OK) responsg;

remove the P-Preferred-1dentity header, if present, and insert a P-Asserted-1dentity header with avalue
representing theinitiator of the request; and

he-P-Charging-Vector header

with theicid parameter popuIaIed as speCIfled in SGPP TS 32. 260 [17]

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives any response to the above request, the P-CSCF shall:

1

store the values received in the P-Charging-Function-Addresses header;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

When the P-CSCF receives from the UE subsequent requests other than atarget refresh request (including requests
relating to an existing dialog where the method is unknown), the P-CSCF shall:

1) verify if therequest relates to adialog in which the originator of the request is involved:

a) if therequest does not relates to an existing dialog in which the originator isinvolved, then the P-CSCF shdll
answer the request by sending a 403 (Forbidden) response back to the originator. The response may include a
Warning header containing the warn-code 399. The P-CSCF will not forward therequest. No other actions
arerequired;

b) if thereguest reatesto an existing diaog in which the originator isinvolved, then the P-CSCF shall continue
with the following steps; and

2) verify that the list of Route headersin the request matches the list of Record-Route headers that was received

during the last target refresh request for the same dialog. This verification isdone on a per URI basis, not asa
whole string. If the verification fails, then the P-CSCF shall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 3 onwards; or

b) replace the Route header value in the request with the one received during the last target refresh request for
the same dialog in the Record-Route header;

before forwarding the request, (based on the topmost Route header,) in accordance with the procedures of
RFC 3261 [26].
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When the P-CSCF receives from the UE the request for an unknown method (that does not relate to an existing dial og),
and a Service-Route header list existsfor theinitiator of the request, the P-CSCF shall:

1) verify that thelist of URIsreceived in the Service-Route header (during the last successful regigtration or re-
registration) isincluded, preserving the same order, as a subset of the preloaded Route headersin thereceived
reguest. This verification isdone on aper URI basis, not asawhole string. If the verification fails, then the P-
CSCF shall either:

a) return a400 (Bad Request) response that may include a Warning header containing the warn-code 399; the P-
CSCF shall not forward the request, and shall not continue with the execution of steps 2 onwards; or

b) replace the Route header value in the request with the one received during the last registration in the Service-
Route header of the 200 (OK) response; and

2) removethe P-Preferred-ldentity header, if present, and insert a P-Asserted-1dentity header with a value
representing theinitiator of the request;

before forwarding the request, based on the topmost Route header, in accordance with the procedures of RFC 3261 [26].

Next change

5415 Network-initiated deregistration

Prior to initiating the network-initiated deregistration for the only public user identity currently registered with its
associated set of implicitly registered public user identities (i.e. no other isregistered) whilethere are fill active
multimedia sessions bel onging to this user, the S-CSCF shall release all multimedia sessions belonging to this user as
described in subclause 5.4.5.1.

When a network-initiated deregistration event occurs for one or more public user identity, the SSCSCF shall send a
NOTIFY request to the UE on the dial og which was generated by the UE subscribing to the reg event package. When
the S-CSCF receives afinal response to the NOTIFY request or upon atimeout, the S-CSCF shall release dl remaining
dialogsrelated to the public user identity being deregistered and shall generate aNOTIFY request on all remaining
dialogs which have been established due to subscription to the reg event package of that user. For each NOTIFY
request, the S-CSCF shall:

1) set the Request-URI and Route header to the saved route information during subscription;
2) set the Event header to the "reg” value,

3) inthe body of the NOTIFY request, include as many <registration> e ements as many public user identities the
S-CSCF isaware of the user owns;

4) st the aor attribute within each <registration> element to one public user identity:
a) set the <contact> sub-element of each <registration> element to the contact address provided by the UE;
b) if the public user identity:
i) has been deregistered then:
- set the state attribute within the <registration> element to "terminated";
- set the state attribute within the <contact> element to "terminated”; and

- set the event attribute within the <contact> element to "deactivated" if the S-CSCF expects the UE to
reregister or "regjected” if the S-CSCF does not expect the UE to reregister; or

ii) has been kept registered then:
- set the state attribute within the <regigtration> element to "active'; and
- set the state attribute within the <contact> e ement to "active"; and-
5) add a P-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.260 [17].
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The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

Based on operators policy the S-CSCF can request of the HSS to either be kept or cleared asthe S-CSCF alocated to
this subscriber.

Also, the S-CSCF shdl send athird-party REGISTER request, as described in subclause 5.4.1.7, to each ASthat
matches the Filter Criteria from the HSS for the REGISTER event.
5.4.1.6 Network-initiated reauthentication

The S-CSCF may request a subscriber to reauthenticate at any time, based on anumber of possible operator settable
triggers as described in subclause 5.4.1.2.

If the S.CSCF isinformed that a private user identity needs to be re-authenticated, the S-CSCF shall generatea
NOTIFY request on all dialogs which have been established due to subscription to the reg event package of that user.
For each NOTIFY request the S-CSCF shall:

1) set the Request-URI and Route header to the saved route information during subscription;
2) set the Event header to the "reg” value; and

3) inthe body of the NOTIFY request, include as many <registration> el ements as many public user identities the
S-CSCF isaware of the user owns:

a) set the <contact> sub-element of each <registration> element to the contact address provided by the UE;
b) set the aor attribute within each <registration> element to one public user identity;
C) set the state attribute within each <registration> element to "active';
d) set the state attribute within each <contact> el ement to "active';
€) set the event attribute within each <contact> el ement to "shortened"; and
f) set the expiry attribute within each <contact> element to an operator defined value; and-
4) set a P-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.260 [17].

Afterwards the S-CSCF shall wait for the user to reauthenticate (see subclause 5.4.1.2).
NOTE: Network initiated re-authentication may occur dueto internal processing within the S-CSCF.
The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

When generating the NOTIFY request, the S-CSCF shall shorten the validity of subscriber'sregistration timer to an
operator defined value that will allow the user to be re-authenticated. If, for any reason, the reauthentication procedure
isnot successfully completed, the S-CSCF shall deregister all public user identities associated with the private user
identity, as described in subclause 5.4.1.5, and terminate the ongoing sessions of that user.

54.1.7 Notification of Application Servers about registration status

During registration, the S-CSCF shall include a P-Access-Network-Info header (asreceived in the REGISTER request
from the UE) in the 3rd-party REGISTER sent towardsthe ASs, if the ASis part of the trust domain. If the ASisnot
part of thetrust domain, the S-CSCF shall not include any P-Access-Network-Info header. The S-CSCF shall not
include a P-Access-Network-Info header in any responses to the REGISTER request.

If theregistration procedure described in subclauses 5.4.1.2, 5.4.1.4 or 5.4.1.5 (as appropriate) was successful, the S-
CSCF shall send athird-party REGISTER request to each AS with the following information:

a) the Request-URI, which shal contain the ASs SIP URI;
b) the From header, which shdl contain the S-CSCF's SIP URI;

¢) the To header, which shal contain either the public user identity as contained in the REGISTER request received
from the UE or one of theimplicitly registered public user identities, as configured by the operator;
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d) the Contact header, which shall contain the SS=CSCFs SIP URI;

e) forinitial registration and user-initiated reregistration (subclause 5.4.1.2), the Expires header, which shall
contain the same value that the S-CSCF returned in the 200 (OK) response for the REGISTER request received
form the UE;

f) for user-initiated deregistration (subclause 5.4.1.4) and network-initiated deregistration (subclause 5.4.1.5), the
Expires header, which shall contain the value zero;

g) forinitial registration and user-initiated reregistration (subclause 5.4.1.2), a message body, if thereis Filter
Criteriaindicating the need to indude HSS provided datafor the REGISTER event (e.g. HSS may provide AS
specific data to be included in the third-party REGISTER, such as IMSI to be delivered to IM SSF). If thereisa
service information XML element provided in the HSS Filter Criteriafor an AS (see 3GPP TS 29.228 [14]), then
the S-CSCF shall includeit in the message body of the REGISTER request within the <service-info> XML
element as described in subclause 7.6. For the messages induding the 3GPP IMS XML body, the S-CSCF shall
set the value of the Content-Type header to include the MIME type specified in subclause 7.6;

h) for initial registration_and user-initiated reregistration, the P-Charging-Vector header, which shall contain the
sameicid parameter that the S-CSCF received in the original REGISTER request from the UE;

i) for initial registration_and user-initiated reregistration, a P-Charging-Function-Addresses header, which shall
contain the values received from the HSS if the message is forwarded within the S-CSCF home

Next change

5421.2 Notification about registration state

For each NOTIFY request on all dialogs which have been established due to subscription to the reg event package of
that user, the S-CSCF shall:

1) set the Request-URI and Route header to the saved route information during subscription;
2) set the Event header to the "reg” value,

3) inthe body of the NOTIFY request, include as many <registration> el ements as many public user identities the
S-CSCF isaware of the user owns; and

4) et the aor attribute within each <registration> element to one public user identity:
a) set the <contact> sub-element of each <registration> element to the contact address provided by the UE; and
b) if the public user identity:
1) has been deregistered then:
- set the state attribute within the <registration> element to "terminated";
- set the state attribute within the <contact> element to "terminated”; and

- set the event attribute within the <contact> e ement to "deactivated”, "expired”, "unregistered" or
"probation” according draft-ietf-s pping-reg-event-00 [43]; or

I1) has been registered then:

- set the state attribute within the <registration> element to "active';

- set the state attribute within the <contact> element to "active"; and

- set the event attribute within the <contact> element to "registered”; or
I11) has been automatically registered:

- set the state attribute within the <registration> element to "active';

- set the state attribute within the <contact> element to "active; and
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- set the event attribute within the <contact> e ement to "created”; and

5) set the P-Charging-Vector header with the icid parameter popul ated as specified in 3GPP TS 32.260 [17].

The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

EXAMPLE: If sip:userl publicl@homel.net isregistered, the public user identity

sip:userl publicc@homel.net can automatically be registered. Therefore the entries in the body of
the NOTIFY request look like:

<?xm version="1.0"?>
<reginfo xm ns="urn:ietf:parans: xm :ns:reginfo"
version="0" state="full">
<regi stration aor="sip:userl_publicl@onel.net" id="as9"
state="active">
<contact id="76" state="active" event="registered"
>si p: [ 5555: : aaa: bbb: ccc: ddd] </ cont act >
</registration>
<registration aor="sip:userl_public2@onel.net" id="asl0"
state="active">
<contact id="86" state="active" event="created"
>si p: [ 5555: : aaa: bbb: ccc: ddd] </ cont act >
</registration>
</ reginfo>

When sending a fina NOTIFY request with all <registration> element(s) having their state attribute set to "terminated"
(i.e. dl public user identities have been deregistered or expired), the S-CSCF shall also terminate the subscription to the
registration event package by setting the Subscription-State header to the value of "terminated”.

The S-CSCF shall only include the non-barred public user identitiesin the NOTIFY request.

Next change

5.4.3.2 Requests initiated by the served user

When the S-CSCF receives from the served user an initia request for adialog or areguest for a standal one transaction,
prior to forwarding the request, the S-CSCF shall:

1

determine whether the request contains a barred public user identity in the P-Asserted-1dentity header field of the
request or not. In case the said header field contains a barred public user identity for the user, then the S-CSCF
shall reject the request by generating a 403 (Forbidden) response. The response may include a Warning header
containing the warn-code 399. Otherwise, continue with therest of the steps;

NOTE 1: If the P-Asserted-1dentity header field contains a barred public user identity, then the message has been

2)
3)

4)

received, either directly or indirectly, from a non-compliant entity which should have had generated the
content with anon-barred public user identity.

remove its own SIP URI from the topmost Route header;

check if an original dialog identifier that the S-CSCF previoudly placed in a Route header is present in the
topmost Route header of the incoming request. If present, it indicates an association with an existing dialog, the
request has been sent from an AS in response to a previously sent request;

check whether theinitial request matchestheinitia filter criteria based on a public user identity in the P-
Asserted-ldentity header, and if it does, forward thisrequest to that AS, then check for matching of the next
following filter criteriaof lower priority, and apply thefilter criteria on the SIP method received from the
previously contacted AS asdescribed in 3GPP TS 23.218 [5] subclause 6.4. Depending on theresult of the
previous process, the S-CSCF may contact one or more AS(s) before processing the outgoing Request-URI. In
case of contacting one or more AS(s) the S-CSCF shall:

a) insert the AS URI to be contacted into the Route header asthe topmaost entry followed by its own URI
populated as specified in the subclause 5.4.3.4; and
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b) if the ASislocated outside the trust domain then the S-CSCF shall remove the P-Access-Network-1nfo
header field and its values in the request; if the ASislocated within the trust domain, then the S-CSCF shall
retain the P-Access-Network-Info header field and its valuesin the request that is forwarded to the AS;

5) storethevalue of theicid parameter received in the P-Charging-Vector header and retain theicid parameter in
the P-Charging-Vector header. Optionally, the SS=CSCF may generate anew, globally uniqueicid and insert the
new value in theicid parameter of the P-Charging-Vector header when forwarding the message. If the S-CSCF
createsanew icid, then it isresponsible for maintaining the two icid values in the subsequent messaging;

6) insertan orig-ioi parameter into the P-Charging-Vector header. The S-CSCF shall set the orig-ioi parameter to a
value that identifies the sending network. The S-CSCF shall not include the term-ioi parameter;

7) insert a P-Charging-Function-Addresses header populated with values received from the HSS if the messageis
forwarded within the S-CSCF home network, including towards AS;

8) in the case where the S-CSCF has knowledge of an associated tel-URI for a SIP URI contained in the received P-
Asserted-ldentity header, add a second P-Asserted-Identity header containing thistel-URI;

9) if the outgoing Request-URI isa TEL URL, the S-CSCF shall trandlate the E.164 address (see RFC 2806 [22]) to
aglobally routeable SIP URI using an ENUM/DNS trand ation mechanism with the format specified in
RFC 2916 [24]. Databases aspects of ENUM are outside the scope of the present document. If thistrandation
fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an
announcement) in the originator's home network or the S-CSCF may send an appropriate SIP response to the
originator;

10)determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header if present,
otherwise based on the Request-URI;

11)if network hiding is needed dueto local policy, put the address of the I-CSCF(THIG) to the topmost route
header;

12)in case of an initial request for adialog the S-CSCF shall create a Record-Route header containing its own SIP
URI;

13)remove the P-Access-Network-Info header prior to forwarding the message based on the destination user
(Request-URY);

14)route therequest based on SIP routeing procedures; and

15)if thereguest is an INVITE reguest, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the S-CSCF is able to rel ease the session if needed.

When the S-CSCF receives any response to the above request, the S-CSCF may:
1) apply any privacy required by RFC 3323 [33] to the P-Asserted-1dentity header.
NOTE 2: Thisheader would normally only be expected in 1xx or 2xx responses.

NOTE 3: The optional procedure above isin addition to any procedure for the application of privacy at the edge of
the trust domain specified by RFC 3323 [33].

When the S-CSCF receives a 1xx or 2xx response to theinitial request for adialog, if the response correspondsto an
INVITE reguest, the S-CSCF shdll save the Contact and Record-Route header field valuesin the responsein order to be
able to release the session if needed.

When the S-CSCF receives from the served user atarget refresh request for adialog, prior to forwarding the request the
S-CSCF shall:

1) removeitsown URI from the topmost Route header;
2) create a Record-Route header containing its own SIP URI;

3) if therequest isan INVITE request, save the Contact, Cseq and Record-Route header field valuesreceived in the
request such that the S-CSCF is able to rel ease the session if needed;
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4) in casetherequest isrouted towards the destination user (Request-URI)or isrouted to an ASlocated outside the
trust domain, remove the P-Access-Network-Info header; and

5) route therequest based on the topmost Route header.

When the S-CSCF receives a 1xx or 2xx response to the target refresh request for adialog, if the response corresponds
to an INVITE request, the S-CSCF shall save the Contact and Record-Route header field values in the response such
that the S-CSCF is able to rel ease the session if needed.

When the S-CSCF receives from the served user a subsequent request other than atarget refresh request for adiaog,
prior to forwarding the request the S-CSCF shall:

1) removeits own URI from the topmost Route header;

2) in casetherequest isrouted towards the destination user (Request-URI)or isrouted to an ASlocated outside the
trust domain, remove the P-access-network-info header; and

3) route therequest based on the topmost Route header.

Next change

5.71.1 Notification about registration status

The AS may support the REGISTER method in order to discover the regidration status of the user. If aREGISTER
request arrives containing information about the user's regigtration status and the AS supports the REGISTER method,
the AS shall store the Expires parameter from the request and generate a 200 (OK) response or an appropriate failure
response. For the success case, the 200 (OK) response shall contain Expires value equal to the valuereceived in the
REGISTER request. The AS shall sore the values received in P-Charging-Function-Addresses header. Also, the AS
shall storethe values of theicid parameter in the P-Charging-Vector header from the REGISTER request.

Upon receipt of athird-party REGISTER request, the AS may subscribe to the reg event package for the public user
identity registered at the usersregistrar (S-CSCF) as described in draft-ietf-si pping-reg-event-00 [43].

On sending a SUBSCRIBE request, the AS shall populate the header fields as follows:

a) aRequest URI set to the resource to which the AS wants to be subscribed to, i.e. toa SIP URI that containsthe
public user identity of the user that was received in the To header field of the third-party REGISTER request;

b) aFrom header field set tothe AS' sSIP URI;

¢) aToheader field, set to a SIP URI that contains the public user identity of the user that wasreceived inthe To
header field of the third-party REGISTER request;

d) an Event header set to the "reg" event package; and

€) P-Asserted-Identity header field containing the SIP URI of the AS, which identifiesthisASin theinitia filter
criteria of the user to whose registration sate the AS subscribes to.

f) aP-Charging-Vector header with theicid parameter populated as specified in 3GPP TS 32.260 [17].

Upon receipt of a 2xx response to the SUBSCRIBE request, the AS shall store the information for the so established
dialog and the expiration time as indicated in the Expires header of the received response.

NOTE 1: Upon receipt of a NOTIFY request with al <registration> element(s) having their state attribute set to
"terminated” (i.e. all public user identities are deregistered) and the Subscription-State header set to
"terminated”, the AS considers the subscription to the reg event package terminated, i.e. asif the AS had
sent a SUBSCRIBE request with an Expires header containing a value of zero.

Next change
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5.7.3 Application Server (AS) acting as originating UA

When acting as an originating UA the AS shall behave as defined for a UE in subclause 5.1.3, with the exceptions
identified in this subclause.

The AS, athough acting asa UA, does not initiate any registration of its associated addresses. These are assumed to be
known by peer-to-peer arrangements within the IM CN subsystem.

When an AS acting as an originating UA generates an |n|t|al requeﬂ for adldog or arequeﬂ for astandal one
transaction, the AS shall ereateinsert anea 8
Charging-Vector header with theicid parameter popuIaIed asspecmed in 3GPP TS 32. 260 [17] The AS may retrieve
CCF and/or ECF adresses from HSS on Sh interface.

The AS shall extract charging function addresses from any P-Charging-Function-Addresses header that isreceived in
any 1xx or 2xx responses to the requests.

Furthermorethe AS shall insert a Route header pointing to the S-CSCF of the UE on whose behalf therequest is
generated.

NOTE: The address of the SS-CSCF may be obtained either from a previous request terminated by the AS, by
querying the HSS on the Sh interface or from static configuration.
5.7.4 Application Server (AS) acting as a SIP proxy
When the AS acting as a SIP proxy receives arequest from the S-CSCF, prior to forwarding the request it shall:
- removeitsown URI from the topmost Route header; and
- after executing therequired services, route the request based on the topmost Route header.
The AS may modify the SIP requests based on service logic, prior to forwarding the request back to the S-CSCF.
An AS acting as a SIP proxy shall propagate any received 3GPP message body in the forwarded message.

Next change

5.8.21.2 MRFC-originating case

The MRFC shall provide a P-Asserted-Identity header in an initial request for a dialog, or any request for a standalone
transaction. It isamatter of network policy whether the MRFC expresses privacy according to RFC 3323 [33] with
such requests. When an MRFC generates an initial request for adialog or arequest for a standalone transaction, the
MRFC shall insert a P-Charging-Vector header with the icid parameter populated as specified in 3GPP TS 32.260 [17].

End of change
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