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13  Numbering, addressing and identification within the 
IP multimedia core network subsystem 

13.1 Introduction 
This clause describes the format of the parameters needed to access the IP multimedia core network subsystem. For 
further information on the use of the parameters see 3GPP TS 23.228 [24]. 

13.2 Home network domain name 
The home network domain name shall be in the form of an Internet domain name, e.g. operator.com, as specified in 
RFC 1035 [19]. 

If there is no ISIM application, the UE shall derive the home network domain name from the IMSI as described in the 
following steps: 

1. take the first 5 or 6 digits, depending on whether a 2 or 3 digit MNC is used (see 3GPP TS 31.102 [27]) and 
separate them into MCC and MNC with "."; 

2. reverse the order of the MCC and MNC. Append to the result: ".IMSI.3gppnetwork.org"  

An example of a home network domain name is: 

 IMSI in use: 234150999999999; 

Where: 

MCC = 234; 

MNC = 15; 

MSIN = 0999999999, which gives 

home domain name: 15.234.IMSI.3gppnetwork.org. 

13.3 Private user identity 

The private user identity shall take the form of an NAI, and shall have the form username@realm as specified in clause 
3 of RFC 2486 [25].  

NOTE: It is possible for a representation of the IMSI to be contained within the NAI for the private identity. 

If there is no ISIM application, the private user identity is not known. In this case, the private user identity is derived 
from the IMSI. 

The following steps show how to build the private user identity out of the IMSI: 

1. use the whole string of digits as the username part of the private user identity;  

2. convert the leading digits of the IMSI, i.e. MNC and MCC, into a domain name, as described in subclause 13.2. 

The result will be a private user identity of the form imsi@mnc.mcc."IMSI.3gppnetwork.org". For example: If the IMSI 
is 234150999999999 (MCC = 234, MNC = 15), the private user identity then takes the form 
234150999999999@15.234.IMSI.3gppnetwork.org 
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13.4 Public user identity 
The public user identity shall take the form of either a SIP URI (see RFC 3261 [26]) or a tel URL (see RFC 2806 [45]). 
A SIP URI shall take the form "sip:user@domain". 

If there is no ISIM application to host the public user identity, a temporary public user identity shall be derived, based 
on the IMSI. The temporary public user identity shall be of the form "user@domain" and shall therefore be equal to the 
private user identity. The private user identity is derived as described in subclause 13.2. That is, the private user identity 
will be appended to the string "sip:"  

EXAMPLE: "sip:234150999999999@15.234.IMSI.3gppnetwork.org". 

 

13.5 Public service identity (PSI) 
The public service identity shall take the form of either a SIP URI (see RFC 3261 [26]) or a tel URL (see RFC 2806 
[45]).  

A public service identity defines a service, or a specific resource created for a service. 

The domain part is pre-defined by the IMS operators and the IMS system provides the flexibility to dynamically create 
the user part of the PSIs. 

The SIP URI shall take the form of a distinct PSI "sip:service@domain", where “service” identifies a service 
(EXAMPLE: sip:conference@examplenetwork.com). 

In order to facilitate the operation and maintenance of the nodes, it is possible to represent a collection of SIP URIs as 
an escaped SIP URI (see RFC 3261) that contains a wildcard “*”. The asterisk matches any string of 0 or more 
characters. Example: sip:chatlist%2A@examplenetwork.com matches sip:chatlist1@examplenetwork.com, 
sip:chatlist2@examplenetwork.com, etc. 

NOTE: SIP URIs cannot contain wildcards, as such; the asterisk is represented as character %2A. 
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************** First modified clause *************************************** 

 

3.1 Definitions 
For the purposes of the present document, the following terms and definitions apply. 

IP Multimedia session: IP Multimedia session and IP Multimedia call are treated as equivalent in this specification. 

Authentication pending flag: A flag that indicates that the authentication of a public identity - private identity pair is 
pending and waiting for confirmation. 

 

************** Next modified clause (SAR) *************************************** 

 

6.1.2.1 Detailed behaviour 

On registering/deregistering a public identity the S-CSCF shall inform the HSS. The same procedure is used by the S-
CSCF to get the user profile. The relevant user profile downloaded is described in more detailed in the section 6.6. The 
HSS holds information about the state of registration of all the identities of the user. The S-CSCF uses this procedure to 
update such state. The HSS shall, in the following order (in case of an error in any of the steps the HSS shall stop 
processing and return the corresponding error code, see 3GPP TS 29.229 [5]): 

1. Check that the user is known. If not Experimental-Result-Code shall be set to 
DIAMETER_ERROR_USER_UNKNOWN. 

2. The HSS may check whether the private and public identities received in the request belong to the same user. If 
not Experimental-Result-Code shall be set to DIAMETER_ERROR_IDENTITIES_DONT_MATCH. 

3. Check the Server Assignment Type value received in the request: 

- - If it indicates REGISTRATION or RE_REGISTRATION, the HSS shall download the relevant user 
public identity information. If the public identity’s authentication pending flag which is specific for the 
private identity is set, the HSS shall clear it. If set, the flag that indicates that the identity is pending of the 
confirmation of the authentication shall be cleared. The Result-Code shall be set to 
DIAMETER_SUCCESS.  

 Only one identity shall be present in the request. If more than one identity is present the Result-Code shall be 
set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and no user information shall be returned. 

- If it indicates UNREGISTERED_USER, the HSS shall store the S-CSCF name, set the registration state of 
the public identity as unregistered, i.e. registered as a consequence of a terminating call and download the 
relevant user public identity information. If there are multiple private identities associated to the public 
identity in the HSS, the HSS shall arbitrarily select one of the private identities and put it into the response 
message. The Result-Code shall be set to DIAMETER_SUCCESS. 

 Only one identity shall be present in the request. If more than one identity is present the Result-Code shall be 
set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and the modifications specified in the previous 
paragraph shall not be performed. 

- If it indicates TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION, 
DEREGISTRATION_TOO_MUCH_DATA or ADMINISTRATIVE_DEREGISTRATION, the HSS shall 
clear the S-CSCF name associated  to the private identity for all the public identities that the S-CSCF 
indicated in the request and set the registration state of the identities as not registered. If no public identity is 
present in the request, the private identity shall be present; the HSS shall clear the S-CSCF name for all the 
public identities associated  to the private identity of the user and set their registration state to not registered. 
The Result-Code shall be set to DIAMETER_SUCCESS. 
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- If it indicates TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME or 
USER_DEREGISTRATION_STORE_SERVER_NAME the HSS decides whether to keep the S-CSCF 
name associated to the private identity stored or not for all the public identities that the S-CSCF indicated in 
the request and set the registration state of the identities as unregistered. If no public identity is present in the 
request, the private identity shall be present. If the HSS decidesd to keep the S-CSCF name stored the HSS 
shall keeps the S-CSCF name stored for all the public identities associated  to the private identity of the user 
and set their registration state to unregistered.  

 If the HSS decides to keep the S-CSCF name the Result-Code shall be set to DIAMETER_SUCCESS.  

 If the HSS decides not to keep the S-CSCF name the Experimental-Result-Code shall be set to 
DIAMETER_SUCCESS_SERVER_NAME_NOT_STORED. 

- If it indicates NO_ASSIGNMENT, the HSS checks whether the user is assigned for the S-CSCF requesting 
the data and download the user public identity information requested in the User-Data-Request-Type AVP. 
The Result-Code shall be set to DIAMETER_SUCCESS. If the requesting S-CSCF is not the same as the 
assigned S-CSCF, the Result-Code shall be set to DIAMETER_UNABLE_TO COMPLY. 

 Only one public identity shall be present in the request. If more than one public identity is present the Result-
Code shall be set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and no user information shall be 
returned. 

- If it indicates AUTHENTICATION_FAILURE or AUTHENTICATION_TIMEOUT, the HSS shall clear the 
S-CSCF name for the public identity associated  to the private identity that the S-CSCF indicated in the 
request and set the registration state of the identity as not registered. If the public identity’s authentication 
pending flag which is specific for the private identity is set, the HSS shall clear it. The flag that indicates that 
the identity is pending of the confirmation of the authentication shall be cleared. The Result-Code shall be set 
to DIAMETER_SUCCESS. 

 Only one identity shall be present in the request. If more than one identity is present the Result-Code shall be 
set to DIAMETER_AVP_OCCURS_TOO_MANY_TIMES and the modifications specified in the previous 
paragraph shall not be performed. 

See chapter 8.1.2 for the description of the handling of the error situations: reception of an S-CSCF name different from 
the one stored in the HSS and reception of a Server-Assignment-Type value not compatible with the registration state of 
the user. 

 

************** Next modified clause (RTR) *************************************** 

 

6.1.3.1 Detailed behaviour 

The HSS shall de-register the affected identities and invoke this procedure to inform the S-CSCF. The HSS can 
determine in different cases that the user (only one public identity, one or more public identities or all the public 
identities related to the private identityregistered) has to be de-registered.  

The HSS may de-register: 

- Only one public identity or a list of public identities. In this case the S-CSCF shall remove all the information 
that is related to the private identity received in the request and stored in the S-CSCF for those public identities.  

- The user private identity with all his/her related public identities (no public identity sent in the Cx-Deregister 
request). In this case the S-CSCF shall remove all the information stored for that private identity user.  

The HSS shall send in the Deregistration-Reason AVP the reason for the de-registration, composed by a textual 
message (if available) aimed for the user and a reason code that determines the action the S-CSCF has to perform. The 
possible reason codes are: 

- PERMANENT_TERMINATION: The IMS subscription or service profile(s) has been permanently terminated. 
The S-CSCF should start the network initiated de-registration towards the user. 
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- NEW_SERVER_ASSIGNED: A new S-CSCF has been allocated to the user due to some reason, e.g. an error 
case, where the SIP registration is terminated in a new S-CSCF. The S-CSCF shall not start the network initiated 
de-registration towards the user but only clears its registration state and information regarding the user, i.e. all 
service profiles are cleared. 

- SERVER_CHANGE: A new S-CSCF shall be allocated to the user when the user's S-CSCF capabilities are 
changed in the HSS  or when the S-CSCF indicates that it has not enough memory for the updated User Profile. 
The S-CSCF should start the network initiated de-registration towards the user, i.e. all registrations are de-
registered and the user is asked to re-register to all existing registrations. 

- REMOVE_S-CSCF: The HSS indicates to the S-CSCF that the S-CSCF should no longer be used for a given 
user. The S-CSCF shall not start the network initiated de-registration towards the user when the user is not 
currently registered but clears all information regarding the user and responds to the HSS.  The HSS then 
removes the S-CSCF for that user. 

 

************** Next modified clause (PPR) *************************************** 

 

6.2.2.1 Detailed behaviour 

The HSS shall make use of this procedure to update relevant user profile information in the S-CSCF. See chapter 6.6.1 
for the rules of user profile updating. If there are multiple registered private identities associated to the public identity in 
the HSS, the HSS shall send only single request and select arbitrarily one of the private identities and put it into the 
request. 

The S-CSCF shall overwrite, for the public user identities indicated in the request, current information with the 
information received from the HSS, except in the error situations detailed in table 6.2.2.1.1.  

If the S-CSCF receives more data than it can accept, it shall return the corresponding error code to the HSS as indicated 
in table 6.2.2.1.1. The S-CSCF shall not overwrite the data that it already has to give service to the user. The HSS shall 
initiate a network-initiated de-registration procedure towards the S-CSCF with Deregistration-Reason set to 
SERVER_CHANGE, which will trigger the assignment of a new S-CSCF. 

Table 6.2.2.1.1 details the valid result codes that the S-CSCF can return in the response. 

Table 6.2.2.1.1: User profile response valid result codes 

Result-Code AVP value Condition 

DIAMETER_SUCCESS The request succeeded. 

DIAMETER_ERROR_NOT SUPPORTED_USER_DATA The request failed.The S-CSCF informs the HSS that the 
received subscription data contained information, which 
was not recognised or supported, i.e. profile information 
which is not correctly encoded according to the XML 
schema or standardised profile information which cannot 
be interpreted by the S-CSCF due to unsupported S-
CSCF capabilities. 

DIAMETER_ERROR_USER_UNKNOWN The request failed because the user is not found in S-
CSCF.  

DIAMETER_ERROR_TOO_MUCH_DATA The request failed. The S-CSCF informs to the HSS that 
it tried to push too much data into the S-CSCF. 

DIAMETER_UNABLE_TO_COMPLY The request failed. 
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************** Next modified clause (MAR) *************************************** 

 

6.3.1 Detailed behaviour 

The HSS shall, in the following order (in case of an error in any of the steps the HSS shall stop processing and return 
the corresponding error code, see 3GPP TS 29.229 [5]): 

1. Check that the user exists in the HSS. If not Experimental-Result-Code shall be set to 
DIAMETER_ERROR_USER_UNKNOWN. 

2. The HSS may check that the private and public identities belong to the same user. If not Experimental-Result-
Code shall be set to DIAMETER_ERROR_IDENTITIES_DONT_MATCH. 

3. Check that the authentication scheme indicated in the request is supported. If not Experimental-Result-Code 
shall be set to DIAMETER_ERROR_AUTH_SCHEME_UNSUPPORTED. 

4. If the request indicates there is a synchronization failure, the HSS shall process AUTS as described in 3GPP TS 
33.203 [3] and return the requested authentication information. The Result-Code shall be set to 
DIAMETER_SUCCESS. 

5. Check the registration status of the public identity received in the request:  

- If it is registered, the HSS shall compare the S-CSCF name received in the request to the S-CSCF name 
stored in the HSS: 

- If they are different, the HSS shall store the S-CSCF name. The HSS shall download Authentication-
Data-Item stored up to a maximum specified in SIP-Number-Auth-Items received in the command 
Multimedia-Auth-Request. The HSS shall set the public identity’s authentication pending flag which is 
specific to the private identity which was received in the request. It shall also set for this public identity 
the flag that indicates the identity is pending of the confirmation of the authentication. The Result-Code 
shall be set to DIAMETER_SUCCESS. 

- If they are identical, the HSS shall download Authentication-Data-Item stored up to a maximum specified 
in SIP-Number-Auth-Items received in the command Multimedia-Auth-Request. The Result-Code shall 
be set to DIAMETER_SUCCESS. 

- If it is unregistered (i.e. registered as a consequence of a terminating call to unregistered user or there is an S-
CSCF keeping the user profile stored), the HSS shall compare the S-CSCF name received in the request to 
the S-CSCF name stored in the HSS: 

- If they are different, the HSS shall store the S-CSCF name. The HSS shall download Authentication-
Data-Item stored up to a maximum specified in SIP-Number-Auth-Items received in the command 
Multimedia-Auth-Request. The HSS shall set the public identity’s authentication pending flag which is 
specific to the private identity which was received in the request. It shall also set for this public identity 
the flag that indicates the identity is pending of the confirmation of the authentication. The Result-Code 
shall be set to DIAMETER_SUCCESS. 

- If they are identical, the HSS shall download Authentication-Data-Item stored up to a maximum specified 
in SIP-Number-Auth-Items received in the command Multimedia-Auth-Request. The HSS shall set the 
public identity’s authentication pending flag which is specific to the private identity that was received in 
the request. It shall also set for this public identity the flag that indicates the identity is pending of the 
confirmation of the authentication. The Result-Code shall be set to DIAMETER_SUCCESS. 

- If it is not registered, the HSS shall store the S-CSCF name. The HSS shall download Authentication-Data-
Item stored up to a maximum specified in SIP-Number-Auth-Items received in the command Multimedia-
Auth-Request. The HSS shall set the public identity’s authentication pending flag which is specific to the 
private identity that was received in the request. It shall also set for this public identity the flag that indicates 
the identity is pending of the confirmation of the authentication. The Result-Code shall be set to 
DIAMETER_SUCCESS. 
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Exceptions to the cases specified here shall be treated by HSS as error situations, the Result-Code shall be set to 
DIAMETER_UNABLE_TO_COMPLY. No authentication information shall be returned. 

 

************** Next modified clause (implicit registration)************************************* 

 

6.5.1 S-CSCF initiated procedures 

The result of the S-CSCF initiated procedures affects all the public identities that are configured in the HSS to be 
registered implicitly.  

6.5.1.1 Registration 

The notification of a registration of a public identity affects all the public identities that are configured in the HSS to be 
registered implicitly. The profile information downloaded in the response contains the list of implicitly registered public 
identities. This allows the S-CSCF to know the implicitly registered public identities. The S-CSCF shall take from the 
list of implicitly registered public user identities the first identity which has the syntax of a SIP URI and which is not 
barred, and use this as the default public user identity. 

6.5.1.2 De-registration 

The de-registration of a public identity implies the de-registration of all the corresponding implicitly registered public 
identities, both in the HSS and in the S-CSCF. The S-CSCF shall include in the request single public identity for 
deregistering all the corresponding implicitly registered public identities in the implicitly registered public user ID set.  

The de-registration of a private identity implies the de-registration of all the corresponding public identities, both in the 
HSS and in the S-CSCF. 

6.5.1.3 Authentication 

Setting the authentication pending flag for a public identity that indicates a pending authentication implies setting the 
"authentication pending" flag for each corresponding implicitly registered public identity in the HSS. 

6.5.1.4 Downloading the user profile 

If the S-CSCF requests to download a user profile from HSS, the user profile information in the response shall contain 
the list of corresponding implicitly registered public identities with the associated service profiles.  
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