
CR page 1 

3GPP TSG-CN Meeting #21 Tdoc NP-030347 
17th - 19th September 2003. Frankfurt, Germany. 

 
CR-Form-v7 

CHANGE REQUEST 
 

� 24.008 CR 797 � rev 2 � Current version: 6.1.0 � 

 
For HELP on using this form, see bottom of this page or look at the pop-up text over the � symbols. 

 
 

Proposed change affects: UICC apps�  ME X Radio Access Network  Core Network X 
 

 
Title: � Support of the maximum bit rate for HSDPA 
  
Source: � NEC, Siemens 
  
Work item code: � HSDPA  Date: � 8/9/2003 
     
Category: � A  Release: � Rel 6 
 Use one of the following categories: 

F  (correction) 
A  (corresponds to a correction in an earlier release) 
B  (addition of feature),  
C  (functional modification of feature) 
D  (editorial modification) 

Detailed explanations of the above categories can 
be found in 3GPP TR 21.900. 

Use one of the following releases: 
2 (GSM Phase 2) 
R96 (Release 1996) 
R97 (Release 1997) 
R98 (Release 1998) 
R99 (Release 1999) 
Rel-4 (Release 4) 
Rel-5 (Release 5) 
Rel-6 (Release 6) 

  
Reason for change: � At their last meeting SA2#33, SA2 agreed a CR to 23.107 that introduces 

support of HSDPA in Rel-5. CN1 was requested by RAN3 and SA2 to adapt the 
definition of the QoS IE in 24.008 so that the new upper limits for the Maximum 
bit rate and Guaranteed bit rate for the downlink can be supported. 

  
Summary of change: � The QoS IE defined in 10.5.6.5 is extended in a backwards compatible manner 

so that downlink bit rates between 8800 kbps and 16 Mbps can be signalled with 
a granularity of 100 kbps. 

  
Consequences if  � 
not approved: 

For the Maximum bit rate and Guaranteed bit rate for downlink only values up to 
about 8 Mbps can be negotiated so that HSPDPA can not be supported in Rel 5. 

  
Clauses affected: � 9.5.1, 9.5.2, 9.5.4, 9.5.5, 9.5.9, 9.5.10, 9.5.12, 10.5.6.5 
  
 Y N   
Other specs � X   Other core specifications � 23.107 
affected:  X  Test specifications  
  X  O&M Specifications  
  
Other comments: � This CR is a revision of N1-031228. The only change from the previous version 

is that TS 29.002 and 29.060 are removed from the list of 'other specs affected' 
on the cover sheet.   
At the last CN1#31 meeting the CR in N1-031228 was first agreed, but later 
during the same meeting postponed, because the coversheet indicated a linkage 
to CRs to TS 29.002 and TS 29.060 and the corresponding CRs could not be 
completed by CN4. A closer examination of the dependencies shows, however,  
- that the CR to TS 24.008 depends on the CR to the stage 2 for QoS, TS 



CR page 2 

23.107 (since the definition of the QoS IE contains a reference to TS 
23.107), and 

- the CRs to TS 29.002 and TS 29.060 depend on the CR to TS 24.008 (since 
the respective information elements in MAP and GTP are defined by 
reference to TS 24.008), 

- but there is no dependency vice versa.  
Therefore, there is no need to postpone the approval and implementation of the 
CR to TS 24.008, until the CRs to TS 29.002 and TS 29.060 are also completed. 

 
How to create CRs using this form: 
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.  
Below is a brief summary: 

1) Fill out the above form. The symbols above marked � contain pop-up help information about the field that they are 
closest to. 

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word 
"revision marks"  feature (also known as "track changes") when making the changes. All 3GPP specifications can be 
downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name 
with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings. 

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification 
just in front of the clause containing the first piece of changed text.  Delete those parts of the specification 
which are not relevant to the change request. 

 



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 3 

CR page 3 

***************      Start of first change ************************ 

9.5.1 Activate PDP context request 

This message is sent by the MS to the network to request activation of a PDP context.  
See table 9.5.1/3GPP TS 24.008. 

Message type: ACTIVATE PDP CONTEXT REQUEST  

Significance:  global 

Direction:   MS to network 

Table 9.5.1/3GPP TS 24.008: ACTIVATE PDP CONTEXT REQUEST message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier 
 

Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Activate PDP context request 
message identity 

Message type 
10.4 

M V 1 

 Requested NSAPI Network service access point identifier 
10.5.6.2 

M V 1 

 Requested LLC SAPI LLC service access point identifier 
10.5.6.9 

M V 1 

 Requested QoS Quality of service 
10.5.6.5 

M LV 13 - 15 

 Requested PDP address Packet data protocol address 
10.5.6.4 

M LV 3 - 19 

28 Access point name Access point name 
10.5.6.1 

O TLV 3 - 102 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 - 253 

 

9.5.1.1 Access point name 

This IE is included in the message when the MS selects a specific external network to be connected to. 

9.5.1.2 Protocol configuration options 

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error 
codes or messages/events) to the network. 

9.5.2 Activate PDP context accept 

This message is sent by the network to the MS to acknowledge activation of a PDP context.  
See table 9.5.2/3GPP TS 24.008. 

Message type: ACTIVATE PDP CONTEXT ACCEPT  

Significance:  global 

Direction:   network to MS 
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Table 9.5.2/3GPP TS 24.008: ACTIVATE PDP CONTEXT ACCEPT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier 
 

Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Activate PDP context accept 
message identity 

Message type 
10.4 

M V 1 

 Negotiated LLC SAPI LLC service access point identifier 
10.5.6.9 

M V 1 

 Negotiated QoS Quality of service 
10.5.6.5 

M LV 13 - 15 

 Radio priority Radio priority 
10.5.7.2 

M V 1/2 

 Spare half octet Spare half octet 
10.5.1.8 

M V 1/2 

2B PDP address Packet data protocol address 
10.5.6.4 

O TLV 4-20 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3-253 

34 Packet Flow Identifier Packet Flow Identifier 
10.5.6.11 

O TLV 3 

 

9.5.2.1 PDP address 

This IE shall be included by the network if the MS has requested the activation of a PDP context with the PDP type 
IPv4 or IPv6 and dynamic addressing. 

9.5.2.2 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

9.5.2.3 Packet Flow Identifier 

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. 

9.5.3 Activate PDP context reject 

This message is sent by the network to the MS to reject activation of a PDP context.  
See table 9.5.3/3GPP TS 24.008. 

Message type: ACTIVATE PDP CONTEXT REJECT  

Significance:  global 

Direction:   network to MS 
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Table 9.5.3/3GPP TS 24.008: ACTIVATE PDP CONTEXT REJECT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier 
 

Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Activate PDP context reject 
message identity 

Message type 
10.4 

M V 1 

 SM cause SM Cause 
10.5.6.6 

M V 1 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 - 253 

 

9.5.3.1 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

9.5.4 Activate Secondary PDP Context Request 

This message is sent by the MS to the network to request activation of an additional PDP context associated with the 
same PDP address and APN as an already active PDP context. See Table 9.5.4/3GPP TS 24.008. 

Message type:  ACTIVATE SECONDARY PDP CONTEXT REQUEST 

Significance:  global 

Direction:   MS to network 

Table 9.5.4/3GPP TS 24.008: ACTIVATE SECONDARY PDP CONTEXT REQUEST message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V ½ 

 Transaction identifier 
 

Transaction identifier 
10.3.2 

M V ½– 3/2 

 Activate secondary PDP context 
request message identity 

Message type 
10.4 

M V 1 

 Requested NSAPI Network service access point identifier 
10.5.6.2 

M V 1 

 Requested LLC SAPI LLC service access point identifier 
10.5.6.9 

M V 1 

 Requested QoS Quality of service  
10.5.6.5 

M LV 13 - 15 

 Linked TI Linked TI 
10.5.6.7 

M LV 2-3 

36 TFT Traffic Flow Template 
10.5.6.12 

O TLV 3-257 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3-253 

 

9.5.4.1 TFT 

This IE shall be included if a linked PDP context without TFT has already been activated.  

9.5.4.2 Protocol configuration options 

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error 
codes or messages/events) to the network. 
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9.5.5 Activate Secondary PDP Context Accept 

This message is sent by the network to the MS to acknowledge activation of an additional PDP context associated with 
the same PDP address and APN as an already active PDP context. See Table 9.5.5/3GPP TS 24.008. 

Message type:  ACTIVATE SECONDARY PDP CONTEXT ACCEPT  

Significance:  global 

Direction:   network to MS 

Table 9.5.5/3GPP TS 24.008: ACTIVATE SECONDARY PDP CONTEXT ACCEPT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Activate secondary PDP context 
accept message identity 

Message type 
10.4 

M V 1 

 Negotiated LLC SAPI LLC service access point identifier 
10.5.6.9 

M V 1 

 Negotiated QoS Quality of service 
10.5.6.5 

M LV 13 - 15 

 Radio priority  Radio priority 
10.5.7.2 

M V 1/2 

 Spare half octet Spare half octet 
10.5.1.8 

M V 1/2 

34 Packet Flow Identifier Packet Flow Identifier 
10.5.6.11 

O TLV 3 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3-253 

 

9.5.5.1 Packet Flow Identifier 

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. 

9.5.5.2 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

9.5.6 Activate Secondary PDP Context Reject 

This message is sent by the network to the UE to reject activation of an additional PDP context associated with the same 
PDP address and APN as an already active PDP context. See Table 9.5.6/3GPP TS 24.008. 

Message type: ACTIVATE SECONDARY PDP CONTEXT REJECT 

Significance:  global 

Direction:   network to MS 
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Table 9.5.6/3GPP TS 24.008: ACTIVATE SECONDARY PDP CONTEXT REJECT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier  Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Activate secondary PDP context 
reject message identity 

Message type 
10.4 

M V 1 

 SM cause SM Cause  
10.5.6.6 

M V 1 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 – 253 

 

9.5.6.1 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

9.5.7 Request PDP context activation 

This message is sent by the network to the MS to initiate activation of a PDP context.  
See table 9.5.7/3GPP TS 24.008. 

Message type: REQUEST PDP CONTEXT ACTIVATION  

Significance:  global 

Direction:   network to MS 

Table 9.5.7/3GPP TS 24.008: REQUEST PDP CONTEXT ACTIVATION message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Request PDP context activation 
message identity 

Message type 
10.4 

M V 1 

 Offered PDP address Packet data protocol address 
10.5.6.4 

M LV 3 - 19 

28 Access point name Access point name 
10.5.6.1 

O TLV 3 – 102 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 – 253 

 

9.5.7.1 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

9.5.8 Request PDP context activation reject 

This message is sent by the MS to the network to reject initiation of a PDP context activation.   
See table 9.5.8/3GPP TS 24.008. 

Message type: REQUEST PDP CONTEXT ACTIVATION REJECT  

Significance:  global 

Direction:   MS to network 
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Table 9.5.8/3GPP TS 24.008: REQUEST PDP CONTEXT ACTIVATION REJECT message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Request PDP context act. reject 
message identity 

Message type 
10.4 

M V 1 

 SM cause SM cause 
10.5.6.6 

M V 1 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 – 253 

 

9.5.8.1 Protocol configuration options 

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error 
codes or messages/events) to the network. 

9.5.9 Modify PDP context request (Network to MS direction) 

This message is sent by the network to the MS to request modification of an active PDP context. See table 9.5.9/3GPP 
TS 24.008. 

Message type: MODIFY PDP CONTEXT REQUEST (NETWORK TO MS DIRECTION) 

Significance:  global 

Direction:   network to MS 

Table 9.5.9/3GPP TS 24.008: MODIFY PDP CONTEXT REQUEST (NETWORK TO MS DIRECTION) 
message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Modify PDP context request 
message identity 

Message type 
10.4 

M V 1 

 Radio priority Radio priority 
10.5.7.2 

M V 1/2 

 Spare half octet Spare half octet 
10.5.1.8 

M V 1/2 

 Requested LLC SAPI LLC service access point identifier 
10.5.6.9 

M V 1 

 New QoS Quality of service 
10.5.6.5 

M LV 13 - 15 

2B PDP address Packet data protocol address 
10.5.6.4 

O TLV 4-20 

34 Packet Flow Identifier Packet Flow Identifier 
10.5.6.11 

O TLV 3 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 – 253 

 

9.5.9.1 PDP address 

If the MS requested external PDN address allocation at PDP context activation via an APN and this was confirmed by 
the network in the ACTIVATE PDP CONTEXT ACCEPT message, then the network shall include the PDP address IE 
in the MODIFY PDP CONTEXT REQUEST message once the address has been actually allocated, in order to update 
the PDP context in the MS. 
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9.5.9.2 Packet Flow Identifier 

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. 

9.5.9.3 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

9.5.10 Modify PDP context request (MS to network direction) 

This message is sent by the MS to the network to request modification of an active PDP context. See table 9.5.10/3GPP 
TS 24.008. 

Message type: MODIFY PDP CONTEXT REQUEST (MS TO NETWORK DIRECTION) 

Significance:  global 

Direction:   MS to network 

Table 9.5.10/3GPP TS 24.008: MODIFY PDP CONTEXT REQUEST (MS to network direction) message 
content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Modify PDP context request 
message identity 

Message type 
10.4 

M V 1 

32 Requested LLC SAPI LLC service access point identifier 
10.5.6.9 

O TV 2 

30 Requested new QoS Quality of service 
10.5.6.5 

O TLV 14 - 16 

31 New TFT Traffic Flow Template 
10.5.6.12 

O TLV 3-257 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3-253 

 

9.5.10.1 Requested LLC SAPI 

This IE may be included in the message to request a new LLC SAPI if a new QoS is requested. 

9.5.10.2 Requested new QoS 

This IE may be included in the message to request a modification of the QoS. 

9.5.10.3 New TFT 

This IE may be included in the message to request a new TFT or modification of an existing TFT or transfer extra 
parameters to the network (e.g. the Authorization Token; see 3GPP TS 24.229). 

9.5.10.4 Protocol configuration options 

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error 
codes or messages/events) to the network. 
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9.5.11 Modify PDP context accept (MS to network direction) 

This message is sent by the MS to the network to acknowledge the modification of an active PDP context. See 
table 9.5.11/3GPP TS 24.008. 

Message type: MODIFY PDP CONTEXT ACCEPT (MS TO NETWORK DIRECTION) 

Significance:  global 

Direction:   MS to network 

Table 9.5.11/3GPP TS 24.008: MODIFY PDP CONTEXT ACCEPT (MS TO NETWORK DIRECTION) 
message content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V 1/2 

 Transaction identifier Transaction identifier 
10.3.2 

M V 1/2– 3/2 

 Modify PDP context accept 
message identity 

Message type 
10.4 

M V 1 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 – 253 

 

9.5.11.1 Protocol configuration options 

This IE is included in the message when the MS wishes to transmit (protocol) data (e.g. configuration parameters, error 
codes or messages/events) to the network. 

9.5.12 Modify PDP context accept (Network to MS direction) 

This message is sent by the network to the MS to acknowledge the modification of an active PDP context. See 
table 9.5.12/3GPP TS 24.008. 

Message type: MODIFY PDP CONTEXT ACCEPT (NETWORK TO MS DIRECTION) 

Significance:  global 

Direction:   Network to MS 

Table 9.5.12/3GPP TS 24.008: MODIFY PDP CONTEXT ACCEPT (NETWORK to MS direction) message 
content 

IEI Information Element Type/Reference Presence Format Length 
 Protocol discriminator Protocol discriminator 

10.2 
M V ½ 

 Transaction identifier Transaction identifier 
10.3.2 

M V ½– 3/2 

 Modify PDP context accept 
message identity 

Message type 
10.4 

M V 1 

30 Negotiated QoS Quality of service 
10.5.6.5 

O TLV 14 - 16 

32 Negotiated LLC SAPI LLC service access point identifier 
10.5.6.9 

O TV 2 

8 New radio priority Radio priority 
10.5.7.2 

O TV 1 

34 Packet Flow Identifier Packet Flow Identifier 
10.5.6.11 

O TLV 3 

27 Protocol configuration options Protocol configuration options 
10.5.6.3 

O TLV 3 – 253 
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9.5.12.1 Negotiated QoS 

This IE is included in the message if the network assigns a new QoS. 

9.5.12.2 Negotiated LLC SAPI 

This IE is included in the message if the network assigns a new LLC SAPI. 

9.5.12.3 New radio priority 

This IE is included in the message only if the network modifies the radio priority. 

9.5.12.4 Packet Flow Identifier 

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context. 

9.5.12.5 Protocol configuration options 

This IE is included in the message when the network wishes to transmit (protocol) data (e.g. configuration parameters, 
error codes or messages/events) to the MS. 

 

******************      Start of second change ************************ 

10.5.6.5 Quality of service  

The purpose of the quality of service information element is to specify the QoS parameters for a PDP context. 

The QoS IE is defined to allow backward compatibility to earlier version of Session Management Protocol. 

The quality of service is a type 4 information element with a minimum length of 14 octets and a maximum length of 
1614 octets. The QoS requested by the MS shall be encoded both in the QoS attributes specified in octets 3-5 and in the 
QoS attributes specified in octets 6-14.  

In the MS to network direction and in the network to MS direction the following applies: 

- Octets 15 and 16 are optional. If octet 15 is included, then octet 16 shall also be included. 

- A QoS IE received without octets 6-1614, or without octets 14-16, or without octets 15-16 shall be accepted by 
thea receiving entity. 

NOTE: This behavior is required for interworking with entities supporting an earlier version of the protocol, or 
when the Maximum bit rate for downlink is negotiated to a value lower than 8700 kbps. 

The quality of service information element is coded as shown in figure 10.5.138/3GPP TS 24.008 and 
table 10.5.156/3GPP TS 24.008. 
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8 7 6 5 4 3 2 1  
Quality of service IEI octet 1 

Length of quality of service IE Octet 2 
0 0 
spare 

Delay 
class 

Reliability 
class 

octet 3 

Peak  
throughput 

0 
spare 

Precedence 
class 

octet 4 

0 0 0 
spare 

Mean 
throughput 

octet 5 

Traffic Class Delivery order Delivery of erroneous 
SDU 

Octet 6 

Maximum SDU size Octet 7 
Maximum bit rate for uplink Octet 8 

Maximum bit rate for downlink Octet 9 
Residual BER SDU error ratio Octet 10 

Transfer delay Traffic Handling 
priority 

Octet 11 

 
Guaranteed bit rate for uplink 

Octet 12 

Guaranteed bit rate for downlink Octet 13 
0 0 0 

spare 
Signal-

ling 
Indicat-

ion 

Source Statistics Descriptor Octet 14 

Maximum bit rate for downlink (extended) Octet 15 
Guaranteed bit rate for downlink (extended) Octet 16 

 
Figure 10.5.138/3GPP TS 24.008: Quality of service information element 
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Table 10.5.156/3GPP TS 24.008: Quality of service information element 

Reliability class, octet 3 (see 3GPP TS 23.107) 
Bits 
3 2 1 
In MS to network direction: 
0 0 0 Subscribed reliability class 
In network to MS direction: 
0 0 0 Reserved 
In MS to network direction and in network to MS direction: 
0 0 1 Acknowledged GTP, LLC, and RLC; Protected data 
0 1 0 Unacknowledged GTP; Acknowledged LLC and RLC, Protected data 
0 1 1 Unacknowledged GTP and LLC; Acknowledged RLC, Protected data 
1 0 0 Unacknowledged GTP, LLC, and RLC, Protected data 
1 0 1 Unacknowledged GTP, LLC, and RLC, Unprotected data 
1 1 1 Reserved 
 
All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, Protected data in this version of 
the protocol. 
 
Delay class, octet 3 (see 3GPP TS 22.060 and 3GPP TS 23.107) 
Bits 
6 5 4 
In MS to network direction: 
0 0 0 Subscribed delay class  
In network to MS direction: 
0 0 0 Reserved 
In MS to network direction and in network to MS direction: 
0 0 1 Delay class 1 
0 1 0 Delay class 2 
0 1 1 Delay class 3 
1 0 0 Delay class 4 (best effort) 
1 1 1 Reserved 
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All other values are interpreted as Delay class 4 (best effort) in this version  
of the protocol. 
Bit 7 and 8 of octet 3 are spare and shall be coded all 0. 
Precedence class, octet 4 (see 3GPP TS 23.107) 
Bits 
3 2 1 
In MS to network direction: 
0 0 0 Subscribed precedence 
In network to MS direction: 
0 0 0 Reserved 
In MS to network direction and in network to MS direction: 
0 0 1 High priority 
0 1 0 Normal priority 
0 1 1 Low priority 
1 1 1 Reserved 
 
 
All other values are interpreted as Normal priority in this version of the protocol. 
 
Bit 4 of octet 4 is spare and shall be coded as 0. 
 
Peak throughput, octet 4 (see 3GPP TS 23.107) 
Bits 
8 7 6 5 
In MS to network direction: 
0 0 0 0  Subscribed peak throughput 
In network to MS direction: 
0 0 0 0  Reserved 
In MS to network direction and in network to MS direction: 
0 0 0 1  Up to 1 000 octet/s 
0 0 1 0  Up to 2 000 octet/s 
0 0 1 1  Up to 4 000 octet/s 
0 1 0 0  Up to 8 000 octet/s 
0 1 0 1  Up to 16 000 octet/s 
0 1 1 0  Up to 32 000 octet/s 
0 1 1 1  Up to 64 000 octet/s 
1 0 0 0  Up to 128 000 octet/s 
1 0 0 1  Up to 256 000 octet/s 
1 1 1 1  Reserved 
 
All other values are interpreted as Up to 1 000 octet/s in this  
version of the protocol. 
Mean throughput, octet 5 (see 3GPP TS 23.107) 
Bits 
5 4 3 2 1 
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In MS to network direction: 
0 0 0 0 0  Subscribed mean throughput 
In network to MS direction: 
0 0 0 0 0  Reserved 
In MS to network direction and in network to MS direction: 
0 0 0 0 1  100 octet/h 
0 0 0 1 0  200 octet/h 
0 0 0 1 1  500 octet/h 
0 0 1 0 0  1 000 octet/h 
0 0 1 0 1  2 000 octet/h 
0 0 1 1 0  5 000 octet/h 
0 0 1 1 1  10 000 octet/h 
0 1 0 0 0  20 000 octet/h 
0 1 0 0 1  50 000 octet/h 
0 1 0 1 0  100 000 octet/h 
0 1 0 1 1  200 000 octet/h 
0 1 1 0 0  500 000 octet/h 
0 1 1 0 1  1 000 000 octet/h 
0 1 1 1 0  2 000 000 octet/h 
0 1 1 1 1  5 000 000 octet/h 
1 0 0 0 0  10 000 000 octet/h 
1 0 0 0 1  20 000 000 octet/h 
1 0 0 1 0  50 000 000 octet/h 
1 1 1 1 0  Reserved 
1 1 1 1 1  Best effort 
The value Best effort indicates that throughput shall be made available to the MS on a per need and availability basis. 
All other values are interpreted as Best effort in this  
version of the protocol. 
 
Bits 8 to 6 of octet 5 are spare and shall be coded all 0. 
 
 
Delivery of erroneous SDUs, octet 6 (see 3GPP TS 23.107) 
Bits 
3 2 1 
In MS to network direction: 
0 0 0  Subscribed delivery of erroneous SDUs 
In network to MS direction: 
0 0 0  Reserved 
In MS to network direction and in network to MS direction: 
0 0 1  No detect ('-') 
0 1 0  Erroneous SDUs are delivered ('yes') 
0 1 1  Erroneous SDUs are not delivered ('no') 
1 1 1  Reserved 
 
  
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of this protocol. 
 
The MS shall consider all other values as reserved. 
 
Delivery order, octet 6 (see 3GPP TS 23.107) 
Bits 
5 4 3 
In MS to network direction: 
0 0  Subscribed delivery order 
In network to MS direction: 
0 0  Reserved 
In MS to network direction and in network to MS direction: 
0 1  With delivery order ('yes') 
1 0  Without delivery order ('no') 
1 1  Reserved 
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Traffic class, octet 6 (see 3GPP TS 23.107) 
Bits 
8 7 6 
In MS to network direction: 
0 0 0  Subscribed traffic class 
In network to MS direction: 
0 0 0  Reserved 
In MS to network direction and in network to MS direction: 
0 0 1  Conversational class 
0 1 0  Streaming class 
0 1 1  Interactive class 
1 0 0  Background class 
1 1 1  Reserved 
 
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of this protocol. 
 
 
The MS shall consider all other values as reserved. 
 
Maximum SDU size, octet 7 (see 3GPP TS 23.107) 
In MS to network direction: 
0 0 0 0 0 0 0 0  Subscribed maximum SDU size 
1 1 1 1 1 1 1 1  Reserved 
In network to MS direction: 
0 0 0 0 0 0 0 0  Reserved 
1 1 1 1 1 1 1 1  Reserved 
In MS to network direction and in network to MS direction: 
 
For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a 
granularity of 10 octets, giving a range of values from 10 octets to 1500 octets. 
Values above 10010110 are as below: 
1 0 0 1 0 1 1 1  1502 octets  
1 0 0 1 1 0 0 0  1510 octets  
1 0 0 1 1 0 0 1  1520 octets 
 
 
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of this protocol. 
 
The MS shall consider all other values as reserved. 
 
 
Maximum bit rate for uplink, octet 8 
Bits 
8 7 6 5 4 3 2 1 
In MS to network direction: 
0 0 0 0 0 0 0 0 Subscribed maximum bit rate for uplink 
In network to MS direction: 
0 0 0 0 0 0 0 0 Reserved 
In MS to network direction and in network to MS direction: 
0 0 0 0 0 0 0 1  The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps 
0 0 1 1 1 1 1 1 giving a range of values from 1 kbps to 63 kbps in 1 kbps increments. 
 
0 1 0 0 0 0 0 0  The maximum bit rate is 64 kbps + ((the binary coded value in 8 bits –01000000) * 8 kbps) 
0 1 1 1 1 1 1 1 giving a range of values from 64 kbps to 568 kbps in 8 kbps increments. 
 
1 0 0 0 0 0 0 0  The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits –10000000) * 64 kbps) 
1 1 1 1 1 1 1 0 giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments. 
 
1 1 1 1 1 1 1 1 0kbps 
 
 
Maximum bit rate for downlink, octet 9 (see 3GPP TS 23.107) 
 
Coding is identical to that of Maximum bit rate for uplink. 
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If the sending entity wants to indicate a Maximum bit rate for downlink higher than 8640 kbps, it shall set octet 9 
to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Maximum bit rate in octet 15. 
 
In this version of the protocol, for messages specified in the present document, the sending entity shall not request 0 
kbps for both the Maximum bitrate for downlink and the Maximum bitrate for uplink at the same time. Any entity receiving 
a request for 0 kbps in both the Maximum bitrate for downlink and the Maximum bitrate for uplink shall consider that as a 
syntactical error (see clause 8). 
 
 

 

Residual Bit Error Rate (BER), octet 10 (see 3GPP TS 23.107) 
Bits 
8 7 6 5  
In MS to network direction: 
0 0 0 0  Subscribed residual BER 
In network to MS direction: 
0 0 0 0  Reserved 
In MS to network direction and in network to MS direction: 
The Residual BER value consists of 4 bits. The range is from 5*10-2 to 6*10-8.  
0 0 0 1  5*10-2  
0 0 1 0  1*10-2  
0 0 1 1  5*10-3 
0 1 0 0  4*10-3  
0 1 0 1  1*10-3  
0 1 1 0  1*10-4  
0 1 1 1  1*10-5  
1 0 0 0  1*10-6  
1 0 0 1  6*10-8  
1 1 1 1  Reserved 
 
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of the protocol. 
 
The MS shall consider all other values as reserved. 
 
SDU error ratio, octet 10 (see 3GPP TS 23.107) 
Bits 
4 3 2 1 
In MS to network direction: 
0 0 0 0  Subscribed SDU error ratio 
In network to MS direction: 
0 0 0 0  Reserved 
In MS to network direction and in network to MS direction: 
The SDU error ratio value consists of 4 bits. The range is is from 1*10-1 to 1*10-6.  
0 0 0 1  1*10-2  
0 0 1 0  7*10-3 
0 0 1 1  1*10-3  
0 1 0 0  1*10-4  
0 1 0 1  1*10-5  
0 1 1 0  1*10-6  
0 1 1 1  1*10-1 
1 1 1 1  Reserved 
 
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of the protocol. 
 
The MS shall consider all other values as reserved. 
 
Traffic handling priority, octet 11 (see 3GPP TS 23.107) 
Bits 
2 1 
In MS to network direction: 
0 0  Subscribed traffic handling priority 
In network to MS direction: 
0 0  Reserved 
In MS to network direction and in network to MS direction: 
0 1  Priority level 1 
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1 0  Priority level 2 
1 1  Priority level 3 
 
The Traffic handling priority value is ignored if the Traffic Class is Conversation class, Streaming class or Background 
class. 
 
Transfer delay, octet 11 (See 3GPP TS 23.107) 
Bits 
8 7 6 5 4 3 
 
 

 

In MS to network direction: 
0 0 0 0 0 0 Subscribed transfer delay 
In network to MS direction: 
0 0 0 0 0 0 Reserved 
In MS to network direction and in network to MS direction: 
 
 
0 0 0 0 0 1  The Transfer delay is binary coded in 6 bits, using a granularity of 10 ms 
0 0 1 1 1 1  giving a range of values from 10 ms to 150 ms in 10 ms increments 
 
0 1 0 0 0 0  The transfer delay is 200 ms + ((the binary coded value in 6 bits – 010000) * 50 ms) 
0 1 1 1 1 1  giving a range of values from 200 ms to 950 ms in 50ms increments 
 
1 0 0 0 0 0  The transfer delay is 1000 ms + ((the binary coded value in 6 bits – 100000) * 100 ms) 
1 1 1 1 1 0  giving a range of values from 1000 ms to 4000 ms in 100ms increments 
 
1 1 1 1 1 1  Reserved 
 
The Transfer delay value is ignored if the Traffic Class is Interactive class or Background class. 
 
Guaranteed bit rate for uplink, octet 12 (See 3GPP TS 23.107) 
 
Coding is identical to that of Maximum bit rate for uplink. 
 
The Guaranteed bit rate for uplink value is ignored if the Traffic Class is Interactive class or Background class, or 
Maximum bit rate for uplink is set to 0 kbps. 
 
Guaranteed bit rate for downlink, octet 13(See 3GPP TS 23.107) 
 
Coding is identical to that of Maximum bit rate for uplink. 
 
If the sending entity wants to indicate a Guaranteed bit rate for downlink higher than 8640 kbps, it shall set octet 13 
to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Guaranteed bit rate in octet 16. 
 
The Guaranteed bit rate for downlink value is ignored if the Traffic Class is Interactive class or Background class, or 
Maximum bit rate for downlink is set to 0 kbps. 
 
Source Statistics Descriptor, octet 14 (see 3GPP TS 23.107) 
Bits 
4 3 2 1 
In MS to network direction 
0 0 0 0  unknown 
0 0 0 1  speech 
 
The network shall consider all other values as unknown. 
 
In network to MS direction 
Bits 4 to 1 of octet 14 are spare and shall be coded all 0. 
 
Signalling Indication, octet 14 (see 3GPP TS 23.107) 
Bit 
5 
In MS to network direction and in network to MS direction: 
0  Not optimised for signalling traffic 
1  Optimised for signalling traffic 
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If set to '1' the QoS of the PDP context is optimised for signalling 
 
Bits 8 to 6 of octet 14 are spare and shall be coded all 0. 

 

Maximum bit rate for downlink (extended), octet 15 
Bits 
8 7 6 5 4 3 2 1 
In MS to network direction and in network to MS direction: 
0 0 0 0 0 0 0 0 Use the value indicated by the Maximum bit rate for downlink in octet 9. 
 
0 0 0 0 0 0 0 1 Ignore the value indicated by the Maximum bit rate for downlink in octet 9. The maximum bit rate is 
0 1 0 0 1 0 1 0 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps), giving a range of values from 8700 kbps 
     to 16000 kbps in 100 kbps increments. 
 
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of the protocol. 
 
Guaranteed bit rate for downlink (extended), octet 16  
Bits 
8 7 6 5 4 3 2 1 
In MS to network direction and in network to MS direction: 
0 0 0 0 0 0 0 0 Use the value indicated by the Guaranteed bit rate for downlink in octet 13. 
 
0 0 0 0 0 0 0 1 Ignore the value indicated by the Guaranteed bit rate for downlink in octet 13. The maximum bit rate is 
0 1 0 0 1 0 1 0 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps), giving a range of values from 8700 kbps 
     to 16000 kbps in 100 kbps increments. 
 
The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. 
The network shall return a negotiated value which is explicitly defined in this version of the protocol. 
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