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Parlay-vous OSA ? 
... or what you always desired/wanted/wished to know about the  

Open Service Access (OSA) Application Programming Interfaces (APIs) (ppt presentation)  
 
 

Opening the networks with Parlay / OSA APIs: standards () 
 

?? The past years have shown an enormous increase in efforts to open-up telecom network functionality for 
application development. This means that applications can access core network functionality by means of 
open standardized APIs based on open technology. 

?? One value of opening-up of the network is the emergence of new business models where applications can 
be developed and provided by enterprises outside the traditional network operator domain. 

?? Combined with the fact that applications can be built with standard IT technology and tools, new 
innovative applications will hit the market with development cycles shorter than ever shown before. (PDF 
file) 
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The The Parlay/Parlay/OSA API: OSA API: 
WhyWhy? (1/2)? (1/2)

A change in business models has A change in business models has introducedintroduced new new playersplayers
inin the telecomthe telecom businessbusiness

User

New Player

services

connectivity

Operator

connectivity

Some want to address 
users directly

User

New Player

connectivity
+ services

Operator

connectivity

Some prefer to do it 
via the Network Operator

But they have something in common:
They compete in the services market...

and they have no network!
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The The Parlay/Parlay/OSA API: OSA API: 
WhyWhy? (2/2)? (2/2)

This This isis a a winwin--winwin situation!situation!

- It opens new sources of revenue for incumbent Network 
Operators

- traffic in their networks increases
- they may enrich their service offering

- It opens the telecom business to newcomers
- VNOs, MVNOs, ASPs, ...

So we only need a technical enabler: Parlay/OSA
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network service 

capabilities

Distribution via 
middleware

Parlay / OSA

The The Parlay/Parlay/OSA API: OSA API: 
WhereWhere? (1/2)? (1/2)
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The The Parlay/Parlay/OSA API: OSA API: 
WhereWhere? (2/2)? (2/2)

SIP AS

IM SSF

CAMEL App

CAP

S-CSCF

ISC

OSA SCSOSA SCS

OSA ServiceOSA Service

OSA

HSS

ISC ISC

Cx
MAPSh

TheThe UMTS UMTS ExampleExample



9

The The Parlay/Parlay/OSA API: OSA API: 
WhatWhat? (1/2)? (1/2)

ParlayParlay/OSA (Open Service Access)/OSA (Open Service Access) isis an API an API that enables that enables 
operator and operator and 3rd 3rd party party applications to applications to make make use of network use of network 
functionality through functionality through a set of open, a set of open, standardisedstandardised interfacesinterfaces

Parlay/OSA API

OSA Gateway

Mapping to network specific protocols

Network Network complexity hidden from 
applications

App1 App2 AppN
Applications (independent of 
underlying network technology)3GPP

ETSI
Parlay
JAIN SPA
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The Parlay / OSA API: The Parlay / OSA API: 
What (2/2)What (2/2)

Opening up of network by means of standardized APIs based on opeOpening up of network by means of standardized APIs based on open n 
technology. This leads to :technology. This leads to :
–– Shorter TTM for applications / services due to abstraction and oShorter TTM for applications / services due to abstraction and open pen 

technology (developer community orders of magnitude larger than technology (developer community orders of magnitude larger than telco telco 
developer community)developer community)

–– Applications can also be developed and deployed by 3rd parties Applications can also be developed and deployed by 3rd parties 
(creative, new innovative services).(creative, new innovative services).

–– Applications can be network independent (multiApplications can be network independent (multi--access / multiaccess / multi--service)service)
–– Applications can be combination of Applications can be combination of 

•• different capabilities different capabilities 
•• enterprise data with network functionalityenterprise data with network functionality

  leading to new innovative services.leading to new innovative services.
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Parlay/Parlay/OSA OSA TerminologyTerminology: : 
SCSs SCSs andand SCFsSCFs

-- The The Parlay/Parlay/OSA OSA GatewayGateway consistsconsists of of severalseveral
Service Service Capability Servers Capability Servers (SCS)(SCS): : 
functional entities that provide functional entities that provide Parlay/Parlay/OSA OSA 
interfaces interfaces towardstowards applications.applications.SCF

SCS

Interface

- EachEach SCS SCS isis seenseen by applications as one or by applications as one or 
more more Service Service Capability FeaturesCapability Features (SCF)(SCF): : 
abstractions ofabstractions of thethe functionality offeredfunctionality offered byby thethe
network, accessible vianetwork, accessible via the the Parlay/Parlay/OSA API. OSA API. 
Sometimes theySometimes they are are also calledalso called servicesservices

-- The The Parlay/Parlay/OSA SCFs are OSA SCFs are specifiedspecified in in termsterms
of interface classes of interface classes and their methodsand their methods
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Parlay/Parlay/OSA = OSA = 
FrameworkFramework + A Set Of SCFs+ A Set Of SCFs

framework User
Location

Call control

HLR CSE WGW
WPP

Servers

E.g. Location server
Billing server

Service capability servers

interfaceinterface
classclass

OSA APIOSA API
ApplicationApplication

ApplicationApplication
serverserver

Not Not standardizedstandardized

OSA OSA InternalInternal APIAPI

One ofOne of the the Parlay/Parlay/OSA SCSs OSA SCSs is calledis called the the Parlay/Parlay/OSA OSA FrameworkFramework, , 
and is always presentand is always present, one , one per per networknetwork
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Current Parlay/OSA Current Parlay/OSA 
SCFsSCFs

CCaallll  CCoonnttrrooll TThhee  CCaallll  CCoonnttrrooll  ffaammiillyy,,  wwiitthh  ccaappaabbiilliittiieess  rraannggiinngg  ffrroomm  sseettttiinngg  uupp  bbaassiicc  ccaallllss  ttoo  mmaanniippuullaattiinngg
mmuullttiimmeeddiiaa  ccoonnffeerreennccee  ccaallllss  ((sseeee  NNoottee  11))

UUsseerr  IInntteerraaccttiioonn OObbttaaiinn  iinnffoorrmmaattiioonn  ffrroomm  tthhee  eenndd--uusseerr,,  ppllaayy  aannnnoouunncceemmeennttss,,  sseenndd  sshhoorrtt  tteexxtt  mmeessssaaggeess,,  eettcc

UUsseerr  llooccaattiioonn  //
UUsseerr  ssttaattuuss

OObbttaaiinn  llooccaattiioonn  aanndd  ssttaattuuss  iinnffoorrmmaattiioonn

TTeerrmmiinnaall
ccaappaabbiillii ttiieess

OObbttaaiinn  tthhee  ccaappaabbiilliittiieess  ooff  aann  eenndd--uusseerr  tteerrmmiinnaall

DDaattaa  sseessssiioonn
ccoonnttrrooll

CCoonnttrrooll   ooff  ddaattaa  sseessssiioonnss

GGeenneerriicc
MMeessssaaggiinngg

AAcccceessss  ttoo  mmaaiillbbooxxeess  ((sseeee  NNoottee  22))

CCoonnnneeccttiivviittyy
MMaannaaggeemmeenntt

PPrroovviissiioonneedd  QQooSS  ((sseeee  NNoottee  22))

AAccccoouunntt
MMaannaaggeemmeenntt

AAcccceessss  eenndd--uusseerr  aaccccoouunnttss

CCoonntteenntt  bbaasseedd
CChhaarrggiinngg

CChhaarrggee  eenndd--uusseerrss  ffoorr  uussee  ooff  aapppplliiccaattiioonnss  //  ddaattaa

Note 2: Not part of 3GPP OSA Release 4
Note 1: Multimedia and Conference Call Control not part of 3GPP OSA Release 4
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The Parlay/OSA The Parlay/OSA 
FrameworkFramework

Registered ServicesRegistered Services

Client ApplicationClient Application

FrameworkFramework CallCall
ControlControl MobilityMobility etcetc

1

3

- SCF registrationSCF registration
-- support of support of multimulti--domaindomain

- control of access to the networkcontrol of access to the network
-- integrity managementintegrity management
-- discovery of network functionalitydiscovery of network functionality

4
EnterpriseEnterprise
OperatorOperator

- Application Application subscriptionsubscription
to servicesto services

2 2
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How does the FW work ? How does the FW work ? 

ApplicationApplication

FrameworkFramework Service /Service /
SCSSCS

1: authentication1: authentication

2: request Registration interface2: request Registration interface

3: register factory3: register factory

4: authentication4: authentication
5: request Discovery interface5: request Discovery interface
6: discover Service6: discover Service

7: Select Service + sign SLA7: Select Service + sign SLA

8: create Service Manager8: create Service Manager
9: return Service Manager9: return Service Manager

10: return Service Manager10: return Service Manager
11: Use service11: Use service
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The user dials in to the application to access information,The user dials in to the application to access information,
•• traffictraffic
•• weather,weather,
•• stocks,stocks,
•• etcetc
via voice.via voice.

Information Information 
ApplicationApplication
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PLMN
(GSM/UMTS CS)

PSTN/ISDN (CS) IP Multi-Media (PS)

Application

Application Server

User Location
SCS

CC/UI
SCS

FW Mesg
SCS

Charg.
SCS

•• The Application registers to the The Application registers to the 
FrameworkFramework

•• The Framework starts a suitable Call The Framework starts a suitable Call 
Manager, and passes a reference to the Manager, and passes a reference to the 
applicationapplication

Information Application : Information Application : 
interaction flow before interaction flow before 

traffictraffic



23

PLMN
(GSM/UMTS CS)

PSTN/ISDN (CS) IP Multi-Media (PS)

Application

Application Server

User Location
SCS

CC/UI
SCS

FW Mesg
SCS

Charg.
SCS

•• User calls service numberUser calls service number

•• SCS checks subscription to serviceSCS checks subscription to service

•• Information presented to user via UI SCSInformation presented to user via UI SCS

•• Application charges subscriberApplication charges subscriber
(either via Charging API, or indirectly(either via Charging API, or indirectly
via CC API)via CC API)

Information Application : Information Application : 
interaction flow during interaction flow during 

traffictraffic
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This is an example of combination of enterprise data with This is an example of combination of enterprise data with 
network capabilitiesnetwork capabilities

Location ServiceLocation Service

Bank services

Location services

Leisure

News
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Location ServiceLocation Service

The idea is that the user is able to find out the nearest The idea is that the user is able to find out the nearest 
ATM machineATM machine

Directions

From 

To ATM
Bank
Police

Default
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Location serviceLocation service
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PLMN
(GSM/UMTS CS)

PSTN/ISDN (CS)

User Location
SCS

Application

Application Server

OSA Interface

CC/UI
SCS

FW WAP
GW

•• The terminal interacts via WAP with application, The terminal interacts via WAP with application, 
selects ATM location option selects ATM location option 

•• The application invokes ‘The application invokes ‘userLocationRequest’ userLocationRequest’ 
method, gets responsemethod, gets response

•• The application produces suitable map (including The application produces suitable map (including 
term.caps from WAP GW), provides this to terminalterm.caps from WAP GW), provides this to terminal

Location service: Location service: 
interaction flow during trafficinteraction flow during traffic
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The application allows user to access all his messages.The application allows user to access all his messages.
This is an example of combination of information in different This is an example of combination of information in different 
business domainsbusiness domains

Unified messaging Unified messaging 
applicationapplication
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PLMN
(GSM/UMTS CS)

PSTN/ISDN (CS) ENTERPRISE

Application

Application Server

Mail
Server

CC/UI
SCS

FW Mesg
SCS

Charg.
SCS

Mail
Server

•• The user sets messaging preferences The user sets messaging preferences 
(private and corporate combined if desired) (private and corporate combined if desired) 
via Web/WAP (or via voice recognition)via Web/WAP (or via voice recognition)

•• Notifications of different messages, plus Notifications of different messages, plus 

actions, are handled by the applicationactions, are handled by the application

Unified messaging Unified messaging 
application: interaction flowapplication: interaction flow
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Bodies Involved In Bodies Involved In 
Parlay/OSA StandardisationParlay/OSA Standardisation

OSA specification and standardisation is a OSA specification and standardisation is a 
joint effortjoint effort by the following bodies:by the following bodies:

-- 3GPP CN53GPP CN5
-- ETSI SPAN12ETSI SPAN12
-- ITUITU--T SG11 (only ref. document)T SG11 (only ref. document)
-- The Parlay GroupThe Parlay Group

The objective is to have The objective is to have a single API for the a single API for the 
whole developer communitywhole developer community



32

OSA (OSA (ParlayParlay) In 3GPP) In 3GPP

3GPP

Services Architecture
+coordination Security Codec Telecom 

mgmt

...SIP CAMEL OSA

OSA stage 1:
requirements OSA stage 2:

architecture

Services and System
Aspects (SA)

Terminals
(T)

Radio Access Network
(RAN/GERAN)

Core Network 
(CN)

OSA stage 3:protocols
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-- In mid 2K, ETSI SPAN (In mid 2K, ETSI SPAN (Services and Protocols for Services and Protocols for 
Advanced NetworksAdvanced Networks) was re) was re--organizedorganized
-- The group ETSI SPAN12, The group ETSI SPAN12, Application interfaces for Application interfaces for 
service providers and network operatorsservice providers and network operators, was created, was created
-- An activity in ETSI SPAN14, called An activity in ETSI SPAN14, called Service Provider Service Provider 
Access Requirements (SPAR)Access Requirements (SPAR), was also created, was also created
-- ETSI SPAN12, aware of the identical scope of the ETSI SPAN12, aware of the identical scope of the 
work in 3GPP CN5, agreed to work jointly and make work in 3GPP CN5, agreed to work jointly and make 
all meetings joint meetingsall meetings joint meetings
-- Today ETSI SPAN12 has an OSA Project, part of the Today ETSI SPAN12 has an OSA Project, part of the 
Joint API Group and working also on Joint API Group and working also on OSA/Parlay OSA/Parlay 
ComplianceCompliance

OSA (OSA (ParlayParlay) In ETSI) In ETSI
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OSA/OSA/ParlayParlay In ITUIn ITU--TT

-- ITUITU--T SG11 has defined a Question 4 called T SG11 has defined a Question 4 called 
API/Object interface and architecture for signalingAPI/Object interface and architecture for signaling, , 
“covering the interface between network control and “covering the interface between network control and 
application layers”application layers”
-- ITUITU--T has decided to write a reference document for T has decided to write a reference document for 
this activity, and delegate the contents to other bodiesthis activity, and delegate the contents to other bodies
-- This way ITUThis way ITU--T will adopt OSA specifications by ETSI T will adopt OSA specifications by ETSI 
(+3GPP +Parlay)(+3GPP +Parlay)
-- ITUITU--T SG11 draft document is called T SG11 draft document is called TD 1/11TD 1/11--2525, and it , and it 
is expected to be approved at next SG11 meeting (18/2is expected to be approved at next SG11 meeting (18/2--
1/3/02)1/3/02)
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Parlay (OSA) In The Parlay (OSA) In The 
Parlay GroupParlay Group

-- The Parlay Group (The Parlay Group (www.parlay.orgwww.parlay.org) started in March 98, ) started in March 98, 
and today is an open, multiand today is an open, multi--vendor forum with around 50 vendor forum with around 50 
members from the IT and Telecom businessmembers from the IT and Telecom business
-- The Parlay Group was aims to create open, technology The Parlay Group was aims to create open, technology 
independent APIs which enable developing applications independent APIs which enable developing applications 
across multiple networks (=OSA!); and to accelerate the across multiple networks (=OSA!); and to accelerate the 
adoption of these APIs and promotes their use and adoption of these APIs and promotes their use and 
standardisation.standardisation.
-- Technical work in the Parlay Group is done in Work Technical work in the Parlay Group is done in Work 
Groups; the Parlay Groups; the Parlay WGs WGs have joined the 3GPP+ETSI OSA have joined the 3GPP+ETSI OSA 
(Parlay) joint group to develop together (Parlay) joint group to develop together a single APIa single API
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Today’s Parlay/OSA Today’s Parlay/OSA 
Joint ActivitiesJoint Activities

-- Today 3GPP, ETSI and Parlay have joined forces to Today 3GPP, ETSI and Parlay have joined forces to 
specify specify a single API for the whole developer communitya single API for the whole developer community
-- Requirements coming from the three participating Requirements coming from the three participating 
bodies are taken into account:bodies are taken into account:

-- 3GPP requirements from SA1 and SA23GPP requirements from SA1 and SA2
-- ETSI requirements from SPAN14 SPARETSI requirements from SPAN14 SPAR
-- Parlay requirements from the Parlay GroupParlay requirements from the Parlay Group

-- All meetings are joint meetingsAll meetings are joint meetings
-- The joint work is (UML) The joint work is (UML) based on a common modelbased on a common model,,
http://http://docboxdocbox..etsietsi.org/tech.org/tech--org/span/open/span12/UML/org/span/open/span12/UML/
Then each body generates its own document formatThen each body generates its own document format
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? PSTN/ISDN
? OSA (Open Service Access)

? UMTS
? OSA (Open Service Access)

API’s for Open Service API’s for Open Service 
Access; ONE API for ONE Access; ONE API for ONE 

developer communitydeveloper community

Joint 
API 
Group

Current Workflow

Reference in ITU-T Roadmap

JAIN

1.) Requirements
introduced 
by individual bodies

2.) create the API
that supports the superset
of all requirements.

(Joint meetings)

3.) Results are  
transferred back to 
individual bodies
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Joint Joint Work Work 
SynchronizationSynchronization

20012001 20022002
1Q1Q 1Q1Q2Q2Q 3Q3Q 4Q4Q 2Q2Q 3Q3Q 4Q4Q

ParlayParlay

ETSIETSI

3GPP3GPP
Release 4Release 4

Release 5Release 5

2.1

4.0 4.1 4.2

1.0

3.0 3.1

4.3 No further changes accepted

4.0

2.0

5.0 5.1 5.2 5.3

1.1

= point of alignment between specifications
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Alignment and Alignment and 
backwards compatibilitybackwards compatibility

-- The current last versions of the three bodies are The current last versions of the three bodies are 
fully alignedfully aligned

3GPP Rel4 3GPP Rel4 ?? ETSI Ver1 ETSI Ver1 ?? Parlay 3Parlay 3
-- None of them is backwards compatibleNone of them is backwards compatible with any of with any of 
its previous releases/versions, due to changes based its previous releases/versions, due to changes based 
on feedback from implementerson feedback from implementers
-- From now on From now on backwards compatibility is a mustbackwards compatibility is a must
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The Parlay/OSA API is contained in two sets of The Parlay/OSA API is contained in two sets of 
documents:documents:
-- The API specificationThe API specification in terms of interfaces and their in terms of interfaces and their 
parameters (UML description and IDL specification), parameters (UML description and IDL specification), 
sequence diagrams and state models sequence diagrams and state models 
-- The Mapping specification of the Parlay/OSA API and The Mapping specification of the Parlay/OSA API and 
network protocolsnetwork protocols : a possible, informative mapping : a possible, informative mapping 
from the API to various network protocols (i.e. MAP, from the API to various network protocols (i.e. MAP, 
CAP,..)CAP,..)

3GPP Parlay/OSA Rel4 3GPP Parlay/OSA Rel4 
Document Structure (1/2)Document Structure (1/2)
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Parlay/OSA Document Parlay/OSA Document 
Structure (2/2)Structure (2/2)

The specification is in turn contained in the following The specification is in turn contained in the following 
documents:documents:
-- 3GPP : TS 29.198 /12 parts (API) + TR 29.998 (Mapping) 3GPP : TS 29.198 /12 parts (API) + TR 29.998 (Mapping) 

http://www.3gpp.org/ftp/Specs/2001http://www.3gpp.org/ftp/Specs/2001--
12/Rel4/29_Series12/Rel4/29_Series

-- ETSI : ES 201 915 (API) + TR 101 917 (Mapping) ETSI : ES 201 915 (API) + TR 101 917 (Mapping) 
http://http://docboxdocbox..etsietsi.org/tech.org/tech--orgorg
/span/Open/Span12//span/Open/Span12/osaosa.html.html

-- ParlayParlay
http://www.parlay.org/specs/index.asphttp://www.parlay.org/specs/index.asp

Choose your favorite: Choose your favorite: all are aligned!all are aligned!
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Ongoing Work for Ongoing Work for 
Parlay/OSAParlay/OSA

Based on requirements from all the bodies in the Based on requirements from all the bodies in the 
joint activity, Parlay/OSA will be enhanced with:joint activity, Parlay/OSA will be enhanced with:

03/02:03/02:
-- MM Call Control evolutionMM Call Control evolution
-- Presence ServicePresence Service
-- Policy ManagementPolicy Management

07/02:07/02:
-- Retrieval of Network CapabilitiesRetrieval of Network Capabilities
-- Information ServicesInformation Services
-- User Profile ManagementUser Profile Management
-- JournallingJournalling

... plus enhancements in the existing ... plus enhancements in the existing SCFsSCFs
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Summary Of The TalkSummary Of The Talk

-- The Open Service Access API is an open, standardised The Open Service Access API is an open, standardised 
interface for applications to use the capabilities of a interface for applications to use the capabilities of a 
network without owning it or knowing its technologynetwork without owning it or knowing its technology

-- It consists of a Framework, in charge of access control It consists of a Framework, in charge of access control 
and service discovery; and some Service Capability and service discovery; and some Service Capability 
Features, which map to network capabilitiesFeatures, which map to network capabilities

-- It is specified and standardised in the Joint API Group, It is specified and standardised in the Joint API Group, 
with participation of 3GPP, ETSI and the Parlay Group: a with participation of 3GPP, ETSI and the Parlay Group: a 
single API for the whole developer communitysingle API for the whole developer community

-- Parlay/OSA is available, fully aligned between 3GPP Parlay/OSA is available, fully aligned between 3GPP 
OSA Rel4, Parlay 3 and ETSI ver1OSA Rel4, Parlay 3 and ETSI ver1
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1 ABSTRACT

The past years have shown an enormous increase in efforts to open up
telecom network functionality for application development. This means that
applications can access core network functionality by means of open
standardised APIs based on open technology.

One value of opening up of the network is the emergence of new business
models where applications can be developed and provided by enterprises
outside the traditional network operator domain.

Combined with the fact that applications can be built with standard IT
technology and tools, new innovative applications will hit the market with
development cycles shorter than ever shown before.

This paper provides an overview of the Parlay / OSA initiatives on the
specification of a set of open, standardized APIs. Furthermore, the paper
outlines some architectural aspects that are implied and implicitly contained in
the Parlay / OSA specifications, but are nevertheless critical for understanding
the implications when opening up the network by means of Parlay / OSA. The
paper concludes with a characterization of applications that can be built using
Parlay / OSA.
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2 INTRODUCTION

In today’s telecommunication networks, applications and services are a part
of the network operator’s domain and are primarily built using Intelligent
Network (IN) technology. This approach is well suited for simple mass-market
and carrier class applications.  However with the emergence of mobility and
IP, easy creation and rapid deployment of innovative applications that
combine different features and critical enterprise data, become a challenge
beyond the capability of IN.

In the past initiatives like TINA (see Ref 1) tried to address this challenge, but
the results have so far largely remained at research level. Nonetheless,
inspired by the TINA work, different groups like Parlay (Ref 2) and JAIN (Ref
3) continued with efforts to develop APIs, based on open technology that
allows applications to access core network functionality. This is referred to as
the opening up of the network and will make the telecom functionality residing
in the network, accessible for a large developer community.  This will lead to
fast creation of innovative applications. Also, by opening up its network, a
network operator can invite 3rd parties, operating outside their own domain, to
develop these innovative applications. This will provide the network operator
with a means to extend their service portfolio.

These APIs naturally form the interface between what is referred to as the
application layer or Service Network on one hand and the core network on the
other hand. Applications are logically positioned in the Service Network and
can be deployed independent of the core network and access network that
the end-user is using. This means that instead of the current approach where
applications are tied to one specific network (fixed, mobile, IP) applications
can be accessed and used from different types of networks or domains. This
is called the vertical approach versus the horizontal approach.  The benefits
of a horizontal approach for the operators and end-users are evident.

The APIs this paper will mainly be focussing on, were originally defined within
the Parlay Group (Ref. 2) and standardized in the context of 3GPP (Ref. 4)
and ETSI (Ref. 5). Parlay is not considering any specific underlying network
technology or architecture, whereas 3GPP and ETSI focus on 3rd generation
mobile and fixed networks. The Service Network concept and the collection of
APIs are called Parlay within the Parlay group and Open Service Access
(OSA) in 3GPP and ETSI. Within the OSA concept, so-called Service
Capability Servers offer the API interface implementation and hence these
nodes can be found on the border between the Service Network and the core
network, see Figure 1. In section 4 the architecture is outlined in more detail.
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Figure 1: logical network architecture showing the Parlay / OSA APIs on
the interface between the Service network and core network. The Parlay
/ OSA APIs are offered by Service Capability Servers (SCSs) and
applications access network capabilities through the APIs and get
accessed via the Parlay / OSA APIs.

In the following sections the paper gives an overview of the history and
current status of the Parlay / OSA API work. Next we look at the implied
architecture of OSA and outline some concepts that are key to OSA, but also
somewhat implicit in the specifications. Finally the application side of the
interface will be addressed and some typical example applications will be
given.

3 PARLAY / OSA API DEVELOPMENT AND STANDARDS: THE JOINT API
GROUP

In 1998, the Parlay group was established as an industry forum with initially 5
member companies. The group’s goal was to develop APIs that would allow
enterprises to access core network capabilities. The aim was that these APIs
would be network independent in order to allow the development of
applications that do not rely on minute network details and particular network
intricacies. This independence enables a smooth evolution of core network
technologies while the applications stay untouched. It also allows easy
migration and portability of applications to other network technologies. Note
that in addition to these “network agnostic” APIs there are also APIs that are
intended for a particular network technology and allow the applications to
access this network's specific functionality as well. The first release of Parlay
was realized within one year and work continued as Parlay 2.
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Around the same time as the work on Parlay 2 commenced, 3GPP and ETSI
started working on APIs to be used for service development for 3rd generation
networks. Having a large overlap in scope, with 3GPP focussing on UMTS
and ETSI SPAN on fixed 3rd generation networks, the benefits of working
together were promptly recognized and all the work has been done jointly
between ETSI and 3GPP from the outset. It was then realized that the Parlay
APIs can be used in the 3GPP / ETSI context as well. Therefore the relevant
Parlay APIs were brought to 3GPP and ETSI for standardization in the
context of what was called at that time Open Service Architecture (OSA).
Nowadays the OSA acronym has been re-termed Open Service Access. In
addition to the relevant Parlay APIs new ones were defined. Furthermore,
mappings from the API to specific network signaling protocols have been
produced. This latter work was primarily to show that the API could be
implemented using the 3GPP core network and is provided as informative
recommendation.

Needless to say, a lot of emphasis was placed on aligning the APIs of Parlay
and 3GPP / ETSI. To achieve one developer community Parlay, 3GPP and
ETSI decided to collaborate towards their common goal and to date the work
on the OSA/ Parlay APIs done jointly in what is called the Joint API Group.  In
addition to the joint work between these three organizations, there is an
informal collaboration with the JAIN community (Ref. 3), mainly with the
purpose to align the Call Control APIs3.  At this moment 3GPP has produced
Rel.4, while ETSI and Parlay have released a common draft specification
called ETSI OSA version 1 / Parlay 3.0. These three specifications are fully
aligned. One can also say that the specifications are different exposure
channels of the same work! Furthermore, within JAIN there is work ongoing to
develop Java versions of the APIs, called JAIN SPA (Service Provider
Access).

The figure below outlines the relations between the various versions and
releases of the specifications.

                                                  
3 The JAIN Call control 1.0 APIs were based on the Parlay 2.0 Call control APIs but some additional modifications
were introduced. Work has been ongoing in order to align the JAIN Call Control with the Parlay / OSA Call Control.
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Figure 2: Relation of the different specifications

For the reader of the different specifications the concepts used may still be a
bit confusing, caused by different use of terminology. In the Parlay
specifications the term Service is used for the collection of interfaces that
provide a specific function, while 3GPP and ETSI use the notation SCF
(Service Capability Feature) for the same concept. In the 3GPP context the
term service usually means an end-user service.

In the remainder of the paper the term application will be used for end-user
service and the term Service Capability Features will be used instead of the
Parlay term Service.

For Parlay version 3.0, 3GPP Release 4 and ETSI version 1, the specification
set consists of 12 parts:

part # SCF Description Comments

1 General Contains the introduction and methodology
used.

2 Common data Generic data definitions, used in other parts.

3 Framework Defines the infrastructure capabilities like
authentication, SCF discovery, SCF
registration, fault management, etc.

4 Call Control Defines the call control family with
capabilities ranging from setting up basic
calls to manipulating multimedia conference
calls.

Multi-media and
conference call
control are not
part of 3GPP
Rel.4 OSA as
this functionality
is considered to
be outside the
3GPP Rel. 4
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network.

5 User Interaction SCF to obtain information from the end-user,
play announcements, send short text
messages, etc.

6 User location / User
status

SCF to obtain location and status
information.

7 Terminal capabilities SCF to obtain the capabilities of an end-user
terminal.

8 Data session control SCF to influence data sessions.

9 Generic Messaging SCF for access to mailboxes not part of 3GPP
OSA Rel. 4 as
this functionality
is considered to
be outside the
3GPP Rel. 4
network.

10 Connectivity
Management

SCF for provisioned QoS not part of 3GPP
OSA Rel. 4 as
this functionality
is considered to
be outside the
3GPP Rel. 4
network.

11 Account
Management

SCF to access end-user accounts

12 Content based
Charging

SCF to charge end-users for use of
applications / data.

Note that apart from the APIs within the scope of the Joint API group,
additional APIs are being developed within specific Parlay working groups.
This allows to work on a specific task with a focussed group and try out new
ideas. When work of such a group is successful, the Joint API Group will
adopt these additional APIs.

For the time period after June 2001, the focus of the joint group is on
extension of the APIs like for example multi-media aspects, the extension of
content based charging and inclusion of policy management and presence
and availability management (PAM). In addition to these functional aspects,
the joint group will work on the support for an XML version of the APIs, which
is to be published in parallel to the current IDL version.

In the next sections the paper will focus on surrounding aspects of the Parlay
/ OSA APIs.

4 BEHIND THE APIS: ARCHITECTURAL ASPECTS
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In this section aspects of the OSA architecture are described. Firstly, the
logical entities are explained, secondly, the aspects related to deployment in
the network, and finally some key architectural aspects like security and
scalability are outlined. As this paper is intended as an overview, a
comprehensive and exhaustive look at all architectural aspects is out of the
scope.

4.1 THE LOGICAL ARCHITECTURE

Figure 3 shows the logical architecture behind OSA. The logical entities to be
distinguished are: Applications, Application Servers, Service Capability
Servers (SCSs), the Parlay / OSA Framework and core network elements.

Applications, deployed on Application Servers, which can be any standard IT
platform, use the capabilities defined in Parlay / OSA, provided by Service
Capability Servers and offered to applications through the APIs: the SCS
implements the server side and the application  the client side of the API.
Communication between the application and the SCS is done using standard
IT middleware infrastructure. Service Capability Servers (SCSs)  are thus
logical entities that implement the API (that is, the interface classes of the
Service Capability Features) and potentially interact with core network
elements.  These may include  Home Location Registry (HLR), Mobile
Switching Center (MSC), Service Switching Point, etc. As such, an SCS
serves as a proxy or gateway to the core network. Application Servers could
be either in the same business domain as the Service Capability Servers or in
a different domain.

framework User location Call Control

HLR MSC SSP Servers

E.g. billing servers

Application Server

Application
OSA / Parlay interface

Service Capability Server(s)

SCF
Interface class

Figure 3: Overview of the logical entities involved with Parlay / OSA

A Service Capability Server may implement multiple SCFs, although one
usually talks about a specific SCS per SCF, e.g. the Call Control SCS.

As an SCS is a logical entity it does not need to be implemented as a
separate box. For instance the Content Based Charging SCF might very well
be directly offered by the charging and billing server itself. This is further
detailed in section 4.2.



9 (22)

The Parlay / OSA Framework, which is also shown in Figure 3 offers the
Framework capabilities to applications.  This entity is the essential part in
enabling openness, and making it possible to go beyond traditional IN when it
comes to openness, discovery and integration of new features, as described
below. The following section explains this crucial part of Parlay / OSA on a
high level.

4.1.1 The role of the Parlay / OSA Framework

The Parlay / OSA Framework builds upon ideas from TINA (Ref 1) and
provides controlled access to the Service Capability Features (SCFs), which
in combination with distributed technology supports flexibility in application
location and business scenarios. Furthermore the Framework allows multi-
vendorship and even the inclusion of non-standardized SCFs, which is crucial
for innovation and service differentiation.

The Parlay / OSA Framework consists of a family of interfaces with the core
part consisting of:

• Trust and Security Management: authentication of domains.

• SCF Registration: registration of new SCF to the Framework.

• SCF Factory: creation of new SCF instance.

• SCF Discovery: discovery of SCFs provided by the operator

In addition there are also Framework interfacess for:

• Integrity Management: load balancing, fault management, heart beat

• Event notification: notifications for specific events (e.g. registration of new
SCS).

• Contract management: management of contracts between different
domains (e.g. between application provider and network operator).

To explain the core part of the Framework it is beneficial to look at a complete
business process where a new SCS is installed and an application starts
using the capabilities offered by this SCS. The scenario is outlined in Figure
4. Suppose that the SCS implements the Multi-Party Call Control SCF. Three
different stages can then be distinguished:

1. Registration

During this stage a new SCF is added.
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First the SCS contacts the Framework and requests its the Registration
interface. The Framework then returns a reference to it. These are steps 1-2
in Figure 4. Next, the Multi-Party Call Control SCS uses this interface to
publish its SCF type, in this case Multi-Party Call Control and its capabilities,
for example how many parties per call this specific implementation is able to
handle. Furthermore, the SCS will supply the Framework with its own
reference (called Service factory4) via the Registration interface. This is step 3
in Figure 4. At this point in time the Framework and the SCS know each
other5.

2. Setup of Service Agreement

In this phase the conditions under which an application is allowed to use the
SCS are established.

From this point on, the Framework operator is able to enter the conditions
under which an application is allowed to use the SCS. One of these
conditions could be that application X is only allowed to use a maximum of 4
parties per call. All of this information is captured in what is called a Service
Agreement and the information is entered via a management system.

3. Run-time communication establishment.

At this stage the run-time communication between the application and the
SCS is established.

                                                  
4 The factory pattern is a general design pattern and allows the Framework to request the SCS to create an SCF
instance for each application.
5 It is important to outline that the framework will also allow registration of non-standardised SCFs: in principle one
can thus publish any API that is useful for applications using the above mechanism.
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The final step occurs when an application contacts the Framework and uses
the Discovery interface to find out what SCFs are supported (steps 4-6).
Suppose that the application wants to use the Multi-Party Call Control SCF
and it wants to be able to control calls with a maximum of 4 parties per call.
The application will therefore ask the Framework via the Discovery interface,
to return all SCF implementations that fulfill this request of 4 parties per call.
The Framework  then checks the Service Agreement to find out whether the
application is indeed allowed to use the Multi-Party Call Control SCF.  If this is
the case, it will return a list of implementations of Multi-Party Call Control that
are able to handle at least a maximum of 4 parties per call. For instance it
might be that there are two Multi-Party Call Control SCSs, where one is able
to handle 8 parties per call and another one 6 parties per call. As the
information about the capabilities of the SCS is also provided to the
application, it can then select one from the list (Step 7 in Figure 4). In this
case it is most likely that the second SCS might be cheaper to use. Next, the
Framework will request the specific SCS (via the Service Factory interface) to
create an SCF instance that is to be used by this application. The Framework
will also send the information about the conditions under which the application
may use this SCF, for example, the maximum of 4 allowed parties per call
(Step 8). The SCS will now create the SCF instance and return a reference to
the Framework (Step 9). The Framework will then return it to the application
(Step 10). From this moment on, the application is able to use the Multi-Party
Call Control SCF.

Application

Framework Service /
SCF

1: authentication

2: request Registration interface

3: register factory

4: authentication
5: request Discovery interface
6: discover Service

7: Select Service + sign SLA

8: create Service Manager

9: return Service Manager

10: return Service Manager
11: Use service

Figure 4: Service registration and discovery

Steps 6 – 10 are to be repeated for each SCF  the application wants to use.

Also note that Parlay / OSA supports the authentication steps (1 and 4) to be
skipped for entities within the same domain, for example, the case where an
operator adds a new SCS to its Framework or in case the application is in the
same domain as the Framework and SCSs. It is a general misconception that
Parlay / OSA is focussing only on 3rd party applications.
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4.2 PHYSICAL ARCHITECTURE

There can be numerous physical entities offering the functionality that the API
provides the open access to: switches, Interactive Voice Response systems
(IVRs), Home Location Registries (HLRs), mobile positioning systems, GPRS
Support Nodes (GSSN), billing servers, etc. As indicated, Service Capability
Servers are logical entities and the specifications do not prescribe whether
SCSs should be separate boxes in the network. In principle an SCS can be
deployed as a stand-alone node in the network or it can be deployed as a
core network node. For example the user status SCS could be deployed
directly on the HLR or it could be deployed on a separate stand-alone node
that uses the CAMEL protocol for communicating with the Home Location
Register (HLR).

In the case where the SCSs are really deployed on separate stand-alone
nodes, one does distinguish a physical Service Enabler sub-layer in the core
network, see Figure 5. One solution here is to provide all API implementations
within one physical node. Usually this is referred to as the physical OSA
gateway. This gateway has protocols / interfaces to all the various core
network entities. The other approach is a distributed approach. In this case
the OSA gateway node contains the Framework and maybe a few Service
Capability Server components, but the rest of the Service Capability Servers
run on different nodes. This means that the OSA gateway is a logical gateway
and API implementations can run on distributed nodes, i.e. the different
network entities provide their own APIs.  This alternative can of course also
be a mix of SCSs as separate nodes and core network nodes providing the
SCF implementations.

HLRgsmSSF

SCS SCSFW

Service Enabler sub-layer

Network Control layer

Figure 5: One specific network configuration where all Service
Capability Servers are deployed on separate nodes. In this configuration
one can distinguish a Physical Service Enabler sub-layer in the network
architecture.
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All deployments are in principle possible, provided the appropriate
middleware infrastructure between different nodes is in place.  However, there
are cases where it is not desirable to deploy SCS software directly on a core
network node. It is  especially in cases where end-user triggers are stored
dynamically based on e.g. location of the user or the signaling or processing
load. In these cases it would mean that all possible nodes in the network
where the user trigger might be located, must be able to setup communication
with the application, in order to be triggered when the user initiates an event
of interest. For example, a mobile subscriber can be attached to any serving
switch in a mobile network, based on location of the subscriber. Setting up  a
call origination trigger for example, would require updating all SCSs deployed
on the switches or it would mandate communication between one switch and
any other switch to which the mobile subscriber can possibly connect and
originate calls from.

One can conclude that in practice there will be a mixture of all indicated
deployment scenarios. There will most likely be a gateway node offering the
Parlay / OSA Framework that includes the SCF registration interface and
some core SCSs. Additional SCSs can then run on separate nodes, and be
registered to the Framework in the gateway node. This also allows phased
introduction of SCSs. Furthermore, as the Framework is a critical entity, it
should be deployed on a node that provides the usual telecom carrier class
characteristics like 99.999 % availability.

4.3 SECURITY CONSIDERATIONS

In order to allow applications from other domains to use the SCSs in the
network, it must be ensured that the communication between the Application
Server and the SCSs is secure. As mentioned in Section 4.1.1, Parlay / OSA
includes authentication between domains on API level. This means that there
are mechanisms defined for authentication between domains on application
level. Furthermore, these mechanisms rely on well-known encryption
techniques and are also extendable with new techniques. However, apart
from authentication on the application level, one also has to ensure that the
underlying communication is secure and that access to capabilities is
controlled. These two topics will be addressed below.

4.3.1 Secure communication

Secure communication can be realized with standard IT technology, firewalls,
SSL, IPSec, etc. It is also not expected that Application Servers will
communicate directly over the internet with the SCSs, mainly for security and
performance reasons.

A more likely scenario is that dedicated connections are to be used. Thus it
should be ensured that only Parlay communication is allowed over the
dedicated link and also that the applications can be reassured that nobody
else is able to address the application peer objects present at the gateway.
This can be achieved by introducing a firewall that only allows the specific
communication protocol (e.g. CORBA) to pass and, by using SSL to prevent
other Applications from “stealing” object references.
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Another security issue is how the integrity of Service Agreement can be
guaranteed. For this we have to focus on the service properties and the
Service Agreements.

4.3.2 Controlled access: Service Agreements and service properties

In Section 4.1.1 it was briefly outlined that during registration an SCS
publishes its capabilities. Based on these capabilities, the Framework
operator is able to enter the conditions under which an application is allowed
to use the SCS. The example we looked at was that the Multi-Party Call
Control SCS was able to support a maximum of 8 parties per call, while the
application was allowed to use only a maximum of 4 parties per call. The
capabilities of an SCS are described by the Service Properties in Parlay /
OSA. In the following discussion we will briefly outline this concept and show
how this is used to control access to the capabilities offered by an SCS.

Service Property Type

Service Type
Service Capability

Feature
is of type

Service Property
is of type

1..n1..n

described by

Service Property Value

can have value of

SCF implemantation
Instance

supports

Service AgreementApplication

1

1

1

1
uses

Service Capability Feature
Implementation

supports

Subscription Assignment Group

belongs to

Service Profile

describes restrictions for SAG to 1..n1..n
has

Figure 6: Model showing the concepts related to Service Agreements.
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In Figure 6 a UML model outlines the concepts related to the Service
Properties and the so-called Service Agreement. The model shows that an
SCF is of a certain type (e.g. Call Control, User Interaction, etc.) and is
described by a set of Service Properties. Service Properties are of a certain
type (e.g. String) and can have a certain value. General properties include the
name of the SCF, version, name of the SCF implementation, version of the
SCF implementation, etc. Furthermore, each SCF has it’s own properties like
for instance Call Control has a property to indicate the maximum number of
parties in one call session.

For a specific SCF implementation the properties are assigned values and
this allows the SCS to promote its capabilities and restrictions.  It also allows
applications to know about these, without knowing the exact underlying
technology that supports these capabilities or leading to certain restrictions.

The concept of a Service Profile is used to specify what values within the
range of supported service property values, applications are allowed to use.
For example it might be that although the SCF implementation supports up to
8 parties per call, the application is allowed to use only up to 4. A run-time
instantiation of a Service Profile is called a Service Agreement.

The final concept shown in the UML model, is the Subscription Assignment
Group. The Subscription Assignment Group contains Service Profiles for all
the SCFs needed by the applications within such a group.

In Section 4.1.1 it was shown how SCF implementations are registered to the
Framework, how they can be discovered by applications and how the SCF
implementation instance is created in case the application decides to use the
SCF. At registration the Framework thus receives all the supported property
values of the SCS. The Framework should then store these values in some
kind of database. Each time a new application is introduced, it should be
assigned to a Subscription Assignment Group. After the discovery procedure,
when the application selects the SCF instance to use and signs the Service
Agreement, the Framework propagates the values of the service properties
the application is allowed to use, to the SCS. The SCS then creates an SCF
instance that is one-to-one related to the application and it should also check
the application does not violate the Service Agreement.

This clarifies the power of the Service properties and Service Agreement
when it comes to security. One can easily indicate what applications are
allowed to do, e.g by creating the Profile in such a way that the application is
e.g. not allowed to use certain methods or to alter certain parameters. At this
moment the Service Property related data-types are somewhat complex.
Work is ongoing to allow for specification of the Service Properties in XML.

4.4 QUALITY OF SERVICE

Service Agreements can also be used for QoS aspects. Service Properties
for e.g. guaranteeing a minimum number of sessions per second or
maximum number of allowed sessions per second, will soon be introduced.

4.5 SCALABILITY
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Another major non-functional architectural aspect is scalability. Parlay / OSA
allows for scalability on different levels.

First of all, it is possible to add more SCSs and distribute the load from
different applications over multiple SCSs. The way this works is that at the
Service selection phase, the Framework diverts one application to one SCS
and another application to another one. Of course in the case where the
specific SCS depends on network entities, this scalability is limited by the
capacity of the core network.

Furthermore, with underlying middleware like CORBA it is possible to
distribute load on session basis without the application being aware that
different sessions run on different processors.

Finally, in some of the APIs it is possible to add multiple application call-backs
to the SCS, which allows the SCS to distribute the load of different sessions
over different application instances that could run on different servers.
However, there are at present no means for applications to indicate a
distribution policy.

4.6 PERFORMANCE, AVAILABILITY, ROBUSTNESS, REDUNDANCY

 As the interface between the telecom networks and the datacom networks,
the SCS of course has to provide the usual telecom characteristics like
99.999 % availability. The main challenge will therefore be to provide
applications with the same characteristics.

5 THE APPLICATION LAYER

5.1 APPLICATION SERVERS.

Besides the Service Capability Servers much is also expected for ease of
application development from the Application Servers themselves. From the
previous sections it is clear that some kind of distribution of SCSs is very
likely and therefore middle-ware like CORBA is needed. However, application
servers allow the hiding of the distributional aspects and offer application
developers a standard programming environment in a favorite language.
Application Servers are also the most suited environments for the work done
in the JAIN community. Here one focuses on the specification of the APIs in
Java. At this moment most of the Parlay APIs are thus specified in Java.6

SCF functionality on Application Servers may even be captured in
development components (e.g. Java Beans) that allow application developers
to link in and tune the needed components. It is foreseen that these Service
Development Kits (SDKs) further speed the application development process.
One crucial aspect of these development kits is that it should be easy to link
in new components that implement the APIs in the target language, and also
communicate with the specific SCS.

                                                  
6 One exception is Call Control, here JAIN has a version of its own, called JCC/JCAT. Much effort has been spent
to align the JCC and Parlay / OSA Call Control and it is to be expected that a fully aligned API will become soon
available.
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5.2 SAMPLE OSA APPLICATIONS

OSA allows applications to combine capabilities (SCFs) that were not easy to
combine with technologies like IN. Setting up calls can be easily combined by
requesting the status of a user, and requesting a reservation for charging
purposes. The first type of OSA application that one can distinguish is thus an
application that combines different SCFs. A typical scenario is shown in
Figure 7. The example is an application that the subscriber can use to
compile a list of people (buddy list) and request to be notified when these
people are available or e.g. when they get in the neighborhood. Once
everyone is available, the application could set up a multi party call, for
example, within a given time frame, or at a certain time connect all parties
who are available.

The required OSA interactions  would look like the following:

1. The non-traffic part: the application contacts the Framework, gets
authenticated depending on whether it is in a different domain and then
requests for access to the user location /user status SCS and the call
control SCS. The Framework will check that the application is allowed to
use the requested SCSs and if so will request the different SCSs to create
an SCF instance that is to be used by the application. The references of
the SCF instances will be returned to the application.

2. An end-user is now able to access the application, e.g via the internet or
WAP and set-up the buddy lists.

3. When this list is complete, the application contacts the user location / user
status SCS and requests to be notified when the people within the list
become available (turn their mobile on).

4. The SCS will initiate installation of triggers in the network in order to be
notified when people from the buddy list switch on their mobile.

5. Each time one of the people from the list turns his/her mobile on the User
location/ user status SCS is informed.

6. The User location / user status SCS notifies the application.

7. In case the application finds out that enough people are available, it
informs the user, either by popping up a window, or by using the call
control SCS to place a call with an announcement or by using the user
interaction SCS to send an SMS message.

8. The user decides to request the application to set-up a conference call
with all parties available.

9. The application could check whether the end-user still has enough credits
by contacting the Charging SCS.

10. The application contacts the call control SCS to initiate the conference
call.
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Figure 7: application combining different capabilities

OSA also allows a combination of capabilities with data not traditionally found
in the network. The second type of application is then one that combines
network capabilities with enterprise data.   One characteristic of OSA
applications is thus the data-owner. A typical example would be an application
that can direct the end-user to the location of e.g. the nearest ATM machine.
The location of the ATM machines is usually data that is not found in the
traditional telecom network and also often “belongs” to the enterprise in
question, e.g. the bank.

With the network convergence achieved by means of OSA, it is also possible
to deploy SCSs in the enterprise domain, e.g PBX with Call Control API, etc.
Enterprise applications can thus be located in the enterprise domain and the
end-users can then access these applications when they are within the
corporate network and also, even when they are outside the enterprise
network, e.g. when they are travelling. To set this up would require an
agreement between the application provider (enterprise) and the network
operator. In this case the application is not part of the standard application
portfolio of a certain operator, but is only accessible to the group of corporate
users.  We will refer to these types of applications  as corporate applications.
Of course, it might also be the case that when present inside the corporate
domain, the corporate application is accessed by means of other mechanisms
than OSA,  outside the corporate environment however, OSA is used to
access the application. A typical example would be the enterprise mail
system, accessible also by dialing into an application that is able to send the
mail messages to a text2speech engine via the OSA SCFs.
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One extreme case here is the mission critical application that uses some
SCSs of the network operator, and is used only by a very limited set of
corporate users. A typical example would be an application that can inform a
worker in the field closest to the location of a certain event. What would be
needed here is an application that is able to access the user location SCF to
track the mobile stations of the workers and is also able to access e.g. the
Call control SCF to place a call or the User Interaction SCF to send an SMS
message.

6 FUTURE AND EVOLUTION OF PARLAY / OSA

The set of APIs developed within Parlay / OSA has grown substantially within
a few years. This comes with a drawback and in this case the accessibility to
the specifications has suffered somewhat. Therefore, the Parlay / OSA
specifications should be made more readable and more simplified. A high-
level description is needed and the Parlay / OSA data-types are especially
rather complex. There is also the lack of a clear model that describes the
relations of the different data-types related to registration and discovery.
However, this has been recognized and is under further development.

A next item that is under development is the further integration of Parlay /
OSA with IP-Multi media (e.g. the 3GPP all-IP based core network, see Ref 9)
and the possibility to link in with other SIP based networks. At this moment
the Joint API group is working on these aspects and it is foreseen that some
specific APIs like multi-media call control will need some evolution. One
important aspect to consider here is that Parlay / OSA and SIP based
approaches (e.g. SIP servlets) are not competing with each other, but rather
complementary, see also Refs 10 and 11.

Work is also in progress in the area of policies. The central  idea here is to
define policies that can be checked by the different SCSs and define a way to
introduce and manage these policies. This work might influence the definition
of the Service Agreement and Service properties.

Finally, Parlay / OSA will  also soon support XML / Webservice based
versions of the APIs in order to allow the webservice developer community to
use services offered by the capabilities in the network. This work might have
some impact on the Parlay / OSA architecture in general as mechanisms like
Service Discovery are already supported with webservice technology.
However, it would open up the networks to a new developer community and
allow for multiple implementation options. Nonetheless real time applications
for session control are better off using CORBA based technology, but the rest
of the applications could be based on webservice or CORBA technology.

7 CONCLUSION

Parlay / OSA is becoming a powerful toolbox that provides the necessary
openness and flexibility for fast application development. By means of the
joint API standardization working group, one standard is achieved and one
common developer community is addressed.
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Parlay / OSA is flexible when it comes to actual deployment in the network.
For instance it allows the introduction of  new SCFs on the fly, even ones that
are not standardized. We have also shown there are several options to
implement SCSs and deploy them in the network. Furthermore, Parlay / OSA
provides the necessary security for the core network to be opened-up for 3rd

party application providers.

We have outlined some typical OSA applications. Today there are already
SCS products and applications that prove the OSA concept and show the
integration between telecom and datacom, without the end-user being aware
of this.

In order to become really accessible for the common IT development
community, the Parlay / OSA specifications should, in certain areas, be
simplified and made more readable. Also it is important to link up with XML
based initiatives (Webservices, SOAP).
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9 TERMINOLOGY

3GPP 3rd Generation Partnership Project, UMTS
standardization body

CAMEL Customized Applications for Mobile network
Enhanced Logic, IN standard for mobile networks.

CAP CAMEL Application Part, protocol in the CAMEL
standard between Service Control Point and
Mobile Switching Center.

GPRS General Packed Radio System, mechanism for
packed switched communication in mobile
networks.

HLR Home Location Register

MAP Mobile Application Part, protocol for signaling and
database communication in mobile networks.

OSA Open Service Access, term use in 3GPP and ETSI
for APIs that open up the network.

SCF Service Capability Feature, OSA API standardized
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in 3GPP.

SCS Service Capability Server, server implementing
one or more Service Capability Features.

UMTS Universal Mobile Telecommunications System,
successor to GSM.

WAP Wireless Application Protocol, enabler for web like
applications on mobile terminals.
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