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Introduction:

This document contains 12 CRs on R99 Work Item OSA that has been agreed by TSG_N WGS5, and is
forwarded to TSG_N Plenary meeting #9 for approval.

| Spec | CR | Rev | Doc-2nd-Level | Phase | Subject | cat | Ver C | Ver N |

29.198 001 1 N5-000118 R99 Improvement of User Interaction STDs F 3.0.0 3.1.0

29.198 003 2 N5-000120 R99 Renumbering of GCCS exceptions F 3.0.0 3.1.0

29.198 004 1 N5-000121 R99 Remove of E.164 Mobile and correction of | F 3.0.0 3.1.0
numbering in TpAddressPlan

29.198 005 N5-000132 R99 Common IDL interfaces for Generic Call F 3.0.0 3.1.0

Control and Generic User Interaction
between 3GPP, ETSI SPAN3 and Parlay

29.198 006 N5-000133 R99 Correction to table with overview of IDL files |F 3.0.0 3.1.0

29.198 007 N5-000134 R99 Reduction in name scoping in IDL for F 3.0.0 3.1.0
createUICall operation on IpUICall interface

29.198 008 2 N5-000171 R99 Alignment of Framework with Parlay 2.1, F 3.0.0 3.1.0
improvement on business entity
identification

29.198 009 2 N5-000172 R99 Alignment of Framework with Parlay 2.1, F 3.0.0 3.1.0
correction of missing service token

29.198 010 2 N5-000173 R99 Alignment of Framework with Parlay 2.1, F 3.0.0 310
parameter name and data-type alignments

29.198 011 1 N5-000138 R99 Alignment of Framework with Parlay 2.1, F 3.0.0 3.1.0
one interface per application correction

29.198 012 1 N5-000139 R99 Alignment of Framework with Parlay 2.1, F 3.0.0 3.1.0
only one error returned in load manager
query

29.198 013 1 N5-000140 R99 Alignment of Framework with Parlay 2.1, F 3.0.0 3.1.0

missing operation fwUnavailablelnd in
IpAppFaultManager.
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20.198 CR 001R1 Current Version: 3.0.0

GSM (AA.BB) or 3G (AA.BBB) specification number 1 t CR number as allocated by MCC support team
For submission to: CN#09 for approval | X strategic (for SMG
list expected approval meeting # here for information non-strategic use only)
1

Form: CR cover sheet, version 2 for 3GPP and SMG The latest version of this form is available from: ftp://ftp.3gpp.org/Information/CR-Form-v2.doc

Proposed change affects: (U)siM D ME I:I UTRAN / Radio |:| Core Network
(at least one should be marked with an X)
Source: N5 Date: 6 July 2000
Subject: Improvement of User Interaction STDs
Work item: OSA
Category: F Correction X | Release: Phase 2

A Corresponds to a correction in an earlier release Release 96
(only one category B Addition of feature Release 97
shall be marked C Functional modification of feature Release 98
with an X) D Editorial modification Release 99 | X

Release 00
Reason for Improvement of the state transition diagrams for the Ul and UICall object.
change:
Changes are:

- introduction of the “Finished” state

- transition from “ Release Pending” to “Active” in case the final request was not successful.

- more clear separation between events that don't cause a state transition from the application
side and events from the network side. Thefirst are shown as a self-transition with a semi-
circle while the latter are shown as self-transitions on the bottom right of a state.

- addition of more descriptive text, explaining the transitions.

Clauses affected: 7.3.2,7.3.3

Other specs Other 3G core specifications - List of CRs:
affected: Other GSM core - List of CRs:
specifications
MS test specifications - List of CRs:
BSS test specifications - List of CRs:
O&M specifications - List of CRs:
Other
comments:
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7.3.2 Ul



sendinfoAndCollectReq

sendinfoReq

IpUIManager.createUl
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release

IpAppU i ‘;L J

sendinfoAndCallectReq[ final request |

sendinfoReq[ final request ]

"requested m essage has beensent'AsendinfoRes
“userinputreceived” “sendinfoAndCollectReq
"requesttosend message unsucces sful" AsendinfoErr
“requestto send info and collecta response unsuccessful’
rsendinfoAndCollectErr
"fault detected in the user interaction” /
report error on outstanding user interaction

Auserint

“requestto send message unsuccessfulfinal
request ]*sendinfoErr
“requestto send info and collectresponse
unsuccessful'[ final request]
sendinfoAndCollectErr

Release W

Detected Finished release
S ] ®

“fault detected in the user interaction” /
report error on outstanding user
interaction ‘userinteractionFaultDetected

timeout “userinteractionFaultD etected

release

Pendin
e

“requested message has been sent'(notfinal request] "sendinfoRes
‘userinputreceived[not final request] "sendinfoAndCollecRes
‘request to send m essage unsuccessful'{notfinal request]~sendinfo Er

“requestto send info and collecta response unsuccessful’ not final request]
“sendinfoAndCollectErr

"requested message has been sent"[ final request ] “sendinfoRes
"user input received"[ final request ] “sendinfoAndCollectReq

In state Finished atimer m echanism
should preventthat the objectkeeps
occupying resources. In case the timer
expires, the objectshould be destroyed
anduserinteractionFaultDetected should
be reported to the application.
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‘requested message has been send" *sendIinfoRes

—~
~—

"requestto send iﬁTD.'ma\tion and collecta response unsuccessful”
“sendinfoAndCollectErr
—~

"userinputreceived" ~sendIinfoAndCollectRes

sendinfoAndCollectReq

~
sendinfoReq "requestto send information unsut:sessf\ul” rsendInfoErr

"fault detected in the user intéraction"
AuserlnteractionFaultDetecled\ ~

IpUIManager.CreateU| Active

—

IpAppUIManager.userinteractionEventNotify ~ o 5 .
only send ewen

sendinfoReq] final request] when rt?que.sted

___|by application

sendinfoAndCgllectReq[ final request ] —
-
— /

-
"requested message has been send"[notfinal request]~sendinfoRes
"userinputreceived”[ notfinal requesl]AsendlnfoAndColl}elRes
"requestto send information and collecta respopse

unsuccessful"[notfinalrequest]/
Rel e rsendinfoAndCollectErr

"faultdetected in the userinteraction”[ not
final request]AuserInteractieﬁFaultDetected

S~ e
~
N e
release e

“userinputrecpived"[ final request] “sendinfoAndCollectRes
"requested mejssage has been send"[final request]”*sendInfoRes

Pending ‘request to send information unsucc{ssful“ ~sendinfoErr
Abort all a/
ongoing Ul

“requestto send information and collect
aresponse unsuccessful'final request]
~sendIinfoAndCollectErr

"fault detected|in the userinteraction"[ final request] *userinteractionFaultDetected

‘requestto send information unsuccessful'[final request]*sendInfoErr

.

Figure 7-14: State Transition Diagram for Ul

7.3.2.1 Active state

In this state the Ul object is available for requesting messages to be send to the network.

In case afault is detected on the user interaction (e.q. alink failure to the IVR system),
userlnteractionFaultDetected() will be invoked on the application and an error will be reported on all outstandin
requests.

7.3.2.2 Release Pending state

A transition to this state is made when the Application has indicated that after a certain message no further
messages need to be sentd to the end-user. There are, however, still anumber of messages that are not yet
completed. When the last message is sent or when the last user interaction has been obtained, the Ul object is
destroyed.

In case the final request failed or the application requested to abort the final request, a transition is made back to
the Active state.

In case afault is detected on the user interaction (e.g. alink failure to the IVR system),
userlnteractionFaultDetected() will be invoked on the application and an error will be reported on all outstandin
requests.

7.3.3.3  Einished

In this state the user interaction has ended. The application can only release the Ul object. Note that the

application has to release the object itself as good OO practice requires that when an object is created on behalf
of acertain entity, this entity is also responsible for destroying it when the object is no longer needed
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7.3.3 Ul Call



IpUIManager.createUICall

abortActionReq / cancel the user interaction

Active release / abort all ongoing user interaction
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sendinfoAndCollectReq| final request |

sendinfoReq[ final request |

abortActionReq final requestis cancelled]

/cancel the user interaction

“requestto send info and collect respon
unsuccessful’[ final request] AsendinfoAndC

“requestto send message unsuccessful’l

final request] ~sendinfoErr

abortActionReq[ not the final request]/cancel the

user interaction

J “requested message has been sent" *sendinfoRes

serinputreceived” "sendinfoAndCollectReq

“requestto send message unsuccessful* sendinfoErr

“requestto send info and collectresponse unsuccessful* "send infoAndCollectEm

IpCall.deassignCall
"call terminated” / report error on all outstanding requests ~userinteractionFaultDetected

“fault dsmm\g in the user interaction”/ report error on all oustanding requ ests
“userinteractionFaultDetected

Finished release

N\

“faultdetected in the useninteraction” / report error on outstanding requests
“us évinte raction FaultD etected

se
ollectErr

“call terminated” / report error onh{ requests Au Detected
IpCall.deassignCall \
AN release / abort all ongoing user interaction

Release

timeout “userinteractionFaultDetected

“user |npukcelved final request ] ~sendinfoAndCollectReq

/‘ Pending

"requested message has beer&ent"[ final request ] ~sendinfoRes

AN

AN

“user input received"[ not final request] ssendinfoAndCollectRes N \
“requested message has been sent’[notfinal request] ssendinfoRes
“requestto send info and collecta response unsuccessful’ notfinal request] e D50 DRI EI D D
sendinfoAndCollectErr il OO, Y D

“requestto send message unsuccessful'{ notfinal request] "sendinfoErr

application releas es the object

Instate Finished a timer m echanism
should prevent that the object keeps
occupying resources. In case the timer
expires, the object should be destroyed
and userinteraction FaultDetected should
be reported to the application
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—_
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releage
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"abnormal end of user interaction" “userinteractionAborted

"userinputreceived"[final requestj~sendInfoAndCollectRes

‘requested message has been send"[final request] “sendInfoRes

"fault detected in the user interaction”[final request]“userinteractionFaultDetected

"requestto send information and collecta response unsuccessful"[final request]
~sendInfoAndCollectErr

‘requestto send information unsuccessful’[final request]*sendinfoErr
IpCall.deassignCall

| IpCallrelease ~sendinfoAndCollectEr or sendinfoEm

.

Alternative to this
approach is one
user interaction
per object.

Figure 7-15: State Transition Diagram for UlCall

7.3.3.1 Active state

In this state a UICall object is available for announcements to be played to an end-user or obtaining information
from the end-user.

When the application de-assigns the related Call object, atransition is made to the Finished state. However, al
requested announcements will continue, even when the application releases the Ul Call object.

When the related call is due to some reason terminated, a transition is made to the Finished state, the operation
userlnteractionFaultDetected() will be invoked on the application and an error will be reported on all outstandin
reguests.

In case afault is detected on the user interaction (e.q. alink failure to the IVR system),
user|nteractionFaultDetected() will be invoked on the application and an error will ber
requests.

7.3.3.2

A transition to this state is made when the Application has indicated that after a certain announcement no further
announcements need to be played to the end-user. There are, however, still a number of announcements that are
not yet completed. When the last announcement is played or when the last user interaction has been obtained, the
UICall object is destroyed.

In case the final request failed or the application requested to abort the final request, a transition is made back to
the Active state.

orted on all outstandin

Release Pending state

When the application de-assigns the related Call object, a transition is made to the Finished state. However, all
reguested announcements will continue, even when the application releases the Ul Call object.

When the related call is due to some reason terminated, a transition is made to the Finished state, the operation
user|nteractionFaultDetected() will be invoked on the application and an error will be reported on all outstandin

requests.
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In case afault is detected on the user interaction (e.g. alink failure to the VR system),
user|nteractionFaultDetected() will be invoked on the lication and an error will be reported on all outstandin
requests.

7.3.3.4 Finished

In this state the user interaction has ended. The application can only release the UlCall abject. Note that the

application has to release the object itself as good OO practice requires that when an object is created on behalf
of acertain entity, this entity is also responsible for destroying it when the object is no longer needed
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(at least one should be marked with an X)
Source: N5 Date: 6 July 2000
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Category: F Correction X | Release: Phase 2
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(only one category B Addition of feature Release 97
shall be marked C Functional modification of feature Release 98
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Release 00
Reason for Correction of a few numbering errors in the TpResultinfo
change:

Clauses affected: 8.1.4.8,9

Other specs Other 3G core specifications - List of CRs:
affected: Other GSM core - List of CRs:
specifications
MS test specifications - List of CRs:
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O&M specifications - List of CRs:
Other
comments:
help.doc
e double-click here for help and instructions on how to create a CR.
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Defines further information relating to the result of the method, such as error codes.

Name Value Description

P_RESULT_I NFO_UNDEFI NED 0000h No further information present

P_I NVALI D_APPLI CATI ON_I D 0001h Invalid application 1D

P_I NVALI D_CLI ENT_CAPABI LI TY 0002h Invalid client capability

P_I NVALI D_AGREEMENT_TEXT 0003h Invalid agreement text

P_I NVALI D_SI GNI NG_ALGORI THM 0004h Invalid signing algorithm

P_I NVALI D_| NTERFACE_I D 0005h Invalid interface ID

P_I NVALI D_SERVI CE_I D 0006h Invalid service capability feature ID

P_I NVALI D_EVENT_TYPE 0007h Invalid event type

P_SERVI CE_NOT_ENABLED 0008h | The service capability feature ID does not correspond to a SCF that

has been enabled
P_I NVALI D_ASSI GNVENT_I D 0009h The assignment ID does not correspond to one of the valid
assignment IDs

P_I NVALI D_PARAMETER 000Ah The method has been called with an invalid parameter

P_I NVALI D_PARAMETER _VALUE 000Bh A method parameter has an invalid value

P_PARAMETER M SSI NG 000Ch A required parameter has not been specified in the method call

P_RESOURCES_UNAVAI LABLE 000Dh The required resources in the network are not available

P_TASK_REFUSED 000Eh The requested method has been refused

P_TASK_CANCELLED 000Fh The requested method has been cancelled

P_I NVALI D_DATE_TI ME_FORNAT 0010h Invalid date and time format provided

P_NO_CALLBACK_ADDRESS_SET 0011h The requested method has been refused because no callback

addressis set
P_I NVALI D_TERM NATI ON_TEXT 0012h Invalid termination text
P_I NVALI D_SERVI CE_TOKEN 0013h The service capability feature token does not correspond to atoken
that had been issued, or the issued token has expired

P_I NVALI D_AUTHENTI CATI ON 0014h The client has not been correctly authenticated

P_I NVALI D_SERVI CE_PROPERTY 0015h Invalid service capability feature property

P_METHOD_NOT_SUPPORTED 001AB The method is not allowed or supported within the context of the
h current SCF agreement.

P_USER_NOT_SUBSCRI BED 0030h | A service (or application) is unauthorised to access information and
request SCFs with regards to users that are not subscribed to it.
P_APPLI CATI ON_NOT_ACTI VATED 0031h | A service (or application) is unauthorised to access information and
request SCFs with regards to its subscribed users that have
deactivated that particular service (or application).
P_USER PRI VACY 0032h | A service (or application) is unauthorised to access information and

request an SCF with regards to its subscribed users that have set
their privacy flag regarding that particular SCF.

P_GCCS_SERVI CE_| NFORVATI ON_M SSI NG 0100h Information relating to the Call Control SCF could not be found

P_GCCS_SERVI CE_FAULT_ENCOUNTERED 0101h Fault detected in the Call Control SCF

P_GCCS_UNEXPECTED SEQUENCE 0102h | Unexpected sequence of methods, i.e., the sequence does not match
the specified state diagrams for the call or the call leg.

P_GCCS_| NVALI D_ADDDRESS 0103h Invalid address specified

P_GCCS_| NVALI D CRI TERI A 01045h Invalid criteria specified

P_GCCS_| NVALI D_NETWORK_STATE 01056h Although the sequence of method callsis allowed by the OSA

gateway, the underlying protocol can not support it.

E.g., in some protocols some methods are only allowed by the
protocol, when the call processing is suspended, e.g., after reporting
an event that was monitored in interrupt mode.

“
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P_GUI S I NVALI D CRI TERI A 0300h Invalid criteria specified
P_GU S | LLEGAL_I D 0301h Information id specified isinvalid
P_GUI S_| D_NOT_FOUND 0302h A legal information id is not known to the User Interaction SCF
P_GUI S_| LLEGAL_RANGE 0303h The values for minimum and maximum collection length are out of
range.
P_GU S_I NVALI D_COLLECTI ON_CRI TERI A 0304h Invalid collection criteria specified
P_GUI S_| NVALI D_NETWORK_STATE 03056h Although the sequence of method calls is allowed by the OSA
gateway, the underlying protocol can not support it.
E.g., in some protocols some methods are only allowed by the
protocol, when the call processing is suspended, e.g., after reporting
an event that was monitored in interrupt mode.
P_GU S_UNEXPECTED_SEQUENCE 03067h | Unexpected sequence of methods, i.e., the sequence does not match

the specified state diagrams.

P_DSCS_SERVI CE_| NFORVATI ON_M SSI NG 0400h Information relating to the Data Session Control SCF could not be
found

P_DSCS_SERVI CE_FAULT_ENCOUNTERED 0401h Fault detected in the Data Session Control SCF

P_DSCS_UNEXPECTED_SEQUENCE 0402h | Unexpected sequence of methods, i.e., the sequence does not match
the specified state diagrams for the data session.

P_DSCS_| NVALI D_ADDDRESS 0403h Invalid address specified

P_DSCS_|I NVALI D_STATE 0404h Invalid state specified

P_DSCS | NVALI D CRI TERI A 0405h Invalid criteria specified

P_DSCS_| NVALI D_NETWORK_STATE 0406h Although the sequence of method calls is allowed by the OSA

gateway, the underlying protocol can not support it.

This change should also be reflected in the IDL (chapter 9).

/1 Defines the general

Par | ay exception val ues

enum TpGener al Excepti onType
{

P_RESULT_| NFO_UNDEFI NED,
P_I NVALI D_APPLI CATI ON_| D,
P_I NVALI D_CLI ENT_CAPABI LI TY,
P_I N\VALI D_AGREENENT TEXT,
P_I NVALI D_SI GNI NG _ALGORI THM
P_I NVALI D_| NTERFACE_NAME,
P_I N\VALI D_SERVI CE_I D,
P_
P_

feature ID

| NVALI D_EVENT_TYPE,
SERVI CE_NOT_ENABLED,

that has been enabl ed

/1 No further information present
/1 Invalid application ID

/1 Invalid client capability

/1 Invalid agreenment text

/1 Invalid signing algorithm

// lInvalid interface name

/1 Invalid service capability

/1 Invalid event type
/1 The SCF I D does not correspond
/1 to a SCF

P_I NVALI D_ASSI GNVENT _I D, /1 The assignnment 1D does not
/1 correspond
to one of the valid assignnment |Ds
P_I NVALI D_PARAMETER, /1 The method has been called with
an
/1l invalid
par anet er
| P_I NVALI D_PARAMETER VALUE, // A nethod paraneter has an invalid
val ue
P_PARAMETER M SSI NG, /1 A required paranmeter has not been
/'l specified
in the nmethod call
P_RESOURCES_UNAVAI LABLE, /1 The required resources in the

are not avail able

P_TASK_REFUSED,

ref used

P_TASK_CANCELLED,

cancel | ed

/1 network
/1 The requested nmethod has been

/1 The requested nethod has been

P_I NVALI D_DATE_TI ME_FORVAT, // Invalid date and tine fornmat

provi ded

P_NO CALLBACK ADDRESS SET, // The requested nethod has been

ref used

cal | back address is set
P_I NVAI
P 1 NVAI

to a

LI D_TERM NATI ON_TEXT,
LI D_SERVI CE_TOKEN,

/1 because no

Invalid term nation text
The SCF token does not correspond

~—
~—
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/1 token that
had been issued, or the issued token
/'l has
expired.
P_I NVALI D_AUTHENTI CATI ON, /1 The client has not been correctly
aut henti cat ed
P_I NVALI D_SERVI CE_PROPERTY, // Invalid service capability
feature property.
P_METHOD_NOT_SUPPORTED /1 The method is not allowed or
supported within
/'l the
context of the current SCF agreenent.

excepti on TpGeneral Excepti on

TpGener al Excepti onType excepti onType;

/1 Defines the GCCS OSA exception val ues
enum TpGCCSExcepti onType

P_GCCS_SERVI CE_| NFORMATION_M SSING, // Information relating to
11

the Call

Control SCF could not be found
P_GCCS_SERVI CE_FAULT_ENCOUNTERED, // Fault detected in the Call

Control SCF
) P_GCCS_UNEXPECTED _SEQUENCE, // Unexpected sequence of methods,
i.e.,
Il the
sequence does not match the specified
/] state
diagrans for the call or the call |eg.
P_GCCS_| NVALI D_ADDDRESS, /1 Invalid address specified
P_GOCS_| NVALI D_CRI TERI A, /1 Invalid criteria specified
P_GCCS_| NVALI D NETWORK_STATE, // Al t hough the sequence of nethod

calls is

/1 all owed
by the OSA gateway, the underlying

/1 protocol
can not support it. E. g., in sone

/] protocols

/'l the
/1

some methods are only all owed by
protocol, when the call processing is

suspended, e.g., after reporting an event
/1 that was

nmonitored in interrupt node.

s
excepti on TpGCCSExcepti on
TpGCCSExcepti onType excepti onType;

/] Defined the GU S OSA exception val ues
enum TpGUI SExcepti onType
{

P_GUI S INVALID CRITERIA, //
P_GU S_I LLEGAL_I D, /1
P_GU S_I D_NOT_FOUND, /1

Invalid criteria specified
Information id specified is invalid
A legal information id is not known
to the User
/1 Interaction SCF
P_GUl S_| LLEGAL_RANGE, /1 The values for mnimum and maxi num
col l ection
/1 length are out
of range.
P_GQU S INVALID COLLECTION CRITERIA, // Invalid collection
criteria specified
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/| agatewav s

/1-gateway is
termi-nated—TFherefore,—the—gateway

/] ean nolonaer

//can no | ongel

/ / annen—after the

/1happen after the

/] t5 the

/1 to the
application. To prevent this error, the

/ /] annliecati an

/11 application

/] avents whie ara

//events which are

P_GUI S_| NVALI D_NETWORK_STATE // Al t hough the sequence of nethod

calls is

by the OSA gateway, the underlying
can not support it. E.g., in sone
sone nethods are only all owed by
protocol, when the call processing is

suspended, e.g., after reporting an event

nmonitored in interrupt node.

exception TpGU SExcepti on

TpCQUI SExcepti onType excepti onType;
s

/1
/1
/1
/1
/1
/1

al | oned
pr ot ocol
protocol s

t he

that was
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8.1.4.14 TpAddressPlan

Defines the address plan (or numbering plan) used. It is also used to indicate whether an addressis actually
defined in a Address data element.

Name Value Description
P_ADDRESS_PLAN_NOT_PRESENT 1 No Address Present
P_ADDRESS_PLAN_UNDEFI NED 0 Undefined
P_ADDRESS PLAN | P 1 IP
P_ADDRESS PLAN_MULTI CAST 2 Multicast
P_ADDRESS PLAN_UNI CAST 3 Unicast
P_ADDRESS_PLAN E164 4 E.164

|| P-ABERESS—PLAN-EL64MoBH-E 5 E164Mobile
| P_ADDRESS PLAN_AESA 56 AESA
| P_ADDRESS PLAN_URL 67 URL
| P_ADDRESS PLAN NSAP 78 NSAP
| P_ADDRESS PLAN SMTP 89 SMTP
| P_ADDRESS_PLAN X400 101 X.400

The changes should also be reflected in the IDL (chapter 9):

/1 Defines the address plan (or nunbering plan) used. It is also used to indicate
/'l whether an address is actually defined in a TAddress data el ement
enum TpAddr essPl an

P_ADDRESS PLAN_NOT_PRESENT, No Address Present

/1
P_ADDRESS_PLAN_UNDEFI NED, /1 Undefi ned
P_ADDRESS_PLAN I P, 11 1P
P_ADDRESS_PLAN_MULTI CAST, /1 Mlticast
P_ADDRESS_PLAN_UNI CAST, /1 Uni cast
P_ADDRESS_PLAN_E164, /1 E. 164

| — P ADDRESS PLANE164_MOBILE [/ E 164 Mbbile
P_ADDRESS_PLAN_AESA, /1 AESA
P_ADDRESS_PLAN_URL, /1 URL
P_ADDRESS_PLAN_NSAP, /1 NSAP
P_ADDRESS_PLAN_SMTP, /1 SMIP
P_ADDRESS_PLAN_NOT_USED,
P_ADDRESS_PLAN_X400 /1 X. 400



3GPP Meeting
Retz, 10-11 Jul

N5-0001XX

CN5 #4 Document N5-000132
y 2000 S e e

20.198 CR 005 Current Version: 3.0.0
GSM (AA.BB) or 3G (AA.BBB) specification number 1 t CR number as allocated by MCC support team
For submission to: CN#09 for approval | X strategic (for SMG
list expected approval meeting # here for information non-strategic use only)
1

PI bedded help fil he b f thi
C HA N G E R E Q U EST pa%isfof?r?sfrzqcti)nseon ﬁo?/v Itg fa|ltl :nihigtftgrr?n 0cotrrlesctly.

Form

: CR cover sheet, version 2 for 3GPP and SMG The latest version of this form is available from: ftp://ftp.3gpp.org/Information/CR-Form-v2.doc

Proposed change affects: (U)siM D ME I:I UTRAN / Radio |:| Core Network

(at least one should be marked with an X)

Source:

Subject:

Work item:

Category:

(only one category
shall be marked
with an X)

O0OwW>m

Reason for
change:

Clauses affected:

N5 Date: 27 July 2000

Common IDL interfaces for Generic Call Control and Generic User Interaction between
3GPP, ETSI SPAN3 and Parlay

OSA

Correction X | Release: Phase 2

Corresponds to a correction in an earlier release Release 96

Addition of feature Release 97

Functional modification of feature Release 98

Editorial modification . Release 99 X
Release 00

The Generic Call Control SCF is one of the capability features of 3GPP OSA R99.
Because of a great drive for harmonisation between 3GPP, SPAN3 and Parlay, the
Generic Call Control API is in principle common between the three. However, at this
moment the IDL for Generic Call Control in TS 29.198 is specific to 3GPP release 99,
because e.g. the operation for createCall() has been removed as there is no support
for service initiated calls in release 99.

When the IDL is different from IDL specified by Parlay or ETSI-SPANS3, this will lead in
fact to different APIs for the developer community.

In order to ensure common API’s for fixed and wireless access, the OSA API work is

done jointly between ETSI SPAN3 and 3GPP CNS5. It has been agreed that the joint

N5/SPAN3 specification should contain one common IDL. Since the Generic Call

Control of R99 is also applicable for fixed access, the common IDL for Generic Call

Control and User Interaction should be the complete IDL, including the operations:

- createCall() and setCallLoadControl() on the IpCallControlManager

- callOverloadEncountered() and callOverloadCeased() on the
IpAppCallControlManager,

- getMoreDialledDigitsReq() on the IpCall,

- getMoreDialledDigitsRes() and getMoreDialledDigitsErr() on the IpAppCall,

- recordMessageReq() on the IpUICall,

- recordMessageRes() and recordMessageErr() on the IpAppUICall.

This CR proposes that in the TS 29.198 the complete Generic Call Control IDL is
included as well with the addition of a remark that operations that are not supported will
throw the exception for method not supported (P_METHOD_NOT_SUPPORTED in
TpResultinfo).
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9. IDL Interface Definitions

The OSA API definitions have been divided into several CORBA modules. The common data definitions are
placed in the root module while each of the specific service capability feature API definitions are being assigned
their own module directly under that root. Each specific SCF functions, like User Status, have their data and
interface definitions collocated. This structure has the advantage that explicit scoping is kept to a minimum.

The IDLs defined for the specific SCFs assumes that the OSA common definitions (interfaces and data) are
provided in the org.threegpp.osa module within a file name called OSA..idl

M odule Name Description IDL file name
org.threegpp.osa Common datalinterface definitions OSA.idl
org.threegpp.osa.mm Common mobility data definitions (root) MM.idl
org.threegpp.osa.mm.ul Network User Location (UL) MMul.idl
org.threegpp.osa.mm.us User Status (US) MMus.idl
org.threegpp.osa.cc Call Control CcC.idl
org.threegpp.osa.ui User Interaction Ul.idl
org.threegpp.osatermcap | Termina Capabilities TERMCAP.idl

Some of the interfaces contain more operations than defined in the interface classes of Chapter 6. These
operations must return a*“Method not supported” exception in case the interface isimplemented on a SCS based
on this specification.
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Below impact on the Call Control and User interaction is shown:

9.3 Call Control

9.3.1 Common Data Types for Call Control
Il source file: CC.idl
Il Ceneric Call Data description

#i fndef __ OSA_CC_DEFI NED
#define __OSA_CC_DEFI NED

#i ncl ude <OSA.idl >
#i nclude <Ul.idl >

nodul e org

nodul e t hreegpp
{

nodul e osa
nmodul e cc

/* Defines the mechanismthat will be used to alert a called party. */
typedef Tplnt32 TpCall Al erti ngMechani sm

/* Defines the bearer service associated with the call. */
enum TpCal | Bear er Servi ce

{
P_CALL_BEARER SERVI CE_UNKNOWN, /* Bearer
capability information
unknown at this time*/

P_CALL_BEARER SERVI CE_SPEECH, /* Speech*/
P_CALL_BEARER SERVI CE_DI G TALUNRESTRI CTED, /* Unrestricted digital
i nformati on*/
P_CALL_BEARER SERVI CE_DI G TALRESTRI CTED, /* Restricted digital
i nformation*/
P_CALL_BEARER SERVI CE_AUDI O, /* 3.1 kHz audi o*/

P_CALL_BEARER SERVI CE_DI G TALUNRESTRI CTEDTONES, /* Unrestricted digital
i nformati on
wi t h tones/announcenent s*/
P_CALL_BEARER_SERVI CE_VI DEO / *Vi deo*/

}s

/*This data defines the bearer capabilities associated with the call. (3G TS 24.002)
Thi s

information is network operator specific and may not always be avail abl e because
there

is no standard protocol to retrieve the information */
enum TpCal | Net wor kAccessType

{
P_CALL_NETWORK_ACCESS_TYPE_UNKNOWWN, /* Network type informati on unknown
at this tine */
P_CALL_NETWORK_ACCESS_TYPE_PCT, /* POTS */
P_CALL_NETWORK_ACCESS TYPE_| SDN, /* | SDN */
P_CALL_NETWORK_ACCESS TYPE DI ALUPI NTERNET, /* Dial-up Internet */
P_CALL_NETWORK_ACCESS_TYPE_XDSL, /* xDSL */
P_CALL_NETWORK_ACCESS_TYPE_W RELESS /* Wrel ess */
b
/* Defines the category of a calling or called party (e.g. call priority, payphone,
prepaid).*/
enum TpCal | Part yCat egory
P_CALL_PARTY_CATEGORY_UNKNOWN, /*calling party's category unknown
at this tinme*/
P_CALL_PARTY_CATEGORY_OPERATOR F, /* operator, |anguage French*/
P_CALL_PARTY_CATEGORY_OPERATOR E, /* operator, |anguage English*/

P_CALL_PARTY_CATEGORY_CPERATOR_ G /* operator, |anguage German*/
P_CALL_PARTY_CATEGORY_CPERATOR_R, /* operator, |anguage Russian*/
P_CALL_PARTY_CATEGORY_OPERATCR S, /* operator, |anguage Spanish*/
P_CALL_PARTY_CATEGORY_ORDI NARY_SUB, /* ordinary calling subscriber*/
P_CALL_PARTY_CATEGORY_PRI ORI TY_SUB, /* calling subscriber with priority*/
P_CALL_PARTY_CATEGORY_DATA CALL, /* data call (voice band data) */



P_CALL_PARTY_ CATEGORY_TEST CALL, I
P_CALL_PARTY_CATEGORY_PAYPHONE

b

/* This data type defines the tel e-service ass
Tel eservice I nformation,

22.003)Defines the tel e-service associated with the call

transfer, browsing). */
enum TpCal | Tel eServi ce
{
P_CALL_TELE SERVI CE_UNKNOWN, /*
time*/
P_CALL_TELE SERVI CE_TELEPHONY,
P_CALL_TELE SERVI CE_FAX 2_3, 1*
P _CALL_TELE SERVI CE_FAX 4 I, /*
P _CALL_TELE SERVICE FAX 4 Il _II1I, 1*
*/
P_CALL_TELE SERVI CE_VI DEOTEX_SYN, 1*
P_CALL_TELE_SERVI CE_VI DEOTEX_| NT, /*

gateways or interworking units */
P_CALL_TELE_SERVI CE_TELEX,
P_CALL_TELE_SERVI CE_MHS,
P_CALL_TELE_SERVI CE_CSI
P_CALL_TELE_SERVI CE_FTAM
P_CALL_TELE_SERVI CE_VI DEO,
P_CALL_TELE_SERVI CE_VI DEO_CONF,
P_CALL_TELE_SERVI CE_AUDI OGRAPH_CONF,

P_CALL_TELE_SERVI CE_MULTI MEDI A, I*

P_CALL_TELE_SERVI CE_CS I NI _H221, I*
H 221*/

P_CALL_TELE_SERVI CE_CS SUB H221, I
H. 221*/

P_CALL_TELE_SERVI CE_ CS_I NI _CALL, I*

Q 931: High Layer Conpatitibility Information,
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test call*/
/* payphone*/

ociated with the call. (Q 763: User
and 3G TS
(e.g. speech, video, fax, file

Tel eservice information unknown at this

/* Tel ephony */
Facsimle Goup 2/3 */
Facsimle Goup 4, dass | */
Facsimle Goup 4, dasses Il and |11
Synt ax based Vi deotex */

International Videotex interworking via

Tel ex service*/
Message Handling Systens */
GSl application*/
FTAM appl i cati on*/
Vi deot el ephony*/
Vi deoconf er enci ng*/

/* Audi ographi ¢ conferenci ng*/
Mul ti nedi a services*/
Capability set of initial

channel of

Capability set of subsequent channel of

Capability set of initial channel

associated with an active 3.1 kHz audi o or speech call.*/

P_CALL_TELE_SERVI CE_DATATRAFFI C,
P_CALL_TELE SERVI CE_EMERGENCY_CALLS,
P_CALL_TELE SERVI CE_SNVS_MT_PP,
P_CALL_TELE_SERVI CE_SM5_MO PP,
P_CALL_TELE_SERVI CE_CELL_BROADCAST,
P_CALL_TELE SERVI CE_ALT_SPEECH FAX_3,
group 3*/
P_CALL_TELE_SERVI CE_AUTOVATI C_FAX_3,
P_CALL_TELE_SERVI CE_VO CE_GROUP_CALL,
P_CALL_TELE SERVI CE_VO CE_BROADCAST

/*

/*
/*

/*

/* Defines a specific call event

enum TpCal | Appl nf oType

report type.

P_CALL_APP_UNDEFI NED,
P_CALL_APP_ALERTI NG_MECHANI SM

/*
/*
*/
P_CALL_APP_NETWORK_ACCESS_TYPE, /*
P_CALL_APP_TELE_SERVI CE, /*
and related info such as clearing programe */
P_CALL_APP_BEARER SERVI CE, /*
64kb/s unrestricted data). */

P_CALL_APP_PARTY_CATEGCRY, /*
party */

P_CALL_APP_PRESENTATI ON_ADDRESS, /*
call parties */

P_CALL_APP_GENERI C_|I NFO, /*
informati on */

P_CALL_APP_ADDI TI ONAL_ADDRESS
}s

/* Defines the Tagged Choice of Data El enents
specific information. */
uni on TpCal | Appl nfo sw tch(TpCal | Appl nf oType)

/*

case P_CALL_APP_TELE_ SERVI CE:
TpCal | Tel eServi ce Cal | AppTel eServi ce;
case P_CALL_APP_BEARER SERVI CE:

Data traffic.*/
/* Emergency Calls*/
Short message M/ PP*/
Short nmessage MJ PP*/
/* Cell Broadcast Service*/
/* Alternate speech and facsimle

/* Autonmtic Facsimle group 3*/

/* Voice Goup Call Service*/
Voi ce Broadcast Service*/

*/
Undefi ned */
The al erting mechanismor pattern to use

The network access type (e.g. |SDN) */
Indicates the tel e-service (e.g. speech)

I ndi cates the bearer service (e.qg.
The category of the calling or called
The address to be presented to other
Carries unspecified application-SCF

I ndi cates an additional address */

that specify call application-related

TpCal | Bear er Servi ce Cal | AppBear er Servi ce;

case P_CALL_APP_PARTY_ CATEGORY:

TpCal | PartyCat egory Cal | AppPart yCat egory;

case P_CALL_APP_PRESENTATI ON_ADDRESS:
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TpAddr ess Cal | AppPresent ati onAddr ess;

case P_CALL_APP_CENERI C_ | NFO

TpString Cal | AppCeneri cl nf o;

case P_CALL_APP_ADDI TI ONAL_ADDRESS:

TpAddr ess Cal | AppAddi ti onal Addr ess;

case P_CALL_APP_ALERTI NG _MECHANI SM

TpCal | Al erti ngMechani sm Cal | AppAl erti ngMechani sm
case P_CALL_APP_NETWORK_ACCESS TYPE:

TpCal | Net wor kAccessType Cal | AppNet wor kAccessType;

}s

typedef sequence <TpCal | Appl nf o> TpCal | Appl nf oSet ;

enum TpCal | Char geOr der Cat egory

{

P_CALL_CHARGE PER TIME, /* Charge per tine*/
P_CALL_CHARGE_NETWORK /* Operator specific charge plan specification, e.g.
charging table name / charging table entry*/

/* Defines the Tagged Choice of Data El enents that specify the charge plan for the

call. */

uni on TpCal | ChargeOrder switch(TpCal |l ChargeOr der Cat egory)

{

case P_CALL_CHARGE PER TI ME: TpChargePer Ti me Char gePer Ti ne;
case P_CALL_CHARGE NETWORK: TpString NetworkChar ge;

/* Defines the Sequence of Data El enents that specify the charge plan for the call This
data type is identical to a TpString, and defines the call charge plan to be used for
the call. The values of this data type are operator specific. */

struct TpCal | Char gePl an

{

TpCal | Char geOrder Char geOr der Type;
TpString Currency;
TpString Additional I nfo;

}s

const Tplnt32
const Tplnt32
const Tplnt32
col l ected
const Tplnt32
anal ysed

const Tplnt32
const Tplnt32
unr eachabl e
const Tplnt32
party

const Tplnt32
cal

const Tplnt32

P_EVENT_NAME_UNDEFI NED = O; /1 Undefi ned
P_EVENT_GCCS_OFFHOOK_EVENT = 1; /1l O fhook event
P_EVENT_GCCS_ADDRESS_COLLECTED_EVENT = 2, /1 Address infornation
P_EVENT_GCCS_ADDRESS ANALYSED EVENT = 4; /1 Address information is
P_EVENT_GCCS_CALLED PARTY_BUSY = 8; /1 Called party is busy
P_EVENT_GCCS_CALLED PARTY_UNREACHABLE = 16; /] Called party is

P_EVENT_GCCS_NO ANSWER FROM CALLED PARTY = 32; // No answer fromcalled
P_EVENT_GCCS_ROUTE_SELECT_FAI LURE = 64; // Failure in routing the

P_EVENT_GCCS_ANSWER FROM CALL_PARTY = 128; /1 Party answered call

typedef Tplnt32 TpCal | Event Narme; /*Defines the names of event being notified. */

enum TpCal | Noti ficati onType

P_ORIA NATING, // The notification is related to the originating user in the

call.

P_TERM NATING // The notification is related to the termnating user in the
call.
b
struct TpCallEventCriteria

TpAddr essRange Desti nati onAddress; /*Destination address or address
range*/

TpAddr essRange Ori gi nati onAddress; /*Origination address or address
range */

TpCal | Event Name Cal | Event Naneg; /*Name of the event(s) */

TpCal | NotificationType Call NotificationType; /*Indicates whether the criteria

h

are related to the originating or termnating user in the call */
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/* Defines a sequence of data el enents that specify a requested call event notification
criteria with the associated assignnentiD */
struct TpCal |l EventCriteriaResult

TpCal | EventCriteria EventCriteria;
Tpl nt 32 Assi gnnent | D
b

/* Defines a set of TpCallEventCriteriaResult */
typedef sequence <TpCal | EventCriteriaResult> TpCal | EventCriteriaResul t Set;

/I Defines the type of notification.
//1ndicates whether it is related to the originating of the term nating user in the
call.
struct TpCall EventlInfo
{

TpAddr ess Desti nati onAddress;

TpAddress Ori gi nati ngAddr ess;

TpAddress Oi gi nal Desti nati onAddr ess;

TpAddr ess Redirecti ngAddr ess;

TpCal | Appl nf oSet Cal | Appl nf o;

TpCal | Event Nane Cal | Event Nang;

TpCal | NotificationType Call NotificationType;
s

/* Defines the Sequence of Data El ements that specify the cause of the rel ease of a
call.*/

struct TpCal | Rel easeCause {

Tpl nt 32 Val ue;

Tpl nt 32 Locati on;

H

/* Defines the Sequence of Data El ements that specify the reason for the call ending.*/
struct TpCal | EndedReport

TpSessi onl D Cal | LegSessi onl D
TpCal | Rel easeCause Cause;
b

/* Defines a specific call error. */
enum TpCal | Error Type
{
P_CALL_ERROR_UNDEFI NED, /* Undefined */
P_CALL_ERRCR | NVALI D_ADDRESS, /* The operation failed because an invalid
address was given */

P_CALL_ERRCR | NVALI D_STATE /* The call was not in a valid state for the
requested operation */
}s
/* Defines the Tagged Choice of Data El enents that specify additional call error and
call error specific information. This is also used to specify call leg errors and call

information errors. */
uni on TpCal | Additional Errorlnfo swtch(TpCallErrorType)

{
case P_CALL_ERROR | NVALI D ADDRESS: TpAddressError Call Errorlnval i dAddress;
default: short Dummy; /1 allows initialisation of the union in the default
case
b

/* Defines the Sequence of Data El enents that specify the additional infornation
relating to an undefined call error. */
struct TpCal |l Error

{
TpCal | Addi tional Errorlnfo Additional Errorlnfo;
TpCal | Error Type ErrorType;
TpDat eAndTi me Error Ti ne;

H

/* Defines the cause of the call fault detected. */
enum TpCal | Faul t

{
P_CALL_FAULT_UNDEFI NED, /* Undefined */

P_CALL_TI MEOUT_ON_RELEASE, /* Final report has been sent to the application,
but the application did not explicitly rel ease or deassign the call object, within a
specified time. */
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P_CALL_TI MEOUT_ON_I NTERRUPT /* Application did not instruct the gateway how to
handl e the call within a specified time, after the gateway reported an event that was
requested by the application in interrupt node.*/

}

/* Defines the type of call information requested and reported */

const Tplnt32 P_CALL | NFO UNDEFI NED = O; /* Undefined */

const TpInt32 P_CALL_INFO TIMES = 1; /* Relevant call times */

const Tplnt32 P_CALL_I NFO RELEASE CAUSE = 2; /* Call rel ease cause. */

const Tplnt32 P_CALL_I NFO_| NTERVEDI ATE = 4; /* Send only internediate reports

(i.e., when a party leaves the call). */
typedef Tplnt32 TpCall | nfoType;
/* Defines the Sequence of Data El enents that specify the call infornation requested.

Information that was not requested may be undefined or not present. */
struct TpCal |l | nf oReport

{
TpCal | I nf oType Cal | I nf oType;
TpDat eAndTi me Cal I I nitiationStartTinme;
TpDat eAndTi me Cal | Connect edToResour ceTi ng;
TpDat eAndTi me Cal | Connect edToDest i nati onTi ng;
TpDat eAndTi me Cal | EndTi ne;
TpCal | Rel easeCause Cause;
b
/* Defines the mbde that the call will nonitor for events, or the node that the call is

in following a detected event. */
enum TpCal | Moni t or Mode

{

P_CALL_MONI TOR_MODE_| NTERRUPT, /* The call event is intercepted by the call
control SCF and call processing is interrupted. The application is notified of the
event and call processing resunmes follow ng an appropriate APl call or network event
(such as a call release) */

P_CALL_MONI TOR_MODE_NOTI FY, /* The call event is detected by the call
control SCF but not intercepted. The application is notified of the event and call
processi ng continues */

P_CALL_MONI TOR_MODE_DO NOT_MONI TOR /* Do not nonitor for the event */

H

/* Defines the type of call overload that has been detected (and possibly acted upon)
by the network. */

enum TpCal | Over | oadType

{

*/

P_CALL_OVERLOAD_ TYPE_UNDEFI NED, /* Infinite interval (do not admt any calls)

P_CALL_OVERLOAD TYPE_NEW CALLS, /* New calls to the application are causing
overload (i.e. inbound overload) */

P_CALL_OVERLOAD TYPE_ROUTED CALLS /* Calls being routed to destination or
origination addresses by the application are causing overload (i.e. outbound overl oad)
*

/
H

/* Defines a specific call event report type. */
enum TpCal | Report Type

{
P_CALL_REPORT_UNDEFI NED, /* Undefined */
P_CALL_REPORT_PROCRESS, /* Call routing progress event */
P_CALL_REPORT_ALERTI NG, /* Call alerting at address */
P_CALL_REPORT_ANSWER, /* Call answered at address */
P_CALL_REPORT_BUSY, /* Called address refused call due to busy */
P_CALL_REPORT_NO_ANSVEER, /* No answer at called address */
P_CALL_REPORT_DI SCONNECT, /* Call disconnect requested by address */
P_CALL_REPORT REDI RECTED,
P_CALL_REPORT_SERVI CE_CODE,
P_CALL_REPORT_ROUTI NG_FAI LURE

b

/* Defines the Tagged Choice of Data El ements that specify additional call report
information. */
uni on TpCal | Addi ti onal Reportlnfo sw tch(TpCall Report Type)
{
case P_CALL_REPORT_BUSY: TpCal | Rel easeCause Ref useBusy;
case P_CALL_REPORT_DI SCONNECT: TpCal | Rel easeCause Cal | Di sconnect;
case P_CALL_REPORT_REDI RECTED: TpAddress Forwar dAddress;
case P_CALL_REPORT_SERVI CE_CODE: TpCal | Rel easeCause Servi ceCode;
case P_CALL_REPORT_ROUTI NG FAI LURE: TpCal | Rel easeCause RoutingFail ure;
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default: short Dummy; // allows initialisation of the union in the default
case
}
struct TpCal | Report
{
TpCal | Moni t or Mode Moni t or Mode;
TpDat eAndTi me Cal | Event Ti ng;
TpCal | Report Type Cal | Report Type;
TpCal | Addi ti onal Report | nfo Additional Reportlnfo;
s

/* Defines the different types of service codes that can be received during the call.*/
enum TpCal | Servi ceCodeType

P_CALL_SERVI CE_CODE_UNDEFI NED, /* The type of service code is unknown.
The corresponding string is operator specific.*/

P_CALL_SERVICE CODE_ DIGA TS, /* The user entered a digit sequence during the
call. The corresponding string is an ascii representation of the received digits. */

P_CALL_SERVI CE_CODE_FACILITY, /* A facility information elenent is received.
The corresponding string contains the facility information elenment as defined in | TU
Q 932*/

P_CALL_SERVI CE_CODE_U2U, /* A user-to-user nessage was received. The associ ated
string contains the content of the user-to-user information elenent. */

P_CALL_SERVI CE_CODE_HOOKFLASH, /* The user perforned a hookfl ash,
optionally followed by some digits. The corresponding string is an ascii representation
of the entered digits. */

P_CALL_SERVI CE_CODE_RECALL /* The user pressed the register recall button,
optionally followed by sonme digits. The corresponding string is an ascii representation
of the entered digits. */

b

/* Defines the Sequence of Data El ements that specify the service code and type of
service code received during a call. The service code type defines how the val ue string
shoul d be interpreted. Defines the service code received during a call. For exanple,
this may be a digit sequence, user-user information, recall, flash-hook or |SDN
Facility Infornation Elenent. This data type is identical to a TpString. The coding of
this data type is operator specific. */
struct TpCal | Servi ceCode
{

TpCal | Servi ceCodeType Cal | Servi ceCodeType;

TpString Servi ceCodeVal ue;

/* Defines the Tagged Choice of Data El ements that specify specific criteria. */
uni on TpCal | Addi tional ReportCriteria switch(TpCall Report Type)

{

case P_CALL_REPORT_NO ANSWER: TpDurati on NoAnswer Durati on;

case P_CALL_REPORT_SERVI CE_CODE: TpCal | Servi ceCode Servi ceCode;

defaul t: short Dummy; /1 allows initialisation of the union in the default
case
b

/* Defines the Sequence of Data El enents that specify the criteria relating to call
report requests. */
struct TpCal | Report Request

{

TpCal | Moni t or Mode Moni t or Mode;

TpCal | Report Type Cal | Report Type;

TpCal | Addi ti onal ReportCriteria Additional ReportCriteria;
b

/* Defines a Nunbered Set of Data El ements of TpCal | Report Request. */
typedef sequence <TpCal | Report Request > TpCal | Report Request Set ;

const Tplnt32 P_CALL_SUPERVI SE_TI MEQUT = 1; /* The call supervision tiner has
expired. */

const Tplnt32 P_CALL_SUPERVI SE_CALL_ENDED = 2; /* The call has ended, either due to
timer expiry or calling or called party release. In case the called party disconnects
but a followon call can still be made also this indication is used.*/

const Tplnt32 P_CALL_SUPERVI SE TONE_APPLIED = 4; /* A warning tone has been applied.
*/

const Tplnt32 P_CALL_SUPERVISE U _FINISHED = 8; /* The user interaction has finished
*

/

/* Defines the responses fromthe call control SCF for calls that are supervised:*/
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typedef Tplnt32 TpCal | Supervi seReport;

const Tplnt32 P_CALL_SUPERVI SE_RELEASE = 1; /* Rel ease the call when the cal
supervision tinmer expires. */
const Tplnt32 P_CALL_SUPERVI SE_RESPOND = 2; /* Notify the application when the

call supervision tinmer expires. */
const Tplnt32 P_CALL_SUPERVI SE_APPLY_TONE = 4; /* Send a warning tone to the
controlling party when the call supervision timer expires. If call release is

request ed

peri od

*/

then the call will be released following the tone after an administered tine

/* Defines the followi ng treatnent of the call by the call control SCF when the cal
supervision tinmer expires.*/
typedef Tplnt32 TpCall Supervi seTreat nent ;

/* Def
const
const
const
const
const
const

ine the
Tpl nt 32
Tpl nt 32
Tpl nt 32
Tpl nt 32
Tpl nt 32
Tpl nt 32

possi bl e Exceptions. */

P_GCCS_SERVI CE_| NFORVATI ON_M SSI NG = 256;
P_GCCS_SERVI CE_FAULT_ENCOUNTERED = 257;
P_GCCS_UNEXPECTED SEQUENCE = 258;
P_GCCS_| NVALI D_ADDDRESS = 259;

P_GCCS_| NVALI D CRI TERI A = 261;

P_GCCS_| NVALI D_NETWORK_STATE = 262;

excepti on TpGCCSExcepti on

{
}s

Tpl nt 32 exceptionType;

/* The next data type is not used for an SCF inplenentati on based

on this specification: */

typedef Tplnt32 TpCall LoadControl | nterval Rate

/* The next data type is not used for an SCF inplenentati on based

on this specification: */

const Tplnt32 P _CALL LOAD CONTROL_ADM T _NO CALLS = 0;

/* The next data type is not used for an SCF inplenentati on based

on this specification: */

enum TpCal | LoadCont r ol Mechani snifype {

P_CALL_LOAD CONTROL_PER | NTERVAL

-}

/* The next data type is not used for an SCF inplenentati on based

on this specification: */

uni on TpCal | LoadCont r ol Mechani sm swi t ch(TpCal | LoadCont r ol Mechani snilype) {

case P_CALL_LOAD CONTROL_PER | NTERVAL:

TpCal | LoadControl I nterval Rate Call LoadControl Perlnterval

—}:

/* The next data type is not used for an SCF inpl enentation based

on this specification: */

enum TpCal | Tr eat nent Type {

P_CALL_TREATMENT_DEFAULT

P_CALL_TREATMENT_RELEASE

P_CALL_TREATMENT_SI AR

-}

/* The next data type is not used for an SCF inplenentati on based

on this specification: */

uni on TpCal | Addi ti onal Treat nentInfo switch(TpCall Tr eat nent Type) {

case P CALL_TREATMENT SI AR ui::TpU Info InformationToSend

defaul t:

short Dummy;

-}

/* The next data type is not used for an SCF inplenentati on based

on this specification: */

struct TpCal |l Treat nent {

TpCa

Tr eat nent Type Cal | Tr eat nent Type

TpCa

Rel easeCause Rel easeCause

TpCa

Addi tional Treat ment | nfo Additional Treat nent | nfo

10



I
}; /1 end nodule cc
}; /1 end nodul e osa

}; // end nodul e threegpp
}; // end nodule org

#endi f

/1 END file CC.idl

9.3.2 Generic Call Control IDL
/1 source file: GCC.idl
/'l CenericCall Interface description

#i fndef __OSA_CC_GOC_DEFI NED
#define __ OSA_CC_GCC_DEFI NED

#i ncl ude <CC.idl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
nodul e cc {
nmodul e gcc {

interface | pAppCall Control Manager;

interface | pAppCall;
interface |pCall;

/1 forward definition
/1 forward definition
/] forward definition

/* Sequence of Data El enents that unanbi guously specify the Generic Call object */
struct TpCallldentifier {
| pCal |l Call Reference;
TpSessi onl D Cal | Sessi onl D;
1
/* This interface is the SCF manager' interface for Generic Call Control. */

interface |pCall Control Manager

I pService {

/* This method is used to enable call
voi d enabl eCal | Notification (

in | pAppCal | Cont rol Manager applnterface,

in TpCall EventCriteria eventCriteria,
out TpAssignnment!| D assignnment| D

)
rai ses ( TpGCCSExcepti on,

/* This nethod is used by the application to disable call

voi d di sabl eCal | Notification (
in TpAssignment| D assignment| D

)
rai ses ( TpGCCSExcepti on,
voi d changeCal | Notification (
in TpAssignment| D assignment| D,
in TpCall EventCriteria eventCriteria
)
rai ses (TpGCCSExcepti on,

void getCriteria (

notifications. */

TpCener al Exception);

TpCGener al Exception);

TpCGener al Exception);

out TpCallEventCriteriaResultSet eventCriteria

)
rai ses ( TpGCCSExcepti on,

/* The next operation is not supported for

TpCener al Exception);

Rel ease 99 and nust

return the exception “Method not supported” when invoked on a SCF

i npl enentation based on this specification: */

void createCall (

in | pAppCal | appCall,

out TpCallldentifier call Reference

rai ses (TpGCCSExcepti on, TpGeneral Exception);

/* The next operation is not supported for

Rel ease 99 and nust

return the exception “Mthod not supported”

when i nvoked on a SCF

i npl enentation based on this specification: */

voi d set Cal |l LoadControl (

11

notifications.*/
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in TpDuration duration,

in TpCal |l LoadCont r ol Mechani sm nechani sm

in TpCall Treatnent treatnent,

i n TpAddr essRange addr essRange,

out TpAssi gnnent| D assi gnnent| D

rai ses (TpGCCSException, TpGeneral Exception);

}s

/* This interface provides the nmeans to control a sinple call. */
interface IpCall : |pService {
/* This nethod requests routing of the call to the destination party.*/
voi d routeReq (
in TpSessionl D cal | Sessi onl D,
TpCal | Report Request Set responseRequest ed,
TpAddr ess target Address,
TpAddr ess ori gi nati ngAddr ess,
TpAddr ess ori gi nal Desti nati onAddr ess,
TpAddress redirecti ngAddress,
n TpCal | Appl nf oSet appl nf o,
out TpSessionl D cal | LegSessi onl D

5 333335

)
rai ses (TpGCCSException, TpGeneral Exception);

/* This method requests the rel ease of the call and associ ated objects.*/
void rel ease (

in TpSessionl D cal | Sessi onl D,

in TpCal | Rel easeCause cause

rai ses (TpGCCSException, TpGeneral Exception);

/* This nethod requests that the rel ationship between the application and
the call and associ ated objects be de-assigned. */
voi d deassignCall (
in TpSessionl D cal |l Sessionl D

)
rai ses (TpGCCSException, TpGeneral Exception);

/* This nethod requests informati on associated with the call.*/
voi d getCal |l I nfoReq (

in TpSessionl D cal | Sessi onl D,

in TpCalllnfoType calllnfoRequested

)
rai ses (TpGCCSException, TpGeneral Exception);

/* Set an operator specific charge plan for the call. */
voi d set Cal | ChargePl an (

in TpSessionl D cal | Sessi onl D,

in TpCal | ChargePl an cal | Char gePl an

rai ses (TpGCCSException, TpGeneral Exception);

/* The application calls this nethod to supervise a call. */
voi d superviseCal | Req (

in TpSessionl D cal | Sessi onl D,

in TpDuration tinme,

in TpCal |l Supervi seTreat nent treatnent

)
rai ses (TpGCCSException, TpGeneral Exception);
voi d set Advi ceOf Char ge(

in TpSessionl D cal | Sessi onl D,

in TpAoCl nfo aOCl nfo,

in TpDuration tariffSw tch

)
rai ses (TpGCCSException, TpGeneral Exception);

/* The next operation is not supported for Rel ease 99 and nust

return the exception “Method not supported” when invoked on a SCF

i npl enentation based on this specification: */

voi d get MoreDi al |l edDi gi tsReq (

n TpSessi onl D cal | Sessi onl D,

n Tplnt32 | ength

)

rai ses (TpGeneral Exception, TpGCCSException);

12
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/* The generic call control nanager application interface provides the
application call control managenent functions to the generic call control
SCF. */

interface | pAppCal | Control Manager : |pGsa {

voi d cal | Aborted (
in TpSessionl D cal | Ref erence

)
rai ses (TpGCCSException, TpGeneral Exception);

/* This nethod notifies the application of the arrival of a call-related event. */
void cal |l EventNotify (

in TpCallldentifier callReference,

in TpCal |l Eventlnfo eventlnfo,

in TpAssignment| D assi gnment| D,

out | pAppCall applnterface

rai ses (TpGCCSException, TpGeneral Exception);

/* This method indicates to the application that all event notifications
have been ternminated .*/
void call Notificationlnterrupted ()
rai ses (TpGCCSException, TpGeneral Exception);

void call NotificationContinued ()
rai ses (TpGCCSException, TpGeneral Exception);

/* The next operation is not supported for Rel ease 99 and nust
return the exception “Method not supported” when invoked on a SCF
i npl enent ati on based on this specification: */
void cal |l Overl oadEncountered (
in TpAssi gnnentl D assi gnnentl| D
)
rai ses (TpCeneral Excepti on, TpGCCSExcepti on) ;

/* The next operation is not supported for Rel ease 99 and nust
return the exception “Method not supported” when invoked on a SCF
i npl enent ati on based on this specification: */
void call Overl oadCeased (
in TpAssi gnnent| D assi gnnent| D
)
rai ses (TpCeneral Excepti on, TpGCCSExcepti on) ;

|

/* The application side of the sinple call interface is used to handle call
request responses and state reports. */
interface I pAppCall : IpGCsa {
/* This method indicates that the request to route the call to the
destination was successful .*/
voi d routeRes (
in TpSessionl D cal | Sessi onl D,
in TpCal | Report event Report,
in TpSessionl D cal | LegSessi onl D

rai ses (TpGCCSException, TpGeneral Exception);

/* This nethod indicates that the request to route the call to the
destination party was unsuccessful. */
void routeErr (
in TpSessionl D cal | Sessi onl D,
in TpCall Error errorlndication,
in TpSessionl D cal | LegSessi onl D

)
rai ses (TpGCCSException, TpGeneral Exception);
/* This nethod reports all necessary infornation requested by the

application, for exanple to cal cul ate charging. */
voi d getCall I nfoRes (

13



in TpSessionl D cal | Sessi onl D,
in TpCalllnfoReport calllnfoReport

)
rai ses (TpGCCSException, TpGeneral Exception);

/* This asynchronous nethod reports that the original

or resulted in an error condition.*/

void getCallInfoErr (

in TpSessionl D cal | Sessi onl D,

in TpCal | Error errorlndication

)
rai ses (TpGCCSException, TpGeneral Exception);
/* This asynchronous nethod reports a call
voi d superviseCal |l Res (

in TpSessionl D cal | Sessi onl D,

in TpCal | Supervi seReport report,

in TpDuration usedTine
rai ses (TpGCCSException, TpGeneral Exception);
/* This asynchronous nethod reports a call
voi d superviseCall Err (

in TpSessionl D cal | Sessi onl D,

in TpCall Error errorlndication

)
rai ses (TpGCCSException, TpGeneral Exception);

/* This method indicates to the application that a fault

been detected. */
voi d cal | Faul t Detected (
in TpSessionl D cal | Sessi onl D,
in TpCall Fault fault
)
rai ses (TpGCCSException, TpGeneral Exception);
voi d cal | Ended (
in TpSessionl D cal | Sessi onl D,
in TpCal | EndedReport report

)
rai ses (TpGCCSException, TpGeneral Exception);

/* The next operation is not supported for

N5-0001XX

request was erroneous,

supervi sion event to the application.*/

supervision error to the application.*/

in the network has

Rel ease 99 and nust

return the exception “Method not supported”

when i nvoked on a SCF

i npl enentation based on this specification:

*/

voi d get MoreDi al | edDi gitsRes (
n TpSessi onl D cal | Sessi onl D,
n TpString digits

rai ses (TpCeneral Excepti on, TpGCCSExcepti on) ;

/* The next operation is not supported for

Rel ease 99 and nust

return the exception “Method not supported”

when i nvoked on a SCF

i npl enentation based on this specification:

*/

void getMoreDialledDigitsErr (
n TpSessi onl D cal | Sessi onl D,
n TpCall Error errorlndication

rai ses (TpCeneral Excepti on, TpGCCSExcepti on) ;

_ b

/1 end nodul e cc

}; // end nodul e osa

}; /1 end nmodul e threegpp
}; /1 end nmodule org

}; /1 end nmodul e gcc

)

#endi f

/1 END file GCC.idl

9.3.3 Enhanced Call Control IDL

The IDL inthis sectionis only supplied in order to make the User Interaction IDL compile.

14
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With the createUI Call() method on the UIManager object it is possible to associate the Ul Call object to a Call
object aswell asa CallLeg object. The CallLeg object is not used in this specification. However the IDL for this
interface has to be supplied otherwise the User Interaction IDL will not compile.

/'l source file: ECC.idl

#i fndef __OSA_CC_ECC_DEFI NED
#define __OSA_CC_ECC_DEFI NED

#i ncl ude <GCC.idl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
nmodul e cc {
nodul e ecc {

typedef Tplnt32 TpMedi aType;

const Tplnt32 P_AUDIO = 1;
const Tplnt32 P_VIDEO = 2;
const Tplnt32 P_DATA = 4,

typedef Tpl nt32 TpAudi oCapabilitiesType;
typedef Tplnt32 TpVi deoCapabilitiesType;
typedef Tplnt32 TpDat aCapabilities;

uni on TpChannel Dat aTypeRequest swi t ch( TpMedi aType) {
case P_DATA: TpDataCapabilities Data;
case P_VIDEQO TpVi deoCapabilitiesType Video;
case P_AUDI O TpAudi oCapabilitiesType Audio;

s

typedef TpChannel Dat aTypeRequest TpChannel Dat aType;

enum TpChannel Direction {
P_I NCOM NG,
P_QUTGO NG

H

struct TpChannel Request {
TpChannel Dat aTypeRequest Dat aTypeRequest ;
TpChannel Direction Direction;

b
typedef sequence <TpChannel Request> TpChannel Request Set ;

enum TpCal | LegType {
P_CALL_LEG TYPE_UNDEFI NED,
P_CALL_LEG TYPE_CONTROLLI NG,
P_CALL_LEG TYPE_PASSI VE

b

enum TpCal | Legl nfoType {
P_CALL_LEG | NFO_UNDEFI NED,
P_CALL_LEG | NFO_ADDRESS,
P_CALL_LEG | NFO RELEASE_CAUSE,
P_CALL_LEG | NFO_APPI NFO,
P_CALL_LEG I NFO TI MES
b

interface | pMvMChannel : 1pService {
void cl ose (
in TpSessi onl D channel Sessi onl D
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
b

struct TpChannel {
TpChannel Direction Direction;

15
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| pMMChannel Channel ;
TpChannel Dat aType Dat aType;
Tpl nt 32 Channel Nunber ;

}

typedef sequence <TpChannel > TpChannel Set;

interface IpCalllLeg : |pService {

voi d routeCal | LegToOri gi nation (
in TpSessionl D cal | LegSessi onl D,
TpAddr ess target Address,
TpAddr ess ori gi nati ngAddr ess,
TpAddr ess ori gi nal Cal | edAddr ess,
TpAddr ess redirectingAddress,

i
i
i
i
i
in TpCal | Appl nfoSet appl nfo

5 3335

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d routeCal | LegToDesti nation (

in TpSessionl D cal | LegSessi onl D,
TpAddr ess t ar get Addr ess,

TpAddr ess ori gi nati ngAddress,
TpAddress ori gi nal Cal | edAddr ess,
TpAddr ess redirectingAddress,

i
i
i
i
i
in TpCal | Appl nfoSet appl nfo

5 33355

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d event Report Req (
in TpSessionl D cal | LegSessi onl D,
in TpCal | Report Request Set event Report sRequest ed
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
voi d rel ease (
in TpSessionl D cal | LegSessi onl D,
in TpCal | Rel easeCause cause
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
voi d getlnfoReq (
in TpSessionl D cal | LegSessi onl D,
in TpCal | Legl nfoType cal | Legl nf oRequest ed
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
voi d get Type (
in TpSessionl D cal | LegSessi onl D,
out TpCal | LegType cal | LegType
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
void getCall (
in TpSessionl D cal | LegSessi onl D,
out org::threegpp::osa::cc::gcc::TpCallldentifier callReference
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
voi d nmedi aChannel Al | ow (
in TpSessionl D cal | LegSessi onl D,
in TpSessi onl DSet channel Li st
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
voi d get Medi aChannel s (
in TpSessionl D cal | LegSessi onl D,
out TpChannel Set channel s
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
voi d nmedi aChannel Moni t or Req (
in TpSessionl D cal | LegSessi onl D,
i n TpChannel Request Set channel EventCriteri a,
in TpCal | Moni t or Mode nonitor Mode

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

16



struct TpCall Legldentifier {
TpSessi onl D Cal | LegSessi onl D
| pCal | Leg Cal | LegRef er ence;

h

}; // end nodul e ecc

; /1 end nodul e cc

}; /1 end nodul e osa

}; /1 end nodul e threegpp
}; // end nodule org

)

#endi f

/1 END file ECC.idl

9.4 User Interaction IDL

9.4.1 Common data types for User Interaction

/1l source file: U .idl
/1 User Interaction data description

#i fndef __ OSA Ul _DEFI NED
#define __OSA_U _DEFI NED

#i ncl ude <CSA.idl >

nodul e org {

nodul e t hreegpp {
nodul e osa {
nodul e ui {

N5-0001XX

/* Defines the additional properties for the collection of infornation */

struct TpUl CollectCriteria {

Tpl nt 32 M nLengt h; /* m ni mum nunber of characters to collect */

Tpl nt 32 MaxLengt h; /* maxmum nunber of characters to collect */

TpString EndSequence; /* character(s) which terminate an input of variable |Iength.
*

/

TpDuration StartTi meout ; /* defines a duration (in seconds) */

b

/* Defines the U call error codes. */
enum TpUl Error {

TpDuration InterCharTineout; /* value for the inter-character time-out tiner. */

P_U _ERROR_UNDEFI NED, /* Undefined error */
P_U _ERROR I LLEGAL_I D, /* The information id specified is invalid */
P_U _ERRCR | D_NOT_FQOUND, /* Information id is not known to the the User

Interaction SCFs */
P_U _ERROR_RESOURCE_UNAVAI LABLE, /* Resources used by the User
unavail able. */

Interaction SCFs are

P_U _ERROR | LLEGAL_RANGE, /* The val ues for mani mum and maxi num col | ection | ength

are out of range */
P_U _ERROR | MPROPER_CALLER RESPONSE, /* |nproper user response */

P_U _ERROR_ABANDON, /* Specified leg is disconnected before the send
informati on conpl eted */
P_U _ERROR_NO _OPERATI ON_ACTI VE, /* No active user interaction for the specified leg. */
P_U _ERROR_NO SPACE_AVAI LABLE /* There is no nore storage capacity to record the
nessage. */

b

/* Defines the type of the dataString paraneter in the nethod userlnteracti onEventNotify */

enum TpUl Event | nf oDat aType {

P_U _EVENT_DATA TYPE_UNDEFI NED, /* Undefined */

P_Ul _EVENT_DATA TYPE_UNSPECI FI ED, /* Unspecified data */

P_Ul _EVENT_DATA TYPE_TEXT, /* Text */

P_U _EVENT_DATA TYPE_USSD _DATA /* USSD data starting with coding schene */
b

/* Defines the Sequence of Data Elenents that specify the additional
U notification */

17
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struct TpU EventCriteria {

TpAddressRange Oiginati ngAddress; /* Address of the end-user for which notification shall
be handl ed */

TpAddr essRange Desti nati onAddress;

TpString ServiceCode; /* 2 digit code indicating the U to be triggered. */

1

/* Defines the Sequence of Data El ements that specify a U notification */

struct TpU Eventlnfo {
TpAddress Oiginati ngAddress; /* Address of the end-user for which notification shall be
handl ed */
TpAddr ess Desti nati onAddr ess;

TpString ServiceCode; /* 2 digit code indicating the U to be triggered. */

TpUl Event | nf oDat aType Dat aTypel ndi cati on;

TpString DataString;

1

/* Defines the cause of the U fault detected. */
enum TpUl Faul t {
P_Ul_FAULT_UNDEFI NED, /* Undefined */
P_U _CALL_DEASSI GNED /* The related Call object has been deassigned. */

H

/* Defines the type of information send to the end-user */

enum TpU | nfoType {

P_U _INFO_I D, /* The information consists of an ID */
P_U _I NFO_DATA, /* The information consists of a data string */
P_Ul _I NFO_ADDRESS /* The information consists of a URL. */

b

/* Defines the Tagged Choice of Data El enents that specifies the infornation to be send to a
end-user. */
union TpU Info switch(TpU InfoType) {

case P_U_INFO ID Tplnt32 InfolD; /*Defines the ID of the user information script
or streamto send to an end-user.*/
case P_Ul _I NFO DATA: TpString | nfoData; /*Defines the data to be sent to an end-user’s

termnal . */
case P_U _I NFO ADDRESS: TpURL | nfoAddress; /*Defines the URL of the text or streamto be
sent to an end-user’s term nal */

b

/* Defines the criteria for recording of nessages */
struct TpU MessageCriteria {

TpString EndSequence; /* Defines the character(s) which term nate an input of variable
I ength. */

TpDur ati on MaxMessageTinme; /* Specifies the maxi mum all owed duration in seconds. */

Tpl nt 32 MaxMessageSi ze; /* Specifies the nmaxi num all owed size in bytes of the nessage. */

b

/* Defines the U call reports if a response was requested. */
enum TpUl Report {

P_U _REPORT_UNDEFI NED, /* Undefined report */

P_Ul _REPORT_ANNOUNCEMENT_ENDED, /* Confirmation that the announcement has ended */

P_Ul _REPORT_LEGAL_| NPUT, /* Information collected., neeting the specified
criteria. */

P_U _REPORT_NO_| NPUT, /* User immediately entered the delimter character. No
valid information has been returned */

P_U _REPORT_TI MEQUT, /* User did not input any response before the input
timeout expired */

P_U _REPORT_MESSAGE_STORED, /* A message has been stored successfully */

P_Ul _REPORT_MESSAGE_NOT_STORED /* The message has not been stored successfully */

b

/* Defines the situations for which a response is expected followi ng the user interaction. */
const Tplnt32 P_U _RESPONSE REQUIRED = 1; /* A response nust be sent when the request has
conpl eted. */

const Tplnt32 P_U _LAST_ANNOUNCEMENT_IN A ROW= 2; /* This is the final announcenent within a
sequence. */

const Tplnt32 P_U _FINAL_REQUEST = 4; /* This is the final request. */

typedef Tplnt32 TpU ResponseRequest; /* Defines the situations for which a response is
expected follow ng the user interaction. */

/* Defines the type of the variable parts in the infornation to send to the user. */
enum TpU Vari abl ePart Type {

P_U _VARI ABLE_PART_I NT, /* Variable part is of type integer */

P_U _VARI ABLE_PART_ADDRESS, /* Variable part is of type address */
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P_U _VAR ABLE_PART_TI ME, /* Variable part is of type tine */

P_U _VARI ABLE_PART DATE, /* Variable part is of type date */

P_Ul _VARI ABLE_PART_PRI CE /* Variable part is of type price */
b

/* Defines the Tagged Choice of Data Elements that specify the variable parts in the
information to send to the user. */
uni on TpU Vari abl el nfo swi tch(TpU Vari abl ePart Type) {
case P_U _VARI ABLE PART_I NT: Tplnt32 Vari abl ePart | nteger;
case P_U _VARI ABLE PART_ADDRESS: TpString Vari abl ePart Addr ess;
case P_U _VARI ABLE PART_TI ME: TpTi e Vari abl ePart Ti e;
case P_U _VARI ABLE_PART_DATE: TpDate Vari abl ePart Dat e;
case P_U _VARI ABLE PART_PRI CE: TpPrice Variabl ePartPrice;

h

/* Defines a Nunbered Set of Data El enents of TpUl Variabl el nfo. */
typedef sequence <TpUl Vari abl el nf o> TpUl Vari abl el nf oSet ;

/* Define the possible Exceptions. */
exception TpGU SException {
Tpl nt 32 excepti onType;

I

const Tplnt32 P_GUS INVALID CRITERI A = 768; /* Invalid criteria specified */

const TpInt32 P GUS ILLEGAL_ID = 769; /* Information id specified is invalid
*/

const TpInt32 P_GUI S_I D NOT_FOUND = 770; /* Information id is not known to the
User Interaction Service */

const Tplnt32 P_GU S | LLEGAL_RANGE = 771; /* The val ues for mni mum and maxi mum

collection length are out of range */
const Tplnt32 P_GUI S | NVALI D_COLLECTION CRITERIA = 772; /* Invalid collection criteria
specified */

const Tplnt32 P_GU S | NVALI D NETWORK_STATE = 774; /* Al though the sequence of nethod
calls is allowed by the gateway, the underlying protocol can not support it. */
const Tplnt32 P_GU S_UNEXPECTED SEQUENCE = 775; /* Al though the sequence of nethod

calls is allowed by the gateway, the underlying protocol can not support it. */

}; // end nodul e ui

}; /1 end nodul e osa
}; /1 end nodul e threegpp
}; // end nodule org

#endi f

/1 END file U .idl

94.2 Generic User Interaction IDL

Il source file: CGU.idl
/1 QU S Interface description

#i fndef __OSA_U _GU _DEFI NED
#define __OSA U _GU _DEFI NED

#include <U .idl>
#i ncl ude <ECC.idl >

nodul e org {
nmodul e t hreegpp {
nodul e osa {
nodul e ui {
nodul e gui {

interface | pAppU Manager; // forward definition;
interface |pAppU ; /1 forward definition;
interface | pAppU Call; /1 forward definition;

/* The Generic User Interaction SCF Interface provides functions to send
information to, or gather information fromthe user. */
interface IpU : IpService {
/* This nethod plays an announcerment or sends other information to the user.*/
voi d sendl nfoReq (
in TpSessionl D user|nteractionSessionl D,
in TpU Info info,
in TpU Vari abl el nfoSet vari abl el nf o,
in Tplnt32 repeat | ndi cator,
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in TpU ResponseRequest responseRequest ed,
out TpAssignnment| D assignnment| D

)
rai ses (TpGU SException, TpGeneral Exception);

/* This nethod plays an announcenent or sends other infornation to the user
and collects sone information fromthe user. */
voi d sendl nf oAndCol | ect Req (
in TpSessionl D userlnteractionSessionl D,
in TpU Info info,
in TpU Vari abl el nfoSet vari abl el nf o,
in TpU Col lectCriteria criteria,
i n TpU ResponseRequest responseRequest ed,
out TpAssignnent!| D assignnment| D

)
rai ses (TpGU SException, TpGeneral Exception);

/* This nethod requests that the rel ationship between the application and
the user interaction object be released. */

voi d rel ease (
in TpSessionl D userlnteractionSessionl D

)
rai ses (TpGU SException, TpGeneral Exception);

}s

/* Defines the Sequence of Data El ements that unanbi guously specify the U object */
struct TpUl ldentifier {

TpSessi onl D User | nteracti onSessi onl D;

| pU Ul Ref;
h

/* The Call User Interaction Service Interface provides functions to send
information to, or gather information from the user. */
interface IpUcCall : IpU {
/* This asynchronous nethod aborts the specified user interaction operation. */
voi d abortActi onReq (
in TpSessionl D userlnteractionSessionl D,
in TpAssignnent | D assi gnnent| D

rai ses (TpGU SException, TpGeneral Exception);

/* The next operation is not supported for Rel ease 99 and nust
return the exception “Method not supported” when invoked on a SCF
i npl enent ati on based on this specification: */
voi d recordMvessageReq (
n TpSessionl D userlnteractionSessi onl D,
n TpUl Info info,
n TpUl MessageCriteria criteria,
out TpAssi gnnent| D assi gnnent| D
)
rai ses (TpGUI SException, TpGCeneral Exception);

}s

/* Defines the Sequence of Data El ements that unanbi guously specify the U Call object. */
struct TpU Callldentifier {

I pU Call U Call Ref;

TpSessi onl D User | nteracti onSessi onl D;

h

/* This interface is the ' SCF nanager' interface for the Generic User Interaction SCF. */
interface | pU Manager : |pService {
/* This method is used to create a new user interaction object for non-call related
pur poses */
void createU (
in | pAppU appUu,
i n TpAddress user Address,
out TpUl ldentifier userlnteraction

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod is used to create a new user interaction object for call related purposes.
*/

void createU Call (
in | pAppU Cal | appU,
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in org::threegpp::osa::cc::gcc::TpCallldentifier callldentifier,
in org::threegpp::osa::cc::ecc::TpCall Legldentifier callLegldentifier,
out TpU Callldentifier userlnteraction

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod is used to enable the reception of user initiated user interaction. */
voi d enabl eUl Notification (

i n | pAppU Manager appl nterface,

in TpU EventCriteria eventCriteria,

out TpAssignnment| D assignnment| D

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod is used by the application to disable U notifications. */
voi d di sabl eUl Notification (
in TpAssi gnnent | D assi gnnent | D

rai ses (TpGU SException, TpGeneral Exception);
b

/* The CGeneric User Interaction SCF manager application interface provides
the application call managenment functions to the Generic User Interaction SCF. */
interface | pAppU Manager : |pGsa {
/* This nethod indicates to the application that the User Interaction SCF
i nstance has term nated or closed abnormally. */
voi d userlnteracti onAborted (
in TpUl ldentifier userlnteraction

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod notifies the application of an user initiated request for user interaction.
*/
voi d userlnteracti onEventNotify (
in TpU ldentifier ui,
in TpU EventInfo eventlnfo,
in TpAssi gnnent | D assi gnnent | D,
out | pAppU applnterface

rai ses (TpGU SException, TpGeneral Exception);

voi d userlnteractionNotificationlnterrupted ()
rai ses (TpGU SException, TpGeneral Exception);

voi d userlnteractionNotificationContinued ()
rai ses (TpGU SException, TpGeneral Exception);

}s

/* The User Interaction Application Interface is used to handl e generic user
interaction request responses and reports. */
interface | pAppU : |pGsa {
/* This nethod inforns the application about the start or the conpletion of a
sendl nfoCal | Req(). */
voi d sendl nfoRes (
in TpSessionl D userlnteractionSessionl D,
in TpAssignnent | D assi gnnent | D,
in TpU Report response

rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous nethod indicates that the request to send infornation was
unsuccessful . */
voi d sendl nfoErr (
in TpSessionl D userlnteractionSessionl D,
in TpAssi gnnent | D assi gnnent | D,
in TpU Error error

rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous nethod returns the infornation collected to the application. */
voi d sendl nf oAndCol | ect Res (

in TpSessionl D userlnteractionSessionl D,

in TpAssi gnnent | D assi gnnent | D,

in TpU Report response,

in TpString info
)
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rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous method indicates that the request to send information
and coll ect a response was unsuccessful. */
voi d sendl nf oAndCol | ectErr (
in TpSessionl D userlnteracti onSessionl D,
in TpAssignment| D assignment| D,
in TpU Error error

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod indicates to the application that a fault has been detected in the user
interaction. */

voi d userlnteracti onFaul t Detected (
in TpSessionl D userlnteracti onSessi onl D,
in TpU Fault fault

rai ses (TpGU SException, TpGeneral Exception);
b

/* The Call User Interaction Application Interface is used to handle call user
interaction request responses and reports. */

interface I pAppU Call : 1pAppU {

/* This nethod confirns that the request to abort a user interaction operation on a call

was successful . */

voi d abortActionRes (
in TpSessionl D userlnteracti onSessi onl D,
n TpAssi gnnent | D assi gnnent | D

rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous method indicates that the request to abort a user interaction
operation on a call resulted in an error.*/

d abortActionErr (

n TpSessi onl D userlnteracti onSessi onl D,

n TpAssi gnnent | D assi gnnent | D,

n TpU Error error

Vo

rai ses (TpGU SException, TpGeneral Exception);

/* The next operation is not supported for Rel ease 99 and nust
return the exception “Method not supported” when invoked on a SCF
i npl enent ati on based on this specification: */

voi d recordMvessageRes (

TpSessi onl D user | nteracti onSessi onl D,

TpAssi gnnent | D assi gnnent | D,

TpUl Report response,

Tpl nt 32 nessagel D

jum I e I e R

rai ses (TpGUl SException, TpGeneral Exception);

/* The next operation is not supported for Rel ease 99 and nust
return the exception “Method not supported” when invoked on a SCF
i npl enent ati on based on this specification: */

voi d recordMessageErr (

n TpSessi onl D userlnteractionSessi onl D,

n TpAssi gnnent | D assi gnnent | D,

n TpU Error _error

rai ses (TpGUI SException, TpGeneral Exception);
I

}; /1 end nodul e gui

; /1 end nodul e ui

}; // end nodul e osa

}; // end nodul e threegpp
}; /1 end nodule org

!

#endi f

// END file GUL.idI
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The OSA API definitions have been divided into several CORBA modules. The common data definitions are
placed in the root module while each of the specific service capability feature API definitions are being assigned
their own module directly under that root. Each specific SCF functions, like User Status, have their data and
interface definitions collocated. This structure has the advantage that explicit scoping is kept to a minimum.

The IDLs defined for the specific SCFs assumes that the OSA common definitions (interfaces and data) are
provided in the org.threegpp.osa module within a file name called OSA.idl

M odule Name Description IDL filename
org.threegpp.osa Common datalinterface definitions OSA.idl
org.threegpp.osa.fw common Framework data-types FW.idl
org.threegpp.osa.fw.discovery Discovery data-types and interfaces DISC.idl
org.threegpp.osa.fw.trust and security Trust and Security date-types and interfaces TandS.idl
org.threegpp.osa.fw.integrity Integrity management data-types and interfaces IM.idl
org.threegpp.osa.fw.registration Registration data-types and interfaces REG.idl
org.threegpp.osa.cc Call Control data-types CC.idl
org.threegpp.osa.cc.gcc Generic Call Control interfaces GCC.idl
org.threegpp.osa.cc.ecc data-types and interfaces specific for Enhanced Call | ECC.idl

Control. Thisis only needed to compile the User

Interaction IDL
org.threegpp.osa.ui User Interaction data-types Ul.idl
org.threegpp.osa.ui.gui User Interaction interfaces GUL.idl
org.threegpp.osa.dsc Data Session data-types and interfaces DSC.idl
org.threegpp.osa.mm Common mobility data definitions (root) MM.idl
org.threegpp.osa.mm.ul Network User Location (UL) MMul.idl
org.threegpp.osa.mm.us User Status (US) MMus.idl
org.threegpp.osa.termcap Terminal Capabilities TERMCAP.idl
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9.4.2 Generic User Interaction IDL

Il source file: GU.idl
/1 QU S Interface description

#i fndef __ OSA Ul _GUI _DEFI NED
#define _ OSA U _GU _DEFI NED

#i nclude <Ul .idl>
#i ncl ude <ECC.idl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
nodul e ui {
nodul e gui {

interface | pAppU Manager; // forward definition;
interface |pAppU ; /1 forward definition;
interface |pAppU Call; /1 forward definition;

/* The Generic User Interaction SCF Interface provides functions to send
information to, or gather information fromthe user. */
interface IpU : IpService {
/* This nethod plays an announcenent or sends other infornation to the user.*/
voi d sendl nfoReq (
in TpSessionl D userlnteractionSessi onl D,
in TpU Info info,
in TpU Vari abl el nfoSet vari abl el nf o,
in Tplnt32 repeat | ndi cator,
i n TpU ResponseRequest responseRequest ed,
out TpAssignnment| D assignment| D

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod plays an announcenent or sends other information to the user
and collects sone information fromthe user. */
voi d sendl nf oAndCol | ect Req (
in TpSessionl D userlnteractionSessionl D,
in TpU Info info,
in TpU Vari abl el nfoSet vari abl el nf o,
in TpU Col lectCriteria criteria,
in TpU ResponseRequest responseRequest ed,
out TpAssignnment| D assignnment| D

rai ses (TpGU SException, TpGeneral Exception);

/* This method requests that the relationship between the application and
the user interaction object be rel eased. */

voi d rel ease (
in TpSessionl D userlnteractionSessionl D

)

rai ses (TpGU SException, TpGeneral Exception);
h

/* Defines the Sequence of Data El ements that unanbi guously specify the U object */
struct TpU ldentifier {

TpSessi onl D User | nteracti onSessi onl D

IpU U Ref;
b

/* The Call User Interaction Service Interface provides functions to send
information to, or gather information from the user. */
interface IpUcCall : IpU {
/* This asynchronous nethod aborts the specified user interaction operation. */
voi d abortActionReq (
in TpSessionl D userlnteractionSessionl D,
in TpAssignnent | D assi gnnent| D

rai ses (TpGU SException, TpGeneral Exception);
b
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/* Defines the Sequence of Data El ements that unanbi guously specify the U Call object. */
struct TpUl Callldentifier {

I pU Call Ul Call Ref;

TpSessi onl D User | nteracti onSessi onl D

b

/* This interface is the 'SCF manager' interface for the Generic User Interaction SCF. */
interface |pU Manager : |pService {
/* This nethod is used to create a new user interaction object for non-call rel ated
pur poses */
void createU (
in | pAppU appU,
i n TpAddress user Addr ess,
out TpU ldentifier userlnteraction

rai ses (TpGU SException, TpGeneral Exception);

/* This method is used to create a new user interaction object for call related purposes.
*/
void createU Call (
in | pAppU Cal | appUu,
i n erg—threegpproesa—cc::gcc::TpCallldentifier callldentifier,
i n erg—threegppoesa—cc::ecc::TpCall Legldentifier callLegldentifier,
out TpU Callldentifier userlnteraction

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod is used to enable the reception of user initiated user interaction. */
voi d enabl eUl Notification (

i n | pAppU Manager appl nterface,

in TpU EventCriteria eventCriteria,

out TpAssignnment| D assignnment| D

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod is used by the application to disable U notifications. */
voi d di sabl eUl Notification (
in TpAssi gnnent | D assi gnnent | D

rai ses (TpGU SException, TpGeneral Exception);
H

/* The CGeneric User Interaction SCF manager application interface provides
the application call managenent functions to the Generic User Interaction SCF. */
interface | pAppU Manager : |pGsa {
/* This method indicates to the application that the User Interaction SCF
i nstance has term nated or closed abnormally. */
voi d userlnteracti onAborted (
in TpUl ldentifier userlnteraction

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod notifies the application of an user initiated request for user interaction.
*/
voi d userlnteracti onEventNotify (
in TpU ldentifier ui,
in TpU Eventlnfo eventlnfo,
in TpAssi gnnent | D assi gnnent | D,
out | pAppU applnterface

rai ses (TpGU SException, TpGeneral Exception);

voi d userlnteractionNotificationlnterrupted ()
rai ses (TpGU SException, TpGeneral Exception);

voi d userlnteractionNotificationContinued ()
rai ses (TpGU SException, TpGeneral Exception);

}s

/* The User Interaction Application Interface is used to handl e generic user
interacti on request responses and reports. */
interface | pAppU : IpGsa {
/* This nethod inforns the application about the start or the conpletion of a
sendl nfoCal | Req(). */
voi d sendl nfoRes (
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in TpSessionl D userlnteractionSessionl D,
in TpAssignnent | D assi gnnent | D,
in TpU Report response

rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous method indicates that the request to send information was
unsuccessful . */
voi d sendlnfoErr (
in TpSessionl D userlnteractionSessionl D,
in TpAssignnent | D assi gnnent | D,
in TpU Error error

rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous nmethod returns the information collected to the application. */
voi d sendl nf oAndCol | ect Res (
in TpSessionl D user|nteractionSessionl D,
in TpAssignnent | D assi gnnent | D,
in TpU Report response,
in TpString info
)
rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous nethod indicates that the request to send infornmation
and col |l ect a response was unsuccessful. */
voi d sendl nf oAndCol | ect Err (
in TpSessionl D userlnteractionSessionl D,
in TpAssignnent | D assi gnnent | D,
in TpU Error error

rai ses (TpGU SException, TpGeneral Exception);

/* This nethod indicates to the application that a fault has been detected in the user
interaction. */

voi d userlnteractionFaul t Detected (
in TpSessionl D userlnteractionSessionl D,
in TpU Fault fault

)

rai ses (TpGU SException, TpGeneral Exception);

}s

/* The Call User Interaction Application Interface is used to handle call user
interacti on request responses and reports. */
interface | pAppU Call : |pAppU {
/* This nethod confirns that the request to abort a user interaction operation on a call
was successful . */
voi d abortActionRes (
in TpSessionl D userlnteractionSessionl D,
in TpAssi gnnent | D assi gnnent | D

rai ses (TpGU SException, TpGeneral Exception);

/* This asynchronous nethod indicates that the request to abort a user interaction
operation on a call resulted in an error.*/
voi d abortActionErr (
in TpSessionl D userlnteractionSessionl D,
in TpAssi gnnent | D assi gnnent | D,
in TpU Error error

rai ses (TpGU SException, TpGeneral Exception);

}; /1 end nodul e gui

; /1 end nodul e ui

}; // end nodul e osa

}; /1 end nodul e threegpp
}; /1 end nodule org

)

#endi f

// END file GUL.idl
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6.2.3.1 Iplnitial

<<Interface>>

IpInitial

initiateAuthentication(appDomain: in TpAuthDomain eliertApptD—inTFpClientAppiB, authType : in

TpAuthType, appAuthinterface—in-tpOsaReffwAuthinterface—out FpFwAuthRef fwDomain: out

TpAuthDomainRef) : TpResult

requestAccess(accessType: in TpAccessType, appAccessinterface; in IpOsaRef,
fwAccesslinterface: out IpOsaRefRef): TpResult

6.2.5 Service Factory

<<Interface>>
IpSvcFactory

getServiceManager()

Figure 6-8: Service Factory Class Diagram

<<Interface>>

IpSvcFactory

getServiceManager(application : in TpDomainSlertApplD, serviceManager : out IpOSA) : TpResult
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8.2 Framework Data Definitions

8.2.1.2  TpClientAppIDList
This data type defines a Numbered Set of Data Elements of type TpClientApplD.

TpDonui nl D

Definesthe Tagged Choi ce of Dat a El enent s that specify either the framework or the type of entity
attempting to access the framework.

TpDonai nl DType

P_FW TpFwi D Ewi D

P_CLI ENT_APPLI CATI ON Tpd i ent Appl D CdientAppl D
P_ENT_OP TpEnt Ol D Ent Opl D
P_REGQ STERED SERVI CE TpServicel D Servicel D
P_SERVI CE_SUPPLI ER TpServi ceSupplierlD ServiceSupplierlD

TpDonmi nl DType
Defines either the framework or the type of entity attempting to access the framework

P_FW The framework
P_CLI ENT _APPLI CATI ON A client application
P_ENT _OP An enterprise operator

P_REG STERED SERVI CE
P_SERVI CE_SUPPLI ER

A registered service
A service supplier

I [N |- o

8.2.1.3 TpENntOpID

Thisdatatypeisidentical to TpString and is defined as a string of characters that identifies an enterprise
operator. In conjunction with the application it uniquely identifies the enterprise operator which uses a particular
OSA Service Capability Feature.

8.2.1.4  TpEntOplDList
This data type defines a Numbered Set of Data Elements of type TpEntOpID.

TpFwW D

Thisdatatypeisidentical to TpSt r i ng and identifies the Framework to a client application (or Service
Capability Feature)

8.2.1.23 TpServicePropertyList
This data type defines a Numbered Set of Data Elements of type TpServiceProperty.

TpServi ceSupplierlD

Thisis anidentifier for a service supplier. It isused to identify the supplier to the framework. Thisdatatypeis
identical to TpSt ri ng.
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8.2.2.4  TpAuthCapabilityList

Thisdatatypeisidentical to a TpString. It isa string of multiple TpAuthCapability concatenated using a comma
(,)as the separation character.

TpAut hDonmi n

ThisisSequence of Data El enent s containing the domain identifier, and a reference to the
authentication interface of the domain

Donmai nl D TpDomai nl D
Aut hl nterface | pOSARef
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9.21 Common Data Types for the Framework
#i ncl ude <CSA.idl >

nodul e or g{
nodul e t hr eegpp{

nmodul e osa{

nodul e fw
typedef TpString Tpd i ent Appl D; /1 ldentifies the client appl to the
framewor k.
typedef sequence <Tpd i ent Appl D> Tpd i ent Appl DLi st ;

/* Defines either the framework or the type of entity attenpting to access the
framewor k
The franewor k
A client application
An _enterprise operator
A registered service
A service supplier */
enum TpDonmi nl DType
1
P FW
| ENT_APPLI CATI ON,
NT_OP,
REG STERED SERVI CE,
SERVI CE_SUPPLI ER

p'l'l

m

P
P
P
P

|

typedef TpString TpEnt Opl D

typedef sequence < TpEntOpl D > TpEnt Opl DLi st ;

typedef TpString TpFwi D

typedef TpString TpServiceSupplierlD;

/* Defines the Tagged Choice of Data Elenents that specify either the franework or the
type of entity

attenpting to access the franework.

Tag El ement Type

TpDonmai nl DType */

struct TpDomai nl D

TpFwW D Fwi D;

Tpd i ent Appl D d i ent Appl D;

TpEnt Opl D Ent Opl D;

TpServi cel D Servicel D,

TpServi ceSupplierl D ServiceSupplierlD

—}:

typedef TpString TpServicel D /1 A string of characters, generated autonmatically
by the

/1 Framework and conprising a TpUni queServi ceNunber,

/1 TpServiceNaneString, and a nunber of rel evant

/] TpServiceSpecString, concatenated using a forward

/'l separator (/), that uniquely identifies an
instance of a

/1 SCF interface.

typedef sequence <TpServicel D> TpServi cel DLi st ;

typedef TpString TpServi ceNaneStri ng; /1 Uniquely identifies the
nane of an SCF
/1 interface. For OSA rel ease 99 the
fol | owi ng
/1 values have been defined: NULL (no SCF
nane) ,

5



typedef TpString
name of a SCF

typedef TpString
that represents a
enum TpSer vi cePropertyMde {
NORMA

SCF property type may optionally be
/1 provided.
MANDATORY,
type nust be provided

TpServi ceSpecString;

TpUni queSer vi ceNunber ;

N5-000171

/1 P_CALL_CONTROL, P_USER | NTERACTI ON,

/1 P_USER LOCATI ON, P_TERM NAL_CAPABI LI TI ES
and

/| P_USER_STATUS.

/1 Uniquely identifies the
CSA rel ease

// specialisation interface. For

99

/1 the follow ng val ues have been defi ned:

NULL

/1 no SCF specialisation) and P_CALL.

/1 A string of characters
/1 uni que nunber.

/1 The val ue of the corresponding

/1 The val ue of the correspondi ng SCF property

/1 at SCF registration.

READONLY,

SCF property is optional, nut once

/'l The val ue of the corresponding

// given a value it nay not be nodified.

MANDATORY_READONLY
type nust be provided

/'l The val ue of the correspondi ng SCF property

/1 and may not be nodified subsequently.

}s

typedef TpString

typedef TpString

t ypedef

typedef TpString

t ypedef

struct TpServiceProperty {
TpSer vi cePr opert yNane
TpSer vi cePropertyVal ueli st
TpServi cePropert yMde

h

typedef sequence <TpServiceProperty>

typedef TpString

typedef sequence <TpServi ceTypeNane>

struct TpService {

TpServi cel D

b

sequence <TpServi cePropertyNane>

sequence <TpServi cePropertyVal ue>

TpSer vi cePropertyTypeNane;

TpSer vi cePropert yNane;

TpSer vi cePropert yNameLi st ;

TpServi cePropertyVal ue;

TpSer vi cePropertyVal uelLi st ;

/1 Describes a SCF property
Ser vi cePr opert yNamne;
Servi cePropertyVal ueli st ;
Ser vi cePr opert yMode;

TpServi cePropertylist;

TpServi ceTypeNane;

TpServi ceTypeNanelLi st ;

/] Describes a registered SCF.

Servi cel D;
TpServi cePropertylLi st ServicePropertylist;

typedef sequence <TpServi ce> TpServicelLi st;

struct TpServiceDescription {
regi stered SCF.
TpServi ceTypeNane
TpServi cePropertyli st
b

struct TpPropertyStruct {
TpServi ceTypeNane
TpServi cePropertyMde
TpServi cePropertyTypeNane
H

typedef sequence <TpPropertyStruct>
struct TpServi ceTypeDescription {

TpPropertyStructLi st
TpSer vi ceTypeNaneLi st

/1 Describes the properties of a

Servi ceTypeNane;
Servi cePropertyli st;

/| Describes a SCF property.
Ser vi cePropertyNane;
Ser vi cePropert yMde;
Servi cePropertyTypeNane;

TpPropertyStructList;
/1 Describes a SCF type.

PropertyStructList;
Servi ceTypeNaneLi st ;
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TpBool ean Enabl edOr Di sabl ed;
s

[ T

9.2.3 Trust and Security Management IDL

#i ncl ude <fw.idl>

nmodul e or g{

nodul e t hr eegpp{

nodul e osa{

nodul e fw{

nodul e trust _and_security{

[ KR Kk ke ke kK ok ok ok Kk ok ok ok ok kK ok ok ok kK ok ok kK R ok Rk ok kR kR Rk kR ok kR Rk ok Rk kR Rk kR ok kR Rk kR ok kR Rk ok ok kR ok k

/1 Data definitions
I

[ KR Kk ko kK K ok ok kK K ok ok ok kK K ok ok kR Rk ok ok kR Rk Rk R Rk kR kR Rk kR ok kR Rk kR ok kR Rk kR ok kR Rk kR kR R Rk ok ok ok ok ok x

typedef TpString TpAccessType; /1 The type of access interface
requested by the client
/] application. For OSA rel ease 99 the follow ng
val ues
/1 have been defined: NULL (indicates the default
access
/1 type) and P_ACCESS

typedef TpString TpAut hType; /1 The type of
aut hentication mechani smrequested by the
/1 client. For OSA release 99 the follow ng val ues
have
/] been defined: NULL (indicates OSA authentication),
/1 P_AUTHENTI CATI ON (i ndi cates use of the OSA
/] authentication interfaces.

typedef TpString TpAut hCapabi l i ty; /1 The authentication capabilities
that could be supported
/1 by the OSA. For OSA rel ease 99 the follow ng
val ues
/1 have been defined: NULL (indicates no client
/] capabilities, P_DES 56, P_RSA 512 and P_RSA 1024).

typedef TpString TpAut hCapabi lityList; // A string of multiple
TpAut hCapabi l ity
/] concatenated using a commas.

struct TpAut hDomai n
_{
TpDonmai nl D Domai nl D;
| pOSA Aut hl nterface;
S

typedef TpString Tpl nt er f aceNaneg; /1 ldentifies the nanes of the franework
SCFs that are be

/] supported by the OSA API. For release 99 these are
NULL,

/1 P_DI SCOVERY, P_0AM
P_TRUST_AND SECURI TY_MANAGEMENT

/1 P_I NTEGR TY_MANAGEMENT.

struct TpServi ceAccessControl {
TpString Pol i cy; /1 Access control policy
information controlling access to the
/'l service feature.
TpString Trust Level ; /1 The level of trust that the
networ k operator has assigned to the
/1 client application.
H

typedef TpString TpServi ceToken; /1 Uniquely identifies a SCF.

struct TpSi gnat ureAndServi ceMgr Ref {
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TpString Di gi tal Si gnat ure; /1 The digital signature of
the Framework for the service
/] agreenent.
| pCsa Servi ceMyrinterface

}s

typedef TpString TpSi gni ngAl gorithm /1 ldentifies the signing
al gorithmthat mnust be

/1 used. For OSA release 99 the follw ng val ues
have

/1 been defined: NULL (indicates no signing
al gorithm

/1 is required), P_MD5_RSA 512 and
P_MD5_RSA 1024.

typedef TpString TpFwW D;

struct TpFwAuth {

TpFwW D Fw D;

I pOsa FwAut hl nterface;

b
/***************************************************************************************
/1 Interface definitions
/***************************************************************************************

/* The Initial Framework interface is used by the client application to initiate the
nmut ua

authentication with the Framework and, when this is finished successfully, to request
access

toit. */

interface Iplnitial : IpGsa {

/* This nmethod is invoked by the client application to start the process of nutua
authentication with the framework, and request the use of a specific authentication

met hod.

*/

voi d initiateAuthentication (

in TpAut hDomai n_appDomai nFpC--ent-Apptb—eli-ent-Apptb, I/ ldentifies the
client to the framework.

in TpAut hType aut hType, /1 Allows the client application to
request a

/'l specific type of authentication nmechanism
) ‘ .
. —-pCsa—appAdt tertace ovi-des—a—reference—tothe
/1 authentication interface

out TpAut hDomai n_f wDonmai nFwAut-h—FwAut-hi-nterface /'l Provides a framework
identifier, and a reference

/1 to framework authentication interface
) raises (TpGeneral Exception);

/* This method is invoked by the client application, once nutual authentication is
achi eved, to request access to the framework and specify the type of access desired
*/
voi d request Access (
in TpAccessType accessType, /1 ldentifies the type of access interface
request ed by
/1 the client application

in | pCsa appAccesslnterface, /1 Provides a reference to the access interface
of the
/1 client application.

out | pGCsa fwAccesslnterface /1 Provides a reference to call the

access interface of
/1 the framework



) raises (TpGeneral Exception);

b
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/* The Access Framework interface is used by the client application to performthe

nmechani snms
necessary for

interface | pAccess : |pGsa {

it to obtain access to SCFs. */

/* This nmethod is invoked by the client application to obtain interface references to

ot her

framework interfaces. */

voi d obtainlnterface (

in TplnterfaceNanme interfaceNane,

out
ref erence.
) raises (TpCGeneral Exception);

| pOsa fwi nterface

/1 The name of the framework interface to which a
/1 reference to the interface i s requested.
/1 The requested interface

/* This nmethod is invoked by the client application to obtain interface references to

ot her

framework interfaces,
framework. */

voi d obtainlnterfaceWthCall back (
in TplnterfaceNane interfaceNane,

when it

whi ch

in | pCsa applnterface,
the client application

out | pCsa fwnterface
interface reference.
) raises (TpGeneral Exception);

/* This method may be invoked by the client application to check whether
granted perm ssion to access the specified SCF and,

servi ceAccessControl

is required to supply a callback interface to the

/1l The name of the framework interface to

// a reference to the interface is
request ed.
/1 This is the reference to

/1 interface which is used for call backs.
/1 The requested

it has been

if granted, the level of trust

/1 A group of security

/] attributes.
/1 The security donain in

/1 the client application is
/1 operating.

/1 Used to define the access
/1 rights associated with all
/1 clients that belong to that
/'l group.

/1 Defined by the specific
/] security nodel in use.

/1 The access control
/1 information controlling
/] access to the service
/] capability feature, and the
Il trustLevel that the network
/] operator has assigned to the
client
/'l application.

policy

/* This method is invoked by the client application to identify the SCF that it

t hat

will be applied. */

voi d accessCheck (

in TpString securityContext,
rel evant

in TpString securityDomain,
whi ch

in TpString group,

in TpString serviceAccessTypes,

out TpServi ceAccessControl

) raises (TpGeneral Exception);
W shes

to use. */
voi d sel ect Service (
in TpServicel D servicel D,

in TpServicePropertyli st serviceProperties,

out TpServi ceToken servi ceToken

) raises (TpGeneral Exception);

/1 ldentifies the SCF.
/1 List the properties that the SCF
/1 shoul d support.
/1 Afree format text token
returned by
/1 the framework, which can be signed
as
/1 part of a service agreenent.
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/* This nmethod is invoked by the client application to request that the franework
sign an
agreenment on the SCF, which allows the client application to use the SCF. */
voi d si gnServi ceAgreenent (
in TpServiceToken servi ceToken, /1 Used to identify the SCF
/'l instance requested by
t he
/1 client application.
in TpString agreenent Text, /] The agreenent text to be
/1 signed by the
f ramewor k.
in TpSi gni ngAl gorithm signi ngAl gorithm /1 The algorithmused to

/1 the digital signature.
out TpSi gnat ureAndSer vi ceMyr Ref si gnat ur eAndSer vi ceMyr Il Areference to a

structure

/1 that contains the
digital
/] signature of the
f ranmewor k
/'l for the service
agr eenent ,
// and a reference to the
/1 SCF manager interface
of
/'l the SCF.
) raises (TpCeneral Exception);

/* This nmethod is invoked by the client application to ternminate an agreenent for the
specified SCF. */
voi d term nateServi ceAgreenent (

t er m nat ed.

in TpServiceToken serviceToken, I/ ldentifies the service agreenment to be

in TpString term nationText, /1 Describes the reason for the term nation of the
/'l service agreenent.

in TpString digital Signature /'l Used by the framework to check that the

/1 term nationText has been signed by the client.
) raises (TpGeneral Exception);

/* This nethod is invoked by the client application to end the access session
with the Framework. */
voi d endAccess () raises (TpGeneral Exception);

/* The Access client application interface is used by the Franework to performthe steps
t hat

are necessary in order to allowit to SCF access. */

interface | pAppAccess : |pGsa {

t he
digital
service

/* This method is invoked by the Franework to request that client application sign an
agreenment on a specified SCF. */
voi d si gnServi ceAgreenent (

in TpServiceToken servi ceToken, /1 Identifies the SCF instance to which
/] this service agreenent corresponds.
in TpString agreenent Text, /1 Agreenent text that has to be signed by

/1 client application.
in TpSi gni ngAl gorithm signi ngAl gorithm /1 A gorithmused to conpute the

/1 signature.
out TpString digital Signature /1 Signed version of a hash of the

/1 token and agreement text given by the
/1 franmeworKk.
) raises (TpGeneral Exception);

/* This nethod is invoked by the Framework to term nate an agreement for a specified
SCF. */
voi d term nateServi ceAgreenent (

t er m nat ed.

to the

in TpServiceToken serviceToken, /1 ldentifies the SCF agreenent to be

in TpString term nationText, /| Describes the reason for the termnation.

in TpString digital Signature /1 Used by the Franework to confirmits identity
/1 client.

10
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) raises (TpGeneral Exception);

/* This nethod is invoked by the Framework to end the client application's access
sessi on
with the framework. */
voi d term nateAccess (
in TpString term nationText, /] Describes the reason for the
term nation of
/'l the access session.
in TpSi gni ngAl gorithm signi ngAl gorithm /1 The algorithmused to conpute
the digital
/'l signature.
in TpString digital Signature /1 Used by the Franework to confirm
its
// identity to the client.
) raises (TpCeneral Exception);

/* The Authentication Franework interface is used by client application to performits
part of

the mutual authentication process with the Franework necessary to be allowed to use any
of the

other interfaces supported by the Framework. */

interface | pAuthentication : |pGsa {

/* This method is invoked by the client application to start the authentication
process,
informed the Framework of the authentication mechanisns it supports, and be inforned
by its
of its preferred choice. */
voi d sel ect Aut hMet hod (
in TpAut hCapabi | ityLi st authCapability, /1 Inforns the Franework of the
aut hentication
// mechani sms supported by the client
/1 application.
out TpAuthCapability prescribedMet hod /1 1ndicates the nechani sm
preferred by the
/1 framework.
) raises (TpGeneral Exception);

/* This method is invoked by the client application to authenticate the franework
using the
nmechani smindicated in the paranmeter prescribedMethod. */
voi d authenticate (
in TpAut hCapability prescribedMet hod, /'l Specifies the method accepted by
that the
/] framework for authentication.
in TpString chall enge, /1 The chal | enge presented by the client
/! application to be responded to by the
/1 framework.
out TpString response /1 The response of the franework to the
/1 challenge of the client application.
) raises (TpGeneral Exception);

/* This method is invoked by the client application to to abort the authentication
process. */
voi d abortAut hentication() raises (TpGeneral Exception);

/* The Authentication client application interface is used by the Framework to
aut henticate

the client application. */
interface |pAppAuthentication : |pGsa {

/* This method is invoked by the Franework to authenticate the client application
using the

nmechani smindicated i n prescri bedMet hod. */

voi d authenticate (

in TpAut hCapability prescribedMet hod, /1 The agreed authentication
met hod.

11
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in TpString chall enge, /'l The
chal | enge presented by the Framework.

out TpString response

) raises (TpCeneral Exception);

/* This method is invoked by the Framework to abort the authentication process. */
voi d abortAut hentication() raises (TpCeneral Exception);

}s
I S B S

9.24 Registration IDL

#i ncl ude <fw. idl>

nodul e or g{

nodul e t hr eegpp{
nodul e osa{

nodul e fw{

nodul e regi stration{

[ KR Kk ke kK K ok ok ok kK K ok ok ok kK ok ok ok ok Kk K ok ok ok kK ok ok ok ko ko ok kR ok ok Rk ok kR kR Rk kR ok kR Rk kR kR Rk ok ok kR ok k

/1 Interface definitions
/***************************************************************************************

/* The Service Registration Franework interface provides the nethods used for the
registration

of network SCFs at the Framework. */

interface | pServiceRegistration : |pGsa {

/* This method is used to register a SCF in the Framework, for subsequent
di scovery by

the applications. */

voi d registerService (

in TpServi ceTypeNanme servi ceTypeNane,
in TpServicePropertyli st servi cePropertylist,
out TpServicel D servicel D

) raises (TpGeneral Exception);

/* This method informs the Framework of the availability of a service factory for
a

previously regi stered SCF. */

voi d announceServi ceAvail ability (

in TpServicel D servi cel D,

in |pCsa servi ceFactory

) raises (TpGeneral Exception);

/* This nethod is used to renpve a registered SCF fromthe Framework. */
voi d unregi sterService (

in TpServicel D servicel D

) raises (TpGeneral Exception);

/* This nethod is used to ebtain the decription of a certain SCF as it was
registered in

the Framework. */

voi d describeService (

in TpServicel D servicel D,

out TpServi ceDescription servi ceDescription

) raises (TpGeneral Exception);

1

/* The Service Factory Framework interface provides the Framework with access to a
manager

interface of a network SCF to be given to an application. */

interface | pSvcFactory : |pGCsa {

/* This nmethod returns an SCF nanager interface reference for a specified
application. */

voi d get Servi ceManager (

in TpDomai nl DE--ent-Apptb application,

out | pGCsa servi ceManager

12
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) raises (TpGeneral Exception);
b

13
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IpAccess

<<Interface>>

IpAccess

obtaininterface( interfaceName: in TpinterfaceName, fwinterface: out IpOsaRefRef): TpResult

obtaininterfaceWithCallback( interfaceName: in TplnterfaceName, applinterface: in IpOsaRef,
fwinterface: out IpOsaRefRef): TpResult

accessCheck(serviceToken: in TpServiceToken,-securityContext:: in TpString, securityDomain: in
TpString, group : in TpString, serviceAccessTypes: in TpString, serviceAccessControl; out
TpServiceAccessControlRef): TpResult

selectService( servicelD: in TpServicelD, serviceProperties: in TpServicePropertyList,
serviceToken: out TpServiceTokenRef): TpResult

signServiceAgreement( serviceToken: in TpServiceToken, agreementText: in TpString,
signingAlgorithm: in TpSigningAlgorithm, signatureAndServiceMgr: out
TpSignatureAndServiceMgrRef ): TpResult

terminateServiceAgreement( serviceToken: in TpServiceToken, terminationText: in TpString,
digitalSignature: in TpString): TpResult

endAccess(endAccessProperties: in TpPropertyList) : TpResult
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#i ncl ude <fw. idl>
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Trust and Security Management IDL

/* The Access Framework interface is used by the client application to performthe

mechani sns

necessary for it to obtain access to SCFs. */

interface | pAccess : |IpGsa {

/* This method is invoked by the client application to obtain interface references to

ot her

framework interfaces. */

voi d obtainlnterface (

in TplnterfaceNane interfaceNane,

out
ref erence.
) raises (TpCGeneral Exception);

| pOsa fwi nterface

/1 The name of the framework interface to which a
/'l reference to the interface is requested.
/1 The requested interface

/* This nethod is invoked by the client application to obtain interface references to

ot her

framework interfaces,
framework. */

voi d obtainlnterfaceWthCall back (
in TplnterfaceNane interfaceNane,

when it

whi ch

in | pCsa applnterface,
the client application

out | pCsa fwnterface
interface reference.
) raises (TpCeneral Exception);

is required to supply a callback interface to the

/1 The nane of the franework interface to

/!l a reference to the interface is
request ed.
/1l This is the reference to

/1 interface which is used for call backs.
/1 The requested

/* This nmethod nmay be invoked by the client application to check whether it has been

granted perm ssion to access the
t hat

will be applied. */

voi d accessCheck (

in TpServiceToken serviceToken,

in TpString securityContext,

rel evant

in TpString securityDomain,
whi ch

in TpString group,

in TpString servi ceAccessTypes,

out TpServi ceAccessControl

) raises (TpCeneral Exception);

speci fied SCF and,

servi ceAccessCont rol

if granted, the level of trust

/1 A group of security

/] attributes.
/1 The security donmin in

/1 the client application is
/'l operating.

/1 Used to define the access
/1 rights associated with all
/1 clients that belong to that
/'l group.

/] Defined by the specific
/] security nodel in use.

/'l The access control
/1 information controlling
/] access to the service
/] capability feature, and the
[/ trustLevel that the network
/] operator has assigned to the
client
/1 application.

policy

/* This method is invoked by the client application to identify the SCF that it

wi shes
to use. */
voi d sel ect Service (
in TpServicel D servicel D,

in TpServicePropertylist serviceProperties,

out TpServi ceToken servi ceToken

/1 ldentifies the SCF.
/1 List the properties that the SCF
/1 shoul d support.
Il A free format text token
returned by
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/1 the framework, which can be signed
as

/'l part of a service agreenent.
) raises (TpCeneral Exception);

/* This nmethod is invoked by the client application to request that the franework
sign an
agreenment on the SCF, which allows the client application to use the SCF. */
voi d si gnServi ceAgreenent (
in TpServiceToken servi ceToken, /1 Used to identify the SCF
/1 instance requested by
t he
/1 client application.
in TpString agreenent Text, /] The agreenent text to be
/1 signed by the
f ramewor k.
in TpSi gni ngAl gorithm signi ngAl gorithm /1 The algorithmused to
conput e
/1 the digital signature.
out TpSi gnat ur eAndSer vi ceMyr Ref si gnat ur eAndSer vi ceMyr Il Areference to a
structure
/1 that contains the
digital
// signature of the
f ramewor k
/1 for the service
agr eement ,
/1 and a reference to the
// SCF manager interface
of

/1 the SCF.
) raises (TpCeneral Exception);

/* This nethod is invoked by the client application to term nate an agreenent for the
specified SCF. */
voi d term nateServi ceAgreenment (

in TpServiceToken serviceToken, /1l ldentifies the service agreenment to be
t er m nat ed.
in TpString term nati onText, /1 Describes the reason for the term nation of the
/'l service agreenent.
in TpString digital Signature /'l Used by the framework to check that the

/1 term nationText has been signed by the client.
) raises (TpGeneral Exception);

/* This nethod is invoked by the client application to end the access session
with the Framework. */

voi d endAccess () raises (TpCeneral Exception);



N5-000173

3GPP Meeting CN5 #5 Document N5-000173
Bristol, 5-7 Sept 2000 S e e

C H A N G E R E Q U E ST Elaza:esfof?r?sfr?ct;i)dndsegnhﬁ(l)witlg fa|ltl Ezeth?g tftgrrrnn chotrr;iesctly.
20.198 CR 010R2 Current Version: 3.0.0

GSM (AA.BB) or 3G (AA.BBB) specification number 1 t CR number as allocated by MCC support team
For submission to: CN#09 for approval | X strategic (for SMG
list expected approval meeting # here for information non-strategic use only)
1

Form: CR cover sheet, version 2 for 3GPP and SMG The latest version of this form is available from: ftp://ftp.3gpp.org/Information/CR-Form-v2.doc

Proposed change affects: (U)siM D ME I:I UTRAN / Radio |:| Core Network
(at least one should be marked with an X)
Source: N5 Date: 27 August 2000
Subject: Alignment of Framework with Parlay 2.1, parameter name and data-type alignments
Work item: OSA
Category: F Correction X | Release: Phase 2

A Corresponds to a correction in an earlier release Release 96
(only one category B Addition of feature Release 97
shall be marked C Functional modification of feature Release 98
with an X) D Editorial modification Release 99 X

Release 00

Reason for The FW of TS 29.198 contains a few differences compared to Parlay 2.1, mainly in the
change: area of different parameter names and data-types.

This CR corrects differences in parameter names and data-types.

Clauses affected: 6.2,8.2,9.2

Other specs Other 3G core specifications - List of CRs:
affected: Other GSM core - List of CRs:
specifications
MS test specifications - List of CRs:
BSS test specifications - List of CRs:
O&M specifications - List of CRs:
Other
comments:
help.doc
e double-click here for help and instructions on how to create a CR.



6.2.3.3

6.2.3.5

6.2.4.6

N5-000173

IpAuthentication

<<Interface>>

IpAuthentication

selectAuthMethod (authCapsability: in TpAuthCapabiltyList, prescribedMethod: out
TpAuthCapabilityRef) : TpResult

authenticate (prescribedMethod: in TpAuthCapability, challenge: in TpString, response: out
TpStringRef) : TpResult

abortAuthentication() : TpResult

IpPAppAccess

<<Interface>>

IpAppAccess

signServiceAgreement( serviceToken: in TpServiceToken, agreementText: in TpString,
signingAlgorithm: in TpSigningAlgorithm, digitalSignature: out TpStringRef): TpResult

terminateServiceAgreement( serviceToken: in TpServiceToken, terminationText: in TpString,
digitalSignature: in TpString): TpResult

terminateAccess( terminationText: in TpString, signingAlgorithm: in TpSigningAlgorithm,
digitalSignature: in TpStringRef) : TpResult

IpAppLoadManager

<<Interface>>

IpAppLoadManager

gueryAppLoadReq(servicelDs: in TpServiceldList, timelnterval : TpTimelnterval) : TpResult
gueryLoadRes(loadStatistics : in TpLoadStatisticList) : TpResult
qgueryLoadErr(loadStatisticsError : in TpLoadStatisticErrorList) : TpResult
disableLoadControl(servicelDs: in TpServiceldList) : TpResult
enableLoadControl(loadStatistics : in TpLoadStatisticList ) : TpResult

resumeNotification() : TpResult

suspendNotification() : TpResult
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IpFaultManager

<<Interface>>

IpFaultManager

activityTestReq(activityTestID: in TpActivityTestID, svcID: in TpServicelD): TpResult
appActivityTestRes(activityTestID: in TpActivityTestID, activityTestResult: in TpActivityTestRes):
TpResult

svcUnavailablelnd(servicelD: in TpServicelD): TpResult

genFaultStatsRecordReq(timePeriod: in TpTimelnterval, servicelDskist: in TpServicelDList):
TpResult




6.2.4.10

6.2.5

6.2.6
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IpPAppOAM

<<Interface>>
IpPAppOAM

systemDateTimeQuery(elentBateAndFime-systemDateAndTime: in TpDateAndTime,
clientDateAndTimesystembateAndFime: out TpDateAndTimeRef) : TpResult

Service Factory

<<Interface>>
IpSvcFactory

getServiceManager()

Figure 6-8: Service Factory Class Diagram

<<Interface>>

IpSvcFactory

getServiceManager(application : in TpClientAppID, serviceManager : out IpServiceRefRefOSA) : TpResult

Service Registration

<<Interface>>
IpServiceRegistration

registerService()
announceServiceAvailability()

unregisterService()
describeService()

Figure 6-7: Service Registration Class Diagram

<<Interface>>

IpServiceRegistration

registerService(serviceTypeName : in TpServiceTypeName, servicePropertyList : in TpServicePropertyList,
servicelD : out TpServicelDRef) : TpResult

announceServiceAvailability(servicelD : in TpServicelD, serviceFactoryRef : in IDPOSARef) : TpResult

unregisterService(servicelD : in TpServicelD) : TpResult

describeService(servicelD : in TpServicelD, serviceDescription : out TpServiceDescriptionRef) : TpResult
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8.2.2.8  TpSignatureAndServiceMgr

Thisis a Sequence of Data Elements containing the digital signature of the framework for the service agreement,
and a reference to the SCF manager interface of the SCF.

Sequence Element Name Sequence Element Type

| Di gi tal Si gnature TpSt ri ngRef-
Servi ceMgrinterface | pSer vi ceRef

The digitalSignature is the signed version of a hash of the service token and agreement text given by the client
application.
The ServiceMgrinterface is a reference to the SCF manager interface for the selected SCF.

8.2.3 Integrity Management Data Definitions

‘ 8. 2. 3. 3 TpFaultStatsSet

This defines the sequence of data elements which provide the statistics on a per fault type basis.

Faul t Tpl nterfaceFaul t

Qceurrences Tpl nt 32 The nunmber of separate instances of

this fault
MaxDur ati on Tpl nt 32 The nunber of seconds duration of the

| ongest fault

Tot al Durati on Tpl nt 32 The curul ative duration (all

occurrences)

Nunmber O C i ent sAf f ect ed Tpl nt 32 The nunber of clients informed of the
fault by the Fw

Occurrences is the number of separate instances of this fault during the period. MaxDuration and TotalDuration are the number
of seconds duration of the longest fault and the cumulative total during the period. NumberOfClientsAffected is the number of
clients informed of the fault by the framework.

TpFaul t St at sSet

This data type defines a Nunmbered Set of Data Elenents of type TpFaultStats
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9.2 Framework IDL

9.23 Trust and Security Management IDL

/* The Authentication Framework interface is used by client application to performits
part of

the mutual authentication process with the Framework necessary to be allowed to use any
of the

other interfaces supported by the Framework. */

interface |pAuthentication : |pGsa {

/* This method is invoked by the client application to start the authentication
process,
informed the Framework of the authentication mechanisns it supports, and be inforned
by its
of its preferred choice. */
voi d sel ect Aut hMet hod (
i n TpAut hCapabi | i tyLi st aut hsCapabitity, /1 Inforns the Franework of the
aut henti cation
// mechani sms supported by the client
[/ application.
out TpAuthCapability prescribedMet hod /1 1ndicates the nechanism
preferred by the
/1 franmeworKk.
) raises (TpCeneral Exception);

/* This nmethod is invoked by the client application to authenticate the franework
using the
mechani smindicated in the paraneter prescribedMethod. */
voi d authenticate (
in TpAut hCapability prescribedMet hod, /1 Specifies the nethod accepted by
that the
/1 framework for authentication
in TpString chall enge, /1 The chal | enge presented by the client
/Il application to be responded to by the
/1 franmework.
out TpString response /1 The response of the franework to the
/'l chall enge of the client application
) raises (TpGeneral Exception);

/* This method is invoked by the client application to to abort the authentication
process. */
voi d abortAut hentication() raises (TpGeneral Exception);

9.24 Integrity Management IDL

/* The Fault Manager Framework interface is used by the client application to informthe
Framework of events that affect the integrity of the Framework and SCFs, and to request
information about the integrity of the system */

interface |pFaul t Manager : |pGsa {

/* This method may be invoked by the client application to test that the Framework or

a
SCF is operational. */
voi d activityTestReq (
in TpActivityTestlD activityTestl|D, /1 ldentifier provided by the client
/! application to correlate the
/1 response with this request.
in TpServicel D svcl D, /1 ldentifies for which SCF the
client

/1 application is requesting the
activity test
/'l be done.
in Tpdient Appl D appl D /1 ldentifies which client
application is
/1 requesting the activity test (and
therefore

6
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/1 which application receives the

results).

) raises (TpCeneral Exception);

/* This method is invoked by the client application to return the result of a

previously
requested activity test. */
voi d appActivityTestRes (
in TpActivityTest|D activityTest!| D

/1 Used by the Franework to correlate

/'l response with the original request.
/] Result of the activity test.

/* This method is invoked by the client application to informthe Framework that it

ldentity of the SCF which can no | onger be

Identity of the application sending the

/* This nmethod is invoked by the client application to request fault statistics from

this
in TpActivityTestRes activityTestResult
) raises (TpGeneral Exception);
can no
| onger use the indicated SCF. */
voi d svcUnavai | abl el nd (
in TpServicel D servicel D, 11
used.
in Tpdient Appl D appl D 11
i ndi cation.
) raises (TpCeneral Exception);
t he

Framewor k. */

voi d genFaul t St at sRecor dReq (

in TpTinmelnterval timePeriod
statistics

/1
i n TpServicel Dski-st- servi cel DLi st,
l'ike
/1
/1
in Tpdient Appl D appl D
/1
/1
) raises (TpGeneral Exception);
b
9.24 Registration IDL

/1 The period over which the fault

are to be generated

/1 The SCFs that the application would
to have included in the general fault
statistics record

/1 ldentifies which client application is
requesting the statistics record (and
therefore should receive it).

/* The Service Factory Franmework interface provides the Franework with access to a

manager

interface of a network SCF to be given to an application. */

interface | pSvcFactory : |pGCsa {

/* This nmethod returns an SCF nanager interface reference for a specified

application. */

voi d get Servi ceManager (
in Tpdient Appl D

out | pServiceGsa

) raises (TpCGeneral Exception);

application

1

9.24 Integrity Management IDL

#i ncl ude <fw. idl>

nodul e
nodul e
nodul e
nodul e
nodul e

or g{

t hr eegpp{
osa{

fw
integrity{

servi ceManager

/***************************************************************************************
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11 Data definitions
I

/~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k~k*~k~k~k****************************************************************

typedef TpString TpActivi tyTest Res; /1 An inplenentation
specific result, whose val ues
[/ are Framework provider specific.

struct TpTinelnterval { /1l Atine interval.
TpDat eAndTi e StartTi ne;
TpDat eAndTi e St opTi me;
h
enum Tpl nterfaceFault { /1 The cause of the interface fault
det ect ed.
| NTERFACE_FAULT_UNDEFI NED, /1 Undefi ned.
| NTERFACE_FAULT_LOCAL_FAI LURE, // Afault in the local API

software or hardware has been
/] detected.
| NTERFACE_FAULT_GATEWAY_FAI LURE, /1 A fault in the gateway API
software or hardware has been
/] detected.

| NTERFACE_FAULT_PROTOCOL_ERROR /1 An error in the protocol used on
the client-gateway |ink
/1 has been detected.
s
struct TpFaul t St at sSet { /] Statistics on a per fault type basis.
Tpl nterfaceFaul t Faul t;
Tpl nt 32 Cceurrences; 11

The nunber of separate instances of this fault
/1 during the period.

Tpl nt 32 MaxDur at i on; 1
The duration in seconds of the |ongest fault.

Tpl nt 32 Tot al Durati on; I
The curul ative total during the period.

Tpl nt 32 Nunber O O i ent sAf f ect ed; /1 Those inforned of
the fault by the Franework.

h

typedef sequence <TpFault Stats> TpFaul t St at sSet ;

struct TpFaul t Stat sRecord { /1 The set of fault information records to be
returned for the
/1 requested tine period.
TpTi mel nt erval Peri od;
TpFaul t St at sSet Faul t Recor ds;
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6.2.4.5 IpLoadManager

<<Interface>>

IpLoadManager

‘ reportLoad(regquester—inFpClientApptb;-loadLevel : in TpLoadLevel) : TpResult

queryLoadReq(reguester—in-TFpClientApptb,-servicelDs: in TpServicelDList, timelnterval :
TpTimelnterval) : TpResult

gueryAppLoadRes(loadStatistics : in TpLoadStatisticList) : TpResult
queryAppLoadErr(loadStatisticsError : in TpLoadStatisticErrorList) : TpResult

registerLoadController(+eguester—in-TFpChentAppib;-servicelDs: in TpServicelDList) : TpResult
unregisterLoadController(+reguester—in-FpClientApptB;-servicelDs: in TpServicelDList) : TpResult

resumeNotification(servicelDs: in TpServicelDList) : TpResult

suspendNotification(servicelDs: in TpServicelDList) : TpResult

6.2.4.7 IpFaultManager

<<Interface>>

IpFaultManager

activityTestReq(activityTestID: in TpActivityTestID, svcID: in TpServicelD;-apptD—in
FpClientAppib): TpResult

appActivityTestRes(activityTestID: in TpActivityTestID, activityTestResult: in TpActivityTestRes):
TpResult

svcUnavailablelnd(servicelD: in TpServicelD;-apptb—in-TFpClientAppiB): TpResult

genFaultStatsRecordReq(timePeriod: in TpTimelnterval, servicelDsList: in TpServicelDList;

appib-in-TpClientAppib): TpResult
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9.24 Integrity Management IDL

#i ncl ude <fw. idl>

/* The Load Manager Framework interface is used by the client application for |oad
bal anci ng

managenent. */

interface | pLoadManager : |pGsa {

/* This method is invoked by the client application to notify framework its current

| oad
level (0,1, or 2) when the load I evel on the application has changed. */
voi d reportLoad (
in TpLoadLevel | oadLevel /1l The application's |oad |evel.
) raises (TpCeneral Exception);
/* This nmethod is invoked by the client application to request |oad statistic records
for
the franework and specified SCFs. */
voi d querylLoadReq (
/1callbacks fromthe |oad balancing SCF.
in TpServicel DLi st servicel Ds, /1 Specifies the franework and SCFs for which the
/1 load statistics shall be reported.
in TpTinelnterval tinelnterval /1 The tine interval within which the |oad
statistics
/] are generated.
) raises (TpCGeneral Exception);
/* This nethod is invoked by the client application to report load statistics back to
t he
framework that requested the information. */
voi d queryAppLoadRes (
in TpLoadStatisticlList |oadStatistics /1 The application's |oad statistics.
) raises (TpCeneral Exception);
/* This nmethod is invoked by the client application to return an error response to
t he
framework that requested the application's |oad statistics information. */
voi d queryAppLoadErr (
in TpLoadStatisticErrorList |oadStatisticsError /1 The error code associated with
t he

// failed attenpt to retrieve the
// application's |load statistics.
) raises (TpGeneral Exception);

/* This method is invoked by the client application to register the client
application for

| oad managenent under various |oad conditions. */

voi d regi sterLoadController (

’ o ) ) ) :
callbacks

//fromthe |l oad balancing SCF.

in TpServicel DLi st servicel Ds /1 Specifies the franework and SCFs to be
/'l registered for load control.

) raises (TpCeneral Exception);

/* This nmethod is invoked by the client application to unregister for |oad
managenent. */
voi d unregi sterLoadController (

‘ e ) ) ) :
call-backsfrom

in TpServicel DLi st servicel Ds /1 Specifies the franework or SCFs to be
/1 unregistered for load control.
) raises (TpGeneral Exception);

/* This nmethod is invoked by the client application to resune | oad managenent
notifications

toit fromthe framework and specified SCFs. */

voi d resuneNotification (

in TpServicel DLi st servicel Ds /1 Specifies the franmework and SCFs for which
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/1 notifications are to be resuned.
) raises (TpCGeneral Exception);

/* This nethod is invoked by the client application to suspend | oad managenent

notifications to it fromthe framework and specified SCFs, while it handles a
tenporary

| oad condition. */

voi d suspendNotification (

in TpServicel DLi st servicel Ds /1 Specifies the franework and SCFs for which

/1 notifications are to be suspended.
) raises (TpCeneral Exception);

/* The Fault Manager Framework interface is used by the client application to informthe
Framework of events that affect the integrity of the Franmework and SCFs, and to request
informati on about the integrity of the system */

interface |pFaul t Manager : |pGsa {

/* This method may be invoked by the client application to test that the Framework or

a
SCF is operational. */
voi d activityTestReq (
in TpActivityTestlD activityTestlD, /1 ldentifier provided by the client
/!l application to correlate the
/1 response with this request.
in TpServicel D svcl D- /1 ldentifies for which SCF the
client
/1 application is requesting the
activity test
/'l be done.
. . FpC--ent-Appl-D-appiD dent es—wat-ch—ci-ent
appheati-o s . oo
i
Fest-s)—

) raises (TpCeneral Exception);

/* This method is invoked by the client application to return the result of a
previously

requested activity test. */

voi d appActivityTestRes (

in TpActivityTestlD activityTestlD, /'l Used by the Franework to correlate

this
/'l response with the original request.

in TpActivityTestRes activityTestResult /'l Result of the activity test.

) raises (TpCeneral Exception);

/* This nmethod is invoked by the client application to informthe Framework that it
can no

| onger use the indicated SCF. */

voi d svcUnavai | abl el nd (

in TpServicel D servicel D- /1 ldentity of the SCF which can no | onger be
used.

) raises (TpGeneral Exception);

/* This method is invoked by the client application to request fault statistics from
t he

Framewor k. */

voi d genFaul t St at sRecor dReq (

in TpTinmelnterval timePeriod, /1 The period over which the fault
statistics

/] are to be generated.

in TpServicel DLi st servicel DLi st ;- /1 The SCFs that the application would

li ke

/1 to have included in the general fault
/1l statistics record.
pe--ent-Appt-b-appiD de‘t es—whi-ch—chient—appli-cations



N5-000138

) raises (TpGeneral Exception);
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IpLoadManager

<<Interface>>

IpLoadManager

reportLoad(requester : in TpClientAppID, loadLevel : in TpLoadLevel) : TpResult

queryLoadReq(requester : in TpClientApplID, servicelDs: in TpServicelDList, timelnterval : in
TpTimelnterval) : TpResult

gueryAppLoadRes(loadStatistics : in TpLoadStatisticList) : TpResult
qgueryAppLoadErr(loadStatisticsError : in TpLoadStatisticErrorkist) : TpResult
registerLoadController( requester : in TpClientApplID, servicelDs: in TpServicelDList) : TpResult
unregisterLoadController( requester : in TpClientAppID, servicelDs: in TpServicelDList) : TpResult
resumeNotification(servicelDs: in TpServicelDList) : TpResult

suspendNotification(servicelDs: in TpServicelDList) : TpResult

IpAppLoadManager

<<Interface>>

IpAppLoadManager

gueryAppLoadReq(servicelDs: in TpServiceldList, timelnterval : TpTimelnterval) : TpResult
qgueryLoadRes(loadStatistics : in TpLoadStatisticList) : TpResult
queryLoadErr(loadStatisticsError : in TpLoadStatisticErrorkist) : TpResult
disableLoadControl(servicelDs: in TpServiceldList) : TpResult
enableLoadControl(loadStatistics : in TpLoadStatisticList ) : TpResult

resumeNotification() : TpResult

suspendNotification() : TpResult
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6.2.4.8 IpAppFaultManager
<<Interface>>
IpAppFaultManager
activityTestRes(activityTestID: in TpActivityTestID, activityTestResult: in TpActivityTestRes):
TpResult
appActivityTestReq(activityTestID: in TpActivityTestID): TpResult
fwFaultReportind(fault: in TpinterfaceFault): TpResult
fwFaultRecoverylnd(fault: in TpinterfaceFault): TpResult
fwUnavailablelnd(reason: in TpFwUnavailReason): TpResult
svcUnavailablelnd(servicelD: in TpServicelD, reason: in TpSvcUnavailReason): TpResult
genFaultStatsRecordRes(faultStatistics: in TpFaultStatsRecord, servicelDs: in TpServicelDList):
TpResult
8.2.3.7 TpEWAPRPIUnavailReason
Defines the reason why the FrameworkAP} is unavailable.
Name Value Description
| EWAPL_UNAVAI LABLE_UNDEFI NED 0 Undefined
| EWAPL_UNAVAI LABLE_LOCAL_FAI LURE 1 The Local API software or hardware has failed
| EWAPL_UNAVAI LABLE_GATEWAY_FAI LURE 2 The gateway API software or hardware has
failed
| EWAPL_UNAVAI LABLE_OVERLQADED 3 The frameworkgateway is fully overloaded
| EWARE_UNAVAI LABLE_CLOSED 4 The frameworkgateway has closed itself (e.g.
to protect from fraud or malicious attack)
| EWARL_UNAVAI LABLE_PROTOCOL_FAI LURE 5 The protocol used on the client-gateway link
has failed
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Integrity Management IDL

The Fault Manager client application interface is used by the Framework to informthe

application of events that affect the integrity of the Framework, SCF or client
application. */
interface |pAppFaul t Manager : |pGsa {

return

/* This nmethod is invoked by the Franework, in response to an activityTestReq, to

the result of the activity test in this method. */
void activityTestRes (
in TpActivityTestID activityTestlD, /1 The identifier provided

to correlate this

/1 response with the original request.
in TpActivityTestRes activityTestResult /1 Result of the activity test.
) raises (TpGeneral Exception);

/* This method is invoked by the Franework to request that the client application

carries

out an activity test to check that is it operating correctly. */

voi d appActivityTestReq (

in TpActivityTest|D activityTestlD /] The identifier provided to correlate
this

/1 response with the original request.

) raises (TpCeneral Exception);

/* This nmethod is invoked by the Framework to notify the client application of a
failure

wi thin the Framework. */

voi d fwFaul t Reportind (

in TplnterfaceFault fault /'l The fault that has been detected.

) raises (TpGeneral Exception);

/* This method is invoked by the Framework to notify the client application that a

previously reported fault has been rectified. */

voi d fwFaul t Recoverylnd (

in TplnterfaceFault fault /1 The fault from which the franework has
recover ed.

) raises (TpCGeneral Exception);

voi d fwlUnavail abl el nd (

in TpFwUnavai | Reason reason

) raises (TpCeneral Exception);

/* This nmethod is invoked by the Framework to informthe client application that it
can no

| onger use the indicated SCF due to a failure. */

voi d svcUnavail abl el nd (

in TpServicel D servicel D, /1 ldentity of the SCF which can no | onger be
used.

in TpSvcUnavai | Reason reason /1 The reason why the SCF is no | onger avail able.

) raises (TpGeneral Exception);

/* This method is invoked by the Framework to provide fault statistics to a client

application in response to a genFaul t Stat sRecordReq. */

voi d genFaul t St at sRecor dRes (

in TpFaul t StatsRecord faultStatistics, /] The fault statistics record.

in TpServicel DLi st servicel Ds /'l The SCFs that have been included in the

/1 general fault statistics record.
) raises (TpGeneral Exception);
b
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