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6.1.3.2.1 Successful Secondary PDP Context Activation Initiated by the MS

In order to request a secondary PDP context activation, the MS shall send an ACTIVATE SECONDARY PDP
CONTEXT REQUEST message to the network, enter the state PDP-ACTIVE-PENDING and start timer T3380. The
message shall contain the selected NSAPI. The MS shall ensure that the selected NSAPI is not currently being used by
another Session Management entity in the MS. The message shall also include a QoS profile, aTFT, arequested LLC
SAPI and the Linked TI. The QoS profile is the requested QoS. The TFT shall be sent transparently through the SGSN
to the GGSN to enable packet classification and policing for downlink data transfer.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST, the network shall validate the message by
verifying the Tl given in the Linked Tl IE. The same GGSN address shall be used by the SGSN as for the already
established PDP context(s) for that PDP address. The network shall select aradio priority level based on the QoS
negotiated and shall reply with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, if the request can
be accepted.

Upon receipt of the message ACTIVATE SECONDARY PDP CONTEXT ACCEPT, the MS shall stop timer T3380
and enter the state PDP-ACTIVE. If the offered QoS parameters received from the network differ from the QoS
requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure.

In GSM the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the
offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the LLC
SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation
procedure.

In UMTS, both SGSN and M S shall store the LLC SAPI and the radio priority in the PDP context. If aUMTS to GSM
Routing Area Update is performed, the new SGSN shall initiate establishment of the logical link using the negotiated
LLC SAPI, the negotiated QoS profile and selected radio priority level stored in the PDP context asin a GSM to GSM
Routing Area Update.

An MS, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while an MS which is
capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid
unnecessary val ue range checking and any other possible confusion in the network.

NOTE: Theradio priority level and the LLC SAPI parameters, though not used in UMTS, shall be included in the
messages, in order to support handover between UMTS and GSM networks.

6.1.3.2.2 Unsuccessful Secondary PDP Context Activation initiated by the MS

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST message, the network may reject the MS
initiated secondary PDP context activation by sending an ACTIVATE SECONDARY PDP CONTEXT REJECT
message to the M S. The message shall contain a cause code that typically indicates one of the following:

# 26: insufficient resources;

# 30: activation rejected by GGSN;

# 31: activation rejected, unspecified;

# 32: service option not supported;

# 33: reguested service option not subscribed;

# 34: service option temporarily out of order;

# 35: NSAPI aready used;

# 41: THalready-usedsemantic error in the TET operation;

# 42: invalidFTFsyntactical error in the TET operation;

# 43: unknown PDP context;

# 44. semantic errorsin packet filter(s);

# 45: syntactical errorsin packet filter(s);

#95 - 111: protocol errors.
Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REJECT message, the MS shall stop timer T3380 and
enter the state PDP-INACTIVE.

6.1.3.2.3 Abnormal cases

The following abnormal cases can be identified:
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a) Expiry of timers

On the first expiry of the timer T3380, the MS shall resent the ACTIVATE SECONDARY PDP CONTEXT
REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth
expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort
the procedure; no automatic PDP context activation re-attempt shall be performed.

b) MSinitiated Secondary PDP context activation for an already activated Secondary PDP context (On the network
side)

If all parameters of the new ACTIVATE SECONDARY PDP CONTEXT REQUEST message match with those
of a previoudly activated PDP context, the network shall reply with an ACTIVATE SECONDARY PDP
CONTEXT ACCEPT message.

Otherwise, the network shall check the parameters as follows:

| The SGSNnetwork shall first check whether there is an activated PDP context for the T1 given inthe Linked TI IE in
the ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the
specified Tl, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause
code indicating "unknown PDP context”. If there exists a PDP context for the given Tl, then the requested NSAPI is
checked. If there exists an active PDP context with the same NSAPI, the network shall reject the activation with cause
"NSAPI already used". Otherwise, the TFT in the request message is checked for different types of TFT IE errors as
follows:

a) Semantic errorsin TFT operations.

l. When the TFT operation is an operation other than “ Create anew TFT".

The network shall reject the activation request with cause "semantic error in the TFT operation”.

b) Syntactical errorsin TFT operations:

l. When the TFT operation = “Create anew TFT” and the packet filter list in the TFT |E is empty.

1. When there are other types of syntactical errorsin the coding of the TFT |E, such as a mismatch
between the number of packet filters subfield, and the number of packet filters in the packet filter list.

The network shall reject the activation request with cause "syntactical error in the TFT operation”.

c) Semantic errorsin packet filters:

When a packet filter consists of conflicting packet filter components which would render the packet filter
ineffective, i.e., no IP packet will ever fit this packet filter. How the network determines a semantic error in a
packet filter is outside the scope of this specification.

The network shall reject the activation request with cause "semantic errors in packet filter(s)".

d) Syntactical errorsin packet filters:

l. When the TFT operation = “Create anew TFT” and two or more packet filtersin the resultant TFT
would have identical packet filter identifiers.

Il. When the TFT operation = “Create anew TFT” and two or more packet filtersin all TFTs associated
with this PDP address would have identical packet filter precedence values.

II. When there are other types of syntactical errorsin the coding of packet filters, such as the use of a
reserved value for a packet filter component identifier.

The network shall reject the activation request with cause "syntactical errorsin packet filter(s)".

Otherwise, the network shall accept the activation request by replying to the MSwith an ACTIVATE SECONDARY
PDP CONTEXT ACCEPT message.
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MS Network
ACTIVATE SECONDARY PDP CONTEXT REQUEST

Start T3380

Stop T3380 ACTIVATE SECONDARY PDP CONTEXT ACCEPT

or

ACTIVATE SECONDARY PDP CONTEXT REJECT

Stop T3380

Figure 6.5/TS 24.008: MS initiated secondary PDP context activation procedure

6.1.3.3 PDP context modification procedure

The PDP context modification procedure is invoked by the network or by the MS, in order to change the QoS
negotiated, the Radio priority level, or the TFT, negotiated during the PDP context activation procedure, the secondary
PDP context activation procedure or at previously performed PDP context modification procedures. The procedure can
be initiated by the network or the MS at any time when a PDP context is active.

The network requested PDP context modification procedure may also be used to update the PDP address when external
PDN address allocation is performed, in which case the M S receives the PDP address in the MODIFY PDP CONTEXT
REQUEST (Network to M S direction) message.

NOTE: The procedure may beinitiated by the network due to an inter-SGSN Routing Area Updating when a
PDP context is active.

6.1.3.3.3 MS initiated PDP Context Modification not accept by the network

Upon receipt of aMODIFY PDP CONTEXT REQUEST message, the network may reject the MS initiated PDP
context modification request by sending a MODIFY PDP CONTEXT REJECT message to the MS. The message shall
contain a cause code that typically indicates one of the following:

# 26: insufficient resources,

# 41. semantic error in the TFT operation;
# 42: syntactical error in the TFT operation;
# 44. semantic errors in packet filter(s);

# 45: syntactical errorsin packet filter(s);

33 ivali ;
#95 - 111: protocol errors.

The TFT in the request message is checked for different types of TFT |E errors as follows:

a) Semantic errorsin TFT operations:

. TFT operation = “Create anew TFT” when there is already an existing TFT for the PDP context.

. When the TFT operation is an operation other than “ Create anew TFT” and thereisno TFT for the
PDP context.

II. TFT operation = “Delete existing TFT” when there is already another PDP context without a TFT.

V. TFT operation = “Delete packet filters from existing TFT” when it would render the TFT empty.

The network shall reject the activation request with cause "semantic error in the TFT operation”.

b) Syntactical errorsin TFT operations:

. When the TFT operation is an operation other than “Delete existing TFT” and the packet filter list in
the TFT |E is empty.

. TFT operation = “Delete existing TFT” with a non-empty packet filter listinthe TFT |E.
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TFT operation = “Replace packet filtersin existing TFT” when ato be replaced packet filter does not
exist inthe original TFT.

TFT operation = “Delete packet filters from existing TFT” when ato be deleted packet filter does not
existinthe origina TFT.

TFT operation = “Delete packet filters from existing TFT” with a packet filter list including packet
filtersinstead of packet filter identifiers.

When there are other types of syntactical errorsin the coding of the TFT |E, such as a mismatch
between the number of packet filters subfield, and the number of packet filters in the packet filter list.

The network shall reject the activation request with cause "syntactical error in the TFT operation”.

c) _Semantic errorsin packet filters:

When a packet filter consists of conflicting packet filter components which would render the packet filter

ineffective, i.e., no IP packet will ever fit this packet filter. How the network determines a semantic error in a

packet filter is outside the scope of this specification.

The network shall reject the activation request with cause "semantic errors in packet filter(s)".

d) Syntactical errorsin packet filters:

When the TFT operation = “Create anew TFT” or “Add packet filters to existing TFT” and two or

VII.

more packet filtersin the resultant TFT would have identical packet filter identifiers.

When the TFT operation = “Create anew TFT” or “Add packet filtersto existing TFT” or “Replace
packet filtersin existing TFT” and two or more packet filtersin all TFTs associated with this PDP
address would have identical packet filter precedence values.

When there are other types of syntactical errorsin the coding of packet filters, such as the use of a
reserved value for a packet filter component identifier.

The network shall reject the activation reguest with cause "syntactical errorsin packet filter(s)".

Upon receipt of aMODIFY PDP CONTEXT REJECT message, the MS shall stop timer T3381 and enter the state

PDP-ACTIVE.

9.5.4 Activate Secondary PDP Context Request

This message is sent by the M S to the network to request activation of a secondary PDP context. See Table

9.5.4/TS 24.008.
Message type: ACTIVATE SECONDARY PDP CONTEXT REQUEST
Significance: global
Direction: MS to network

Table 9.5.4/TS 24.008: Activate SECONDARY PDP context request message content

IEI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \Y, Y
10.2

Transaction identifier Transaction identifier M \Y, Y
10.3.2

Activate secondary PDP Message type M \% 1

context request message 104

identity

Requested NSAPI Network service access point M \% 1
identifier
10.5.6.2
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Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

Requested QoS Quality of service M LV FFS
10.5.6.5

TFT Traffic Flow Template M LV FFS256
10.5.6.12

Linked TI Linked TI M LV 2-3
10.5.6.7

9.5.10 Modify PDP context request (MS to network direction)

This message is sent by the M S to the network to request modification of an active PDP context. See table 9.5.10/TS

24.008.
Messagetype: MODIFY PDP CONTEXT REQUEST (MS TO NETWORK DIRECTION)
Significance: global
Direction: MS to network

Table 9.5.10/TS 24.008: modify PDP context request (MS to network direction) message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Modify PDP context request Message type M \% 1
message identity 104
32 Requested LLC SAPI LLC service access point identifier (0] TV 2
10.5.6.9
30 Requested new QoS Quality of service (0] TLV FFS
10.5.6.5
31 New TFT Traffic Flow Template (0] TLV FFS257
10.5.6.12
9.5.10.1 Requested LLC SAPI

This |E may be included in the message to request anew LLC SAPI if anew QoS isrequested.

9.5.10.2

Requested new QoS

This |E may be included in the message to request a modification of the QoS.

9.5.10.3 New TFT

This|E isincluded in the message only when the modification applies to a secondary PDP context (FFS), to request

modification of the TFT.

10.5.6.6 SM cause

The purpose of the SM cause information element is to indicate the reason why a session management request is

rejected.

The SM cause is atype 3 information element with 2 octets length.

The SM cause information element is coded as shown in figure 10.5.139/TS 24.008 and table 10.5.157/TS 24.008.

8

7 6
4 3 2

5

SM cause | El

Cause val ue

Figure 10.5.139/TS 24.008: SM cause information element

octet 1

octet 2
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Table 10.5.157/TS 24.008: SM cause information element

Cause val ue (octet 2)
Bits
87654321 )
00011001 LLC or SNDCP fail ure(GSM only)
00011010 I nsufficient resources
00011011 M ssing or unknown APN
00011100 Unknown PDP address or PDP type
00011101 User Aauthentication failed
00011110 Activation rejected by GGSN
00011111 Activation rejected, unspecified
00100000 Servi ce option not supported
00100001 Request ed service option
not subscribed )
00100010 Service option tenporarily
out of order
00100011 NSAPI al ready used
00100100 Regul ar deactivation
00100101 QS not accepted
00100110 Net work failure
00100111 Reactivation required
00101001 IFI—&LFeady—useQSenantic error in the
TFT operation ] ]
00T O0TITO0TO0F FavakdTFFFSyntactical error in the
B TFT operation
0 0 I 0 I 0 10 10 Unknown PDP cont ext .
00101TO00  Semantic errors in packet filter(s)
00TO0TTO1I Syntactical errors In packet
fiTter(s)
0T 0TO0OO0O01I Invalid transaction identifier val ue
01011111 Semantically incorrect nessage
01100000 I nvalid mandatory information
01100001 Message type non-exi stent
or not inplenented ) )
01100010 Message type not conpatible with
the protocol state
01100011 I nformation el ement non-exi stent
or not i npl enent ed
01100100 Condi tional |E error
01100101 Message not conpatible with
the protocol state
01101111 Prot ocol error, unspecified
Any ot her value received by the nobile station shal
be treated as 0010 0010, ' Service option tenﬁorarlly
out of order'. Any other value received by the network
shal | be treated as 0110 1111, 'Protocol error,
unspeci fi ed'
NOTE: The listed cause values are defined in
Annex |

10.5.6.12  Traffic Flow Template

The purpose of the traffic flow template information element is to specify the TFT parameters and operations for a PDP
context.

0 Cl o O c g1V D

maximum length for the IE is 257 octets.

NOTE: ThelE length restriction is due to the maximum length that can be encoded in asingle length octet.

NOTE: A maximum size |Pv4 packet filter can be 32 bytes. Therefore, 7 maximum size | Pv4 type packet filters,
plus the last packet filter which can contain max 30 octets can fit into one TFT, i.e. if needed not all
packet filter components can be defined into one message. A maximum size |pv6 packet filter can be 60
bytes. Therefore, only 4 maximum size |Pv6 packet filters can fit into one TFT. However, using “Add
packet filtersto existing TFT”, it's possible to create a TFT including 8 maximum size Ipv4 or |Pv6
filters.
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The traffic flow template information element is coded as shown in Figure 10.5.144/TS 24.008 and Table 10.5.162/TS

24.008.

8 7 6 5 4 3 2 1

Traffic flow tenplate | El

Length of traffic flowtenplate IE

TFT operation [Spare| Number of packet
code 0 filters

Packet filter |ist

Cct et
1

Cct et
2

Cct et
3

Cct et
4

Cct et

z

Figure 10.5.144/TS 24.008: Traffic flow template information element



9 3G aa.bbb Version x.y.z(YYYY-MM)

Annex | (informative):
GPRS specific cause values for session management

This annex is informative.

.1 Causes related to nature of request

Cause value = 25 LLC or SNDCP failure (GSM only)

This cause code is used by the MS indicate that a PDP context is deactivated because of a LLC or SNDCP
failure (e.g. if the SM receives a SNSM-STATUS.request message with cause "DM received " or " invalid XID
response ", see GSM 04.65 [78])

Cause value = 26 Insufficient resources

This cause code is used by the MS or by the network to indicate that a PDP context activation request
Secondary PDP context activation regquest or PDP context modification request cannot be accepted due to
insufficient resources.

Cause value = 27 Unknown or missing access point name

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network because the access point name was not included although required or if the access point name
could not be resolved.

Cause value = 28 Unknown PDP address or PDP type

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network because the PDP address or type could not be recognised.

Cause value = 29 User authentication failed

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network due to afailed user authentication.

Cause value = 30 Activation rejected by GGSN
This cause code is used by the network to indicate that the requested service was rejected by the GGSN.
Cause value = 31 Activation rejected, unspecified

This cause code is used by the network to indicate that the requested service was rejected due to unspecified
reasons.

Cause value = 32 Service option not supported
This cause code is used by the network when the M S requests a service which is not supported by the PLMN.
Cause value = 33 Requested service option not subscribed
See Annex G, section 4.
Cause value = 34 Service option temporarily out of order
See Annex G, section 4.
Cause value = 35 NSAPI aready used

This cause code is used by the network to indicate that the NSAPI requested by the MS in the PDP context
activation or Secondary PDP context activation request is already used by another active PDP context of this
MS.

Cause value = 36 Regular PDP context deactivation
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This cause code is used to indicate aregular MS or network initiated PDP context deactivation.
Cause value = 37 QoS not accepted

This cause code is used by the MS if the new QoS cannot be accepted that were indicated by the network in the
PDP Context Modification procedure.

Cause value = 38 Network failure

This cause code is used by the network to indicate that the PDP context deactivation is caused by an error
situation in the network.

Cause value = 39 Reactivation requested
This cause code is used by the network to request a PDP context reactivation after a GGSN restart.
Cause value = 40 Feature not supported

This cause code is used by the MS to indicate that the PDP context activation initiated by the network is not
supported by the MS.

Cause value = 41 semantic error in the TFT operationTFFalready-used

This cause code is used by the network to indicate that there is a semantic error in the TFT operation included in
a secondary PDP context act|vat|on reguest or an MS-initiated PDP context modification.the F-ndicated-in

Cause value = 42 syntactical error in the TFT operationivalidFET

This cause code is used by the network to indicate that there is a syntactical error in the TFT operation included
in a secondary PDP context activation request or an M S-initiated PDP context modification.the F-indicated-in

the secondary-PDP-context-activationrequest-isvalid:

Cause value = 43 unknown PDP context

This cause code is used by the network to indicate that the primary PDP context specified in the secondary PDP
context activation request is not active.

Cause value = 44 semantic errors in packet filter(s)

This cause code is used by the network to indicate that there is one or more semantic errors in packet filter(s) of
the TFT included in a secondary PDP context activation request or an M S-initiated PDP context modification.

Cause value = 45 syntactical error in packet filter(s)

This cause code is used by the network to indicate that there is one or more syntactical errorsin packet filter(s)
of the TFT included in a secondary PDP context activation request or an M S-initiated PDP context modification.
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9.5 GPRS Session Management Messages

9.5.1  Activate PDP context request

This message is sent by the M S to the network to request activation of a PDP context.
See table 9.5.1/TS 24.008.

Messagetype: ACTIVATE PDP CONTEXT REQUEST
Significance: global
Direction: MS to network

Table 9.5.1/TS 24.008: ACTIVATE PDP CONTEXT REQUEST message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y, 1/2
10.2
Transaction identifier Transaction identifier M \Y, 1/2
10.3.2
Activate PDP context request Message type M \Y, 1
message identity 10.4
Requested NSAPI Network service access point M \% 1
identifier 10.5.6.2
Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9
Requested QoS Quality of service M LV 1912
10.5.6.5
Requested PDP address Packet data protocol address M LV 3-19
10.5.6.4
28 Access point name Access point name (0] TLV 3-102
10.5.6.1
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3
9511 Access point name

This IE isincluded in the message when the M S selects a specific external network to be connected to.

9.5.1.2 Protocol configuration options

This IE isincluded in the message when the M S provides protocol configuration options for the external PDN.

9.5.2  Activate PDP context accept

This message is sent by the network to the M S to acknowledge activation of a PDP context.
See table 9.5.2/TS 24.008.

Messagetype: ACTIVATE PDP CONTEXT ACCEPT
Significance: global

Direction: network to MS
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Table 9.5.2/TS 24.008: ACTIVATE PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Activate PDP context accept Message type M \% 1
message identity 10.4
Negotiated LLC SAPI LLC service access point identifier M \% 1
10.5.6.9
Negotiated QoS Quality of service M LV 1912
10.5.6.5
Radio priority Radio priority M \% 1/2
10.5.7.2
Spare half octet Spare half octet M \% 1/2
10.5.1.8
2B PDP address Packet data protocol address (0] TLV 4-20
10.5.6.4
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3
34 Packet Flow Identifier Packet Flow Identifier (0] TLV 3
10.5.6.11

9521 PDP address

If the MS did not request a static address in the corresponding ACTIVATE PDP CONTEXT REQUEST message, the
network shall include the PDP address |IE in this ACTIVATE PDP CONTEXT ACCEPT message.

If the M S requested a static address in the corresponding ACTIVATE PDP CONTEXT REQUEST message, the
network shall not include the PDP address | E in this ACTIVATE PDP CONTEXT ACCEPT message.

This IE isincluded in the message when the network wishes to transmit protocol configuration options for the external

9.5.2.2 Protocol configuration options
PDN.
9.5.2.3 Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

Next Modified Section

9.5.4 Activate Secondary PDP Context Request

This message is sent by the M S to the network to request activation of a secondary PDP context. See Table

9.5.4/TS 24.008.
M essage type: ACTIVATE SECONDARY PDP CONTEXT REQUEST
Significance: global
Direction: MS to network

Table 9.5.4/TS 24.008: Activate SECONDARY PDP context request message content
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IEI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \% Y
10.2

Transaction identifier Transaction identifier M \% Y
10.3.2

Activate secondary PDP Message type M \% 1

context request message 104

identity

Requested NSAPI Network service access point M \% 1
identifier
10.5.6.2

Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

Requested QoS Quality of service M LV FFS
10.5.6.5 12

TFT Traffic Flow Template M LV FFS

Linked TI Linked TI M LV 2-3
10.5.6.7

955 Activate Secondary PDP Context Accept

This message is sent by the network to the M S to acknowledge activation of a secondary PDP context. See Table

9.5.5/TS 24.008.
M essage type:
Significance: global
Direction: network to MS

ACTIVATE SECONDARY PDP CONTEXT ACCEPT

Table 9.5.5/TS 24.008: ACTIVATE SECONDARY PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \% 2]
10.2

Transaction identifier Transaction identifier M \% 2]
10.3.2

Activate secondary PDP context [Message type M \% 1

accept message identity 10.4

Negotiated LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

Negotiated QoS Quality of service M LV FFS
10.5.6.5 12

Radio priority Radio priority M V %

Spare half octet Spare half octet M \% %
10.5.1.8

34  |Packet Flow Identifier Packet Flow Identifier (@) TLV 3
10.5.6.11
9551 Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

Next Modified Section

9.5.9

24.008.

M essage type:

Significance:

Modify PDP context request (Network to MS direction)

This message is sent by the network to the MS to request modification of an active PDP context. See table 9.5.9/TS

global

MODIFY PDP CONTEXT REQUEST (NETWORK TO MS DIRECTION)
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Table 9.5.9/TS 24.008: MODIFY PDP CONTEXT REQUEST (NETWORK TO MS DIRECTION) message

content
IEI Information Element Type/Reference Presence Format Length

Protocol discriminator Protocol discriminator M \Y, 1/2
10.2

Transaction identifier Transaction identifier M \Y, 1/2
10.3.2

Modify PDP context request Message type M \% 1

message identity 10.4

Radio priority Radio priority M \% 1/2
10.5.7.2

Spare half octet Spare half octet M \% 1/2
10.5.1.8

Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

New QoS Quality of service M LV 1912
10.5.6.5

2B PDP address Packet data protocol address (0] TLV 4-20
10.5.6.4
34 Packet Flow Identifier Packet Flow Identifier (0] TLV 3
10.5.6.11
9.5.9.1 PDP address

If the M S requested external PDN address allocation at PDP context activation viaan APN and this was confirmed by
the network in the ACTIVATE PDP CONTEXT ACCEPT message, then the network shall include the PDP address |E
inthe MODIFY PDP CONTEXT REQUEST message once the address has been actually allocated, in order to update
the PDP context in the MS.

9.5.9.2

Packet Flow ldentifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

9.5.10 Modify PDP context request (MS to network direction)

This message is sent by the M S to the network to request modification of an active PDP context. See table 9.5.10/TS

24.008.
Messagetype: MODIFY PDP CONTEXT REQUEST (MSTO NETWORK DIRECTION)
Significance: global
Direction: MS to network

Table 9.5.10/TS 24.008: modify PDP context request (MS to network direction) message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Modify PDP context request Message type M \% 1
message identity 10.4
32 Requested LLC SAPI LLC service access point identifier (0] TV 2
10.5.6.9
30 Requested new QoS Quality of service (0] TLV FFS
10.5.6.5 13
31 New TFT Traffic Flow Template 0] TLV FFS
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9.5.10.1 Requested LLC SAPI
This IE may be included in the message to request anew LLC SAPI if anew QoS is requested.

9.5.10.2 Requested new QoS

This |E may be included in the message to request a modification of the QoS.

9.5.10.3 New TFT

ThisIE isincluded in the message only when the modification applies to a secondary PDP context (FFS), to request
modification of the TFT.

Next Modified Section

9.5.12 Modify PDP context accept (Network to MS direction)

This message is sent by the network to the M S to acknowledge the modification of an active PDP context. See
table 9.5.12/TS 24.008.

Messagetype: MODIFY PDP CONTEXT ACCEPT (NETWORK TO MS DIRECTION)
Significance: global
Direction: Network to MS

Table 9.5.12/TS 24.008: modify PDP context accept (NETWORK to ms direction) message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% H2Y
10.2
Transaction identifier Transaction identifier M \% 1Y
10.3.2
Modify PDP context accept Message type M \% 1
message identity 10.4
30 Negotiated QoS Quality of service (0] TLV FFS
10.5.6.5 13
32 Negotiated LLC SAPI LLC service access point identifier (0] TV 2
10.5.6.9
33 New radio priority Radio priority (0] TV 1
10.5.7.2
34 Packet Flow Identifier Packet Flow Identifier (0] TLV 3
10.5.6.11

9.5.12.1 Negotiated QoS

ThisIE isincluded in the message if the network assigns a new QoS.

9.5.12.2 Negotiated LLC SAPI

This|E isincluded in the message if the network assignsanew LLC SAPI.

9.5.12.3 New radio priority

ThisIE isincluded in the message only if the network modifies the radio priority.

95.12.4 Packet Flow Identifier

This IE may beincluded if the network wants to indicate the Packet Flow Identifier associated to the PDP context.
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Next Modified Section

10.5.6.5

Quiality of service

The purpose of the quality of service information element is to specify the QoS parameters for a PDP context.

The QoS |E is defined to allow backward compatibility to earlier version of Session Management Protocol.

The quality of serviceis atype 4 information element with alength of 2013 octets.

The quality of service information element is coded as shown in figure 10.5.138/TS 24.008 and table 10.5.156/TS

24.008.
8 7 66 5 4 3 2 1
Quality of service |El
Length of quality of service IE
0 0 Del ay Reliability
spare cl ass cl ass
Peak 0 Precedence
t hr oughput spare cl ass
0 0 0 Mean
spare t hr oughput
Traffic dass O-spare Del i very of
. erroneous SDU
Del i very
or der

Maxi mum SDU si ze

Maxi mum bit rate for uplink

Maxi mum bit rate for downlink

Resi dual

BER SDU error ratio

SbU-errorratio

Traffic
Handl i ng
priority

Transfer del ay

Guaranteed bit rate for uplink

Guaranteed bit rate for downlink

0
o

0 0 0 0 0
4 4 4 =4 4

, ,

spare prorty

octet 1
Cct et

oct et

N

octet 4
octet 5

Cctet 6

Cctet 7
Octet—8
Cctet 89
Octet—10

Cct et
911

Octet12

Cct et
103

Octet—14

Cct et
115

Cct et
126

Octet 17

Cct et
138

Octet19
Cctet 20

Figure 10.5.138/TS 24.008: Quality of service information element
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Table 10.5.156/TS 24.008: Quality of service information element

Reliability class, octet 3 (see TS 23.660107)

Bits

321

In MS to network direction:

000 Subscribed reliability class

In network to MS direction:

000 Reserved

In MS to network direction and in network to MS direction :

001 Acknowledged GTP, LLC, and RLC; Protected data

010 Unacknowledged GTP; Acknowledged LLC and RLC, Protected data
011 Unacknowledged GTP and LLC; Acknowledged RLC, Protected data
100 Unacknowledged GTP, LLC, and RLC, Protected data

101 Unacknowledged GTP, LLC, and RLC, Unprotected data

111 Reserved

All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, Protected data in this version
of the protocol.

Delay class, octet 3 (see TS 22.060 and TS 23.860107)
Bits

654

In MS to network direction:

000 Subscribed delay class

In network to MS direction:

000 Reserved

In MS to network direction and in network to MS direction :
001 Delayclass1

010 Delayclass?2

011 Delayclass 3

100 Delay class 4 (best effort)

111 Reserved

All other values are interpreted as Delay class 4 (best effort) in this version
of the protocol.

Bit 7 and 8 of octet 3 are spare and shall be coded all 0.
Precedence class, octet 4 (see TS 23.660107)

Bits

321

In MS to network direction:

000 Subscribed precedence

In network to MS direction:

000 Reserved

In MS to network direction and in network to MS direction :
001 High priority

010 Normal priority

011 Low priority

111 Reserved
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All other values are interpreted as Normal priority in this version of the protocol.
Bit 4 of octet 4 is spare and shall be coded as 0.

Peak throughput, octet 4 (see TS 23.107)

Bits

8765

In MS to network direction:

0 0 0 OSubscribed peak throughput

In network to MS direction:

0 0 0 OReserved

In MS to network direction and in network to MS direction :

0001 Up to 1 000 octet/s
0010 Up to 2 000 octet/s
0011 Up to 4 000 octet/s
0100 Up to 8 000 octet/s
0101 Up to 16 000 octet/s
0110 Up to 32 000 octet/s
0111 Up to 64 000 octet/s
1000 Up to 128 000 octet/s
1001 Up to 256 000 octet/s
1111 Reserved

All other values are interpreted as Up to 1 000 octet/s in this
version of the protocol.
Mean throughput, octet 5 (see TS 23.107)

Bits

54321

In MS to network direction:

00000 Subscribed mean throughput
In network to MS direction:

00000 Reserved

In MS to network direction and in network to MS direction :
00001 100 octet/h
00010 200 octet/h
00011 500 octet/h
00100 1 000 octet/h
00101 2 000 octet/h
00110 5 000 octet/h
00111 10 000 octet/h
01000 20 000 octet/h
01001 50 000 octet/h
01010 100 000 octet/h
01011 200 000 octet/h
01100 500 000 octet/h
01101 1 000 000 octet/h
01110 2 000 000 octet/h
01111 5 000 000 octet/h
10000 10 000 000 octet/h
10001 20 000 000 octet/h
10010 50 000 000 octet/h
11110 Reserved
11111 Best effort

The value Best effort indicates that throughput shall be made available to the MS on a per need and availability basis.
All other values are interpreted as Best effort in this
version of the protocol.

Bits 8 to 6 of octet 5 are spare and shall be coded all 0.
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Delivery of erroneous SDUSs, octet 6 (see TS 23.107)

Bits

321

In MS to network direction:

000 Subscribed delivery of erroneous SDUs
In network to MS direction:

000 Reserved

In MS to network direction and in network to MS direction :
001 No detect (*-*)

010 Erroneous SDUs are delivered (‘yes’)
011 Erroneous SDUs are not delivered (‘no’)
111 Reserved

Allothervalues-are reserved:

The network shall map all other values not explicitly defined onto one of the values defined in this version of the
protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Delivery order, octet 6 (see TS 23.107)

Bits

543

In MS to network direction:

00 Subscribed delivery order
In network to MS direction:

00 Reserved

In MS to network direction and in network to MS direction :
01 With delivery order (‘yes’)
10 Without delivery order (‘no’)
11 Reserved
Allothervaluesare reserved-

Traffic class, octet 6 (see TS 23.107)

Bits

876

In MS to network direction:

000 Subscribed traffic class
In network to MS direction:

000 Reserved

In MS to network direction and in network to MS direction :
001 Conversational class
010 Streaming class

011 Interactive class

100 Background class
111 Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the
protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Allothervaluesarereserved-

Maximum SDU size, octet 7 (see TS 23.107)

The Maximum SDU size value is binary coded in 8 bits, using a granularity of 10 octets.
In MS to network direction:

00000000 Subscribed maximum SDU size

11111111 Reserved

In network to MS direction:

00000000 Reserved

11111111 Reserved

In MS to network direction and in network to MS direction :

For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a
granularity of 10 octets, giving a range of values from 10 octets to 1500 octets.

Values above 10010110 are as below:

10010111 1502 octets

10011000 1510 octets
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10011001 1520 octets

The network shall map all other values not explicitly defined onto one of the values defined in this version of the
protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.
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Maximum bit rate for uplink, octet 98-and-10

Bits

87654321

In MSto network direction:

00000000AHbLitst  Subscribed maximum bit rate for uplink

In network to M S direction:

0000000 O0AHbits1 Reserved

In MSto network direction and in network to MS direction :

00000001- The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps
00111111 giving arange of values from 1 kbpsto 63 kbpsin 1 kbps increments.

01000000- The maximum bit rate is 64 kbps + ((the binary coded value in 8 bits 01000000) * 8 kbps)
01111111 giving arange of values from 64 kbps to 564 kbpsin 8 kbps increments.

10000000- The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits —10000000) * 64 kbps)
11111110 giving arange of values from 576 kbps to 8640 kbps in 64 kbps increments.

Maximum bit rate for downlink, octet 119-and-12 (see TS 23.107)

Residual Bit Error Rate (BER), octet 103 (see TS 23.107)

Bits

87654321

In MSto network direction:

00000000 Subscribed residual BER

In network to M S direction:

00000000 Reserved

In MSto network direction and in network to MS direction :

The Residual BER value consists of 8 4 bits. The ranges from 5*107? to 6* 10°®. 4-bitsis-assigned-to-multipticand-and

010100100001 51072
000100100010 1*10°

0106000110100 4%10°3
000100110101 1*10°
0600101000110 1*10*
000101010111 1*10°
0600101101000 1*10°
011010001001 6*10°

The network shall map al other values not explicitly defined onto one of the values defined in this version of the
protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

i
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SDU error ratio, octet 104 (see TS 23.107)

Bits

87654321

In MSto network direction:

00000000 Subscribed SDU error ratio

In network to M S direction:

00000000 Reserved

In MSto network direction and in network to MS direction :
The SDU error ratio value consists of 84 bits. The ranges from 1*10° to 1* 10°°. 4-bitsis-assigned-to-multiplicand-and
000100100001 1*107

0010 7*10°

00010011 1*10°®

00010100 1*10™

00010101 1*10°

00010110 1*10°

1111 Reserved

Al-othervaluesarereserved: The network shall map all other values not explicitly defined onto one of the values
defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this
version of the protocol.

The MS shall consider all other values as reserved.

Traffic handling priority, octet 11 (see TS 23.107)

Bits

21

In M S to network direction:

00 Subscribed traffic handling priority

In network to M S direction:

00 Reserved

In M Sto network direction and in network to MS direction :
01 Priority level 1

10 Priority level 2

11 Priority level 3

The Traffic handling priority value isignored if the Traffic Class is Conversation class, Streaming class or Background
class.

Transfer delay, octet 115 (See TS 23.107)

Bits

876543

In MSto network direction:

00000 OAHbits1 Subscribed transfer delay

In network to M S direction:

00000 O0AHbits1 Reserved

In MSto network direction and in network to MS direction :

000001- TheTransfer delay isbhinary coded in 6 bits, using agranularity of 10 ms
001111 givingarange of valuesfrom 10 msto 150 msin 10 msincrements

010000— Thetransfer delay is 200 ms + ((the binary coded value in 6 bits — 010000) * 50 ms)
011111 giving arange of values from 200 msto 950 msin 50ms increments

100000— Thetransfer delay is 1000 ms + ((the binary coded value in 6 bits — 100000) * 100 ms)
111110 qiving arange of values from 1000 msto 4100 msin 100ms increments

111111 Reserved
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The Transfer delay value isignored if the Traffic Classis Interactive class or Background class.

Guaranteed bit rate for uplink, octet 16 and 17 (See TS 23.107)

Coding isidentical to that of Maximum bit rate for uplink.
The Guaranteed hit rate for uplink value isignored if the Traffic Classis Interactive class or Background class.

Guaranteed bit rate for downlink, octet 138-and-19 (See TS 23.107)
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6.1.2.1.5 PDP-MODIFY_PENDING

This state exists when modification of the PDP context was requested by the M S.

DI (REQ PDP CONTX. ACTIV) — PDP-INACTIVE — DI (DEACTIV. PDP CONTX. ACC)
,
/ -

DR (ACTIV. PDP CONTX. REQ) |

DR (DEACTIV. PDP
CONTX. ACC)

DR (AQTIV. PDP DR (DEACTIV. PDP
CONTX. REQ) CONTX. ACC)

/ DI (ACTIV. PDP CONTX. RE) | [ o (PEACTIV. PDP CONTX. REQ) |
DI (DEACTIV. PDP CONTX. RE
PDP-ACTIVE- | ( Q | PDP-INACTIVE-
PENDING PENDING

o

DI (ACTIV. PDP CONTX. ACC) DR (DEACTIV. PDP CONTX. REQ) |

[ DR (MOD. PDP CONTX. REQ) | «— PDP-ACTIVE < [ DR(MODPDPCONTXTACO) |
PDP-MODIFY- \ DI (MOD PDP CONTXT REQ)
PENDING — [ DI(MOD. POP CONTX. ACC) | | |

DR: GMMSM-DATA-REQUEST (Message), i.e. message sent by an MS
DI: GMMSM-DATA-INDICATION (Message), i.e. message received by an MS

Figure 6.1/TS 24.008: Session management states in the MS (overview)

It shall be noted, that Figure 6.1/TS 24.008 applies to both the PDP context activation procedure primary-and the
secondary PDP contexts activation procedure, though the distinction in messages regarding the activation of primary
and-secondary PDP contextsis not shown here for simplicity.




3 3G aa.bbb Version x.y.z(YYYY-MM)

6.1.2.2.5 PDP-MODIFY-PENDING

This state exists when modification of the PDP context was regquested by the network.

PDP-ACTIVE-
PEND
| DR (MOD PDP CONTXT ACC)l / \

T | bi (AcTIV. PDP CONTX. REQ) | oI (REQ PDP CONTX. ACTIV. RE)
| DimobropconTxTREQ) |

DR (ACTIV. PDP | DR (REQ PDP CONTX. ACTIV)
CONTX. ACC)

__— | piacTiv. pop conTx. REQ)
DR (ACTIV. PDP
CONTX. ACC)
—
PDP ACTIVE [ oR(ACTIV. PDP CONTX. REJ)| » (_ PDPINACTIVE

4 /
I DR (DEACTIV. PDP
CONTX. ACC)
[ bi (pEACTIV. PDP CONTX. REQ)—
DR (MODIFY. PDP CONTX. REQ)
| DR (DEACTIV. PDP CONTX. REQ) | oI (DEACTIV. PDP CONTX. ACC]

| DI (MODIFY. PDP CONTX. ACCb

v PDP-INACTIVE-
PEND
PDP-MODIFY -
PEND

DR: GMMSM-DATA-REQUEST (Message), i.e. message sent by network
DI: GMMSM-DATA-INDICATION (Message), i.e. message received by the network

Figure 6.2/TS 24.008: Session management states on the network side (overview)

It shall be noted, that Figure 6.2/TS 24.008 applies to both the PDP context activation procedure primary-and the
secondary PDP contexts activation procedure, though the distinction in messages regarding the activation of primary
and-secondary-PDP contextsis not shown here for simplicity.
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6.1.3.1 PDP context activation

The purpose of this procedure is to establish a PDP context between the MS and the network for a specific QoS on a
specific NSAPI. The PDP context activation may be initiated by the MS or the initiation may be requested by the
network.

Each PDP address may be described by one or more PDP contextsin the MS or the network. The PDP Context
Activation procedure is used to activate Fthe first PDP context activated-for a given PDP address and APNis-ealled-the
primary-context, whereas all additional contexts associated to the same PDP address and APN are ealled-activated with
the secondary PDP contexts activation procedure. When more than one PDP contexts are associated to a PDP address,
there shall be a Traffic Flow Template (TFT) for each or all but oneadditional context. The TFT shall be sent
transparently viathe SGSN to the GGSN to enable packet classification and policing for downlink data transfer (see
TS 23.060).

6.1.3.2 Secondary PDP Context Activation Procedure

The purpose of this procedureis to establish an secondary-additional PDP context between the MS and the network for
a specific Traffic Flow Template (TFT) and QoS profile on a specific NSAPI, when one or more PDP contexts
has’have already been established for the particular PDP address. For each secondary-of these PDP contexts, a different
QoS profileand TFT shall be requested.

6.1.3.2.1 Successful Secondary PDP Context Activation Procedure Initiated by the MS

In order to request a secondary-PDP context activation with the same PDP address and APN as an already active PDP
context, the MS shall send an ACTIVATE SECONDARY PDP CONTEXT REQUEST message to the network, enter
the state PDP-ACTIVE-PENDING and start timer T3380. The message shall contain the selected NSAPI. The MS
shall ensure that the selected NSAPI is not currently being used by another Session Management entity inthe MS. The
message shall also include a QoS profile, a TFT, arequested LLC SAPI and the Linked TI. The QoS profileisthe
requested QoS. The TFT shall be sent transparently through the SGSN to the GGSN to enable packet classification and
policing for downlink data transfer.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST, the network shall validate the message by
verifying the Tl given in the Linked Tl 1E to be any of the active PDP context(s). The same GGSN address shall be
used by the SGSN as for the already established PDP context(s) for that PDP address. The network shall select aradio
priority level based on the QoS negotiated and shall reply with an ACTIVATE SECONDARY PDP CONTEXT
ACCEPT message, if the request can be accepted.

Upon receipt of the message ACTIVATE SECONDARY PDP CONTEXT ACCEPT, the MS shall stop timer T3380
and enter the state PDP-ACTIVE. If the offered QoS parameters received from the network differ from the QoS
requested by the MS, the MS shall either accept the negotiated QoS or initiate the PDP context deactivation procedure.

In GSM the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the
offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the LLC
SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation
procedure.

In UMTS, both SGSN and M S shall store the LLC SAPI and the radio priority in the PDP context. If aUMTS to GSM
Routing Area Update is performed, the new SGSN shall initiate establishment of the logical link using the negotiated
LLC SAPI, the negotiated QoS profile and selected radio priority level stored in the PDP context asin a GSM to GSM
Routing Area Update.

An MS, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while an MS which is
capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned" in order to avoid
unnecessary value range checking and any other possible confusion in the network.
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NOTE: Theradio priority level and the LLC SAPI parameters, though not used in UMTS, shall beincluded in
the messages, in order to support handover between UMTS and GSM networks.

6.1.3.2.2 Unsuccessful Secondary PDP Context Activation Procedure initiated by the MS

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST message, the network may reject the MS
initiated secendary-PDP context activation by sending an ACTIVATE SECONDARY PDP CONTEXT REJECT
message to the M S. The message shall contain a cause code that typically indicates one of the following:

# 26: insufficient resources;

# 30: activation rejected by GGSN;

# 31: activation rejected, unspecified;

# 32: service option not supported;

# 33: requested service option not subscribed;
# 34: service option temporarily out of order;
# 35: NSAPI aready used;

#41: TFT aready used;

#42: invalid TFT;

# 43: unknown PDP context;

# 95 - 111: protocol errors.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REJECT message, the MS shall stop timer T3380 and
enter the state PDP-INACTIVE.

6.1.3.2.3 Abnormal cases
The following abnormal cases can be identified:
a) Expiry of timers

On the first expiry of the timer T3380, the MS shall resent the ACTIVATE SECONDARY PDP CONTEXT
REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth
expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort
the procedure; no automatic PDP context activation re-attempt shall be performed.

b) MSinitiated Ssecondary PDP context activation procedure for an already activated Secendary-PDP context (On
the network side)

If al parameters of the new ACTIVATE SECONDARY PDP CONTEXT REQUEST message match with those
of a previously activated PDP context, the network shall reply with an ACTIVATE SECONDARY PDP
CONTEXT ACCEPT message.

Otherwise, the network shall check the parameters as follows:

The SGSN shall first check whether there is an activated PDP context for the Tl givenin the Linked TI |E in the
ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the specified
TI, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code
indicating "unknown PDP context". If there exists a PDP context for the given Tl, then the requested NSAPI is
checked. If there exists an active PDP context with the same NSAPI, the network shall reject the activation with cause
"NSAPI already used". Otherwise, the TFT in the request message is checked. If the TFT isinvalid, the network shall
reject the activation request with cause "Invalid TFT". If the TFT isvalid but it is already used by another context of
the same PDP address, the network shall reject the activation request with cause " TFT already used". Otherwise, the
network shall accept the activation request by replying to the MS with an ACTIVATE SECONDARY PDP CONTEXT
ACCEPT message.
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MS Network

ACTIVATE SECONDARY PDP CONTEXT REQUEST
Start T3380 >

Stop T3380 ACTIVATE SECONDARY PDP CONTEXT ACCEPT

or

ACTIVATE SECONDARY PDP CONTEXT REJECT

Stop T3380

Figure 6.5/TS 24.008: MS initiated secondary PDP context activation procedure

6.1.3.3 PDP context modification procedure

The PDP context modification procedure is invoked by the network or by the MS, in order to change the QoS
negotiated, the Radio priority level, or the TFT, negotiated during the PDP context activation procedure, the secondary
PDP context activation procedure or at previously performed PDP context modification procedures. The MS may also
create and delete a TFT in an active PDP context. The procedure can be initiated by the network or the MS at any time
when a PDP context is active.

The network requested PDP context modification procedure may also be used to update the PDP address when external
PDN address allocation is performed, in which case the M S receives the PDP address in the MODIFY PDP CONTEXT
REQUEST (Network to M S direction) message.

NOTE: The procedure may be initiated by the network due to an inter-SGSN Routing Area Updating when a
PDP context is active.

6.1.3.4 PDP context deactivation procedure

The purpose of this procedure is to deactivate an existing PDP context between the MS and the network. The PDP
context deactivation may beinitiated by the MS or by the network. Fhisprocedure-can-also-be-used-to-deactivate
secondary-PDP-contexts-The tear down indicator information element may be included in the DEACTIVATE PDP
CONTEXT REQUEST message in order to indicate whether only the PDP context associated with this specific T1 or
al active PDP contexts sharing the same PDP address as the PDP context associated with this specific Tl shall be
deactivated. If the tear down indicator information element is not included in the DEACTIVATE PDP CONTEXT
REQUEST message, only the PDP context associated with this specific Tl shall be deactivated.

6.1.3.4.1 PDP context deactivation initiated by the MS

In order to deactivate a PDP context, the MS sendsa DEACTIVATE PDP CONTEXT REQUEST message to the
network, enters the state PDP-INACTIVE-PENDING and starts timer T3390. The message contains the transaction
identifier (T1) in use for the PDP context ersecondary-PBP-context-to be deactivated and a cause code that typically
indicates one of the following causes:

#25: LLC or SNDCP failure(GSM only) ;
# 26: insufficient resources,

# 36: regular PDP context deactivation; or
# 37: QO0S not accepted.

The network shall reply with the DEACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the
DEACTIVATE PDP CONTEXT ACCEPT message, the MS shall stop timer T3390. In GSM, both the MS and the
network shall initiate local release of the logical link if it is not used by another PDP context. In UMTS, the network
shall initiate the release of Radio Access Bearer associated with this PDP context.
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9.5.4 Activate Secondary PDP Context Request

This message is sent by the M S to the network to request activation of an secendary-additional PDP context associated
with the same PDP address and APN as an already active PDP context. See Table 9.5.4/TS 24.008.

Message type:
Significance: global
Direction: MS to network

ACTIVATE SECONDARY PDP CONTEXT REQUEST

Table 9.5.4/TS 24.008: Activate SECONDARY PDP context request message content

IEI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \Y, Y%
10.2

Transaction identifier Transaction identifier M \Y, Y%
10.3.2

Activate secondary PDP Message type M \% 1

context request message 10.4

identity

Requested NSAPI Network service access point M \% 1
identifier
10.5.6.2

Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

Requested QoS Quality of service M LV FFS
10.5.6.5

TFT Traffic Flow Template M LV FFS

Linked TI Linked TI M LV 2-3
10.5.6.7

9.5.5

Activate Secondary PDP Context Accept

This message is sent by the network to the M S to acknowledge activation of an secendary-additional PDP context
associated with the same PDP address and APN as an already active PDP context. See Table 9.5.5/TS 24.008.

M essage type:
Significance: global
Direction: network to MS

ACTIVATE SECONDARY PDP CONTEXT ACCEPT

Table 9.5.5/TS 24.008: ACTIVATE SECONDARY PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \Y 1/2
10.2

Transaction identifier Transaction identifier M \Y 1/2
10.3.2

Activate secondary PDP context |Message type M \% 1

accept message identity 10.4

Negotiated LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

Negotiated QoS Quality of service M LV FFS
10.5.6.5

Radio priority Radio priority M Vv 1/2

Spare half octet Spare half octet M \% 1/2
10.5.1.8

34 Packet Flow Identifier Packet Flow Identifier 0] TLV 3

10.5.6.11

9551

Packet Flow Identifier

This IE may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.
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9.5.6  Activate Secondary PDP Context Reject

This message is sent by the network to the UE to reject activation of an secendary-additional PDP context_associated
with the same PDP address and APN as an already active PDP context. See Table 9.5.6/TS 24.008.

Messagetype: ACTIVATE SECONDARY PDP CONTEXT REJECT
Significance: global
Direction: network to MS

Table 9.5.6/TS 24.008: ACTIVATE SECONDARY PDP CONTEXT REJECT message content

IEI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \Y, 1/2
10.2

Transaction identifier Transaction identifier M \Y, 1/2
10.3.2

Activate secondary PDP context | Message type M \% 1

reject message identity 104

SM cause SM Cause M \% 1
10.5.6.6

9.5.10 Modify PDP context request (MS to network direction)

This message is sent by the M S to the network to request modification of an active PDP context. See table 9.5.10/TS
24.008.

Messagetype: MODIFY PDP CONTEXT REQUEST (MSTO NETWORK DIRECTION)
Significance: global
Direction: MSto network

Table 9.5.10/TS 24.008: modify PDP context request (MS to network direction) message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Modify PDP context request Message type M \% 1
message identity 10.4
32 Requested LLC SAPI LLC service access point identifier (@] TV 2
10.5.6.9
30 Requested new QoS Quality of service (0] TLV FFS
10.5.6.5
31 New TFT Traffic Flow Template (©) TLV FFS

9.5.10.1 Requested LLC SAPI
This |E may be included in the message to request anew LLC SAPI if anew QoS isrequested.

9.5.10.2 Requested new QoS

This |E may be included in the message to request a modification of the QoS.
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9.5.10.3 New TFT

This|E isincluded in the message only when the-medification-appliesto-a-secondarymultiple PDP contexts with the
same PDP address and APN are active{FFS), to request modification of the TFT.

Annex | (informative):
GPRS specific cause values for session management

This annex is informative.

.1 Causes related to nature of request

Cause value = 25 LLC or SNDCP failure (GSM only)

This cause code is used by the MS indicate that a PDP context is deactivated because of aLLC or SNDCP
failure (e.g. if the SM receives a SNSM-STATUS request message with cause "DM received " or " invalid XID
response”, see GSM 04.65 [78])

Cause value = 26 Insufficient resources

This cause code is used by the MS or by the network to indicate that a PDP context activation request,
Ssecondary PDP context activation request or PDP context modification request cannot be accepted due to
insufficient resources.

Cause value = 27 Unknown or missing access point name

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network because the access point name was not included although required or if the access point name
could not be resolved.

Cause value = 28 Unknown PDP address or PDP type

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network because the PDP address or type could not be recognised.

Cause value = 29 User authentication failed

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network due to afailed user authentication.

Cause value = 30 Activation rejected by GGSN
This cause code is used by the network to indicate that the requested service was rejected by the GGSN.
Cause value = 31 Activation rejected, unspecified

This cause code is used by the network to indicate that the requested service was rejected due to unspecified
reasons.

Cause value = 32 Service option not supported
This cause code is used by the network when the M S requests a service which is not supported by the PLMN.

Cause value = 33 Requested service option not subscribed
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See Annex G, section 4.
Cause value = 34 Service option temporarily out of order
See Annex G, section 4.
Cause value = 35 NSAPI aready used

This cause code is used by the network to indicate that the NSAPI requested by the MS in the PDP context
activation or Ssecondary PDP context activation request is already used by another active PDP context of this
MS.

Cause value = 36 Regular PDP context deactivation
This cause code is used to indicate aregular MS or network initiated PDP context deactivation.
Cause value = 37 QoS not accepted

This cause code is used by the MS if the new QoS cannot be accepted that were indicated by the network in the
PDP Context Modification procedure.

Cause value = 38 Network failure

This cause code is used by the network to indicate that the PDP context deactivation is caused by an error
situation in the network.

Cause value = 39 Reactivation requested
This cause code is used by the network to request a PDP context reactivation after a GGSN restart.
Cause value = 40 Feature not supported

This cause code is used by the MS to indicate that the PDP context activation initiated by the network is not
supported by the MS.

Causevalue =41 TFT already used

This cause code is used by the network to indicate that the TFT indicated in the secondary PDP context
activation request is already used.

Causevalue=42 invalid TFT

This cause code is used by the network to indicate that the TFT indicated in the secondary PDP context
activation request isinvalid.

Cause value = 43 unknown PDP context

This cause code is used by the network to indicate that the primary-PDP context specified-identified by the
Linked TI IE in the secondary PDP context activation request is not active.
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