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Foreword

This Technical Specification has been produced by the 3GPP.
The contents of the present document are subject to continuing work within the TSG and may change following formal

TSG approval. Should the TSG modify the contents of this TS, it will be re-released by the TSG with an identifying
change of release date and an increase in version number as follows:;
Version 3.y.z

where:
x thefirst digit:
1 presentedto TSG for information;
2 presented to TSG for approval;
3 Indicates TSG approved document under change control.

y thesecond digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the specification;

3GPP
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1 Scope

This document specifies the stage 3 of the Open Service Architecture (OSA) Application Programming
Interface (API). The concepts and the functional architecture of the Open Service Architecture (API) are

described by TS 23.127[2]. This document describes the stage 3 specification of the Open Service
Architecture API.

The Open Service Architecture defines an architecture that enables service providers to make use of
network functionality through an open standardised interface, i.e. the OSA API. The network functionality is
describes as Service Capability Servers. Within the OSA concepts the following Service Capability Servers
are identified:

CAMEL Service Environment (see in TS 23.078 [4])

WAP execution platform (i.e. WAP Gateway & WAP Push Proxy, see in [13])

Home Location Register (HLR)

The documentation of the OSA R'99 API protocol consist of two parts:
- The API specification (Part 1).
This is a normative stage 3 specification of the capabilities of the OSA R’99 API and describes the OSA
API interface classes, containing class diagrams (see section 6), state transition diagrams (see section
7), SDLs (see section 8), data type definitions (section 9), and the IDLs (see section 10).
The Mapping specification of the OSA R’99 API and the network protocols (Part2).
This is an informative specification to provide an example how the OSA API can be mapped on the
network protocols (i.e. MAP [7], CAP[8] and WAP[9]). It is an informative document, since this mapping
is considered as implementation/vendor dependent. On the other hand this mapping will provide
potential service designers with a better understanding of the relationship of the OSA API interface
classes and the behavior of the network associated to these interface classes.

The OSA API Stage 3 activity is performed jointly with ETSI SPAN3’s Service Provider Access activity. The
contents of this document is related to the jointly owned 3GPP & ETSI document referred as the API Master

document, which contains the API interface descriptions that are common and differentiated between ETSI &
3GPP.

3GPP
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2 References

References may be made to:
a) Specific versions of publications (identified by date of publication, edition number, version number,
etc.), in which case, subsequent revisions to the referenced document do not apply; or

b) All versions up to and including the identified version (identified by "up to and including" before the
version identity); or

c) All versions subsequent to and including the identified version (identified by "onwards" following the
version identity); or

d) Publications without mention of a specific version, in which case the latest version applies.

A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the
same number.

[1] TR 21.905 "3rd Generation Partnership Project; Technical Specification Group Radio
Access Network; 3G Vocabulary”

[2] TS 23.127 “3rd Generation Partnership Project; Technical Specification Services and
System Aspects; Virtual Home Environment / Open Service Architecture”

[3] TS 23.057: “3rd Generation Partnership Project; Technical Specification Services and
System Aspects; Mobile Station Application Execution Environment (MEXE)”

[4] TS 23.078: “3rd Generation Partnership Project; Technical Specification Core Network;
CAMEL Phase 3, stage 2"

[5] UMTS TS 22.101: "Universal Mobile Telecommunications System (UMTS): Service

[6] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user
side framework for content negotiation (www.w3.0rg)

[7] TS 29.002: “3rd Generation Partnership Project; Technical Specification Core Network;
Mobile Application Part (MAP)’

[8] TS 29.078: “3rd Generation Partnership Project; Technical Specification Core Network;
CAMEL Phase 3, stage 3’

[9] Wireless Application Protocol (WAP), Version 1.2, UAProf Specification
(www.wapforum.org)

[10] Wireless Application Protocol (WAP), version 1.2, WAP Service Indication specification,
(www.wapforum.org)

[11] Wireless Application Protocol (WAP), version 1.2, WAP Push Architecture Overview
(Www.wapforum.org)

[12] Wireless Application Protocol (WAP), version 1.2, WAP Architecture (www.wapforum.org)

[13] SUN IDL Compiler (www.javasoft.com/products/jdk/idl/index.html)

[14] UML Unified ModellingLanguage (www.rational.com/uml)

[15] Object Management Group (www.omg.org)

3GPP
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of this specification, the following definitions apply:

Applications: Services, which are designed using service capability features.

Gateway: Synonym for Service Capability Server. From the viewpoint of applications,
a Service Capability Server can be seen as a gateway to the core network.

HE-VASP: Home Environment Value Added Service Provider. This is a VASP that has
an agreement with the Home Environment to provide services.

Home Environment: responsible for overall provision of services to users

Local Service: A service, which can be exclusively provided in the current serving network
by a Value Added Service Provider.

OSA Interface: Standardised Interface used by application to access service capability
features.

Personal Service Environment: contains personalised information defining how subscribed services are
provided and presented towards the user. The Personal Service
Environment is defined in terms of one or more User Profiles.

Service Capabilities: Bearers defined by parameters, and/or mechanisms needed to realise
services. These are within networks and under network control.

Service Capability Feature:  Functionality offered by service capabilities that are accessible via the
standardised OSA interface

Service Capability Server: Functional Entity providing OSA interfaces towards an application

Service Factory: The Factory mechanism (pattern) is a common Object Oriented technique
for creation of objects.

Services: Services are made up of different service capability features.

User Interface Profile: Contains information to present the personalised user interface within the

capabilities of the terminal and serving network.

User Profile: This is a label identifying a combination of one userone user interface
profile, and one user services profile.

User Services Profile: Contains identification of subscriber services, their status and reference to
service preferences.

Value Added Service Provider: provides services other than basic telecommunications service for which
additional charges may be incurred.

Virtual Home Environment: A concept for personal service environment portability across network
boundaries and between terminals.

Further definitions are given in TS 22.101 [5].

3GPP
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3.2 Abbreviations

For the purposes of this TS the following abbreviations apply:

CAMEL
CSE
HE
HE-VASP
HLR
IDL
MAP
ME
MEXE
MS
MSC
OSA
PLMN
PSE
SAT
SCP
SIM
SMS
SMTP
USIM
VASP
VHE
WAP
WGP
WPP

Customised Application For Mobile Network Enhanced Logic
Camel Service Environment

Home Environment

Home Environment Value Added Service Provider
Home Location Register

Interface Description Language

Mobile Application Part

Mobile Equipment

Mobile Station (Application) Execution Environment
Mobile Station

Mobile Switching Centre

Open Service Architecture

Public Land Mobile Network

Personal Service Environment

SIM Application Tool-Kit

Service Control Point

Subscriber Identity Module

Short Message Service

Simple Mail Transfer Protocol

User Service ldentity Module

Value Added Service Provider

Virtual Home Environment

Wireless Application Protocol

Wireless Gateway Proxy

Wireless Push Proxy

Further abbreviations are given in the TR 21.905 [1].

3GPP
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4 Open Service Architecture

The concepts and Architecture of the Open Service Architecture are described within [2]. Within this stage 2
document several Service Capability Features are identified. However for OSA API Release 99, the set of
addressed Service Capability Features are limited to the following:
- Framework SCF

Call Control SCF

User Interaction SCF

User Location SCF

User Status SCF

Terminal Capability SCF

The Framework API contains interfaces between the Application Server — Framework SCF and between
Network Service Capability Server (SCS) — Framework SCF. For Release 99, the Framework API is
restricted to the interface between Application Server — Framework SCF.

The User Profiles are limited to the Terminal Capabilities for OSA R’99. Therefore, only limited functionality is
available for the security within OSA R'99. The Framework & Network SCSs provide the following security

Checking the subscriber’s registration to the SCS feature
Checking the subscriber’s activation of the SCS feature
Checking the subscriber’s privacy settings of the SCS feature

The purpose of the OSA API is to shield the complexity of the network, its protocols and specific
implementation from the applications. This means that applications do not have to be aware of the network
nodes a Service Capability Server interacts with in order to provide the Service Capability Features to the
application. The specific underlying network and its protocols are transparent to the application.

For example, an application that has subscribed to the Network User Location service does not have to know
whether the SCS provides location reports to the application based on information from the CSE or HLR.
Similarly, the application does not have to know whether a message offered to the SCS for delivery to a
terminal is actually sent by the SCS to the terminal via a WGP/WPP or SMS-C. It is the Service Capability
Server that is capable of deciding how the message is to be sent. The OSA concept therefore leads to a shift
of logic on dealing with the network from the applications to the Service Capability Servers.

3GPP
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5 Methodology

Following is a description of the methodol ogy used for the establishment of stage 3 specification in the scope of 3GPP
CN OSA.

5.1 Tools and Languages

The Unified Modelling Language (UML) [14] is used as the means to specify class and state transition diagrams.
Additionally, Object Management Group’'s (OMG) [15] Interface Definition Language (IDL) is used as the meansto
programmatically definethe interfaces. IDL files are either generated manually from class diagrams or by usinga UML
tool. In the case IDLs are manually written and/or being corrected manually, correctness has been verified using a
CORBAZ2 (orbos/97-02-25) compliant IDL compiler, e.g. [13].

5.2 Packaging

A hierarchical packaging schemeis used to avoid polluting the global name space. Theroot is defined as:
org.threegpp. osa

Note that the CORBA module hierarchy defined in the IDLs does not necessrly parallelsthe logical UML package
hierarchy.

5.3 Colours

For clarity, class diagrams follows a certain colour scheme. Blue for application interface packages and yellow for all
the others.

5.4 Naming scheme

The following naming scheme is used for both documentation and IDLs.

packages
lowercase.
Using the domain-based naming (For example, org.threegpp.osa)
classes, structures and types. Start with T
TpCapitalizedWithInternal WordsAlsoCapitdized
Exception class:
TpClassNameEndsWithException
Interface. Start with Ip:
IpThislsAninterface
constants:
P_UPPER _CASE WITH_UNDERSCORES AND_START WITH_P
methods:
firstWordL owerCaseButl nternal WordsCapitalized()
method’ s parameters
firstWordL owerCaseButl nternal WordsCapitalized
collections (set, array or list types)
TpCollectionEndsWithSet
class/structure members
firstWordL owerCaseButInternal WordsCapitalized

Spaces in between words are not allowed.

5.5 Error results

AsOMG IDL supports exception handling with high efficiency, OSA methods communicate errorsin the form of
CORBA exceptions of type TpGeneral Exception in the IDLs; the CORBA methods themselves always return void. But
in the documentation, errors are communicated using areturn parameter of type TpGeneral Resullt.

3GPP
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5.6 References

In the interface specification whenever parameters are to be passed by reference, the “Ref” suffix is appended to their
corresponding data type (e.g. | pAninterfaceRef anlnterface), areference can also be viewed asalogical indirection.
Therefore, structured or primitive datatype passed asout parameters are references. Aninterface passed asanin
parameter is also areference but an interface passed as an out parameter isadouble indirection (i.e.: RefRef)

Original Datatype IN parameter declaration OUT parameter declaration
TpPrimitive parm : IN TpPrimitive parm : OUT TpPrimitiveRef
TpStructured parm: IN TpStructured parm : OUT TpStructuredRef
Iplnterface parm : IN IpInterfaceRef parm : OUT IplnterfaceRefRef

InIDL, however, the following rules apply:

a Interfaces areimplicitly passed by reference.

a out parameters are also implicitly passed by reference.

Thisleadsto:

a Interface as anin parameter: Passed by Reference.

a Structure or primitive type as anin parameter: Passed by Value.

a Structure or primitive type as anout parameter: Passed by Reference.
a Interface as an out parameter: As reference passed by reference.

To simplify the documentation without adding ambiguities, parameters (interfaces, structures and primitive data types)
are used as is when specified asin or out parametersin the IDL. This means that there will be no “Ref” added after the
datatypes of parametersinthe IDL.

5.7 Number of out parameters

In order to support mapping to as many languages as possible, thereisonly 1 out parameter allowed per operation.

5.8 Strings and Collections

For character strings, the String datatypeis used without regard to the maximum length of the string. In IDL, the data
type String is typedefed® from the CORBA primitive string. This CORBA primitive is made up of alength and a
variable array of byte.

For homogeneous collections of instances of a particular data type the following naming scheme is used:
<datatype>Set. In OMG IDL, this mapsto a sequence of the datatype. A CORBA sequenceisimplicitly made of a
length and avariable array of elements of the same type.

Example: typedef sequence<TpSessi onl D> TpSessi onl DSet ;

Collection types can be implemented (for example, in C++) as a structure containing an integer for the number part,
and an array for the data part.

Example:
The TpAddressSet datatype may be defined in C++ as;

typedef struct {
short numnber ;
TpAddr ess address [];
} TpAddressSet;

The array "address’ is allocated dynamically with the exact number of required TpAddress elements based on
"number".

1 A typedef is atype definition declarationin IDL.

3GPP



3G TS 29.198 version 1.0.0 15

5.9 Prefixes

3G TS 29.198 1.0.0 (2000-03)

OSA constants and data types are not defined in the global name space but in the org.threegpp.osa module.

5.10 Naming space across CORBA modules

The following shows the naming space used in this specification.

modul e org {

nodul e threegpp { // cannot use 3gpp, nanes need to start with letter

nodul e osa {

/1 The fully qualified nane of the follow ng constant
/'l is org::threegpp::o0sa::P_TH S IS AN _OSA GLOBAL_CONST
const long P_THI S_I S_AN_OSA GLOBAL_CONST= 1999;

/1 Add ot her OSA gl obal constants and types here

nodul e framework {
/'l no scoping required to access P_THI S IS AN_OSA GLOBAL_CONST
const long P_FW CONST= THI S | S_AN_OSA GLOBAL_CONST;

}

nodul e mm {
/1l scoping required to access P_FW CONST
const |ong P_M _CONST= framework:: P_FW CONST;
b

3GPP



3G TS 29.198 version 1.0.0 16 3G TS 29.198 1.0.0 (2000-03)

6 Class diagrams

Class diagrams are specified in UML.: interface classes are shown as interface names within shaded
rectangular boxes; relationships and generalizations as lines connecting pairs of interface classes.

All OSA interface classes should be packaged into the org.threegpp.osa module. Further sub-packaging is
an implementation decision, but this section proposes a way to do it. Using this recommended packaging, a
top-down approach is followed in the subsequent sections. Note that UML packaging is only a logical
packaging and does not necessarily reflects IDL packaging.

6.1 Class diagrams common across OSA

All application and framework interfaces inherit from IpOsa interface. Service capability features on the other
hand inherit from the common IpService interface. The corresponding interfaces that must be implemented
by the application (e.g. for API callbacks) are denoted as 'Application Interface'.

<<Interface>>
IpOsa
(from org.threegpp.osa)

T

<<Interface>>
IpService

®setCallback()

Figure6-1: OSA baseinterfaces

6.1.1 Base OSA interface

All application and framework interfaces inherit from the following interface.

<<Interface>>

IpOsa

6.1.2 Generic Service Capability Feature interface

All SCF sinterfacesinherit from the following interface.

<<Interface>>

IpService

setCallback(applnterface : in IpOsa) : TpResult
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6.2 Class diagrams for the Framework service capability feature

This section specifies the class diagrams that define the framework SCF, and proposes a way to package
them.

6.2.1 Top level Framework packages

The top level view of the Framework SCF consists of the following two packages:

[ ] ]

PAppFramework PFramework

Figure 6-2: Framework top level packages
These two packages are de-composed in the following way:
Conggsof
- PappTrustAndSecurityMgnt
PAppFramework - PAppintegrityMgmt

—| Conggsof

- PSarviceDiscovery
PRramework - PTrustAndSscurityMgnt
PlntegrityMgmt

The top-level packages are de-composed as described above; between some of the resulting sub-packages there are
dependencies, that reflect dependencies between any two classes in the sub-package. The following figure shows al
this.

PAppFramework
PAppTrustAndSecurityMgmt PAppIntegrityMgmt
PFramework
PTrustAndSecurityMgmt PlntegrityMgmt PServiceDiscovery

Figure 6-3: Framework sub-packages
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6.2.2 Service Discovery

<<Interface>>
IpServiceDiscovery

i ".-”,-IistServiceTypes()

F8idescribeServiceType()

:::édiscoverService()
“listSubscribedServices()

Figure 6-4: Service Discovery Class Diagrams

<<Interface>>

IpServiceDiscovery

listServiceTypes(listTypes: out TpServiceTypeNameListRef) : TpResult

describeServiceType(name: in TpServiceTypeName, serviceTypeDescription: out
TpServiceTypeDescriptionRef) : TpResult

discoverService(serviceTypeName: in TpServiceTypeName, desiredPropertyList: in TpServicePropertyList,
max: in TpInt32, servicelList: out TpServiceListRef) : TpResult

listSubscribedServices(serviceList: out TpServiceListRef) : TpResult

6.2.3 Trust and Security Management

<<Interface>>
IpAppAccess

minateServiceAgreement()

'%nServiceAgreement()
terminateAccess()

<<Interface>>
IpAppAuthentication

ar:':‘zenticate()

<<usks>> abortAuthentication()
<<uges>>
<<Interface>>
IpAccess
<<Interface>> - <<Interface>>
Iplnitial . @btaininterface() IpAuthentication
= | ghtaininterfaceWithCallback() =
| @nitiateAuthentication() _{CESSCh‘?CkO seiactAuthMethod()
“requestAccess() | GelectService() alfhenticate()
| ggnServiceAgreement() aboftAuthentication()
_%arminateServiceAgreement()
“éndAccess()

Figure 6-5: Trust and Security M anagement — Application and Framework Class Diagrams

6.2.3.1 Iplnitial

<<Interface>>

IpInitial
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initiate Authentication(clientApplID: in TpClientAppID, authType : in TpAuthType, appAuthinterface:
in losalnterfaceRef, fwAuth :out TpFwAuthRef) : TpResult

requestAccess(accessType: in TpAccessType, appAccessinterface; in losalnterfaceRef,
fwAccesslInterface: out losalnterfaceRefRef): TpResult

6.2.3.2 IpAppAuthentication

<<Interface>>

IpAppAuthentication

authenticate( prescribedMethod: in TpAuthCapability, challenge: in TpString, response: out
TpStringRef) : TpResult

abortAuthentication() : TpResult

6.2.3.3 IpAuthentication

<<Interface>>

IpAuthentication

selectAuthMethod (authCapability: in TpAuthCapabiltyList, prescribedMethod: out
TpAuthCapabilityRef) : TpResult

authenticate (prescribedMethod: in TpAuthCapability, challenge: in TpString, response: out
TpStringRef) : TpResult

abortAuthentication() : TpResult

6.2.3.4 IpAccess

<<Interface>>

IpAccess

obtaininterface( interfaceName: in TpinterfaceName, fwinterface: out IpinterfaceRefRef): TpResult

obtaininterfaceWithCallback( interfaceName: in TpinterfaceName, applinterface: in IpinterfaceRef,
fwinterface: out losalnterfaceRefRef): TpResult

accessCheck( securityContext:: in TpString, securityDomain: in TpString, group : in TpString,
serviceAccessTypes: in TpString, serviceAccessControl: out TpServiceAccessControlRef):
TpResult

selectService( servicelD: in TpServicelD, serviceProperties: in TpServicePropertyList,

3GPP



3G TS 29.198 version 1.0.0 20 3G TS 29.198 1.0.0 (2000-03)

serviceToken: out TpServiceTokenRef): TpResult

signServiceAgreement( serviceToken: in TpServiceToken, agreementText: in TpString,
signingAlgorithm: in TpSigningAlgorithm, signatureAndServiceMgr: out
TpSignatureAndServiceMgrRef ): TpResult

terminateServiceAgreement( serviceToken: in TpServiceToken, terminationText: in TpString,
digitalSignature: in TpString): TpResult

endAccess(endAccessProperties: in TpPropertyList) : TpResult

6.2.3.5 IpAppAccess

<<Interface>>

IpAppAccess

signServiceAgreement( serviceToken: in TpServiceToken, agreementText: in TpString,
signingAlgorithm: in TpSigningAlgorithm, digitalSignature: out TpStringRef): TpResult

terminateServiceAgreement( serviceToken: in TpServiceToken, terminationText: in TpString,
digitalSignature: in TpString): TpResult

terminateAccess( terminationText: in TpString, signingAlgorithm: in TpSigningAlgorithm,
digitalSignature: in TpStringRef) : TpResult
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6.2.4 Integrity Management
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<<Interface>> <<Interface>> <<Interface>> <<Interface>>
<<Interface>>
IpAppHeartBeatMgmt | 1 0.*| IpAppHeartBeat IpAppLoadManager IpAppFaultManager IPAPPOAM
" nableAppHeartBeat() % nd qlﬁryAppLoadManager() ac’(:l’ityTgstRes() systéthDateTimeQuery()
“HisableAppHeartBeat() () tiéryLoadRes() apPActivityTestReq() —
« : N e LoadErr()
“thangeTimePeriod() q&“’ fwiFgultReportind()
disableLoadControl() fwP8ultRecoverylnd()
efﬁb|ELUBQ§0Utf0|() sv@Bnavailablelnd()
<<uses>> rqﬁ'umeNonﬂcatwn() gerBaultStatsRecordRes() <<uses>>
<<usps>> s#pendNotification() -
<<udps>> <<usps>>
<<Interface>> <<Interface>> <<Interface>> <<Interface>> <<Interface>>
IpHeartBeatMgmt |1 0.. IpHeartBeat IpLoadManager IpFaultManager IpOAM
5 =]
;ﬁ_nableHeanBeatO send() iegortLoad() actiyity TestReq() systemDateTimeQuery()
StlisableHeartBeat() gééryLoadReq() appActivityTestRes()
-&hangeTlmePenod() gueryAppLoadRes() se%ceunavailablelnd()
qaeryAppLoadErr() gefFaultStatsRecordReq()

r(ifterLoadComroller()
urikegisterLoadController()

te8umeNotification()
sgpendNotiﬁcation()

Figure 6-6: Integrity Management — Application and Framework Class Diagrams

6.2.4.1 IpHeartBeatMgmt

<<Interface>>

IpHeartBeatMgmt

enableHeartBeat(duration: in TpDuration, applnterface, in IpAppHeartBeatRef, session: out
TpSessionIDRef) : TpResult

disableHeartBeat(session: in TpSessionID) : TpResult

changeTimePeriod(duration: in TpDuration, session: in TpSessionID) : TpResult

6.2.4.2 IpAppHeartBeatMgmt

<<Interface>>

IpAppHeartBeatMgmt

enableAppHeartBeat(duration: in TpDuration, interface: in IpHeartBeatRef, session: in
TpSessionID) : TpResult

disableAppHeartBeat(session: in TpSessionID) : TpResult

changeTimePeriod(duration: TpDuration, session: in TpSessionID) : TpResult

6.2.4.3 IpHeartBeat

<<Interface>>

IpHeartBeat
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send(session: in TpSessionID) : TpResult

6.2.4.4 IpAppHeartBeat

<<Interface>>

IpAppHeartBeat

send(session: in TpSessionID) : TpResult

6.2.4.5 IpLoadManager

<<Interface>>

IpLoadManager

reportLoad(requester : in TpClientAppID, loadLevel : in TpLoadLevel) : TpResult

queryLoadReq(requester : in TpClientAppID, servicelDs: in TpServicelDList, timelnterval : in
TpTimelnterval) : TpResult

queryAppLoadRes(loadStatistics : in TpLoadStatisticList) : TpResult
queryAppLoadErr(loadStatisticsError : in TpLoadStatisticErrorList) : TpResult
registerLoadController( requester : in TpClientApplID, servicelDs: in TpServicelDList) : TpResult
unregisterLoadController( requester : in TpClientAppID, servicelDs: in TpServicelDList) : TpResult
resumeNoatification(servicelDs: in TpServicelDList) : TpResult

suspendNotification(servicelDs: in TpServicelDList) : TpResult

6.2.4.6 IpAppLoadManager

<<Interface>>

IpAppLoadManager

queryAppLoadReq(servicelDs: in TpServiceldList, timelnterval : TpTimelnterval) : TpResult
gueryLoadRes(loadStatistics : in TpLoadStatList) : TpResult
queryLoadErr(loadStatisticsError : in TpLoadStatErrList) : TpResult
disableLoadControl(servicelDs: in TpServiceldList) : TpResult
enableLoadControl(loadStatistics : in TpLoadStatList ) : TpResult

resumeNotification() : TpResult

suspendNoatification() : TpResult
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6.2.4.7 IpFaultManager

<<Interface>>

IpFaultManager

activityTestReq(activityTestID: in TpActivityTestID, svclD: in TpServicelD, appID: in
TpClientAppID): TpResult

appActivityTestRes(activityTestID: in TpActivityTestID, activityTestResult: in TpActivityTestRes):
TpResult

serviceUnavailablelnd(serviceld: in TpServicelD, appID: in TpClientAppID): TpResult

genFaultStatsRecordReq(timePeriod: in TpTimelnterval, servicelDList: in TpServicelDList, appID:
in TpClientAppID): TpResult

6.2.4.8 IpAppFaultManager

<<Interface>>

IpAppFaultManager

activityTestRes(activityTestID: in TpActivityTestID, activityTestResult: in TpActivityTestRes):
TpResult

appActivityTestReq(activityTestID: in TpActivityTestID): TpResult
fwFaultReportind(fault: in TpinterfaceFault): TpResult

fwFaultRecoveryInd(fault: in TpinterfaceFault): TpResult

svcUnavailablelnd(serviceld: in TpServicelD, reason: in TpSvcUnavailReason): TpResult

genFaultStatsRecordRes(faultStatistics: in TpFaultStatsRecord, servicelDs: in TpServicelDList):
TpResult

6.2.4.9 IpOAM

6.2.4.10

<<Interface>>

IpPOAM

systemDateTimeQuery(clientDateAndTime : in TpDateAndTime, systemDateAndTime: out
TpDateAndTimeRef) : TpResult

IpPAppOAM

<<Interface>>

IPAppOAM

systemDateTimeQuery(clientDateAndTime : in TpDateAndTime, systemDateAndTime: out
TpDateAndTimeRef) : TpResult
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6.3 Generic Call Control

Generic Call Control providesthe basic call control capabilitiesfor the API. It alows callsto be instantiated from the
network and routed through the network. The call model is based around a central call model that has zero to two call
legs that are active (i.e., being routed or connected), each of which representsthe logical relationship between the call
and an address. However, the application does not have direct access to the call legs. Generic Call Control supports
functionality to allow call routing and call management for Camel Phase 3 and earlier services.

Generic Call Control isrepresented by the IpCallManager and IpCall interfaces that interface to services provided by

the network. Some methods are asynchronous, in that they do not lock athread into waiting whilst atransaction
performs. In thisway, the client machine can handle many more calls, than one that uses synchronous message calls. To
handle responses and reports, the devel oper must implement |pAppCallManager and |pAppCall.

]

Pappgccs

Pgccs

Figure6-7 : Generic Call Control Packages
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This section contains the detailed interface specifications of the interfaces shown in the Generic Call Control Class

diagram.
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<<Interface>>
IpOSA

A
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<<Interface>>
IpAppCallControlManager

callAborted()
callEventNotify()
callNotificationTerminated()

<<Interface>>
IpAppCall

1

<<uses>>

1

<<Interface>>
IpCallControlManage

routeCallToDestinationRes()
routeCallToDestinationErr()

getCallinfoRes()
getCallinfoErr()
superviseCallRes()
superviseCallErr()
callFaultDetected()

1
<<uses>>
1

<<Interface>>
IpCall

enableCallNotification()
disableCallNotification()

routeCallToDestinationReq()

release()
deassignCall()
getCallinfoReq()
setCallChargePlan()
superviseCallReq()
setAdviceOfCharge()

V

<<Interface>>
IpService

setCallback()

v

<<Interface>>
IpOSA

Figure6-8: Generic Call Control Classdiagram Interface Classes
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6.3.1 Interface Classes

6.3.1.1 IpAppcCallControlManager

<<Interface>>

IpAppCallControlManager

callAborted(callReference : in TpSessionID) : void

callEventNotify(callReference : in TpCallldentifier , eventinfo : in TpCallEventinfo , assignmentID : in
TpAssignmentlD , applinterface : out IpAppCallRefRef) : void

callNotificationTerminated() : void

6.3.1.2 IpCallControlManager

<<Interface>>

IpCallControlManager

enableCallNotification(applnterface : in IpAppCallControlManagerRef , eventCriteria : in
TpCallEventCriteria , assignmentID : out TpAssignmentIDRef) : void

disableCallNotification(assignmentID : in TpAssignmentID) : void

6.3.1.3 IpAppCall

<<Interface>>

IpAppCall

routeCallToDestinationRes(callSessionID : in TpSessionID , eventReport : in TpCallReport) : void
routeCallToDestinationErr(callSessionID : in TpSessionID , errorindication : in TpCallError) : void
getCallinfoRes(callSessionID : in TpSessionID , callinfoReport : in TpCallinfoReport) : void
getCallinfoErr(callSessionID : in TpSessionlID , errorindication : in TpCallError) : void

superviseCallRes(callSessionID : in TpSessionID , report : in TpSuperviseReport , usedTime : in
TpDuration , usedVolume : in TpCallSuperviseVolume) : void

superviseCallErr(callSessionID : in TpSessionID , errorindication : in TpCallError) : void

callFaultDetected(callSessionID : in TpSessionID , fault : in TpCallFault) : void

6.3.1.4 IpCall

<<Interface>>

IpCall

routeCallToDestinationRea(callSessionID : in TpSessionlID . responseRedquested : in

3GPP



3G TS 29.198 version 1.0.0 27 3G TS 29.198 1.0.0 (2000-03)

TpCallReportRequestSet , targetAddress : in TpAddress , originatingAddress : in TpAddress ,
originalDestinationAddress : in TpAddress , redirectingAddress : in TpAddress , appinfo : in
TpCallAppinfoSet , assignmentID : out TpAssignmentIDRef) : void

release(callSessionID : in TpSessionID , cause : in TpCallReleaseCause) : void
deassignCall(callSessionID : in TpSessionID) : void

getCallinfoReq(callSessionID : in TpSessionID , callinfoRequested : in TpCallinfoType) : void
setCallChargePlan(callSessionID : in TpSessionlID , callChargePlan : in TpCallChargePlan) : void

superviseCallReq(callSessionID : in TpSessionID , time : in TpDuration , treatment : in
TpCallSuperviseTreatment , bytes : in TpCallSuperviseVolume) : void

setAdviceOfCharge(callSessionID : in TpSessionID , aOCinfo : in TpAoClnfo , tariffSwitch : in TpDuration)
void

6.4 Generic User Interaction

The Generic User Interaction interface (GUIS) is used by applications to interact with end users.

The GUISisrepresented by thel pUl Manager ,| pU and | pUl Cal | interfacesthat interface to services provided
by the network.

The IpUI Interface provides functions to send information to, or gather information from the user, i.e. thisinterface
allows applicationsto send SM S and USSD messages. An application can use thisinterface independently of other
services. The IpUICall Interface provides functions to send information to, or gather information from the user (or call
party) attached to acall.

To handle responses and reports, the developer must implement | pAppUl Manager, | pAppUl and| pAppUl Cal |
interfaces to provide the callback mechanism.

]

Pappguis

Pguis

Figure6-9 : Generic User Interaction Packages
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<<Interface>>
I[pOSA

<<Interface>>

<<Interface>>
<<Interface>> pAppUI IpAppUICall
IpAppUIManager

sendInfoRes()

<]7 abortActionRes()
sendInfoErr()

userinteractionAborted() 1 0.* sendinfoAndCollectRes() abortActionErr()
userlinteractionEventNotify() sendinfoAndCollectErr()
1 userinteractionFaultDetected()
1 1
<<uses>>
<<uses>> <<uses>>
1 1
<<Interface>> BTN, 1
IpUIManager f J‘Ice <<Interface>>
p IpUICall
createUl() <}
sendInfoReq() .
createUICall() 1 0.* abortActionReq()
enableUINotification() selndlnfoAndCoIIectReq()
disableUINotification() release()

V

<<Interface>>
IpService

setCallback()

v

<<Interface>>
IpOSA

Figure6-10 : Generic User interaction Class diagram

6.4.1 Relation between IpCall and IpUICall during call related user interaction

For call related user interaction, the IpUICall Interface provides functionsto send informationto, or gather information

from the user (or call party) attached to acall. This means that thereis a relationship between a specific Call object and
aUlCall object. Thisis shown in the figure below.

<<Interface>> <<Interface>>

IpUlCall IpCall

Figure 6-11: Relation between the Ul Call and the Call object.

In case acall requires user interaction, the application requests the UIManager to create the Ul Call object and provides
areference to the specific Call object. In thisway the gateway is ableto link the two objects together. It depends on the
actual state of the call whether user interaction isreally allowed.
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6.4.2 Interface Classes

This section contains the detail ed interface specifications of the interfaces shown in the Generic User Interaction Class
diagram.

6.4.2.1 IpAppUIManager

<<Interface>>

IpAppUIManager

userlnteractionAborted(userinteraction : in TpUIldentifier) : void

userinteractionEventNotify(ui : in TpUIldentifier , eventinfo : in TpUIEventinfo ,
assignmentID : in TpAssignmentID , applnterface : out IpAppUIRefRef ) : void

6.4.2.2 IpUIManager

<<Interface>>

IpUIManager

createUl(appUl : in IpAppUIRef , userAddress : in TpAddress , userinteraction : out TpUIldentifierRef) :
void

createUICall(appUl : in IpAppUICallRef , callldentifier : in TpCallldentifier ,
callLegldentifier : in TpCallLegldentifier , userinteraction : out TpUICallldentifierRef) : void

enableUINotification(applnterface : in IpAppUIManagerRef ,
eventCriteria : in TpUIEventCriteria , assignmentID : out TpAssignmentIlDRef) : void

disableUINotification(assignmentID : in TpAssignmentID) : void

6.4.2.3 IpAppUl

<<Interface>>

IpAppUI

sendInfoRes(userinteractionSessionID : in TpSessionID , assignmentID : in TpAssignmentID,
response : in TpUIReport) : void

sendInfoErr(userinteractionSessionID : in TpSessionID , assignmentID : in TpAssignmentID,
error : in TpUIError) : void

sendinfoAndCollectRes(userinteractionSessionID : in TpSessionID , assignmentID : in TpAssignmentID,
response : in TpUIReport , info : in TpString) : void

sendinfoAndCollectErr(userinteractionSessionID : in TpSessionID , assignmentlD : in TpAssignmentID,
error : in TpUIError) : void

userinteractionFaultDetected(userinteractionSessionID : in TpSessionID , fault : in TpUIFault) : void
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6.4.2.4 IpUl

<<Interface>>

IpuI

sendinfoReq(userinteractionSessionID : in TpSessionID , info : in TpUlInfo ,
variablelnfo : in TpUIVariablelnfo , repeatindicator : in TpInt32 ,
responseRequested : in TpUIResponseRequest , assignmentID : out TpAssignmentIDRef) : void

sendinfoAndCollectReq(userinteractionSessionID : in TpSessionID , info : in TpUlinfo ,
variablelnfo : in TpUIVariablelnfo , criteria : in TpUICollectCriteria , responseRequested: in
TpUIResponseRequest , assignmentID : out TpAssignmentlDRef) : void

release(userinteractionSessionID : in TpSessionID) : void

6.4.2.5 IpAppUiCall

<<Interface>>

IpAppUICall

abortActionRes(userinteractionSessionID : in TpSessionID , assignmentID : in TpAssignmentID) : void

abortActionErr(userinteractionSessionID : in TpSessionID , assignmentID : in TpAssignmentID ,
error : in TpUIError) : void

6.4.2.6 IpUICall

<<Interface>>

IpUICall

abortActionReq(userinteractionSessionID : in TpSessionID, assignmentID : in TpAssignmentID) : void

6.5 Network User Location

The Network User Location (NUL) service providesthel pUser Locat i onCanel and

| pTri gger edUser Locat i onCAnel interfaces. Most methods are asynchronous, in that they do not lock athread
into waiting whilst atransaction performs. In thisway, the client machine can handle many more calls, than one that

uses synchronous message calls. To handle responses and reports, the developer must implement

| pAppUser Locati on and| pAppTri gger edUser Locat i on interfacesto provide the callback mechanism.
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<<Interface>>
IpOsa

[
<<Interface>>

IpService
setCallback()
,—ses___
! :
L A2
<<Interface>> U U <<Interface>>
IpUserLocationCamel IpAppUserLocationCamel
locationReportReq() locationReportRes()
periodicLocationReportingStartReq() locationReportErr()
periodicLocationReportingStop() periodicLocationReport()
triggeredLocationReportingStartReq() periodicLocationReportErr()
triggeredLocationReportingStop() triggeredLocationReport()
triggeredLocationReportErr()

Figure6-12: Network User Location class diagram.

6.5.1 Network User Location service interface

Thisinterfaceisthe ‘service manager’ interface for Network User Location.

<<Interface>>

IpUserLocationCamel

locationReportReq(appLocationCamel : in IpAppUserLocationCamel, users : in TpAddressSet,
assignmentld : out TpSessionIDRef) : TpResult

periodicLocationReportingStartReq(appLocationCamel : in IpAppUserLocationCamel, users : in
TpAddressSet, reportinginterval : in TpDuration, assignmentld : out TpSessionIDRef) : TpResult

periodicLocationReportingStop(stopRequest : in TpMobilityStopAssignmentData) : TpResult

triggeredLocationReportingStartReq(appLocationCamel : in IpAppUserLocationCamel, users : in
TpAddressSet, trigger : in TpLocationTriggerCamel, assignmentld : out TpSessionIDRef) : TpResult

triggeredLocationReportingStop(stopRequest : in TpMobilityStopAssignmentData) : TpResult

6.5.2 Network User Location application interface

The network user location application interface isimplemented by the client application developer and is used to handle
location reports that are specific for mobile telephony users.
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<<Interface>>

IpAppUserLocationCamel

locationReportRes(assignmentld : in TpSessionID, locations : in TpUserLocationCamelSet) : TpResult

locationReportErr(assignmentld : in TpSessionlD, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic)

periodicLocationReport(assignmentld : in TpSessionID, locations : in TpUserLocationCamelSet) : TpResult

periodicLocationReportErr(assignmentld : in TpSessionID, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic)

triggeredLocationReport(assignmentld : in TpSessionID, location : in TpUserLocationCamel, criterion : in
TpLocationTriggerCamel) : TpResult

triggeredLocationReportErr(assignmentld : in TpSessionID, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic)

6.6 User Status

The User Status (US) providesthel pUser St at us interface. Most methods are asynchronous, in that they do not lock
athread into waiting whilst a transaction performs. In this way, the client machine can handle many more calls, than

one that uses synchronous message calls. To handle responses and reports, the devel oper must implement

| pAppUser St at us interface to provide the callback mechanism.

<<Interface>>
IpOsa
[
<<Interface>>
IpService
setCallback()
- ses___
! :
L 2
<<Interface>> U U <<Interface>>
IpUserStatus IpAppUserStatus
statusReportReq() statusReportRes()
triggeredStatusReportingStartReq() statusReportErr()
triggeredStatusReportingStop() triggeredStatusReport()
triggeredStatusReportErr()

Figure 6-13:; User Status class diagram.
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6.6.1 User Status service interface

The user status interface represents the interface to the user status service capability feature.

<<Interface>>

IpUserStatus

statusReportReq(appStatus : in IpAppUserStatus, users : in TpAddressSet, assignmentld : out
TpSessionIDRef) : TpResult

triggeredStatusReportingStartReq (appStatus : in IpAppUserStatus, users : in TpAddressSet, assignmentid
: out TpSessionIDRef) : TpResult

triggeredStatusReportingStop (stopRequest : in TpMobilityStopAssignmentData) : TpResult

6.6.2 User Status application interface

The user-status application interface isimplemented by the client application developer and isused to handle user status
reports.

<<Interface>>

IpAppUserStatus

statusReportRes(assignmentld : in TpSessionID, status : in TpUserStatusSet) : TpResult

statusReportErr(assignmentld : in TpSessionID, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic)

triggeredStatusReport(assignmentld : in TpSessionID, status : in TpUserStatus) : TpResult

triggeredStatusReportErr(assignmentld : in TpSessionID, cause : in TpMobilityError, diagnostic : in
TpMobilityDiagnostic)

6.7 Terminal Capabilities
The Terminal Capabilities service enables the application to retrieve the terminal capabilities of the specified terminal.
The Terminal Capabilities service provides aserviceinterfacethatiscalledl pTer mi nal Capabi liti es. Thereis

no need for an application interface, sincel pTer i nal Capabi | i ti es only contains the synchronous method
get Ter mi nal Capabi liti es.

]

termcap

Figure 6-14: Terminal Capabilities package
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<<Interface>>
IpOSA

<<Interface>>
IpService

setCallback()

<<Interface>>
IpTerminalCapabilities

getTerminalCapabilities()

Figure 6-15: Terminal Capabilities class diagrams

6.7.1 Terminal Capabilities service interface

The Terminal Capabilities serviceinterfacel pTer mi nal Capabi | i t i es contains the synchronous method

get Ter mi nal Capabi li ti es. Theapplication has to providethet er mi nal dent i t y isinput to this method.
The result indicates whether or not the terminal capabilities are available in the network and, in case they are, it will
return the terminal capabilities (see the datadefinition of TpTer ni nal Capabi | i ti es for moreinformation).

<<Interface>>

IpTerminalCapabilities

getTerminalCapabilities( terminalldentity : in TpString,
Result : out TpTerminalCapabilities) : TpResult
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7 State Transition Diagrams

This section contains the State Transition Diagrams for the objects that implement the interfaces on the gateway side.
The State Transition Diagrams show the behaviour of these objects. For each state the methods that can be invoked by
the application are shown. Methods not shown for a specific state are not relevant for that state and will return an
exception. Apart from the methods that can be invoked by the application also eventsinternal to the gateway or related
to network events are shown together with the resulting event or action performed by the gateway. These internal events
are shown between quotation marks.

7.1 Framework

7.1.1 IpAuthentication

’

Ipinitial.initfateAuthentication

Idle ALL
STATES

abortAuthentication / inform Ipiniffal that application aborted authentication

selectduthMethod
IpAcceds.endAccess

InitAuthentication ] "no mechanism found" “result se\emAumMemud(PJNVAuD,AuTH,cAPAB\U'rv;é)
entry/ find auth. mechanism J

“mechafiism found”[ [two way authentication ] ~result selectAuthenticationMethod(prescribedMethod)

neAfay authentication ]|/ inform Ipinitial that application authenticated

uthenticate “result Authenticate(response)

WaitForApplicationResult ] result Authenticate[ response invalid ]

[ entry/ "lpAppAuthentication.Authenticate

result Authenticate[ resporlse valid ] / inform Ipinitial that application authenticated

authenticate ~result Authenticate(response)

[ Application Authenticated ]

Figure7-1: State Transition Diagram for Authentication

7.1.1.1 Idle state

When the application has requested the Iplnitial interface for initiateAuthentication, an object implementing the
IpAuthentication interfaceis created. The application now hasto provideit’s authentication capabilities by invoking the
SelectAuthM ethod method.

7.1.1.2 Init Authentication state

In this state the Framework selects the preferred authentication mechanism within the capability of the application.
When a proper mechanism is found, the Framework can decide that the application doesn’t have to be authenticated
(one way authentication) or that the application has to be authenticated. In case no mechanism can be found the error
code P_INVALID_AUTH_CAPABILITY) isreturned and the Authentication object is destroyed. Thisimplicates that
the application hasto re-initiate the authentication by calling once more the initiateA uthentication method on the
Iplnitial interface.
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7.1.1.3 Wait For Application Result state

When entering this state, the Framework requests the application to authenticate itself by invoking the Authenticate
method on the application. In case the application requests the Framework to authenticate itself by invoking
Authenticate on the |pAuthentication interface, the Framework provides the correct response to the challenge of the
application. When the Framework responds to the Authenticate request, the response is analysed and in case the
response isvalid atransition to the state Application Authenticated is made. In case the responseis not valid, the
Authentication object is destroyed. Thisimplicates that the application has to re-initiate the authentication by calling
once more theinitiateAuthentication method on the I pInitial interface.

7.1.1.4 Application Authenticated state

In this state the application is considered authenticated and is now allowed to request access to the IpAccess interface. .
In case the application requests the Framework to authenticate itself by invoking Authenticate onthe |pAuthentication
interface, the Framework provides the correct response to the challenge of the application.

7.1.2 IpAccess

IpInitial.requestAccess

obtaininterface / return requested FW interface
obtainInterfaceWithCallback / return requested FW interface

accessCheck / return whether application has access to requested service

Active selectService “signServiceAgreement
signServiceAgreement| correct service selected ] / get Service manager from Service Factory and return to application

terminateServiceAgreement / destroy Service manager object

network pperator initiated endAccess / destroy all interface objects used by the application

endAccess / destroy all interface objects used by the application

®

Figure7-2: State Transition Diagram for Access

7.1.2.1 Active state

When the application requested access to the Framework on the Iplnitial interface, an object implementing the I pAccess
interfaceis created. The application can now request for other Framework services, including the Service Discovery
service. When the application is no longer interested in using the Services it callsthe endAccess method. Thisresultsin
destruction of all interface objects used by the application. In case the network operator decides that the application has
no longer access to the Services the same will happen.
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7.1.3 IpServiceDiscovery

obtainFramework|nterface( discoveryService )

obtaininterfaceWjthCallback( discoveryService )

listServiceTypes

describeServiceType

listSubscribedServices

discoverService

IpAccegs.endAccess

Figure 7-3: State Transition Diagram for Service Discovery

7.1.3.1 Active state

When the application requests for the Service Discovery service by invoking the obtainlnterface or the

obtainl nterfaceWithCallback methods on the IpAccess interface, an instance of the |pServiceDiscovery will be created.
Next the application is allowed to request alist of the provided services and to obtain areference to interfaces of
Services.
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7.1.4 IpLoadManager

reportLoad
queryAppLoadRes|[ load statistics requested by LoadManager ]
queryAppLoadErr[ load statistics requested by LoadManager ]

registerLoadController \( Registered ]

unregisterLoadController queryLoadReq

queryLoadErr[ final load stdtistids report |
. queryLoadRes][ final load gtatistigs report ]

queryAppLoadRes[ load statistics requested by LoadManager ]
queryAppLoadErr[ load statistics requested by LoadManager ]

IDLE [ Notifying ]

l unregisterLoadController L do/ obtain load statistics and report them at specified interval with queryLoadRes

IpAccesd\obtainl queryLoadReq
IpAccess\obtaiplnterfaceWithCallback reportLoad

suspendNotification[ all notifications suspendend ]

resumeNotificatiqn

reportLoad
queryAppLoadRes][ load statistics requested by LoadManager ]

queryAppLoadErr[ load statistics requested by LoadManager ]

Suspending
Notification

unregisterLoadController

All States

IpAccegs.endAccess

Figure 7-4: State Transition Diagram for LoadM anager

7.1.4.1 Idle State

In this state the application has obtained the interface of the LoadManager from the IpAccessinterface.
7.1.4.2 Registered State

In this state the application has registered for load control with the method RegisterL oadController(). The Loadmanager
can now request the application to supply load statistics information (by invoking queryAppL oadReq()). Furthermore
the LoadM anager can request the application to control itsload (by invoking enablel oadControl() or
suspendNotification() on the application side of interface). In case the application detects achangein load level, it
reports this to the LoadManager by calling the method reportLoad().

When entering this state, an object called LoadManagerinternal is created that has an internal State machine
encapsulating the internal behaviour of the LoadManager. The State Transition Diagram of LoadManagerinternal is
shown in Figure 7-5.

7.1.4.3 Notifying

In the Notifying state the application has requested for load statistics. The Loadmanager gathers the requested
information and (periodically) reports them to the application.

7.1.4.4 Suspending Notification

Dueto e.g. atemporary load condition, the application has requested the L oadM anager to suspend sending the |oad
statisticsinformation.
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A necessary action can
be suspending the load
notifictions to the
application or enabling
load control mechanisms
on certain services.

T
I
. registerLoadController 'l
1
reportLoad[ loadlevel != 0] "
]

[ Normal load Application Overload ]

entry/ evaluate policy and perform necessary actions
exit/ cancel performed actions

reportLoad[ loadlevel = 0]

"internal IRad change detection”

. "interpal load change detection”
"internal load change tp non overlpaded"
"internal load change£o non oyerload"

reportLoad[ loadlevel != 0]
Internal overload
Internal and Application Overload
entry/ evaluate policy and perform necessary actions
exit/ cancel performed actions entry/ evaluate policy and perform necessary actions
\\ exit/ cancel performed actions

reportLoad[ loadlevel = 0]

\
A necessary action can be ™N
suspending the load
notifictions from the
application by invoking

suspendNotification or
enabling load control
mechanisms on the
application by invoking
enableLoadControl.

ALL
STATES

unregistejLoadController

Figure 7-5: State Transition Diagram for the L oadM anager I nternal

7.1.45 Normal Load state

In this state the none of the entities defined in the load balancing policy between the application and the framework /
servicesis overloaded.

7.1.4.6 Application overload state

In this state the application hasindicated it is overloaded. When entering this state the load policy isconsulted and the
appropriate actions are taken by the L oadM anager.

7.1.4.7 Internal overload

In this state the Framework or one or more of the services within the specific load policy is overloaded. When entering
this state the load policy is consulted and the appropriate actions are taken by the LoadM anager.

7.1.4.8 Internal and application overload

In this state the application is overloaded as well as the Framework or one or more of the services within the specific
load policy. When entering this state the load policy is consulted and the appropriate actions are taken by the
LoadManager.
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7.1.5 IPFaultManager

IpAccess.obtainFrameworkinterfaceWithCallback( "FaultManagement" ) / add application to fault management

e ‘service fault' / “serviceUnavailablelnd to all application using the service
‘ pd srvUnavailablelnd / test the service, inform service that application is not using it
~— f : genFaultStatsRecordReq “app.genFaultStatsRecordRes
Fw no fault detected

service fault ~srvUnavailablelnd to all applications usin

ity TestReq [null]

SVC ACTIVITY TEST b FW ACTIVITY TEST
entry/ test activity of services J entry/ test activity of framework
exit/ “app,activityTestRes exit/ “app,activityTestRes

IpAccess.endAccess/
Abort pending test request

fault detected in
fault resolved

IpAccess.endAdcess / femove application from load management
FWFAULTY i fault detected infw

entry/ MwFaultReportind to all applications with callback
exit/ MwFaultRecoverylnd to all applications with callback

Figure 7-6: State Transition Diagram for Fault Manager

7.1.5.1 Framework Active state

Thisisthe normal state of the framework, which is fully functional and able to handle requests from both applications
and services capability features.

7.1.5.2 Framework Faulty state

In this state, the framework has detected an internal problem with itself such that application and services capability
features cannot communicate with it anymore; attempts to invoke any methods that belongs to any interfaces of the
framework returns an error. If the framework ever recover, application with fault management callbacks will be notified
viaafwFaultRecoverylnd message.

7.1.5.3 The Service Activity Test state

In this state, the framework is performing atest on one service capability feature. If the SCF is faulty, applications with
fault management callbacks are notified accordingly through a svcUnavailablelnd message.

7.1.5.4 The Framework Activity Test state

In this state, the framework is performing self-diagnostic test. If a problem is diagnosed, all applications with fault
management callbacks are notified through a fwFaultReportlnd message.

7.1.6 IpHeartbeatmgmt

3GPP



3G TS 29.198 version 1.0.0 J/4l 3G TS 29.198 1.0.0 (2000-03)

Application not ]

ccess.endAccess
enableHeaArtBeat

IpAccess.endA

Application supervised

7.1.6.1 Application not supervised

In this state the application has not registered for heartbeat supervision by the Framework.
7.1.6.2 Application supervised

In this state the application has registered for heartbeat supervision by the Framework. Periodically the Framework will
request for the application heartbeat by calling the send method on the IpAppHeartBeat interface.

7.1.7 IpHeartBeat

IpAppHeartBeatNMgmt.enableAppHeartBeat

send / return heartbeat

FW supervised by
Application

IpAppHeartBeatMgmt.disableAppHeartBeat

IpAccess.endAccess

®

Figure7-7: State Transition Diagram for HeartBeat

7.1.7.1 FW Supervised by Application state

In this state the Framework has requested the application for heartbeat supervision on itself. Periodically the application
callsthe send() method and the Framework returnsit’s heartbeat result.
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7.1.8 IpOAM

IpAccesg.obtaininterface
IpAccess.obtainInterfaceWithCallback

systemDateTimeQuery

Active

IpAccegs.endAccess

Figure 7-8: State Transition Diagram for OAM

7.1.8.1 Active state

In this state the application has obtained areference to the IpOAM interface. The application is now able to request the
date/ time of the Framework.

3GPP



3G TS 29.198 version 1.0.0 43 3G TS 29.198 1.0.0 (2000-03)

7.2 Generic Call Control

7.2.1 Call Control Manager

"a call object has terminated abnormally"” “IpAppCallControlManager.callAborted
"arrival of call related event"[ notification active for this call event ]/ create a Call object "IpAppCallControlManager.callEventNotify
disableCallNotification

enableCallNotification

‘—rww%[ Active ]

Creation of

.terminateServiceAgreement

CallControlManager
by Service Factory

"notifications not possible"

IpAccess.termifateServiceAgreement

"notifications possible again"

disableCallNotificatj

call object terminated abnormally" “IpAppCallControlManager.callAborted

Notification terminated

entry/ “lpAppCallControlManager.callNotificationTerminated

1). Application will not explicitly informed when B
notifications are enabled again.

An explicit notification could be implemented
by renaming callNotificationTerminated to
callNotificationInformation and add parameter
indicating what happened (notification
terminated or enabled) or have a base class for
Manager objects to capture notification
mechanisms.

2). At this moment no notifications can be
enabled in the Notification Terminated state. In
case it is allowed to enable notifications in the
Notification Terminated state, the states Active
and Notification terminated can be merged.

Figure 7-9: State Transition Diagram for the CallControlM anager

7.2.1.1 Active state

In this state arelation between the Application and the Generic Call Control Service Capability has been established. It
allowsthe application to indicate that it isinterested in call related events. In case such an event occurs, the Call Control
Manager will create aCall object and inform the application by invoking the method callEventNotify() on the
IpAppCallControlManager interface. The application can also indicate it is no longer interested in certain call related
events by calling disableCallNotification().
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When the Call Control manager isin the Notification terminated state, events requested with enableCallNotification()
will not be forwarded to the application. There can be multiple reasons for this: for instance it might be that the
application receives more notifications than defined in the Service Level Agreement. Another exampleisthat the SCS
has detected it receives no notifications from the network dueto e.g. alink failure. In this state no requests for new

notifications will be accepted.

7.2.2 Call

setCallChargePlan

getCallinfoReq

Incoming

. IpAppCallControlManager.callEventNotify

routeCallToDgstinationReq

"routing abortegt6r invalid address" ~routeCa|lToDestinationErr

“connectio
mode = interrupt

called party unsuccessfyl"[ when monitor
this event ] “routeCafToDestinationRes

Outgoing

Setup

release

de )

>@

deassignCall

superviseCallReq

setAdviceOfCharge

Wom called party"[ [when monitor mode = interrupt for this event] |
Arol allToDestinationRes, getCallinfoRes(intermediate report)

setCallChargePlan[ if allowed by network operator ]
“call supervision timer expires" ~superviseCallRes
m superviseCallReq
setAdviceOfCharge

Active
entry/ start timer for call supervision

Only send event
when requested
by Application.

T from called party"
~routeCallToDestinationRes=========="""""

"calling party abandons"[ no outstanding getCallinfoReq AND no monitor for this event ] ~callFaultDetected(user aborted)
“calling party abandons"[ outstanding getCallinfoReq report AND no monitor for this event ] “getCallinfoErr(call abandoned)
"calling party abandons"[ outstanding superviseCallReq AND no monitor for this event ] ~superviseCallErr(call abandoned)

Figure 7-10: State Transition Diagram for Call, part 1
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"network event received for which was monitored “routeCallToDestinationRes

States Incoming +
Outgoing Setup + Active

estinationR€s

release

“call ends"[ monitor for this event ] ~routeCal .
deassignCall

"#ault detecfed"[ fault cannot be commun
“callFaultDetected

d with network event ]

Network Released ] release Application
J Released
deassignCall [ no reports
[ no reports requested with detCalllrffoReq AN requested wi “requested
superviseGallReq ] getCallinfoReg AND information ready"

AgetCallinfoRes,

supervise@allReq ] X
superviseCallRes

"requésted informatjon ready” ~getCallln{oRes,
supefviseCallRes

release

deassignCall &/

In case the application does not
have to explicitly release the
Call object, states Network
released and Application
released can be combined and
Idle is not needed.

Figure7-11: State Transition Diagram for Call, part 2

7.2.2.1 Incoming state

When the Call isin theincoming state a calling party is present. The application can now request that a connection to a
called party be established by calling the method routeCall ToDestination(). Furthermore the Application can request for
certain charging related information by calling getCallInfoReq(). It is also allowed torequest supervision of the call by
caling superviseCallReq().

In this state user interaction is possible.

7.2.2.2 Outgoing Setup state.

When the Application has requested a connection to be established between the calling party and the called party and
there isnot yet any response from the called party side, the Call object isin state Outgoing Setup. In case the call could
not be established, the Call object will go to state Incoming and the Application is allowed to setup anew call.

7.2.2.3 Active state

A connection between two parties has been established.

In this state user interaction is possible, but only when the application requested to be notified of the transition to this
state in interrupt mode. After the user interaction is finished the gateway will automatically continue processing of the
cal.

7.2.2.4 Network released state
In this state the call has ended and the Gateway collects the possible call information requested with getCalllnfoReq().

In case the application has not requested additional call related information immediately atransition is made to state
Idle.

3GPP



3G TS 29.198 version 1.0.0 46 3G TS 29.198 1.0.0 (2000-03)

7.2.25 Idle state

In this state the call has ended and no call related information is to be send to the application. The application can only
release the Call object. Calling the deassingCall() method has the same effect. Note that the application hasto release
the object itself as good OO practice requires that when an object was created on behalf of a certain entity, thisentity is
also responsible for destroying it when the object is no longer needed.

7.2.2.6 Application released state.

In this state the application has requested to release the Call object and the Gateway collects the possible call
information requested with getCallInfoReq(). In case the application has not requested additional call related
information immediately the Call object is destroyed.

7.3 User Interaction

7.3.1 Ul Manager

"arrival of user initiated request for user interaction"[ notification active for this ui
event ]/ create a Ul object "IpAppUIIManager.userinteractionEventNotify

createUl / create Ul object
enableUINotification

createUlICall / create UlCall object

disableUINotification

“new" ( Active

L exit/ release Ul objects

IpAccess.tefminateServiceAgreement

model should be similar to
. CallControlManager with respect to
Creation of UIManager notifications terminated / enabled.
by Service Factory

Figure7-12: State Transition Diagram for the Ul Manager

7.3.1.1 Active state

In this state arelation between the Application and the User Interaction Service Capability has been established. The
application is now ableto request creation of Ul and UICall objects.
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7.3.2 Ul

“requested message has been send" *sendinfoRes

~~ee
"user input received” *sendInfoAndCollectRes " T~ . "
request to send |nTor.m§l|0n and collect a response unsuccessful

"seﬁ‘dhﬂgAndCollectErr

~<.

"request to send information unsﬁtsagsful" ~sendInfoErr

sendInfoAndCollectReq

sendInfoReq

"fault detected in the user in\téraclign"

IpUIManager.CreateUl AuserinteractionFaultDetected  ~~<

Active

IpAppUIManager.userinteractionEventNotify

only send event
when requested
by application

"user input received”[ not final request ] ’\sendlnfoAndCoIIﬁc’tRes
"request to send information and collect a respgn’s’e
unsuccessful"[ not final request ] ,/

Release ~sendInfoAndCollectErr //'

Pending

. . -
"request to send information unsulotfessful" ~sendInfoErr

"fault detected in the user inte;aEtion”[ not

. s
final request ] Auserlnterac,nﬂnFauItDe'[e(:'[ed
,

e
~ -
S, -
-

~.
release e
-

-
"user input recpived"[ final request ],%endlnfoAndCollectRes
"requested mepsage has been send”[ final request ] *sendinfoRes

“requgst to send information and collect
arespgnse unsuccessful"[ final request]
~sendinfoAndCollectErr

"fault detected in the user interaction”[ final request ] “userinteractionFaultDetected

request to sepd information unsuccessful"[ final request ] *sendInfoErr

®

Figure 7-13: State Transition Diagram for Ul

7.3.2.1 Active state

In this state the Ul object is available for requesting messages to be send to the network.

7.3.2.2 Release Pending state
A transition to this state is made when the Application has indicated that after a certain message no further messages

need to be send to the end-user. There are, however, still anumber of messages that are not yet completed. When the
last message is sent or when the last user interaction has been obtained, the Ul object is destroyed.
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7.3.3 Ul Call

"requested message has been send" ~sendinfoRes

sendinfoAndCollectReq

only send event
when requested
by application

sendinfoReq
“fault detected in the user interaction” “userlnteractionFaultDetected

IpUIManager.createUICall abortActionReq / cancel the user interaction

- . N N < /
Req|[ final request is aborted ] / cancel the user interaction ,/ /
-

bd /
“requested message has been send"[ not final request ] /$endinfoRes

/
_______ "user input received"[ not final request ] “sendinfoAndGollectRes
releage
"request to send information and collect a respon{e unsuccessful"[ not final request ]
Release "sendlnfoAndCc}H/ectErr
il /
Pending "request to send information unsucc«;&sful” ~sendInfoErr
/
“fault detected in the user interactiopy”[ not final request ]
“userinteractionFaulfDetected
I/,
o /
release /

. N / N
"abnormal end of user interaction” "u/serlmeractlonAboned

"user input received"[ final request,]”‘sendInfoAndCoIIectRes
/
Already requested 1N "requested message has been send"[ final request ] *sendIinfoRes
/ announcements w . . N N )
/ will continue ‘fault detected in the user interaction”[ final request ] “userlnteractionFaultDetected
"request to send information and collect a response unsuccessful'[ final request ]
~sendinfoAndCollectErr

/
Report error on
all requested Ul

~~<request to send information unsuccessful'[ final request ] “sendInfoErr
for which result ps

_______________________________ IpCall.deassignCall

is expected.

Alternative to this
approach is one
user interaction
per object.

Figure 7-14: State Transition Diagram for Ul Call

7.3.3.1 Active state

Inthisstate a UICall object isavailable for announcements to be played to an end-user or obtaining information from
the end-user.

7.3.3.2 Release Pending state

A transition to this state is made when the Application has indicated that after a certain announcement no further
announcements need to be played to the end-user. There are, however, still anumber of announcements that are not yet
completed. When the last announcement is played or when the last user interaction has been obtained, the UICall object
isdestroyed.
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7.4 Network User Location

locationReportReq
periodicLocationReportingStartReq
periodicLocationReportingStop
triggeredLocationReportingStartReq
triggeredLocationReportingStop

. ‘( Active

terminateServiceAgreement

®

Figure7-15: State Transition Diagram for Network User L ocation

Camel by Service Factory

Creation of User LocatioH

The Service Factory allows accessto a user |ocation SCF among other things. It is used during the

signServiceAgreement, in order to return a user location interface reference which is user asthe initial point of contact
for the application.

7.4.1 Active state

In this state, arelation betweenthe Application and the Network User Location Service capability feature has been
established. It allows the application to request a specific user location reports, subscribe to periodic user location
reports or subscribe to triggers that generate location report when alocation update occursinside the current VLR area
or when the user moves to another VLR area or both.

7.5 User Status

statusReportReq
triggeredStatusReportingStartReq
triggeredStatusReportingStop

"new"

‘ ‘( Active

terminateServiceAgreement

®

Figure 7-16: State Transition Diagram for User Status.

Service Factory

Creation of User Status tﬁ
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7.5.1 Active State

In this state, arelation between the Application and the User Status Service capability feature has been established. It
allows the application to request a specific user status report or subscribe to triggers that generate status reports when
the status of one of the monitored user changes.
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8 Data Definitions

8.1 Common Data definitions

The constants and types defined in the following sections are defined in the org.threegpp.osa package.

8.1.1 Primitive Data Types

TypeName | Description
TpBool ean Defines a Boolean data type.
Tpl nt 32 Defines a signed 32 bit integer.
TpFl oat Defines a single precision float
TpString Defines a string, comprising length and data.

8.1.2 Structured data types classification

Many different structured data types are used in OSA and aclassification/clarification isrequired.
8.1.2.1 Structures made of data elements

This describes data types that can be considered as classes (in Java or C++) or structures (C++, IDL). The goal of these
datatypesisto group pieces of information intoalogical unit. Example: an TAddress data type may be defined in IDL
as:

struct TpAddress {

TpAddr essPl an pl an;

TpString astring;

TpString nane;

TpAddr essPresentati on presentation;
TpAddr essScr eeni ng screeni ng;
TpString subAddressStri ng;

b
8.1.2.2 Tagged choice of data elements (i.e.: Free unions)

This describes a data type, which actually evaluates to one of a choice of anumber of data elements. This data element
containstwo parts: atag datatype (the tag part) which is used to identify the chosen data type, and the chosen data type
itself (the union part). Thisform of datatypeisalso referred to as atagged union.

This datatype can be implemented in I DL as a union with a switch statement for the tag part, and a set or case
statements for the union part. This datatype isimplementation specific, please refer to the appropriate documents.
Example: The TCallError datatype may be defined in IDL as:

uni on TpCal | Error switch (TCall ErrorType) {
case CALL_ERROR UNDEFI NED:

TpCal | Error | nf oDef aul t Cal | Error Undef i ned;
case CALL_ERROR RQUTI NG_ABORTED:

TpCal | Error | nf oRout i ngAbort ed Cal | Error Routi ngAbort ed;
case CALL_ERROR CALL_ABANDONED:

TpCal | Error | nfoCal | Abandoned Cal | Error Cal | Abandoned;
case CALL_ERROR | NVALI D ADDRESS:

TpCal | Error | nfol nval i dAddr ess Cal | Errorlnval i dAddr ess;
case CALL_ERROR | NVALI D_STATE:

TpCal | Error | nf oDef aul t Cal | Errorlnval i dSt at e;
case CALL_ERROR I NVALID CRI TERI A

TpCal | Error | nf oDef aul t Call ErrorlnvalidCriteria;

b
8.1.2.3 Collection of data elements
This describes adata type, which comprises an ordered or unordered collection of data elements of the sametype. The

number of data elementsin the collection is always know and can beimplicit (IDL) or may appear as an integer inside a
structure depending on the language used. This datatype can be implemented in IDL as a sequence.
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Example:
typedef sequence<Sessionl D> Sessi onl DSet ;

8.1.2.4 References

This describes areference (or pointer) to adatatype. Thisis primarily used to describe 'out' method parameters.

This datatype may be implemented (for example, in C++) as a pointer. However, in some languages it may not be
necessary for ‘out' parameters to be implemented as pointers.
Example: The TAddressRef datatype may be defined in C++ as:

typedef TAddress *TAddressRef;
8.1.3 Interface Definitions

8.1.3.1 IpOsa

Defines the address of an IpOsa I nterface.
8.1.3.2 IpOsaRef

Defines a Reference to type IpOsa

8.1.3.3 IpOsaRefRef

Defines a Reference to type |pOsaRef
8.1.3.4 IpService

Defines the address of an IpService Interface.
8.1.3.5 IpServiceRef

Defines a Reference to type | pService
8.1.3.6 IpServiceRefRef

Defines a Reference to type | pServiceRef
8.1.4 Non primitive and structured type types definition

8.1.4.1 TpAssignmentID

This datatypeisidentical to a TpInt32. It specifies anumber which identifies an individual event notification enabled
by the application or OSA service capability feature.

8.1.4.2 TpSessionID

Defines anetwork unique session ID. OSA uses this ID to identify sessions within an object implementing an interface
capable of handling multiple sessions. For the different OSA service capability features, the sessionl Ds are unigque only
in the context of amanager instantiation (e.g., within the context of one generic call control manager). Assuch if an
application creates two instances of the same SCF manager it shall use different instantiations of the callback objects
which implement the callback interfaces.

The session ID isidentica to a TpInt32 type.
8.1.4.3 TpSessionlIDSet
Defines a collection of data elements of TpSessionID.

8.1.4.4 TpDuration

ThisdatatypeisaTInt32 representing atime interval in milliseconds. A value of "-1" definesinfinite duration and
value of "-2" represents default duration.
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Defines the structure of data elements that specifies the result of a method call.

Structure Member Name

Structure Member Type

resul t Type

TpResul t Type

resultFacility

TpResul tFacility

resultlinfo

TpResul t1nfo

8.1.4.6 TpResultType

Defines whether the method was successful or not.

Name Value Description
P_RESULT_FAI LURE 0 Method failed
P_RESULT_SUCCESS 1 Method was successful

8.1.4.7 TpResultFacility

Definesthe facility code of aresult. In Release 99 of the OSA API, only P RESULT_FACILITY_UNDEFINED must

be used.
Name
P_RESULT_FACI LI TY_UNDEFI NED

Value Description
0 Undefined

8.1.4.8 TpResultinfo

Defines further information relating to the result of the method, such as error codes.

NEI Value Description
P_RESULT_| NFO_UNDEFI NED 0000h No further information present
P_I NVALI D_APPLI CATI ON_I D 0001h Invalid application ID
P_I NVALI D_CLI ENT_CAPABI LI TY 0002h Invalid client capability
P_I NVALI D_AGREEMENT _TEXT 0003h Invalid agreement text
P_I NVALI D_SI GNI NG_ALGORI THM 0004h Invalid signing algorithm
P_I NVALI D_I NTERFACE_I D 0005h Invalid interface ID
P_I NVALI D_SERVI CE_I D 0006h Invalid service capability feature ID
P_I NVALI D_EVENT_TYPE 0007h Invalid event type
P_SERVI CE_NOT_ENABLED 0008h | The service capability feature ID doesnot correspond to a SCF that
has been enabled
P_I NVALI D_ASSI GNMENT_I D 0009h The assignment 1D does not correspond to one of the valid
assignment IDs
P_I NVALI D_PARAMETER 000Ah The method has been called with an invalid parameter
P_I NVALI D_PARAMETER_VALUE 000Bh A method parameter has an invalid value
P_PARAMETER M SSI NG 000Ch | A required parameter has not been specified in the method call
P_RESOURCES_UNAVAI LABLE 000Dh The required resources in the network are not available
P_TASK_REFUSED 000Eh The requested method has been refused
P_TASK_CANCELLED 000Fh The requested method has been cancelled
P_I NVALI D_DATE_TI ME_FORNAT 0010h Invalid date and time format provided
P_NO_CALLBACK_ADDRESS_SET 0011h The requested method has been refused because no callback
addressis set
P_I NVALI D_TERM NATI ON_TEXT 0012h Invalid termination text
P_I NVALI D_SERVI CE_TOKEN 0013h | The service capability feature token does not correspond to atoken
that had been issued, or the issued token has expired
P_I NVALI D_AUTHENTI CATI ON 0014h The client has not been correctly authenticated
P_I NVALI D_SERVI CE_PROPERTY 0015h Invalid service capability feature property
P_METHOD_NOT_SUPPORTED 001Bh | The method is not allowed or supported within the context of the
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current SCF agreement.

P_USER_NOT_SUBSCRI BED 0030h | A service (or application) is unauthorised to access information and
regquest SCFs with regards to users that are not subscribed to it.
P_APPLI CATI ON_NOT_ACTI VATED 0031h | A service (or application) is unauthorised to accessinformation and

request SCFs with regards to its subscribed users that have
deactivated that particular service (or application).

P_USER_PRI VACY 0032h | A service (or application) is unauthorised to access information and

request an SCF with regards to its subscribed users that have set
their privacy flag regarding that particular SCF.

P_GCCS_SERVI CE_| NFORMATI ON_M SSI NG 0100h | Information relating to the Call Control SCF could not be founc

P_GCCS_SERVI CE_FAULT_ENCOUNTERED 0101h Fault detected in the Call Control SCF

P_GCCS_UNEXPECTED_SEQUENCE 0102h | Unexpected sequence of methods, i.e., the sequence does not match
the specified state diagrams for the call or the call leg.

P_GCCS_I NVALI D_ADDDRESS 0103h Invalid address specified

P_GCCS_| NVALI D_STATE 0104h Invalid state specified

P_GCCS_I NVALI D_CRI TERI A 0105h Invalid criteria specified

P_GCCS_| NVALI D_NETWORK_STATE 0106h Although the sequence of method calls is allowed by the OSA

gateway, the underlying protocol can not support it.

E.g., in some protocols some methods are only allowed by the
protocol, when the call processing is suspended, e.g., after reporting
an event that was monitored in interrupt mode.

P_GCCS_NETWORK_DEASSI GN 0107h The relation between the network and the OSA gateway is
terminated. Therefore, the gateway can no longer influence the call.

This can happen after the last requested report is sent to the
application.

To prevent this error, the application should ensure that it has
requested events which are not yet reported.

P_GUI S_I NVALI D_CRI TERI A 0300h Invalid criteria specified

P GUI S I LLEGAL_I D 0301h Information id specified isinvalid

P_GUI S_| D_NOT_FOUND 0302h | A legal information id is not known to the User Interaction SCF

P_GUI S_| LLEGAL_RANGE 0303h | Thevalues for minimum and maximum collection length are out of
range.

P_GUI S_| NVALI D_COLLECTI ON_CRI TERI A 0304h Invalid collection criteria specified

P_GUI S_NETWORK_DEASSI GN 0305h The relation between the network and the OSA gateway is

terminated. Therefore, the gateway can no longer perform Ul
operations. This can happen after the last requested report is sent to
the application.

To prevent this error, the application should ensure that it has
requested events which are not yet reported.

P_GUI S_| NVALI D_NETWORK_STATE 0306h Although the sequence of method calls is allowed by the OSA
gateway, the underlying protocol can not support it.

E.qg., in some protocols some methods are only allowed by the
protocol, when the call processing is suspended, e.g., after reporting
an event that was monitored in interrupt mode.

8.1.4.9 TpDate

Thisdatatypeisidentical to a TpString. It specifiesthe datain accordance with International Standard 1SO 8601. This

isdefined as the string of charactersin the following format:
YYYY- Mt DD

wherethe dateis specified as:

YYYY four digits year
MM two digits nonth
DD two digits day

The date elements are separated by a hyphen character (-).
Example
The 4 December 1998, is encoded as the string:

1998-12-04
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8.1.4.10 TpTime

Thisdatatypeisidentical to a TpString. It specifies the time in accordance with International Standard 1SO 8601. This

isdefined as the string of charactersin the following format:
HH: MM SS. nmm

or

HH: MM SS. mmiz
wherethetimeis specified as:

HH two digits hours (24h notation)

MM two digits mnutes

SS two digits seconds

nmm three digits fractions of a second (i.e. mlliseconds)

Thetime elements are separated by a colon character (: ). The date and time are separated by a space. Optionally, a
capital letter Z may be appended to the timefield to indicate Universal Time (UTC). Otherwise, local timeis assumed.

Example
For local time, 10:30 and 15 secondsis encoded as the string:

10: 30: 15. 000
orinUTC it would be:

10: 30: 15. 000Z
8.1.4.11 TpDateAndTime

Thisdatatypeisidentical to a TpString. It specifies the data and time in accordance with International Standard SO

8601. Thisisdefined asthe string of charactersin the following format:
YYYY- MM DD HH: MM SS. mmm

or

YYYY- Mt DD HH: MM SS. nmmriz
where the date is specified as:
YYYY four digits year

MM two digits nonth
DD two digits day

The date elements are separated by a hyphen character (-).
Thetimeis specified as:

HH two digits hours (24h notation)

MM two digits mnutes

SS two digits seconds

nmm three digits fractions of a second (i.e. mlliseconds)

A colon character separates the time elements (: ). The date and time are separated by a space. Optionally, a capital
letter Z may be appended to the time field to indicate Universal Time (UTC). Otherwise, local timeis assumed.
Example

The 4 December 1998, at 10:30 and 15 secondsis encoded as the string:

1998-12-04 10: 30: 15. 000
for local time, or in UTC it would be:

1998-12-04 10: 30: 15. 000z
8.1.4.12 TpAddress

Defines the structure of data elements that specifies an address.

Structure Member Name Structure Member Type
pl an TpAddr essPl an
string TpString
name TpString
presentation TpAddr essPresent ati on
screening TpAddr essScr eeni ng
subAddressString TpString

8.1.4.13 TpAddressSet

Defines a collection of TpAddress elements.
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8.1.4.14 TpAddressPlan

Defines the address plan (or numbering plan) used. It is also used to indicate whether an addressis actually defined in a
Address data element.

Name Value Description

P_ADDRESS_PLAN_NOT_PRESENT 1 No Address Present
P_ADDRESS_PLAN_UNDEFI NED 0 Undefined
P_ADDRESS PLAN | P 1 P
P_ADDRESS_PLAN_MULTI CAST 2 Multicast
P_ADDRESS_PLAN_UNI CAST 3 Unicast
P_ADDRESS_PLAN_E164 4 E.164
P_ADDRESS_PLAN E164_ MOBI LE 5 E.164 Mobile
P_ADDRESS_PLAN_AESA 6 AESA
P_ADDRESS_PLAN_URL 7 URL
P_ADDRESS_PLAN_NSAP 8 NSAP
P_ADDRESS_PLAN_SMTP 9 SMTP
P_ADDRESS_PLAN_X400 11 X.400

8.1.4.15 TpAddressPresentation

Defines whether an address can be presented to an end user.

Name Value Description
P_ADDRESS_PRESENTATI ON_UNDEF| NED 0 Undefined
P_ADDRESS_PRESENTATI ON_ALLOWED 1 Presentation Allowed
P_ADDRESS_PRESENTATI ON_RESTRI CTED 2 Presentation Restricted
P_ADDRESS_PRESENTATI ON_ADDRESS_NOT_AVAI LABLE 3 Address not available for presentation

8.1.4.16 TpAddressScreening

Defines whether an address has been screened by the application.

Name Value Description
P_ADDRESS_SCREENI NG_UNDEFI NED 0 Undefined
P_ADDRESS_SCREENI NG_USER_VERI FI ED_PASSED 1 user provided address
verified and passed
P_ADDRESS_SCREENI NG_USER_NOT_VERI FI ED 2 user provided address
not verified
P_ADDRESS_SCREENI NG_USER_VERI FI ED_FAI LED 3 user provided address
verified and failed
P_ADDRESS_SCREENI NG_NETWORK 4 Network provided address

8.1.4.17 TpAddressError

Defines the reasons why an addressisinvalid.
Name __Value Description |

[ P_ADDRESS_| NVALI D_UNDEFI NED 0 Undefined error
P_ADDRESS_| NVALI D_M SSI NG
P_ADDRESS_| NVALI D_M SSI NG_ELEMENT
P_ADDRESS_| NVALI D_OUT_OF RANGE
P_ADDRESS_| NVALI D_I NCOMPLETE
P_ADDRESS_| NVALI D_CANNOT DECODE

8.1.4.18 TpURL

Mandatory address not present

Mandatory address element not present

Address is outside of the valid range

Address isincomplete

g | W N -

Address cannot be decoded

Thisdatatypeisidentical to a TpString and contains a URL address. The usage of thistypeisdistinct of TpAddress,
which can also hold an URL. The latter contains a user address which can be specified in many ways: IP, mail, URL,
X.300, E164. On the other hand, the TpURL type does not hold the address of auser and always representsa URL. This
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typeisused in user interaction and defines the URL of the text or stream to be sent to an end-user. It is therefore
inappropriate to use ageneral address here.

8.1.4.19 TpPrice

Thisdatatypeisidentical to a TpString. It specifies price information, which is used in user interaction when an
announcement is being played and additional information is given to the user. Thisis defined as the string of characters
(digits) in the following format:

DDDDDD. DD

8.2 Framework Data Definitions

This section provides the framework specific data definitions necessary to support the OSA interface specification.

This document iswritten using Hypertext link, to aid navigation through the data structures. Underlined text represents
Hypertext links.

The general format of a data definition specification is the following:
Datatype, that shows the name of the datatype.
Description, that describes the data type.
Tabular specification, that specifies the data types and values of the datatype.
Example, if relevant, shown to illustrate the data type.

8.2.1 Common Framework Data Definitions

8.2.1.1 IpServiceRef
Thisdatatypeisidentical tol pl nt er f aceRef .
8.2.1.2 TpClientAppID

Thisisanidentifier for the client application. It is used to identify the client to the framework. Thisdatatypeis
identical toTpSt ri ng.

8.2.1.3 TpClientApplIDList
Thisdatatype definesaNunber ed Set of Data El enents of typeTpCl i ent Appl D.
8.2.1.4 TpEntOpID

Thisdatatypeisidentical toTpSt ri ng.

8.2.1.5 TpEntOpIDList

ThisdatatypedefinesaNunber ed Set of Data El enents of type TpEnt Opl D.
8.2.1.6 TpService

ThisdatatypeisaSequence of Dat a_ El enent s which describes aregistered service. It isastructured type
which consists of:

Sequence Element ' Sequence Element ' Documentation
Name Type
Servicel D TpServicel D
Servi cePropertylLi st TpServi cePropertyli st

8.2.1.7 TpServiceList
Thisdatatype definesaNunber ed Set of Data El enents of typeTpServi ce.
8.2.1.8 TpServiceDescription

ThisdatatypeisaSequence of Dat a El enment s which describes aregistered service. It isastructured datatype
which consists of
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Sequence Element Sequence Element Documentation
Name Type
Servi ceTypeNane TpServi ceTypeNanme
Servi cePropertylLi st TpServi cePropertyli st

8.2.1.9 TpServicelD

Thisdatatypeisidentical toaTpSt ri ng, andis defined as a string of characters that uniquely identifies an instance of
aserviceinterface. The string is automatically generated by the Framework, and comprises a TpUniqueServiceNumber,
TpServiceNameString, and a number of relevant TpServiceSpecString, which are concatenated using a forward

separator (/) asthe separation character.

8.2.1.10 TpServicelDList

Thisdatatype definesaNunber ed Set of Data El enents of typeTpServi cel D.
8.2.1.11 TpServicelDRef

DefinesaRef er ence totype TpSer vi cel d.
8.2.1.12 TpServiceNameString

Thisdatatypeisidentical toaTpSt ri ng, and isdefined as a string of charactersthat uniquely identifies the name of a
service interface. Other service provider specific capabilities may also be used, but should be preceded by the string
"SP_".Thefollowing values are defined for OSA release 99.

Character String Value Description

NULL An empty (NULL) string indicates no service name
P_CALL_CONTROL The name of the Call Control Service
P_USER | NTERACTI ON The name of the User Interaction Service
P_TERM NAL_CAPABI LI TI ES The name of the Terminal Capabilities Service
P_USER_LOCATI ON The name of the User Location Service
P_USER_STATUS The name of the User Status tService

8.2.1.13 TpServiceSpecString

Thisdatatypeisidentical toaTpSt ri ng, and isdefined as astring of characters that uniquely identifies the name of a
service specialisation interface. Other service provider specific capabilities may also be used, but should be preceded
by the string " SP_".The following values are defined for OSA release 99.

Character String Value Description

NULL An empty (NULL) string indicates no service specidisation
P_CALL The Call specialisation of the of the User Interaction
Service

8.2.1.14 TpUniqueServiceNumber

Thisdatatypeisidentical toaTpSt ri ng, and isdefined as astring of characters that represents a unique number.
8.2.1.15 TpPropertyStruct

ThisdatatypeisaSequence of Dat a El enment s which describes a service property. It consists of:

Sequence Element Sequence Element Documentation
Name Type
Servi cePropertyNane TpServi ceTypeNanme
Servi cePropertyMde TpSer vi cePropertyMde
Servi cePropertyTypeNane TpServi cePropertyTypeNanme
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8.2.1.16 TpPropertyStructList
ThisdatatypedefinesaNunber ed Set of Data El ements of type TpPropertyStruct.
8.2.1.17 TpServicePropertyMode

Thistypeisleft as aplaceholder but is not used in release 99.This defines service property modes.

Documentation

NORMAL 0 The value of the corresponding service property type may optionally be
provided
MANDATORY 1 The value of the corresponding service property type must be provided
at service registration time
READONLY 2 The value of the corresponding service property type is optional, but
once given avalue it may not be modified
MANDATORY_READONLY 3 The value of the corresponding service property type must be provided

and subsequently it may not be modified.

8.2.1.18 TpServicePropertyTypeName

Thisdatatypeisidentical toTpSt ri ng.

8.2.1.19 TpServicePropertyName
Thisdatatypeisidentical toTpSt ri ng.

8.2.1.20 TpServicePropertyNamelList

Thisdatatype definesaNunber ed Set of Data El enents of typeTpSer vi cePr opert yNane.

8.2.1.21 TpServicePropertyValue
Thisdatatypeisidentical toTpSt ri ng.
8.2.1.22 TpServicePropertyValuelList

Thisdatatype definesaNunber ed Set of Data El enents of type TpSer vi cePropertyVal ue

8.2.1.23 TpServiceProperty

ThisdatatypeisaSequence of Dat a El enent s which describesa“service property”. It isastructured data
type which consists of:

Sequence Element Sequence Element Documentation
Name Type
Servi cePropertyNane TpServi cePropertyNanme
Ser vi cePropertyVal uelLi TpServi cePropertyVal ueli st
t
Servi cePropertyMde TpServi cePropertyMde

8.2.1.24 TpServicePropertyList

Thisdatatype definesaNunber ed Set of Data El enents of type TpSer vi ceProperty.
8.2.1.25 TpServiceTypeDescription

Thistypeisleft asaplaceholder but isnot used in release 99.
ThisdatatypeisaSequence_of _Dat a_El enment s which describes aservicetype. It isastructured datatype. It

consists of :

SequenceElement Sequence Element ' Documentation
Name Type
PropertyStructlLi st TpPropertyStructlList a sequence of property name and property mode

tuples associated with the service type

Servi ceTypeNaneLi st TpServi ceTypeNanelLi st the names of the super types of the associated
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service type

Enabl edOr Di sabl ed TpBool ean an indication whether the service typeis enabled or
disabled

8.2.1.26 TpServiceTypeName
Thisdatatypeisidentical toTpStri ng
8.2.1.27 TpServiceTypeNamelList

Thisdatatype definesaNunber ed Set of Data El enents of typeTpSer vi ceTypeNane.

8.2.2 Trust and Security Management Data Definitions

8.2.2.1 TpAccessType

Thisdatatypeisidentical toaTpSt ri ng. Thisidentifies the type of accessinterface requested by the client
application. If they request P_ACCESS, then areference to the IpAccess interfaceis returned. (Service Providers can
define their own access interfaces to satisfy client requirements for different types of access. These can be selected
using the TpAccessType, but should be preceded by the string " SP_". The following values are defined for OSA release
99

String Value ' Description

NULL An empty (NULL) string indicates the default access type
P_ACCESS Access using the OSA Access Interfaces: IpAccess and
IpAppAccess

8.2.2.2 TpAuthType

Thisdatatypeisidentical toaTpSt ri ng. Itidentifies the type of authentication mechanism requested by the client. It
provides service providers and client's with the opportunity to use an alternative to the OSA Authentication interface,
e.g. CORBA Security. OSA Authentication isthe default authentication method. Other service provider specific
capabilities may also be used, but should be preceded by the string “ SP_". The following values are defined for OSA
release 99:

String Value Description

NULL An empty (NULL) string indicates the default
authentication method: OSA Authentication.

P_AUTHENTI CATI ON Authenticate using the OSA Authentication Interfaces:
I pAuthentication and |pAppAuthentication

8.2.2.3 TpAuthCapability

Thisdatatypeisidentical toaTpSt ri ng, and isdefined as a string of characters that identify the authentication
capabilities that could be supported by the OSA. Other service provider specific capabilities may also be used, but
should be preceded by the string " SP_". Capabilities may be concatenated, using commas (,) as the separation
character. The following values are defined for OSA release 99.

String Value Description
NULL An empty (NULL) string indicates no client capabilities.
P_DES 56 A simple transfer of secret information that is shared

between the client application and the framework with
protection against interception on the link provided by the
DES algorithm with a 56bit shared secret key

P_RSA 512 A public-key cryptography system providing authentication
without prior exchange of secrets using 512 bit keys

P_RSA 1024 A public-key cryptography system providing authentication
without prior exchange of secrets using 1024bit keys
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8.2.2.4 TpAuthCapabilityList

Thisdatatypeisidentical toaTpSt ri ng. Itisastring of multiple TpAuthCapability concatenated using acomma
(,)as the separation character.

8.2.2.5 TplInterfaceName

Thisdatatypeisidentical toaTpSt ri ng, and isdefined as a string of characters that identify the names of the

framework capabilities that are be supported by the OSA API. Other service provider specific capabilities may also be
used, but should be preceded by the string " SP_".The following values are defined for OSA release 99.

Character String Value Description
NULL An empty (NULL) string indicates no interface.
P_DI SCOVERY The name for the Discovery interface.
P_OAM The name for the OA&M interface.
P_I NTEGRI TY_MANAGEMENT The name for the Integrity Management interface.

8.2.2.6 TpServiceAccessControl

ThisisSequence of Data El ement s containing the access control policy information controlling accessto the
service feature, and the trustL evel that the service provider has assigned to the client application.

Sequence Element Name Sequence El ement Type

policy TpString
trust Level TpString

The policy parameter indicates whether access has been granted or denied. If granted then the parameter trustL evel
must also have avalue.
ThetrustLevel parameter indicatesthe trust level that the service provider has assigned to the client application.

8.2.2.7 TpServiceToken

Thisdatatypeisidentical toaTpSt ri ng, and identifies a selected service. Thisis afree format text token returned by
the framework, which can be signed as part of a service agreement. Thiswill contain service provider specific
information relating to the service level agreement. The serviceToken has alimited lifetime, which isthe sasme asthe
lifetime of the service agreement in normal conditions. If something goes wrong the serviceT oken expires, and any
method accepting the serviceToken will return an error code (P_I NVALI D_SERVI CE_TOKEN). Service Tokenswill

automatically expireif the client or framework invokes the endA ccess method on the other's corresponding access
interface.

8.2.2.8 TpSignatureAndServiceMgr

ThisisaSequence of Data El ement s containingthe digital signature of the framework for the service
agreement, and areference to the service manager interface of the service.
di gi tal Si gnature TpStri ngRef
serviceMgrinterface Tpl pl nt er f aceRef
The digital Signatureis the signed version of a hash of the service token and agreement text given by the client
application.
The serviceMgrinterface is areference to the service manager interface for the selected service.

8.2.2.9 TpSigningAlgorithm

Thisdatatypeisidentical toaTpSt ri ng, and isdefined as astring of charactersthat identify the signing algorithm

that must be used. Other service provider specific capabilities may also be used, but should be preceded by the string
"SP_". Thefollowing values are defined for OSA release 99.

String Value Description
NULL An empty (NULL) string indicates no signing algorithm is
required
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P_MD5_RSA 512 MDS5 takes an input message of arbitrary length and
produces as output a 128-bit message digest of the input.
Thisisthen encrypted with the private key under the RSA
public-key cryptography system using a 512 bit key.
P_MD5_RSA_1024 MDS5 takes an input message of arbitrary length and
produces as output a 128-bit message digest of the input.

This s then encrypted with the private key under the RSA
public- key cryptography system using a 1024 bit key

8.2.3 Integrity Management Data Definitions

8.2.3.1 TpActivityTestRes

Thistypeisidentical toTpSt ri ng and is an implementation specific result. The valuesin this data type are framework
provider specific.

8.2.3.2 TpFaultStatsRecord

This defines the set of recordsto be returned giving fault inforation for the requested time period.
Sequence Element Name Seguence Element Type

Peri od TpTi nel nt erval
Faul t Records TpFaul t St at sSet

8.2.3.3 TpFaultStatsSet

This defines the sequence of data elements which provide the statistics on a per fault type basis.

Fault TplnterfaceFault
Occurrences TpInt32
MaxDuration TpInt32
TotalDuration TpInt32
NumberOfClientsAffected TpInt32

Occurrences is the number of separate instances of this fault during the period. MaxDuration and
TotalDuration are the number of seconds duration of the longest fault and the cumulative total during the
period. NumberOfClientsAffected is the number of clients informed of the fault by the framework.

8.2.3.4 TpActivityTestID
Thisdatatypeisidentical toaTpl nt 32, and is used as atoken to match activity test requests with their results..
8.2.3.5 TplnterfaceFault

Defines the cause of the interface fault detected.

Name ~ Value Description
| NTERFACE_FAULT_UNDEFI NED 0 Undefined
| NTERFACE_FAULT_LOCAL_FAI LURE 1 A fault in the local API software or hardware
has been detected
| NTERFACE_FAULT GATEWAY_ FAI LURE 2 A fault in the gateway API software or
hardware has been detected
| NTERFACE_FAULT_PROTOCOL_ERROR 3 An error in the protocol used on the client-
gateway link has been detected

8.2.3.6 TpSvcUnavailReason

Defines the reason why a Service is unavailable.
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Name Value Description
SERVI CE_UNAVAI LABLE_UNDEFI NED 0 Undefined
SERVI CE_UNAVAI LABLE_LOCAL_FAI LURE 1 The Local API software or hardware has failed
SERVI CE_UNAVAI LABLE_GATEWAY_FAI LURE 2 The gateway API software or hardware has
failed
SERVI CE_UNAVAI LABLE_OVERLOADED The service is fully overloaded
SERVI CE_UNAVAI LABLE_CLOSED The service has closed itself (e.g. to protect
from fraud or malicious attack)
8.2.3.7 TpAPIUnavailReason
Defines the reason why the API is unavailable.
| Name __Value _ Description B
APl _UNAVAI LABLE_UNDEFI NED 0 Undefined
API _UNAVAI LABLE_LOCAL_FAI LURE 1 TheLoca APl software or hardware has failed
APl _UNAVAI LABLE_GATEWAY_FAI LURE 2 The gateway API software or hardware has
failed
APl _UNAVAI LABLE_OVERLOADED 3 The gateway is fully overloaded
APl _UNAVAI LABLE_CLOSED 4 The gateway has closed itself (e.g. to protect
from fraud or malicious attack)
APl _UNAVAI LABLE_PROTOCOL_FAI LURE 5 The protocol used on the client-gateway link
has failed
8.2.3.8 TpLoadLevel
Definesthe Sequence of Data El ement s that specify load level values.
| Name __ Vvalue Description N
LOAD_LEVEL_NORMAL 0 Nor mal | oad
LOAD_LEVEL_OVERLOAD 1 Overl oad
LOAD_LEVEL_SEVERE_OVERLOAD 2 Severe Overl oad

8.2.3.9 TpLoadThreshold

Definesthe Sequence of Data El ement s that specify

the load threshold value. The actual load threshold value

is application and service dependent, so istheir relationship with load level.

Sequence Element Name
LoadThreshol d

Sequence Element Type
TpFl oat

8.2.3.10 TpLoadlnitVal

Definesthe Sequence of Data El enent s that specify
Sequence Element Name

the pair of load level and associated |oad threshold value.
Sequence Element Type

LoadLevel

TpLoadLevel

LoadThreshol d

TpLoadThr eshol d

8.2.3.11 TpTimelnterval

Definesthe Sequence of Data El enent s that specify
Sequence Element Name

atimeinterval.
Sequence Element Type

StartTinme

TpDat eAndTi ne

St opTi me

TpDat eAndTi me
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8.2.3.12 TpLoadPolicy

Defines the load balancing policy. 7
Sequence Element Name Sequence Element Type
LoadPol i cy TpString

8.2.3.13 TpLoadStatistic

Definesthe Sequence of Data El ement s that specify the load statistic record at given timestamp.

| Sequence Element Name | Sequence Element Type N

Servicel D TpServicel D
LoadVal ue TpFl oat
LoadLevel TpLoadLevel
Ti meSt anp TpDat eAndTi nme

LoadVaue is expressed in percentage.

8.2.3.14 TpLoadStatList
DefinesaNunber ed Set of Data El enents of TpLoadStati stic.

8.2.3.15 TpLoadStatusError

Definestheerror code for getting the | oad status.

| | Description
LOAD_STATUS_ ERROR_UNDEFI NED 0 Undefined error
LOAD_STATUS_ERROR_UNAVAI LABLE 1 Unable to get the |oad status

8.2.3.16 TpLoadStatError

Definesthe Sequence of Data El enent s that specify the error for getting the load status at given timestamp.

equence Element Name equence Element Type

Servicel D TpServicel D
LoadSt at usError TpFl oat
Ti meSt anp TpDat eAndTi ne

8.2.3.17 TpLoadStatErrList

DefinesaNunber ed Set of Data El enents of TpLoadStati sticError.

8.3 Generic Call Control Data Definitions

The constants and types defined in the following sections are defined in the org.threegpp.osa.gccs package.

8.3.1 Interface definitions

8.3.1.1 IpAppcCall
Definesthe address of anl AppCal | Interface.
8.3.1.2 IpAppCallRef

DefinesaRef er ence totypel AppCal |
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8.3.1.3 IpAppCallRefRef

DefinesaRef er ence totypel AppCal | Ref .

8.3.1.4 IpAppCallControlManager
Defines the address of anl AppCal | Cont r ol Manager Interface.
8.3.1.5 IpAppcCallControlManagerRef
DefinesaRef er ence totypel AppCal | Cont r ol Manager .
8.3.1.6 IpCall

Definesthe address of anl Cal | Interface.

8.3.1.7 IpCallRef

DefinesaRef er ence totypel Cal | .

8.3.1.8 IpCallRefRef

DefinesaRef er ence totypel Cal | Ref .

8.3.1.9 IpCallControlManager

Definesthe address of anl Cal | Cont r ol Manager Interface’

8.3.1.10 IpCallControlManagerRef

DefinesaRef er ence totypel Cal | Cont r ol Manager .

8.3.2 Event Notification data definitions

8.3.2.1 TpCallEventName

Defines the names of events being notified with anew call request. The following events are supported. The values may
be combined by alogical 'OR’ function when reguesting the notifications. Additional eventsthat can be requested /
received during the call process are found in the TpCallReportType data-type.

NEI Value Description
P_EVENT_NANE_UNDEFI NED 0 Undefined
P_EVENT_GCCS_OFFHOOK_EVENT 1 GCCS— Offhook event.
P_EVENT_GCCS_ADDRESS_COLLECTED_EVENT 2 GCCS— Address information collected
P_EVENT_GCCS_ADDRESS_ANALYSED_EVENT 4 GCCS— Address information is analy sed.
P_EVENT_GCCS_CALLED_PARTY_BUSY 8 GCCS- Called party is busy
P_EVENT_GCCS_CALLED_PARTY_UNREACHABLE 16 GCCS- Called party is unreachable
P_EVENT_GCCS_NO_ANSWER_FROM CALLED_PARTY 32 GCCS— No answer from called party
P_EVENT_GCCS_ROUTE_SELECT_FAI LURE 64 GCCS- Failure in routing the call
P_EVENT_GCCS_ANSWER_FROM CALL_PARTY 128 GCCS— Party answered call.

8.3.2.2 TpCallEventCriteria

Definesthe Sequence of Data El ement s that specify the criteriafor an event notification.

equence Element Name  SequenceElement Type
Desti nati onLower Addr ess TpAddr ess Lower destination address in an
address rannge
Desti nati onUpper Addr ess TpAddr ess Upper destination address in an
address range
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Origi nati ngLower Addr ess TpAddr ess Lower originatin address in an
addr ess range

Origi nati onUpper Addr ess TpAddr ess Upper origination address in an
address range

Cal | Event Nane TpCal | Event Nane Name of the event(s)

8.3.2.3 TpcCallEventinfo

Definesthe Sequence of Data El ement s that specify the information returned to the application in aNew Call
event notification.

Sequence Element Name Sequence Element Type

Desti nati onAddress TpAddr ess
Origi nati ngAddr ess TpAddr ess
Ori gi nal Desti nati onAddr ess TpAddr ess
Redi rect i ngAddr ess TpAddr ess

Cal | Appl nfo TpCal | Appl nf 0Set

Cal | Event Nane TpCal | Event Nane
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8.3.3 Generic Call Control Type definitions

8.3.3.1 TpAoCinfo

Definesthe Sequence of Data El enent s that specify the two sets of Advice of Charge parameters.

Sequence Element Name Sequence Element Type

AoCSet 1 TpString

AoCSet 2 TpString
The value of the set is operator specific, if more then one element needs to be sent then those elements are separated
witha'/" character. Asan example:

CAP expects 7 integers (so-called e-parameters) to be sent, each optional. This could result in sending “123//0/
indicating that elements 1, 3 and 4 have avalue and the other elements are empty and do not need to be sent.

8.3.3.2 TpcCallAlertingMechanism

Thisdatatypeisidentical toaTpl nt 32, and defines the mechanism that will be used to alert acall party. The values
of this datatype are operator specific.

8.3.3.3 TpCallApplinfo

DefinestheTagged Choi ce of Data El ement s that specify call application-related specific information.

Tag Element Type
TpCal | Appl nf oType

Tag Element Value ' Choice Element Type | Choice El ement Name
P_CALL_APP_ALERTI NG_MECHANI SM TpCal | Al erti ngMechani sm Cal | AppAl erti ngMechani sm
P_CALL_APP_NETWORK_ACCESS_TYPE TpCal | Net wor kAccessType Cal | AppNet wor kAccessType
P_CALL_APP_| NTERWORKI NG_I NDI CAT| TpCal I I nt er wor ki ngl ndi cat or s Cal | Appl nt er wor ki ng
RS I ndi cators
P_CALL_APP_TELE_SERVI CE TpCal | Tel eServi ce Cal | AppTel eServi ce
P_CALL_APP_BEARER_SERVI CE TpCal | Bear er Servi ce Cal | AppBear er Servi ce
P_CALL_APP_PARTY_CATEGORY TpCal | PartyCat egory Cal | AppPart yCat egory
P_CALL_APP_PRESENTATI ON_ADDRESS TpAddr ess Cal | AppPresent ati onAddr ess
P_CALL_APP_GENERI C_I NFO TpString Cal | AppGenericlnfo
P_CALL_APP_ADDI Tl ONAL_ADDRESS TpAddr ess Cal | AppAddi ti onal Addr ess

8.3.3.4 TpCallAppInfoType

Defines a specific call event report type.

Name Value Description
P_CALL_APP_UNDEFI NED 0 Undefined
P_CALL_APP_ALERTI NG_MECHANI SM 1 The alerting mechanism or pattern to use
P_CALL_APP_NETWORK_ACCESS_TYPE 2 The network access type (e.g. ISDN)
P_CALL_APP_| NTERWORKI NG_I NDI CATORS 3 Indicators to enable service interworking
P_CALL_APP_TELE_SERVI CE 4 Indicates the tele-service (e.g. speech) and
related info such as clearing programme
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P_CALL_APP_BEARER_SERVI CE 5 Indicates the bearer service (e.g. 64kb/s
unrestricted data).

P_CALL_APP_PARTY_CATEGORY 6 The category of the call party
P_CALL_APP_PRESENTATI ON_ADDRESS 7 The address to be presented to other call
parties
P_CALL_APP_GENERI C_I NFO 8 Carries unspecified application-Service
Capability information
P_CALL_APP_ADDI T| ONAL_ADDRESS 9 Indicates an additional address

8.3.3.5 TpCallAppinfoSet
DefinesaNunber ed Set of Data El ement s of TpCalApplInfo.
8.3.3.6 TpCallBearerService

Thisdatatypeisidentical toaTpSt ri ng, and defines the bearer service associated with the call (e.g. 64kb/s

unrestricted data). The values of this datatype are operator specific. However, DSS1 (EN 300 403-1) or |SUP User
Service Information (refer to ITU Q.763) are suggested for this data type.

8.3.3.7 TpCallChargePlan

Thisdatatypeisidentical toaTpSt ri ng, and defines the call charge plan to be used for the call. The values of this
datatype are operator specific.

8.3.3.8 TpcCallError

Definesthe Sequence of Data El ement s that specify the additional information relating to an undefined call
error.

Sequence Element Name ' Sequence Element Type

ErrorTi ne TpDat eAndTi nme
Error Type TpCal | error Type
Addi tional Errorlnfo TpCal | Addi tional Errorlnfo

8.3.3.9 TpCallAdditionalErrorinfo

Definesthe Tagged Choi ce of Data El enent s that specify additional call error and call error specific
information. Thisis also used to specify call leg errors and call information errors.

Tag Element Type
TpCallErrorType

Tag Element Value Choice Element Type Choice Element Name
P_CALL_ERROR_UNDEFI NED NULL Undefi ned
P_CALL_ERROR_ROUTI NG_ABORTED TpCallReleaseCause Cal | Error Routi ngAbort ed
P_CALL_ERROR_CALL_ABANDONED T pCallRel easeCauise Cal | Error Cal | Abandoned
P_CALL_ERROR_| NVALI D_ADDRESS TpAddressError Cal | Errorl nval i dAddr ess
P_CALL_ERROR_| NVALI D_STATE NULL Undef i ned
P_CALL_ERROR_I NVALI D_CRI TERI A NULL Undef i ned

8.3.3.10 TpCallErrorType

Defines a specific call error.

Name Value Description
P_CALL_ERROR_UNDEFI NED 0 Undef i ned
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P_CALL_ERROR_ROUTI NG_ABORTED 1 Call routing failed and was
aborted by the network
P_CALL_ERROR_CALL_ABANDONED 2 The requested operation failed

because the controlling party
abandoned the call before the
operation was conpl eted

P_CALL_ERROR_| NVALI D_ADDRESS 3 The operation failed because an
invalid address was given
P_CALL_ERROR_| NVALI D_STATE 4 The call was not in a valid
state for the requested
operation
P_CALL_ERROR_| NVALI D_CRI TERI A 5 Invalid criteria were specified for the requested
operation

8.3.3.11 TpCallFault

Defines the cause of the call fault detected.

Name ~ Value Description
P_CALL_FAULT_UNDEFI NED 0 Undefined
P_CALL_FAULT_USER_ABORTED 1 This fault occurs when a call is has been

triggered by the network but the user has
finalised the call before any message could be
sent by the application.

P_TI MEOUT_ON_RELEASE 2 This fault occurs when the final report has

been sent to the application, but the application

did not explicitly release or deassign the call
object, within a specified time.

The timer value is operator specific.

P_TI MEOUT_ON_| NTERRUPT 3 This fault occurs when the application did not
instruct the gateway how to handle the call
within a specified time, after the gateway
reported an event that was requested by the
application in interrupt mode.

The timer value is operator specific.

8.3.3.12 TpCallldentifier

Definesthe Sequence of Data El ement s that unambiguously specify the Generic Call object

_ SequenceElement Name __ SequenceElement Type Sequence Element Description
Cal | Ref erence | pCal | Ref This el ement specifies the interface
reference for the call object.
Cal | Sessi onl D TpSessi onl D This el ement specifies the call session ID
of the call created.

8.3.3.13 TpCallldentifierRef

DefinesaRef er ence totype TpCallldentifier.

8.3.3.14 TpCallinfoReport

Definesthe Sequence of Data El ement s that specify the call information requested. Information that was not
requested isinvalid.

equence Element Name equence Element Type
Cal I I nf oType TpCal | I nf oType
CalllnitiationStartTime TpDat eAndTi ne
Cal | Connect edToResour ceTi ne TpDat eAndTi me
Cal | Connect edToDesti nati onTi me TpDat eAndTi me
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Cal | EndTi me TpDat eAndTi ne

Cause TpCal | Rel easeCause

8.3.3.15 TpCallinfoType

Defines thetype of call_information requested and reported. The values may be combined by alogical 'OR'’ function.

Name Value Description
P_CALL_| NFO_UNDEFI NED 00h Undefined
P_CALL_I NFO_TI MES 01h Relevant call times
P_CALL_I NFO_RELEASE_CAUSE 02h Call release cause
P_CALL_I NFO_| NTERMEDI ATE 04h Send only intermediate reports (i.e., when a
party leaves the call)

8.3.3.16 TpCallinterworkingindicators

Thisdatatypeisidentical toaTpSt ri ng, and definesindicators for inter-working between applications and network
based services (e.g. IN based services or ISDN supplementary services), or between different applications. The values
of this datatype are operator specific.

8.3.3.17 TpCallMonitorMode

Defines the mode that the call will monitor for events, or the mode that the call isin following a detected event.

Name ~ Value Description

P_CALL_MONI TOR_MODE_I| NTERRUPT 0 The call event is intercepted by the call
control service and call processing is
interrupted. The application is notified of
the event and call processing resunes
foll owing an appropriate APl call or network
event (such as a call release)

P_CALL_MONI TOR_MODE_NOTI FY 1 The call event is detected by the call control
service but not intercepted. The application

is notified of the event and call processing
conti nues

P_CALL_MONI TOR_MODE_DO_NOT_MONI TOR 2 Do not nonitor for the event

8.3.3.18 TpCallNetworkAccessType

Thisdatatypeisidentical toaTSt ri ng, and defines the type of network access being used (e.g. ISDN, Dial-up
Internet, xDSL). The values of this data type are operator specific.

8.3.3.19 TpCallOverloadType

Definesthe type of call overload that has been detected (and possibly acted upon) by the network.

Name Value Description
P_CALL_OVERLOAD_ TYPE_UNDEFI NED 0 Infinite interval
(do not admit any calls)
P_CALL_OVERLOAD TYPE_NEW CALLS 1 New calls to the application

are causing overload (i.e.
i nbound overl oad)

P_CALL_OVERLOAD_TYPE_ROUTED_CALLS 2 Calls being routed to
destination or origination
addresses by the application
are causing overload (i.e.
out bound overl oad)
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8.3.3.20 TpCallPartyCategory

Thisdatatypeisidentical toaTpSt ri ng, and defines the category of acall party (e.g. call priority, payphone,
prepaid). The values of this datatype are operator specific. However, the values defined in ISUP ITU Recommendation
Q.763 are suggested for this data type.

8.3.3.21 TpCallReleaseCause

Definesthe Sequence of Data El ement s that specify the cause of the release of acall.

Sequence Element Name Sequence Element Type

Val ue Tpl nt 32
Locati on Tpl nt 32

Note: the Value and L ocation are specified asin I TU-T recommendation Q.850.

8.3.3.22 TpCallReport

Definesthe Sequence of Data El enent s that specify the call report and call leg report specific information.

Sequence Element Name Sequence Element Type

Moni t or Mbde TpCal | Moni t or Mbde
Cal | Event Ti e TpDat eAndTi ne
Cal | Report Type TpCal | Report Type
Addi ti onal ReportiInfo TpCal | Addi ti onal Reportlnfo

8.3.3.23 TpCallAdditionalReportinfo

Definesthe Tagged Choi ce of Data El enent s that specify additional call report information.

Tag Element Type
TpCallReportType

Tag Element Value | Choice Element Type __ Choice Element Name _
P_CALL_REPORT_UNDEFI NED NULL Undefi ned
P_CALL_REPORT_PROGRESS NULL Undefi ned
P_CALL_REPORT_ROUTI NG_SUCCESS NULL Undefi ned
P_CALL_REPORT_ANSWER NULL Undef i ned
P_CALL_REPORT_REFUSED_BUSY TpCal | Rel easeCause Ref usedBusy
P_CALL_REPORT_NO ANSWER NUL L Undef i ned
P_CALL_REPORT_DI SCONNECT TpCal | Rel easeCause Cal | Di sconnect
P_CALL_REPORT_REDI RECTED TpAddr ess For war dAddr ess
P_CALL_REPORT_SERVI CE_CODE TpCal | Servi ceCode Ser vi ceCode
P_CALL_REPORT_ROUTI NG_FAI LURE TpCal | Rel easeCause Rout i ngFai l ure
P_CALL_REPORT_CALL_ENDED TpCal | Rel easeCause Cal | Ended

8.3.3.24 TpCallReportRequest

Definesthe Sequence of Data El ement s that specify the criteriarelating to call report requests.

Sequence Element Name Sequence Element Type

Moni t or Mode TpCalMonitorMode
Cal | Report Type TpCallReportType
Addi tional Reportcriteria TpCallReportAdditional Criteria
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8.3.3.25 TpCallReportAdditionalCriteria

Definesthe Tagged Choi ce of Data El ement s that specify specific criteria.

| Tag Element Type |
TpCallReportType

Tag Element Value ' Choice Element Type  ChoiceElement Name
P_CALL_REPORT_UNDEFI NED NULL Undefi ned
P_CALL_REPORT_PROGRESS NULL Undef i ned
P_CALL_REPORT_ROUTI NG_SUCCESS NULL Undefi ned
P_CALL_REPORT_ANSWER NULL Undefi ned
P_CALL_REPORT_BUSY NULL Undef i ned
P_CALL_REPORT_NO_ANSWER TpCal | Dur ati on NoAnswer Dur at i on
P_CALL_REPORT_DI SCONNECT NULL Undefi ned
P_CALL_REPORT_REDI RECTED NULL Undefi ned
P_CALL_REPORT_SERVI CE_CODE TpCal | Servi ceCode Ser vi ceCode
P_CALL_REPORT_ROUTI NG_FAI LURE NULL Undefi ned
P_CALL_REPORT_CALL_ENDED NULL Undef i ned

8.3.3.26 TpCallReportRequestSet

DefinesaNunber ed Set of Data El ement s of TpCallReportRequest.

8.3.3.27 TpCallReportType

Defines a specific call event report type.
Name Value Description

P_CALL_REPORT_UNDEFI NED 0 Undefined

P_CALL_REPORT_PROGRESS 1 Cal|l routing progress event: an
i ndication fromthe network
that progress has been made in
routing the call to the
requested call party.

P_CALL_REPORT_ROUTI NG_SUCCESS 2 Cal | successfully routed to
address: an indication fromthe
network that the call has been
routed to the requested call

party.
P_CALL_REPORT_ANSWER 3 Call answered at address
P_CALL_REPORT_BUSY 4 Cal | ed address refused call due

to busy
P_CALL_REPORT_NO_ANSWER 5 No answer at called address
P_CALL_REPORT_DI SCONNECT 6 Cal | disconnect requested by

call party

P_CALL_REPORT_REDI RECTED 7 Call redirected to new address:

an indication fromthe network
that the call has been
redirected to a new address.

P_CALL_REPORT_SERVI CE_CODE 8 M d-cal |l service code received

P_CALL_REPORT_ROUTI NG_FAI LURE 9 Call routing failed - re-
routing is possible

P_CALL_REPORT_CALL_ENDED 10 Call has ended (disconnected):

an indication fromthe network
that the call has been ended.
This could either be that the
calling party or the called
party has di sconnected.
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8.3.3.28 TpCallServiceCode

Defines the service code received during acall. For example, this may be adigit sequence, user-user information, recall,
flash-hook or ISDN Facility Information Element.
Thisdatatypeisidentical toaTpSt ri ng. The coding of thisdatatype is operator specific. However, the values

defined in ISUP ITU Recommendation Q.763 are suggested for this data type.
8.3.3.29 TpCallTeleService

Thisdatatypeisidentical toaTpSt ri ng, and defines the tel e-service associated with the call (e.g. speech, video, fax,

filetransfer, browsing). The values of this datatype are operator specific. However, the values defined in ISUP I TU
Recommendation Q.763 are suggested for this datatype.

8.3.3.30 TpCallSuperviseVolume

Definesthe Sequence of Data El enent s that specify the amount of volume that is allowed to be transmi tted
for the specific connection.

eguence Element Name uence Element Type

Vol umeQuantity Tpl nt 32 This data type is identical to a Tlnt32,

and defines the quantity of the granted

volume that can be transmitted for the
speci fic connection.

Vol uneUni t Tpl nt 32 This data type is identical to a Tlnt32,

and defines the unit of the granted vol une

that can be transmtted for the specific
connection.

Unit nmust be specified as 10°n number of
bytes, where

n denotes the power.

VWen the unit is for exanple in kil obytes,
Vol uneUni t nust be set to 3.

8.3.3.31 TpCallSuperviseReport

Defines the responses from the call control service for callsthat are supervised. The values may be combined by a

logical 'OR' function. 7 7
Name Value Description

P_CALL_SUPERVI SE_TI MEOUT 01h The cal |l supervision tinmer has
expired
P_CALL_SUPERVI SE_CALL_ENDED 02h The call has ended, either due
to timer expiry or call party
rel ease
P_CALL_SUPERVI SE_TONE_APPLI ED 04h A warning tone has been
applied

8.3.3.32 TpCallSuperviseTreatment

Defines the treatment of the call by the call control service when the call supervision timer expires. The values may be
combined by alogical 'OR' function.

Name Value Description

P_CALL_SUPERVI SE_RELEASE 01h Rel ease the call when the call

supervision timer expires
P_CALL_SUPERVI SE_RESPOND 02h Notify the application when the
call supervision tinmer expires

P_CALL_SUPERVI SE_APPLY_TONE 04h Send a warning tone to the
control ling party when the call
supervision timer expires. |If
call release is requested, then
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the call will be released
followi ng the tone after an
adm ni stered tinme period.

8.4 User Interaction Data Definitions

The constants and types defined in the following sections are defined in the org.threegpp.osa.guis package.

8.4.1 Interface definitions

8.4.1.1 Ipul

Definesthe address of anl Ul Interface.
8.4.1.2 IpUIRef
DefinesaRef er ence totypel Ul .

8.4.1.3 IpUIRefRef

DefinesaRef er ence totypel Ul Ref .

8.4.1.4 IpUIManager

Defines the address of anl Ul Manager Interface.
8.4.1.5 IpUIManagerRef

DefinesaRef er ence totypel Ul Manager .
8.4.1.6 IpAppUl

Defines the address of anl App Ul Interface.
8.4.1.7 IpAppUIRef

DefinesaRef er ence totypel AppUl .
8.4.1.8 IpAppUIRefRef

DefinesaRef er ence totypel AppUl Ref .
8.4.1.9 IpAppUIManager
Defines the address of anl AppUl Manager Interface.

8.4.1.10 IpAppUIManagerRef

DefinesaRef er ence totypel AppUl Manager .

8.4.2 Type definitions

8.4.2.1 TpUilCallldentifier

Definesthe Sequence of Data El ement s that unambiguously specify the UICall object

Structure Element Name Structure Element Str uctur e Element Description

Type
I pUl Cal | Ref

This el ement specifies the interface
reference for the Ul Call object.

Ul Cal | Ref
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User | nteracti onSessi onl D| TpSessi onl D This el ement specifies the user interaction
session |D.

8.4.2.2 TpUIlCallldentifierRef
Defines areference to type TpUICallldentifier.

8.4.2.3 TpUICollectCriteria

Definesthe Sequence of Data El ement s that specify the additional propertiesfor the collection of information,
such as the end character, first character timeout, inter-character timeout, and maximum interaction time.

Structure Element Name Structure Element Type
M nLengt h Tpl nt 32
MaxLengt h Tpl nt 32

EndSequence TpString
St art Ti meout TpDur ati on
I nt er Char Ti meout TpDur ati on

The structure elements specify the following criteria:

M nLengt h: Defines the mi nimum number of characters (e.g. digits) to collect.

MaxLengt h: Defines the maxmum number of characters (e.g. digits) to collect.

EndSequence: Defines the character or characters which terminate an input of variable length, e.g.
phonenumbers.

Start Ti neout : specifiesthe value for thefirst character time-out timer. The timer is started when the

announcement has been completed or has been interrupted. The user should enter the start
of theresponse (e.g. first digit) before the timer expires. If the start of the response is not
entered before the timer expires, the input is regarded to be erroneous. After receipt of the
start of the response, which may be valid or invalid, the timer is stopped.

I nter Char Ti meQut:  specifiesthevalue for the inter-character time-out timer.Thetimer is started when a
response (e.g. digit) isreceived, and is reset and restarted when a subsequent responseis
received. The responses may be valid or invalid. the announcement has been completed or
has been interrupted.

Input is considered successful if the following applies:
If the EndSequence isnot present (i.e. NULL):
- whenthel nt er Char Ti neQut timer expires; or
- when the number of valid digits received equalsthe MaxLengt h.
If theEndSequence is present:
- whenthel nt er Char Ti neQut timer expires; or
- when the EndSequence isreceived; or
- when the number of valid digitsreceived equalsthe MaxLengt h.
In the case the number of valid charactersreceived islessthan the M nLengt h whenthel nt er Char Ti neQut timer
expires or whenthe EndSequence isreceived, theinput is considered erroneous.
The collected characters (including the EndSequence) are sent to the client application when input hs been
successful.

8.4.2.4 TpUIError

Definesthe Ul call error codes.

Name Value Description
P_Ul _ERROR_UNDEFI NED 0 Undefined error
P_U _ERROR | LLEGAL_I D 1 The information id specified isinvalid
P_Ul _ERROR_| D_NOT_FOUND 2 A lega information id is not known to the the
User Interaction service
P_U _ERROR_RESOURCE_UNAVAI LABLE 3 The information resources used by the User

Interaction service are unavailable, e.g. dueto
an overload situation.

P_U _ERROR_| LLEGAL_RANGE 4 The values for minimum and maximum
collection length are out of range

3GPP



3G TS 29.198 version 1.0.0 76 3G TS 29.198 1.0.0 (2000-03)

P_Ul _ERROR | MPROPER_CALLER_RESPONSE 5 Improper user response

P_Ul _ERROR_ABANDON 6 The specified leg is disconnected before the
send information completed

P_Ul _ERROR_NO_OPERATI ON_ACTI VE 7 There is no active user interaction for the

specified leg. Either the application did not
start any user interaction or the user interaction
was already finished when the
abort Acti on_Req() wascdled.

P_U _ERROR_NO_SPACE_AVAI LABLE 8 There is no more storage capacity to record the
message when ther ecor dMessage()
operation was called

The call user interaction object will be automatically de-assigned if the error P_UI_ERROR_ABANDON isreported, as
acorresponding call or call leg object no longer exists.

8.4.2.5 TpUIEventCriteria

Definesthe Sequence of Data El ement s that specify the additional criteriafor receiving a Ul notification

Structure Element Name Structure Element Type
User Addr ess TpString
Servi ceCode TpString
User Addr ess: defines the address of the end-user for which notification shall be handled
Servi ceCode: defines a2 digit code indicating the Ul to be triggered. The value is operator specific.

8.4.2.6 TpUIEventinfo

Definesthe Sequence of Data El enent s that specify aUl notification

| Structur e Element Name | Structure Element Type N

User Addr ess TpString
Servi ceCode TpString
User Addr ess: defines the address of the end-user for which notification shall be handled
Servi ceCode: definesa 2 digit codeindicating the Ul to betriggered. The valueis operator specific.

8.4.2.7 TpUlFault

Defines the cause of the Ul fault detected.

| Name __Value Description N
P_UI _FAULT_UNDEFI NED 0 Undefined
P_Ul _CALL_DEASSI GNED 1 The related Call object has been deassigned.

No further interaction is possible. Already
requested announcements will continue but no
requested reports will be send to the
application.

8.4.2.8 TpUlldentifier
Defines the Sequence of Data Elements that unambiguously specify the Ul object

Structure Element Name Structure Element Structure Element Description

Type
Ul Ref | pUI Ref This el ement specifies the interface
reference for the U object.

User | nteractionSessionl D TpSessi onl D This el ement specifies the user interaction
session |ID.
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8.4.2.9 TpUlldentifierRef
Defines areference to type TpUIldentifier.

8.4.2.10 TpUlInfo

Definesthe Tagged Choi ce of Data El enent s that specify the variable partsin the information to send to the
user.

Tag Element Type
TpUl | nf oType

| Tag El ement Value | Choice Element Type __ ChoiceElement Name
P_U _INFO_ID Tpl nt 32 Infold
P_Ul _I NFO_TEXT TpString I nf oText
P_Ul _I NFO_ADDRESS TpURL I nf oAddr ess

The choice elements represents the following:

I nf ol Dt definesthe ID of the user information script or stream to send to an end-user. The values of
this data type are operator specific.

I nf oText : defines the text to be send to an end-user. The text isfree-format and the encoding is
depending on the resources being used..

I nf oAddr ess: defines the URL of the text or stream to be send to an end-user.

8.4.2.11 TpUlInfoType

Defines the type of the information to be sent to the user.

| Name __Value Description B
P_U _INFO_ID 1 The information to be send to an end-user
consists of an ID
P_Ul _I NFO_TEXT 2 The information to be send to an end-user
consists of atext string
P_UlI _| NFO_ADDRESS 3 The information to be send to an end-user
consists of a URL.

8.4.2.12 TpUIMessageCriteria

Definesthe Sequence of Data El enent s that specify the additional propertiesfor the recording of a message

Structure Element Name Structure Element Type
EndSequence TpString
MaxMessageTi me TpDur ati on
MaxMessageSi ze Tpl nt 32

The structure elements specify the following criteria:

EndSequence: Defines the character or characters which terminate an input of variable length, e.g.
phonenumbers.

MaxMessageTi ne: specifies the maximum duration in seconds of the message that isto be recorded.

MaxMessageSi ze: If this parameter is non-zero, it specifies the maximum sizein bytes of the message that is

to be recorded.

8.4.2.13 TpUIReport

Definesthe Ul call reportsif aresponse was requested.
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Name Value Description
P_Ul _REPORT_UNDEFI NED 0 Undefined report
P_Ul _REPORT_ ANNOUNCEMENT_ENDED 1 Confirmation that the announcement has ended
P_Ul _REPORT_LEGAL_I NPUT 2 Information collected., meeting the specified
criteria
P_Ul _REPORT_NO_I NPUT 3 No information collected. The user

immediately entered the delimiter character.
No valid information has been returned

P_Ul _REPORT_TI MEOUT 4 No information collected. The user did not
input any response before the input timeout
expired
P_Ul _REPORT_MESSAGE_STORED 5 A message has been stored successfully
P_Ul _REPORT_MESSAGE_NOT_STORED 6 The message has not been stored successfully

8.4.2.14 TpUIResponseRequest

Defines the situations for which aresponse is expected foll owing the user interaction.

Description
P_Ul _RESPONSE_REQUI RED 1 The User Interaction Call must send aresponse
when the announcement has compl eted.
P_Ul _LAST_ANNOUNCEMENT_I N_A_ROW 2 This is the final announcement within a

sequence. It might, however, be that additional
announcements will be requested at a later
moment. The User Interaction Call service
may release any used resources in the network.
The Ul object will not be released.

P_Ul _FI NAL_REQUEST 4 Thisisthefina request. The Ul object will be

released after the information has been
presented to the user.

This parameter represent a bitmask, i.e. the values can be added to derived the final meaning.

8.4.2.15 TpUlVariablelnfo

DefinestheTagged Choi ce of Data El enent s that specify the variable partsin the information to send to the
user.

Tag Element Type
TpUl Vari abl ePart Type

Tag Element Value Choice Element Type Choice Element Name
P_Ul _VARI ABLE_PART | NT Tpl nt 32 | Variabl ePart | nt eger
P_Ul _VARI ABLE_PART_ADDRESS TpString Vari abl ePart Addr ess
P_Ul _VARI ABLE_PART_TI ME TpTi me Vari abl ePart Ti me
P_Ul _VARI ABLE_PART_DATE TpDat e Vari abl ePart Dat e
P_Ul _VARI ABLE_PART_PRI CE TpPrice Vari abl ePart Price

8.4.2.16 TpUlIVariablePartType

Definesthe type of the variable partsin the information to send to the user.

Name Value Description
P_Ul _VARI ABLE_PART_I NT 0 Variable part is of type integer

P_Ul _VARI ABLE_PART_ADDRESS
P_Ul _VARI ALBE_PART_TI ME
P_Ul _VARI ABLE_PART_DATE
P_Ul _VARI ABLE_PART_PRI CE

Variable part is of type address

Variable part is of type time

Variable part is of type date

Al W N[

Variable part is of type price
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8.5 Mobility Management Data definitions

8.5.1 Interface Definitions

8.5.1.1 IpAppUserStatus

Definesthe address of an | pAppUserStatus Interface.
8.5.1.2 IpAppUserStatusRef

Defines areference to type I pAppUserStatus.

8.5.1.3 IpUserStatus

Defines the address of an |pUserStatus Interface.

8.5.1.4 IpAppUserLocationCamel

Defines the address of an IpAppUserLocationCamel | nterface.
8.5.1.5 IpAppUserLocationCamelRef

Defines areference to type | pAppUserL ocationCamel Ref.

8.5.1.6 IpUserLocationCamel

Defines the address of an |pUserL ocationCamel Interface.

8.5.2 Common Data Definitions for Mobility
The constants and types defined in the following sections are defined in the org.threegpp.osa.mm package.
8.5.2.1 TpGeographicalPosition

Defines the structure of data elements that specify a geographical position.
An “éellipsoid point with uncertainty shape” defines the horizontal location. The reference system chosen for the coding
of locationsisthe World Geodetic System 1984 (WGS 84).

TypeOfUncertainty Shape describes the type of the uncertainty shape and L ongitude/L atitude defines the position of the
uncertainty shape. The following table defines the meaning of the data elements that describe the uncertainty shape for

each uncertainty shape type.
Type of Uncertainty | Uncertainty | Uncertainty | Uncertainty Angle Of Segment Segment End
uncertainty Outer Outer Inner Inner Semi Major Sart Angle Angle
shape Semi Semi Semi Semi
Major Minor Major Minor
None - - -
Circle radius of - - N N
circle
Circle radius of - - - - start angleof [ end angle of
Sector circle circle circle
segment segment
CircleArc radius of - radius of - - start angle of | end angle of
Stripe outer circle inner circle circlearc circlearc
stripe stripe
Ellipse length of length of - - rotation of - -
semi-major semi-minor elipse
axis axis measured
clockwise
from north
Ellipse length of length of - - rotation of | startangleof | end ange of
Sector semi-major semi-minor ellipse ellipse ellipse
axis axis measured segment segment
clockwise
from north
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EllipseArc length of length of length of length of rotation of | startangleof | end angle of
Stripe semi-major semi-minor semi-major semi-minor ellipse ellipse arc ellipse arc

axis, outer axis, outer axis, inner axis, inner measured stripe stripe
ellipse ellipse ellipse ellipse clockwise
from north
A
North
angle of
semi major
outer
semi-major
axis
p segment
inn(_ar semi- start angle
mgor axis
\\:‘
‘ AN coqment
% end angle
inne;
semi-minor
axis,
outer
semi-minor
axis

Figure8-1: Description of an Ellipse Arc

Structured Member Name Structured Member Type

| ongi t ude TpFl oat
| atitude TpFl oat
typeOf Uncert ai nt yShape TpLocati onUncert ai nt yShape
uncertai ntyl nner Sem Maj or TpFl oat
uncert ai nt yOut er Sem Maj or TpFl oat
uncertai ntyl nner Sem M nor TpFl oat
uncert ai nt yOut er Sem M nor TpFl oat
angl eOf Sem Maj or Tpl nt 32
segment St art Angl e Tpl nt 32
segment EndAngl e Tpl nt 32
8.5.2.2 TpLocationPriority
Defines the priority of alocation request.

Name Value Description
P_M NORMAL 0 Normal
P_M HI GH 1 High

8.5.2.3 TpLocationResponselndicator

Defines aresponse time requirement.

P_M _NO_DELAY

Description
No delay: return either initial or last known location of the user.
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P_M LOW DELAY 1 Low delay: return the current location with minimum delay. The mobility
SCF shall attempt to fulfil any accuracy requirement, but in doing so shall
not add any additional delay.

P_M DELAY_TOLERANT 2 Delay tolerant: obtain the current location with regard to fulfilling the
accuracy requirement.
P_M USE_TI MER_VALUE 3 Use timer value: obtain the current location with regard to fulfilling the

response time requirement.

8.5.2.4 TpLocationResponseTime

Defines the structure of data elements that specifies the application’ s requirements on the mobility service capability

Structure Member Name Structure Member Type Description

responseTi me TpLocat i onResponsel ndi cat or Indicator for wich kind of response time that is
required, see TL ocationResponsel ndicator.

timerVal ue Tpl nt 32 Optional timer used in combination when
ResponseTime equals P_ USE_TIMER_VALUE.

8.5.2.5 TpLocationType

Defines the type of |ocation requested.
Name Value Description

P_M CURRENT 0 Current location
P_M CURRENT_OR_LAST_KNOWN 1 Current or last known location
P_M I NI TI AL 2 Initial location for an emergency services call

8.5.2.6 TpLocationUncertaintyShape

Defines the type of uncertainty shape.

Description
P_M SHAPE_NONE 0 No uncertainty shape present.

P_M SHAPE_CI RCLE
P_M SHAPE_Cl RCLE_SECTOR

P_M SHAPE_Cl RCLE_ARC_STRI PE
P_M SHAPE_ELLI PSE

P_M SHAPE_ELL| PSE_SECTOR

P_M SHAPE_ELLI PSE_ARC_STRI PE

Uncertainty shapeisacircle.

Uncertanty shapeis acircle sector.

Uncertainty shapeisacircle arc stripe.

Uncertainty shapeis an ellipse.

Uncertainty shape is an ellipse sector.

ol Ol | W DN -

Uncertainty shapeis an ellipse arc stripe.

8.5.2.7 TpMobilityDiagnostic

Defines adiagnostic value that is reported in addition to an error by one of the mobility service capability features.

Name Value Description
P_M_NO_| NFORMATI ON 0 No diagnostic information present. VValid for al type of errors.
P_M APPL_NOT_I N_PRI V_EXCEPT_LST 1 Application not in privacy exception list. Valid for ‘ Unauthorised
P_M CALL_TO USER_NOT_SETUP 2 Call to user not set-up. Valid for ‘ Unauthorised Application’ error.
P_M PRI VACY_OVERRI DE_NOT_APPLI C 3 Privacy override not applicable. VValid for ‘Unauthorised Application’ error.
P_M DI SALL_BY_LOCAL_REGULAT_REQ 4 Disallowed by local regulatory requirements. Valid for ‘ Unauthorised

P_M_CONGESTI ON

P_M_I NSUFFI Cl ENT_RESOURCES
P_M_| NSUFFI Cl ENT_MEAS_DATA
P_M_| NCONSI STENT_MEAS_DATA
P_M LOC_PROC_NOT_COMPLETED

Congestion. Valid for ‘ Position Method Failure’ error.
Insufficient resources. Valid for ‘ Position Method Failure’ error.

Insufficient measurement data. Valid for ‘ Position Method Failure’ aror.

Inconsistent measurement data. Valid for ‘ Position Method Failure’ error.

©| 0] Nl O O

L ocation procedure not completed. Valid for ‘ Position Method Failure’
error.
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P_M LOC_PROC_NOT_SUPBY_USER 10

P_M QOS_NOT_ATTAI NABLE 11 Quality of service not attainable. Valid for ‘ Position Method Failure’ error.

8.5.2.8 TpMobilityError

Defines an error that is reported by one of the mobility service capability features. A fatal error occurring during thelife
of periodic or triggered user location/status requests (t ri gger edSt at usRepor t Err, tri gger edLocati onReportErr or
peri odi cLocati onReport Err) will terminate the request such that any particular request is allowed to generate at most
onefatal error but possibly several non fatal errors.

Name Value Description Fatal
P_M K 0 No error occurred while processing the request. N/A
P_M SYSTEM FAI LURE 1 System failure. Yes

The request can not be handled because of agenerad problemin
the mobility SCF or the underlying network.

P_M_UNAUTHORI ZED_NETWORK 2 Unauthorised network, No

The requesting network is not authorised to obtain the user’s
location or status.

P_M_UNAUTHORI ZED_APPLI CATI ON 3 Unauthorised application. Yes
The application is not authorised to obtain the user’ s location or
status.
P_M _UNKNOWN_SUBSCRI BER 4 Unknown subscriber. Yes
The user is unknown, i.e. no such subscription exists.
P_M ABSENT_SUBSCRI BER 5 Absent subscriber. No
The user is currently not reachable.
P_M _PGSI TI ON_METHOD_FAI LURE 6 Position method failure. No

The mobility SCF failed to obtain the user’s position.

8.5.2.9 TpMobilityStopAssignmentData

Definesthe structure of data elements that specifies arequest to stop whole or parts of an assignment. Assignments are
used for periodic or triggered reporting of a user locations or statuses.

Observe that the parameter “users” is optional. If the parameter “stopScope” issetto P_M ALL_| N_ASSI GNVENT,
the parameter “stopScope” is undefined. If the parameter “ stopScope” issetto P_M SPECI FI ED_USERS, then the
assignment shall be stopped only for the users specified in the “users” collection.

Structure Element Name Structure Element Type Description
assi gnnent | d TpSessi onl D I dentity of the session that shall be stopped.
st opScope TpMobilityStopScope Specify if only apart of the assignment or if whole the assignment
shall be stopped.
users TpAddr essSet Optional parameter describing which users a stop request is
addressing when only a part of an assignment is to be stopped.

8.5.2.10 TpMobilityStopScope

This enumeration is used in requests to stop mobility reports that are sent from amobility service capability feature to
an application.

Name Value Description
P_M ALL_I N_ASSI GNVENT 0 The request concerns all usersin an
assignment.
P_M SPECI FI ED_USERS 1 The request concerns only the users that are
explicitly specified in a collection.

8.5.3 Network User Location Data Definitions

The constants and types defined in the following sections are defined in the org.threegpp.osa.mm.nul package.
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8.5.3.1 TpLocationCellIDOrLAlI

Thisdatatypeisidentical to a TString. It specifies the Cell Global Identification or the Location Arealdentification

(LAI).

3G TS 29.198 1.0.0 (2000-03)

The Cell Global Identification (CGI) is defined as the string of charactersin the following format:

MCC- MNC- LAC- CI

where:
MCC Mobile Country Code (three decimal digits)
MNC Mobile Network Code (two or three decimal digits)
LAC L ocation area code (four hexadecimal digits)
Cl Cdl Identification (four hexadecimal digits)

The Location Arealdentification (LAI) isdefined as astring of charactersin the following format:

MCC- MNC- LAC

where:
MCC
MNC
LAC

Mobile Country Code (three decimal digits)
Mobile Network Code (two or three decimal digits)

L ocation area code (four hexadecimal digits)

8.5.3.2 TpLocationTriggerCamel

Defines the structure of data elementsthat specifiesthe criteriafor atriggered location report to be generated.

Structure Member Name

Structure Member Type

Description

updat el nsi deVI r TpBool ean Generate |location report when it occurs an location update
inside the current VLR area.
updat eCut si deVI r TpBool ean Generate location report when the user movestoanother VLR
area.

8.5.3.3 TpUserLocationCamel

Defines the structure of data elements that specifies the location of a mobile telephony user. Observethat if the
statusCodeisindicating an error, then neither geographical Position, timestamp, virNumber, locationNumber,
cellldOrL ai nor their associated presense flags are defined.

Structure Member Name

StructureMember Type

Description

user| D TpAddr ess The address of the user.
st at usCode TpMobi lityError Indicator of error.
geogr aphi cal Posi ti onPresent | TpBool ean Flag indicating if the geographical position is present.

geogr aphi cal Posi tion

TpGeogr aphi cal Position

Specification of aposition and an area of uncertainty.

ti mest anpPresent TpBool ean Flag indicating if the timestamp is present.
timestanp TpDat eAndTi nme Timestamp indicating when the request was processed.
vl r Number Pr esent TpBool ean Flag indicating if the VLR number is present.

vl r Number TpAddr ess Current VLR number for the user.

vocat i onNunmber Pr esent TpBool ean Flag indicating if the location number is present.

| ocati onNunber 2 TpAddr ess Current location number.

cel |l 1dOr Lai Present TpBool ean Flag indicating if cell-id or LAI of the user is present.

cell1dOrLai

TpLocati onCel | | DOr LAI

Cdll-id or LALI of the user.

8.5.3.4 TpUserLocationCamelSet

Defines acollection of TUserLocationCamel

2 The location number is the number to the MSC or in rare cases the roaming number.
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8.5.4 User Status Data Definitions

The constants and types defined in the following sections are defined in the org.threegpp.osa.mm.us package.
8.5.4.1 TpUserStatus

Defines the structure of data elementsthat specifies the identity and status of a user.

Structur e Element Name Structure Element Type

user| D TpAddr ess The user address.
st at usCode TpMobi lityError Indicator of error.
st at us TpUser St at usl ndi cat or The current status of the user.

8.5.4.2 TpUserStatusSet

Defines a collection of TUserStatus.

8.5.4.3 TpUserStatusindicator

Defines the status of a user.

Name Value Description
P_US_REACHABLE 0 User isreachable
P_US NOT_REACHABLE 1 User is not reachable
P_US_BUSY? 2 User is busy (only applicable for interactive
user status request, not when triggers are used)

8.6 Terminal Capabilities Data Definitions

8.6.1 Interface Definitions

8.6.1.1 IpTerminalCapabilities

Defines the address of an IpTerminal Capabilities Interface.
8.6.1.2 IpTerminalCapabilitiesRef

Defines areferenceto type |pTerminal Capabilities

8.6.2 Terminal Capabilities Data Definitions

The constants and types defined in the following sections are defined in the org.threegpp.osa.termcap package.

8.6.2.1 terminalldentity

Identifies the terminal.

Documentation

term nal ldentity TpString Identifiesthe terminal. It may be alogical address
known by the WAP Gateway/PushProxy.

% Only applicable to mobile (Wireless) telephony users.
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8.6.2.2 TpTerminalCapabilities

ThisdatatypeisaSequence of Dat a El enent s that describesthe terminal capabilities. It isastructured type
that consists of :

Sequence Element Sequence Element Documentation
Name Type
st at usCode TpBoolean Indicates whether or not the terminal Capabilities
are available.
term nal Capabilities TpServicePropertyList Soecifies the latest available capabilities of the

user’sterminal.

Thisinformation, if available, isreturned as
CC/PP headers as specified in W3C [12] and
adopted in the WAP UAProf specification [13]. It
contains URLs; terminal attributes and values, in
RDF format; or a combination of both.

8.6.2.3 TpTerminalCapabilitiesError

Defines an error that isreported by theTerminal Capabilities service.
Name Value Description

P_TERMCAP_ERROR_UNDEFI NED 0 Undefined.
P_TERMCAP_| NVALI D_TERM NALI D 1 The request can not be handled because the termind id specified
isnot valid.
P_TERMCAP_SYSTEM FAI LURE 2 System failure.
The request cannot be handled because of a general problemin
the terminal capabilities service or the underlying network.
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9 IDL Interface Definitions

The OSA API definitions have been divided into several CORBA modules. The common data definitions are placed in
the root module while each of the specific service capability feature API definitions are being assigned their own
module directly under that root. Each specific SCF functions, like User Status, have their data and interface definitions
collocated. This structure has the advantage that explicit scoping is kept to a minimum.

The IDLs defined for the specific SCFs assumes that the OSA common definitions (interfaces and data) are provided in
the org.threegpp.osa module within afile name called OSA..idl

M odule Name Description IDL filename
org.threegpp.osa Common data/interface definitions OSA.idl
org.threegpp.osa.mm Common mobility data definitions (root) MM.idl
org.threegpp.osa.mm.nul Network User Location (NUL) MMnul.idl
org.threegpp.osa.mm.us User Status (US) MMus.idl
org.threegpp.osa.cc Call Control CC.idl
org.threegpp.osa.ui User Interaction Ul.idl
org.threegpp.osatermcap | Termina Capabilities TERMCAP.idl

9.1 Generic IDL

nodul e org {
nodul e t hreegpp {
nodul e osa {

/**************************************************************************/

/1! Primtive data types

/**************************************************************************/

typedef bool ean TpBool ean; /1 Defines a Bool ean data type

typedef |ong Tpl nt 32; /1 Defines a signed 32 bit integer

typedef fl oat TpFl oat ; /1 Defines a single precision real nunber
typedef string TpString; /1 Defines a string conprising |length and data.

/'l Primtive based OSA dat atypes

typedef Tplnt32 TpDuration; // This data type is a Tplnt32 representing a
/1l time interval in mlliseconds. A value of "-1" defines
/1 infinite duration and a value of "-2" represents default
/1 duration.
typedef Tplnt32 TpSessionl D; // Defines a network unique session |D. OSA
/'l uses this IDto identify sessions, e.g. call or call leg
sessions, within an object inplementing an interface
capabl e of handling nmultiple sessions. For the different
OSA service capability feature, the sessionlDs are unique
only in the context of a mmnager instantiation (e.g., within
the context of one generic call control manager). As such
if an application creates two instances of the same SCF
manager it shall use different instantiations of the
cal | back objects which inplement the callback interfaces
ID TpInt32; // This data type is identical to a Tplnt32. It
/1 specifies a nunber which identifies an individua
/'l event notification enabled by the application or
/1 OSA service capability feature
typedef sequence<TpSessi onl D> TpSessi onl DSet ;

5N~~~ =~
e~~~ — — — —

typedef TpAssi gnne

/1 Defines the general OSA exception val ues
enum TpGener al Excepti onType {
P_RESULT_| NFO_UNDEFI NED
P_I NVALI D_APPLI CATI ON_I D,
P_I NVALI D_CLI ENT_CAPABI LI TY,
P_I NVALI D_AGREEMENT TEXT,

/1 No further information present
Il
11l
Il

I NVALI D_SI GNI NG_ALGORI THM / /
Il
11l
Il
11l

nval id application ID

Invalid client capability

Invalid agreenent text

Invalid signing algorithm

Invalid interface nane

Invalid service capability feature ID
Invalid event type

The SCF | D does not correspond

NVALI D_I NTERFACE_NAME,
NVALI D_SERVI CE_I D
NVALI D_EVENT_TYPE,

P_
Pl
Pl
Pl
P_SERVI CE_NOT_ENABLED,
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to a SCF that has been enabl ed

The assignment | D does not

correspond to one of the valid assignnment |Ds
The method has been called with an

invalid paraneter

A met hod paraneter has an invalid val ue

A required paraneter has not been

specified in the method cal

The required resources in the

network are not avail able

The requested nethod has been refused

The requested nmethod has been cancell ed
Invalid date and time format provided

The requested nmet hod has been refused

because no call back address is set

Invalid term nation text

The SCF token does not correspond to a

token that had been issued, or the issued token
has expired.

The client has not been correctly authenticated
Invalid service capability feature property.
The nethod is not allowed or supported within
the context of the current SCF agreenent.

P_1 NVALI D_ASSI GNMENT_| D,
P_1 NVALI D_PARAMETER,

P_I NVALI D_PARAMETER_VALUE
P_PARAMETER_M SSI NG

P_RESOURCES_UNAVAI LABLE,

P_TASK_REFUSED,
P_TASK_CANCELLED,

P_I NVALI D_DATE_TI ME_FORMAT,
P_NO_CALLBACK_ADDRESS_SET,

P_I NVALI D_TERM NATI ON_TEXT,
P_I NVALI D_SERVI CE_TOKEN,

I NVALI D_AUTHENTI CATI ON
I NVALI D_SERVI CE_PROPERTY

P_
P_
P_METHOD_NOT_SUPPORTED

T e UL L
e T e e T L

3

exception TpGeneral Exception {
TpGener al Excepti onType excepti onType
b

/1 Defines the GCCS OSA exception val ues
enum TpGCCSExcepti onType {
P_GCCS_SERVI CE_I NFORMATI ON_M SSING, // Information relating to the Cal
/1 Control SCF could not be found
P_GCCS_SERVI CE_FAULT_ENCOUNTERED, // Fault detected in the Call Control SCF
P_GCCS_UNEXPECTED_SEQUENCE, // Unexpected sequence of nethods, i.e.

/'l the sequence does not match the specified
/| state diagrams for the call or the call leg

P_GCCS_| NVALI D_ADDDRESS, /1l Invalid address specified

P_GCCS_| NVALI D_STATE, /1 Invalid state specified

P_GCCS_| NVALI D_CRI TERI A, /1l Invalid criteria specified

P_GCCS_I NVALI D_NETWORK_STATE, // Al though the sequence of nethod calls is
/1 allowed by the OSA gateway, the underlying
/1 protocol can not support it. E.g., in some
/'l protocols some nethods are only all owed by
/1l the protocol, when the call processing is
/'l suspended, e.g., after reporting an event
/1 that was monitored in interrupt node

P_GCCS_NETWORK_DEASSI GN // The rel ation between the network and the OSA

/1 gateway is term nated. Therefore, the gateway

/1 can no longer influence the call. This can happen
/1 after the last requested report is sent to the

/1 application. To prevent this error, the application
/1l should ensure that it has requested events which

/1l are not yet reported

b

exception TpGCCSException {
TpGCCSExcepti onType exceptionType
b

/1 Defined the GU S OSA exception val ues
enum TpGUI SExcepti onType {
P_GUI S_INVALID CRITERIA, // Invalid criteria specified

P_GUI S | LLEGAL_I D, /1 Information id specified is invalid
P_GUI S_| D_NOT_FOUND, /1 Alegal information id is not known to the User
/1l Interaction SCF
P_GUI S_| LLEGAL_ _RANGE, /'l The val ues for m ni num and maxi mum col | ecti on
/1 length are out of range
P_GUI S_| NVALI D_COLLECTION_CRI TERIA, // Invalid collection criteria specified
P_GUI S NETWORK_DEASSI GN, // The relation between the network and the OSA

/1 gateway is term nated. Therefore, the gateway
/1 can no longer perform U operations. This can
/'l happen after the |ast requested report is sent
/1 to the application. To prevent this error, the
/1] application should ensure that it has requested
/'l events which are not yet reported
P_GUI S_| NVALI D_NETWORK_STATE // Al though the sequence of method calls is
/1 allowed by the OSA gateway, the underlying
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protocol can not support it. E.g., in some
protocols some nethods are only allowed by
the protocol, when the call processing is

suspended, e.g., after reporting an event

that was nonitored in interrupt node.

~——
~——

|

exception TpGUI SException {
TpGUI SExcepti onType excepti onType;
b

/**************************************************************************/

[xFExxkExxkxxxkxxkkxxx Date and Time related data definitions *x***xx*kxxsskx/
/**************************************************************************/

/1l This data type is identical to a TpString. It specifies the data in

/1 accordance with International Standard |SO 8601. This is defined as the
/'l string of characters in the followi ng formt:

/1 YYYY- Mt DD

/'l where the date is specified as:

/1 YYYY four digits year

11/ MM two digits nonth

/1 DD two digits day

/'l The date elements are separated by a hyphen character (-).

typedef TpString TpDate;

/1 This data type is identical to a TpString. It specifies the time in accordance
/1 with International Standard |SO 8601. This is defined as the string of

/1 characters in the follow ng format:

/1l HH: MM SS. rmm

/'l or

11l HH: MM SS. nmmiZ

/1 where the time is specified as:

11 HH two digits hours (24h notation)

/1 MM two digits m nutes

11 SS two digits seconds

/1 mmm three digits fractions of a second (i.e. mlliseconds)

/1 The tine elements are separated by a colon character (:).The date and tine
/]l are separated by a space. Optionally, a capital letter Z nmay be appended
/1l to the time field to indicate Universal Time (UTC). O herw se, local tine
/] is assuned.

typedef TpString TpTime;

This data type is identical to TosaString. It specifies the data and tine
in accordance with International Standard |1SO 8601. This is defined as the
string of characters in the follow ng format:

YYYY- M DD HH: MM SS. nmm
or YYYY-MV DD HH: MM SS. mmiZ

Exanpl e:
The 4 Decenmber 1998, at 10: 30 and 15 seconds is encoded as the string:
1998-12-04 10: 30: 15. 000
for local time, or in UTC it would be:
1998-12-04 10:30: 15. 0002
typedef TpString TpDat eAndTi ne;

/**************************************************************************/

I Address rel ated data definitons

/**************************************************************************/

/1 Defines whether an address can be presented to an end user
enum TpAddr essPresentation {
P_ADDRESS_PRESENTATI ON_UNDEFI NED,
P_ADDRESS_PRESENTATI ON_ALLOWED,
P_ADDRESS_PRESENTATI ON_RESTRI CTED,
P_ADDRESS_PRESENTATI ON_ADDRESS_NOT_AVAI LABLE

Undefi ned

Presentati on All owed
Presentati on Restricted
Addr ess not avail abl e for
present ation

~——
~——

3

/1 Defines whether an address has been screened by the application
enum TpAddressScreeni ng {
P_ADDRESS_SCREENI NG_UNDEFI NED, /1 Undefined
P_ADDRESS_SCREENI NG_USER_VERI FI ED_PASSED, // user provided address verified
and passed
P_ADDRESS_SCREENI NG_USER_NOT_VERI FI ED, /1 user provided address not verified

3GPP



3G TS 29.198 version 1.0.0

P_ADDRESS_SCREENI NG_USER_VERI FI ED_FAI LED,

P_ADDRESS_SCREENI NG_NETWORK
b

/1 Defines the address plan (or

/1 whet her

enum TpAddressPl an {
P_ADDRESS_PLAN_NOT_PRESENT,
P_ADDRESS_PLAN_UNDEFI NED,
P_ADDRESS_PLAN_| P,
P_ADDRESS_PLAN_MULTI CAST,
P_ADDRESS_PLAN_UNI CAST,
P_ADDRESS_PLAN_E164,
P_ADDRESS_PLAN_E164_MOBI LE,
P_ADDRESS_PLAN_AESA,
P_ADDRESS_PLAN_URL,
P_ADDRESS_PLAN_NSAP,
P_ADDRESS_PLAN_SMIP,
P_ADDRESS_PLAN_NOT_USED,
P_ADDRESS_PLAN_X400

3

nunbering plan) used.
an address is actually defined in a TAddress data el ement
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/'l user provided address verified and
/1 failed
/1 Network provided address

It is also used to indicate

No Address Present
Undefi ned

I P

Mul ti cast

Uni cast

E. 164

E. 164 Mobile
AESA

URL

NSAP

SMTP

/1 Defines the reasons why an address is invalid.

enum TpAddressError {
P_ADDRESS_| NVALI D_UNDEFI NED,
P_ADDRESS_| NVALI D_M SSI NG,

P_ADDRESS_| NVALI D_OUT_OF RANGE,
P_ADDRESS_| NVALI D_I NCOMPLETE,
P_ADDRESS_| NVALI D_CANNOT DECODE

/

/

P_ADDRESS_| NVALI D_M SSI NG_ELEMENT, /
/

/

/

b

/] Defines the structure of data el enents

struct TpAddress {

/ Undefined error

/ Mandat ory address not present
/ Mandat ory address el enent not present
/ Address is outside of the valid range
/ Address is inconplete

/

Addr ess cannot be decoded

that specifies an address

TpAddr essPl an pl an;
TpString astring;
TpString name;
TpAddressPresentati on presentation;
TpAddr essScr eeni ng screeni ng;

TpString subAddressString;

b

/1 Defined a collection of TpAddress el ements

typedef sequence<TpAddress> TpAddressSet;

/1 This data type is identical to a TpString and contains a URL address.

typedef TpString TpURL;

/1l This data type is identical to a TpString. It specifies price information.

/1 This is defined as the string of characters (digits) in the followi ng format:
/1 DDDDDD. DD

typedef TpString TpPrice;

/**************************************************************************/

I base OSA interface

/**************************************************************************/

/1 Al application,
/1 fromthe follow ng interface.
/' additional methods.
interface | pGsa {

3

/'l Al'l service capability feature interfaces inherit fromthe follow ng interface.
interface I pService : IpGsa {

/1 This method specifies the reference address of the callback interface

/1 that a SCF uses to invoke nethods on the application.

voi d setCall back(in I pGOsa applnterface) raises (TpGeneral Exception);

framework and service capability features interfaces inherit
This APl Base Interface does not provide any

b

IS
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9.2 Framework IDL
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9.2.1 Common Data Types for Framework

#i ncl ude <OSA. i dl >
nmodul e or g{
nodul e t hreegpp{
nodul e osa{
modul e fw{
typedef TpString
typedef sequence

typedef TpString

typedef sequence

typedef TpString

typedef sequence <TpServicel D>

typedef TpString

typedef TpString

typedef TpString

enum TpServi cePropertyMde {
NORMAL,

MANDATCRY,

READONLY,

MANDATORY_READONLY

b
typedef TpString

typedef TpString

Tpd i ent Appl D;

TpEnt Opl D;

< TpEnt Opl D >

TpServi cel D,

TpServi ceNameStri ng;

TpServi ceSpecString;

TpUni queSer vi ceNunber ;

—~ e — — — —
~ e~~~

/1 ldentifies the client appl to the franmework.

<TpCl i ent Appl D> TpCl i ent Appl DLi st ;

TpEnt Opl DLi st ;

/1 A string of characters, generated

/1 automatically by the Framework and
/1 conprising a TpUni queServi ceNunber,
/1 TpServiceNameString, and a nunber of
/'l relevant TpServiceSpecString,

/'l concatenated using a forward

/|l separator (/), that uniquely

/1 identifies an instance of a

/'l service interface.

TpServi cel DLi st ;

/1 Uniquely identifies the name
/1 of a service interface. For
/| OSA release 99 the foll owng
/1 values have been defined:
/1 NULL (no service nanme),
/] P_CALL_CONTROL,

/| P_USER_I NTERACTI ON,

/| P_USER_LOCATI ON,

/| P_TERM NAL_CAPABI LI TI ES and
/| P_USER_STATUS.

/1 Uniquely identifies the name
/1 of a service specialisation
/] interface. For OSA rel ease 99
/1 the follow ng values have
/1 been defined: NULL (no

/'l service specialisation) and
/1 P_CALL.

/1 A string of characters that
/1l represents a uni que nunber.

The val ue of the correspondi ng service property
type may optionally be provided.

The val ue of the correspondi ng service property
type nmust be provided at service registration.
The val ue of the correspondi ng service property
is optional, nut once given a value it may not be
modi fi ed.

The val ue of the correspondi ng service property
type nmust be provided and may not be nodified
subsequent|y.

TpServi cePropertyTypeNane;

TpServi cePropertyNane;

typedef sequence <TpServicePropertyName> TpServi cePropertyNaneLi st;

typedef TpString

TpServi cePropertyVal ue;
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typedef sequence <TpServi cePropertyVal ue>TpServi cePropertyVal ueLi st;

struct TpServiceProperty { /| Describes a service property
TpSer vi cePropert yNane Ser vi cePropertyNane;
TpServi cePropertyVal ueLi st ServicePropertyVal ueli st;
TpSer vi cePropertyhde Ser vi cePropertyMde
b
typedef sequence <TpServi ceProperty> TpServi cePropertylist;
typedef TpString TpServi ceTypeNane;
typedef sequence <TpServi ceTypeName> TpServi ceTypeNanelLi st ;
struct TpService { /1 Describes a registered service
TpServicel D Servicel D
TpServi cePropertylLi st ServicePropertylList;
I
typedef sequence <TpService>TpServi celi st;
struct TpServiceDescription { /1 Describes the properties of a registered
servicec.
TpServi ceTypeNane Servi ceTypeNane;
TpServi cePropertyli st ServicePropertylist;
b
struct TpPropertyStruct { /1 Describes a service property
TpServi ceTypeNane Servi cePropertyNane;
TpServi ce PropertyhMde Servi cePropertyMde
TpServi cePropertyTypeName  Servi cePropertyTypeNane;
b
typedef sequence <TpPropertyStruct>TpPropertyStructlList;
struct TpServiceTypeDescription { /| Describes a service type
TpPropertyStructlList PropertyStructlList;
TpServi ceTypeNaneLi st Servi ceTypeNanelLi st ;
TpBool ean Enabl edOr Di sabl ed;
s

b

9.2.2

Service Discovery IDL

#incl ude <fw. idl>

modul e
nmodul e
modul e
nmodul e
modul e

or g{
t hreegpp{
osaf{
fw(

di scovery{

/***************************************************************************************/

Il

Interface definitions /1

/***************************************************************************************/

/* The Service Discovery Framework interface is used by the client application to
know what types of services are supported by the Framework, and what are their
properties; and to obtain the services its subscription allows access to. */
interface | pServiceDiscovery {

/* This method is invoked by the client application to obtain the nanes of all service
types that are in the Franework repository. */

TpResult |istServiceTypes (

out TpServiceTypeNaneLi st |istTypes /1 The names of the requested service types.

)

/* This method is invoked by the client application to obtain the detailed description of
a particular service type. */
TpResult describeServiceType (

in TpServiceTypeName nane, /1 ldentifies the service
/1 type to be described
out TpServiceTypeDescription serviceTypeDescription /| Describes the
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/'l specified service
/'l type.

/* This method is invoked by the client application to obtain the IDs of the services
nmeet its requirenments. */

t hat
TpResul t

di scover Service (

in TpServiceTypeName servi ceTypeNane,
in TpServicePropertylLi st desiredPropertylList,

in Tplnt32 max,

out

)

/* This method is invoked by the client

TpServi celLi st serviceli st

services that they are allowed to access. */

TpResult |istSubscribedServices (
out TpServicelLi st servicelLi st Il Alist
)5
b
BB

9.2.3 Trust and Security Management IDL

#incl ude <fw.idl>

nmodul e or g{

nodul e t hreegpp{

nmodul e osa{
nodul e fw

nmodul e trust _and_security{

/1 Type of the required service.

/1 Properties that the discovered set

11
11

of services should satisfy.

/1 Maxi mum nunber of services that are

to be returned.

/1 Alist of matching services.

application to obtain a list of subscribed

of subscri bed services.

/***************************************************************************************/

Il

Data definitions

I

/***************************************************************************************/

typedef

typedef

typedef

typedef

typedef

TpString

TpString

TpString

TpString

TpString

TpAccessType;

TpAut hType;

TpAut hCapabi lity;

TpAut hCapabi i tyLi st;

Tpl nt er f aceNane;

struct TpServiceAccessControl {

TpString

TpString

policy;

trustLevel;

3GPP

~—— — — —
~———

The type of access interface
requested by the client application.
For OSA rel ease 99 the foll ow ng
val ues have been defined: NULL
(indicates the default access
type) and P_ACCESS.

The type of authentication mechani sm
requested by the client. For OSA
rel ease 99 the follow ng val ues have
been defined: NULL (indicates OSA
aut henti cation), P_AUTHENTI CATI ON
(indicates use of the OSA

aut hentication interfaces.

The aut hentication capabilities that
coul d be supported by the OSA. For
OSA rel ease 99 the follow ng val ues
have been defined: NULL (indicates no
client capabilities, P_DES 56,
P_RSA 512 and P_RSA_1024).

A string of nultiple TpAuthCapability
concat enated using a commas.

Identifies the nanes of the framework
capabilities that are be supported by
the OSA API. For release 99 these are
NULL, P_DI SCOVERY, P_OAM

P_I NTEGRI TY_MANAGEMENT.

Access control policy information
controlling access to the service
feature.

The | evel of trust that the service
provi der has assigned to the client
application.
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b
typedef TpString TpServi ceToken; /1 Uniquely identifies a service.

struct TpSignatureAndServi ceMyr Ref {
TpString di gi tal Signature; The digital signature of the
Framework for the service

agreenment.

~——
~— —

| pCsa serviceMgrinterface;

b

typedef TpString TpSi gni ngAl gorithm /1 ldentifies the signing
/1 algorithmthat must be used.
/1 For OSA release 99 the
/1 follw ng val ues have been
/1 defined: NULL (indicates
/1 no signing algorithmis
/1 required), P_MD5_RSA 512 and
/1 P_MD5_RSA_1024.

typedef TpString TpFwl D,

struct TpFwAuth {

TpFwl D fwl D;

| pOSA fwAut hlnterface;
b

/***************************************************************************************/

I/ Interface definitions I

/***************************************************************************************/

/* The Initial Framework interface is used by the client application to initiate the nutual
aut hentication with the Framework and, when this is finished successfully, to request access
to it. */

interface Iplnitial {

/* This nethod is invoked by the client application to start the process of nutual
aut hentication with the franework, and request the use of a specific authentication method.

*/
TResult initiateAuthentication (
in TpClientAppl D client APPI D, /1 ldentifies the client to the framework.
in TpAut hType aut hType, /1 Allows the client application to request a
/] specific type of authentication mechani sm
in | pCsa appAuthlnterface, /1 Provides a reference to the client
/1 application authentication interface.
out TpFwAut h fwAut h /1 Provides a framework identifier, and a
/1l reference to framework authentication
/1 interface.
)

/* This nethod is invoked by the client application, once nutual authentication is
achi eved, to request access to the framework and specify the type of access desired. */
TpResult request Access (

in TpAccessType accessType, /1 ldentifies the type of access interface
/'l requested by the client application.

in | pCsa appAccesslnterface, /1 Provides a reference to the access interface
/1 of the client application.

out | pGOsa fwAccesslnterface /1 Provides a reference to call the access

/1l interface of the framework.

)
}s

/* The Access Framework interface is used by the client application to performthe nechani sms
necessary for it to obtain access to services. */
interface | pAccess {

/* This method is invoked by the client application to obtain interface references to other

framework interfaces. */

TpResult obtainlnterface (

in TplnterfaceName interfaceNane,// The nane of the framework interface to which a
/'l reference to the interface is requested.

out I pOsa fwinterface /1 The requested interface reference.

)
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/* This nethod is invoked by the client application to obtain interface references to other
framework interfaces, when it is required to supply a callback interface to the franework.
*/

TpResult obtainlnterfaceWthcCallback (

in TplnterfaceName interfaceNane, /1 The nane of the framework interface to which
/1l a reference to the interface is requested.
in | pCsa applnterface, /1 This is the reference to the client

/1 application interface which is used for
/1 call backs.
out I pOsa fwi nterface /'l The requested interface reference.

)

/* This nethod may be invoked by the client application to check whether it has been
granted perm ssion to access the specified service and, if granted, the | evel of trust that
will be applied. */

TpResult accessCheck (

in TpString securityContext, /1 A group of security relevant
/1 attributes.
in TpString securityDomain, /1 The security domain in which

/1 the client application is
/1 operating.
in TpString group, /'l Used to define the access
/1 rights associated with all
/1l clients that belong to that
/1 group.
in TpString serviceAccessTypes, /1 Defined by the specific
/1 security nodel in use.
out TpServiceAccessControl serviceAccessControl // The access control policy
/1 information controlling
access to the service
feature, and the trustLevel
that the service provider
has assigned to the client
application.

~——— —
~ —— — — —

)

/* This method is invoked by the client application to identify the service that it w shes
to use. */
TpResult sel ect Service (

in TpServicel D servicel D, /1 ldentifies the service.

in TpServicePropertylist serviceProperties, /1 List the properties that the service
/'l shoul d support.

out TpServiceToken servi ceToken /Il A free format text token returned by

/1 the framework, which can be signed as
// part of a service agreenent.

)

/* This method is invoked by the client application to request that the framework sign an
agreement on the service, which allows the client application to use the service. */
TpResul t signServiceAgreenent (

in TpServiceToken serviceToken, /1 Used to identify the service

/1l instance requested by the
/1 client application.
in TpString agreenent Text, /1l The agreenment text to be
/1 signed by the frameworKk.
in TpSi gni ngAl gorithm signingAl gorithm /1 The algorithmused to conpute

/1 the digital signature.
out TpSi gnat ur eAndSer vi ceMgr Ref si gnat ur eAndSer vi ceMgr /1 A reference to a structure
that contains the digital
signature of the franework
for the service agreenent,
and a reference to the
servi ce manager interface of
the service.

—~—— — — —
~——— — —

)

/* This method is invoked by the client application to term nate an agreenent for the
specified service. */
TpResult term nateServi ceAgreenent (

in TpServiceToken serviceToken, /1 ldentifies the service agreenent to be term nated.

in TpString term nationText, /'l Describes the reason for the term nation of the
/1 service agreenent.

in TpString digital Signhature /'l Used by the framework to check that the

/] term nationText has been signed by the client.

)

/* This method is invoked by the client application to end the access session
with the Framework. */
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TpResul t endAccess ();

b

/* The Access client
are necessary in order to allow it
interface | pAppAccess {

/* This method is invoked by the Franework
agreenent on a specified service. */
TpResul t signServiceAgreenent (
in TpServiceToken serviceToken,

I
in TpString agreenment Text,

I

in TpSi gni ngAl gorithm signingAl gorithm //
/

out TpString digital Signature /1
I
I

)

/* This method is invoked by the Franmework

service. */

TpResul t term nateServi ceAgreenent (

in TpServiceToken serviceToken, /1
I

in TpString term nationText, /1

in TpString digital Signature /1
I

)

/* This method is invoked by the Franework to end the client

with the framework. */

TpResult term nateAccess (

in TpString term nationText,

in TpSi gni ngAl gorithm signingAl gorithm
in TpString digital Signhature

)

~—— — —
~—— — —

I

/1 Agreement text that

/1 Describes the reason for
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application interface is used by the Framework to performthe steps that
to service access.

*/

to request that client application sign an

Identifies the service instance to which
this service agreenent corresponds.

has to be signed by the
client application.

Al gorithm used to conpute the digital

si gnature.

Si gned version of a hash of the service
token and agreenment text given by the
framewor k.

to term nate an agreenent for a specified

Identifies the service agreenent to be
term nat ed.

Describes the reason for the term nation.
Used by the Framework to confirmits
identity to the client.

application's access session

the term nation of
the access session.

The algorithmused to compute the digital
si gnature.

Used by the Framework to confirmits
identity to the client.

/* The Authentication Franework interface is used by client application to performits part of

t he nutual
other interfaces supported by the Framework.
interface | pAuthentication {

authentication process with the Framework necessary to be allowed to use any of the
*/

/* This nmethod is invoked by the client application to start the authentication process,

i nformed the Framework of the authentication nechanisns it supports,

of its preferred choice. */

TpResult sel ect Aut hMet hod (

i n TpAut hCapabi |l tyLi st authCapability,

I
11
I
11

out TpAut hCapability prescribedMet hod
)

and be informed by its

/1 Informs the Franework of the authentication
mechani sns supported by the client
application.

I ndi cates the nechani sm preferred by the
framewor k.

/* This nmethod is invoked by the client application to authenticate the framework using the

mechani smindicated in the paraneter

TpResult authenticate (
in TpAut hCapability prescribedMethod, /1
I
in TpString chal | enge,
I
I
out TpString response /1
I
)
/* This method is invoked by the client appli

3GPP

prescri bedMet hod.

*/

Speci fies the nethod accepted by that the
framewor k for authentication.

/1 The chall enge presented by the client
application to be responded to by the

f ramewor k.

The response of the franework to the

chal l enge of the client application.

cation to to abort the authentication process.
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b

TpResul t abort Aut hentication();

/* The Authentication client application interface is used by the Framework to authenticate
the client application. */
interface | pAppAuthentication {

}s
ISR

9.24

#incl ud

nodul e
modul e
nodul e
modul e
nodul e

/* This method is invoked by the Franework to authenticate the client application using the
mechani smindicated in prescribedMethod. */

TpResult authenticate (

in TpAut hCapability prescribedMethod, /1 The agreed authentication nethod.

in TpString chal |l enge, /1 The chal |l enge presented by the Franmework.
out TpString response

)

/* This method is invoked by the Franework to abort the authentication process. */
TpResult abort Aut hentication();

.

Integrity Management IDL

e <fw idl>
or g{

t hreegpp{
osa{

fw{
integrity{

/**********************)\‘************************************)\‘***************************/

Il

Data definitions I

/*****************************************)\‘*********************************************/

typedef TpString TpActivityTest Res; /1 An inplementation specific
/1 result, whose values are
/| Framework provider specific.

struct TpTinelnterval { /1 Atime interval.
TpDat eAndTi me StartTi me;
TpDat eAndTi me St opTi ne;

b

enum Tpl nterfaceFault { /'l The cause of the interface fault detected.
| NTERFACE_FAULT_UNDEFI NED, /1 Undefi ned.

A fault in the local API software or
hardware has been detected.

A fault in the gateway APl software
or hardware has been detected.

An error in the protocol used on the
client-gateway |ink has been detected.

| NTERFACE_FAULT_LOCAL_FAI LURE,
| NTERFACE_FAULT_GATEWAY_FAI LURE,

| NTERFACE_FAULT_PROTOCOL_ERROR

—~—— — — —
~ — — — — —

s
struct TpFaul t StatsSet { /1 Statistics on a per fault type basis.
Tpl nterfaceFaul t Faul t ;
Tpl nt 32 Cccurrences; /1 The nunber of separate
/1l instances of this fault
/1 during the period.
Tpl nt 32 MaxDur ati on; /] The duration in seconds of
/1 the |longest fault.
Tpl nt 32 Tot al Dur ati on; /1 The cunul ative total during
/1 the period.
Tpl nt 32 Nunmber Of Cl i ent sAf f ect ed; /1 Those informed of the fault
/1 by the FrameworKk.
I
struct TpFaul t StatsRecord { /1l The set of fault information records to be returned
/1 for the requested tine period.
TpTi nel nt erval Peri od;
TpFaul t St at sSet Faul t Recor ds;
I
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typedef Tplnt32 TpActi vityTest UD;

enum TpSvcUnavai | Reason ({
SERVI CE_UNAVAI LABLE_UNDEFI NED,
SERVI CE_UNAVAI LABLE_LOCAL _FAI LURE,

SERVI CE_UNAVAI LABLE_GATEWAY_FAI LURE,

SERVI CE_UNAVAI LABLE_OVERL OADED,
SERVI CE_UNAVAI LABLE_CLOSED

}s

enum TpAPI Unavai | Reason {

APl _UNAVAI LABLE_UNDEFI NED, Il
APl _UNAVAI LABLE_LOCAL_FAI LURE, I
Il
APl _UNAVAI LABLE_GATEWAY_FAI LURE, I
Il
APl _UNAVAI LABLE_OVERL OADED, I
APl _UNAVAI LABLE_CLGSED, Il
APl _UNAVAI LABLE_PROTOCOL_FAI LURE //
Il

}s

/'l The reason

/1 The reason why the API
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/1 Used as a token to match activity

/] test requests with their results.
why a service is unavail able.

/1 Undefi ned.

/1 The local APl software or hardware
/1 has failed.

/1 The gateway APl software or

/1 hardware has failed.

/'l The service is fully overl oaded.

/1l The service has closed itself.

i s unavail abl e.
Undef i ned.
The | ocal API
has fail ed.
The gat eway APl software or

hardware has fail ed.

The gateway is fully overl oaded.

The gateway has cl osed itself.

The protocol used on the client-gateway
link has failed.

sof tware or hardware

enum TpLoadLevel /1 The |l oad | evel val ues.
LOAD_LEVEL_NORMAL, /1 Nornmal | oad.
LOAD_LEVEL_OVERLOAD, /] Overl oad.
LOAD_LEVEL_SEVERE_OVERLOAD /1l Severe overl oad.

b

struct TpLoadThreshol d{ /1 The | oad threshold val ue.
TpFl oat LoadThr eshol d;

b

struct TpLoadlnitVal {// The pair of load | evel and associated |load threshold val ues.
TpLoadLevel LoadLevel ;
TpLoadThreshol d LoadThr eshol d;

I

struct TpLoadPolicy { /1 The | oad bal ancing policy.
TpString LoadPol i cy;

I

struct TpLoadStatistic { /1 The load statistic record at given

/1 timestanp.

TpServicel D Servi cel D;
TpFl oat LoadVal ue; /| Expressed in percentage.
TpLoadLevel LoadLevel ;
TpDat eAndTi me Ti meSt anp;

b

typedef sequence <TplLoadStatistic> TpLoadStatisticList;

enum TpLoadSt at usError /'l The error

{

LOAD_STATUS_ERROR_UNDEFI NED, I
LOAD_STATUS_ERROR_UNAVAI LABLE I
s
struct TpLoadStatisticError { /1
I
TpServicel D Servi cel D;
TpFl oat LoadSt at usError;
TpDat eAndTi ne Ti meSt anp;

}s

typedef sequence <TpLoadStatisticError>

/**********************************************

Il

/**********************************************

/* The Heart beat

Framework or a service. */

3GPP

code for

Interface definitions

Framework interface is used by the client

getting the | oad status.
Undefined error.
Unable to get the | oad status.

The error for getting the |oad status at
gi ven tinmestanp.

TpLoadStatisticErrlList;

*****************************************/

I

*****************************************/

application to supervise the
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interface | pHeartBeat {

/* This nethod is invoked by the client application to nake the service or Framework
supervision. */

TpResult send (

in TpSessionl D session /1l The heartbeat session.

)
b

/* The Heartbeat client application interface is used by the Franework to supervise the client
application. */
interface | pAppHeartBeat {

/* This method is invoked by the Framework to nake the client application supervision. */
TpResul t send (
in TpSessionl D session /'l The heartbeat session.

)
}s

/* The Heartbeat Managenent Framework interface is used by the client application to
initialise a heartbeat supervision of the client application. */
interface | pHeartBeat Mgnt {

/* This method is invoked by the client application to register at the Framework for
heart beat supervision. */
TpResul t enabl eHeart Beat (

in TpDuration duration, [/ Duration in mlliseconds between heartbeats.

in | pAppHeart Beat applnterface, /'l The call back interface the heartbeat is
/1 calling.

out TpSessionl D session /'l The heartbeat session.

)

/* This nethod is invoked by the client application to stop its heartbeat supervision. */
TpResul t di sabl eHeart Beat (
in TpSessionl D session /1 The heartbeat session.

)

/* This method is invoked by the client application to change the heartbeat period. */
TpResul t changeTi mePeriod (

in TpDuration duration, /1 Duration in mlliseconds between heartbeats.

in TpSessionl D session // The heartbeat session.

)

/* The Heartbeat Managenent client application interface is used by the Framework to
initialise its heartbeat supervision of the Framework. */
interface | pAppHeartBeat Mgnt {

/* This nethod is invoked by the Franework to register at the client application for its
heart beat supervision. */
TpResul t enabl eAppHeart Beat (
in TpDuration duration, Time interval in mlliseconds between the

heart beats.

The cal |l back interface the heartbeat is calling.
The heartbeat session.

—~— — —
~— — —

in | pHeartBeat interface,
in TpSessionl D session
)

/* This method is invoked by the Franework to stop the heartbeat supervision by the
application. */

TpResul t di sabl eAppHeart Beat (

in TpSessionl D session /1 The heartbeat session.

)

/* This method is invoked by the Framework to change the heartbeat period. */
TpResul t changeTi mePeri od (

in TpDuration duration, /1 Interval in mlliseconds between the heartbeats.
in TpSessionl D session /1 The heartbeat session.

)
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/* The Load Manager Framework interface is used by the client application for |oad bal ancing
managenment . */
interface | pLoadManager {

/* This method is invoked by the client application to notify franework its current | oad
level (0,1, or 2) when the load |l evel on the application has changed. */
TpResult reportLoad (

in TpClient Appl D requester, /1 The identifier of the client application for
/1 callbacks fromthe | oad bal ancing service
in TpLoadLevel | oadLevel /1 The application's |load |evel

)

/* This method is invoked by the client application to request |oad statistic records for
the framework and specified services. */
TpResult queryLoadReq (

in TpClient Appl D requester, /1 The identifier of the client application for
/1 call backs fromthe | oad bal anci ng service

in TpServicel DLi st servicel Ds, /1 Specifies the framework and services for which the
/'l load statistics shall be reported

in TpTimelnterval tinmelnterval /1 The time interval within which the |oad statistics

/1 are generated

)

/* This nmethod is invoked by the client application to report load statistics back to the
framewor k that requested the information. */

TpResul t queryAppLoadRes (

in TpLoadStatisticList |oadStatistics /1 The application's |oad statistics

)

/* This method is invoked by the client application to return an error response to the
framewor k that requested the application's load statistics information. */
TpResult queryAppLoadErr (
in TpLoadStatisticErrorList |oadStatisticsError /'l The error code associated with the
/1l failed attenpt to retrieve the
/1 application's |load statistics

)

/* This nethod is invoked by the client application to register the client application for
| oad managenent under various |oad conditions. */
TpResult registerLoadController (

in TpClient Appl D requester, /1 ldentifies the client application for callbacks from
/1 the | oad bal ancing service
in TpServicel DLi st servicel Ds /'l Specifies the framework and services to be

/'l registered for |oad control

)

/* This method is invoked by the client application to unregister for |oad managenent. */
TpResult unregi sterLoadController (

in TpCientAppl D requester, [/l ldentifies the client application for callbacks from
/1 the |l oad bal ancing service
in TpServicel DLi st servicel Ds /'l Specifies the framework or services to be

/1 unregistered for |oad control

)

/* This method is invoked by the client application to resune | oad managenent notifications

to it fromthe framework and specified services. */

TpResult resumeNotification (

in TpServicel DLi st servicel Ds /1 Specifies the framework and services for which
/1l notifications are to be resumed.

)

/* This method is invoked by the client application to suspend | oad managenent

notifications to it fromthe framework and specified services, while it handl es a tenporary

| oad condition. */

TpResult suspendNotification (

in TpServicel DLi st servicel Ds /1 Specifies the framework and services for which
/1 notifications are to be suspended

)

/* The Load Manager client application interface is used by the Framework to access the
application | oad bal ancing service. */
interface | pAppLoadManager {

3GPP



3G TS 29.198 version 1.0.0 100 3G TS 29.198 1.0.0 (2000-03)

/* This method is invoked by the Franework to request for load statistic records produced
by a specified application. */
TpResul t queryAppLoadReq (

in TpServicel DLi st servicel Ds, /1 Specifies the services or application for which the
/1l load statistics shall be reported
in TpTinmelnterval tinelnterval /] The time interval within which the |oad statistics

/1 are generated

)

/* This nethod is invoked by the Framework to return load statistics to the application
whi ch requested the information. */
TpResult queryLoadRes (
in TpLoadStatisticList |oadStatistics /'l The load statistics supplied by the
/1 Framewor K.
)

/* This method is invoked by the Framework to return an error code to the application that

requested | oad statistics. */

TpResult querylLoadErr (

in TpLoadStatisticErrList |oadStatisticsError /'l The error code supplied by the
/'l Framewor k

)

/* This method is invoked by the Framework to disable |oad control activity at the client

application based on policy, after the load | evel of the Franmework or service which has

been registered for |oad control noves back to normal. */

TpResul t di sabl eLoadControl (

in TpServicel DLi st servicel Ds /'l Specifies the framework and services for which the
/1 1oad has changed to nornal

)

/* This nethod is invoked by the Franework to enabl e | oad managenent activity at the client
application based on the policy, upon detecting |load condition change. */

TpResult enabl eLoadControl (

in TpLoadStatisticList |loadStatistics /1 The new | oad statistics

)

/* This method is invoked by the Franework to resume the notification froman application
for its load status after the detection of |oad | evel change at the Franework and the
eval uation of the |oad bal ancing policy. */

TpResult resuneNotification();

/* This nethod is invoked by the Framework to suspend the notification froman application
for its load status after the detection of |load | evel change at the Framework and the
eval uation of the |oad balancing policy. */

TpResult suspendNotification()

/* The Fault Manager Franework interface is used by the client application to informthe
Framewor k of events that affect the integrity of the Franework and services, and to request
informati on about the integrity of the system */

interface | pFaul t Manager {

/* This method may be invoked by the client application to test that the Framework or a
service is operational. */
TpResult activityTestReq (
in TpActivityTestI D activityTestlD, /1 ldentifier provided by the client
/1l application to correlate the
/1l response with this request.

in TpServicel D svcl D, /1 ldentifies for which service the client
/] application is requesting the activity test
/'l be done.

in TpClient Appl D appl D /1 ldentifies which client application is

/'l requesting the activity test (and therefore
/1 which application receives the results).

)

/* This method is invoked by the client application to return the result of a previously
requested activity test. */
TpResult appActivityTestRes (

in TpActivityTestID activityTestl D, /1 Used by the Framework to correlate this
/1l response with the original request.
in TpActivityTestRes activityTestResult /1 Result of the activity test.

)
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/* This method is invoked by the client application to informthe Franework that it can no
| onger use the indicated service. */

TpResult serviceUnavail abl el nd (

in TpServicel D serviceld, /1 ldentity of the service which can no | onger be used.
in TpClient Appl D appl D /1 ldentity of the application sending the indication.
)

/* This nmethod is invoked by the client application to request fault statistics fromthe
Framewor k. */
TpResul t genFaul t St at sRecor dReq (

in TpTimelnterval timePeriod, /1 The period over which the fault statistics
are to be generated.
in TpServicel DLi st servicel DLi st /1 The services that the application would |ike

/1 to have included in the general fault
/] statistics record.

in TpClientAppl D appl D /1 ldentifies which client application is
/1l requesting the statistics record (and
/'l therefore should receive it).

)

/* The Fault Manager client application interface is used by the Framework to informthe
application of events that affect the integrity of the Franework, service or client
application. */

interface | pAppFaul t Manager {

/* This method is invoked by the Framework, in response to an activityTestReq, to return
the result of the activity test in this method. */
TpResult activityTestRes (

in TpActivityTestID activityTestlD, /1 The identifier provided to correlate this
/1l response with the original request.
in TpActivityTestRes activityTestResult /1 Result of the activity test.

)

/* This method is invoked by the Franework to request that the client application carries

out an activity test to check that is it operating correctly. */

TpResult appActivityTestReq (

in TpActivityTestID activityTestlD // The identifier provided to correlate this
/1l response with the original request.

)

/* This nmethod is invoked by the Framework to notify the client application of a failure
wi thin the Framework. */

TpResult fwFaul t Reportlnd (

in TplnterfaceFault fault /1 The fault that has been detected.

)

/* This nethod is invoked by the Framework to notify the client application that a
previously reported fault has been rectified. */

TpResult fwFaul t Recoveryl nd (

in TplnterfaceFault fault /1 The fault from which the framework has recovered.

)

/* This method is invoked by the Franework to informthe client application that it can no
| onger use the indicated service due to a failure. */

TpResult svcUnavail abl el nd (

in TpServicel D serviceld, /1 ldentity of the service which can no | onger be used.
in TpSvcUnavai |l Reason reason /1 The reason why the service is no |onger avail able.

)

/* This method is invoked by the Franework to provide fault statistics to a client

application in response to a genFaultStatsRecordReq. */

TpResul t genFaul t St at sRecor dRes (

in TpFaul t Stat sRecord faultStatistics, /1 The fault statistics record.

in TpServicel DLi st servicel Ds /1 The services that have been included in the
/1 general fault statistics record.

)

/* The OAM Framework interface is used by the client application to query the systemdate and
time, for synchronisation purposes. */
interface | pOAM {
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/* This nethod is invoked by the client application to interchange the systeman client
application date and tinme. */

TpResult systenDateTi mneQuery (

in TpDat eAndTi ne cli ent Dat eAndTi ne, /1 The date and tine of the client.
out TpDat eAndTi meRef systenDat eAndTi me /1 The date and tinme of the system
)

b

/* The OAM client application interface is used by the Franework to query the application date
and tinme, for synchronisation purposes. */
interface | pAppOAM {

/* This nmethod is invoked by the Framework to interchange the systeman client application
date and time. */
TpResult systenDateTi meQuery (

in TpDat eAndTi ne syst enDat eAndTi ne, /1 The date and tinme of the system
out TpDat eAndTi neRef client Dat eAndTi nme /1 The date and tine of the client.
)
b
BB B

9.3 Call Control

9.3.1 Common Data Types for Call Control

/1 source file: CC.idl
/'l Generic Call Data description

#i fndef __OSA_CC_DEFI NED
#define __OSA_CC_DEFI NED

#i ncl ude <QOSA.idl >

nodul e org {

nodul e t hreegpp {
nmodul e osa {
modul e cc {

struct TpAoClnfo {
TpString AoCSet 1;
TpString AoCSet 2;
s

/* Defines the mechanismthat will be used to alert a call party. */
typedef Tplnt32 TpCall Al erti ngMechani sm

/* Defines the bearer service associated with the call. */
typedef TpString TpCal |l BearerService;

/* Defines indicators for application interworking. */
typedef TpString TpCalllnterworkingl ndi cators;

typedef TpString TpCal |l Net wor kAccessType;

/* Defines the category of a call party (e.g. call priority, payphone, prepaid).*/
typedef TpString TpCall PartyCategory;

/* Defines the tele-service associated with the call (e.g. speech, video, fax, file transfer,
browsing). */
typedef TpString TpCall Tel eServi ce;

/* Defines a specific call event report type. */
enum TpCal | Appl nfoType {

P_CALL_APP_UNDEFI NED, /* Undefined */

P_CALL_APP_ALERTI NG_MECHANI SM /* The alerting nechanismor pattern to use */
P_CALL_APP_NETWORK_ACCESS_TYPE, /* The network access type (e.g. |SDN) */
P_CALL_APP_I NTERWORKI NG_| NDI CATORS, /* Indicators to enable service interworking */
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P_CALL_APP_TELE_SERVI CE, /* Indicates the tel e-service (e.g. speech) and rel ated
info such as clearing programe */

P_CALL_APP_BEARER SERVI CE, /* Indicates the bearer service (e.g. 64kb/s unrestricted
data). */

P_CALL_APP_PARTY_CATEGORY, /* The category of the call party */

P_CALL_APP_PRESENTATI ON_ADDRESS, /* The address to be presented to other call parties */

P_CALL_APP_GENERI C_I NFO, /* Carries unspecified service-service information */

P_CALL_APP_ADDI TI ONAL_ADDRESS /* Indicates an additional address */

b

/* Defines the Tagged Choice of Data Elements that specify call application-related specific

information. */
uni on TpCal | Appl nfo switch(TpCall Appl nfoType) {
case P_CALL_APP_TELE_SERVI CE:
TpCal | Tel eServi ce Cal | AppTel eSer vi ce;
case P_CALL_APP_BEARER_SERVI CE:
TpCal | Bear er Servi ce Cal | AppBear er Servi ce;
case P_CALL_APP_PARTY_CATEGORY:
TpCal | PartyCat egory Cal | AppPartyCat egory;
case P_CALL_APP_PRESENTATI ON_ADDRESS:
TpAddr ess Cal | AppPr esent ati onAddr ess;
case P_CALL_APP_GENERI C_| NFO:
TpString Call AppGeneri cl nf o;
case P_CALL_APP_ADDI TI ONAL_ADDRESS:
TpAddress Cal | AppAddi ti onal Addr ess;
case P_CALL_APP_ALERTI NG_MECHANI SM
TpCal | Al erti ngMechani sm Cal | AppAl erti ngMechani sm
case P_CALL_APP_NETWORK_ACCESS_TYPE:
TpCal | Net wor kAccessType Cal | AppNet wor kAccessType;
case P_CALL_APP_| NTERWORKI NG_| NDI CATORS:
TpCal | I nt erwor ki ngl ndi cators Cal | Appl nt erwor ki ngl ndi cat ors;
b

typedef sequence <TpCall Appl nf o> TpCal | Appl nf oSet ;

/* This data type is identical to a TpString, and defines the call charge plan to be used for the

call. The values of this data type are operator specific. */
typedef TpString TpCall Char gePl an;
const Tplnt32 P_EVENT_NAME_UNDEFI NED = 0; /1 Undefined
const Tplnt32 P_EVENT_GCCS OFFHOOK_EVENT = 1; /1 O fhook event
const Tplnt32 P_EVENT_GCCS_ADDRESS COLLECTED_EVENT = 2; /1 Address information collected
const Tplnt32 P_EVENT_GOCS_ADDRESS ANALYSED_EVENT = 4; /1 Address information is anal ysed
const Tplnt32 P_EVENT_GCCS_CALLED PARTY_BUSY = 8; /1 Called party is busy
const Tplnt32 P_EVENT_GCCS _CALLED PARTY_ UNREACHABLE = 16; /] Called party is unreachable
const Tplnt32 P_EVENT_GCCS_NO ANSWER _FROM CALLED PARTY = 32; // No answer fromcalled party
const Tplnt32 P_EVENT_GCCS ROUTE_SELECT_FAI LURE = 64; /1 Failure in routing the call
const Tplnt32 P_EVENT_GCCS_ANSWER FROM CALL_PARTY = 128; /1l Party answered call

typedef Tplnt32 TpCall Event Nane; /*Defines the names of event being notified. */

struct TpCall EventCriteria {
TpAddr ess Desti nati onLower Address; /*Lower destination address in an address rannge*/
TpAddress Destinati onUpper Address; /*Upper destination address in an address range*/
TpAddress OriginatingLower Address; /*Lower originatin address in an address range */
TpAddress Originati onUpper Address; /*Upper origination address in an address range */
TpCal | Event Name Cal | Event Nane; /*Name of the event(s) */
s

struct TpCall Eventlnfo {
TpAddr ess Destinati onAddress;
TpAddress Origi nati ngAddr ess;
TpAddress Origi nal Desti nati onAddress;
TpAddr ess Redirecti ngAddress;
TpCal | Appl nf oSet Cal | Appl nf o;
TpCal | Event Nane Cal | Event Nane;

s

/* Defines the Sequence of Data El ements that specify the cause of the release of a call.*

struct TpCal | Rel easeCause {
Tpl nt 32 Val ue;
Tpl nt 32 Locati on;

b

/* Defines a specific call error. */
enum TpCal | Error Type {
P_CALL_ERROR_UNDEFI NED, /* Undefined */

P_CALL_ERROR_ROUTI NG_ABORTED, /* Call routing failed and was aborted by the network */
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P_CALL_ERROR CALL_ABANDONED, /* The requested operation failed because the controlling party
abandoned the call before the operation was conpleted */

P_CALL_ERROR | NVALI D_ADDRESS, /* The operation failed because an invalid address was given */

P_CALL_ERROR_| NVALI D_STATE, /* The call was not in a valid state for the requested
operation */

P_CALL_ERROR INVALID CRITERIA /* Invalid criteria were specified for the requested operation

*/

b

/* Defines the Tagged Choice of Data El enents that specify additional call error and call error
specific information. This is also used to specify call leg errors and call information

errors. */
uni on TpCal |l Additional Errorinfo switch(TpCall ErrorType) {
case P_CALL_ERROR_ROUTI NG_ABORTED: TpCal | Rel easeCause Cal | Error Routi ngAbort ed;
case P_CALL_ERROR _CALL_ABANDONED: TpCal |l Rel easeCause Cal |l Error Cal | Abandoned;
case P_CALL_ERROR_| NVALI D_ADDRESS: TpAddressError Call Errorlnval i dAddress;

}s

/* Defines the Sequence of Data El enents that specify the additional information relating to an
undefined call error. */
struct TpCall Error {
TpCal | Addi tional Errorlnfo Additional Errorlnfo;
TpCal | Error Type Error Type;
TpDat eAndTi me ErrorTi me;

}s

/* Defines the cause of the call fault detected. */
enum TpCal | Faul t
P_CALL_FAULT_UNDEFI NED, /* Undefined */
P_CALL_FAULT_USER_ABORTED, /* User has finalised the call before any message could be sent by
the application. */
P_CALL_TI MEOUT_ON_RELEASE, /* Final report has been sent to the application, but the
application did not explicitly rel ease or deassign the call object, within a specified tine.
*/
P_CALL_TI MEQUT_ON | NTERRUPT /* Application did not instruct the gateway how to handl e the call
within a specified time, after the gateway reported an event that was requested by the
application in interrupt node.*/

)

/* Defines the type of call information requested and reported */
const Tplnt32 P_CALL_I NFO _UNDEFI NED = 0; /* Undefined */
const Tplnt32 P_CALL_INFO TI MES = 1; /* Relevant call times */
const Tplnt32 P_CALL_I NFO _RELEASE_CAUSE = 2; /* Call rel ease cause. */
const Tplnt32 P_CALL_| NFO_| NTERVEDI ATE = 4; /* Send only internediate reports (i.e., when a

party | eaves the call). */
typedef Tplnt32 TpCalllnfoType;

/* Defines the Sequence of Data Elements that specify the call information requested. Information
that was not requested may be undefined or not present. */
struct TpCalllnfoReport {
TpDat eAndTi me Cal | Connect edToDest i nati onTi nme;
TpDat eAndTi ne Cal | EndTi ne;
TpCal | Rel easeCause Cause;
TpCal | I nfoType Call |l nfoType;
TpDat eAndTine CalllnitiationStartTine;
TpDat eAndTi me Cal | Connect edToResour ceTi nme;
s

/* Defines the node that the call will monitor for events, or the node that the call is in
followi ng a detected event. */
enum TpCal | Moni t or Mode {

P_CALL_MONI TOR_MODE_| NTERRUPT, /* The call event is intercepted by the call control service
and call processing is interrupted. The application is notified of the event and call
processi ng resunmes follow ng an appropriate APl call or network event (such as a call
rel ease) */

P_CALL_MONI TOR_MODE_NOTI FY, /* The call event is detected by the call control service
but not intercepted. The application is notified of the event and call processing continues
*/

P_CALL_MONI TOR_MODE_DO NOT_MONI TOR /* Do not nonitor for the event */
s

/* Defines the type of call overload that has been detected (and possibly acted upon) by the
networ k. */
enum TpCal | Over | oadType {
P_CALL_OVERLOAD_TYPE_UNDEFI NED, /* Infinite interval (do not admt any calls) */
P_CALL_OVERLOAD TYPE_NEW CALLS, /* New calls to the application are causing overload (i.e.
i nbound overl oad) */
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P_CALL_OVERLQAD TYPE ROUTED CALLS /* Calls being routed to destination or origination addresses
by the application are causing overload (i.e. outbound overload) */

1

/* Defines a specific call event report type. */

enum TpCal | Report Type {
P_CALL_REPORT_UNDEFI NED, /* Undefined */
P_CALL_REPORT PROGRESS, /* Call routing progress event */
P_CALL_REPORT_ROUTI NG _SUCCESS, /* Call successfully routed to address */
P_CALL_REPORT_ANSVEER, /* Call answered at address */
P_CALL_REPORT_BUSY, /* Called address refused call due to busy */
P_CALL_REPORT_NO_ANSVER, /* No answer at called address */
P_CALL_REPORT_DI SCONNECT, /* Call disconnect requested by address */

P_CALL_REPORT_REDI RECTED,

P_CALL_REPORT_SERVI CE_CODE,

P_CALL_REPORT_ROUTI NG_FAI LURE,

P_CALL_REPORT_CALL_ENDED

b

/* Defines the Tagged Choice of Data Elements that specify additional call report information. */
uni on TpCal | Addi ti onal Reportlnfo switch(TpCall ReportType) {

case P_CALL_REPORT_BUSY: TpCal | Rel easeCause RefuseBusy;

case P_CALL_REPORT_DI SCONNECT: TpCal |l Rel easeCause Cal | Di sconnect;

case P_CALL_REPORT_REDI RECTED: TpAddress Forwar dAddress;

case P_CALL_REPORT_SERVI CE_CODE: TpCal | Rel easeCause Servi ceCode;

case P_CALL_REPORT_ROUTI NG_FAI LURE: TpCal | Rel easeCause RoutingFail ure;

case P_CALL_REPORT_CALL_ENDED: TpCall Rel easeCause Cal | Ended;

b

struct TpCal |l Report {
TpCal | Moni t or Mode Monit or Mode;
TpDat eAndTi ne Cal | Event Ti ne;
TpCal | Report Type Cal | Report Type;
TpCal | Addi ti onal Reportlnfo Additional Reportl nfo;
b

/* Defines the service code received during a call. For exanple, this nay be a digit sequence,
user-user information, recall, flash-hook or | SDN Facility Information El ement. This data
type is identical to a TpString. The coding of this data type is operator specific. */

typedef TpString TpCall Servi ceCode;

/* Defines the Tagged Choice of Data Elements that specify specific criteria. */
uni on TpCal | Report Additional Criteria switch(TpCall ReportType) {

case P_CALL_REPORT_NO ANSWER: TpDuration NoAnswer Durati on;

case P_CALL_REPORT_SERVI CE_CODE: TpCall Servi ceCode Servi ceCode;

b

/* Defines the Sequence of Data Elenents that specify the criteria relating to call report
requests. */
struct TpCal |l Report Request {
TpCal | Moni t or Mode Moni t or Mode;
TpCal | Report Type Cal | Report Type;
TpCal | Report Additional Criteria Additional ReportCriteria;
s

/* Defines a Numbered Set of Data El enents of TpCall ReportRequest. */
typedef sequence <TpCal | Report Request > TpCal | Report Request Set ;

const Tplnt32 P_CALL_SUPERVI SE_TI MEOUT = 1; /* The call supervision tiner has expired. */

const Tplnt32 P_CALL_SUPERVI SE_CALL_ENDED = 2; /* The call has ended, either due to tiner expiry
or call party release. */

const Tplnt32 P_CALL_SUPERVI SE_ TONE_APPLIED = 4; /* A warning tone has been applied. */

/* Defines the responses fromthe call control service for calls that are supervised: */
typedef Tplnt32 TpCall Supervi seReport;

const Tplnt32 P_CALL_SUPERVI SE_RELEASE = 1; /* Rel ease the call when the call supervision
timer expires. */
const Tplnt32 P_CALL_SUPERVI SE_RESPOND = 2; /* Notify the application when the call

supervision tinmer expires. */

const Tplnt32 P_CALL_SUPERVI SE_APPLY_TONE = 4; /* Send a warning tone to the controlling party
when the call supervision timer expires. If call release is requested, then the call wll be
released following the tone after an adm nistered time period */

/* Defines the followi ng treatnent of the call by the call control service when the call
supervision timer expires.*/
typedef Tplnt32 TpCall Supervi seTreat nent;
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/* Defines the Sequence of Data El enents that specify the amount of volune that is allowed to be
transmtted for the specific connection. */
struct TpCal |l Supervi seVol une {
Tpl nt32 Vol uneQuantity; /* Qantity of the granted volune that can be transmtted for the
speci fic connection. */
Tpl nt 32 Vol umelni t; /* Unit of the granted volune that can be transnitted for the specific
connection. */

b

/* Define the possible Exceptions. */

const Tplnt32 P_GCCS_SERVI CE_| NFORMATI ON_M SSI NG = 256;
const Tplnt32 P_GCCS_SERVI CE_FAULT_ENCOUNTERED = 257;
const Tplnt32 P_GCCS_UNEXPECTED_SEQUENCE = 258;

const Tplnt32 P_GCCS_| NVALI D_ADDDRESS = 259;

const Tplnt32 P_GCCS_| NVALI D_STATE = 260;

const Tplnt32 P_GCCS_| NVALI D _CRI TERI A = 261;

const Tplnt32 P_GCCS_| NVALI D_NETWORK_STATE = 262;

const Tplnt32 P_GCCS_NETWORK_DEASSI GN = 263;

exception TpGCCSException {
Tpl nt 32 exceptionType;
b

}; /1 end nodule cc

}; /1 end nodul e osa

}; /1 end nodul e threegpp
}; /1 end nodule org

#endi f

/1 END file CC.idl

9.3.2 Generic Call Control IDL

/1 source file: GCC.idl
/'l GenericCall Interface description

#i fndef __OSA_CC_GCC_DEFI NED

#define __ OSA_CC_GCC_DEFI NED
#i ncl ude <CC.idl >

nodul e org {
nodul e t hreegpp {
nmodul e osa {
modul e cc {
modul e gcc {

interface | pAppCall Control Manager; // forward definition
interface | pAppCall; /'l forward definition

/* This interface is the 'service manager' interface for Generic Call Control. */
interface | pCall Control Manager {
/* This nmethod is used to enable call notifications. */
voi d enabl eCal | Notification (
in | pAppCal | Control Manager appl nterface,
in TpCall EventCriteria eventCriteria,
out TpAssignment| D assignnment| D

)
rai ses (TpGCCSException, TpCGeneral Excepti on);

/* This method is used by the application to disable call notifications.*/
voi d di sabl eCal |l Notification (
in TpAssignment| D assignnent| D

rai ses (TpGCCSException, TpCeneral Exception);
b

/* This interface provides the means to control a sinple call. */
interface IpCall : IpService {
/* This method requests routing of the call to the destination party.*/

voi d routeCal |l ToDesti nati onReq (

in TpSessionlD call Sessi onl D,

in TpCal | Report Request Set responseRequest ed,

in TpAddress targetAddress,

in TpAddress origi nati ngAddress,
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in TpAddress ori gi nal Desti nati onAddr ess,
in TpAddress redirecti ngAddress,

in TpCal | Appl nfoSet appl nfo,

out TpAssi gnment| D assi gnment| D

rai ses (TpGCCSException, TpGeneral Exception);

/* This nmethod requests the release of the call and associ ated objects.*/
voi d rel ease (

in TpSessionl D call Sessi onl D,

in TpCal | Rel easeCause cause

rai ses (TpGCCSExcepti on, TpGeneral Exception);

/* This method requests that the rel ationship between the application and
the call and associated objects be de-assigned. */
voi d deassignCall (
in TpSessionl D cal | Sessi onl D

rai ses (TpGCCSException, TpCeneral Exception);

/* This method requests information associated with the call.*/
voi d getCalllnfoReq (

in TpSessionl D call Sessi onl D,

in TpCalllnfoType calllnfoRequested

)
rai ses (TpGCCSException, TpGeneral Exception);

/* Set an operator specific charge plan for the call. */
voi d set Cal | ChargePl an (

in TpSessionlD call Sessi onl D,

in TpCal | ChargePl an cal | Char gePl an

rai ses (TpGCCSException, TpCeneral Excepti on);

/* The application calls this nethod to supervise a call. */
voi d superviseCall Req (

in TpSessionl D cal |l Sessi onl D,

in TpDuration tine,

in TpCal | Supervi seTreat ment treatnent,

in TpCal |l Supervi seVol ume bytes

)
rai ses (TpGCCSException, TpGeneral Exception);

voi d set Advi ceOf Char ge(
in TpSessionl D cal |l Sessi onl D,
in TpAoCl nfo aCOCl nf o,
in TpDuration tariffSwitch

rai ses (TpGCCSExcepti on, TpGeneral Excepti on);

/* Sequence of Data El enments that unanbi guously specify the Generic Call object */
struct TpCallldentifier {

| pCal | Cal | Reference;

TpSessi onl D Cal | Sessi onl D

b

/* The generic call control manager application interface provides the
application call control managenent functions to the generic call control
service. */

interface | pAppCall Control Manager : |pOsa {

voi d cal | Aborted (
in TpSessionl D cal | Reference

)
rai ses (TpGCCSExcepti on, TpGeneral Exception);

/* This method notifies the application of the arrival of a call-related event. */
voi d cal | EventNotify (

in TpCallldentifier call Reference,

in TpCal | Eventl nfo eventl nfo,

in TpAssi gnment| D assi gnnent | D,

out | pAppCall applnterface

rai ses (TpGCCSException, TpCeneral Excepti on);

/* This method indicates to the application that all event notifications
have been term nated .*/
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void call NotificationTerm nated ()
rai ses (TpGCCSException, TpGeneral Exception);
s

/* The application side of the sinple call interface is used to handle cal
request responses and state reports. */
interface | pAppCall : |pGOsa {
/* This method indicates that the request to route the call to the
destination was successful.*/
voi d routeCal | ToDestinati onRes (
in TpSessionl D cal | Sessi onl D,
in TpCal | Report eventReport,
in TpAssignment| D assi gnnent| D

)
rai ses (TpGCCSExcepti on, TpGeneral Exception);

/* This method indicates that the request to route the call to the
destination party was unsuccessful. */
voi d routeCal |l ToDestinationErr (
in TpSessionl D cal | Sessi onl D,
in TpCall Error errorlndication,
in TpAssignment| D assi gnnent| D

rai ses (TpGCCSException, TpCeneral Exception);

/* This method reports all necessary information requested by the
application, for exanple to calculate charging.*/

voi d getCalllnfoRes (
in TpSessionl D cal | Sessi onl D,
in TpCal |l | nfoReport calllnfoReport

)
rai ses (TpGCCSException, TpCeneral Excepti on);

/* This asynchronous nethod reports that the original request was erroneous
or resulted in an error condition.*/

voi d getCalllnfoErr (
in TpSessionl D cal |l Sessi onl D,
in TpCall Error errorlndication

)
rai ses (TpGCCSExcepti on, TpGeneral Excepti on);

/* This asynchronous nethod reports a call supervision event to the application. .*/
voi d superviseCall Res (

in TpSessionl D cal | Sessi onl D,

in TpCal |l Supervi seReport report,

in TpDuration usedTime,

in TpCal |l Supervi seVol ume usedVol une

rai ses (TpGCCSException, TpGeneral Exception);

/* This asynchronous method reports a call supervision error to the application.*/
voi d superviseCallErr (

in TpSessionl D call Sessi onl D,

in TpCall Error errorlndication

)
rai ses (TpGCCSExcepti on, TpGeneral Excepti on);

/* This method indicates to the application that a fault in the network has
been detected. */

voi d cal | Faul t Det ected (
in TpSessionl D cal | Sessi onl D,
in TpCall Fault fault

)
rai ses (TpGCCSExcepti on, TpGeneral Exception);
b

}; // end nodul e gcc

; /1 end nmodule cc

}; /1 end nodul e osa

}; /1 end modul e threegpp
}; /1 end nodule org

)

#endi f

// END file GCC.idl
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9.3.3 Enhanced Call Control IDL

ThelIDL inthissectionisonly supplied in order to make the User Interaction IDL compile.

With the createU1Call() method on the UIManager object it is possible to associate the UICall object to a Call object as
well asa CallLeg object. The CallLeg object is not used in this specification. However the IDL for thisinterface hasto
be supplied otherwise the User Interaction IDL will not compile.

/!l source file: ECC.idl

#i fndef __OSA_CC_ECC_DEFI NED

#defi ne __OSA_CC_ECC_DEFI NED
#i ncl ude <GCC.i dl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
modul e cc {
modul e ecc {

typedef Tplnt32 TpMedi aType;

const Tplnt32 P_AUDI O 1;
const Tplnt32 P_VIDEO 2,
const Tplnt32 P_DATA = 4;

typedef Tplnt32 TpAudi oCapabilitiesType;
typedef Tplnt32 TpVi deoCapabilitiesType;
typedef Tplnt32 TpDataCapabilities;

uni on TpChannel Dat aTypeRequest swi tch(TpMedi aType) {
case P_DATA: TpDat aCapabilities Data;
case P_VIDEO. TpVi deoCapabilitiesType Video;
case P_AUDI O: TpAudi oCapabilitiesType Audi o;

s
typedef TpChannel Dat aTypeRequest TpChannel Dat aType;

enum TpChannel Direction {
P_1 NCOM NG,
P_OUTGO NG

b

struct TpChannel Request {
TpChannel Dat aTypeRequest Dat aTypeRequest ;
TpChannel Direction Direction;

s
typedef sequence <TpChannel Request > TpChannel Request Set ;

enum TpCal | LegType {
P_CALL_LEG _TYPE_UNDEFI NED,
P_CALL_LEG TYPE_CONTROLLI NG,
P_CALL_LEG TYPE_PASSI VE

b

enum TpCal | Legl nfoType {
P_CALL_LEG | NFO_UNDEFI NED,
P_CALL_LEG | NFO_ADDRESS,
P_CALL_LEG | NFO_RELEASE_CAUSE,
P_CALL_LEG | NFO_APPI NFO,
P_CALL_LEG I NFO_TI MES

b
interface | pMMChannel : |pService {
voi d close (
in TpSessionl D channel Sessi onl D

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);
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b

struct TpChannel {
TpChannel Direction Direction
| pMMChannel Channel
TpChannel Dat aType Dat aType
Tpl nt 32 Channel Nunber ;

b

typedef sequence <TpChannel > TpChannel Set;

interface IpCalllLeg : |pService {
void routeCall LegToOri gi nation (
in TpSessionl D call LegSessi onl D
in TpAddress targetAddress,
in TpAddress origi nati ngAddress,
in TpAddress original Cal | edAddress,
in TpAddress redirectingAddress,
in TpCal |l Appl nf oSet applnfo
)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d routeCal |l LegToDestination (
in TpSessionlD call LegSessi onl D
in TpAddress target Address,
in TpAddress origi nati ngAddress,
in TpAddress original Cal | edAddress,
in TpAddress redirectingAddress,
in TpCal | Appl nfoSet applnfo

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d event ReportReq (
in TpSessionlD call LegSessi onl D
in TpCal | Report Request Set event Report sRequest ed

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d rel ease (
in TpSessionlD call LegSessi onl D
in TpCal | Rel easeCause cause

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d getl nfoReq (
in TpSessionlD call LegSessi onl D
in TpCall Legl nfoType cal | Legl nf oRequest ed

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d get Type (
in TpSessionlD call LegSessi onl D
out TpCall LegType cal |l LegType

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

void getCall (
in TpSessionlD cal |l LegSessi onl D
out org::threegpp::osa::cc::gcc::TpCallldentifier call Reference

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d nmedi aChannel Al'l ow (
in TpSessionlD cal |l LegSessi onl D
in TpSessi onl DSet channel Li st

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d get Medi aChannel s (
in TpSessionlD call LegSessi onl D
out TpChannel Set channel s

)
rai ses (TpGeneral Excepti on, TpGCCSExcepti on);

voi d nmedi aChannel Moni tor Req (
in TpSessionl D call LegSessi onl D
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in TpChannel Request Set channel EventCriteri a,
in TpCal | Moni t or Mode noni t or Mode
)

rai ses (TpGeneral Exception, TpGCCSExcepti on);

b

struct TpCallLegldentifier {
TpSessi onl D Cal | LegSessi onl D;
| pCal | Leg Cal | LegRef erence;
b

}; /1 end nodul e ecc
I/ end nodule cc

}; /1 end nmodul e osa

}; /1 end nodul e threegpp
}; /1 end nmodule org

)

#endi f

/1 END file ECC.idl

9.4 User Interaction IDL

9.4.1 Common data types for User Interaction

/1 source file: U .idl
/1l User Interaction data description

#i fndef __OSA Ul _DEFI NED

#define __ OSA_Ul _DEFI NED
#i ncl ude <QOSA.idl >

nodul e org {

nodul e t hreegpp {
nmodul e osa {
modul e ui {

/* Defines the additional properties for the collection of information */
struct TpUl CollectCriteria {

Tpl nt 32 M nLengt h; /* m ni mum nunber of characters to collect */

Tpl nt 32 MaxLengt h; /* maxmum number of characters to collect */

TpString EndSequence; /* character(s) which term nate an input of variable |length. */
TpDuration StartTi meout; /* defines a duration (in seconds) */

TpDuration InterCharTinmeout; /* value for the inter-character tine-out tiner. */

b

/* Defines the U call error codes. */

enum TpUl Error {
P_UlI _ERROR_UNDEFI NED, /* Undefined error */
P_Ul _ERROR_| LLEGAL_I D, /* The information id specified is invalid */
P_UlI _ERROR_| D_NOT_FOUND, /* Information id is not known to the the User Interaction
service */
P_Ul _ERROR_RESOURCE_UNAVAI LABLE, /* Resources used by the User Interaction service are
unavai |l able. */
P_Ul _ERROR | LLEGAL_RANGE, /* The val ues for nmani num and maxi mrum col | ection |length are
out of range */
P_Ul _ERROR | MPROPER_CALLER_RESPONSE, /* | nproper user response */

P_UI _ERROR_ABANDON, /* Specified leg is disconnected before the send i nfornation
conpleted */

P_UI _ERROR_NO_OPERATI ON_ACTI VE, /* No active user interaction for the specified leg. */
P_UlI _ERROR_NO_SPACE_AVAI LABLE /* There is no nore storage capacity to record the nmessage. */

b

/* Defines the Sequence of Data El ements that specify the additional criteria for receiving a U
notification */

struct TpUl EventCriteria {
TpString User Address; /* Address of the end-user for which notification shall be handled */
TpString ServiceCode; /* 2 digit code indicating the U to be triggered. */

)

/* Defines the Sequence of Data Elenents that specify a U notification */
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struct TpUl EventlInfo {
TpString User Address; /* Address of the end-user for which notification shall be handled */
TpString ServiceCode; /* 2 digit code indicating the U to be triggered. */

b

/* Defines the cause of the U fault detected. */
enum TpUl Faul t {
P_Ul _FAULT_UNDEFI NED, /* Undefined */
P_UlI _CALL_DEASS|I GNED /* The related Call object has been deassigned. */

b

/* Defines the type of information send to the end-user */

enum TpUl | nfoType {

P_U _INFO I D, /* The information consists of an ID */

P_Ul _I NFO_TEXT, /* The information consists of a text string */
P_Ul I NFO ADDRESS /* The information consists of a URL. */

b

/* Defines the Tagged Choice of Data El enments that specifies the information to be send to a end-
user. */

union TpUlInfo switch(TpUlInfoType) {

case P_U _INFO_ID: Tplnt32 Infol DD /*Defines the ID of the user information script or
streamto send to an end-user.*/

case P_Ul _I NFO _TEXT: TpString InfoText; /*Defines the text to be send to an end-user.*/
case P_U _| NFO ADDRESS: TpURL | nfoAddress; /*Defines the URL of the text or streamto be send to
an end-user*/

b

/* Defines the criteria for recordi ng of messages */

struct TpUl MessageCriteria {

TpStri ng EndSequence; /* Defines the character(s) which termnate an input of variable |ength.
*/

TpDur ati on MaxMessageTine; /* Specifies the maxi num all owed duration in seconds. */

Tpl nt 32 MaxMessageSi ze; /* Specifies the maxi rum all owed size in bytes of the nmessage. */

}s

/* Defines the U call reports if a response was requested. */

enum TpUl Report {
P_Ul _REPORT_UNDEFI NED, /* Undefined report */
P_Ul _REPORT_ANNOUNCEMENT_ENDED, /* Confirmation that the announcement has ended */
P_Ul _REPORT_LEGAL_I NPUT, /* Information collected., neeting the specified criteria. */
P_Ul _REPORT_NO_| NPUT, /* User immediately entered the delinmiter character. No valid
informati on has been returned */

P_U _REPORT_TI MEQUT, /* User did not input any response before the input tineout
expired */
P_U _REPORT_MESSAGE_STORED, /* A message has been stored successfully */

P_U _REPORT MESSAGE_NOT_STORED /* The nmessage has not been stored successfully */
b

/* Defines the situations for which a response is expected follow ng the user interaction. */
enum TpUl ResponseRequest {

P_UlI _RESPONSE_REQUI RED, /* A response nmust be sent when the announcenent has
conpl eted. */

P_Ul _LAST_ANNOUNCEMENT _IN_A ROW /* This is the final announcenent within a sequence. */
P_Ul _FI NAL_REQUEST /* This is the final request. */

b

/* Defines the type of the variable parts in the information to send to the user. */

enum TpUIl Var i abl ePart Type {
P_Ul _VARI ABLE_PART_I NT,
P_Ul _VARI ABLE_PART_ADDRESS,

/* Variable part is of type integer */

/
P_Ul _VARI ABLE_PART_TI ME, /

/

/

Vari abl e part is of type address */
* Variable part is of type tine */
* Variable part is of type date */
* Variable part is of type price */

*
*

P_U _VARI ABLE_PART_DATE,
P_Ul _VARI ABLE_PART_PRI CE

b

/* Defines the Tagged Choice of Data El enments that specify the variable parts in the information to
send to the user. */
uni on TpUl Vari abl el nfo swi tch(TpUl Vari abl ePart Type) {
case P_Ul _VARI ABLE_PART_I NT: Tplnt32 Vari abl ePart| nteger;
case P_Ul _VARI ABLE_PART_ADDRESS: TpString Vari abl ePart Addr ess;
case P_Ul _VARI ABLE_PART_TI ME: TpTi ne Vari abl ePart Ti ne;
case P_Ul _VARI ABLE_PART_DATE: TpDate Vari abl ePart Dat e;
case P_Ul _VARI ABLE_PART_PRI CE: TpPrice Variabl ePartPrice;

b
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/* Define the possible Exceptions. */
exception TpGUI SException {
Tpl nt 32 exceptionType

b

const Tplnt32 P_GUI S I NVALI D _CRI TERI A = 768; /* Invalid criteria specified */
const Tplnt32 P_GUI S |ILLEGAL ID = 769; /* Information id specified is invalid */
const Tplnt32 P_GUI S_ID NOT_FOUND = 770; /* Information id is not known to the User
Interaction Service */

const Tplnt32 P_GU S_| LLEGAL_RANGE = 771; /* The values for mnimum and maxi num
collection length are out of range */
const TpInt32 P_GU S INVALID COLLECTION CRITERIA = 772; /* Invalid collection criteria specified */

const Tplnt32 P_GQU S NETWORK DEASSI GN = 773; /* The rel ation between the network and the
gateway is term nated. */
const Tplnt32 P_GU S | NVALI D NETWORK_STATE = 774; /* Al though the sequence of nethod calls is

al l owed by the gateway, the underlying protocol can not support it. */

}; // end nodule u

}; /1 end nodul e osa

}; /1 end modul e threegpp
}; /1 end nodule org

#endi f

// END file U .idl

9.4.2 Generic User Interaction IDL

/1 source file: GU.id
/1 GUI'S Interface description

#i fndef __OSA Ul _GUI _DEFI NED
#define __OSA_U _GU _DEFI NED

#i ncl ude <Ul .idl >
#i ncl ude <ECC.idl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
modul e ui {
modul e gui {

interface | pAppUl Manager; // forward definition
interface | pAppUl; /1 forward definition
interface | pAppUl Call; /1l forward definition

/* The User Interaction Service Interface provides functions to send
information to, or gather information fromthe user. */
interface IpU : I|pService {
/* This method plays an announcenent or sends other information to the user.*/
voi d sendl nfoReq (
in TpSessionl D userlnteracti onSessionl D,
in TpUInfo info
in TpUl Vari abl el nfo vari abl el nf o,
in Tplnt32 repeatlndicator,
in TpU ResponseRequest responseRequested
out TpAssignment| D assi gnnment| D

)
rai ses (TpGUI SException, TpGeneral Exception);

/* This method plays an announcenment or sends other information to the user
and collects sone information fromthe user. */

voi d sendl nf oAndCol | ect Req (

in TpSessionl D userlnteracti onSessionl D,

n TpUlInfo info

n TpUl Vari abl el nfo vari abl el nf o,

n TpUl CollectCriteria criteria,

n TpUl ResponseRequest responseRequested

out TpAssignment| D assi gnment| D

rai ses (TpGUI SException, TpGeneral Exception);
/* This method requests that the relationship between the application and
the user interaction object be released. */

void rel ease (
in TpSessionl D userlnteracti onSessionlD
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rai ses (TpGUI SException, TpGeneral Exception);
b

/* Defines the Sequence of Data El enents that unanbi guously specify the U object */
struct TpUlldentifier {

TpSessi onl D User | nteracti onSessi onl D;

I pU Ul Ref;

b

/* The Call User Interaction Service Interface provides functions to send
information to, or gather information from the user. */
interface IpU Call : IpU {
/* This asynchronous nethod aborts the specified user interaction operation. */
voi d abort ActionReq (
in TpSessionl D userlnteracti onSessi onl D,
in TpAssignment| D assi gnnent| D

)
rai ses (TpGUl SExcepti on, TpGeneral Excepti on);
s

/* Defines the Sequence of Data El ements that unambi guously specify the U Call object. */
struct TpUlCallldentifier {

I pUl Call Ul Call Ref;

TpSessi onl D Userl nteracti onSessi onl D;

b

/* This interface is the 'service nanager' interface for the Generic User Interaction Service. */
interface | pUl Manager {
/* This method is used to create a new user interaction object for non-call related purposes */
voi d createUl (
in | pAppU appUl,
in TpAddress user Address,
out TpUl ldentifier userlnteraction

rai ses (TpGUl SException, TpGeneral Excepti on);

/* This method is used to create a new user interaction object for call related purposes. */
voi d createUl Call (

in | pAppUl Call appUl,

in org::threegpp::osa::cc::gcc::TpCallldentifier callldentifier,

in org::threegpp::osa::cc::ecc::TpCall Legldentifier callLegldentifier,

out TpUl Callldentifier userlnteraction

rai ses (TpGUI SException, TpGeneral Exception);

/* This nethod is used to enable the reception of user initiated user interaction. */
voi d enabl eUl Notification (

in | pAppU Manager applnterface,

in TpU EventCriteria eventCriteri a,

out TpAssi gnment| D assi gnment| D

)
rai ses (TpGUI SException, TpGeneral Exception);

/* This nmethod is used by the application to disable U notifications. */
voi d di sabl eUl Notification (

in TpAssignment| D assi gnnent| D
)

rai ses (TpGUI SException, TpCeneral Exception);
b

/* The Generic User Interaction Service manager application interface provides
the application call managenent functions to the Generic User Interaction Service. */

interface | pAppU Manager : |pOsa {

/* This method indicates to the application that the User Interaction service

i nstance has term nated or closed abnormally. */
voi d userlnteracti onAborted (
in TpUlldentifier userlnteraction
)

rai ses (TpGUl SException, TpCeneral Excepti on);
/* This method notifies the application of an user initiated request for user interaction. */
void userlnteracti onEventNotify (

in TpUlldentifier ui,
in TpUl Eventlnfo eventlnfo,
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in TpAssignment| D assi gnnent | D,
out | pAppUl applnterface

rai ses (TpGUI SException, TpGeneral Exception);
s

/* The User Interaction Application Interface is used to handle generic user
interaction request responses and reports. */

interface | pAppU : |pOsa {
/* This nethod infornms the application about the start or the conpletion of a sendlnfoCall Req().
*
/

voi d sendl nfoRes (
in TpSessionl D userlnteracti onSessionl D,
in TpAssignment| D assi gnment| D,
in TpUl Report response

)
rai ses (TpGUI SExcepti on, TpGeneral Excepti on);

/* This asynchronous nethod indicates that the request to send infornmation was unsuccessful. */
voi d sendl nfoErr (

in TpSessionl D userlnteracti onSessionl D,

in TpAssignment| D assi gnment| D,

in TpUl Error error

rai ses (TpGUI SException, TpGeneral Exception);

/* This asynchronous method returns the information collected to the application. */
voi d sendl nfoAndCol | ect Res (

in TpSessionl D userlnteracti onSessionl D,

in TpAssignment| D assi gnnent | D,

in TpUl Report response

in TpString info

)
rai ses (TpGUl SException, TpCeneral Excepti on);

/* This asynchronous nethod indicates that the request to send information
and col |l ect a response was unsuccessful . */
voi d sendl nfoAndCol | ectErr (
in TpSessionl D userlnteractionSessionlD
in TpAssignment| D assi gnnent | D,
in TpU Error error

rai ses (TpGUI SException, TpGeneral Exception);

/* This nmethod indicates to the application that a fault has been detected in the user
interaction. */

voi d userlnteracti onFaul t Detected (
in TpSessionl D userlnteractionSessionl D,
in TpUl Fault fault

)
rai ses (TpGUI SException, TpGeneral Exception);
s

/* The Call User Interaction Application Interface is used to handle call user
interaction request responses and reports. */
interface | pAppUl Call : |pAppU ({
/* This method confirns that the request to abort a user interaction operation on a call was
successful . */
voi d abort ActionRes (
in TpSessionl D userlnteracti onSessionl D,
in TpAssignment| D assi gnnent| D

)
rai ses (TpGUl SExcepti on, TpGeneral Excepti on);

/* This asynchronous nethod indicates that the request to abort a user interaction
operation on a call resulted in an error.*/
voi d abortActionErr (
in TpSessionl D userlnteracti onSessionl D,
in TpAssignment| D assi gnnent | D,
in TpUl Error error
)
rai ses (TpGUl SException, TpCeneral Excepti on);

}; // end nodul e gui
}; // end nodule u
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}; /1 end nodul e osa
}; /1 end modul e threegpp
}; /1 end nodule org

#endi f

/I END file GUL.idl

9.5 Mobility Management IDL

9.5.1 Common definitions for mobility management: MM.id|
#i ncl ude <OSA. i dl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
modul e mm {

/1 Defines the type of uncertainty shape.
enum TpLocati onUncert ai nt yShape {
P_M SHAPE_NONE, /1 No uncertainty shape present.

P_M SHAPE_CI RCLE, // Uncertainty shape is a circle.

P_M SHAPEa_Cl RCLE_SECTOR, /1l Uncertainty shape is a circle sector.

P_M SHAPE_CI RCLE_ARC _STRI PE, // Uncertainty shape is a circle arc stripe.

P_M SHAPE_ELLI PSE, /1l Uncertainty shape is an ellipse.

P_M SHAPE_ELLI PSE_SECTOR, /'l Uncertainty shape is an ellipse sector.

P_M SHAPE_ELLI PSE_ARC _STRIPE // Uncertainty shape is an ellipse arc stripe.
b
/1 Defines the structure of data elements that specify a geographical position.
/1 An “ellipsoid point with uncertainty shape” defines the horizontal |ocation.
/'l The reference system chosen for the coding of locations is the World Geodetic
/] System 1984 (WGS 84).

struct TpGeogr aphi cal Position {
TpFl oat | ongi tude;
TpFl oat | atitude;
TpLocati onUncertai nt yShape typeOf Uncert ai nt yShape;
TpFl oat uncertai ntyl nner Sem Maj or;
TpFl oat uncertai nt yOut er Sem Maj or ;
TpFl oat uncertai ntyl nner Sem M nor;
TpFl oat uncertai ntyOut er Semi M nor;
Tpl nt 32 angl eOf Sem Maj or;
Tpl nt 32 segment St art Angl e;
Tpl nt 32 segnent EndAngl e;

b

/1 Defines the priority of a location request.
enum TpLocationPriority {

P_M_NORMAL,

P_M H GH
b

/1 Defines a response tinme requirenent.
enum TpLocati onResponsel ndi cat or {
P_M NO_DELAY, /1 Return either initial or last known |ocation of the user.
P_M LOW DELAY, // Return the current location with mninmum del ay.
/1 The mobility SCF shall attenpt to fulfil any
/1 accuracy requirenment, but in doing so shall not add
/1 any additional delay.
P_M DELAY_TOLERANT, // Obtain the current location with regard to

/1 fulfilling the accuracy requirenent.
P_M USE TI MER VALUE // Obtain the current location with regard to
/1 fulfilling the response time requirenent.

b

/1 Defines the structure of data el ementsthat specifies the application's
/'l requirements on the nobility SCF' s response tine.
struct TpLocati onResponseTi ne {

/1 Indicator for wich kind of response tine that is required, see

/1 TLocati onResponsel ndi cat or.

TpLocati onResponsel ndi cat or responseTi ne;

/1 Optional timer used in conbination when responseTi ne equal s
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/] USE_TI MER_VALUE.
Tpl nt 32 ti mer Val ue;

/1 Defines the type of |ocation requested.
enum TpLocationType {

P_M _CURRENT, /1 Current |ocation
P_M CURRENT_OR LAST_KNOWN, // Current or last known |ocation
P_M I NITIAL /1 Initial location for an energency services call

b

/1 Defines a diagnostic value that is reported in addition to an error by
/1 one of the nobility SCFs.
enum TpMobi | i tyDi agnostic {
P_M _NO_| NFORMATI ON, /1 No diagnostic information present.
/1 Valid for all type of errors.
P_M APPL_NOT_I N_PRIV_EXCEPT_LST, // Application not in privacy exception |ist.
/1 Valid for 'Unauthorised Application' error.
P_M CALL_TO USER_NOT_SETUP, // Call to user not set-up. Valid for
/1 ' Unaut horised Application' error.
P_M PRI VACY_OVERRI DE_NOT_APPLIC, // Privacy override not applicable. Valid for
/1 " Unaut horised Application' error.
P_M DI SALL_BY_LOCAL_REGULAT_REQ, // Disallowed by local regulatory requirenents.
/1 Valid for 'Unauthorised Application' error.
P_M _CONGESTI ON, /1 Congestion. Valid for 'Position Method
/1 Failure' error.
I nsufficient resources. Valid for 'Position
Met hod Failure' error.
I nsufficient neasurenent data. Valid for

P_M | NSUFFI CI ENT_RESOURCES, //
/1
/1
// ' Position Method Failure' error.
/1
/1
/1
/1

P_M I NSUFFI CI ENT_MEAS_DATA,
P_M_I| NCONSI STENT_MEAS_DATA, I nconsi stent neasurenent data. Valid for
'Position Method Failure' error.
Locati on procedure not conpleted. Valid for
'Position Method Failure' error.
P_M LOC_PROC_NOT_SUPP_BY_USER, // Location procedure not supported by user.

/1 Valid for 'Position Method Failure' error.
P_M QOS_NOT_ATTAINABLE // Quality of service not attainable. Valid for

/1 '"Position Method Failure' error.

P_M LOC_PROC_NOT_COMPLETED,

b

/1 Defines an error that is reported by one of the nmobility SCFs.
enum TpMobi lityError {
P_M K, /1 No error occurred while processing the request.
P_M SYSTEM FAI LURE, // System failure. The request can not be handl ed because
/1 of a general problemin the mobility SCF or the
/1 underlying network. Fat al
P_M UNAUTHORI ZED_NETWORK, // Unauthorised network, The requesting network is
/1 not authorised to obtain the user's location or
/1 status. Non fatal
P_M UNAUTHORI ZED_APPLI CATI ON, // Unauthorised application. The application is
/1 not authorised to obtain the user's location
/'l or status. Fatal
P_M UNKNOWN_SUBSCRI BER, // Unknown subscriber. The user is unknown, i.e. no
/1 such subscription exists. Fatal
P_M ABSENT_SUBSCRI BER, // Absent subscriber. The user is currently not
/'l reachable. Non fatal
P_M POSI TI ON_METHOD_FAI LURE // Position method failure. The nmobility SCF
// failed to obtain the user's position. Non fatal

b

/1 This enuneration is used in requests to stop nobility reports that are
/'l sent froma mobility SCF to an application.
enum TpMobi | itySt opScope {
P_M ALL_I N_ASSI GNMENT, // The request concerns all users in an assignnent.
P_M SPECI FI ED_USERS /1 The request concerns only the users that are
/1l explicitly specified in a collection.

3

/1 Defines the structure of data elenment that specifies a request to stop whole or parts of an
/1 assignnment. Assignments are used for periodic or triggered reporting of a
/'l user locations or statuses. Observe that the parameter 'Users' is optional.
/1 If the paraneter 'stopScope' is set to P_MALL I N _ASSI GNMENT, the paraneter
/'l 'stopScope' is undefined. If the parameter stopScope is set to
/1 P_M _SPECI FI ED_USERS, then the assignnment shall be stopped only for the users
/'l specified in the "users' collection.
struct TpMobilityStopAssignnentData {
/1 ldentity of the session that shall be stopped.
TpSessi onl D assi gnment | d;
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/1 Specify if only a part of the assignment or if whole the assignnent
/1 shall be stopped.

TpMobilitySt opScope stopScope;

/1 Optional paraneter describing which users a stop request is

/1 addressing when only a part of an assignnent is to be stopped.
TpAddr essSet users;

}s
| S T
9.5.2 Network User Location: MMnul.idl

/**************************************************************************/

/1 Mobility Management Data Definitions & Interfaces
/1 Network User Location

/**************************************************************************/

#incl ude <wM i dl >

nodul e org {
nmodul e t hreegpp {
nodul e osa {
modul e mm {
nodul e nul {

/**************************************************************************/

I Data definitions

/**************************************************************************/

/1 This data type is identical to a TString. It specifies the Cell d obal

/1l ldentification or the Location Area ldentification (LAI).

/1 The Cell G obal Identification (CG) is defined as the string of characters
/1 in the follow ng format:

11l MCC- MNC- LAC- Cl

/1 where:

/1! MCC Mobil e Country Code (three decimal digits)

/1 MNC Mobi |l e Network Code (two or three decimal digits)

/1! LAC Location area code (four hexadecimal digits)

/1 Cl Cell ldentification (four hexadecimal digits)

11l

/1 The Location Area ldentification (LAlI) is defined as a string of characters
/1 in the follow ng formt:

/1l MCC- MNC- LAC

/'l where:

/1 McC Mobi | e Country Code (three decimal digits)

/1! MNC Mobi |l e Network Code (two or three deciml digits)

/1 LAC Location area code (four hexadecimal digits)

typedef TpString TpLocationCell | DOrLAI;

/'l Defines the structure of data elenments that specifies the criteria for a
/1l triggered location report to be generated.
struct TpLocationTriggerCanmel {
TpBool ean updatelnsideVlir; // Generate |ocation report when it occurs an
// location update inside the current VLR area.
TpBool ean updateQutsideVir;// Generate |ocation report when the user noves
/1 to another VLR area.

i
/1 Defines the structure of data elenents that specifies the location of a nobile
/'l tel ephony user. Observe that if the StatusCode is indicating an error ,
/1 then neither Geographical Position, Tinmestanp, VIrNunber, LocationNunber,
/1 CellldOrLai nor their associated presense flags are defined.
struct TpUserLocationCanel {
TpAddr ess user | D; /'l The address of the user.
TpMobilityError statusCode; // |Indicator of error.
TpBool ean geogr aphi cal PositionPresent; // Flag indicating if the

/1 geographical position is present.
TpGeogr aphi cal Position geographical Position; // Specification of a position
/1 and an area of uncertainty.

TpBool ean ti mestanpPresent; // Flag indicating if the tinmestanp is present.
TpDat eAndTi me ti mest anp; /1 Timestanp indicating when the request

/'l was processed.
TpBool ean vl rNunberPresent; // Flag indicating if the VLR nunber is present.
TpAddr ess vl r Number ; /'l Current VLR number for the user.
TpBool ean | ocati onNurmber Present; // Flag indicating if the |ocation

/'l number is present.

TpAddr ess | ocati onNumber ; /1 Current |ocation nunber.
TpBool ean cel I 1 dOr Lai Present; /1 Flag indicating if cell-id or
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/'l LAl of the

TpLocationCel | | DOr LAl cell 1dOrLai; /1 Cell-id or

|

user
LAl

typedef sequence <TpUserlLocati onCanel > TpUser Locati onCanel Set;
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is present.
of the user.

/**************************************************************************/

/1 Interface definitions

/**************************************************************************/

interface | pAppUserLocationCanel; // Forward definition
/1
/'l This interface is the SCF manager’'s interface for
interface | pUserlLocati onCanel | pService {

/'l Request for
voi d | ocati onReport Req(
in | pAppUserlLocati onCanel
in TpAddressSet users,
out TpSessionl D assi gnnent | d)
rai ses (TpGeneral Exception);

applLocati onCanel ,

/'l Request for
voi d periodiclLocati onReportingStartReq(

in | pAppUserLocationCamel applLocati onCanel,
in TpAddressSet users,
in TpDuration reportinglnterval,

out TpSessionl D assi gnnent | d)
rai ses (TpGeneral Exception);

periodic nmobile |ocation reports on one or

mobil e-rel ated | ocation information on one or

several

Inherits fromthe generic service capability feature interface.
Net wor k User

Locati on.

several wireles users.

users.

/1 This method stops the sending of periodic nobile |ocation reports for

/1 one or several users.
voi d periodicLocati onReportingStop(
in TpMobilityStopAssignnmentData stopRequest)
rai ses (TpGeneral Exception);

/1 Request for user location reports,
/1 when the location is changed (the report
voi d triggeredLocati onReportingStartReq(

in |pAppUserLocationCanel applLocati onCanel ,
in TpAddressSet users,
in TpLocationTrigger Canel trigger,

out TpSessionl D assi gnnment | d)
rai ses (TpGeneral Exception);

/'l Request
voi d triggeredLocati onReportingStop(

containing nobile related i nformation,
is triggered by the

| ocati on change).

that triggered mobile location reporting should stop.

are

is containing
users.

in TpMobilityStopAssignnent Data st opRequest)
rai ses (TpGeneral Exception);
b
/1 Inherits fromthe generic service capability feature interface.
/1 The network user |location application interface is inplemented by the client
/| application devel oper and is used to handle |ocation reports that
/'l specific for nobile tel ephony users.
interface | pAppUserLocati onCanel | pOsa {
/1 Delivery of a nmobile location report. The report
/1 nobile-related |ocation information for one or several
voi d | ocati onReport Res(
in TpSessionlD assi gnnment | d,
in TpUserLocati onCanel Set | ocati ons)
rai ses (TpGeneral Exception);
/1 This method indicates that the |l ocation report request

voi d | ocationReportErr (
in TpSessionlD
in TpMobilityError
in TpMobilityDi agnostic

assi gnnent | d,
cause,
di agnostic);

/1 Periodic delivery of nmobile |ocation reports.
/1 containing mobile-related [ocation information for
voi d periodicLocati onReport (
in TpSessionlD assi gnnent | d,
in TpUserLocati onCanel Set | ocati ons)
rai ses (TpGeneral Exception);
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/1 This method indicates that a requested periodic |location report has
/1 failed. Note that errors only concerning individual users are reported
/1 in the ordinary periodiclLocati onReport() message.
voi d periodi cLocati onReportErr(
in TpSessionlD assi gnnent | d,
in TpMobilityError cause,
in TpMobilityDi agnostic di agnostic);

/1 Delivery of a report that is indicating that one or several user's
/1 nmobile location has changed.
voi d triggeredLocati onReport (

in TpSessionlD assi gnment | d,
in TpUserLocati onCanel | ocati on,
in TpLocationTrigger Canel criterion)

rai ses (TpGeneral Exception);

/1 This method indicates that a requested triggered |ocation report has
/1 failed. Note that errors only concerning individual users are reported
/1 in the ordinary triggeredLocati onReport() nessage.

voi d triggeredLocati onReportErr(

in TpSessionlD assi gnnent | d,
in TpMobilityError cause,
in TpMobilityDi agnostic di agnostic);
b
BB B

9.5.3 User Status: MMus.idl

/**************************************************************************/

/1 Mobility Managenent Data Definitions & Interfaces
/] User Status

/**************************************************************************/

#incl ude <wWM i dl >

nodul e org {
nodul e t hreegpp {
nodul e osa {
nodul e nmm {
modul e us {

/**************************************************************************/

/1 Data definitions

/**************************************************************************/

/1 Defines the status of a user.
enum TpUser St at usl ndi cat or {

P_US_REACHABLE, /1 User is reachable
P_US_NOT_REACHABLE, // User is not reachable
P_US_BUSY /1 User is busy (only applicable for interactive user

/'l status request, not when triggers are used)

b

/1 Defines the structure of data elements that specify the identity
/1 and status of a user.
struct TpUser Status {

TpAddr ess user | D; /1 The user address.
TpMobilityError st at usCode; /!l Indicator of error.
TpUser St at usl ndi cat or st at us; /1 The current status of the user.

typedef sequence <TpUser Status> TpUser St at usSet ;

/**************************************************************************/

/1 Interface definitions

/**************************************************************************/

interface | pAppUserStatus; // Forward definition

/1 Inherits fromthe generic service capability feature interface.
/'l The user status interface represents the interface to the user status SCF.
interface | pUserStatus : |pService {

/'l Request for a report on the status of one or several users.
voi d st atusReport Req(

in |pAppUser Status appsSt at us,

in TpAddressSet users,
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out TpSessionl D assi gnnment | d)
rai ses (TpGeneral Exception);

/'l Request for triggered status reports when one or several user's
/]l status is changed. The user status SCF will send a report when
/'l the status changes.
voi d triggeredStatusReportingStartReq (

in |pAppUser Status appSt at us,

in TpAddressSet users,

out TpSessionl D assi gnnent | d)

rai ses (TpGeneral Exception);

/1 This method stops the sending of status reports for one or several users.
voi d triggeredStatusReportingStop (
in TpMobilityStopAssi gnment Data st opRequest)
rai ses (TpGeneral Exception);

}

/1 Inherits fromthe base osa interface.

/'l The user-status application interface is inplemented by the client
/1 application developer and is used to handl e user status reports.
interface | pAppUserStatus : |pOsa {

/1 Delivery of a report, that is containing one or several user's status.
voi d st atusReport Res(
in TpSessionlD assi gnnent | d,
in TpUser St at usSet st atus)
rai ses (TpGeneral Exception);

/1 This method indicates that the status report request has fail ed.
void statusReportErr(

in TpSessionlD assi gnnent | d,

in TpMobilityError cause,

in TpMobilityDi agnostic diagnostic);

/1 Delivery of a report that is indicating that a user's status has changed.
void triggeredStatusReport(
in TpSessionlD assi gnnent | d,
in TpUser St at us st at us)
rai ses (TpGeneral Exception);

/1 This method indicates that a requested triggered status reporting has
/1 failed. Note that errors only concerning individual users are reported
/1 in the ordinary triggeredStatusReport() nessage.
void triggeredStatusReportErr(
in TpSessionlD assi gnnment | d,
in TpMobilityError cause,
in TpMobilityDi agnostic diagnostic);
}
BhEh

9.6 Terminal Capabilities: TERMCAP.idI

#i f ndef __TERMCAP_DEFI NED
#define __ TERMCAP_DEFI NED

nodul e org {
nodul e t hreegpp {
nodul e osa {
nmodul e terncap {

enum TpTer m nal CapabilitiesError {

P_TERMCAP_ERROR_UNDEFI NED, /* Undefined */
P_TERMCAP_I NVALI D_TERM NALI D, /* Terminal ID not valid */
P_TERMCAP_SYSTEM FAI LURE /* General problemin termnal capabilities service

or in underlying network */
i

exception TpTernCapException {
TpTer m nal CapabilitiesError error;
i

/* TpTerm nal Capabilities: Structure containing status code and term nal
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capabilities. */
struct TpTerm nal Capabilities {

/* statusCode: |ndicates whether or not the term nal Capabilities

are available. */

TpBool ean st at usCode;

/* term nal Capabilities: Specifies the |atest available capabilities of the user’ s termnal.
This information, if available, is returned as CCU PP headers as specified in WBC [12] and
adopted in the WAP UAProf specification [13]. It contains URLs; termnal attributes and
val ues, in RDF format; or a conbination of both. */

TpString term nal Capabilities;

b

interface | pTerm nal Capabilities {
/* Met hod: getTerm nal Capabilities()
This method is used by an application to get the capabilities of a
user's termnal. Direction: Application to Network

In paraneter Terminalldentity: ldentifies the termnal. It may be
a |l ogi cal address known by the WAP Gat eway/ PushProxy.
Out paraneter, see Term nal CapabilityStruct*/
voi d get Term nal Capabilities (
in TpString term nal ldentity,
out TpTerm nal Capabilities result

)
rai ses (TpTer mCapExcepti on, TpGeneral Exception);

b
#endif
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10 History

Date Version Comment
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