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1.1

References

The following documents contain provisions which, through reference in this text, constitute provisions of the present

document.

References are either specific (identified by date of publication, edition number, version number, etc.) or

non-specific.

(1]
(2]
[34]
(3]
[4]
(5]
[62]

(6]

1.2

For a specific reference, subsequent revisions do not apply.

For a non-specific reference, the latest version applies.

GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and
acronyms'.

GSM-03:40T S 23.040: "Digital-celtular-telecommunications-system-{Phase 2+); Technical
realization of the Short Message Service (SMS) Point-to-Point (PP)".

GSM-03:60TS 23.060: "Bigital-ceHular-telecommunications system-{Phase 2+); General Packet
Radio Service (GPRS); Service description; Stage 2".

GSM 04.06: "Digital cellular telecommunications system (Phase 2+); Mobile Station - Base
Station System (MS - BSS) interface Data Link (DL) layer specification™.

GSM-04-07TS 24.007: "Bigital-ceHular-telecommunicationssystem-{Phase 2+); Mobile radio
interface signalling layer 3; General aspects’.

GSM-04-08TS 24.008: "Digital-celular-telecommunications system-{Phase 2+): Mobile radio

interface layer 3 specification”.

GSM 04.64: "Digital cellular telecommunications system (Phase 2+); General Packet Radio
Service (GPRS); Logical Link Control (LLC)".

1SO 7498: "Information processing systems - Open Systems I nterconnection - Basic Reference
Model".

Abbreviations

Abbreviations used in this TS are listed in GSM 01.04 except bel ow:

RR connection: A RR connection is a dedicated physical circuit switched domain connection used by the

two RR or RRC peer entities to support the upper layers exchange of information flows.

PS signalling connection is a peer to peer UMTS connection between MS and CN packet domain node.

GPRS: Packet Servicesfor GSM and UMTS system.

The label (GSM only) indicates this section or paragraph applies only to GSM system. For multi system

case thisis determined by the current serving radio access network.

Thelabel (UM TS only) indicates this section or paragraph applies only to UMTS system. For multi

system case this is determined by the current serving radio access network.

In GSM,... Indicates this paragraph applies only to GSM System. For multi system case thisis determined

by the current serving radio access network.

In UMTS,... Indicates this paragraph applies only to UMTS System. For multi system casethisis

determined by the current serving radio access network.

SIM, Subscriber Identity Module (see TS GSM 02.17). This specification makes no distinction between

SIM and USIM.

M S, Mobile Station. This specification makes no distinction between MS and UE.
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2 Overview of Short Message Service (SMS) support

The purpose of the Short Message Service isto provide the means to transfer messages between a GSM PLMN Mobile
Station (MS) and a Short Message Entity via a Service Centre, as described in GSM-03-40TS 23.040. The terms"MO" -
Mobile Originating - and "MT" - Mobile Terminating - are used to indicate the direction in which the short messageis
sent.

This EFS-TS describes the procedures necessary to support the Short Message Service between the MS and the MSC or
SGSN and vice versa, as described in GSM-03:40TS 23.040.

The procedures are based on services provided by the Mobility Management sublayer as described in
GSM-04-07T S24.007/64-0824.008 for GSM_CS and UM TS CS/PS services and the Logical Link Control layer
described in GSM 04.64 for GPRS services.

2.1 Protocols and protocol architecture

The hierarchical model in Figure 2.1a shows the layer structure of the MSC and the M S.

SM-AL
SM-TL
SM-RL SMR <[ SM-RP protocol [ > SMR
CM-sublayer SMC <[ SM-CP protocol [T > SMC
MM -sublayer

RR-sublayer
Figure 2.1a/GSM-04-11TS 24.011: Protocol hierarchy for circuit switched service

The hierarchical model in Figure 2.1b shows the layer structure of the SGSN and the MSin GSM. The hierarchical
model in Figure 2.1c shows the layer structure of the SGSN and the MSin UMTS.

SM-AL
SM-TL
SM-RL SMR <[ SM-RP protocol [ > SMR
CM-sublayer SMC <[ SM-CP protocol [T > SMC
LLC-sublayer
GRR-sublayer
Figure 2.1b/GSM-04-11TS 24.011: Protocol hierarchy for GPRS in GSM
s
SM-AL
SM-TL
SM-RL SMR <[ SM-RP protocol [ > SMR
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CM-sublayer SMC <[ SM-CP protocol [ > SMC
GMM -sublayer

Fiqure 2.1c/24.011: Protocol hierarchy for packet switched service in UMTS

The CM-sublayer, in terms of the Short Message Service Support, provides services to the Short Message Relay Layer.

On the MS-side the Short Message Relay Layer provides services to the Short Message Transfer Layer. The Short
Message Relay Layer isthe upper layer on the network side (MSC or SGSN), and the SM-user information elements are
mapped to TCAP/MAP.

The peer protocol between two SMC entities is denoted SM-CP, and between two SMR entities, SM-RP.

Abbreviations:

SM-AL Short Message Application Layer
SM-TL Short Message Transfer Layer
SM-RL Short Message Relay Layer

SM-RP Short Message Relay Protocol

SMR Short Message Relay (entity)

CM-sub Connection Management sublayer
SM-CP Short Message Control Protocol

SMC Short Message Control (entity)

MM -sub: Mobility Management sublayer
GMM-sub: GPRS Mobility Management sublayer
RR-sub: Radio Resource Management sublayer
LLC-sub Logical Link Control sublayer
GRR-sub GPRS Radio Resource sublayer in GSM

2.2 Use of channels (GSM only)

*** NEXT MODIFICATION ***

2.4 Layer 2 (LLC) GPRS support (GSM only)

*** NEXT MODIFICATION ***

2.X GSMS entity in UMTS

It shall be possible for a PS-attached M S of any mode of operation to send and receive short messages over UMTS radio
channels.

A description of the different mode of operation UMTS MS can be found in 23.060, and a brief overview is given
below:-

- CS/PS mode of operation M Ss may be able to send and receive short messages using either the MM sublayer or
the GMM sublayer.

- PS mode of operation M Ss may be able to send and receive short messages using only GMM sublayer.

The GSMS entity for CS/PS mode of operation MS is shown in Figure X. The GSMS shall communicate with the MM
entity via the GMMSMS-SAP for UMTS CS/PS mode of operation MO SMS, in order to ascertain which transport
service to use.

The delivery path for MO SMSiis selected by the MS.
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MNSMS-SAP

SMSMM

SMC-GP SMC-CS

PMMSMS-SAP MMSMS-SAP

GMMSMS-SAP

Figure X/24.011: GSMS entity for CS/PS mode of operation MS in UMTS

5 CM-procedures

51 General

This clause describes the procedures used by the SMC entity on the Connection Management sublayer. An SMC entity
communicates with a corresponding peer entity using an MM-connection for CS GSM/UMTS or the LLC layer for
GPRSin GSM or the GMM-connectionin for PSin UMTS.

Multiple MM-connections may be established at the same time, allowing parallel transactions. The description of the
procedures is related to one single transaction.

For circuit switched GSMservice, the CM-procedures described can only be performed if an MM-connection has been
established between the mobile station and the network.

For GPRS, no MM-connection has to be established, and thus the CM procedures for GPRS reflect this. Detailed SDL
diagrams for SMC entities are contained in annex B.

5.2 Short Message Control states

The state transition diagrams for the MO and MT SMC entities on both the M S side and network side are contained in
annex B.

5.2.2 SMC-GP states at the MS side of the radio interface

5.2.2.1 Mobile Originating Case

The states described in this clause are for an SMC-GP entity in a GPRS M S handling mobile originating short message
transfer and notification to the network that the mobile has memory available to receive one or more short messages
(referred to below as "notification™).
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5.2.2.1.1 MO-Idle (State 0)

This state exists when the MO-SMC entity isin idle mode, or when an MO short message transfer or notification endsin
anormal or abnormal way.

5.2.1.1.2 MO-GMM-connection pending (State 1) (UMTS only)

This state exists when the MO-SMC has requested the establishment of an PS signalling connection.

5.2.2.1.32 MO-Wait for CP-ACK (State 21)
This state exists after the MO-SMC has initiated the transfer of a CP-DATA message.

5.2.2.1.43 MO-Wait for CP-Data (State 32)

This state exists when the MO-SMC has received the acknowledgement, CP-ACK.

5.2.2.2 Mobile Terminating case

The states described in this subclause are for an SMC-GP entity in an GPRS M S handling mobile terminating short
message transfer.

52221 MT-Idle (State 0)

This state exists when the MT-SMC entity isin idle mode, or when a short message transfer endsin anormal or
abnormal way.

5.2.2.2.2 MT-Wait for RP-ACK (State 1)
This state exists after the MT-SMC has received the message CP-DATA (including sending of the associated CP-ACK)

5.2.2.2.3 MT-Wait for CP-ACK (State 2)
This state exists when the MT-SMC has initiated the transfer of the CP DATA message.

524 SMC-GP states at the network side of the radio interface

5.24.1 Mobile Originating Case

The states described in this subclause are for an SMC-GP entity in an SGSN handling both mobile originating short
message transfer and notification to the network that the mobile has memory available to receive one or more short
messages (referred to below as "notification™).

5.2.4.1.1 MO-Idle (State 0)

This state exists when the MO-SMC entity isinidle mode, or when a short message transfer or notification endsin a
normal or abnormal way.

5.2.4.1.2 MO-Wait for RP-ACK (State 1)
This state exists after the MO-SMC has received the message CP-DATA (including sending of the associated CP-ACK).

52413 MO-Wait for CP-ACK(State 2)

This state exists when the SMC hasreceived the RP acknowledgement, RP-ACK

3GPP



5.2.4.2 Mobile Terminating Case

The states described in this subclause are for an SMC-GP entity in an SGSN handling mobile terminating short message
transfer.

5.24.2.1 MT-Idle (State 0)

This state exists when the MT-SMC entity isin idle mode, or when a short message transfer endsin anormal or
abnormal way.

5.2.4.2.2 MT-Wait for CP-ACK (State 1)

This state exists after the SMC has initiated the transfer of a CP-DATA message.

5.2.4.2.3 MT-Wait for CP DATA (State 2)

This state exists when the SMC has received the acknowledgement, CP-ACK.

5.3 Short Message Control procedures

531 MM-connection establishment for circuit switched GSM service

When an SMC entity isin the Idle state and transfer of an RPDU is requested, the peer to peer connection between the
MM -sublayersin the MS and the network (M SC) has to be established.

The SMC entity on the originating side requests the MM-sublayer to establish an MM-connection, and enters the
MM-Connection Pending state.

After completion of the MM -connection establishment, a confirmation is given to the originating side to indicate that the
MM sublayer isready for RPDU transfer.

The MM -connection establishment is indicated to the SMC entity at the destination side when the CP-DATA message
has been received by the MM-sublayer (in line with GSM-04-08T S 24.008). The destination side SMC entity then sends
a CP-ACK and enters the MM-Connection Established state.

5321 RPDU transfer for circuit switched GSMservice

5.3.2.2 RPDU transfer for GPRS

In GSM, When-when an SMC-GP entity isin the Idle state and transfer of an RPDU is requested, the SMC-GP entity on
the originating side forwards the CP-DATA message to the LLC sublayer. This contains the RPDU, and al so the SMC-
GP entity sets the timer TC1* and enters the Wait for CP-ACK state.

In UMTS, when an SMC-GP entity in the MS sideisin the |dle state and transfer of an RPDU is requested, the SMC-
GP entity on the originating side requests the MM-sublayer to establish an PS signalling connection, and enters the
GM M -Connection Pending state.

In UMTS, inthe M S, after completion of the PS signalling connection establishment, a confirmation is given to the
originating side to indicate that the MM sublayer is ready for RPDU transfer.

INnUMTS, in the M S, after confirmation of the PS signalling connection establishment, , the SMC-GP entity on the
originating side forwards the CP-DATA message to the GMM sublayer. This contains the RPDU, and also the SMC-GP
entity sets the timer TC1* and enters the Wait for CP-ACK state:

In UMTS, when an SMC-GP entity in the network sideisin Idle state and transfer of an RPDU s requested, the SMC-
GP entity on the originating side forwards the CP-DATA message to the GMM sublayer. This contains the RPDU, and
also the SMC-GP entity sets the timer TC1* and enters the Wait for CP-ACK state.
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The value of TC1* may vary with the length of the CP-DATA. However, the value of TC1* shall be sufficiently great to
allow the lower layers to transmit the CP-DATA and CP-ACK messages and to alow for some re-transmissions of layer
2 frames.

If an SMC entity in the Wait for CP-ACK state gets an indication that the CP-DATA message has probably been lost
then, as an implementation option, that SMC-GP entity may reduce the time until expiry of TC1*.

If thetimer TC1* expiresin the Wait for CP-ACK state, the CP-DATA message is retransmitted and the state Wait for
CP-ACK isre-entered. The maximum number of CP-DATA message re-transmissions is an implementation option but
shall be either 1, 2 or 3. If the timer TC1* expires after the maximum number of retransmission attempts, an error
indication is passed to SM-RL. The Idle state is then entered.

On receipt of the CP-ACK message in response to the CP-DATA (RP DATA) message in the Wait for CP-ACK state,
the SMC-GP resets the timer TC1* and enters the Wait for CP DATA state.

On receipt of the CP-ACK message in response to the CP-DATA (RP ACK) message in the Wait for CP-ACK state, the
SMC-GP resets the timer TC1* and entersthe Idle State.

In GSM, When-when receiving a CP-DATA message form the LL C sublayer, the SMC-GP entity checks the parameters
relevant to the CP protocol. If these are valid, the RPDU is passed to the SM-RL, the CP-ACK message is sent.

In UMTS, when receiving a CP-DATA message froerm the GMM sublayer, the SMC-GP entity checks the parameters
relevant to the CP protocol. If these are valid, the RPDU is passed to the SM-RL, the CP-ACK message is sent.

If an SMC entity in the Idle state is unable to accept a CP-DATA message, it sends a CP-ERROR message and then
entersthe Idle state. .

5.3.4  Abnormal cases
Abnormal cases that shall be handled by the SMC entity in any state can be classified into five cases:

- Upper Layer Abort: Errors occurring in the SM-RL may cause the SM-RL to send an MNSMS-ABORT Request
to the SMC entity.

- CP-Layer Abort: Errors occurring within the SMC entity itself may require termination of all activities related to
that transaction identifier.

- Lower Layer Abort: Errors occurring within the layers beneath the CP-layer may cause an MM SM-ERROR
Indication or a GMMSMS-ERROR Indication to be sent to the SMC entity.

- CP-Layer Protocol Errors. Errors occurring within the protocol exchange between the SMC entities may result in
the sending of a CP-ERROR message between the entities.

- Lower L ayer Release: Events occurring within the layers beneath the CP layer may cause an MM SM-REL
Indication to be sent to the SMC entity.

When the CM-sublayer in the network receives an Upper Layer Abort, it may form and send the CP-ERROR message to
release the connection. Irrespective of whether or not the CP-ERROR message was sent, an MM-connection release
reguest, without indication of release cause, is passed to the MM-sublayer. The SMC entity in the network then enters
the Idle state.

When the CM-sublayer in the M S receives an Upper Layer Abort and if the MM connection exists, it shall form and
send the CP-ERROR message. Irrespective of whether or not the CP-ERROR message was sent, an MM-connection
release request, without indication of release cause, is passed to the MM-sublayer. The SMC entity in the mobile station
then enters the | dle state.

In the case of a CP-Layer Abort, an error indication is passed to SM-RL. If possible, a CP-ERROR message is sent to
the partner SMC entity to indicate the error situation. Then the SMC entity enters the Idle state.

In the case of aLower Layer Abort, the SMC entity passes an error indication to SM_RL, an MM-connection release
reguest is passed to the MM-sublayer, and the SMC entity immediately enters the Idle state.
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In the case of the reception of a CP-ERROR message from the partner SMC entity, an error indication is passed to
SM-RL, an MM-connection release request, without indication of release cause, is passed to the MM-sublayer, and the
SMC entity entersthe Idle state.

In the case of alower layer release, the SMC entity passes an MNSMS-ERROR Indication to SM-RL and then enters the
Idle state.

Inall cases, if thetimer TC1* isrunning, it isreset.

| Dueto-structure-of-message flow-on-SAPI-0-and-3-t-1t is possible that the CP-ACK of a short message transfer might not
be received (e.g. due to hand over). If the first CP-ACK (acknowledging the CP-DATA that carried the first RPDU) is

not received the reception of CP-DATA may be interpreted as the reception of the awaited CP-ACK and CP-DATA
message.

54 Concatenating short message or notification transfers

If an entity has more than one short message or notification to send, then it is useful to maintain the Radio Resource

| (RR) connection in between transfers for circuit switched GSM-service . For mobile terminated short messages thisis
simple because the network decides when, and whether, to release the RR connection. However, for mobile originated
transfers, the network does not know whether or not the mobile has more messages to transfer.

If another short message or a memory available notification isto be sent, an originating SMR entity in the MS may
choose to continue to use the same RR connection. When the M S chooses to use the same RR connection, then:

- the MSshall transmit aCM SERVICE REQUEST for the new CM connection before the final CP-ACK (e.g. the
one that acknowledges the CP-DATA that carried the RP-ACK) for the old MM connection is transmitted;

- before transmission of the first CP-DATA on the new MM connection, the M S shall transmit the CP-ACK for the
old MM connection;

- the Transaction Identifier used on the new MM connection shall be different to that used on the old MM
connection; and

- the MSshall not initiate establishment of the new MM connection before the final CP-DATA (e.g. the one
carrying the RP-ACK) has been received.

NOTE: When an MS sends successive memory available natifications and/or mobile originated short messages on
different RR connections, the MSis strongly recommended to use different Transaction Identifiers for the
old and new MM connections.

| Duetothe structure-of message flow-on-SAPLls 0-and-3-it-t is possible that the final CP-ACK of a short message transfer

may not be received (e.g. due to transmission errors and/or hand overs). For mobile terminated transfers, if the CP-ACK
islost, the reception of a CP-DATA with a different transaction identifier and carrying an RPDU shall be interpreted as
the implicit reception of the awaited CP-ACK followed by the reception of the new CP-DATA message. For mobile
originated transfers, if the CP-ACK islogt, the reception of a CM SERVICE REQUEST followed by a CP-DATA with a
different transaction identifier and carrying an RPDU shall be interpreted as the implicit reception of the awaited
CP-ACK followed by the reception of the new CP-DATA message.

Annex A (informative):
Arrow diagrams

Arrow diagram A1l:

| The diagram shows CS GSM-M O-message transfer by means of interlayer service primitives and the actual
messages being transferred between the layer entities

Arrow diagram A2:

| The diagram shows CS GSM-MT-messaging by means of interlayer service primitives and the actual messages
being transferred between the layer entities
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Arrow diagram A5:

The diagram shows GPRS M O-message transfer by means of interlayer service primitives and the actual
messages being transferred between the layer entitiesin GSM.

MNSM S-primitives indicate services provided by CM to SM-RL.

LLSMS-primitivesindicate services provided by LLC to CM.

CP-DATA isthe CM-message carrying SM-RP data units.
- CP-ACK acknowledge CP-DATA reception on CM.
Arrow diagram A6:

The diagram shows GPRS M T-message transfer by means of interlayer service primitives and the actual
messages being transferred between the layer entitiesin GSM.

MNSM S-primitives indicate services provided by CM to SM-RL.

LLSMS-primitivesindicate services provided by LLC to CM.

CP-DATA isthe CM-message carrying SM-RP data units.
- CP-ACK acknowledge CP-DATA reception on CM.

Arrow diagram A7:

The diagram shows UMTS PS MO-message transfer by means of interlayer service primitives and the actual
messages being transferred between the layer entities

- MNSMS-primitives indicate services provided by CM to SM-RL.

- PMMSMS-primitives indicate services provided by GMM to CM.

CP-DATA isthe CM-message carrying SM-RP data units.

- CP-ACK acknowledge CP-DATA reception on CM.

Arrow diagram AS8:

The diagram shows UMTS PS M T-messaging by means of interlayer service primitives and the actual messages
being transferred between the layer entities

- MNSMS-primitives indicate services provided by CM to SM-RL.

- PMMSMS-primitives indicate services provided by GMM to CM.

- _CP-DATA isthe CM-message carrying SM-RP data units.

CP-ACK acknowledge CP-DATA reception on CM.
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GPRS Mobile Originated Messaging on CM-sublayer_in GSM

Mobile Station Side

V-RL

IMNSMS-EST-Req (RP-DATA‘

GM

LL-UNITDATA - Req
(TLLI, CP DATA)

|\/ NSMS-DATA-Ind (RP-ACK)

<€

LL-UNITDATA - Ind
(TLLI, CP ACK)

>l

LLC-UI
(CP DATA)

LLC-UI
(CP ACK)

LLC

Network Side

LL-UNITDATA - Ind
(TLLI, CP DATA)

LL-UNITDATA - Req
(TLLI, CP ACK)

MNSMS-EST-Ind (RP-DATA)

>

1<

-

LL-UNITDATA - Ind
(TLLI, CP DATA)

LLC-UI
(CP DATA)

LL-UNITDATA - Req
(TLLI, CP DATA)

GM S

V-RL

i\ANSMS-DATA-Req (RP-ACK)

.

<€

LL-UNITDATA - Req
(TLLI, CP ACK)

MNSMS-REL-req

p

LLC-UI
(CP ACK)

LL-UNITDATA - Ind
(TLLI, CP ACK)

Arrow diagram A5
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GPRS Mobile Terminated Messaging on CM-sublayer_in GSM

Mobile Station Side Network Side

SM-RL CM LLC LLC CM SM-RL

LLUNITDATA- Req | MNSMS-EST- Reg (RP DATA)

LLC-Ul < (TLLI, CP DATA)
LL-UNITDATA - Ind (CP DATA)
(TLLI, CP DATA) 4
MNSMS-EST- Ind (RP DATA) |
LL-UNITDATA - Req
(TLLI, CP ACK) > LLC-UI
(CP ACK) - LL-UNITDATA - Ind
(TLLI, CP ACK)

-

[MNSMS-DATA- Req (RP ACK)

LL-UNITDATA - Req LLC-UI
(LLLCPDATA > (CP DATA) > LL-UNITDATA - Ind
(TLLI, CP DATA) -
MNSMS-DATA- Ind (RP ACK)
LLC-Ul LL-UNITDATA - Req
LL-UNITDATA - Ind <€ (CP ACK) —
le (TLLI, CP ACK)
MNSMS-REL-req MNSMS-REL-req

Arrow diagram A6

3GPP



13
GPRS Mobile Originated Messaging on CM-sublayer in UMTS

Mobile Station Side Network Side
SM-RL CM GMM GMM CN SM-RL
MNSMS-EST-REQ(RP DAT» PMMSMS-Est —Req

Service Request Procdure*

< PMMSMS-Est -Cnf

PMMSMS-UNITDATA-Req

(CP-DATA)
CP-DATA PMMSMS-UNITDATA-Ind
(CP-DATA)
P VINSMS-EST-Ind (RP DATIB
PMMSMS-UNITDATA-Req
(CP-ACK)
PMMSMS-UNITDATA-Ind CP ACK 1¢
< (CP-ACK) €
NSMS-DATA-Req (RP ACK)
PMMSMS-UNITDATA-Req JI
(CP-DATA)
PMMSMS-UNITDATA-INd | g CP DATA 1<
< (CP-DATA)

MNSMS-DATA-Ind (RP ACK)

PMMSMS-UNITDATA-Req

(CP-ACK) ’

CP ACK
> PMMSMS-UNITDATA-Ind

MNSMS-REL-req (CP-ACK)
> PMMSMS-REL-Req ’ m MNSMS-REL-req

“ PMMSMS-REL-Req

Note: Service Reguest Procedure may not be initiated.

Arrow diagram A7
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GPRS Mobile Terminated Messaging on CM-sublayer in UMTS

Mobile Station Side

CM

PMMSMS-UNITDATA-Ind

(CP-DATA)

GMM

MNSMS-DATA-Ind (RP ACK.

PMMSMS-UNITDATA-Req

(CP-ACK)

MMSMS-UNITDATA-Req

(CP-DATA)

Network Side

PMMSMS-UNITDATA-Req

(CP-DATA)

CNh

1<

PMMSMS-UNITDATA-Ind

(CP-ACK)

PMMSMS-UNITDATA-Ind

(CP-ACK)

>

<€

MNSMS-REL-req >

PMMSMS-REL-Req

<

PMMSMS-UNITDATA-Ind

(CP-DATA)

>

PMMSMS-UNITDATA-Req

(CP-ACK)

SM-RL

MNSMS-EST-Req(RP DATA)

< CP-DATA
CP ACK
P
CP DATA »
‘ CP ACK “

PMMSMS-REL-Req

T

Arrow diagram A8
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Annex B (normative):
SDL-description of the CM-layer

B.1 Introduction

This annex contains an SDL -description of the Connection Management Sublayer in terms of the Short Message Service
Support. The CM- sublayer provides services to Short Message Relay Layer.

The SDLs contain a mixture of peer to peer messages and conceptual primitives between the layers SM-RL, CM, MM
and LLC, as viewed by the SMC entities. SDL-1/2/3 show the CS GSM-SMC entity on MS-side for Mobile Originated
(MO) short message transfer, SDL-4/5/6 show the CS GSM-SMC entity on MS-side for Mobile Terminated (MT) short
message transfer, SDL-7/8/9 show the CS GSM-SMC entity on the network side for Mobile Originated (MO) short
message transfer, and SDL-10/11/12 show the CS GSM-SMC entity on the network side for Mobile Terminated (MT)
short message transfer.

SDL-13/14/15 show the GPRS SMC entity on MS-side for Mobile Originated (MO) short message transfer, [FFS:
These diagrams don’t show new UMTS state.]

SDL-16/17/18 show the GPRS SMC entity on MS-side for Mobile Terminated (MT) short message transfer,
SDL-19/20/21 show the GPRS SMC entity on the network side for Mobile Originated (MO) short message transfer, and
SDL-22/23/24 show the GPRS SMC entity on the network side for Mobile Terminated (MT) short message transfer.

The lower layers (below MM , GMM and LLC) are transparent to an SMC entity.

***x%* Only the modified figures are shown below.*****
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MT-IDLE

CP DATA

MNSMS-
DATA-
d (RP DATA

CP ACK

MT - Wait
for
RP ACK

MT-SMC-GP entity on MS-side for GPRS
SDL-16
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MO-IDLE

CP DATA

NSMS-
EST-
(RP DATA

CP ACK

MO - Wait
for
RP ACK

MO - Wait
for
RP ACK

MO-SMC-GP entity on Network side for GPRS
SDL-19
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52 Protocol architecture

The protocol architecture is visualised for each of the three models:

- Figure 5.1/GSM-0407-TS 24.007 shows the protocol architecture for aM S not supporting the GPRS service,
restricting the representation of CM sublayer protocols to four paradigmatic examples, CC, LCS, SS, and SMS. Note
that the protocol stack for a class C GPRS service may be present inthe MS, but it is not active simultaneously.

- Figure 5.2 shows the protocol architecture for aM S supporting the Class C GPRS service. (Note that the protocol
stack for acircuit switched services may be present in the MS, but it is not active simultaneously)

- Figure 5.3 shows the protocol architecture for non-GPRS and GPRS-services supporting Class A and ClassB M Ss
- Figure 5.4 shows the protocol architecture for aMS supporting CTS services in addition to non-GPRS services.

- Figure 5.5 shows the protocol architecture for aM S supporting the PS mode of operation UMTS service

- Figure 5.6 shows the protocol architecture for UM TS services supporting CS/PS mode of operation M Ss

*ekkx Figure 5.1,5.2.5.3.5.4 are not shown in this CR.*****

_  DOsvsap
User payload
services (SNDCP)
S\‘SM-SAPH bNIHI:L;;ﬁﬂ MINSMS-SAP
H l
I ! | | I
|
SESSION GSMS
MANAGEMENT H
H i n CcM
|
I d
GMMSM-SAP GMMAA-sAP__| | GMMREG-SAP PMMSMS-SAP
MM -subjlayern ‘
[GMM-AA J
GMM I

PD
A 4 A Y
A

A\ 4

s1-5ap (| OQosa-sap (| OqQo2-sAF | DQosi-saP Y
LLCrsublayer

Figure 5.5, Protocol architecture of Non Access Stratum supporting PS mode of operation MSs, MS — side

Note: SMS un-related parts of thisfigure e.g. SNDCP and GMM-AA should be modified for UMTS.
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Figure 5.6/ 24.007, Protocol architecture of Non Access Stratum supporting CS/PS mode of operation
MSs, MS — side

Note: SMS un-related parts of this figure, e.g. SNDCP and GMM-AA should be modified for UMTS.

Asshown in figure 5.1 a hierarchy of 3 sublayersis defined:
- the RR sublayer provides services to the MM sublayer and utilizes the services of signalling layer 2;
- the MM sublayer provides common services to the entities of the Connection Management (CM) sublayer;

- the CM sublayer includes, among others, the CC, SS, and SM S entities, which are independent entities.

Figure 5.2 defines four sublayers for GPRS services supporting Class C MSs:
- the RR sublayer provides services to the MM and LLC sublayers;

- the LLC sublayer provides services to the MM sublayer, the SNDCP and GSM S entities and uses services of the RR
sublayer;

- the MM sublayer provides services to the SM entities of the CM. The MM sublayer either includes (a.)) one GMM
entity for non-anonymous access or (b.) one or more GMM-AA entities for anonymous access or (c.) one GMM entity
and one or more GMM-AA entities;

- the CM sublayer includes the SM and GSMS entities. The SM entity provides services to the SNDCP entity and uses
services of the MM sublayer. The GSMS entity isidentical to the SMS entity for non-GPRS services except it uses the
services from the LL C sublayer

Figure 5.3 defines four sublayers for non-GPRS and GPRS-services supporting Class A and ClassB MSs::
- the RR sublayer provides services to the MM and LLC sublayers;

- the LLC sublayer provides services to the MM sublayer, the SNDCP and GSM S entities and uses services of the RR
sublayer;
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- the MM sublayer provides services to the SNDCP entity and to the entities of the Connection Management (CM)
sublayer. In addition to the MM entity for non-GPRS services, the MM sublayer further includes either () one GMM
entity for non-anonymous access or (b) one or more GMM-AA entities for anonymous access or (c.) one GMM entity
and one or more GMM-AA entities;

- the CM sublayer includes, among others, the CC, SS, GSMS and SM entities, which are independent entities.

The SM entity provides services to the SNDCP entity and uses services of the MM sublayer.

The GSMS entity is an extension of the SM S entity for non-GPRS services. For message transfer it uses the services
both from the LLC sublayer and the MM entity of the MM sublayer. Furthermore it retrieves from the MM entity
information about which transport service to use.

Figure 5.4 defines three sub-layers for CTS services:

- the RR sublayer provides services (including CTS services) to the MM sublayer and uses the services of signalling
layer 2;

- the MM sublayer provides common services to the entities of the Connection Management (CM) sublayer; it provides
also specific CTS services to the entities above CM.

- the CM sublayer includes, among others, the CC, SS, and SM S entities, which are independent entities.

Figure 5.5 defines two sublayers for UMTS PS domain services supporting PS mode of operation:

- the MM sublayer provides services to the SM entities and GSM S entities of the CM. The MM sublayer either
includes (a.) one GMM entity for non-anonymous access or (b.) one or more GMM-AA entities for anonymous
access or (c.) one GMM entity and one or more GMM-AA entities;

(GMM-AA for UMTS s FFS)

- the CM sublayer includes the SM and GSM S entities. The SM entity provides services to the PDCP entity and uses
services of the MM sublayer. The GSM S entity isidentical to the SMS entity for GPRS servicesin GSM except it
uses the services from the GMM sublayer.

Figure 5.6 defines two sublayers for UMTS CS domain services and UMTS PS domain services supporting CS/PS mode of
operation MSs :

- the MM sublayer provides services to the entities of the Connection Management (CM) sublayer. In addition to the
MM entity for CS domain services, the MM sublayer further includes either (a.) one GMM entity for non-anonymous
access or (b) one or more GMM-AA entities for anonymous access or (c.) one GMM entity and one or more GMM-
AA entities;

(GMM-AA for UMTS s FFS)

- the CM sublayer includes, among others, the CC, SS, GSMS and SM entities, which are independent entities.

The SM entity provides services to the PDCP entity and uses services of the MM sublayer.

The GSMS entity is an extension of the SM S entity for CS domain services. For message transfer it uses the services
both from the GMM entity of the MM sublayer and the MM entity of the MM sublayer. Furthermore it retrieves
from the MM entity information about which transport service to use.

9 Interlayer service interfaces on the MS side

9.5 Services provided by the GMM for GPRS servicesRegistration
: dodf :

The GPRS Mobility Management (GMM) sublayer provides services to the Session Management (SM) entity and the Short
M essage Service Support (GSMS) entity for message transfer.
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9.5.X Service primitives for PMMSMS-SAP

Table 9.X: Primitives and Parameters at PMMSMS-SAP - UE side

PRIMITIVES PARAMETERS REFERENCE
(message, info elements of message, other
parameters)

PMMSMS EST REQ Mobile-ID 9.5.X.1
PMMSMS EST CNF - 9.5.X.2
PMMSMS REL REQ - 9.5.X.3
PMMSMS ERROR IND cause 9.5.X.4
PMMSMS UNITDATA REQ SMS-PDU 9.5.X.5
PMMSMS UNITDATA IND SMS-PDU 9.5.X.6

9.56.X.1 PMMSMS EST REO

The GMM is reguested to establish a PS signalling conection.

9.5.X.2 PMMSMS EST CNF

The GMM indicates a PS signalling connection is established.

9.5.X.3 PMMSMS REL REQO

The GMM s reguested to release of a PS signalling connection.

9.5.X.4 PMMSMS ERROR IND

The GMM indicates that a PS signalling connection has been rel eased.

9.5.X.5 PMMSMS UNITDATA REQ

The GMM is requested to forward a SMS PDU in order to send it to the peer entity.

9.5.X.6 PMMSMS UNITDATA IND

Indication used by GMM to transfer the received data to the GSM S entities.

10 Interlayer service interfaces on the Network side

10.5  Services provided by the GMM for GPRS services

The GPRS Mobility Management (GMM) sublayer provides services to the Session Management (SM) entity and the Short
M essage Service Support (SMS) entity for message transfer.

10.5.X Service primitives for PMMSMS-SAP

Table 10.X: Primitives and Parameters at PMMSMS-SAP - Network side

PRIMITIVES PARAMETERS REFERENCE

(message, info elements of
message, other parameters)

PMMSMS REL_REQ - 10.5.X.1
PMMSMS ERROR _IND cause 10.5.X.2
PMMSMS UNITDATA_REQ SMS-PDU 10.5.X.3
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|PM MSMS UNITDATA IND |SM S-PDU 10.5.X.4

10.5.X.1 PMMSMS REL REQ

The GMM isreguested to release of a PS signalling connection.

10.5.X.2 PMMSMS ERROR IND

The GMM indicates that a PS signalling connection has been released.

10.5.X.3 PMMSMS UNITDATA REQ

The GMM isrequested to forward a SMS PDU in order to send to the peer entity.

10.5.X.4 PMMSMS UNITDATA IND

Indication used by GMM to transfer the received data to the GSM S entities.
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11.2.3.2.1 Message type octet (when accessing Release 98 and older networks only)

The message type octet is the second in a standard L3 message.

When a standard L3 message is expected, and a message is received that is less than 16 bit long,
that message shall be ignored.

When the radio connection started with a core network node of a Release 98 or older network, Fthe
message type IE is coded as shown in figure 11.10a.

Bit 8 is encoded as "0"; value "1" is reserved for possible future use as an extension bit. A protocol
entity expecting a standard L3 message, and receiving a message containing bit 8 of octet 2 encoded
as "1" shall diagnose a " message not defined for the PD" error and treat the message accordingly.

In messages sent using the transmission functionality provided by the RR layer to upper layers, and
sent from the mobile station to the network , bit 7 of octet 2 is used by the RR protocol.

In all other standard layer 3 messages bit 7 is set to 0a default value. A protocol entity expecting a
standard L3 message, and not using the transmission functionality provided by the RR layer, and
receiving a message containing bit 7 of octet 2 encoded different to the default valueas—2 shall
diagnose a "message not defined for the PD" error and treat the message accordingly.

The default value for bit 7 is 0 except for the SM protocol where the default value is 1.

8 7 6 5 4 3 2 1
0 No(rsg) ) Message type octet 1

Figure 11.10a: Message type IE

Bit 1 to 6 of octet 2 of standard L3 messages contain the message type.

The message type determines the function of a message within a protocol in a given direction and for
a given lower layer SAP. The meaning of the message type is therefore dependent on the protocol
(the same value may have different meanings in different protocols), the direction (the same value
may have different meanings in the same protocol, when sent from the Mobile Station to the network
and when sent from the network to the Mobile Station) and the lower layer SAP (the same value may
have different meanings, e.g., whether the message was sent on the SACCH or on the main DCCH).
Each protocol defines a list of allowed message types for each relevant SAP. A message received
analysed as a standard L3 message, and with a message type not in the corresponding list leads to
the diagnosis "message not defined for the PD". Some message types may correspond to a function
not implemented by the receiver. They are then said to be non implemented by the receiver.

The reaction of a protocol entity expecting a standard L3 message and receiving a message with
message type not defined for the PD or not implemented by the receiver and the reception conditions
is defined in the relevant protocol specification. As a general rule, a protocol specification should not
force the receiver to analyse the message further.

11.2.3.2.2 Message type octet (when accessing Release 99 and newer networks oakhy)

The message type octet is the second in a standard L3 message.

When a standard L3 message is expected, and a message is received that is less than 16 bit long,
that message shall be ignored.

When the radio connection started with a core network node of a Release 99 network, the message
type |E is coded as shown in figure 11.10b and 11.10c.

In messages- other than GMM and SM- sent using the transmission functionality provided by the RR
and/or RRC layer to upper layers, and sent from the mobile station to the network , bits 7 and 8 of
octet 2 are used by the RR and/or RRC protocol.

In_all other standard layer 3 messages bits 7 and 8 are set to a default value. A protocol entity
expecting a standard L3 message, and not using the transmission functionality provided by the RR
and/or RRC layer, and receiving a message containing bit 7 or bit 8 of octet 2 encoded different to the
default value shall diagnose a "message not defined for the PD" error_and treat the message

accordingly.
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The default value for bit 8 is 0. The default value for bit 7 is 0 except for the SM protocol which has a
default value of 1.

8 7 6 5 4 3 2 1

N (SD) or O Message Type octet 1

Figure 11.10b: Message type IE (protocol other than GMM and SM)

8 7 6 5 4 3 2 1

M essage Type octet 1

Figure 11.10c: Message type |IE (GMM and SM)

Bit 1 to 6 of octet 2 of standard L3 messages contain the message type.

The message type determines the function of a message within a protocol in a given direction and for
a_given lower layer SAP. The meaning of the message type is therefore dependent on the protocol
(the same value may have different meanings in different protocols), the direction (the same value
may have different meanings in the same protocol, when sent from the Mobile Station to the network
and when sent from the network to the Mobile Station) and the lower layer SAP (the same value may
have different meanings, e.g., whether the message was sent on the SACCH or on the main DCCH).
Each protocol defines a list of allowed message types for each relevant SAP. A message received
analysed as a standard L3 message, and with a message type not in the corresponding list leads to
the diagnosis "message not defined for the PD". Some message types may correspond to a function
not implemented by the receiver. They are then said to be non implemented by the receiver.

The reaction of a protocol entity expecting a standard L3 message and receiving a message with
message type not defined for the PD or not implemented by the receiver and the reception conditions
is defined in the relevant protocol specification. As a general rule, a protocol specification should not
force the receiver to analyse the message further.
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10.4 Message Type

The message type IE and its use are defined in TS 24.007 [20]. Tables 10.3/TS 24.008, 10.4/TS
24.008, and 10.4a/TS 24.008 define the value part of the message type IE used in the Mobility
Management protocol, the Call Control protocol, and Session management protocol.

Table 10.2/TS 24.008: Message types for Mobility Management

87654321

X6 x 00 - - - - Registration nessages:

- 1 - IMST DETACH INDICATTION

0 - LOCATION UPDATING ACCEPT
0 - LOCATION UPDATING REJECT
0 - LOCATION UPDATING REQUEST

RHOOO
OO O
OO O

Security messages:

- AUTHENTICATION REJECT

- AUTHENTICATION REQUEST

- AUTHENTICATION RESPONSE
IDENTITY REQUEST

- IDENTITY RESPONSE

- TMSI REALLOCATION COMMAND
- TMST REALTLOCATION COMPLETE

x6x 01 -

PR O00

OO0

PR O0OORO

PO OOO K
I

X6 x 10 -

Connecti on managenent nessages: |
- CM SERVICE ACCEPT

- CM SERVICE REJECT

- CM SERVICE ABORT

CM SERVICE REQUEST

- CM SERVICE PROMPT

- NOTIFICATION RESPONSE

- CM RE-ESTABLISHMENT REQUEST
- ABORT

HRPOOOOOO

OORrRPRPRPRPOOO

OORrRrOORrRRFRO

HOORORFRORR
|

X6 x 11- - - - Mscellaneous nessages:
- 0 0 - MM NULL

0 1 - MM STATUS

1 0 - MM INFORMATION

When the radio connection started with a core network node of earlier than R99, bit 8 shall be set to 0
and bBit 7 is reserved for the send sequence number in messages sent from the mobile station. In
messages sent from the network, bits 7 and 8 areis coded with a "0". See TS 24.007.

When the radio connection started with a core network node of R'99 or later, bits 7 and 8 are reserved
for the send sequence number in messages sent from the mobile station. In messages sent from the
network, bits 7 and 8 areis coded with a "0". See TS 24.007.
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Table 10.3/TS 24.008: Message types for Call Control and call related SS messages

Fo o e m e e e e e e e e aooo - +
87654321 |
X8 x 000000 escape to nationally specific |
a message types ; see 1) below
X6 x 00 - - - - Call establishment nmessages: |
- 0 001 - ALERTING

1000 - CALL CONFIRMED
0 01 0 - CALL PROCEEDING
01 1 1 - CONNECT
1111 - CONNECT ACKNOWLEDGE
1110 - EMERGENCY SETUP
0 01 1 - PROGRESS
0100 - CC-ESTABLISHMENT
0110 - CC-ESTABLISHMENT CONFIRMED
1011 - RECALL
1001 - START CC
0101 - SETUP
X6 x 01 - - - - Call information phase messages: |
- 0111 - MODIFY
1111 - MODIFY COMPLETE
0 011 - MODIFY REJECT
0 000 - USER INFORMATION
10 0 0 - HOLD
100 1 - HOLD ACKNOWLEDGE
1010 - HOLD REJECT
1100 - RETRIEVE
1101 - RETRIEVE ACKNOWLEDGE
1110 - RETRIEVE REJECT
X6 x10- - - - Call clearing nessages: |
- 01 01 - DISCONNECT
1101 - RELEASE
101 0 - RELEASE COMPLETE
x6 x11- - - - Mscellaneous nessages: |
- 1001 - CONGESTION CONTROL
1110 - NOTIFY
1101 - STATUS
01 00 - STATUS ENQUIRY
0101 - START DTMF
0001 - STOP DTMF
0 01 0 - STOP DTMF ACKNOWLEDGE
0110 - START DTMF ACKNOWLEDGE
0 111 - START DTMF REJECT
1010 - FACILITY
o e e e e e e e e e e e e e e e e e e e e e e e e e - +
1): When used, the message type is defined in the following octet(s), according to the national

specification

When the radio connection started with a core network node of earlier than R99, bit 8 shall be set to 0

and bit 7 is reserved for the send sequence number in messages sent from the mobile station. In
messages sent from the network, bits 7 and 8 are coded with a "0". See TS 24.007.

When the radio connection started with a core network node of R’99 or later, bits 7 and 8 are reserved
for the send sequence number in messages sent from the mobile station. In messages sent from the
network, bits 7 and 8 are coded with a "0". See TS 24.007.
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Table 10.4/TS 24.008: Message types for GPRS mobility management

Bits
87654321
00- - - - - - Mbility managenent nessages
00000001 Attach request
00000010 Attach accept
00000011 Attach conplete
00000100 Attach reject
00000101 Detach request
00000110 Detach accept
00001000 Routing area update request
00001001 Routing area update accept
00001010 Routing area update conplete
00001011 Routing area update reject
00010000 P-TMSI reallocation comrand
00010001 P-TMI reallocation conplete
00010010 Authentication and ciphering req
00010011 Authentication and ciphering resp
00010100 Authentication and ciphering rej
00010101 Ildentity request
00010110 Ildentity response
00100000 GWstatus
00100001 Gwinformation

Table 10.4a/TS 24.008: Message types for GPRS session management

2]

o
(6]
N
w
N
=

Sessi on managenment nessages

Activate PDP context request
Activate PDP context accept
Activate PDP context reject

Request PDP context activation
Request PDP context activation rej.

Deactivate PDP context request
Deacti vate PDP context accept

Modi fy PDP context request
Modi fy PDP cont ext accept

Activate AA PDP context request
Activate AA PDP context accept
Activate AA PDP context reject

Deacti vate AA PDP context request
Deacti vate AA PDP context accept

SM St at us
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2.2.2  Vocabulary

The following terms are used in this Technical Specification:

idle mode: In this mode, the mobile station is not allocated any dedicated channel; it listens to the CCCH and
the BCCH;

group receive mode: (only applicable for mobile stations supporting VGCS listening or VBS listening) In this
mode, the mobile station is not allocated a dedicated channel with the network; it listens to the downlink of a
voice broadcast channel or voice group call channel allocated to the cell. Occasionally, the mobile station has to
listen to the BCCH of the serving cell asdefined in TS 23.022 and 05.08;

dedicated mode: In this mode, the mobile station is allocated at least two dedicated channels, only one of them
being a SACCH;

group transmit mode: (only applicable for mobile stations supporting V GCS talking) In this mode, one mobile
station of avoice group call is allocated two dedicated channels, one of them being a SACCH. These channels
can be alocated to one mobile station at atime but to different mobile stations during the voice group call;

packet idle mode: (only applicable for mobile stations supporting GPRS) In this mode, mobile station is not
allocated any radio resource on a packet data physical channel; it listensto the PBCCH and PCCCH or, if those
are not provided by the network, to the BCCH and the CCCH, see GSM 04.60.

packet transfer mode: (only applicable for mobile stations supporting GPRS) In this mode, the mobile station
is allocated radio resource on one or more packet data physical channels for the transfer of LLC PDUs.

main DCCH: In Dedicated mode and group transmit mode, only two channels are used as DCCH, one being a
SACCH, the other being a SDCCH or a FACCH; the SDCCH or FACCH is called here "the main DCCH";

A channel isactivated if it can be used for transmission, in particular for signalling, at least with Ul frames. On
the SACCH, whenever activated, it must be ensured that a contiguous stream of layer 2 framesis sent;

A TCH isconnected if circuit mode user data can be transferred. A TCH cannot be connected if it is not
activated. A TCH which is activated but not connected is used only for signalling, i.e. asa DCCH;

The datalink of SAPI 0 on the main DCCH is called the main signalling link. Any message specified to be sent
on the main signalling link is sent in acknowledged mode except when otherwise specified;

Theterm " to establish” alink isashort form for " to establish the multiframe mode" on that datalink. It is
possible to send Ul frames on adatalink even if it is not established as soon as the corresponding channel is
activated. Except when otherwise indicated, a data link layer establishment is done without an information field.

“channd set” isused to identify TCHs that carry related user information flows, e.g., in amultislot
configuration used to support circuit switched connection(s), which therefore need to

be handled together.

A temporary block flow (TBF) isaphysical connection used by the two RR peer entities to support the uni-
directional transfer of LLC PDUs on packet data physical channels, see GSM 04.60.

RLC/MAC block: A RLC/MAC block isthe protocol data unit exchanged between RLC/MAC entities, see
GSM 04.60.

A GMM context is established when a GPRS attach procedure is successfully compl eted.
Network operation mode

The three different network operation modes |, 11, and |11 are defined in TS 23.060 [74].

The network operation mode shall be indicated as system information. For proper operation, the network operation
mode should be the same in each cell of one routing area.

GPRS M S operation mode
The three different GPRS M S operation modes A, B, and C are defined in TS 23.060 [74].

ETSI
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Anonymous access refers to limited service provisioning to an MS whose identity is unknown in the
network.

RR connection: A RR connection is a dedicated physical circuit switched domain connection used by
the two RR or RRC peer entities to support the upper layers exchange of information flows.

PS signalling connection is a peer to peer UMTS connection between MS and CN packet domain node.

I nter-System change is a change of radio access between different radio access technologies such as
GSM and UMTS.

GPRS: Packet Servicesfor GSM and UMTS system.

The label (GSM only) indicates this section or paragraph applies only to GSM system. For multi system
case thisis determined by the current serving radio access network.

Thelabel (UMTS only) indicates this section or paragraph applies only to UMTS system. For multi
system case this is determined by the current serving radio access network.

In GSM,... Indicates this paragraph applies only to GSM System. For multi system case thisis
determined by the current serving radio access network.

In UMTS.... Indicates this paragraph applies only to UMTS System. For multi system casethisis
determined by the current serving radio access network.

SIM, Subscriber Identity Module (see TS GSM 02.17). This specification makes no distinction between
SIM and USIM.

M S, Mobile Station. This specification makes no distinction between MS and UE.

ETSI
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4 Elementary procedures for Mobility Management

4.1 General

This section describes the procedures used for mobility management for non-GPRS services and for GPRS-services at
the radio interface (Reference Point Um and Uu).

The main function of the Mobility Management sublayer isto support the mobility of user terminals, such asinforming
the network of its present location and providing user identity confidentiality.

A further function of the MM sublayer is to provide connection management services to the different entities of the
upper Connection Management (CM) sublayer (see TS 24.007).

There are two sets of procedures defined in this chapter:
- MM procedures for non-GPRS services (performed by the MM entity of the MM sublayer); and

- GMM procedures for GPRS services (performed by the GMM entity and GMM-AA entity of the MM sublayer),
see GSM 024.007 [20].

All the MM procedures described in this section can only be performed if a RR connection has been established
between the MS and the network. Else, the MM sublayer has to initiate the establishment of a RR connection-aceerding
to-the procedures specified-in-section-3:3 (see GSM 04.18 section 3.3 and 3GPPTS 25.331 section 8.2.3). The GMM
procedures described in this section, use services provided by the RR sublayer without prior RR connection
establishment.

GMM procedures are mandatory and applicable only for GPRS M Ss and networks supporting those M Ss. For GPRS
MSswhich are IMSI attached for both GPRS and non-GPRS services, some MM procedures are replaced by GMM
combined procedures provided that the network operates in network operation mode 1, i.e. is supporting combined
GMM procedures. GMM combined procedures are not applicable for the GPRS M S operation mode C but are
mandatory for the GPRS M S operation modes A and B and networks supporting network operation mode |, see

TS 23.060.

4.1.1 MM and GMM procedures

41.1.1 Types of MM and GMM procedures
Depending on how they can be initiated, three types of MM procedures can be distinguished:
1) MM common procedures:

A MM common procedure can always be initiated whilst a RR connection exists. The procedures belonging to
thistype are:

Initiated by the network:

- TMS redlocation procedure;
- authentication procedure;

- identification procedure;

- MM information procedure;

- abort procedure.

However, abort procedure is used only if an MM connection is being established or has already been
established i.e. not during MM specific procedures or during IMSI detach procedure, see section 4.3.5.

Initiated by the mobile station:

- IMSI detach procedure (with the exceptions specified in section 4.3.4).
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ii) MM specific procedures:

A MM specific procedure can only beinitiated if no other MM specific procedureis running or no MM
connection exists. The procedures belonging to thistype are:

- normal location updating procedure;
- periodic updating procedure;
- IMSI attach procedure.

iii) MM connection management procedures:

These procedures are used to establish, maintain and release a MM connection between the mobile station and the
network, over which an entity of the upper CM layer can exchange information with its peer. A MM connection
establishment can only be performed if no MM specific procedure is running. More than one MM connection may be
active at the same time. Depending on how they can be initiated, two types of GMM procedures can be distinguished:

i) GMM common procedures:
Initiated by the network when a GMM context has been established:
- P-TMSI (re-) alocation;
- GPRS authentication and ciphering;
-  GPRSidentification;
- GPRSinformation.
ii) GMM specific procedures:

Initiated by the network and used to detach the IMSI in the network for GPRS services and/or non-GPRS
services and to release a GMM context:

- GPRS detach.

Initiated by the M S and used to attach or detach the IMSI in the network for GPRS services and/or non-
GPRS services and to establish or release a GMM context:

- GPRS attach and combined GPRS attach;

- GPRS detach and combined GPRS detach.

Initiated by the MS when a GMM context has been established:

- normal routing area updating and combined routing area updating;

- periodic routing area updating.
41.1.2 MM-GMM co-ordination for GPRS MS’s

41.1.2.1 GPRS MS operating in mode A or B in a network that operates in mode |

If the network operatesin mode |, GPRS M Ssthat operate in mode A or B and wish to be or are simultaneously IM S|
attached for GPRS and non-GPRS services, shall use the combined GPRS attach and the combined and periodic routing
area updating procedures instead of the corresponding MM specific procedures IM S| attach and normal and periodic
location area updating.

NOTE: A GPRSMS operatingin mode A or B in anetwork that operatesin mode |, shall perform the combined
GPRS attach or routing area update procedure regardless the value of the ATT flag.

If aGPRS MSisoperating in mode A or B in a network that operatesin mode | the IMSI detach shall be performed by
the GMM using the combined GPRS detach procedure

NOTE: A GPRSMS operatingin mode A or B in anetwork that operatesin mode |, shall perform the combined
GPRS detach procedure regardless the value of the ATT flag.



4 3G aa.bbb Version x.y.z(YYYY-MM)

A GPRS M S operating in mode A or B in network that operates in mode |, uses the combined GMM specific
procedures in place of the MM specific procedures, so all conditions describing when to trigger aMM specific
procedure listed in subsections 4.3 and 4.4 shall not apply.

A GPRS M S operating in mode A or B in a network that operates in mode | should not use any MM timers relating to
MM specific procedures, (e.g T3210, T3211, T3212, T3213) except in some error and abnormal cases. If the MM
timers are already running, the M S should not react on the expiration of the timers.

NOTE: Whenever GMM performs a combined GMM procedure, a GPRS M S enters the MM state MM
LOCATION UPDATING PENDING in order to prevent the MM to perform alocation update
procedure.

If the authentication procedure is performed by MM and the authentication is rejected by the network (i.e upon receive
of AUTHENTICATION REJECT), the MS shall in addition set the GPRS update status to GU3 ROAMING NOT
ALLOWED and shall, if available, delete the P-TMSI, P-TM S| signature, RAl and GPRS ciphering key sequence
number stored. The SIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM
isremoved. The MS shall abort any GMM procedure and shall enter state GMM-DEREGISTERED.

41.1.2.2 GPRS MS operating in mode A or B in a network that operates in mode 1l or 1lI

If the network operatesin mode Il or 11, a GPRS MSsthat operate in mode A or B and wish to be or are
simultaneoudly IMSI attached for GPRS and non-GPRS services, shall use the MM specific procedures listed in
subsections 4.3 and 4.4 and the GMM specific procedures listed in subsections 4.7.3, 4.7.4 and 4.7.5. The applicability
of periodic location updating is further specified in section 4.4.2 and the periodic routing area updating is specified in
section 4.7.2.2.

If the authentication procedure is performed by MM and the authentication is rejected by the network (i.e upon receive
of AUTHENTICATION REJECT), the MS shall in addition set the GPRS update status to GU3 ROAMING NOT
ALLOWED and shall, if available, delete the P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number stored. The SIM shall be considered as invalid for GPRS and non-GPRS services until switching off or the SIM
isremoved. The MS shall abort any GMM procedure and shall enter state GMM-DEREGISTERED.

4.1.2 MM sublayer states

The description of the states for the MM sublayer is organized as follows. The main states for the MS side, related to
the procedures, are described in section 4.1.2.1.1. The MM IDLE stateis subdivided in substates for the description of
the behaviour in idle mode (section 4.1.2.1.2). This behaviour depends on an update status, described in 4.1.2.2. The
states for the network side are described in 4.1.2.3.

41.2.1 MM sublayer states in the mobile station

In this section, the possible states for the MM sublayer in the mobile station is described. In figure 4.1/TS 24.008 an
overview of the MM sublayer protocol is given.

41.21.1 Main states
0 NULL

The mobile station isinactive (e.g. power down). Important parameters are stored. Only manual action by the
user may transfer the MM sublayer to another state.

3 LOCATION UPDATING INITIATED

A location updating procedure has been started and the MM awaits a response from the network. The timer
T3210 isrunning.

5 WAIT FOR OUTGOING MM CONNECTION

The MM connection establishment has been started, and the MM awaits a response from the network. The
timer T3230 is running.

6 MM CONNECTION ACTIVE



9

5 3G aa.bbb Version x.y.z(YYYY-MM)

The MM sublayer has a RR connection to its peer entity on the network side. One or more MM connections
are active.

IMSI DETACH INITIATED
The IMSI detach procedure has been started. The timer T3220 is running.
PROCESS CM SERVICE PROMPT

The MM sublayer has a RR connection to its peer entity on the network side. The Mobile Station has
received aCM SERVICE PROMPT message but has not yet responded $(CCBS)$.

WAIT FOR NETWORK COMMAND

The MM sublayer has a RR connection to its peer entity in the network, but no MM connection is
established. The mobile station is passive, awaiting further commands from the network. The timer T3240
may be running.

10 LOCATION UPDATE REJECTED

A location updating procedure has been rejected and RR connection releaseis awaited. Thetimer T3240 is
running.
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21
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request
or

Notification_Response

Additions to Figure 4.1.a/TS 24.008

13. WAIT FOR RR CONNECTION (LOCATION UPDATING)

The MM sublayer has requested RR connection establishment for starting the location updating procedure.

14. WAIT FOR RR CONNECTION (MM CONNECTION)

The MM sublayer has requested RR connection establishment for dedicated mode for starting the MM

connection establishment

15. WAIT FOR RR CONNECTION (IMS| DETACH)

The MM sublayer has requested RR connection establishment for starting the IMS| detach procedure.
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17. WAIT FOR REESTABLISH

A lower layer failure has occurred and re-establishment may be performed from the disturbed CM layer
entities.

18. WAIT FOR RR ACTIVE
The MM sublayer has requested activation of the RR sublayer.
19. MM IDLE

Thereisno MM procedure running and no RR connection exists except that alocal MM context may exist
when the RR sublayer isin Group Receive mode. Thisis acompound state, and the actual behaviour of the
mobile station to Connection Management requests is determined by the actual substate as described
hereafter.

20. WAIT FOR ADDITIONAL OUTGOING MM CONNECTION.

The MM connection establishment for an additional MM connection has been started, and the MM awaits
response from the network.

21. MM CONNECTION ACTIVE (GROUP TRANSMIT MODE)

(Only applicable for mobile stations supporting VGCS talking:) The MM sublayer has a RR connection on
the VGCS channel to its peer entity on the network side. Only one MM connection is active.

22. WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE)

(Only applicable for mobile stations supporting VGCS talking:) The MM sublayer has regquested to perform
an uplink access on the VGCS channel.

23. LOCATION UPDATING PENDING

(Only applicable for GPRS M S operation modes A and B; not shown in figure 4.1a) A location updating has
been started using the combined GPRS routing area updating procedure.

24.IMSI DETACH PENDING
(Only applicable for GPRS M S operation modes A and B; not shown in figure 4.1a) An IMSI detach for
non-GPRS services has been started using the combined GPRS detach procedure at not switching off.
4.1.2.1.2 Substates of the MM IDLE state

For the description of the behaviour of the MSthe MM IDLE state is subdivided in several substates, also called the
service states. The service state pertains to the whole MS (ME alone if no SIM isinserted, or ME plus SIM.). The
service state depends on the update status (see 4.1.2.2) and on the selected cell.

19.1 NORMAL SERVICE

Valid subscriber data are available, update statusis U1, acell is selected that belongsto the LA where the
subscriber is registered.

Inthis state, all requests from the CM layers are treated normally.
19.2 ATTEMPTING TO UPDATE

Valid subscriber data are available, update statusis U2 and a cell is selected. Requests from upper layers are
accepted. Emergency call requests are treated normally, otherwise the request triggers first alocation
updating attempt in the selected cell, and then triggers the needed procedure only in case of successful
location updating, otherwise the request is rejected.

19.3LIMITED SERVICE

Valid subscriber data are available, update status is U3, and a cell is selected, which is known not to be able
to provide normal service. Only emergency services are offered.

19.4NO IMS|
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No valid subscriber data (no SIM, or the SIM is not considered valid by the ME), and a cell is selected. Only
emergency services are offered.

19.5NO CELL AVAILABLE

No cell can be selected. This state is entered after afirst intensive search failed (state 19.7). Cells are
searched at alow rhythm. No services are offered.

19.6 LOCATION UPDATE NEEDED

Valid subscriber data are available, and for some reason alocation updating must be done as soon as possible
(for instance update statusis U1 but the selected cell isnot in the registered LA, or the timer has expired, ...).
This state is usually of no duration, but can last, e.g., in the case of access class blocking.

19.7 PLMN SEARCH

The mobile station is searching for PLMNSs, and the conditions for state 19.8 are not met. This state is ended
when either acell is selected (the new state is 19.1, 19.3 or 19.6), or when it is concluded that no cell is
available for the moment (the new state is 19.5).

19.8 PLMN SEARCH, NORMAL SERVICE

Valid subscriber data are available, update statusis U1, acell is selected which belongsto the LA where the
subscriber is registered, and the mobile station is searching for PLMNSs. This state is ended when either a cell
is selected (the new stateis 19.1, 19.3 or 19.6), or when it is concluded that no cell is available for the
moment (the new state is 19.5).

19.9 RECEIVING GROUP CALL (NORMAL SERVICE)

Only applicable for mobile stations supporting VGCS listening or VBS listening. Valid subscriber data are
available, update statusis U1, aVGCS channel or VBS channel isreceived in acell that belongsto the LA
where the subscriber is registered.

In this state, only requests from the GCC or BCC layers are treated.
19.10 RECEIVING GROUP CALL (LIMITED SERVICE)

Only applicable for mobile stations supporting VGCS listening or VBS listening. Valid subscriber data are
available, update statusis U3, a VGCS channel or VBS channel isreceived in a cell which is known not to
be able to provide normal service.

In this state, only requests from the GCC or BCC layers for the reception of VGCS or VBS calls are treated
and group call emergency services are offered.

4.1.2.2 The update Status

In parallel with the sublayer states described in section 4.1.2.1 and which control the MM sublayer protocol, an update
status exists.

The update status pertains to a specific subscriber embodied by a SIM. This status is defined even when the subscriber
is not activated (SIM removed or connected to a switched-off ME). It is stored in a non volatile memory in the SIM.
The update status is changed only as a result of alocation updating procedure attempt (with the exception of an
authentication failure and of some cases of CM service rejection). In some cases, the update status is changed as a result
of a GPRS attach, GPRS routing area update, or network initiated GPRS detach procedure.

U1l UPDATED

The last location updating attempt was successful (correct procedure outcome, and the answer was
acceptance from the network). With this status, the SIM contains also the LAI of the LA where the subscriber
isregistered, and possibly valid TMSI, integrity key, ciphering key and ciphering key sequence number. The
"Location update status' stored on the SIM shall be "updated".

U2 NOT UPDATED

The last location updating attempt made failed procedurally (no significant answer was received from the
network, including the cases of failures or congestion inside the network).
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For this status, the SIM does not contain any valid LAI, TM S, integrity key, ciphering key or ciphering key
sequence number. For compatibility reasons, all these fields must be set to the "deleted" value at the moment
the status is set to NOT UPDATED. However the presence of other values shall not be considered an error
by the mobile station. The "L ocation update status' stored on the SIM shall be "not updated”.

U3 ROAMING NOT ALLOWED

The last location updating attempt run correctly, but the answer from the network was negative (because of
roaming or subscription restrictions).

For this status, the SIM does not contain any valid LAI, TM S, integrity key, ciphering key or ciphering key
sequence number. For compatibility reasons, all these fields must be set to the "deleted" value at the moment
the status is set to ROAMING NOT ALLOWED. However the presence of other values shall not be
considered an error by the mobile station. The "Location update status' stored on the SIM shall be "L ocation
Areanot allowed".

4.1.2.3 MM sublayer states on the network side

1. IDLE
The MM sublayer is not active except possibly when the RR sublayer isin Group Receive mode.
2. WAIT FOR RR CONNECTION

The MM sublayer has received arequest for MM connection establishment from the CM layer. A RR
connection to the mobile station is requested from the RR sublayer (i.e. paging is performed).

3. MM CONNECTION ACTIVE
The MM sublayer has a RR connection to a mobile station. One or more MM connections are active.
4. IDENTIFICATION INITIATED
The identification procedure has been started by the network. The timer T3270 is running.
5. AUTHENTICATION INITIATED
The authentication procedure has been started by the network. The timer T3260 is running.
6. TMSI REALLOCATION INITIATED
The TMSI reallocation procedure has been started by the network. The timer T3250 is running.
7. CIPHERING MODE INITIATED

The cipher mode setting or security mode control procedure has been requested to the RR sublayer.

8a. WAIT FOR MOBILE ORIGINATED MM CONNECTION

A CM SERVICE REQUEST messageis received and processed, and the MM sublayer awaits the "opening
message” of the MM connection.

8b. WAIT FOR NETWORK ORIGINATED MM CONNECTION

A CM SERVICE PROMPT message has been sent by the network and the MM sublayer awaits the “opening
message” of the MM connection $(CCBS)$.

9. WAIT FOR REESTABLISHMENT

The RR connection to a mobile station with one or more active MM connection has been lost. The network
awaits a possible re-establishment request from the mobile station.

10. WAIT OF A GROUP CALL

Only applicable in case for mobile station supporting VGCS talking. The MM sublayer has received a
reguest for establishing a VGCS from the GCC sublayer. The request for establishing a VGCS channelsis
given to the RR sublayer.
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11. GROUP CALL ACTIVE

Only applicable in case of mobile station supporting VGCS talking. A VGCS channel is established by the
RR sublayer. An RR connection to the talking mobile station can be established by the RR sublayer on the
VGCS channel. The MM sublayer is active but no sending of MM message between the network and the
mobile station has occurred.

12. MM CONNECTION ACTIVE (GROUP CALL)

Only applicable in case of mobile station supporting VGCS talking. The MM sublayer has a RR connection
to the talking mobile station on the VGCS channel. Only one MM connection is active.

13. WAIT FOR BROADCAST CALL

Only applicable in case of VBS. The MM sublayer has received arequest for aVBS establishment from the
BCC sublayer. The reguest for establishment of VBS channelsis given to the RR sublayer.

14. BROADCAST CALL ACTIVE
Only applicable in case of VBS. A VBS channel is established by the RR sublayer. The MM sublayer is
active but no explicit MM establishment between the Network and the mobile station has occurred.

4.1.3 GPRS mobility management (GMM) sublayer states

4.2 Behaviour of the MS in MM ldle state, GMM-
DEREGISTERED state and GMM-REGISTERED state

In this section, the detailed behaviour of the MS in the main states MM IDLE, GMM-DEREGISTERED and GMM-
REGISTERED is described. Sections 4.2.1 to 4.2.3 refer to the state MM IDLE, whereas section 4.2.4 and section
4.2.5 refer to the states GMM-DEREGISTERED and GMM-REGISTERED, respectively.

The MM IDLE state is entered when none of the MM procedures are running and no RR connection exists. It isleft
when one of the MM procedures are triggered or a RR connection is established.

The specific behaviour in the MM IDLE state depends on the service state of the mobile station as described in section
4.1.2.1.2. The service state depends in particular on the update status which is defined in section 4.1.2.2.

How an appropriate service state is chosen after power onis described in section 4.2.1, and the specific behaviour of
the mobile station in MM IDLE state is described in section 4.2.2. The service state chosen when the MM IDLE stateis
returned to from any state except NULL state is described in 4.2.3.

It should be noted that transitions between the various MM idle states are caused by (e.g.):

- results of procedures on RR connected mode (see section 4.2.3);

- insertion or removal of the SIM;

- cell selection/reselection (see aso TS 23.022);

- PLMN search;

- lossof coverage.
How various MM procedures affects the service state and the update status is described in the detailed descriptions of
the procedures in sections 4.3 to 4.5.

4.2.1 Primary Service State selection

42.1.1 Selection of the Service State after Power On.

When mobility management is activated after power-on, the service state is 19.7 PLMN SEARCH. The detailed
processing in this state is described in detail in TS 23.022 and 05.08, where procedures for power on and selection of
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PLMN is described in detail. If the "Location update status' stored on the SIM is different from "updated”, then the
mobile shall act asif the "Location update status' stored on the SIM is"not updated".

The service state when the PLMN SEARCH state is left depends on the outcome of the search and on the presence of
the SIM:

- if no cell has been found, the state isNO CELL AVAILABLE, until acell isfound;
- if no SIM ispresent the stateisNO IMSI;

- if the mobile station has been continuously activated since loosing coverage and then returns to coverage, and if
the selected cell isin the location area where the mobile station is registered and the timer T3212 has not
expired, then the stateisNORMAL SERVICE;

- if the selected cell isin the location area where the mobile station is registered and IMSI ATTACH is not
required and timer T3212 has not expired, then the stateis NORMAL SERVICE;

- if the mobile station is in automatic network selection mode and the selected cell isin aforbidden PLMN or a
forbidden LA, then the mobile station entersthe LIMITED SERVICE state;

- if the mobile station isin manual network selection mode and no cell of the selected PLMN has been found, then
the mobile station entersthe LIMITED SERVICE state;

- otherwise, the mobile station enters the LOCATION UPDATE NEEDED state.

4212 Other Cases
The state PLMN SEARCH is also entered in the following cases:

In state NO IMSI, aSIM isinserted;

- Inany state except NO IMSI, NO CELL AVAILABLE, NORMAL SERVICE and RECEIVING GROUP CALL
(NORMAL SERVICE) &fter the user has asked for aPLMN selection;

- Inany state except NO IMSI and NO CELL AVAILABLE, coverageislogt;
- Roamingisdenied;

- optionally, when the mobile stationisin the ATTEMPTING TO UPDATE state and isin Automatic Network
Selection mode and location update attempt counter is greater than or equal to 4.

The service state when the PLMN SEARCH is|left depends on the outcome of the search and on the presence of the
SIM as specified in paragraph 4.2.1.1.

4.2.2 Detailed Description of the MS behaviour in MM IDLE State.

Inthe MM IDLE state the mobile station shall behave according to the service state. In the following sections the
behaviour is described for the non transient service states. It should be noted that after procedures in RR connected
mode, e.g. location updating procedures, section 4.2.3 applies which specifies the selection of the MM idle state.
Furthermore when in sub-state NORMAL SERVICE, if aPLMN selection is requested, the M S enters sub-state
SEARCH FOR PLMN, NORMAL SERVICE.

42.2.1 Service State, NORMAL SERVICE
When in state MM IDLE and service state NORMAL SERVICE, the mobile station shall:
- perform normal location updating when a new location areais entered;
- perform location updating procedure at expiry of timer T3211 or T3213;
- perform periodic updating at expiration of timer T3212;
- peform IMSI detach;

- support requests from the CM layer;
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respond to paging.

In addition, mobile stations supporting VGCS listening or VBS listening shall:

indicate notifications to the GCC or BCC sublayer;

respond to notification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for
which no channel description has been received in the notification by the RR sublayer;

regquest the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (NORMAL SERVICE).

4.2.2.2 Service State, ATTEMPTING TO UPDATE

When in state MM IDLE and service state ATTEMPTING TO UPDATE the mobile station shall:

perform location updating procedure at expiry of timer T3211 or T3213;
perform normal location updating when the location area identification of the serving cell changes,

if entry into this state was caused by c) or d) or f) (with cause different from "abnormal release, unspecified") or
0) (with cause "retry upon entry into a new cell") of section 4.4.4.9, then location updating shall be performed
when anew cell is entered;

if entry into this state was caused by €) or f) (with cause "abnormal release, unspecified") or g) (with cause
different from "retry upon entry into a new cell") of section 4.4.4.9, then location updating shall not be
performed because a new cell is entered,;

perform normal location updating at expiry of timer T3212;
not perform IMSI detach;
support request for emergency calls;

use other request from CM layer as triggering of normal location updating procedure (if the location updating
procedure is successful, then the request for MM connection is accepted, see section 4.5.1);

respond to paging (with IMSI).

In addition, mobile stations supporting VGCS listening or VVBS listening shall:

indicate notifications to the GCC or BCC sublayer for which a channel description has been received in the
notification by the RR sublayer;

reject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has
been received in the notification by the RR sublayer;

request the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

4.2.2.3 Service State, LIMITED SERVICE

When in state MM IDLE and service state LIMITED SERVICE the mobile station shall:

not perform periodic updating;
not perform IMSI detach;
reject any requests from CM entities for MM connections except for emergency calls;

perform normal location updating when a cell is entered which may provide normal service (e.g. location area
not in one of the forbidden LAI lists);

it may respond to paging (with IMSI).
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In addition, mobile stations supporting VGCS listening or VBS listening shall:

- indicate notifications to the GCC or BCC sublayer for which a channel description has been received in the
notification by the RR sublayer;

- rgject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has
been received in the notification by the RR sublayer;

- request the RR sublayer to receive avoice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

4224 Service State, NO IMSI

When in state MM IDLE and service state NO IMSI the mobile station shall (see section 3.2, TS 23.022 and
GSM 05.08):

not start any normal location updating attempt;
- not perform periodic updating;
- not perform IMS| detach if powered down;
- regject any request from CM entities for MM connections except for emergency calls;
- not respond to paging;
- only perform default cell selection.
In addition, mobile stations supporting VGCS listening or VVBS listening shall:

- not indicate notifications to the GCC or BCC layer.

4225 Service State, SEARCH FOR PLMN, NORMAL SERVICE
When in state MM IDLE and service state SEARCH FOR PLMN, NORMAL SERVICE the mobile station shall:

- if timer T3211 or T3213 expiresin this state perform alocation updating procedure at the latest if and when
back to NORMAL SERVICE state and if the cell is not changed,;

- if timer T3212 expiresin this state perform a periodic location updating procedure at the latest if and when back
to NORMAL SERVICE state;

- perform IMSI detach;
- support requests from the CM layer;
- listen asfar as possible to paging, and respond.
In addition, mobile stations supporting VGCS listening or VVBS listening shall:
- listen asfar as possible to notifications and indicate notifications to the GCC or BCC layer;

- respond to natification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for
which no channel description has been received in the notification by the RR sublayer;

- request the RR sublayer to receive avoice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer.

4.2.2.6 Service State, SEARCH FOR PLMN
When in state MM IDLE and service state SEARCH FOR PLMN the mobile station shall:
- not start any normal location updating attempt;

- not perform periodic updating;
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- not perform IMSI detach if powered down;
- rgect any request from CM entities for MM connections except emergency calls;

- not respond to paging.

4.2.2.7 Service State, RECEIVING GROUP CALL (NORMAL SERVICE)

Only applicable for mobile stations supporting VGCS listening or VBS listening:

When in state MM IDLE and service state RECEIVING GROUP CALL (NORMAL SERVICE), the mobile station
shall:

- perform normal location updating when a new location areais entered;

- perform location updating procedure at expiry of timer T3211 or T3213;
- perform periodic updating at expiration of timer T3212;

- perform IMSI detach;

- support requests from the GCC or BCC layers,

- indicate notifications or paging information to the GCC or BCC layer;

- respond to natification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for
which no channel description has been received in the notification by the RR sublayer;

- request the RR sublayer to receive another voice group or broadcast call if the GCC or BCC sublayer requests
the reception of avoice group or broadcast call for which a channel description has been received in the
notification by the RR sublayer.

42.2.8 Service State, RECEIVING GROUP CALL (LIMITED SERVICE)

Only applicable for mobile stations supporting VGCS listening or VBS listening:

When in state MM IDLE and service state RECEIVING GROUP CALL (LIMITED SERVICE), the mobile station
shall:

- not perform periodic updating;
- not perform IMS| detach;
- regject any requests from CM entities for MM connections except for emergency calls;

- perform normal location updating when a cell is entered which may provide normal service (e.g. location area
not in one of the forbidden LAI lists);

- it may respond to paging (with IMSI);

- indicate naotifications to the GCC or BCC sublayer for which a channel description has been received in the
notification by the RR sublayer;

- rgject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has
been received in the notification by the RR sublayer;

- request the RR sublayer to receive avoice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

423 Service state when back to state MM IDLE from another state

When returning to MM IDLE, e.g., after alocation updating procedure, the mobile station selects the cell as specified in
TS 23.022. With one exception, thisis a normal cell selection.
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If thisreturn to idle state is not subsequent to alocation updating procedure terminated with reception of cause
"Roaming not allowed in thislocation aread" the service state depends on the result of the cell selection procedure, on
the update status of the mobile station, on the location data stored in the mobile station and on the presence of the SIM:

- if no cell has been found, the stateis NO CELL AVAILABLE, until acell isfound;
- if no SIM ispresent, or if the inserted SIM is considered invalid by the MS, the stateisNO IMS;

- if the selected cell isin the location area where the MS is registered, then the stateis NORMAL SERVICE; it
shall be noted that this also includes an abnormal case described in paragraph 4.4.4.9;

- (Only applicable for mobile stations supporting VGCS listening or VBS listening.) if the mobile stationswasin
the service state RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP CALL
(LIMITED SERVICE) before the location updating procedure and the selected cell isin the location area where
the mobile station is registered, then the state is RECEIVING GROUP CALL (NORMAL SERVICE);

- if the selected cell isin alocation area where the mobile station is not registered but in which the MSis allowed
to attempt a location update, then the stateis LOCATION UPDATE NEEDED;

- if the selected cell isin alocation area where the mobile station is not allowed to attempt alocation update, then
the stateis LIMITED SERVICE;

- (Only applicable for M Ss supporting VGCS listening or VBS listening.) if the MSswasin the service state
RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP CALL (LIMITED SERVICE)
before the location updating procedure and the selected cell isin the location area where the MSis not allowed
to attempt a location update, then the state is RECEIVING GROUP CALL (LIMITED SERVICE);

- dfter some abnormal cases occurring during an unsuccessful |ocation updating procedure, as described in
paragraph 4.4.4.9, the stateisATTEMPTING TO UPDATE.

In case of areturn from alocation updating procedure to which was answered "Roaming not allowed in this location
area’, the service state PLMN SEARCH is entered as specified in section 4.2.1.2.

4.3 MM common procedures

Asdescribed in section 4.1.1, aMM common procedure can beinitiated at any time whilst a RR connection exists
between the network and the mobile station.

4.3.1  TMSI reallocation procedure

The purpose of the TMSI reallocation procedureis to provide identity confidentiality , i.e. to protect a user against
being identified and located by an intruder (see GSM 02.09,-and 03.20 and 3GPPTS 33.102).

If the identity confidentiality serviceis applied for an IMSI, a Temporary Mobile Subscriber Identity (TMSI) is used
for identification within the radio interface signalling procedures.

The structure of the TM S| is specified in TS 23.003. The TM S| has significance only within alocation area. Outside
the location area it has to be combined with the Location Area ldentifier (LAI) to provide for an unambiguous identity.

Usually the TMSI reallocation is performed at least at each change of alocation area. (Such choices are | eft to the
network operator).

Thereallocation of a TMSI can be performed either by a unique procedure defined in this section or implicitly by a
location updating procedure using the TMSI. The implicit reallocation of a TMSI is described together with that
procedure.

If aTMSI provided by a mobile station is unknown in the network e.g. due to a data base failure, the network may
reguire the mobile station to provide its International Mobile Subscriber Identity (IMSI). In this case the identification
procedure (see section 4.3.3) should be used before the TM SI reallocation procedure may be initiated.

The TMSI reallocation can beinitiated by the network at any time whilst a RR connection exists between the network
and the mobile station.
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NOTE 1: Usually the TMSI reallocation is performed in ciphered mode.
NOTE 2: Normally the TMSI reallocation will take place in conjunction with another procedure, e.g. at location
updating or at call setup (see FS3GPPTS 29.002).
4311 TMSI reallocation initiation by the network

The network initiates the TM SI reallocation procedure by sending aTMSI REALLOCATION COMMAND message to
the mobile station and starts the timer T3250.

The TMSI REALLOCATION COMMAND message contains a new combination of TMSI and LAI allocated by the
network or aLAl and the IMSI if the used TMSI shall be deleted. Usually the TMSI-REALLOCATION COMMAND
message is sent to the mobile station using a RR connection in ciphered mode (see GSM 03.20_and 3GPPT S 33.102).

4.3.1.2 TMSI reallocation completion by the mobile station

Upon receipt of the TMSI REALLOCATION COMMAND message the mobile station stores the Location Area
Identifier (LAI) inthe SIM. If the received identity is the IMSI of the relevant mobile station, the mobile station deletes
any TMSI. If thereceived identity isa TMSI the mobile station stores the TMSI in the SIM. In both cases the mobile
station sendsa TMSI REALLOCATION COMPLETE message to the network.

4.3.1.3 TMSI reallocation completion in the network.

Upon receipt of the TMSI REALLOCATION COMPLETE message, the network stops the timer T3250 and either
considersthe new TMSI asvalid or, if an IMSI was sent to the mobile station, considers the old TM S| as del eted.

If the RR connection is no more needed, then the network will request the RR sublayer to release it (see GSM 04.18
section 3.5 and 3GPPT S 25.331 section 8.2.2).

4314 Abnormal cases
Mobile station side:

The mobile station shall consider the new TMSI and new LA, if any, asvalid and the old TMSI and old LAI as
deleted as soon asa TMSI REALLOCATION COMMAND or another message containing anew TMSI (e.g.
LOCATION UPDATING ACCEPT) is correctly received. Any RR connection failure at alater stage shall not
have any impact on the TMSI and LAI storage.

Network side:
(a8) RR connection failure:

If the RR connection islost before the TMSI REALLOCATION COMPLETE messageisreceived, al MM
connections (if any) shall be released and both the old and the new TM Sl s should be considered as occupied
for a certain recovery time.

During this period the network may:

- usethelIMSI for paging in the case of network originated transactions on the CM layer. Upon response
from the mobile station the TMSI reallocation is restarted;

- consider the new TMSI asvalid if it is used by the mobile station in mobile originated requests for RR
connection;

- usethe Identification procedure followed by a new TMSI reallocation if the mobile station uses the old
TMSI.

Other implementations are possible.
(b) Expiry of timer T3250:

The TMSI reallocation is supervised by the timer T3250 in the network. At the first expiry of timer T3250
the network may release the RR connection. In this case, the network shall abort the reallocation procedure
release all MM connections if any, and follow the rules described for RR connection failure above.
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nobi | e station net wor k
O R Start T3250

................. > Stop T3250

Figure 4.1/TS 24.008: TMSI reallocation sequence

4.3.2 Authentication procedure

Authentication procedure is not handled in this contribution.

4.3.3 Identification procedure

Theidentification procedure is used by the network to request a mobile station to provide specific identification
parameters to the network e.g. International Mobile Subscriber Identity, International Mobile Equipment Identity (cf.
FS3GPPTS 23.003). For the presentation of the IMEI, the requirements of GSM 02.09 apply.

43.3.1 Identity request by the network

The network initiates the identification procedure by transferring an IDENTITY REQUEST message to the maobile
station and starts the timer T3270. The IDENTITY REQUEST message specifies the requested identification
parameters in the identity type information element.

4.3.3.2 Identification response by the mobile station

The mobile station shall be ready to respond to an IDENTITY REQUEST message at any time whilst a RR connection
exists.

Upon receipt of the IDENTITY REQUEST message the mobile station sends back an IDENTITY RESPONSE
message. The IDENTITY RESPONSE message contains the identification parameters as requested by the network.

Upon receipt of the IDENTITY RESPONSE the network shall stop timer T3270.

4.3.3.3 Abnormal cases
(a) RR connection failure:

Upon detection of a RR connection failure before the IDENTITY RESPONSE is received, the network shall
release all MM connections (if any) and abort any ongoing MM specific procedure.

(b) Expiry of timer T3270:

Theidentification procedure is supervised by the network by the timer T3270. At expiry of the timer T3270 the
network may release the RR connection. In this case, the network shall abort the identification procedure and
any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release
procedure as described in GSM 04.18 section 3.5 and 25.331 section 8.2.1.

nmobi | e station net wor k
I Start T3270
----------------------- > Stop T3270

Figure 4.3/TS 24.008: Identification sequence
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4.3.4 IMSI detach procedure

The IMSI detach procedure may be invoked by a mobile station if the mobile station is deactivated or if the Subscriber
Identity Module (see GSM 02.17_and 31.102) is detached from the mobile station.

In GSM, A-aflag (ATT) broadcast in the L3-RR SY STEM INFORMATION TY PE 3 message on the BCCH is used by
the network to indicate whether the detach procedure is required. The value of the ATT flag to be taken into account
shall be the one broadcast when the mobile station wasin MM idle.

InUMTS, aflag (ATT) broadcast in the L3-RRC SYSTEM INFORMATION BLOCK 1 message on the BCCH is used
by the network to indicate whether the detach procedure is required. The value of the ATT flag to be taken into account
shall be the one broadcast when the mobile station wasin MM idle.

The procedure causes the mobile station to be indicated as inactive in the network.

4.3.4.1 IMSI detach initiation by the mobile station

The IMSI detach procedure consists only of the IMSI DETACH INDICATION message sent from the mobile station to
the network. The mobile station then starts timer T3220 and enters the MM sublayer state IMSI DETACH INITIATED.

If no RR connection exists, the MM sublayer within the mobile station will request the RR sublayer to establish aRR
connection. If establishment of the RR connection is not possible because a suitable cell is not (or not yet) available
then, the mobile station shall try for a period of at least 5 seconds and for not more than a period of 20 secondsto find a
suitable cell. If asuitable cell isfound during this time then, the mobile station shall request the RR sublayer to
establish an RR connection, otherwise the IMS| detach is aborted.

If a RR connection exists, the MM sublayer will release locally any ongoing MM connections before the IMS
DETACH INDICATION message is sent.

The IMSI detach procedure may not be started if aMM specific procedureis active. If possible, the IMSI detach
procedure is then delayed until the MM specific procedure is finished, else the IMSI detach is omitted.

4.3.4.2 IMSI detach procedure in the network

When receiving an IMSI DETACH INDICATION message, the network may set an inactive indication for the IMSI.
No response is returned to the mobile station. After reception of the IMSI DETACH INDICATION message the
network shall release locally any ongoing MM connections, and start the normal RR connection release procedure (see
GSM 04.18 section 3.5 and 25.331 section 8.2.1).

Only applicable for a network supporting VGCS: If an IMSI DETACH INDICATION message is received from the
talking mobile station in a group call while the network isin service state MM CONNECTION ACTIVE (GROUP
TRANSMIT MODE), the network shall release locally the ongoing MM connection and then go to the service state
GROUP CALL ACTIVE.

4.3.4.3 IMSI detach completion by the mobile station

Timer T3220 is stopped when the RR connection is released. The mobile station should, if possible, delay the local
release of the channel to allow a normal release from the network side until T3220 timeout. If thisis not possible (e.g.
detach at power down) the RR sublayer on the mobile station side should be aborted.

4.3.4.4 Abnormal cases

If the establishment of an RR connection is unsuccessful, or the RR connection islost, the IMSI detach is aborted by the
mobile station.

mobi | e station net wor k
| MSI DET | ND

Figure 4.4/TS 24.008: IMSI detach sequence
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4.3.5 Abort procedure

The abort procedure may be invoked by the network to abort any on-going MM connection establishment or already
established MM connection. The mobile station shall treat ABORT message as compatible with current protocol state
only if it isreceived when at least one MM connection exists or an MM connection is being established.

4.35.1 Abort procedure initiation by the network

The abort procedure consists only of the ABORT message sent from the network to the mobile station. Before the
sending of the ABORT message the network shall locally release any ongoing MM connection. After the sending the
network may start the normal RR connection release procedure.

The Cause information element indicates the reason for the abortion. The following cause values may apply:
#6: lllegal ME

#17: Network failure

4.3.5.2 Abort procedure in the mobile station

At the receipt of the ABORT message the mobile station shall abort any MM connection establishment or call re-
establishment procedure and release all MM connections (if any). If cause value #6 is received the mobile station shall
delete any TMSI, LAI and ciphering key sequence number stored in the SIM, set the update statusto ROAMING NOT
ALLOWED (and storeit in the SIM according to section 4.1.2.2) and consider the SIM invalid until switch off or the
SIM isremoved. As a consequence the mobile station enters state MM IDLE, substate NO IMSI after the release of the
RR connection.

The mobile station shall then wait for the network to release the RR connection - see section 4.5.3.1.

4.3.6 MM information procedure
The MM information message support is optional in the network.

The MM information procedure may be invoked by the network at any time during an RR connection.

4.3.6.1 MM information procedure initiation by the network

The MM information procedure consists only of the MM INFORMATION message sent from the network to the
mobile station. During an RR connection, the network shall send none, one, or more MM INFORMATION messages to
the mobile station. If more than one MM INFORMATION message is sent, the messages need not have the same
content.

NOTE: The network may be able to select particular instants where it can send the MM INFORMATION
message without adding delay to, or interrupting, any CM layer transaction, e.g. immediately after the
AUTHENTICATION REQUEST message.

4.3.6.2 MM information procedure in the mobile station

When the mabile station (supporting the MM information message) receives an MM INFORMATION message, it shall
accept the message and optionally use the contents to update appropriate information stored within the mobile station.

If the mobile station does not support the MM information message the mobile station shall ignore the contents of the
message and return an MM STATUS message with cause #97.

4.4 MM specific procedures

A MM specific procedure can only be started if no other MM specific procedure is running or no MM connection exists
between the network and the mobile station. The end of the running MM specific procedure or the release of all MM
connections have to be awaited before a new MM specific procedure can be started.
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During the lifetime of a MM specific procedure, if aMM connection establishment is requested by a CM entity, this
request will either be rejected or be delayed until the running MM specific procedure is terminated (this depends on the
implementation).

Any MM common procedure (except IMSI detach) may be initiated during a MM specific procedure.

Unless it has specific permission from the network (follow-on proceed) the mobile station side should await the rel ease
of the RR connection used for a MM specific procedure before anew MM specific procedure or MM connection
establishment is started.

NOTE: The network side may use the same RR connection for MM connection management.

4.4.1 Location updating procedure

The location updating procedure is a general procedure which is used for the following purposes:
- normal location updating (described in this section);
- periodic updating (see section 4.4.2);
- IMS attach (see section 4.4.3).

The normal location updating procedure is used to update the registration of the actual Location Area of a mobile
station in the network. The location updating type information element in the LOCATION UPDATING REQUEST
message shall indicate normal location updating. The conditions under which the normal location updating procedure is
used by a mobile station in the MM IDLE state are defined for each service state in section 4.2.2.

Only applicable for mobile stations supporting VGCS listening or VBS listening: A mobile station in RR group receive
mode isinthe MM IDLE state, substate RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING
GROUP CALL (LIMITED SERVICE). To perform alocation updating, the MSin RR group receive mode shall leave
the group receive mode, establish an independent dedicated RR connection to perform the location updating as
described above and return to the RR group receive mode afterwards.

The normal location updating procedure shall also be started if the network indicates that the mobile station is unknown
inthe VLR as aresponse to MM connection establishment request.

To limit the number of location updating attempts made, where location updating is unsuccessful, an attempt counter is
used. The attempt counter is reset when a maobile station is switched on or a SIM card is inserted.

Upon successful location updating the mobile station sets the update status to UPDATED in the SIM, and stores the
received Location Area ldentification in the SIM. The attempt counter shall be reset.

The detailed handling of the attempt counter is described in 4.4.4.6 to 4.4.4.9.

The Mobile Equipment shall contain alist of "forbidden location areas for roaming”, aswell asalist of "forbidden
location areas for regional provision of service". These lists shall be erased when the M S is switched off or when the
SIM isremoved, and periodically (with period in the range 12 to 24 hours). The location area identification received on
the BCCH that triggered the location updating request shall be added to the suitable list whenever alocation update
reject message is received with the cause "Roaming not allowed in this location area’ or with the cause "Location Area
not allowed". The lists shall accommodate each 10 or more location area identifications. When the list is full and a new
entry has to be inserted, the oldest entry shall be deleted.

The cell selection processes in the different states are described in FS3GPPT S 23.022 and GSM 05.08.

The location updating procedure is always initiated by the mobile station.

4.4.2 Periodic updating

Periodic updating may be used to notify periodically the availability of the mobile station to the network. Periodic
updating is performed by using the location updating procedure. The location updating type information element in the
LOCATION UPDATING REQUEST message shall indicate periodic updating.

The procedure is controlled by the timer T3212 in the mobile station. If the timer is not already started, the timer is
started each time the mobile station enters the MM IDLE substate NORMAL SERVICE or ATTEMPTing TO
UPDATE. When the MS leaves the MM Idle State the timer T3212 shall continue running until explicitly stopped.
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Thetimer is stopped (shall be set to itsinitial value for the next start) when:

aLOCATION UPDATING ACCEPT or LOCATION UPDATING REJECT message is received;
- an AUTHENTICATION REJECT messageis received;

- thefirst MM messageis received, or ciphering mode setting, or security mode control is completed in the case of
MM connection establishment, except when the most recent service stateis LIMITED SERVICE;

- the mobile station has responded to paging and thereafter has received the first correct layer 3 message except
RR message;

- themobile station is deactivated (i.e. equipment powered down or SIM removed).

When the timer T3212 expires, the location updating procedure is started and the timer shall be set to itsinitia value
for the next start. If the mobile station isin other state than MM Idle when the timer expires the location updating
procedure is delayed until the MM Idle State is entered.

The conditions under which the periodic location updating procedure is used by a mobile station in the MM IDLE state
are defined for each service state in section 4.2.2.

If the mobile station isin service state NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH or PLMN
SEARCH-NORMAL SERVICE when the timer expires the location updating procedure is delayed until this service
state is left.

In GSM, Fhethe (periodic) location updating procedure is not started if the BCCH information at the time the
procedure is triggered indicates that periodic location shall not be used. The timeout value is broadcasted in the L3-RR
SYSTEM INFORMATION TY PE 3 message on the BCCH, in the Control channel description IE, see GSM 04.18
section 10.5.2.11.

In UMTS, the (periodic) location updating procedure is not started if the information on BCCH or in the last received
dedicated system information at the time the procedure is triggered indicates that periodic location shall not be used.
Thetimeout value is broadcasted in the L3-RRC SYSTEM INFORMATION BLOCK 1 message on the BCCH, see
3GPPTS 25.331 section 10.1.6.4.3.

The T3212 timeout value shall not be changed in the NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH
and PLMN SEARCH-NORMAL SERVICE states.

When a change of the T3212 timeout val ue has to be taken into account and the timer is running (at change of the
serving cell or, change of the broadcast value of T3212), the MS shall behave as follows:

Let t1 be the new T3212 timeout value and let t be the current timer value at the moment of the change to the
new T3212 timeout value; then the timer shall be restarted with the value t modulo t1.

When the mobile station is activated, or when a change of the T3212 timeout value has to be taken into account and the
timer is not running, the mobile station shall behave as follows:

Let t1 be the new T3212 timeout value, the new timer shall be started at a value randomly, uniformly drawn
between 0 and t1.

4.4.3 IMSI attach procedure

The IMSI attach procedure is the complement of the IMSI detach procedure (see section 4.3.4). It is used to indicate the
IMSI as active in the network.

In GSM, A-aflag (ATT) isbroadcast in the L3-RR SY STEM INFORMATION TY PE 3 message. It indicates whether
the attach and detach procedures are required to be used or not.

InUMTS, aflag (ATT) is broadcast in the L3-RRC SYSTEM INFORMATION BLOCK 1 message. It indicates
whether the attach and detach procedures are required to be used or not.

The IMSI attach procedure isinvoked if the detach/attach procedures are required by the network and an IMS| is
activated in amobile station (i.e. activation of a mobile station with plug-in SIM, insertion of a card in a card-operated
mobile station etc.) within coverage area from the network or a mobile station with an IMSI activated outside the
coverage area enters the coverage area. The IMS| attach procedure is used only if the update statusis UPDATED and if
the stored Location Area ldentification is the same as the one which is actually broadcasted on the BCCH of the current
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serving cell. Otherwise anormal location updating procedure (see section 4.4.1) isinvoked independently of the ATT
flag indication.

IMSI attach is performed by using the location updating procedure. The location updating type information element in
the LOCATION UPDATING REQUEST message shall in this case indicate IMS| attach.
4.4.4  Generic Location Updating procedure

4.4.4.1 Location updating initiation by the mobile station
Any timer used for triggering the location updating procedure (e.g. T3211, T3212) is stopped if running.

Asno RR connection exists at the time when the location updating procedure has to be started, the MM sublayer within
the mobile station will request the RR sublayer to establish a RR connection and enter state WAIT FOR RR
CONNECTION (LOCATION UPDATE). The procedure for establishing an RR connection is described in GSM 04.18
section 3.3 and 3GPPTS 25.331 section 8.2.3.

The mobile station initiates the location updating procedure by sending aLOCATION UPDATING REQUEST
message to the network, starts the timer T3210 and enters state LOCATION UPDATING INITIATED. The location
updating type information element shall indicate what kind of updating is requested.

44.4.1a Network Request for Additional mobile station Capability Information

In GSM, Fhethe network may initiate the classmark interrogation procedure, for example, to obtain further information
on the mobile station's encryption capabilities.

4.4.4.2 Identification request from the network

The network may initiate the identification procedure, e.g. if the network is unable to get the IMSI based on the TM S|
and LAI used as identification by the mobile station (see section 4.3.3).

4.4.4.3 Authentication by the network

The authentication procedure (see section 4.3.2) may be initiated by the network upon receipt of the LOCATION
UPDATING REQUEST message from the mobile station. (See the cases defined in GSM 02.09).

4.4.4.4 Ciphering mode setting by the network

In GSM, Fthe ciphering mode setting procedure (see GSM 04.18 section 3.4.7) may be initiated by the network, e.g., if
anew TMSI hasto be allocated.

In UMTS, the security mode control procedure (see 3GPPTS 25.331 section 8.1.10) may be initiated by the network,
e.g., if anew TMSI has to be allocated.

4.44.5 Attempt Counter

To limit the number of location updating attempts made, where location updating is unsuccessful, an attempt counter is
used. It counts the number of consecutive unsuccessful location update attempts.

The attempt counter is incremented when a location update procedure fails. The specific situationsis specified in
section 4.4.4.9.

The attempt counter is reset when:

the mobile station is powered on;

aSIM isinserted;

location update is successfully completed;

location update completed with cause #11, #12 or #13 (see section 4.4.4.7).
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and in case of service state ATTEMPTING to UPDATE:

- aMS detects that a-new location areais entered;

- expiry of timer T3212;
- location update istriggered by CM sublayer requests.

The attempt counter is used when deciding whether to re-attempt a location update after timeout of timer T3211.

4.4.4.6 Location updating accepted by the network

If the location updating is accepted by the network a LOCATION UPDATING ACCEPT message istransferred to the
mobile station.

In case the identity confidentiality serviceis active (see section 4.3.1 and 4.4.4.4), the TMSI reallocation may be part of
the location updating procedure. The TMSI allocated is then contained in the LOCATION UPDATING ACCEPT
message together with the location areaidentifier LAI. The network shall in this case start the supervision timer T3250
as described in section 4.3.1.

If the network wishes to prolong the RR connection to allow the mobile station to initiate MM connection establishment
(for example if the mobile station has indicated in the LOCATION UPDATING REQUEST that it has afollow-on
request pending) the network shall send "follow on proceed” in the LOCATION UPDATING ACCEPT and start timer
T3255.

The mobile station receiving a LOCATION UPDATING ACCEPT message shall store the received location area
identification LAI, stop timer T3210, reset the attempt counter and set the update status in the SIM to UPDATED. If
the message contains an IMSI, the mobile station is not allocated any TM S, and shall delete any TMSI in the SIM
accordingly. If the message containsa TM S, the mobile station is allocated this TM S|, and shall store thisTMSI in the
SIM and aTMSI REALLOCATION COMPLETE shall be returned to the network. If neither IMS| nor TMS| is
received in the LOCATION UPDATING ACCEPT message, the old TMSI if any available shall be kept.

If the LAl or PLMN identity contained in the LOCATION UPDATING ACCEPT message is a member of any of the
"forbidden lists' then any such entries shall be deleted.

After that, the mobile station shall act according to the presence of the "Follow-on proceed” information element in the
LOCATION UPDATING ACCEPT; if this element is present and the mobile station has a CM application request
pending, it shall send aCM SERVICE REQUEST to the network and proceed as in section 4.5.1.1. Otherwise, it shall
start timer T3240 and enter state WAIT FOR NETWORK COMMAND.

Furthermore, the network may grant authorisation for the mobile station to use GSM-Cordless Telephony System (CTS)
in the Location Area and its immediate neighbourhood. The mobile should memorise this permission in non-volatile
memory. If the"CTS permission” |E is not present in the message, the mobile is not authorised to use GSM-CTS, and
shall accordingly delete any memorised permission.

NOTE: theinteraction between CTS and GPRS procedures are not yet defined.

4.4.4.7 Location updating not accepted by the network

If the location updating cannot be accepted the network sends a LOCATION UPDATING REJECT message to the
mobile station. The mobile station receiving aLOCATION UPDATING REJECT message shall stop the timer T3210,
store the rgject cause, start T3240, enter state LOCATION UPDATING REJECTED await the release of the RR
connection triggered by the network. Upon the release of the RR connection the mobile station shall take the following
actions depending on the stored reject cause:

#2: IMSI unknownin HLR;
#3:  lllegal MS; or
#6: lllegal ME.

The mobile station shall set the update statusto ROAMING NOT ALLOWED (and storeit in the SIM
according to section 4.1.2.2), and delete any TMSI, stored LAI and ciphering key sequence number and shall
consider the SIM asinvalid until switch-off or the SIM is removed.

#11: PLMN not allowed;
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#12: Location Areanot allowed; or
#13: Roaming not allowed in thislocation area.

The mobile station shall delete any LAI, TMSI and ciphering key sequence number stored in the SIM, reset the
attempt counter, set the update status to ROAMING NOT ALLOWED (and storeit in the SIM according to
section 4.1.2.2). The mobile station shall store the LAI or the PLMN identity in the suitable forbidden list, i.e. in
the "forbidden PLMN list" for cause #11, in the list of "forbidden location areas for regional provision of
service" for cause #12, and in the list of "forbidden location areas for roaming" for cause #13. In addition, the
MSwill memorize if cause #13 was received, so to perform a PLMN selection instead of a cell selection when
back to the MM IDLE state.

Other values are considered as abnormal cases and the specification of the mobile station behaviour in those casesis
givenin section 4.4.4.9.

4.4.4.8 Release of RR connection after location updating

When the Location updating procedure is finished (see sections 4.4.4.6 and 4.4.4.7) the mobile station shall (except in
the case where the mobile has afollow-on CM application request pending and has received the follow-on proceed
indication, see 4.4.4.6) set timer T3240 and enter the state WAIT FOR NETWORK COMMAND, expecting the release
of the RR connection. The network may decide to keep the RR connection for network initiated establishment of aMM
connection, or to alow for mobileinitiated MM connection establishment.

Any release of the RR connection shall be initiated by the network according to section 3.55 in GSM 04.18, and section
8.2.1in 3GPPTS 25.331. If the RR connection is not released within a given time controlled by the timer T3240, the
mobile station shall abort the RR connection. In both cases, either after a RR connection release triggered from the
network side or after a RR connection abort requested by the MS-side, the M S shall return to state MM IDLE.

At transition to state MM IDLE, substates NORMAL SERVICE or RECEIVING GROUP CALL (NORMAL
SERVICE) or ATTEMPTING TO UPDATE either timer T3212 or timer T3211 is started as described in section
4.4.4.9.

4449 Abnormal cases on the mobile station side
The different abnormal cases that can be identified are the following:

a) Access barred because of access class control

The location updating procedure is not started. The mobile station stays in the current serving cell and applies
normal cell reselection process. The procedure is started as soon as possible and if till necessary (when the
barred state is ended or because of a cell change)

b) The answer to random accessis an IMMEDIATE ASSIGNMENT REJECT message

The location updating is not started. The mobile station stays in the chosen cell and applies normal cell selection
process. The waiting timer T3122 isreset when a cell change occurs. The procedure is started as soon as
possible after T3122 timeout if still necessary.

¢) Random accessfailure
Timer T3213 is started. When it expires the procedure is attempted again if still necessary.

NOTE: Asspecifiedin GSM 05.08, a cell reselection then takes place, with return to the cell inhibited for 5
secondsiif thereis at least one other suitable cell. Typically the selection process will take the mobile
station back to the cell where the random access failed after 5 seconds.

If at the expiry of timer T3213 anew cell has not been selected due to the lack of valid information (see

GSM 05.08), the mobile station may as an option delay the repeated attempt for up to 8 secondsto alow cell re-
selection to take place. In this case the procedure is attempted as soon as anew cell has been selected or the
mobile station has concluded that no other cell can be selected.

If random access failure occurs for two successive random access attempts for location updating the mobile
station proceeds as specified below.

d) RR connection failure
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The procedure is aborted and the mobile station proceeds as specified below.
T3210 timeout
The procedure is aborted, the RR connection is aborted and the M S proceeds as specified below.
RR release before the normal end of procedure
The procedure is aborted and the mobile station proceeds as specified below.
Location updating reject, other causes than those treated in section 4.4.4.7

The MS waits for release of the RR connection as specified in section 4.4.4.8, and then proceeds as specified
below.

In cases d) to g) above and for repeated failures as defined in ¢) above the maobile station proceeds as follows. Timer
T3210 is stopped if till running. The RR Connection is aborted in case of timer T3210 timeout. The attempt counter is
incremented. The next actions depend on the Location Area Identities (stored and received from the BCCH of the
current serving cell) and the value of the attempt counter.

the update status is UPDATED, and the stored LAI is equal to the one received on the BCCH from the current
serving cell and the attempt counter is smaller than 4:

The mobile station shall keep the update status to UPDATED, the MM |IDLE sub-state after the RR connection
release isNORMAL SERVICE. The mobile station shall memorize the location updating type used in the
location updating procedure. It shall start timer T3211 when the RR connection is released. When timer T3211
expires the location updating procedure is triggered again with the memorized location updating type;

either the update status is different from UPDATED, or the stored LAI is different from the one received on the
BCCH from the current serving cell, or the attempt counter is greater or equal to 4:

The mobile station shall delete any LAI, TMSI, ciphering key sequence number stored in the SIM, set the update
statusto NOT UPDATED and enter the MM IDLE sub-state ATTEMPTING TO UPDATE when the RR
connection is released (See section 4.2.2.2 for the subsequent actions). If the attempt counter is smaller than 4,
the mobile station shall memorize that timer T3211 is to be started when the RR connection is released,
otherwise it shall memorize that timer T3212 isto be started when the RR connection is released.

44410 Abnormal cases on the network side

a)

RR connection failure

If a RR connection failure occurs during a common procedure integrated with the location updating procedure,
the behaviour of the network should be according to the description of that common procedure.

If a RR connection failure occurs when a common procedure does not exist, the location updating procedure

towards the mobile station should be aborted.

b) protocol error

If the LOCATION UPDATING REQUEST message is received with a protocol error, the network should, if
possible, return a LOCATION UPDATING REJECT message with one of the following Reject causes:

#96: Mandatory information element error

#99: Information element non-existent or not implemented
#100: Conditional |E error

#111: Protocol error, unspecified

Having sent the response, the network should start the channel release procedure (see section 3.5).
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Figure 4.5/TS 24.008: Location updating sequence

4.5 Connection management sublayer service provision

The concept of MM connection is introduced in this section. This concept is mainly a descriptive tool: The
establishment of an MM connection by the network can be local (i.e. it is achieved by the transmission of the first CM
layer message and without the transmission of any MM layer messages) or can be achieved by the transmission of a CM
SERVICE PROMPT message (eg. in the case of certain ring back services). The release of an MM connection by the
network or by the mobile station is always local, i.e. these purposes can be achieved without sending any MM messages
over the radio interface. (On the contrary, establishment of an MM connection by the mobile station requires the
sending of MM messages over the radio interface. An exception is VGCS, where an MM connection will be established
asresult of an uplink access procedure (see section 3.7.2.1.1in GSM 04.18).)

The Mobility Management (MM) sublayer is providing connection management services to the different entities of the
upper Connection management (CM) sublayer (see FS3GPPTS 24.007). It offersto a CM entity the possibility to use
an MM connection for the exchange of information with its peer entity. An MM connection is established and released
on request from a CM entity. Different CM entities communicate with their peer entity using different MM connections.
Several MM connections may be active at the same time.

An MM connection requires an RR connection. All simultaneous MM connections for a given mobile station use the
same RR connection.

In the following sections, the procedures for establishing, re-establishing, maintaining, and releasing an MM connection
are described, usually separately for the mobile station and the network side.

45.1 MM connection establishment

45.1.1 MM connection establishment initiated by the mobile station

Upon request of a CM entity to establish an MM connection the MM sublayer first decides whether to accept, delay, or
reject this request:

- An MM connection establishment may only be initiated by the mobile station when the following conditions are
fulfilled:

- Itsupdate statusis UPDATED.

- The MM sublayer isin one of the states MM IDLE or MM connection active but not in MM connection
active (Group cal).

An exception from this general rule exists for emergency calls (see section 4.5.1.5). A further exceptionis
defined in the following clause.

- If an MM specific procedure is running at the time the request from the CM sublayer isreceived, and the
LOCATION UPDATING REQUEST message has been sent, the request will either be rejected or delayed,
depending on implementation, until the MM specific procedure is finished and, provided that the network has
not sent a"follow-on proceed" indication, the RR connection isreleased. If the LOCATION UPDATING
REQUEST message has not been sent, the mobile station may include a "follow-on request” indicator in the
message. The mobile station shall then delay the request until the MM specific procedure is completed, when it
may be given the opportunity by the network to use the RR connection: see section 4.4.4.6.

In order to establish an MM connection, the mobile station proceeds as follows:

a) If no RR connection exists, the MM sublayer requests the RR sublayer to establish an RR connection and enters
MM sublayer state WAIT FOR RR CONNECTION (MM CONNECTION). This request contains an
establishment cause and a CM SERVICE REQUEST or NOTIFICATION RESPONSE message. When the
establishment of an RR connection isindicated by the RR sublayer (thisindication implies that the CM
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SERVICE REQUEST or NOTIFICATION RESPONSE message has been successfully transferred via the radio
interface, see section 2.2), the MM sublayer of the mobile station starts timer T3230, gives an indication to the
CM entity that requested the MM connection establishment, and enters MM sublayer state WAIT FOR
OUTGOING MM CONNECTION.

b) If an RR connection is available, the MM sublayer of the mobile station sendsa CM SERVICE REQUEST or
NOTIFICATION RESPONSE message to the network, starts timer T3230, gives an indication to the CM entity
that requested the MM connection establishment, and enters:

- MM sublayer state WAIT FOR OUTGOING MM CONNECTION, if no MM connection is active;

- MM sublayer state WAIT FOR ADDITIONAL OUTGOING MM CONNECTION, if at least one MM
connection is active;

- If an RR connection exists but the mobile station isin the state WAIT FOR NETWORK COMMAND then
any requests from the CM layer that are received will either be rejected or delayed until this state is left.

c) Only applicable for mobile stations supporting VGCS talking:

If amobile station which isin the MM sublayer state MM IDLE, service state RECEIVING GROUP CALL
(NORMAL SERVICE), receives arequest from the GCC sublayer to perform an uplink access, the MM
sublayer requests the RR sublayer to perform an uplink access procedure and enters MM sublayer state WAIT
FOR RR CONNECTION (GROUP TRANSMIT MODE).

When a successful uplink access isindicated by the RR sublayer, the MM sublayer of the mobile station gives an
indication to the GCC sublayer and enters MM sublayer state MM CONNECTION ACTIVE (GROUP
TRANSMIT MODE).

When an uplink access reject isindicated by the RR sublayer, the MM sublayer of the mobile station gives an
indication to the GCC sublayer and enters the MM sublayer state MM IDLE, service state RECEIVING
GROUP CALL (NORMAL SERVICE).

In the network, if an uplink access procedure is performed, the RR sublayer in the network provides an
indication to the MM sublayer together with the mobile subscriber identity received in the TALKER
INDICATION message. The network shall then enter the MM sublayer state MM CONNECTION ACTIVE
(GROUP TRANSMIT MODE).

The CM SERVICE REQUEST message contains the

mobile identity according to section 10.5.1.4;

mobile station classmark 2;

ciphering key sequence number; and

- CM service type identifying the requested type of transaction (e.g. mobile originating call establishment,
emergency call establishment, short message service, supplementary service activation), location services)

A MS supporting eMLPP may optionally include a priority level in the CM SERVICE REQUEST message.
Only applicable for mobile stations supporting VGCS listening or VBS listening:

The NOTIFICATION RESPONSE message is used if a mobile station has received a notification message on the NCH
for aVGCS or VBS call without a description of the respective VGCS or VBS channel. The mabile station therefore
establishes an MM connection with a NOTIFICATION RESPONSE in order to obtain the necessary details from the
network. The NOTIFICATION RESPONSE message contains the

- mobileidentity according to section 10.5.1.4;
- mobile station classmark 2; and
- notified voice group or broadcast call reference according to section 10.5.1.9.

A collision may occur when a CM layer message is received by the mobile station in MM sublayer state WAIT FOR
OUTGOING MM CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION. In this case
the MM sublayer in the M S shall establish anew MM connection for the incoming CM message as specified in 4.5.1.3.
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Upon receiving a CM SERVICE REQUEST or NOTIFICATION RESPONSE message, the network shall analyse its
content. The type of semantic analysis may depend on other on going MM connection(s). Depending on the type of
request and the current status of the RR connection, the network may start any of the MM common procedures and RR
procedures.

In GSM ,Fhethe network may initiate the classmark interrogation procedure, for example, to obtain further information
on the mobile station's encryption capabilities.

The identification procedure (see section 4.3.3) may be invoked for instance if a TM S| provided by the mobile station
is not recognized.

The network may invoke the authentication procedure (see section 4.3.2) depending on the CM service type.

In GSM, Fthe network decides also if the ciphering mode setting procedure shall be invoked (see section 3.4.7.in GSM
04.18).

In UMTS, the network decides also if the security mode control procedure shall be invoked (see section 8.1.10 in
3GPPTS 25.331).

NOTE: If the CM_SERVICE REQUEST message contains apriority level the network may use this to perform
queuing and pre-emption as defined in GSM-3GPPT S 0323.067.

In GSM, Aan indication from the RR sublayer that the ciphering mode setting procedure is completed, or reception of a
CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

In UMTS, an indication from the RR sublayer that the security mode control procedure is completed, or reception of a
CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

The MM connection establishment is completed, timer T3230 shall be stopped, the CM entity that requested the MM
connection shall be informed, and MM sublayer state MM CONNECTION ACTIVE is entered. The MM connection is
considered to be active.

If the service request cannot be accepted, the network returns a CM SERVICE REJECT message to the mobile station.

The reject cause information element (see 10.5.3.6 and Annex G) indicates the reason for rejection. The following
cause values may apply:

#4: IMS| unknownin VLR
#6: lllega ME
#17: Network failure
#22: Congestion
#32: Service option not supported
#33: Requested service option not subscribed
#34: Service option temporarily out of order

If no other MM connection is active, the network may start the RR connection release (see section 3.5) when the CM
SERVICE REJECT message is sent.

If aCM SERVICE REJECT messageis received by the mobile station, timer T3230 shall be stopped, the requesting
CM sublayer entity informed. Then the mobile station shall proceed as follows:

- If the cause value is not #4 or #6 the MM sublayer returns to the previous state (the state where the request was
received). Other MM connections shall not be affected by the CM SERVICE REJECT message.

- If cause value #4 isreceived, the mobile station aborts any MM connection, deletesany TMSI, LAI and
ciphering key sequence number in the SIM, changes the update statusto NOT UPDATED (and storesit in the
SIM according to section 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If
subsequently the RR connection is released or aborted, thiswill force the mobile station to initiate a normal
|ocation updating). Whether the CM request shall be memorized during the location updating procedure, is a
choice of implementation.



30 3G aa.bbb Version x.y.z(YYYY-MM)

If cause value #6 is received, the mobile station aborts any MM connection, deletesany TMSI, LAI and
ciphering key sequence number in the SIM, changes the update status to ROAMING NOT ALLOWED (and
storesit in the SIM according to section 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK
COMMAND. The mobile station shall consider the SIM asinvalid until switch-off or the SIM is removed.

451.2 Abnormal cases

Mobile station side:

a)

b)

d)

RR connection failure or IMS| deactivation

If an RR connection failure occurs or the IMSI is deactivated during the establishment of an MM connection, the
MM connection establishment is aborted, timers T3230 is stopped, and an indication is given to the CM entity
that requested the MM connection establishment. This shall be treated as a rejection for establishment of the new
MM connection, and the MM sublayer shall release all active MM connections.

T3230 expiry

If T3230 expires (i.e. no responseis given but a RR connection is available) the MM connection establishment
is aborted and the requesting CM sublayer isinformed. If no other MM connection exists then the mobile station
shall proceed as described in section 4.5.3.1 for release of the RR connection. Otherwise the mobile station shall
return to the MM sublayer state where the request of an MM connection was received, i.e. to MM sublayer state
MM connection active. Other ongoing MM connections (if any) shall not be affected.

Reject cause values #95, #96, #97, #99, #100, #111 received
The same actions as on timer expiry shall be taken by the mobile station.
Random access failure or RR connection establishment failure

If the mobile station detects a random access failure or RR connection establishment failure during the
establishment of an MM connection, it aborts the MM connection establishment and gives an indication to the
CM entity that requested the MM connection establishment.

NOTE: Further actions of the mobile station depend on the RR procedures and MM specific procedures during

which the abnormal situation has occurred and are described together with those procedures.

Network side:

a)

b)

RR connection failure

The actions to be taken upon RR connection failure within aMM common procedure are described together with
that procedure. A RR connection failure occurring outside such MM common procedures, shall trigger the
release of all active MM connectionsif any.

Invalid message or message content

Upon reception of an invalid initial message or aCM SERVICE REQUEST message with invalid content, a CM
SERVICE REJECT message shall be returned with one of the following appropriate Reject cause indications:

# 95: Semantically incorrect message

# 96: Mandatory information element error

# 97 Message type non-existent or not implemented

# 99: Information element non-existent or not implemented
#100: Conditional |E error

# 111: Protocol error, unspecified

When the CM SERVICE REJECT message has been sent, the network may start RR connection release if no
other MM connections exist or if the abnormal condition aso has influence on the other MM connections.
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4.5.1.3 MM connection establishment initiated by the network

45.1.3.1 Mobile Terminating CM Activity

When a CM sublayer entity in the network requests the MM sublayer to establish a MM connection, the MM sublayer
will request the establishment of an RR connection to the RR sublayer if no RR connection to the desired mobile station
exists. The MM sublayer isinformed when the paging procedure is finished (see GSM 04.18 section 3.3.2 and 3GPPTS
25.331 section 8.2.1) and the mobile station shall enter the MM state WAIT FOR NETWORK COMMAND.

(* editor’s note: this does not appear to be stated any where other than in fig 4.1a. Without this statement, there does not
seem to be anything to stop the mobile sending a CM SERVICE REQUEST message which might cross (ambiguously)
with a CIPHERING MODE COMMAND or a SECURITY MODE CONTROL message. *)

In GSM, Wwhen an RR connection is established (or if it already exists at the time the request is received), the MM
sublayer may initiate any of the MM common procedures (except IMSI detach); it may request the RR sublayer to
perform the RR classmark interrogation procedure, and/or the ciphering mode setting procedure.

In UMTS, when an RR connection is established (or if it already exists at the time the request is received), the MM
sublayer may initiate any of the MM common procedures (except IMSI detach); it may request the RR sublayer to
perform the security mode control procedure.

When all MM and RR procedures are successfully completed which the network considers necessary, the MM sublayer
will inform the requesting mobile terminating CM sublayer entity on the success of the MM connection establishment.

If an RR connection already exists and no MM specific procedure is running, the network may also establish a new
mobile terminating MM connection by sending a CM message with a new PD/TI combination.

In GSM, #if the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the
ciphering mode setting fail, thisisindicated to the CM layer with an appropriate error cause.

In UMTS, if the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the
security mode control fail, thisis indicated to the CM layer with an appropriate error cause.

If an RR connection used for aMM specific procedure exists to the mobile station, the CM request may be rejected or
delayed depending on implementation. When the MM specific procedure has been completed, the network may use the
same RR connection for the delayed CM request.

Only applicable in case of VGCS talking:

Inthe MM CONNECTION ACTIVE (GROUP TRANSMIT MODE) the mobile station isin RR Group transmit mode.
There shall be only one MM connection active.

Whenin MM CONNECTION ACTIVE (GROUP TRANSMIT MODE) state, the MM sublayer in the network shall
reject the request for the establishment of another MM connection by any CM layer.

If the RR sublayer in the network indicates a request to perform atransfer of the maobile station from RR connected
mode to RR Group transmit mode which will result in atransition from MM CONNECTION ACTIVE stateto MM
CONNECTION ACTIVE (GROUP TRANSMIT MODE) state in the MM sublayer, the MM sublayer shall not allow
the transition if more than one MM connection is active with the mobile station.

45.1.3.2 Mobile Originating CM Activity $(CCBS)$

When a CM sublayer entity in the network requests the MM sublayer to establish a MM connection, the MM sublayer
will request the establishment of an RR connection to the RR sublayer if no RR connection to the desired mobile station
exists. The MM sublayer isinformed when the paging procedure is finished (see GSM 04.18 section 3.3.2. and 3GPPTS
25.331section 8.2.1) and the mobile station shall enter the MM state WAIT FOR NETWORK COMMAND.

In GSM, Wwhen an RR connection is established (or if it already exists at the time the request is received), the MM
sublayer may initiate any of the MM common procedures (except IMSI detach), it may request the RR sublayer to
perform the RR classmark interrogation procedure and/or the ciphering mode setting procedure.

In UMTS, when an RR connection is established (or if it already exists at the time the request is received), the MM
sublayer may initiate any of the MM common procedures (except IMSI detach), it may reguest the RR sublayer to
perform the security mode control procedure.
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The network should use the information contained in the Mobile Station Classmark Type 2 |E on the mobile station’s
support for “Network Initiated MO CM Connection Request” to determine whether to:

not start this procedure (eg if an RR connection already exists), or,
to continue this procedure, or,
to release the newly established RR connection.

In the case of a“Network Initiated MO CM Connection Request” the network shall use the established RR connection
to send aCM SERVICE PROMPT message to the mobile station.

If the mobile station supports ”Network Initiated MO CM Connection Request”, the MM sublayer of the MS gives an
indication to the CM entity identified by the CM SERVICE PROMPT message and enters the MM sublayer state
PROCESS CM SERVICE PROMPT. In the state PROCESS CM SERVICE PROMPT the MM sublayer waits for
either the rejection or confirmation of the recall by the identified CM entity. Any other requests from the CM entities
shall either be rejected or delayed until this state is | eft.

When the identified CM entity informs the MM sublayer, that it has send the first CM message in order to start the CM
recall procedure the MM sublayer enters the state MM CONNECTION ACTIVE.

If the identified CM entity indicates that it will not perform the CM recall procedure the MM sublayer starts timer
T3240 and enter the state WAIT FOR NETWORK COMMAND, expecting the release of the RR connection.

If the CM SERVICE PROMPT message is received by the MSin MM sublayer states WAIT FOR OUTGOING MM
CONNECTION or in WAIT FOR ADDITIONAL OUTGOING MM CONNECTION then the mobile station shall
send an MM STATUS message with cause ” Message not compatible with protocol state”.

A mobile that does not support “Network Initiated MO CM Connection Request” shall return an MM STATUS
message with cause #97 “message type non-existent or not implemented” to the network.

If the mobile station supports “Network Initiated MO CM Connection Request” but the identified CM entity in the
mobile station does not provide the associated support, then the maobile station shall send an MM STATUS message
with cause “ Service option not supported”. In the case of atemporary CM problem (eg lack of transaction identifiers)
then the mobile station shall send an MM STATUS message with cause “ Service option temporarily out of order”.

If an RR connection already exists and no MM specific procedure is running, the network may use it to send the CM
SERVICE PROMPT message.

In GSM, #if the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the
ciphering mode setting fail, thisisindicated to the CM layer in the network with an appropriate error cause.

In UMTS, if the establishment of an RR connection is unsuccessful, or if any of the MM common procedures or the
security mode control fail, thisis indicated to the CM layer in the network with an appropriate error cause.

If an RR connection used for aMM specific procedure exists to the mobile station, the “Network Initiated MO CM
Connection Request” may be rejected or delayed depending on implementation. When the MM specific procedure has
been completed, the network may use the same RR connection for the delayed “Network Initiated MO CM Connection
Request”.

4514 Abnormal cases

The behaviour upon abnormal events is described together with the relevant RR procedure or MM common procedure.

45.1.5 MM connection establishment for emergency calls

A MM connection for an emergency call may be established in all states of the mobility management sublayer which
allow MM connection establishment for anormal originating call. In addition, establishment may be attempted in all
service states where a cell is selected (see 4.2.2) but not in the MM CONNECTION ACTIVE state (GROUP
TRANSMIT MODE) state. However, as a network dependent option, a MM connection establishment for emergency
call may be rejected in some of the states.

When a user requests an emergency call establishment the mobile station will send aCM SERVICE REQUEST
message to the network with a CM service type information element indicating emergency call establishment. If the
network does not accept the emergency call request, e.g., because IMEI was used as identification and this capability is
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not supported by the network, the network will reject the request by returning aCM SERVICE REJECT message to the
mobile station.

The reject cause information element indicates the reason for rejection. The following cause values may apply:
#3  "lllegal MS'
#4  "IMSI unknownin VLR"
#5  "IMEI not accepted”
#6  "lllegal ME"
#17  "Network failure"
#22  "Congestion"
#32  "Service option not supported"
#34 " Service option temporarily out of order"

With the above defined exceptions, the procedures described for MM connection establishment in 4.5.1.1 and 4.5.1.2
shall be followed.

NOTE: Normally, the mobile station will be identified by an IMSI or aTMSI. However, if none of these
identifiersis available in the mobile station, then the mobile station shall use the IMEI for identification
purposes. The network may in that case reject the request by returning a CM SERVICE REJECT
message with reject cause:

#5 "IMEI not accepted”.

45.1.6 Call re-establishment

The re-establishment procedure allows a M S to resume a connection in progress after aradio link failure, possibly in a
new cell and possibly in a new location area. The conditions in which to attempt call re-establishment or not depend on
the call control state, see section 5.5.4 and, whether or not a cell allowing call re-establishment has been found (as
described in GSM 05.08). MM connections are identified by their protocol discriminators and transaction identifiers:
these shall not be changed during call re-establishment.

The re-establishment takes place when alower layer failure occurs and at least one MM connection is active (i.e.. the
mobile station's MM sublayer is either in state 6 "MM CONNECTION ACTIVE" or state 20 "WAIT FOR
ADDITIONAL OUTGOING MM CONNECTION").

NOTE: During are-establishment attempt the mobile station does not return to the MM IDLE state; thus no
location updating is performed even if the mobileis not updated in the location area of the selected cell.

No call re-establishment shall be performed for voice group and broadcast calls.

45.1.6.1 Call re-establishment, initiation by the mobile station
NOTE: The network isunableto initiate call re-establishment.

If at least one request to re-establish an MM connection is received from a CM entity as a response to the indication
that the MM connection is interrupted (see 4.5.2.3.) the maobile station initiates the call re-establishment procedure. If
several CM entities request re-establishment only one re-establishment procedure is initiated. If any CM entity requests
re-establishment, then re-establishment of all transactions belonging to all Protocol Discriminators that permit Call Re-
establishment shall be attempted.

Upon request of a CM entity to re-establish an MM connection the MM sublayer requests the RR sublayer to establish
an RR connection and enters MM sublayer state WAIT FOR REESTABLISH. This request contains an establishment
cause and aCM RE-ESTABLISHMENT REQUEST message. When the establishment of an RR connectionis
indicated by the RR sublayer (this indication implies that the CM RE-ESTABLISHMENT REQUEST message has
been successfully transferred viathe radio interface, see section 2.2), the MM sublayer of the mobile station starts timer
T3230, givesan indication to all CM entities that are being re-established, and remainsin the MM sublayer state WAIT
FOR REESTABLISH.
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The CM RE-ESTABLISHMENT REQUEST message contains the
- mobileidentity according to section 10.5.1.4;
- mobile station classmark 2;
- ciphering key sequence number.

NOTE: Whether or not a CM entity can request re-establishment depends upon the Protocol Discriminator. The
specifications for Short Message Service (GSM 04.11), Call Independent Supplementary Services
(TS 24.010) and Location Services (TS 24.071) do not currently specify any re-establishment procedures.

Upon receiving a CM RE-ESTABLISHMENT REQUEST message, the network shall analyse its content. Depending
on the type of request, the network may start any of the MM common procedures and RR procedures.

The network may initiate the classmark interrogation procedure, for example, to obtain further information on the
mobile station's encryption capabilities.

The identification procedure (see section 4.3.3) may be invoked.

The network may invoke the authentication procedure (see section 4.3.2).

In GSM, Fthe network decides if the ciphering mode setting procedure shall be invoked (see GSM 04.18 section 3.4.7).
An indication from the RR sublayer that the ciphering mode setting procedure is completed, or reception of aCM
SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

In UMTS, the network decides if the security mode control procedure shall be invoked (see section 8.1.10 in 3GPPTS
25.331). Anindication from the RR sublayer that the security mode control procedure is completed, or reception of a
CM SERVICE ACCEPT message, shall be treated as a service acceptance indication by the mobile station.

The MM connection re-establishment is completed, timer T3230 shall be stopped, all CM entities associated with the
re-establishment shall be informed, and MM sublayer state MM CONNECTION ACTIVE isre-entered. All the MM
connections are considered to be active.

If the network cannot associate the re-establishment request with any existing call for that mobile station, aCM
SERVICE REJECT message is returned with the reject cause:

#38 "call cannot be identified"

If call re-establishment cannot be performed for other reasons, a CM SERVICE REJECT isreturned, the appropriate
reject cause may be any of the following (see annex G):

#4  "IMSI unknowninVLR";

#6 "illegd ME";

#17  "network failure";

#22  "congestion";

#32  "service option not supported"”;

#34  "service option temporarily out of order".

Whatever the reject cause amobile station receiving a CM SERVICE REJECT as aresponse to the CM RE-
ESTABLISHMENT REQUEST shall stop T3230, release all MM connections and proceed as described in section
4.5.3.1. In addition:

- if cause value #4 is received, the mobile station deletes any TMSI, LAl and ciphering key sequence number in
the SIM, changes the update statusto NOT UPDATED (and storesit in the SIM according to section 4.1.2.2),
and enters the MM sublayer state WAIT FOR NETWORK COMMAND. If subsequently the RR connectionis
released or aborted, this will force the mobile station to initiate a normal location updating). The CM re-
establishment request shall not be memorized during the location updating procedure.

- if cause value #6 is received, the mobile station deletes any TMSI, LAl and ciphering key sequence number in
the SIM, changes the update status to ROAMING NOT ALLOWED (and storesit in the SIM according to
section 4.1.2.2), and enters the MM sublayer state WAIT FOR NETWORK COMMAND. The MS shall
consider the SIM asinvalid until switch-off or the SIM is removed.
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45.1.6.2 Abnormal cases
Mobile station side:
a) Random access failure or RR connection establishment failure

If the mobile station detects a random access failure or RR connection establishment failure during the re-
establishment of an MM connection, the re-establishment is aborted and all MM connections are released.

b) RR connection failure

If a RR connection failure occurs, timer T3230 is stopped, the re-establishment is aborted and all active MM
connections are released.

c) IMSI deactivation

If the IMSI deactivated during the re-establishment attempt then timer T3230 is stopped, the re-establishment is
aborted and all MM connections are rel eased.

d) T3230 expires

If T3230 expires (i.e. no response is given but a RR connection is available) the re-establishment is aborted, all
active MM connections are released and the mobile station proceeds as described in section 4.5.3.1.

€) Reject causes #96, #97, #99, #100, #111 received
The mobile station shall perform the same actions asiif timer T3230 had expired.
Network side:
a) RR connection failure

If a RR connection failure occurs after receipt of the CM RE-ESTABLISHMENT REQUEST the network shall
release al MM connections.

b) Invalid message content

Upon reception an invalid initial of message or aCM RE-ESTABLISHMENT REQUEST message with invalid
content, aCM SERVICE REJECT message shall be returned with one of the following appropriate Reject cause
indications:

#96: Mandatory information element error

#99: Information element non-existent or not implemented
#100: Conditional |E error

#111: Protocol error, unspecified

When the CM SERVICE REJECT message has been sent, the network shall release the RR connection.

45.1.7 Forced release during MO MM connection establishment

If the mobile station's CM layer initiated the MM connection establishment but the CM layer wishes to abort the
establishment prior to the completion of the establishment phase, the mobile station shall send aCM SERVICE
ABORT message any time after the completion of the RR connection and not after the first CM message (e.g. SETUP)
is sent.

If the first CM message has already been sent, the normal release procedure defined by the appropriate CM protocol
applies and the CM SERVICE ABORT shall not be sent.

Sending of the CM SERVICE ABORT message is only allowed during the establishment of the first MM connection,
where no other MM connection existsin parallel. If parallel MM connections exist already, a new connection
establishment cannot be aborted and normal MM connection release according to 4.5.3 applies after MM connection
establishment.

Upon transmission of the CM SERVICE ABORT message the mobile station shall set timer T3240 and enter the state
WAIT FOR NETWORK COMMAND, expecting the release of the RR connection.
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Upon receipt of the CM SERVICE ABORT message the network shall abort ongoing processes, rel ease the appropriate
resources, and unless another MM connection establishment is pending, initiate a normal release of the RR connection.

If the RR connection is not released within a given time controlled by timer T3240, the mobile station shall abort the
RR connection. In both cases, either after a RR connection rel ease triggered from the network side or after aRR
connection abort requested by the mobile station side the mobile station shall return to state MM IDLE; the service state
depending upon the current update status as specified in section 4.2.3.

45.2 MM connection information transfer phase

After the MM connection has been established, it can be used by the CM sublayer entity for information transfer.
According to the protocol architecture described in TS 24.007, each CM entity will have its own MM connection.
These different MM connections are identified by the protocol discriminator PD and, additionally, by the transaction
identifier TI.

All MM common procedures may be initiated at any time while MM connections are active. Except for Short Message
Control which uses a separate layer 2 low priority datalink, no priority mechanism is defined between the CM, MM
and RR sublayer messages.

45.2.1 Sending CM messages

A CM sublayer entity, after having been advised that a MM connection has been established, can request the transfer of
CM messages. The CM messages passed to the MM sublayer are then sent to the other side of the interface with the PD
and TI set according to the source entity.

4522 Receiving CM messages

Upon receiving a CM message, the MM sublayer will distribute it to the relevant CM entity according to the PD value
and Tl value. However, if the received CM message isthe first for the MM connection (identified by PD and Tl), the
MM sublayer will in addition indicate to the CM entity that anew MM connection has been established.

4.5.2.3 Abnormal cases

RR connection failure:

If the RR connection failure occurs during a RR or MM common procedure, the conseguent actions are
described together with that procedure.

In other cases, the following applies:
Mobile station:

The MM sublayer shall indicate to all CM entities associated with active MM connections that the MM
connection is interrupted, the subsequent action of the MM sublayer (call re-establishment, see 4.5.1.6, or local
release) will then depend on the decisions by the CM ertities.

Network:

The MM sublayer shall locally release al active MM connections. As an option the network may delay the

release of al or some of the MM connections to alow the mobile station to initiate call re-establishment
45.3 MM connection release

An established MM connection can be released by the local CM entity. The release of the CM connection will then be
donelocally inthe MM sublayer, i.e. no MM message are sent over the radio interface for this purpose.

4531 Release of associated RR connection

If all MM connections are released by their CM entities, the mobile station shall set timer T3240 and enter the state
WAIT FOR NETWORK COMMAND, expecting the release of the RR connection.
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In the network, if the last MM connection is released by its user, the MM sublayer may decide to release the RR

connection-by-requesting-the- RR-sublayer-according-to-section-3-5. The RR connection may be maintained by the
network, e.g. in order to establish another MM connection.

If the RR connection is not released within a given time controlled by the timer T3240, the maobile station shall abort
the RR connection. In both cases, either after a RR connection release triggered from the network side or after aRR
connection abort requested by the MS-side, the M S shall return to MM IDLE state; the service state depending upon the
current update status as specified in section 4.2.3.

45.3.2 Uplink release in a voice group call

(Only applicable for mobile stations supporting V GCS talking:)

If amobile station which isin the MM sublayer state MM CONNECTION ACTIVE (GROUP TRANSMIT MODE)
receives arequest from the GCC sublayer to perform an uplink release, the MM sublayer regquests the RR sublayer to
perform an uplink release procedure and enters the MM sublayer state RECEIVING GROUP CALL (NORMAL
SERVICE).

4.6 Receiving a MM STATUS message by a MM entity.

If the MM entity of the mobile station receivesaMM STATUS message no state transition and no specific action shall
be taken as seen from the radio interface, i.e. local actions are possible.

With the exceptions described for the responses to the CM SERVICE PROMPT message, the actions to be taken on
receivingaMM STATUS message in the network are an implementation dependent option.
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4.7.3 GPRS attach procedure

The GPRS attach procedure is used for two purposes:

- normal GPRS attach, performed by the MSto IMS] attach for GPRS services only. The normal GPRS attach
procedure shall be used by GPRS MSsin M S operation mode C, independent of the network operation mode. It
shall also be used by GPRS MSsin M S operation modes A or B if the network operatesin network operation
mode Il or Il .

- combined GPRS attach procedure, used by GPRS MSsin MS operation modes A or B to attach the IMSI for
GPRS and non-GPRS services provided that the network operates in network operation mode |.

With a successful GPRS attach procedure a GMM context is established.

Section 4.7.3.1 describes the GPRS attach procedure to attach the IMSI only for GPRS services. The combined GPRS
attach procedure used to attach the IMSI for both GPRS and non-GPRS services is described in section 4.7.3.2.

If an IMSI attach for non-GPRS servicesis requested and a GMM context exists, the routing area updating procedure
shall be used as described in section 4.7.5.2.

To limit the number of subsequently rejected attach attempts, a GPRS attach attempt counter is introduced. The GPRS
attach attempt counter shall be incremented as specified in section 4.7.3.1.5. Depending on the value of the GPRS
attempt counter, specific actions shall be performed. The GPRS attach attempt counter shall be reset when:

the MSis powered on;

aSIM isinserted;

a GPRS attach procedure is successfully completed; or

acombined GPRS attach procedure is completed for GPRS services only with cause #2, #16, #17 or #22

a GPRS attach procedure is completed with cause #11, #12 or #13,

and additionally when the MSisin substate ATTEMPTING-TO-ATTACH:
- expiry of timer T3302;

- anew routing areais entered; or

- anattach istriggered by CM sublayer requests.

The mobile equipment shall contain alist of “forbidden location areas for roaming”, aswell asalist of “forbidden
location areas for regional provision of service”. The handling of these listsis described in section 4.4.1; the same lists
are used by GMM and MM procedures.

4.7.3.1 GPRS attach procedure for GPRS services
The GPRS attach procedure isa GMM procedure used by GPRS MSsto IM S| attach for GPRS services.

The attach type information element shall indicate “ GPRS attach”.

47.3.1.1 GPRS attach procedure initiation

In state GMM-DEREGISTERED, the MS initiates the GPRS attach procedure by sending an ATTACH REQUEST
message to the network, starts timer T3310 and enters state GMM-REGISTERED-INITIATED.

The MS shall include avalid P-TMSI, if any is available, the P-TMSI signature associated with the P-TM S| and the
routing area identity associated with the P-TMSI inthe ATTACH REQUEST message. If thereisno valid P-TMSI
available, the IMS| shall be included instead of the P-TM S| and P-TMSI signature.

The MS capable both UMTS and GSM or only GSM system shall also indicate within the DRX parameters whether it
supports the split pg cycle option on CCCH. The optional support of the split pg cycle on CCCH by the network is
indicated in SI13 or PSI1. Split pg cycle on CCCH is applied by both the network and the M S when the split pg cycle
option is supported by both (see GSM 05.02).
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4.7.3.1.2 GMM common procedure initiation

The network may initiate GMM common procedures, e.g. the GMM identification and GMM authentication and
ciphering procedure, depending on the received information such as IMSI, CKSN, old RAI, P-TMSI and P-TM S
signature.

4.7.3.1.3 GPRS attach accepted by the network
If the GPRS attach request is accepted by the network, an ATTACH ACCEPT message is sent to the M S.

The P-TMSI reallocation may be part of the GPRS attach procedure. The P-TMSI that shall be allocated isthen
included in the ATTACH ACCEPT message together with the routing area identifier. The network shall, in this case,
change to state GMM-COMMON-PROCEDURE-INITIATED and shall start timer T3350 as described in section
4.7.6. Furthermore, the network may assign a P-TMSI signature for the GMM context which isthen also included in the
ATTACH ACCEPT message. If the LAl or PLMN identity that has been transmitted in the ATTACH ACCEPT
message is a member of any of the “forbidden” lists, any such entry shall be deleted. Additionally, the network shall
include the radio priority level to be used by the MS for mobile originated SM S transfer in the ATTACH ACCEPT

message.

The MS, receiving an ATTACH ACCEPT message, stores the received routing area identification, stopstimer T3310,
reset the GPRS attach attempt counter, reset the routing area updating attempt counter, enters state GMM-
REGISTERED and sets the GPRS update status to GU1 UPDATED.

If the message containsa P-TMSI, the MS shall use this P-TM S| as the new temporary identity for GPRS services. In
this case, an ATTACH COMPLETE message is returned to the network. The MS shall delete its old P-TM S| and shall
store the new one. If no P-TMSI has been included by the network inthe ATTACH ACCEPT message, the old P-
TMS, if any available, shall be kept.

If the message contains a P-TMSI signature, the M S shall use this P-TMSI signature as the new temporary signature for
the GMM context. The MS shall deleteits old P-TMSI signature, if any is available, and shall store the new one. If the
message contains no P-TMSI signature, the old P-TMSI signature, if available, shall be deleted.

The network receiving an ATTACH COMPLETE message stops timer T3350, changes to GMM-REGISTERED state
and considersthe P-TMSI sent inthe ATTACH ACCEPT message as valid.

4.7.3.1.4 GPRS attach not accepted by the network

If the attach request cannot be accepted by the network, an ATTACH REJECT message is transferred to the MS. The
MS receiving the ATTACH REJECT message stops timer T3310 and takes one of the following actions depending
upon the regject cause:

#3(lllega MS); or
#6 (Illegal ME)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall storeit according
to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAl and GPRS ciphering key sequence
number. The new GMM stateis GMM-DEREGISTERED. The SIM shall be considered asinvalid for GPRS
services until switching off or the SIM is removed.

If the MSisIMSI attached viaMM procedures, the M S shall in addition set the update statusto U3
ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new
MM stateis MM IDLE. The SIM shall be considered as invalid also for non-GPRS services until switching
off or the SIM is removed.

# 7 (GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall storeit according
to section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is
removed. The new stateis GMM-DEREGISTERED.

#8 (GPRS services and non-GPRS services not allowed)
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#12
#13

4 3G aa.bbb Version x.y.z(YYYY-MM)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to
section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The new GMM stateis GMM-DEREGISTERED. The new MM stateisMM IDLE.

The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and
ciphering key sequence number. The SIM shall be considered as invalid for GPRS and non-GPRS services
until switching off or the SIM is removed.

(PLMN not allowed)
(Location area not allowed); or
(Roaming not allowed in this location area)

The MS shall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number stored,
shall set the GPRS update statusto GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2), shall reset the GPRS attach attempt counter and shall change to state GMM-
DEREGISTERED.

If the MSisIMSI attached viaMM procedures, the M S shall in addition set the update statusto U3
ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. and shall
reset the location update attempt counter. The new MM stateis MM IDLE.

The MS shall store the LAI or the PLMN identity in the appropriate forbidden lit, i.e. in the “forbidden
PLMN list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause
#12 or inthe list of “forbidden location areas for roaming” for cause #13. If cause #11 or #13 was received,
the MS shall perform a PLMN selection instead of a cell selection.

Other values are considered as abnormal cases. The specification of the MS behaviour in those casesis specified in
section 4.7.3.1.5.

4.7.3.1.5 Abnormal cases in the MS

The following abnormal cases can be identified:

a) Access barred because of access class control

The GPRS attach procedure shall not be started. The M S stays in the current serving cell and applies normal cell
reselection process. The GPRS attach procedure is started as soon as possible, i.e. when access is granted or
because of acell change.

b) Lower layer failure before the ATTACH ACCEPT or ATTACH REJECT message is received

The procedure shall be aborted. The MS shall proceed as described below.

¢) T3310 time-out

On the first expiry of the timer, the MSreset and restart timer T3310 and shall retransmit the ATTACH

REQUEST message. Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3310, the
GPRS attach procedure shall be aborted and the M S shall proceed as described below.

d) ATTACH REJECT, other causes than those treated in section 4.7.3.1.4
The MS shall proceed as described below.

€) Change of cell within the same RA(GSM only)

If acell change occurs within the same RA when the MSisin state GMM-REGISTERED-INITIATED, then the

cell update procedure shall be performed before completion of the attach procedure.

f) Change of cell into a new routing area

If acell change into anew routing area occurs before an ATTACH ACCEPT or ATTACH REJECT message

has been received, the GPRS attach procedure shall be aborted and re-initiated immediately. If arouting area
border is crossed when the ATTACH ACCEPT message is received but before an ATTACH COMPLETE
message is sent, the GPRS attach procedure shall be aborted and the routing area updating procedure shall be
initiated. If aP-TMSI was allocated during the GPRS attach procedure, this P-TM S| shall be used in the
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routing area updating procedure. If aP-TMSI signature was allocated together with the P-TMSI during the
GPRS attach procedure, this P-TMSI signature shall be used in the routing area updating procedure.

0) Mobile originated detach required

If the MSisin state GMM-REGISTERED-INITIATED, the GPRS attach procedure shall be aborted and the
GPRS detach procedure shall be performed (see 4.7.4.1).

h) Procedure collision

If the MSreceives a DETACH REQUEST message from the network in state GMM-REGISTERED-
INITIATED, the GPRS detach procedure shall be progressed and the GPRS attach procedure shall be
aborted. If the cause IE, in the DETACH REQUEST message, indicated a “reattach request”, the GPRS
attach procedure shall be progressed and the DETACH REQUEST message shall be ignored.

In cases b, c and d the MS shall proceed as follows. Timer T3310 shall be stopped if still running. The GPRS attach
attempt counter shall be incremented.

If the GPRS attach attempt counter islessthan 5:

- timer T3311 is started and the state is changed to GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH.

If the GPRS attach attempt counter is greater than or equal to 5:

- theMSshall delete any RAI, P-TMSI, P-TMSI signature, and GPRS ciphering key sequence number, shall set
the GPRS update status to GU2 NOT UPDATED, shall start timer T3302. The state is changed to GMM-
DEREGISTERED.. ATTEMPTING-TO-ATTACH or optionally to GMM-DEREGISTERED.PLMN-SEARCH
(see4.2.4.1.2).

- InUMTS, in case c the MS shall release the PS signaling connectionresoureesinthelower layers and in case d
the network shall release the resources inthelowerlayersPS signaling connection for thisM S (see TS 25.331).

47.3.1.6 Abnormal cases on the network side

The following abnormal cases can be identified:
a) Lower layer failure

If alow layer failure occurs before the message ATTACH COMPLETE has been received from the MS and a new
P-TMSI (or anew P-TMSI and anew P-TMSI signature) has been assigned, the network shall consider both the
old and new P-TMSI each with its corresponding P-TM Sl-signature as valid until the old P-TM S| can be
considered asinvalid by the network (see section 4.7.1.5) and shall not resent the message ATTACH ACCEPT.
During this period the network may:

- usetheidentification procedure followed by a P-TM S| reallocation procedure if the old P-TMS! is used by
the MS in a subsequent message.

b) Protocol error

If the ATTACH REQUEST message is received with a protocol error, the network shall return an ATTACH
REJECT message with one of the following reject causes:

#96: Mandatory information element error;
#99: Information element non-existent or not implemented;
#100: Conditiona IE error;
#111: Protocol error, unspecified.
¢) T3350 time-out

On the first expiry of the timer, the network shall retransmit the ATTACH ACCEPT message and shall reset and
restart timer T3350.

Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3350, the GPRS attach procedure shall
be aborted. If anew P-TMSI or anew P-TMSI together with a new P-TM S| signature were allocated in the
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ATTACH ACCEPT message, the network shall consider both the old and new P-TMSI each together with the
corresponding P-TM S| signatures as valid until the old P-TMSI can be considered asinvalid by the network (see
section 4.7.1.5). During this period the network acts as specified for case a.

d.1) ATTACH REQUEST received

- If one or more of the information elementsin the ATTACH REQUEST message differ from the ones received
within the previous ATTACH REQUEST message, the previously initiated GPRS attach procedure shall be
aborted and the new GPRS attach procedure shall be progressed, or

- If no information element differ, then the ATTACH ACCEPT message shall be resent.

d.2) More than one ATTACH REQUEST received and no ATTACH ACCEPT or ATTACH REJECT
message has been sent

- If one or more of the information elementsin the ATTACH REQUEST message differs from the ones
received within the previous ATTACH REQUEST message, the previoudly initiated GPRS attach procedure
shall be aborted and the new GPRS attach procedure shall be progressed ;

- If the information elements do not differ, then the network shall continue with the previous attach procedure
and shall not treat any further this ATTACH REQUEST message.

€) ATTACH REQUEST received in state GMM-REGISTERED

If an ATTACH REQUEST messageis received in state GMM-REGISTERED the network may initiate the GMM
common procedures; if it turned out that the ATTACH REQUEST message was send by an M S that has already
been attached, the GMM context and PDP contexts, if any, are deleted and the new ATTACH REQUEST is
progressed.

f) ROUTING AREA UPDATE REQUEST message received before ATTACH COMPLETE message.

Timer T3350 shall be stopped. The allocated P-TM S| shall be considered as valid and the routing area updating
procedure shall be progressed as described in section 4.7.5.

MS Network
ATTACH REQUEST
Start T3310 >
ATTACH ACCEPT If P-TMSI and/or
StopT3310 TMS! allocated
Start T3350
If P-TMSI and/or ATTACH COMPLETE
TMSladlocated ——— -~ —" """ " T - - - - - ———— - —> Stop T3350
............................................................ Or....
ATTACH REQUEST
Start T3310 >
Stop TE310 ) ATTACH REJECT

Figure 4.7.3/1 TS 24.008: GPRS attach procedure and combined GPRS attach procedure

4.7.3.2 Combined GPRS attach procedure for GPRS and non-GPRS services

The combined GPRS attach procedure isa GMM procedure used by a GPRS M S operating in MS operation modes A
or B for IMSI attach for GPRS and non-GPRS services if the network operates in network operation mode |:.
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If a GPRS M S operating in MS operation modes A or B is already attached for non-GPRS services by use of the MM
specific IMSI attach procedure, but additionally wishes to perform an IMSI attach for GPRS services, the combined
GPRS attach procedure shall also be used.

The attach type information element shall indicate “combined GPRS attach”. In this case, the messages ATTACH
ACCEPT, ATTACH COMPLETE, and ATTACH REJECT used by the combined GPRS attach procedure carry
information for both the GPRS and the non-GPRS services.

4.7.3.2.1 Combined GPRS attach procedure initiation

If theMSisin GMM state GMM-DEREGISTERED and in MM state MM IDLE, the MSiinitiates the combined GPRS
attach procedure by sending an ATTACH REQUEST message to the network, startstimer T3310 and enters state
GMM-REGISTERED-INITIATED and MM LOCATION UPDATING PENDING.

The MS shall include avalid P-TMSI, if available, the P-TM SI signature associated with the P-TMSI and the routing
areaidentity associated with the P-TMSI inthe ATTACH REQUEST message. If thereisno valid P-TMSI available,
the IMSI shall be included instead of the P-TMSI and P-TM S| signature. Furthermore the M S shall include the TMSI
status |E if no valid TMSI is available.

4.7.3.2.2 GMM Common procedure initiation

The network may initiate GMM common procedures, e.g. the GMM identification and GMM authentication and
ciphering procedure, depending on the received information such as IMSI, CKSN, old RAI, P-TMSI and P-TM S
signature.

4.7.3.2.3 Combined GPRS attach accepted by the network

Depending on the value of the attach result | E received in the ATTACH ACCEPT message, two different cases can be
distinguished:

Casel) Theattachresult IE valueindicates“combined GPRS attach”: IM S| attach for GPRS and hon-GPRS
services have been successful.

Case2) Theattachresult IE valueindicates“GPRS only”: IMSI attach for GPRS services has been successful but
IMSI attach for non-GPRS services has not been successful.

4.7.3.23.1 Combined attach successful for GPRS and non-GPRS services

The description for IMSI attach for GPRS services as specified in section 4.7.3.1.3 shall be followed. In addition, the
following description for IMSI attach for non-GPRS services applies.

The TMSI reallocation may be part of the combined GPRS attach procedure. The TM S| alocated is then included in
the ATTACH ACCEPT message together with the location areaidentification (LAI). The network shall, in this case,
change to state GMM-COMM ON-PROCEDURE-INITIATED and shall start timer T3350 as described in section
4.7.6.

The MS, receiving an ATTACH ACCEPT message, stores the received location area identification, stops timer T3310,
reset the location update attempt counter and sets the update statusto U1 UPDATED. If the message contains an IMSI,
the mobile station is not allocated any TMSI, and shall delete any TM S| accordingly. If the message containsa TM S,
the MS shall use this TM S| as the new temporary identity. The MS shall delete its old TM S| and shall store the new
TMSI. Inthiscase, an ATTACH COMPLETE message is returned to the network. If neither aTM S| nor an IMSI has
been included by the network in the ATTACH ACCEPT message, the old TMSI, if any available, shall be kept. The
new MM state is MM IDLE, the new GMM stateis GMM-REGISTERED.

Any timer used for triggering the location update procedure (e.g T3211, T3212) shall be stopped if running.

The network receiving an ATTACH COMPLETE message stops timer T3350, changes to state GMM-REGISTERED
and considers the new TM S asvalid.

4.7.3.2.3.2 Combined attach successful for GPRS services only

The description for IMSI attach for GPRS services as specified in section 4.7.3.1.3 shall be followed. In addition, the
following description for IMSI attach for non-GPRS services applies.
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The MSreceiving the ATTACH ACCEPT message takes one of the following actions depending on the reject cause:
#2(IMS| unknown in HLR)

The MS shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and
ciphering key sequence number. The new MM stateis MM IDLE. The SIM shall be considered asinvalid for
non-GPRS services until switching off or the SIM is removed.

#16 (MSC temporarily not reachable)
#17 (Network failure); or
#22 (Congestion)

The MS shall change to state GMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. Timer T3310 shall be
stopped if still running. The routing area updating attempt counter shall be incremented.

If the routing area updating attempt counter is less than 5, and the stored RAI is equal to the RAI of the current
serving cell and the GMM update statusis equal to GU1 UPDATED:

- the MS shall keep the GMM update status GU1 UPDATED and changes state to GMM-
REGISTERED.ATTEMPTING-TO-UPDATE-MM. The MS shall start timer T3311. When timer T3311
expires the combined routing area update procedure indicating “combined RA/LA updating with IMS]
attach” istriggered again.

If the routing area updating attempt counter is greater than or equal to 5:

- the MSshall start timer T3302 and shall change to state GMM-REGISTERED.ATTEMPTING-TO-
UPDATE-MM;

- aGPRS M S operating in MS operation mode A shall then proceed with appropriate MM specific procedure; a
GPRS MS operating in MS operation mode B may then proceed with appropriate MM specific procedures. The MM
sublayer shall act asin network operation mode |1 as long as the combined GMM procedures are not successful and no
new RA isentered. The new MM state is IDLE.Other values are considered as abnormal cases. The combined attach
procedure shall be considered as failed for GPRS and non-GPRS services. The behaviour of the MSin those casesis
specified in section 4.7.3.2.5.

4.7.3.2.4 Combined GPRS attach not accepted by the network

If the attach request can neither be accepted by the network for GPRS nor for non-GPRS services, an ATTACH
REJECT messageistransferred to the MS. The MS receiving the ATTACH REJECT message stops timer T3310 and
takes one of the following actions depending upon the reject cause:

#3 (Illegd MS);
#6 (Illegal ME); or
#8 (GPRS services and non-GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (shall store it according to section
4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAl and GPRS ciphering key sequence number. The
new GMM stateis GMM-DEREGISTERED. The new MM stateisMM IDLE.

The MS shall set the update status to U3 ROAMING NOT ALLOWED, shall delete any TMSI, LAI and ciphering
key sequence number. The SIM shall be considered as invalid for GPRS and non-GPRS services until switching
off or the SIM is removed.

#7 (GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed.
The new GMM state is GMM-DEREGISTERED; the MM stateis MM IDLE. A GPRS MS operatingin MS
operation mode A shall then perform an IM S| attach for non-GPRS services by use of the MM IM S| attach
procedure; a GPRS M S operating in M S operation mode B shall then perform an IMSI attach for non-GPRS
services by use of the MM IM S| attach procedure.
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#11 (PLMN not alowed);
#12 (Location area not allowed); or
#13 (Roaming not allowed in this location area).

The MS shall delete any RAI, P-TM S|, P-TMSI signature and GPRS ciphering key sequence number stored, shall
set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section
4.1.3.2), shall reset the routing area updating attempt counter and reset the GPRS attach attempt counter and
changesto state GMM-DEREGISTERED. The M S shall set the update status to U3 ROAMING NOT
ALLOWED, reset the location update attempt counter and shall delete any TMSI, LAI and ciphering key
sequence number. The new MM stateisMM IDLE.

The MS shall storethe LAI or the PLMN identity in the appropriate forbidden lit, i.e. in the “forbidden PLMN list”
for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in the
list of “forbidden location areas for roaming” for cause #13. If cause #11 or #13 was received, the MS shall
perform a PLMN selection instead of a cell selection.

Other values are considered as abnormal cases. The specification of the MS behaviour in those casesis specified in
section 4.7.3.2.5.

4.7.3.2.5 Abnormal cases in the MS
The abnormal cases specified in section 4.7.3.1.5 apply with the following modification:
If the GPRS attach attempt counter isless than 5, the MM state remains MM LOCATION UPDATING PENDING.

If the GPRS attach attempt counter is incremented according to section 4.7.3.1.5 the next actions depend on the
Location Area ldentities (stored on SIM and the one of the current serving cell) and the value of the attach attempt
counter:

— if the update statusis UL UPDATED, and the stored LAI is equal to the one of the current serving cell and the
attach attempt counter is smaller than 5, then the mobile station shall keep the update status to U1 UPDATED,
the new MM state is MM IDLE substate NORMAL SERVICE; or

— if the update status is different from U1 UPDATED, or the stored LA is different from the one of the current
serving cell, or the attach attempt counter is greater or equal to 5, then the mobile station shall delete any LA,
TMSI, ciphering key sequence number stored in the SIM and set the update statusto U2 NOT UPDATED. The
new MM stateisMM IDLE substate ATTEMPTING TO UPDATE.

47.3.2.6 Abnormal cases on the network side

The abnormal cases specified in section 4.7.3.1.6 apply with the exceptions for cases aand c in which in addition to the
P-TMSI and P-TMSI signature the old TM S| shall be considered occupied until the new TMS| is used by the MSin a

subsequent message.
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4.7.1.6

In the following tables bel ow the abbreviations ' GSM I’, ‘GSM 11’ and ‘GSM |11’ are used for network

Change of network mode of operation

operation mode |, Il and I11 in GSM.

In the following tables below the abbreviations ' UMTS|’ and ‘UMTSII’ are used for network operation

modes| and Il in UMTS.

4.7.1.6.1 Change of network mode of operation in GSM (GSM only)

Whenever an MS moves to a new RA, the procedures executed by the MS depend on the network mode

of operation in the old and new routing area.

In case the MSisin state GMM-REGISTERED or GMM-ROUTING-AREA-UPDATING-INITIATED
and isin operation mode:

a) Aor B (with the exceptionsin b and ¢ below), the MS shall execute:

Table 4.7.1.6.1/TS 24.008: Mode Aor B

Network operation mode
change

Procedure to execute

I - Horl - 1l

Normal Location Update(*),
followed by a Normal Routing Area Update

I = Mlorll - 1l

Normal Location Update (see section 4.2.2),
followed by a Normal Routing Area Update

I - lorlll - |

Combined Routing Area Update with IMSI attach

b) B which revertsto operation mode C in network operation mode |11, the MS shall execute:

Table 4.7.1.6.2/TS 24.008: Mode B which reverts into mode C in network operation mode lll

Network operation mode
change

Procedure to execute

I =1l

Normal Location Update(*),
followed by a Norma Routing Area Update

I - 1l orll - 1l IMSI Detach (see section 4.3.4),
followed by a Normal Routing Area Update
I - Torlll - | Combined Routing Area Update with IMSI attach

I -1

IMSI attach (see section 4.4.3),
followed by a Normal Routing Area Update

¢) Bwhichrevertsto IMS attached for CS services only in network operation mode 111, the MS

shall execute:




Table 4.7.1.6.3/TS 24.008: Mode B which reverts into IMSI attached for CS services only in
network operation mode Il

Network operation mode | Procedure to execute
change
I - 1 Normal Location Update(*),
followed by a Norma Routing Area Update
I = 1l Normal Location Update(*),
followed by a GPRS Detach with type indicating “GPRS Detach”
I 1 Normal Location Update (see section 4.2.2),
followed by a GPRS Detach with detach type indicating “ GPRS Detach”
I - | Combined Routing Area Update with IMSI attach
I -1 Combined GPRS Attach
I -1l Normal Location Update (see section 4.2.2),
followed by a Normal GPRS Attach

(*) Intended to remove the Gs association in the MSC/VLR.

Further details are implementation issues.

4.7.1.6.2 Change of network mode of operation in UMTS (UMTS only)

Whenever an MS movesto anew RA, the procedures executed by the M'S depend on the network mode
of operation in the old and new routing area.

In casethe MSiisin state GMM-REGISTERED or GMM-ROUTING-AREA-UPDATING-INITIATED
and isin operation mode A, the M S shall execute:

Table 4.7.1.6.4/TS 24.008: Mode A

Network operation mode | Procedure to execute
change
[ Normal Location Update(*),
followed by a Normal Routing Area Update
1= | Combined Routing Area Update with IMSI attach

(*) Intended to remove the Gs association in the MSC/VLR.

Further details are implementation i ssues.

4.7.1.6.3 Change of network mode of operation at UMTS to GSM inter-system change

Whenever an MS moves to a new RA supporting the GSM radio interface, the procedures executed by
the M S depend on the network mode of operation in the old and new routing area.

Whenever an MS moves to a new cell suporting the GSM radio interface within the same RA, the
selective procedures as specified in section 4.7.5 apply.




In casethe MSiisin state GMM-REGISTERED or GMM-ROUTING-AREA-UPDATING-INITIATED
and is in operation mode:

a) A inUMTS, an MSthat changes to GPRS operation mode A or B in GSM shall execute:

Table 4.7.1.6.5/TS 24.008: Mode A in UMTS changing to GPRS
mode A or B in GSM

Network operation mode | Procedure to execute

change
UMTSI - GSM | Combined Routing Area Update
UMTSII - GSM | Combined Routing Area Update with IMSI attach

UMTSI — GSM Il or Normal Location Update(*),
UMTSI - GSM II1 followed by a Normal Routing Area Update

b) AinUMTS, an MSthat changes due to M S specific characteristics to GPRS operation mode C in
network operation mode I11 in GSM shall execute:

Table 4.7.1.6.6/TS 24.008: Mode A in UMTS changing to GPRS
mode C in GSM

Network operation mode | Procedure to execute

change

UMTSI| = GSM Il or IMSI detach (see section 4.3.4),

UMTSII - GSM 111 followed by a Normal Routing Area Update

¢) AInUMTS, an MSthat changes due to M S specific characteristicsto IMS| attached for CS
servicesonly in network operation mode l11 in GSM shall execute:

Table 4.7.1.6.7/TS 24.008: Mode A in UMTS changing to IMSI
attached for CS services only in GSM

Network operation mode | Procedure to execute

change

UMTSI - GSM Il or Normal Location Update (see section 4.4.1),

UMTSII = GSM I11 followed by a GPRS Detach with detach type indicating “GPRS
Detach”

e)d) CinUMTS, the MS shall change to GPRS operation mode C in GSM and shall execute the
normal Routing Area Update procedure

€) CSinUMTS, the MS shall execute the normal Location Update procedure

(*) Intended to remove the Gs association in the MSC/VLR.

Further details are implementation issues.




4.7.1.6.4 Change of network mode of operation at GSM to UMTS inter-system change

Whenever an MS moves to a new RA supporting the UMTS radio interface, the procedures executed by
the M S depend on the network mode of operation in the old and new routing area.

Whenever an MS moves to a new cell supporting the UMTS radio interface whithin the same RA, the
sel ective procedures as specified in section 4.7.5 apply.

In casethe MSisin state GMM-REGISTERED or GMM-ROUTING-AREA-UPDATING-INITIATED
and is in operation mode:

a) AorBinGSM, the MS shall change to operation mode A in UMTS and shall execute:

Table 4.7.1.6.8/TS 24.008: Mode A or B in GSM changing to _mode

Ain UMTS
Network operation mode Procedure to execute
change
GSM | - UMTSI Combined Routing Area Update

GSM Il - UMTSI

Combined Routing Area Update with IMSI attach

GSM | - UMTSII

Normal Location Update(*),
followed by a Normal Routing Area Update

GSM Il - UMTSII or

Normal Location Update,

GSM Il - UMTSII

followed by a Normal Routing Area Update

b) CinGSM, an MSthat changes to operation mode C in UMTS shall execute a Normal Routing Area

Update.

¢) CinGSM, an MSthat, due to M S specific characteristics operated in GPRS operation mode C in

network operation mode 111 in GSM changes to operation mode A in UMTS shall execute:

Table 4.7.1.6.9/TS 24.008: Mode C changing to mode A in UMTS

Network operation mode

Procedure to execute

change

GSM Il - UMTSI

Combined Routing Area Update with IMSI attach

GSM Il - UMTSII

IMSI attach (see section 4.4.3),

Followed by a Normal Routing Area Update

d) IMSI attached for non-GPRS services only, an M S that, due to M S specific characteristics, operated
in_network operation mode 11 in GSM and changes to operation mode A in UMTS shall execute:

Table 4.7.1.6.10/TS 24.008: IMSI _attached for non-GPRS services
only changing to mode A in UMTS

Network operation mode | Procedure to execute

change




GSM Il - UMTSI

Combined GPRS Attach for GPRS and non-GPRS services

GSM Il - UMTSII

GPRS Attach

(*) Intended to remove the Gs association in the MSC/VLR.

Further details are implementation issues.
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4.7.4  GPRS detach procedure
The GPRS detach procedure is used:

- todetach the IMSI for GPRS services only. Independent of the network operation mode, this procedure is used
by al kind of GPRS M Ss;

- asacombined GPRS detach procedure used by GPRS M Ss operating in MS operation mode A or B to detach
the IMSI for GPRS and non-GPRS services or for non-GPRS services only, if the network operates in network
operation mode |; or

- inthe case of anetwork failure condition to indicate to the M S that a re-attach with successive activation of
previously active PDP contexts shall be performed.

After completion of a GPRS detach procedure or combined GPRS detach procedure for GPRS and non-GPRS services
the GMM context is released.

The GPRS detach procedure shall be invoked by the MS if the MSis switched off, the SIM card is removed from the

MS or if the GPRS or non-GPRS capability of the MSis disabled. The procedure may be invoked by the network to
detach the IMSI for GPRS services. The GPRS detach procedure causes the M S to be marked asinactive in the network
for GPRS services, non-GPRS services or both services.

In GSM, if the GPRS detach procedure is performed, the PDP contexts are deactivated locally without peer to peer
signalling between the SM and LL C entitiesin the MS and the network.

In UMTS, if the GPRS detach procedure is performed, the PDP contexts are deactivated locally without peer to peer
signalling between the SM entities in the M S and the network.

4.7.4.1 MS initiated GPRS detach procedure

47.4.1.1 MS initiated GPRS detach procedure initiation

The GPRS detach procedureisinitiated by the MS by sending a DETACH REQUEST message. The detach type
information element may indicate “GPRS detach with switching off”, “GPRS detach without switching off”, “IMSI
detach”, “GPRS/IMSI detach with switching off” or “GPRS/IMSI detach without switching off”.

The M S shall include the P-TMSI in the DETACH REQUEST message. The MS shall also include avalid P-TMSI
signature, if available.

If the MSis not switched off, timer T3321 shall be started after the DETACH REQUEST message has been sent. If the
detach type information element value indicates “IM S| Detach” the MS shall enter GMM-REGISTERED.IM S| -
DETACH_INITIATED, otherwise the MS shall enter the state GMM-DEREGISTERED-INITIATED. If the detach
type information element value indicates “IM S| Detach” or “GPRS/IMS| Detach”, state MM IMSI DETACH
PENDING is entered

| «If the detach type information element value indicates “ GPRS detach without switching off ” and the MS is attached
for GPRS and non-GPRS services and the network operates in network operation mode |, then if in the M S the timer
T3212 is not already running, the timer T3212 shall be set to itsinitial value and restarted after the DETACH
REQUEST message has been sent.

4.7.4.1.2 MS initiated GPRS detach procedure completion for GPRS services only

When the DETACH REQUEST message is received by the network, the network shall send aDETACH ACCEPT
message to the MS, if the detach cause | E value indicates that the detach request has not been sent due to switching off.
If switching off was indicated, the procedure is completed when the network receivesthe DETACH REQUEST
message. The network and the M S shall deactivate the PDP contexts and deactivate the logical link(s), if any.

The MSis marked asinactive in the network for GPRS services; state GMM-DEREGISTERED is entered in the MS
and the network.

In UMTS, if the detach has been sent due to switching off, then the network shall release the resources in the lower
layersfor thisMS (see TS 25.331).
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NOTE: Whenthe DETACH REQUEST message is received by the network, and if the detach cause |E value
indicates that the detach is not due to power off, the authentication and ciphering procedure as well as the
identification procedure may be performed.

47.4.1.3 MS initiated combined GPRS detach procedure completion

When the DETACH REQUEST message is received by the network, a DETACH ACCEPT message shall be sent to the
MS, if the detach cause | E value indicates that the detach request has not been sent due to switching off. Depending on
the value of the detach type | E the following applies:

GPRS/IMSI detach:

The MSismarked asinactive in the network for GPRS and for non-GPRS services. The network and the M S shall
deactivate the PDP contexts and deactivate the logical link(s), if any. The States GMM-DEREGISTERED and MM
NULL are entered in both the M S and the network.

In UMTS, if the detach has been sent due to switching off, then the network shall release the resources in the lower
layersfor thisMS (see TS 25.331).

IMSI detach:
The MSis marked asinactive in the network for non-GPRS services. State MM NULL isentered in the MS and the
network.

4.7.4.1.4 Abnormal cases in the MS
The following abnormal cases can be identified:
a) T3321 time-out

On the first expiry of the timer, the M S shall retransmit the DETACH REQUEST message and shall reset and restart
timer T3321. Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3321, the GPRS detach
procedure shall be aborted, the M S shall change to state:

- MM-NULL if "IMSI detach" was requested;

- GMM-REGISTERED.NORMAL-SERVICE if “IMSI Detach” was regquested

- GMM-DEREGISTERED if “GPRS detach” was requested;

- GMM-DEREGISTERED and MM-NULL if “GPRS/IMSI” detach was requested.
b) Lower layer failure before reception of DETACH ACCEPT message
The detach procedure is aborted and the MS shall change to state:

- MM-NULL if “IMSI detach” was requested;

-  GMM-REGISTERED.NORMAL-SERVICE if “IMSI Detach” was requested

- GMM-DEREGISTERED if “GPRS detach” was requested;

- GMM-DEREGISTERED and MM-NULL if “IMSI/GPRS’ detach was requested.
¢) Detach procedure collision

If the MSreceives a DETACH REQUEST message before the M S initiated GPRS detach procedure has been
completed, aDETACH ACCEPT message shall be sent to the network.

d) Detach and GMM common procedure collision
GPRS detach containing cause "power off":

- If the MSreceives amessage used in a GMM common procedure before the GPRS detach procedure has
been completed, this message shall be ignored and the GPRS detach procedure shall continue.

GPRS detach containing other causes than "power off"
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- If the MS receivesa P-TMS| REALLOCATION COMMAND, a GMM STATUS, or aGMM
INFORMATION message before the GPRS detach procedure has been completed, this message shall be
ignored and the GPRS detach procedure shall continue.

- If the MSreceivesan AUTHENTICATION AND CIPHERING REQUEST or IDENTITY REQUEST
message, before the GPRS detach procedure has been completed, the MS shall respond to it as described in
section 4.7.7 and 4.7.8 respectively.

€) Change of cell within the same RA_(GSM only)

If acell change occurs within the same RA before a DETACH ACCEPT message has been received, then the
cell update procedure shall be performed before completion of the detach procedure.

f) Change of cell into a new routing area

If acell change into a new routing area occurs before a DETACH ACCEPT message has been received, the GPRS
detach procedure shall be aborted and re-initiated after successfully performing a routing area updating

procedure.
MS Network
DETACH REQUEST
Start T3321 >
DETACH ACCEPT
Stop T3321
-------------------------------------- or at MS power SWitCh Off = «----vorerrmremrrrrre
DETACH REQUEST
Figure 4.7.4/1 TS 24.008: MS initiated GPRS detach procedure
4.7.4.2 Network initiated GPRS detach procedure
4.7.4.2.1 Network initiated GPRS detach procedure initiation

The network initiates the GPRS detach procedure by sending a DETACH REQUEST message to the M S. The network
shall start timer T3322, shall deactivate the PDP contexts and deactivate the logical link(s), if any, and shall change to
state GMM-DEREGISTERED-INITIATED. The DETACH REQUEST message shall include a detach type IE. In
addition, the network may include a cause | E to specify the reason for the detach request.

If the detach type | E indicates "re-attach required"”, the MS shall perform a new attach procedure. The MS should also
activate PDP context(s) to replace any previoudly active PDP contexts.

NOTE: In some cases, user interaction may be required and then the MS cannot activate the PDP context(s)
automatically.

4.7.4.2.2 Network initiated GPRS detach procedure completion by the MS

When receiving the DETACH REQUEST message and the detach type | E indicates “re-attach not required” or “re-
attach required”, the M S shall deactivate the PDP contexts and deactivate the logical link(s), if any. The MS shall then
send a DETACH ACCEPT message to the network and shall change state to GMM-DEREGISTERED. The M S shall,
after the completion of the GPRS detach procedure, initiate a GPRS attach procedure if indicated by the network in the
detach type |E.

A GPRS M S operating in M S operation mode A or B in network operation mode |, which receives an DETACH
REQUEST message with detach type indicating "re-attach required" or "re-attach not required” and no cause code, is
only detached for GPRS services in the network.
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When receiving the DETACH REQUEST message and the detach type |E indicates “IM S| detach”, the MS shall send a
DETACH ACCEPT message to the network.

If the detach type information element value indicates "re-attach required" or "re-attach not required” and the MSis
attached for GPRS and non-GPRS services and the network operates in network operation mode I, then if in the MS the
timer T3212 is not already running, the timer T3212 shall be set to itsinitial value and restarted.

Depending on the received cause code, the M S shall act as follows:

#2  (IMSl unknown in HLR)

The MS shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and

ciphering key sequence number. The new MM stateis MM IDLE. The SIM shall be considered asinvalid for
non-GPRS services until switching off or the SIM is removed.

A GPRS M S operating in MS operation mode A or B in network operation mode |, is still IMSI attached for
GPRS servicesin the network.
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#3  (lllega MS); or
#6 (lllegal ME)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The new GMM stateis GMM-DEREGISTERED. The SIM shall be considered asinvalid for GPRS
services until switching off or the SIM is removed.

A GPRS M S operating in MS operation mode A or B shall in addition set the update status to U3 ROAMING
NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new MM stateisMM
idle. The SIM shall be considered asinvalid also for non-GPRS services until switching off or the SIM is
removed.

#7  (GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed.
The new state is GMM-DEREGISTERED.

A GPRS M S operating in MS operation mode A or B in network operation mode |, is still IMSI attached for CS
services in the network.

#8  (GPRS services and non-GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update status to U3
ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2). Furthermore, it shall delete any
P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key sequence number and GPRS ciphering key
sequence number and shall consider the SIM asinvalid for GPRS and non-GPRS services until switching off or
the SIM isremoved.

#11 (PLMN not alowed);
#12 (Location areanot allowed); or
#13 (Roaming not alowed in thislocation area)

The MS shall delete any RAI or LAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number,
shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to section
4.1.3.2).

A GPRS MS operating in MS operation mode A or B shall in addition set the update status to U3 ROAMING
NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number. The new MM state is
MM IDLE.

The MS shall storethe LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN
list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in
the list of “forbidden location areas for roaming” for cause #13. If #11or #13 wasreceived, the MS shall
perform a PLMN selection instead of a cell selection.

Other cause values shall not impact the update status. Further actions of the M S are implementation dependent.

4.7.4.2.3 Network initiated GPRS detach procedure completion by the network

The network shall, upon receipt of the DETACH ACCEPT message, stop timer T3322 and shall change state to GMM-
DEREGISTERED.

47.4.2.4 Abnormal cases on the network side

The following abnormal cases can be identified:

a) T3322time-out
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On the first expiry of the timer, the network shall retransmit the DETACH REQUEST message and shall start timer
T3322. Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3322, the GPRS detach
procedure shall be aborted and the network changes to state GMM-DEREGISTERED.

b) Low layer failure
The GPRS detach procedure is aborted and the network changes to state GMM-DEREGISTERED.
¢) GPRS detach procedure collision

If the network receives a DETACH REQUEST message with “switching off” indicated, before the network initiated
GPRS detach procedure has been completed, both procedures shall be considered compl eted.

If the network receives a DETACH REQUEST message without “switching off” indicated, before the network
initiated GPRS detach procedure has been completed, the network shall send aDETACH ACCEPT message to
the MS.

d) GPRS detach and GPRS attach procedure collision

If the network receives an ATTACH REQUEST message before the network initiated GPRS detach procedure has
been completed, the network shall ignore the ATTACH REQUEST message, except when the detach type |IE
value, sent in the DETACH REQUEST message, indicated that the M S shall perform a GPRS attach procedure.
In this case, the detach procedure is aborted and the GPRS attach procedure shall be progressed after the PDP
contexts have been deleted.

€) GPRS detach and routing area updating procedure collision

GPRS detach containing detach type "re-attach required" or "re-attach not required”:

If the network receives a ROUTING AREA UPDATE REQUEST message before the network initiated GPRS
detach procedure has been completed, the detach procedure shall be progressed, i.e. the ROUTING AREA
UPDATE REQUEST message shall be ignored.

GPRS detach containing detach type "IM S| detach”:

If the network receives a ROUTING AREA UPDATE REQUEST message before the network initiated GPRS
detach procedure has been completed, the network shall abort the detach procedure and shall progress the
routing area update procedure.

f) GPRS detach and service request procedure collision

If the network receives a SERVICE REQUEST message before the network initiated GPRS detach procedure
has been compl eted, the network shall ignore the SERVICE REQUEST message.

MS Network

DETACH REQUEST

' S

Start T3322

DETACH ACCEPT
Stop T3322

»

Figure 4.7.4/2 TS 24.008: Network initiated GPRS detach procedure

*** New M odification ***



9.45

9.45.1

Detach request
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Detach request (mobile terminated detach)

This message is sent by the network to request the release of a GMM context. See table 9.4.5.1/TS 24.008.

Messagetype: DETACH REQUEST
Significance: dual
Direction:; network to MS
Table 9.4.5.1/TS 24.008:DETACH REQUEST message content
IEI Information Element Type/Reference Presence | Format | Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Detach request message identity | Message type M \% 1
10.4
Detach type Detach type M \% 1/2
10.5.5.5
Force to standby Force to standby M \% 1/2
10.5.5.7
25 GMM cause GMM cause (0] TV 2
10.5.5.14
94511 GMM cause

This |E shall be included in case the detach reason has to be indicated to the MS, e.g. dueto afailed IMEI check.

9.45.2

Detach request (mobile originating detach)

This message is sent by the M S to request the release of a GMM context. See table 9.4.5.2/TS 24.008.

Messagetype: DETACH REQUEST
Significance: dual
Direction: MS to network
Table 9.4.5.2/TS 24.008:DETACH REQUEST message content
IEI Information Element Type/Reference Presence | Format | Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Detach request message identity | Message type M \% 1
10.4
Detach type Detach type M \% 1/2
10.5.5.5
Spare half octet Spare half octet M \% 1/2
10.5.1.8
18 [P-TMSI Mobile identity (@] TLV 7
10.5.14
19 |P-TMSI signature P-TMSI signature (@] TLV 5
10.5.5.8
9.4.5.2.1 P-TMSI

This |E shall be included by the M S.
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9.4.5.2.2
This |E shall be included if the MS has avalid P-TMSI signature.

P-TMSI signature

9.4.6 Detach accept

9.4.6.1

This message is sent by the M S to indicate that the detach procedure has been completed. See table 9.4.6.1/TS 24.008.

Detach accept (mobile terminated detach)

Messagetype: DETACH ACCEPT
Significance: dua
Direction: MS to network
Table 9.4.6.1/TS 24.008:DETACH ACCEPT message content
IEI Information Element Type/Reference Presence | Format | Length
Protocol discriminator Protocol discriminator M \Y, 1/2
10.2
Skip indicator Skip indicator M \Y, 1/2
10.3.1
Detach accept message identity | Message type M \% 1
10.4
9.4.6.2 Detach accept (mobile originating detach)
This message is sent by the network to indicate that the detach procedure has been completed. See table 9.4.6.2/TS
24.008.
Messagetype: DETACH ACCEPT
Significance: dual
Direction: network to MS
Table 9.4.6.2/TS 24.008:DETACH ACCEPT message content
IEI Information Element Type/Reference Presence | Format | Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Detach accept message identity | Message type M \% 1
10.4
Force to standby Force to standby M \% 1/2
10.5.5.7
Spare half octet Spare half octet M \% 1/2
10.5.1.8
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4.7.8 Identification procedure

The identification procedure is used by the network to request an MSto provide specific identification parameters to
the network e.g. International Mobile Subscriber Identity, International Mobile Equipment Identity (see TS 23.003).
For the presentation of the IMEI, the requirements of GSM 02.09 apply.

4.7.8.1 Identification initiation by the network

The network initiates the identification procedure by transferring an IDENTITY REQUEST message to the MS and
starts the timer T3370. The IDENTITY REQUEST message specifies the requested identification parametersin the
identity type information element.

4.7.8.2 Identification response by the MS

An MS that has been attached to GPRS shall be ready to respond to an IDENTITY REQUEST message at any time.
Upon receipt of the IDENTITY REQUEST message the MS sends back an IDENTITY RESPONSE message. The
IDENTITY RESPONSE message shall contain the identification parameters as requested by the network.

4.7.8.3 Identification completion by the network

Upon receipt of the IDENTITY RESPONSE the network shall stop timer T3370.

4.7.8.4 Abnormal cases on the network side
The following abnormal cases can be identified:
a) Lower layer failure

Upon detection of alower layer failure before the IDENTITY RESPONSE is received, the network shall abort
any ongoing GMM procedure.

b) Expiry of timer T3370

The identification procedure is supervised by the network by the timer T3370. The network shall, on the first
expiry of the timer T3370, retransmit the IDENTITY REQUEST message and reset and restart the timer T3370.
This retransmission is repeated four times, i.e. on the fifth expiry of timer T3370, the network shall abort the
identification procedure and any ongoing GMM procedure.

¢) Callision of an identification procedure with a GPRS attach procedure

If the network receives an ATTACH REQUEST message before the ongoing identification procedure has been
completed and no GPRS attach procedure is pending on the network (i.e. no ATTACH ACCEPT/REJECT
message has still to be sent as an answer to an ATTACH REQUEST message), the network shall proceed with
the GPRS attach procedure.

d) Callision of an identification procedure with a GPRS attach procedure when the identification procedure has
been caused by a GPRS attach procedure

If the network receives an ATTACH REQUEST message before the ongoing identification procedure has been
completed and a GPRS attach procedure is pending (i.e. an ATTACH ACCEPT/REJECT message has to be sent as
an answer to an earlier ATTACH REQUEST message), then:

- If one or more of the information elementsin the ATTACH REQUEST message differs from the ones received
within the previous ATTACH REQUEST message, the network shall proceed with the GPRS attach procedure;
or

- If theinformation elements do not differ, then the network shall not treat any further thisnew ATTACH
REQUEST.

Callision of an identification procedure with an M Sinitiated GPRS detach procedure
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GPRS detach containing cause "power off":

If the network receives a DETACH REQUEST message before the ongoing identification procedure has been
completed, the network shall abort the identification procedure and shall progress the GPRS detach procedure.

GPRS detach containing other causes than " power off":

If the network receives a DETACH REQUEST message before the ongoing identification procedure has been
completed, the network shall complete the identification procedure and shall respond to the GPRS detach
procedure as described in section 4.7.4.

€) Callision of an identification procedure with a routing area updating procedure

If the network receives a ROUTING AREA UPDATE REQUEST message before the ongoing identification
procedure has been completed, the network shall progress both procedures.

f) Collision of an identification procedure with a service request procedure

If the network receives a SERVICE REQUEST message before the ongoing identification procedure has been
compl eted, the network shall progress both procedures.

MS Network
IDENTITY REQUEST

A

Start T3370
IDENTITY RESPONSE

»  Stop T3370

Figure 4.7.8/1 TS 24.008: Identification procedure

*** For |nformation ***

9.4.12 Identity request

This message is sent by the network to the M S to request submission of the M S identity according to the specified
identity type. See table 9.4.12/GSM 04.08.

Messagetype: IDENTITY REQUEST
Significance: dua

Direction: network to MS
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IEI Information Element Type/Reference Presence Format Length

Protocol discriminator Protocol discriminator M \Y 1/2
10.2

Skip indicator Skip indicator M \% 1/2
10.3.1

Identity request message identity | Message type M \% 1
10.4

Identity type Identity type 2 M \% 1/2
10.5.5.9

Force to standby Force to standby M \% 1/2
10.5.5.7

9.4.13

Identity response

This message is sent by the M S to the network in response to an identity request message providing the requested

identity. Seetable 9.4.13/GSM 04.08.

Messagetype: IDENTITY RESPONSE
Significance: dual
Direction: MS to network
Table 9.4.13/GSM 04.08: IDENTITY RESPONSE message content
IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Identity response message Message type M \% 1
identity 10.4
Mobile identity Mobile identity M LV 4-10
10.5.14
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1.7.2 General Packet Radio Service (GPRYS)

1.7.2.1 Packet services in GSM (GSM only)

For mobile stations supporting the General Packet Radio Service (GPRS), it is explicitly mentioned throughout the
technical specification if a certain procedure is applicable only for such a service and, if necessary, how mobile stations
not supporting such a service shall behave.

A GPRS M S may operate in one of the following M S operation modes, see 03.60 [74]:
- MS operation mode A;

- MS operation mode B; or

- MS operation mode C.

The MS operation mode depends on the services that the MSis attached to, i.e., only GPRS or both GPRS and non-
GPRS services, and upon the MS's capabilities to operate GPRS and other GSM services simultaneously. Mobile
stations that are capable to operate GPRS services are referred to as GPRS M Ss.

NOTE: Other GSM technical specifications may refer to the MS operation modes A, B, and C as GPRS class-A
MS, GPRS class-B MS, and GPRS class-C MS.

It should be noted that it is possible that for a GPRS M S, the GMM procedures currently described in the ETS do not
support combinations of VGCS, VBS and GPRS. The possible interactions are not studied yet.

1.7.2.2 Packet services in UMTS (UMTS only)

An MS attached to packet switched domain may operate in one of the following M S operation modes, see 23.060 [74]:

- PS/CS mode of operation; or

- PS mode of operation.

The terms ‘' PS/ICS mode of operation’ and ‘ PS mode of operation’ are not used in this specification with some
exceptions. Instead the terms ‘ M S operation mode A’ and ‘M S operation mode C’ are used.

In network operation mode | and |1 (see 23.060 [74]), an MS in PS/CS mode of operation shall use the same
procedures as for a GPRS MS operating in M S operation mode A, unlessit is explicitly stated for GSM only or

UMTSonly.

In network operation mode | and 11, an MS in PS mode of operation shall use the same procedures as for a GPRS MS
operating in M S operation mode C, unlessit is explicitly stated for GSM only or UMTS only.

NOTE: Network operation mode I11 is not applicable for UMTS, see 23.060 [74].




3GPP TSG-CN WG1 Meeting #9 Document N1-99E62
Bad Aibling, Germany, 30-3 Dec 1999 R A Ao

CHANGE REQUEST ' page for nsiuctons on howto il n this form cortcty.
24 008 CR 085 Current Version: 3.1.0

GSM (AA.BB) or 3G (AA.BBB) specification number 1 1 CR number as allocated by MCC support team
For submission to: CN#9 for approval | X strategic (for SMG
list expected approval meeting # here 1 for information non-strategic use only)

Form: CR cover sheet, version 2 for 3GPP and SMG The latest version of this form is available from: ftp://ftp.3gpp.org/Information/CR-Form-v2.doc

Proposed change affects: (U)SIM |:| ME UTRAN / Radio Core Network

(at least one should be marked with an X)

Source: Nokia Date: 99-11-12
Subject: Paging for R99
Work item: GSM/UMTS interworking
Category: F Correction Release: Phase 2

A Corresponds to a correction in an earlier release Release 96
(only one category B Addition of feature X Release 97
shall be marked C Functional modification of feature Release 98
with an X) D Editorial modification Release 99 X

Release 00

Reason for The paging description in the chapter 4.7.9 is aligned with 3GPP 23.060 specification.
change:

Clauses affected: 4.7.9

Other specs Other 3G core specifications - List of CRs:
affected: Other GSM core specifications - List of CRs:
MS test specifications - List of CRs:
BSS test specifications - List of CRs:
O&M specifications - List of CRs:
Other
comments:
help.doc

Semmmmmmen double-click here for help and instructions on how to create a CR.



2 3G aa.bbb Version x.y.z(YYYY-MM)
4.7.9 Paging procedure

4.7.9.1 Paging for GPRS services

In GSM, Ppaging is used by the network to identify the cell the MS has currently selected, or to prompt the mobile to
re-attach if necessary as aresult of network failure. If the MS is not GPRS attached when it receives a paging for GPRS
services, the MS shall ignore the paging.

InUMTS, paging is used by the network to request the establishment of PS signaling connection or to prompt the
mobile to re-attach if necessary as aresult of network failure. If the MS is not GPRS attached when it receives a paging
for GPRS services, the M S shall ignore the paging.

4.7.9.1.1 Paging for GPRS services using P-TMSI

The network shall initiate the paging procedure for GPRS services using P-TMSI when GMM signalling messages or
user datais pending to be sent to the MS while the Maobile Reachable timer is running. The network may page only
GPRS M Ss which are GMM-REGISTERED and identified by alocal P-TMSI.

To initiate the procedure the GMM entity requests the RR sublayer to start paging (see GSM 04.18chapter-3-and-, GSM
04.60 [75], 3GPP TS 25.331 and 3GPP TS 25.413) and starts timer T3313. Upon reception of a paging indication, the
MS shall respond to the paging (see GSM-3GPP TS 024.007 [20]-and-, 3GPP TS 23.060 [74], 3GPP TS 25.331 and
3GPP TS 25.413).

The network shall stop timer T3313 when a response is received from the MS. When the timer T3313 expires the
network may reinitiate paging.

In GSM, Fhethe network shall stop timer T3313 when aresponseis received from the MS and shall start the READY
timer. When the timer T3313 expires the network may reinitiate paging.

4.7.9.1.2 Paging for GPRS services using IMSI

Paging for GPRS services using IMSI is an abnormal procedure used for error recovery in the network.
The network may initiate paging using IMS! if the P-TMSI is not available due to a network failure.

To initiate the procedure the GMM entity in the network requests the RR sublayer to start paging (see GSM
04.18chapter-3, and-GSM 04.60 [75], 3GPP TS 25.331 and 3GPP TS 25.413).

Upon reception of a paging indication for GPRS services using IMSI, the MS shall locally deactivate any active PDP
contexts and locally detach from GPRS. The local detach includes deleting any RAI, P-TMSI, P-TMSI signature and
GPRS ciphering key sequence number stored, setting the GPRS update statusto GU2 NOT UPDATED and changing
state to GMM-DEREGISTERED.

After performing the local detach, the MS shall then perform a GPRS attach or combined GPRS attach procedure.
After performing the attach, a M S should activate PDP context(s) to replace any previoudly active PDP context(s).

NOTE: In some cases, user interaction may be required and then the MS cannot activate the PDP context(s)
automatically.

NOTE: The MS does not respond to the paging except with the Attach Request. Hence timer T3313 in the network
is not used when paging with IMSI.

NOTE: Paging without DRX parameters may require a considerable extension of the paging duration.

4.7.9.2 Paging for non-GPRS services

The network may initiate the paging procedure for non-GPRS services when the MSis IMSI attached for non-GPRS
services. To initiate the procedure the GMM entity requests the RR sublayer to initiate paging (see GSM 04.18chapter
3-and, GSM 04.60 [75], 3GPP TS 25.331 and 3GPP TS 25.413) for non-GPRS services. The MS identity used for
paging shall be the allocated TM S| if acknowledged by the MS, otherwise the IMSI.
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41.3.1.2.8 GMM-DEREGISTERED.SUSPENDED _(GSM only)

The MS shall enter this substate when entering dedicated mode and the M S limitations make it unable to communicate
on GPRS channels. The MS shall leave this substate when leaving dedicated mode.

*** Next M odification ***

41.3.1.3.2 GMM-REGISTERED.SUSPENDED _(GSM only)

The MS shall enter this substate when entering dedicated mode and when the M S limitations makes it unable to
communicate on GPRS channels... In this substate, no user data should be sent and no signalling information shall be
sent. The M S shall leave this substate when |eaving dedicated mode.

*** Next M odification ***

413322 GMM-REGISTERED.SUSPENDED (GSM only)

In this substate, the lower layers shall be prevented of sending user data or signalling information.

*** Next Modification ***

4.2.4.2.8 Substate, SUSPENDED_(GSM only)
TheMS:
- shall not send any user data ; and

- shall not send any signalling information.

*** Next M odification ***

42512 Substate, SUSPENDED_(GSM only)
The MS:

- shall not send any user data ;

- shall not send any signalling information; and

- shall not perform cell-updates..

*** Next M odification ***
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4.7.2 GPRS Mobility management timers and UMTS PS signalling
connection control

*** Next M odification ***

4.7.2.2  Periodic routing area updating

Periodic routing area updating is used to periodically notify the availability of the MS to the network. The procedureis
controlled in the MS by the periodic RA update timer, T3312. The value of timer T3312 is sent by the network to the
MSin the messages ATTACH ACCEPT and ROUTING AREA UPDATE ACCEPT. The value of the timer T3312
shall be unique within a RA.

In GSM, Fthe timer T3312 isreset and started with its the-initial value, when the READY timer is stopped or expires.
Thetimer T3312 is stopped and shall be set to itsinitial value for the next start when the READY timer is started. If
after aREADY timer negotiation the READY timer valueis set to zero, timer T3312 isreset and started with its the
initial value .If theinitiadl READY timer valueis zero, the timer T3312 isreset and started with itsthe-initial value,
when the ROUTING AREA UPDATE REQUEST message is transmitted.

In UMTS, the timer T3312 isreset and started with itsinitial value, when the MS goes from PMM-CONNECTED to
PMM-IDLE mode. Thetimer T3312 is stopped when the MS enters PMM-CONNECTED mode.

When timer T3312 expires, the periodic routing area updating procedure shall be started and the timer shall be set to its
initial value for the next start.

If the MSisin other state than GMM-REGISTERED.NORMAL-SERVICE when the timer expires the periodic routing
area updating procedure is delayed until the M S returns to GMM-REGISTERED.NORMAL-SERVICE.

In GSM, if the MSin M S operation mode B is in the state GMM-REGISTERED.SUSPENDED when the timer
expires the periodic routing area updating procedure is delayed until the state is | eft.

The network supervises the periodic routing area updating procedure by means of the Mobile Reachable timer. The
Mobile Reachable timer shall be longer than the periodic RA update timer. When the Mobile Reachable timer expires,
typically the network stops sending paging messages to the mobile and may take other appropriate actions.

In GSM, Fthe Mobile Reachable timer isreset and started with its the-initial value, when the READY timer is stopped
or expires. The Mobile Reachable timer is stopped and shall be set to itsinitial value for the next start when the
READY timer is started.

In GSM, if after aREADY timer negotiation the READY timer valueis set to zero the Mobile Reachable timer is reset
and started with itstheinitial value. If theinitial READY timer valueis zero, the Mobile Reachable is reset and started
with its theinitial value, when the ROUTING AREA UPDATE REQUEST message is received.

In UMTS, the Mobile Reachable timer is reset and started with itsinitial value, when the M S goes from PMM -
CONNECTED to PMM-IDLE mode. The Mobile Reachable timer is stopped when the MS enters PMM-
CONNECTED mode.

If the MSisboth IMSI attached for GPRS and non-GPRS services, and if the MS lost coverage of the registered
PLMN and timer T3312 expires, then:

a) if the MSreturnsto coveragein acell that supports GPRS and that indicates that the network isin network
operation mode |, then the M S shall either perform the combined routing area update procedure indicating
"combined RA/LA updating with IMSI attach”; or

b) if the MSreturnsto coveragein acell in the same RA that supports GPRS and that indicates that the network is
in network operation mode 1 or I11, then the MS shall perform the periodic routing area updating procedure
indicating "Periodic updating" and shall perform the periodic location updating procedure ; or

c¢) if the MSreturnsto coveragein acell that does not support GPRS, then, depending upon the LA of the cell, the
MS shall either perform the periodic location updating procedure or a normal location updating procedure. In
addition, the M S shall perform a combined routing area update procedure indicating "combined RA/LA
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updating with IMSI attach" when the MS enters a cell that supports GPRS and that indicates that the network is
in network operation mode |; or

d) if the MSreturnsto coverage in anew RA the description given in section 4.7.5 applies.

If the MSisboth IMSI attached for GPRS and non-GPRS services in a network that operates in network operation
mode |, and if the M S has camped on a cell that does not support GPRS, and timer T3312 expires, then the MS shall
start an MM location updating procedure. In addition, the MS shall perform a combined routing area update procedure
indicating "combined RA/LA updating with IMSI attach" when the MS enters a cell that supports GPRS and indicates
that the network isin operation mode |.

In GSM, Ftimer T3312 shall not be stopped when a GPRS M S enters state GMM-REGISTERED.SUSPENDED.

4.7.2.3 PMM-IDLE mode and PMM-CONNECTED mode (UMTS only)

An MS shall enter PMM-CONNECTED mode when a PS signalling connection for packet switched domainis
established between the M S and the network. The M S shall not perform periodic routing area update in PMM-
CONNECTED mode.

An MS shall enter PMM-IDLE mode when the PS signalling connection for packet switched domain between the MS
and the network has been released. The M S shall perform periodic routing area update in PMM-IDLE mode.

4.7.2.4 Handling of Force to standby in UMTS (UMTS only)

Force to standby is not applicable for UMTS.

The network shall always indicate Force to standby not indicated in the Force to standby information € ement.

The Force to standby information element shall be ignored by the MS.

*** Next M odification ***

4.7.5 Routing area updating procedure
This procedure is used for:

- normal routing area updating to update the registration of the actual routing area of an MSin the network. This
procedure is used by GPRS MSsin MS operation mode C and by GPRS MSsin MS operation modes A or B
that are IMSI attached for GPRS and non-GPRS services if the network operatesin network operation mode |1
orlll;

- combined routing area updating to update the registration of the actual routing and location area of an MSin the
network. This procedureis used by GPRS MSsin M S operation modes A or B that are IMSI attached for GPRS
and non-GPRS services provided that the network operatesin network operation mode I; or

- periodic routing area updating. This procedure is used by GPRS MSsin M S operation mode C and by GPRS
MSsin MS operation modes A or B that are IMSI attached for GPRS or for GPRS and non-GPRS services
independent of the network operation mode;

- IMSl attach for non-GPRS services when the MSis IMSI attached for GPRS services. This procedure is used by
GPRS MSsin MS operation modes A or B, if the network operates in network operation mode |.

- In GSM, resuming GPRS services when the RR sublayer indicated a resumption failure after dedicated mode
was |eft, see section 3.4.13.1.1.

Section 4.7.5.1 describes the routing area updating procedures for updating the routing area only. The combined routing
area updating procedure used to update both the routing and location areais described in section 4.7.5.2.

The routing area updating procedure is always initiated by the MS. It is only invoked in state GMM-REGISTERED.
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To limit the number of subsequently rejected routing area update attempts, a routing area updating attempt counter is
introduced. The routing area updating attempt counter shall be incremented as specified in section 4.7.5.1.5. Depending
on the value of the routing area updating attempt counter, specific actions shall be performed. The routing area updating
attempt counter shall be reset when:

- aGPRS attach procedure is successfully completed; or

- arouting area updating procedure is successfully compl eted;

and additionally when the MSisin substate ATTEMPTING-TO-UPDATE:
- anew routing areais entered;

- expiry of timer T3302; or

- at request from registration function.

The mobile equipment shall contain alist of “forbidden location areas for roaming”, aswell asalist of “forbidden
location areas for regional provision of service”. The handling of these listsis described in section 4.4.1.

User data transmission in the MS shall be suspended during the routing area updating procedure; user data reception
shall be possible. User data transmission in the network shall be suspended during the routing area updating procedure,
if anew P-TMSI is assigned.

*** Next M odification ***

10.5.5.7 Force to standby

The purpose of the force to standby information element is to force the MSto stop the READY timer in order to
prevent the MS to perform cell updates.

In UMTS, the network shall always indicate force to standby not indicated in the force to standby information el ement.

The force to standby is atype 1 information element.

The force to standby information element is coded as shown in figure 10.5.123/TS 24.008 and table 10.5.140/TS
24.008.

8 7 6 5
4 3 2 1
Force to standby 0 Force to octet 1
| El spare | standby val ue

Figure 10.5.123/TS 24.008: Force to standby information element

*** Next M odification ***
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11.2.2 Timers of GPRS mobility management
Table 11.3/TS 24.008: GPRS Mobility management timers - MS side
TIMER TIMER STATE CAUSE OF START NORMAL STOP ON THE
NUM. VALUE 18t , 2nd, 3rd ,4th
EXPIRY Note 3
T3310 |15s GMM- ATTACH REQ sent ATTACH ACCEPT |Retransmission of
REG-INIT received ATTACH REQ
ATTACH REJECT
received
T3311 (15s GMM-DEREG |ATTACH REJ with other cause Change of the Restart of the
ATTEMPTING |values as described in chapter routing area Attach or the RAU
TO ATTACH or | ‘GPRS Attach’ procedure with
GMM-REG |ROUTING AREA UPDATE REJ “plda“”g of the
ATTEMPTING | with other cause values as relevant attempt
TO UPDATE |described in chapter ‘Routing counter
Area Update’
Low layer failure
T3321 |15s GMM- DETACH REQ sent DETACH ACCEPT |Retransmission of
DEREG-INIT received the DETACH REQ
T3330 15s GMM- ROUTING AREA UPDATE ROUTING AREA Retransmission of
ROUTING- REQUEST sent UPDATE ACC the ROUTING
UPDATING- received AREA UPDATE
INITIATED REQUEST
message
ROUTING AREA
UPDATE REJ
received
Table 11.3a/TS 24.008: GPRS Mobility management timers — MS side
TIMER | TIMER STATE CAUSE OF START NORMAL STOP ON
NUM. VALUE EXPIRY
T3302 GMM-DEREG |At attach failure and the attempt |At successful attach [On every expiry,
T3212 or counter is greater than or equal initiation of the
Note 4 GMM-REG 5. _ _ _ At spccessful GPRS attach
At routing area updating failure routing area procedure
and the attempt counter is greater |updating or
than or equal to 5.
RAU procedure
T3312 |Default GMM-REG [In GSM, Wwhen READY state is |[When entering state |Initiation of the
54 min left. GMM-DEREG Periodic RAU
Notel In UMTS, when PMM- procedure
CONNECTED mode is left.
T3314 |Default All except GMM- [Transmission of a PTP PDU Forced to Standby [No cell-updates are
READY |44 sec DEREG performed
Note 2
T3316 |Default - Transmission of a PTP PDU - -
AA- 44 sec
READY [Note 2

NOTE 1: Thevalue of thistimer isused if the network does not indicate another valuein a GMM signalling

procedure.

NOTE 2: The default value of thistimer is used if neither the MS nor the Network send another value, or if the

Network sends this value, in asignalling procedure.

NOTE 3: Typicaly, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in
the corresponding procedure description.
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NOTE 4: T3302 isloaded with the same value which is used to load T3212.

Table 11.4/TS 24.008: GPRS Mobility management timers - network side

TIMER TIMER STATE CAUSE OF START NORMAL STOP ON THE
NUM. | VALUE 18t ond grd 4th
EXPIRY Note 3
T3322 |6s GMM- DETACH REQ sent DETACH ACCEPT |Retransmission of
DEREG-INIT received DETACH
REQUEST
T3350 [6s GMM- ATTACH ACCEPT ATTACH Retransmission of
COMMONS- [sent with P-TMSI and/or TMSI COMPLETE the same message
PROC-INIT received type, i.e. ATTACH
RAU ACCEPT sent with P-TMSI  |RAU COMPLETE ﬁgggﬂcﬁf*u
and/or TMSI received REALLOC
P-TMSI REALLOC COMMAND P-TMSI REALLOC |(COMMAND
sent COMPLETE
received
T3360 |6s GMM- AUTH AND CIPH REQUEST AUTH AND CIPH  |Retransmission of
COMMON- |[sent RESPONSE AUTH AND CIPH
PROC-INIT received REQUEST
T3370 [6s GMM- IDENTITY REQUEST sent IDENTITY Retransmission of
COMMON- RESPONSE IDENTITY
PROC-INIT received REQUEST
Table 11.4a/TS 24.008: GPRS Mobility management timers - network side
TIMER TIMER STATE CAUSE OF START NORMAL STOP ON
NUM. VALUE EXPIRY
T3313 |Notel GMM_REG Paging procedure initiated Paging procedure [Network dependent
completed
T3314 |Default All except GMM- [Receipt of a PTP PDU Forced to Standby |The network shall
44 sec DEREG page the MS if a
READY Note 2 PTP PDU has to be
sent to the MS
T3316 AA- |Default - Receipt of a PTP PDU - -
44 sec
READY
Note 2
Mobile |[Default4 [All except GMM-|In GSM, €change from READY to |PTP PDU received [Network dependent
Reachable [min greater DEREG STANDBY state but typically paging
than T3312 is halted on 1st

In UMTS, change from PMM-

CONNECTED mode to PMM-IDLE

mode.

expiry

NOTE 1: The value of thistimer is network dependent.

NOTE 2: The default value of thistimer is used if neither the MS nor the Network send another value, or if the
Network sends this value, in asignalling procedure. The value of this timer should be sightly shorter in
the network than in the M S, thisis a network implementation issue.

NOTE 3: Typicaly, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in
the corresponding procedure description.
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4.7.6 P-TMSI reallocation procedure

A temporary mobile station identity for GPRS services, the Packet-TMSI (P-TMSI), is used for identification within the
radio interface signalling procedures. The structure of the P-TMSI is specified in TS 23.003 [10]. The P-TMSI has
significance only within a routing area. Outside the routing area it has to be combined with the routing area
identification (RAI) to provide for an unambiguous identity.

The purpose of the P-TM S| reallocation procedure is to provide identity confidentiality, i.e. to protect a user against
being identified and located by an intruder (see GSM 02.09 [5] and 03.20 [34]).

Usudly, P-TMSI reallocation is performed at least at each change of a routing area. (Such choices are left to the
network operator).

The reallocation of a P-TMSI is performed by the unique procedure defined in this section. This procedure can only be
initiated by the network in state GMM-REGISTERED.

P-TMSI can aso be implicitly reallocated in the attach or routing area updating procedures. The implicit reallocation of
aP-TMSI isdescribed in the corresponding sections.

NOTE: Normally, the P-TMSI reallocation will take place in conjunction with another GMM procedure, e.g. at
routing area updating (see TS 29.002 [37]).

4.7.6.1 P-TMSI reallocation initiation by the network

The network initiates the P-TMSI reallocation procedure by sending aP-TMSI REALLOCATION COMMAND
message to the MS and starts the timer T3350.

The P-TMSI REALLOCATION COMMAND message contains a new combination of P-TMSI, RAI and optionally a
P-TMSI signature alocated by the network.

The network shall not send any user data during the P-TM S| reall ocation procedure.

4.7.6.2 P-TMSI reallocation completion by the MS

Upon receipt of the P-TMSI REALLOCATION COMMAND message, the M S stores the Routing Area | dentifier
(RAI) and the P-TMSI and sendsa P-TMSI REALLOCATION COMPLETE message to the network.

If aP-TMSI signatureis present in the P-TMSI REALLOCATION COMMAND message, the M S shall store the new
P-TMSI signature and shall if available delete the old P-TMSI signature. If no P-TMSI signature is present in the P-
TMSI REALLOCATION COMMAND message, the old P-TM S| signature, if available, shall be kept.

4.7.6.3 P-TMSI reallocation completion by the network

Upon receipt of the P-TMSI REALLOCATION COMPLETE message, the network stops the timer T3350 and
considers the new P-TMSI asvalid and the old one asinvalid.

In GSM, Fthe GMM layer shall notify the LLC layer that the P-TM S| has been changed (see GSM 04.64 [76]).

4.7.6.4  Abnormal cases on the network side
The following abnormal cases can be identified:
a) Lower layer failure

If alower layer failure is detected before the P-TMSI REALLOCATION COMPLETE message is received, the
old and the new P-TMSI shall be considered as occupied until the old P-TMSI can be considered asinvalid by
the network (see section 4.7.1.5).

During this period the network:

may first use the old P-TM S for paging for an implementation dependent number of paging attempts in the case
of network originated transactions. Upon response from the M S, the network may re-initiate the P-TMSI
reallocation. If no response is received to the paging attempts, the network may use the new P-TMSI for paging
for an implementation dependent number of paging attempts. Upon response from the M S the network shall
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consider the new P-TMSI asvalid and the old P-TMSI asinvalid. If no response is received to the paging
attempts, the network may use the IMSI for paging. for an implementation dependent number of paging
attempts;

NOTE: Paging with IMSI causes the MSto re-attach as described in section 4.7.9.1.

- shall consider the new P-TMSI asvalid if it isused by the M S (see section 4.7.1.5); or

- may use the identification procedure followed by a new P-TMSI reallocation if the MS uses the old P-TMSI.
b) Expiry of timer T3350

The P-TMSI reallocation procedure is supervised by the timer T3350. The network shall, on the first expiry of
timer T3350, reset and restart timer T3350 and shall retransmit the P-TMSI REALLOCATION COMMAND.
Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3350, the network shall abort the
reallocation procedure and shall follow the rules for case a as described above.

¢) P-TMSI reallocation and GPRS attach procedure collision

If the network receives an ATTACH REQUEST message before the ongoing P-TMSI reallocation procedure
has been completed the network shall proceed with the GPRS attach procedure after deletion of the GMM
context.

d) P-TMSI reallocation and an MSinitiated GPRS detach procedure collision

If the network receives a DETACH REQUEST message before the ongoing P-TMSI reallocation procedure has
been completed, the network shall abort the P-TM S| reallocation procedure and shall progress the GPRS detach
procedure.

€) P-TMSI reallocation and a routing area updating procedure collision

If the network receives a ROUTING AREA UPDATE REQUEST message before the ongoing P-TM S|
reall ocation procedure has been completed, the network shall abort the P-TMSI reallocation procedure and shall
progress the routing area updating procedure. The network may then perform anew P-TMSI reallocation.

f) P-TMSI reallocation and a service request procedure collision

If the network receives a SERVICE REQUEST message before the ongoing P-TM Sl reall ocation procedure
procedure has been completed, the network shall progress both procedures.

If there are different new P-TM S| included in subsequent P-TMSI REALLOCATION COMMAND messages, due to
an aborted or repeated P-TM S| reall ocation procedure, the MS always regards the newest and its existing P-TMSI as
valid for the recovery time.

MS Network
P-TMSI REALLOCATION COMMAND
< Start T3350
P-TMSI REALLOCATION COMPLETE
» Stop T3350

Figure 4.7.6/1 TS 24.008: P-TMSI reallocation procedure
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4.7.2.1 READY timer behaviour

47211 READY timer behaviour (GSM only)

The READY timer, T3314 isused in the MS and in the network per each assigned P-TMSI to control the cell updating
procedure.

When the READY timer isrunning or has been deactivated the M S shall perform cell update each time anew cell is
selected (see TS 23.022 [14]). If arouting area border is crossed, a routing area updating procedure shall be performed
instead of a cell update.

When the READY timer has expired the MS shall:
- perform the routing area updating procedure when a routing area border is crossed;
- not perform a cell update when a new cell is selected.

All other GMM procedures are not affected by the READY timer.

The READY timer is started:

- inthe MSwhen the GMM entity receives an indication from lower layers that an LL C frame has been
transmitted on the radio interface; and

- inthe network when the GMM entity receives an indication from lower layers that an LLC frame has been
successfully received by the network.

Within GMM signalling procedures the network includes a ‘force to standby’ information element, in order to indicate
whether or not the READY timer shall be stopped when returning to the GMM-REGISTERED state. If the ‘force to
standby’ information element is received within more than one message during a ongoing GMM specific procedure, the
last one received shall apply. If the READY timer is deactivated and the network indicates ‘force to standby' with the
‘force to standby’ information element, this shall not cause a modification of the READY timer.

The READY timer is not affected by state transitions to and from the GMM-REGISTERED.SUSPENDED sub-state.

The value of the READY timer may be negotiated between the M S and the network using the GPRS attach or GPRS
routing area updating procedure.

- If the MSwishesto indicate its preference for aREADY timer value it shall include the preferred values into the
ATTACH REQUEST and/or ROUTING AREA UPDATE REQUEST messages. The preferred values may be
smaller, equal to or greater than the default values or may be equal to the value requesting the READY Timer
function to be deactivated.

- Regardless of whether or not atimer value has been received by the network in the ATTACH REQUEST or
ROUTING AREA UPDATE REQUEST messages, the network may include atimer value for the READY timer
(different or not from the default value) into the ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT
messages, respectively. If the READY Timer value was included, it shall be applied for the GMM context by the
network and by the M S.

- When the MS proposes a READY Timer value and the Network does not include any READY Timer Vauein
its answer, then the value proposed by the MS shall be applied for the GMM context by the Network and by the
MS.

- When neither the MS nor the Network proposes a READY Timer value into the ATTACH ACCEPT or
ROUTING AREA UPDATE ACCEPT message, then the default value shall be used.

If the negotiated READY timer value indicates that the ready timer function is deactivated, the READY timer shall
always run without expiry. If the negotiated READY timer value indicates that the ready timer function is deactivated,
and within the same procedure the network indicates ‘force to standby' with the ‘force to standby’ information element,
the READY timer shall always run without expiry. If the negotiated READY timer valueis set to zero, READY timer
shall be stopped immediately.

To account for the LLC frame uplink transmission delay, the READY timer value should be dlightly shorter in the
network than in the MS. Thisis a network implementation issue.
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If anew READY timer value is negotiated, the MS shall upon the reception of the ATTACH ACCEPT or ROUTING
AREA UPDATE ACCEPT message perform ainitial cell update (either by transmitting a LLC frame or, if required, a
ATTACH COMPLETE or ROUTING AREA UPDATE COMPLETE message), in order to apply the new READY
timer value immediately. If the new READY timer valueis set to zero or if the network indicates 'force to standby’ with
the 'force to standby' |E, theinitial cell update should not be done.

4.7.2.1.2 Handling of READY timer in UMTS (UMTS only)

The READY timer is not applicable for UMTS.

An MS may indicate a READY timer value to the network in the ATTACH REQUEST and the ROUTING AREA

UPDATE REQUEST messages.

If aREADY timer valueis received by an M S capable of both UMTS and GSM inthe ATTACH ACCEPT or the

ROUTING AREA UPDATE ACCEPT messages, then the received value shall be stored by the M S in order to be used

at an intersystem change from UM TS to GSM.

*** Next Modification ***

11.2.2 Timers of GPRS mobility management
Table 11.3/TS 24.008: GPRS Mobility management timers - MS side
TIMER TIMER STATE CAUSE OF START NORMAL STOP ON THE
NUM. VALUE 15t , 2nd, 3rd ,4th
EXPIRY Note 3
T3310 15s GMM- ATTACH REQ sent ATTACH ACCEPT |Retransmission of
REG-INIT received ATTACH REQ
ATTACH REJECT
received
T3311 |15s GMM-DEREG |[ATTACH REJ with other cause Change of the Restart of the
ATTEMPTING |values as described in chapter routing area Attach or the RAU
TO ATTACH or | ‘GPRS Attach’ procedure with
GMM-REG |ROUTING AREA UPDATE REJ “plda“”g of the
ATTEMPTING |with other cause values as relevant attempt
TO UPDATE |described in chapter ‘Routing counter
Area Update’
Low layer failure
T3321 |15s GMM- DETACH REQ sent DETACH ACCEPT |Retransmission of
DEREG-INIT received the DETACH REQ
T3330 |15s GMM- ROUTING AREA UPDATE ROUTING AREA Retransmission of
ROUTING- REQUEST sent UPDATE ACC the ROUTING
UPDATING- received AREA UPDATE
INITIATED REQUEST
message

ROUTING AREA
UPDATE REJ
received
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Table 11.3a/TS 24.008: GPRS Mobility management timers — MS side

TIMER TIMER STATE CAUSE OF START NORMAL STOP ON
NUM. VALUE EXPIRY
T3302 GMM-DEREG |At attach failure and the attempt  |At successful attach [On every expiry,
T3212 or counter is greater than or equal initiation of the
Note 4 GMM-REG 5. _ _ _ At spccessful GPRS attach
At routing area updating failure routing area procedure
and the attempt counter is greater |updating or
than or equal to 5.
RAU procedure
T3312 |Default GMM-REG [When READY state is left. When entering state|Initiation of the
54 min GMM-DEREG Periodic RAU
Notel procedure
T3314 |Default All except GMM- |Transmission of a PTP PDU Forced to Standby [No cell-updates are
READY |44 sec DEREG performed
Note 2
(GSM only)
T3316 |Default - Transmission of a PTP PDU - -
AA- 44 sec
READY |Note 2
NOTE 1. Thevalue of thistimer isused if the network does not indicate another valuein a GMM signalling
procedure.
NOTE 2. The default value of thistimer isused if neither the M S nor the Network send another value, or if the
Network sends this value, in asignalling procedure.
NOTE 3: Typicaly, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in
the corresponding procedure description.
NOTE 4: T3302 isloaded with the same value which is used to load T3212.
Table 11.4/TS 24.008: GPRS Mobility management timers - network side
TIMER TIMER STATE CAUSE OF START NORMAL STOP ONdTHEd h
NUM. | VALUE 15t ond grd 4t
EXPIRY Note 3
T3322 |6s GMM- DETACH REQ sent DETACH ACCEPT |Retransmission of
DEREG-INIT received DETACH
REQUEST
T3350 [6s GMM- ATTACH ACCEPT ATTACH Retransmission of
COMMON- |sent with P-TMSI and/or TMSI COMPLETE the same message
PROC-INIT received type, i.e. ATTACH
RAU ACCEPT sent with P-TMSI  |[RAU COMPLETE ﬁgggg?(ﬁ’*“
and/or TMSI received REALLOC
P-TMSI REALLOC COMMAND  |P-TMSI REALLOC |cOMMAND
sent COMPLETE
received
T3360 |6s GMM- AUTH AND CIPH REQUEST AUTH AND CIPH Retransmission of
COMMONS- [sent RESPONSE AUTH AND CIPH
PROC-INIT received REQUEST
T3370 |6s GMM- IDENTITY REQUEST sent IDENTITY Retransmission of
COMMON- RESPONSE IDENTITY
PROC-INIT received REQUEST
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Table 11.4a/TS 24.008: GPRS Mobility management timers - network side

TIMER TIMER STATE CAUSE OF START NORMAL STOP ON
NUM. VALUE EXPIRY
T3313 |Notel GMM_REG Paging procedure initiated Paging procedure [Network dependent
completed
T3314 |Default All except GMM- [Receipt of a PTP PDU Forced to Standby |The network shall
44 sec DEREG page the MS if a
READY Note 2 PTP PDU has to be
GSM onl sent to the MS
T3316 AA- |Default - Receipt of a PTP PDU - -
44 sec
READY
Note 2
Mobile |[Default4 [All except GMM-|Change from READY to PTP PDU received [Network dependent
Reachable [min greater DEREG STANDBY state but typically paging
than T3312 is halted on 1st

expiry

NOTE 1: Thevalue of thistimer is network dependent.

NOTE 2: The default value of thistimer is used if neither the MS nor the Network send another value, or if the
Network sends this value, in asignalling procedure. The value of this timer should be slightly shorter in
the network than in the MS, thisis a network implementation issue.

NOTE 3:

Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in
the corresponding procedure description.
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4.7.5 Routing area updating procedure
This procedure is used for:

- normal routing area updating to update the registration of the actual routing area of an MSin the network. This
procedure is used by GPRS MSsin MS operation mode C and by GPRS MSsin MS operation modes A or B
that are IMSI attached for GPRS and non-GPRS services if the network operatesin network operation mode |1
or Ill;

- combined routing area updating to update the registration of the actual routing and location area of an MSin the
network. This procedureis used by GPRS MSsin M S operation modes A or B that are IMSI attached for GPRS
and non-GPRS services provided that the network operatesin network operation mode I; or

- periodic routing area updating. This procedure is used by GPRS MSsin M S operation mode C and by GPRS
MSsin MS operation modes A or B that are IMSI attached for GPRS or for GPRS and non-GPRS services
independent of the network operation mode;

- IMSl attach for non-GPRS services when the MSis IM S| attached for GPRS services. This procedure is used by
GPRS MSsin MS operation modes A or B, if the network operates in network operation mode I.

- In GSM, resuming GPRS services when the RR sublayer indicated a resumption failure after dedicated mode
was |eft, see GSM 04.18section-3:4-13.1-1.

Section 4.7.5.1 describes the routing area updating procedures for updating the routing area only. The combined routing
area updating procedure used to update both the routing and location areais described in section 4.7.5.2.

The routing area updating procedure is always initiated by the MS. It is only invoked in state GMM-REGISTERED.

To limit the number of subsequently rejected routing area update attempts, a routing area updating attempt counter is
introduced. The routing area updating attempt counter shall be incremented as specified in section 4.7.5.1.5. Depending
on the value of the routing area updating attempt counter, specific actions shall be performed. The routing area updating
attempt counter shall be reset when:

- aGPRS attach procedure is successfully completed; or

- arouting area updating procedure is successfully compl eted;

and additionally when the MSisin substate ATTEMPTING-TO-UPDATE:
- anew routing areais entered;

- expiry of timer T3302; or

- at request from registration function.

The mobile equipment shall contain alist of “forbidden location areas for roaming”, aswell asalist of “forbidden
location areas for regional provision of service”. The handling of these listsis described in section 4.4.1.

In, GSM, User-user data transmission in the MS shall be suspended during the routing area updating procedure; user
data reception shall be possible. User data transmission in the network shall be suspended during the routing area
updating procedure, if anew P-TM S| is assigned.

In UMTS, user data transmission and reception in the M S shall not be suspended during the routing area updating
procedure. User data transmission in the network shall not be suspended during the routing area updating procedure.

4.7.5.1 Normal and periodic routing area updating procedure

Periodic routing area updating is used to periodically notify the availability of the MS to the network. The value of the
update type IE in the ROUTING AREA UPDATE REQUEST message shall indicate “periodic updating”. The
procedure is controlled in the MS by timer T3312. When timer T3312 expires, the periodic routing area updating
procedure is started. Start and reset of timer T3312 isdescribed in section 4.7.2.2.

In GSM, Fhethe normal routing area updating procedure is initiated when the M S detects a change of the routing area
in state GMM- REGIST ERED oror When the MS determl nes that GPRS r%umptlon shaII be performed—er—m—themtetc-

The ROUTI NG AREA UPDATE REQU EST mes&age shaII always be the flrst data sent by the MS When arouti ng area
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border is crossed. The routi ng area |dent|f|cat|0n is broadcast on the broadcast channel(s) A—nepmal—peu#ng—area

REA—DH-FHGI’—!—S—FHFIHHQQ—FH—GSM- The ROUTING AREA UPDATE REOUEST message shall alwavs be the flrst
GMM message sent by the M'S when arouting area border is crossed.

A normal routing area updating shall abort any ongoing GMM procedure. Aborted GMM procedures may be repeated
after the normal routing area updating procedure has been successfully performed. The value of the update type 1E
included in the message shall indicate “normal routing area updating”.

47511 Normal and periodic routing area updating procedure initiation

To initiate the normal routing area updating procedure, the M S sends the message ROUTING AREA UPDATE
REQUEST to the network, starts timer T3330 and changesto state GMM-ROUTING-AREA-UPDATING-
INITIATED. The message ROUTING AREA UPDATE REQUEST shall contain the P-TMSI signature when received
within a previous ATTACH ACCEPT or ROUTING AREA UPDATE ACCEPT message.

475.1.2 GMM Common procedure initiation

The network may initiate GMM common procedures, e.g. the GMM authentication and ciphering procedure.

4.75.1.3 Normal and periodic routing area updating procedure accepted by the network

If the routing area updating request has been accepted by the network, a ROUTING AREA UPDATE ACCEPT
message shall be sent to the MS. The network may assign a new P-TM S| and/or a new P-TM S signature for the MS. If
anew P-TMSI and/or P-TMSI signature have been assigned to the M S, it/they shall be included in the ROUTING
AREA UPDATE ACCEPT message together with the routing area identification. The network shall change to state
GMM-COMMON-PROCEDURE-INITIATED and shall start the supervision timer T3350 as described in section
4.7.6.

If the LAl or PLMN identity contained in the ROUTING AREA UPDATE ACCEPT message is a member of any of
the “forbidden” lists then any such entry shall be deleted.

Upon receipt of a ROUTING AREA UPDATE ACCEPT message, the M S stores the received routing area
identification, stops timer T3330, shall reset the routing area updating attempt counter and sets the GPRS update status
to GU1 UPDATED. If the message containsa P-TMSI, the MS shall use this P-TM S| as new temporary identity for
GPRS services and shall store the new P-TMSI. If no P-TMSI wasincluded by the network in the ROUTING AREA
UPDATING ACCEPT message, the old P-TMSI shall be kept. Furthermore, the MS shall store the P-TMSI signature if
received in the ROUTING AREA UPDATING ACCEPT message. If no P-TMSI signature was included in the
message, the old P-TMSI signature, if available, shall be deleted.

A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA
UPDATE ACCEPT message contained:

- aP-TMSl; and/or
- Receive N-PDU Numbers (see 04.65[78]_.and TS 25.322).

In this case the Receive N-PDU Numbers values valid in the MS, shall be included in the ROUTING AREA UPDATE
COMPLETE message.

NOTE: InUMTS, after arouting area updating procedure, the mobile station can initiate Service Request
procedure to request the resource reservation for the active PDP contexts if the resources have been
rel eased by the network or send upper layer message (e.g. ACTIVATE PDP CONTEXT REQUEST) to
the network viathe existing PS signaling connection.
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4.75.1.4 Normal and periodic routing area updating procedure not accepted by the
network

If the routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT message to
the MS. An MSthat receives a ROUTING AREA UPDATE REJECT message stops timer T3330 . The MS shall then
take different actions depending on the received reject cause value:

#3  (lllegad MS); or
#6  (lllegad ME)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2) and enter the state GMM-DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI
signature, RAI and GPRS ciphering key sequence number and shall consider the SIM as invalid for GPRS
services until switching off or the SIM isremoved.

If the MSisIMSI attached viaMM procedures, the M S shall in addition set the update status to U3 ROAMING
NOT ALLOWED, shall delete any TMSI, LAI and ciphering key sequence number. The new MM stateisMM
IDLE. The SIM shall be considered asinvalid also for non-GPRS services until switching off or the SIM is
removed.

#7  (GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2.9) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The SIM shall be considered asinvalid for GPRS services until switching off or the SIM is removed.
The new state is GMM-DEREGISTERED.

#9  (MSidentity cannot be derived by the network)

The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to section 4.1.3.2),
enter the state GMM-DEREGISTERED, and shall delete any P-TM S|, P-TMSI signature, RAl and GPRS
ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach procedure.

#10 (Implicitly detached)

The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The M S shall then perform a new
attach procedure. The M'S should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE: In some cases, user interaction may be required and then the MS cannot activate the PDP context(s)
automatically.

#11 (PLMN not alowed);
#12 (Location areanot allowed); or
#13 (Roaming not alowed in thislocation area)

- The MS shall delete any RAI, P-TMSI, P-TMSI signature and GPRS ciphering key sequence number, shall set
the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall storeit according to section 4.1.3.2)
and enter the state GMM-DEREGISTERED.

If the MSisIMSI attached viaMM procedures, the M S shall in addition set the update statusto U3 ROAMING
NOT ALLOWED and shall delete any TMSI, LAI and ciphering key sequence number and shall reset the
location update attempt counter. The new MM stateis MM IDLE.

The MS shall storethe LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN
list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in
the list of “forbidden location areas for roaming” for cause #13. If #11or #13 wasreceived, the MS shall
perform a PLMN selection instead of a cell selection.

Other values are considered as abnormal cases. The specification of the MS behaviour in those cases is described in
section 4.7.5.1.5.

475.1.5 Abnormal cases in the MS

The following abnormal cases can be identified:
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a) Access barred because of access class control

The routing area updating procedure shall not be started. The M S stays in the current serving cell and appliesthe
normal cell reselection process. The procedure is started as soon as possible and if still necessary, i.e. when the
barred state is removed or because of acell change.

b) Lower layer failure before the ROUTING AREA UPDATE ACCEPT or ROUTING AREA UPDATE REJECT
message is received

The procedure shall be aborted. The M S shall proceed as described below.
c) T3330 time-out

The procedure is restarted four times, i.e. on the fifth expiry of timer T3330, the M S shall abort the procedure.
The MS shall proceed as described below.

d) ROUTING AREA UPDATE REJECT, other causes than those treated in section 4.7.5.1.4
The MS shall proceed as described below.

€) If arouting areaborder is crossed, when the MSisin state GMM-ROUTING-AREA-UPDATE-INITIATED,
the routing area updating procedure shall be aborted and re-initiated immediately. The MS shall set the GPRS
update statusto GU2 NOT UPDATED.

f) InGSM, H-if acell change occurs within the same RA, when the MSisin state GMM-ROUTING-AREA-
UPDATE-INITIATED, the cell update procedure is performed, before completion of the routing area updating
procedure. Fhisappliesto-GPRS only:

g) Routing area updating and detach procedure collision

GPRS detach containing detach type "GPRS detach” or "combined GPRS/IM S| detach”:

If the MS receives a DETACH REQUEST message before the routing area updating procedure has been
completed, the routing area updating procedure shall be aborted and the GPRS detach procedure shall be
progressed.

GPRS detach containing detach type "IM S| detach”:

If the MS receives a DETACH REQUEST message before the routing area updating procedure has been
completed, the routing area updating procedure shall be progressed, i.e. the DETACH REQUEST message shall
be ignored.

h) Routing area updating and P-TM S| reall ocation procedure collision

If the MSreceivesaP-TMSI REALLOCATION REQUEST message before the routing area updating
procedure has been completed, the P-TM S| reallocation procedure shall be aborted and the routing area
updating procedure shall be progressed.

In cases b, c and d the M S shall proceed as follows:
Timer T3330 shall be stopped if still running. The routing area updating attempt counter shall be incremented.

If the routing area updating attempt counter is less than 5, and the stored RAI is equal to the RAI of the current
serving cell and the GMM update statusis equal to GU1 UPDATED:

- the MSshall keep the GMM update status to GU1 UPDATED and changes state to GMM-
REGISTERED.NORMAL-SERVICE. The MS shall start timer T3311. When timer T3311 expires the routing
area updating procedure is triggered again.

If the routing area updating attempt counter islessthan 5, and the stored RAI is different to the RAI of the current
serving cell or the GMM update statusis different to GU1 UPDATED:

- the MSshall start timer T3311, shall set the GPRS update status to GU2 NOT UPDATED and changes state to
GMM-REGISTERED.ATTEMPTING-TO-UPDATE.

If the routing area updating attempt counter is greater than or equal to 5:
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the MS shall start timer T3302, shall set the GPRS update status to GU2 NOT UPDATED and shall changeto
state GMM-REGISTERED.ATTEMPTING-TO-UPDATE or optionally to GMM-REGISTERED.PLMN-
SEARCH(see 4.2.4.1.2).

475.1.6 Abnormal cases on the network side

The following abnormal cases can be identified:

a)

If alower layer failure occurs before the message ROUTING AREA UPDATE COMPLETE has been
received from the MS and a P-TM S| and/or PTM S| signature has been assigned, the network shall abort
the procedure and shall consider both, the old and new P-TM S| and the corresponding P-TMSI
signatures as valid until the old P-TMSI can be considered as invalid by the network (see section 4.7.1.5).
During this period the network may use the identification procedure followed by a P-TMSI reallocation
procedure if the old P-TMSI is used by the MS in a subsequent message.

NOTE: Optionaly, paging with IMSI may be used if paging with old and new P-TM S fails. Paging with IMS|

0)

causes the M S to re-attach as described in section 4.7.9.1.
b) Protocol error

If the ROUTING AREA UPDATE REQUEST message has been received with a protocol error, the network
shall return aROUTING AREA UPDATE REJECT message with one of the following reject causes:

#96: Mandatory information element error;

#99: Information element non-existent or not implemented;
#100: Conditional IE error;

#111: Protocol error, unspecified.

T3350 time-out

On thefirst expiry of the timer, the network shall retransmit the ROUTING AREA UPDATE ACCEPT message
and shall reset and restart timer T3350. The retransmission is performed four times, i.e. on the fifth expiry of
timer T3350, the routing area updating procedure is aborted. Both, the old and the new P-TMSI and the
corresponding P-TM S| signatures shall be considered as valid until the old P-TMSI can be considered asinvalid
by the network(see section 4.7.1.5). During this period the network acts as described for case a above.

MS Network
ROUTING AREA UPDATE REQUEST
Start T3330 >
If P-TMSI or
TMSI allocated,
Stop T3330 ROUTING AREA UPDATE ACCEPT or Receive N-PDU
Number needed
If P-TMSI or Start T3350
TMSI alocated, ROUTING AREA UPDATE COMPLETE
or RecgiveN-PDU ~~~~ -~~~ -~ ~-------------———- — Stop T3350
Number needed
.............................................................. Or e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e m e m e
ROUTING AREA UPDATE REQUEST
Start T3330 >
ROUTING AREA UPDATE REJECT
Stop T3330 <

Figure 4.7.5/1 TS 24.008: Routing and combined routing area updating procedure
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4.7.5.2 Combined routing area updating procedure

Within a combined routing area updating procedure the messages ROUTING AREA UPDATE ACCEPT and
ROUTING AREA UPDATE COMPLETE carry information for the routing area updating and the location area
updating.

47521 Combined routing area updating procedure initiation

The combined routing area updating procedure isinitiated only by a GPRS M S operating in MS operation modes A or
B, if the MSisin state GMM-REGISTERED and if the network operates in network operation mode I:

- when aGPRS MSthat isIMSI attached for GPRS and non-GPRS services detects a change of the routing area
in state GMM-REGISTERED and MM-IDLE; or

- whenaGPRS MSthat isIMSI attached for GPRS services wants to perform an IMSI attach for non-GPRS
services; or

- dfter termination of a non-GPRS service via non-GPRS channels to update the association if the M S has changed
the LA during that non-GPRS service transaction.

In GSM, Fhethe routing and location area identification are broadcast on the broadcast channel(s). A combined routing
area updating procedure shall abort any ongoing GMM procedure. Aborted GMM procedures shall be repeated after
the combined routing area updating procedure has been successfully performed. The ROUTING AREA UPDATE
REQUEST message shall always be the first message sent from the M S in the new routing area after routing area
change.

In UMTS, the routing and |ocation area identification are broadcast on the broadcast channel(s) or sent to the MSvia
the PS signaling connection. A combined routing area updating procedure shall abort any ongoing GMM procedure.
Aborted GMM procedures may be repeated after the combined routing area updating procedure has been successfully
performed. The ROUTING AREA UPDATE REQUEST message shall always be the first GMM message sent from the
MS in the new routing area after routing area change.

To initiate a combined routing area updating procedure the M S sends the message ROUTING AREA UPDATE
REQUEST to the network, starts timer T3330 and changes to state GMM-ROUTING-UPDATING-INITIATED and
MM LOCATION UPDATING PENDING. The value of the update type | E in the message shall indicate “combined
RA/LA updating”. If for the last attempt to update the registration of the location areaa MM specific procedure was
performed, the value of the update type |E in the ROUTING AREA UPDATE REQUEST message shall indicate
“combined RA/LA updating with IMSI attach”. Furthermore the M S shall include the TM S| status | E if no valid TMSI
isavailable.

A GPRSMSin MS operation modes A or B that isin an ongoing circuit-switched transaction, shall initiate the
combined routing area updating procedure after the circuit-switched transaction has been released, if the MS has
changed the RA during the circuit-switched transaction and if the network operates in network operation mode |.

A GPRSMSin MS operation mode A shall initiate the combined routing area updating procedure with IMSI attach
after the circuit-switched transaction has been released if a GPRS attach was performed during the circuit-switched
transaction and provided that the network operates in network operation mode |.

A GPRSMSin MS operation mode A shall perform the normal routing area update procedure during an ongoing
circuit-switched transaction.

4.75.2.2 GMM Common procedure initiation

The network may initiate GMM common procedures, e.g. the GMM authentication and ciphering procedure.

4.75.2.3 Combined routing area updating procedure accepted by the network

Depending on the value of the update result | E received in the ROUTING AREA UPDATE ACCEPT message, two
different cases can be distinguished:

Casel) Theupdateresult IE valueindicates“combined RA/LA”: Routing and location area updating is
successful;

Case?2) Theupdateresult IE valueindicates“RA only”: Routing area updating is successful, but  location area
updating is not successful.
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A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA
UPDATE ACCEPT message contains:

- aP-TMSI and/or aTMSI; and/or
- Receive N-PDU Numbers (see 04.65[78]_.and TS 25.322).

In the latter case, the Receive N-PDU Numbers that are valid in the MS shall be included in the ROUTING AREA
UPDATE COMPLETE message.

475231 Combined routing area updating successful

The description for normal routing area update as specified in section 4.7.5.1.3 shall be followed. In addition, the
following description for location area updating applies.

The handling at the receipt of the ROUTING AREA UPDATE ACCEPT depends on the value received in the update
result | E as specified below.

The TMSI reallocation may be part of the combined routing area updating procedure. The TMSI allocated is then
included in the ROUTING AREA UPDATE ACCEPT message together with the location areaidentification (LALI).
The network shall, in this case, change to state GMM-COMMON-PROCEDURE-INITIATED and shall start the timer
T3350 as described in section 4.7.6.

The MS, receiving a ROUTING AREA UPDATE ACCEPT message, stores the received location areaidentification,
stopstimer T3330, enters state MM IDLE, reset the location update attempt counter and sets the update statusto U1
UPDATED. If the ROUTING AREA UPDATE ACCEPT message contains an IMSI, the mobile station is not allocated
any TMSI, and shall delete any TM S| accordingly. If the ROUTING AREA UPDATE ACCEPT message contains a
TMSI, the MS shall use this TM S| as new temporary identity. The MS shall deleteits old TMSI and shall store the new
TMSI. Inthis case, an ROUTING AREA UPDATE COMPLETE message is returned to the network. If neither aTM S|
nor an IM S| has been included by the network in the ROUTING AREA UPDATE ACCEPT message, theold TM S, if
any is available, shal be kept.

Any timer used for triggering the location updating procedure (e.g. T3211, T3212) shall be stopped if running.

The network receiving aROUTING AREA UPDATE COMPLETE message stops timer T3350, changes to GMM-
REGISTERED state and considers the new TMS| asvalid.

4.75.2.3.2 Combined routing are updating successful for GPRS services only

The description for normal routing area update as specified in section 4.7.5.1.3 shall be followed. In addition, the
following description for location area updating applies.

The M S receiving the ROUTING AREA UPDATE ACCEPT message takes one of the following actions depending on
the reject cause:

#2 (IMS] unknown in HLR)

The MS shall set the update status to U3 ROAMING NOT ALLOWED and shall delete any TMSI, LAI and
ciphering key sequence number. The new MM stateis MM IDLE. The SIM shall be considered asinvalid for
non-GPRS services until switching off or the SIM is removed.

#16 (MSC temporarily not reachable);
#17 (Network failure); or
#22 (Congestion)

The MS shall change to state GMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM. Timer T3330 shall be
stopped if still running. The routing area updating attempt counter shall be incremented. If the routing area updating
attempt counter isless than 5, and the stored RAI is equal to the RAI of the current serving cell and the GMM
update statusis equal to GU1 UPDATED:

- the MS shall keep the GMM update status GU1 UPDATED and changes state to GMM-
REGISTERED.ATTEMPTING-TO-UPDATE-MM. The MS shall start timer T3311. When timer T3311
expires the combined routing area update procedure indicating “combined RA/LA updating with IMS]
attach” istriggered again.

If the routing area updating attempt counter is greater than or equal to 5:
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- the MSshall start timer T3302 and shall change to state GMM-REGISTERED.ATTEMPTING-TO-
UPDATE-MM;

- aGPRSMS operating in MS operation mode A shall then proceed with appropriate MM specific procedure;
aGPRS M S operating in M S operation mode B may then proceed with appropriate MM specific procedures.
The MM sublayer shall act asin network operation mode |1 aslong as the combined GMM procedures are
not successful and no new RA is entered. The new MM stateisIDLE.

Other values are considered as abnormal cases. The combined routing area updating shall be considered as failed for
GPRS and non-GPRS services. The specification of the M S behaviour in those casesis specified in section 4.7.5.2.5.

4.75.2.4 Combined routing area updating not accepted by the network

If the combined routing area updating cannot be accepted, the network sends a ROUTING AREA UPDATE REJECT
message to the MS. An MS that receives a ROUTING AREA UPDATE REJECT message stops timer T3330 and
enters state MM IDLE. The MS shall then take different actions depending on the received reject cause:

#3  (lllegd MS);

#6 (Illegal ME); or
#8 (GPRS services and non GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update statusto U3
ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-
DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key
sequence number and GPRS ciphering key sequence number and shall consider the SIM asinvalid for GPRS
and non GPRS services until switching off or the SIM is removed.

#7  (GPRS services not allowed)

The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED (and shall store it according to
section 4.1.3.2) and shall delete any P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence
number. The SIM shall be considered as invalid for GPRS services until switching off or the SIM is removed.
The new stateis GMM-DEREGISTERED. If in the MS the timer T3212 is not already running, the timer shall
be set toitsinitial value and restarted.

A GPRS M S operating in M S operation mode A or B in network operation mode |, is still IMSI attached for CS
services in the network.

#9 (MSidentity cannot be derived by the network)

The MS shall set the GPRS update status to GU2 NOT UPDATED (and shall store it according to section
4.1.3.2), enter the state GMM-DEREGISTERED, and shall delete any P-TMSI, P-TMSI signature, RAI and
GPRS ciphering key sequence number. Subsequently, the MS may automatically initiate the GPRS attach
procedure.

A GPRS M S operating in MS operation mode A or B in network operation mode |, is still IMSI attached for CS
services in the network.

#10 (Implicitly detached)

A GPRS M S operating in MS operation mode A or B in network operation mode |, isIMSI detached for both
GPRS and CS servicesin the network.

The MS shall change to state GMM-DEREGISTERED.NORMAL-SERVICE. The MS shall then perform a new
attach procedure. The M'S should also activate PDP context(s) to replace any previously active PDP contexts.

NOTE: In some cases, user interaction may be required and then the MS cannot activate the PDP context(s)
automatically.

#11 (PLMN not allowed);
#12 (Location areanot allowed); or

#13 (Roaming not alowed in thislocation area)
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The MS shall set the GPRS update status to GU3 ROAMING NOT ALLOWED and the update statusto U3
ROAMING NOT ALLOWED (and shall store it according to section 4.1.3.2) and enter the state GMM-
DEREGISTERED. Furthermore, it shall delete any P-TMSI, P-TMSI signature, TMSI, RAI, LAI, ciphering key
sequence number GPRS ciphering key sequence number, and reset the location update attempt counter.

The MS shall store the LAI or the PLMN identity in the appropriate forbidden list, i.e. in the “forbidden PLMN
list” for cause #11, in the list of “forbidden location areas for regional provision of service” for cause #12 or in
thelist of “forbidden location areas for roaming” for cause #13. If #11 or #13 was received, the M S shall then

perform a PLMN selection instead of a cell selection.

Other values are considered as abnormal cases. The specification of the MS behaviour in those casesis described in
section 4.7.5.2.5.

4,7.5.2.5 Abnormal cases in the MS

The abnormal cases specified in section 4.7.5.1.5 apply with the following modification:

If the GPRS routing area updating counter is less than 5, the MM state remains MM LOCATION UPDATING
PENDING.

If the GPRS routing area updating attempt counter is incremented according to section 4.7.5.1.5 the next actions depend
on the Location Area Identities (stored on SIM and the one of the current serving cell) and the value of the routing area
updating attempt counter.

— if the update statusis U1 UPDATED, and the stored LAI isequal to the one of the current serving cell and the
routing area updating attempt counter is smaller than 5, then the mobile station shall keep the update status to
U1 UPDATED, the new MM stateis MM IDLE substate NORMAL SERVICE, or

— if the update status is different from U1 UPDATED, or the stored LAl is different from the one of the current
serving cell, or the routing area updating attempt counter is greater or equal to 5, the mobile station shall delete
any LAI, TMSI, ciphering key sequence number stored in the SIM and set the update status to U2 NOT
UPDATED. The new MM stateis MM IDLE substate ATTEMPTING TO UPDATE.

475.2.6 Abnormal cases on the network side

The abnormal cases specified in section 4.7.5.1.6 apply with the exceptions for cases aand ¢ in which in addition to the
P-TMSI and P-TMSI signature the old TM S| shall be considered occupied until the new TMS! is used by the MSina

subsequent message.
9.4.14 Routing area update request

This message is sent by the M S to the network either to request an update of its location file or to request an IM S|
attach for non-GPRS services. See table 9.4.14/TS 24.008.

Messagetype: ROUTING AREA UPDATE REQUEST
Significance: dua

Direction: MS to network
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Table 9.4.14/TS 24.008: ROUTING AREA UPDATE REQUEST message content

IEI Information Element Type/Reference Presence | Format | Length
Protocol discriminator Protocol discriminator M \Y, 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Routing area update request Message type M \% 1
message identity 104
Update type Update type M \% 1/2
10.5.5.18
GPRS ciphering key sequence Ciphering key sequence number M \% 1/2
number 10.5.1.2
Old routing area identification Routing area identification M \% 6
10.5.5.15
MS Radio Access capability MS Radio Access capability M LV 6-31
10.5.5.12a
19 Old P-TMSI signature P-TMSI signature (0] TV 4
10.5.5.8
17 Requested READY timer value GPRS Timer (0] TV 2
10.5.7.3
27 DRX parameter DRX parameter (@] TV 3
10.5.5.6
9- | TMSI status TMSI status (0] TV 1
10.5.54
18 |P-TMSI Mobile identity (6] TLV 7
10.5.14

9.4.14.1 Old P-TMSI signature

ThislE isincluded by the MSif it was received from the network in an ATTACH ACCEPT or ROUTING AREA
UPDATE ACCEPT message.

9.4.14.2 Requested READY timer value

This IE may be included if the MS wants to indicate a preferred value for the READY timer.

9.4.14.3 DRX parameter

This |E may be included if the MS wants to indicate new DRX parameters.

9.4.14.4 TMSI status

This |E shall be included if the MS performs a combined routing area update and no valid TMSI is available.

9.4.14.5 P-TMSI (UMTS only)
This |E shall be included by the MS.

9.4.15 Routing area update accept

This message is sent by the network to the MS to provide the MS with GPRS mobility management related datain
response to a routing area update request message . See table 9.4.15/TS 24.008.

Messagetype: ROUTING AREA UPDATE ACCEPT
Significance: dua

Direction: network to MS
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Table 9.4.15/TS 24.008: ROUTING AREA UPDATE ACCEPT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Routing area update accept Message type M \% 1
message identity 104
Force to standby Force to standby M \% 1/2
10.5.5.7
Update result Update result M \% 1/2
10.5.5.17
Periodic RA update timer GPRS Timer M \% 1
10.5.7.3
Routing area identification Routing area identification M \% 6
10.5.5.15
19 |P-TMSI signature P-TMSI signature (0] TV 4
10.5.5.8
18 |Allocated P-TMSI Mobile identity (0] TLV 7
10.5.14
23 |MSidentity Mobile identity (@] TLV 7
10.5.14
26 |List of Receive N-PDU Numbers |Receive N-PDU Number list (0] TLV 4-17
10.5.5.11
17 |Negotiated READY timer value GPRS Timer (0] TV 2
10.5.7.3
25 [GMM cause GMM cause (0] TV 2
10.5.5.14

9.4.15.1 P-TMSI signature

This |E may be included to assign an identity to the MS's GMM context.

9.4.15.2 Allocated P-TMSI

This |E may be included to assign aP-TMSI to an MSin case of a GPRS or combined routing area updating procedure.

9.4.15.3 MS identity

This |E may be included to assign or unassign a TMSI to aM S in case of a combined routing area updating procedure.

9.4.15.4

List of Receive N-PDU Numbers

This |E shall be included in case of an inter SGSN routing area updating, if there are PDP contexts that have been
activated in acknowledged transfer mode.

9.4.15.5

This |E may be included to indicate a val

9.4.15.6 GMM cause

Negotiated READY timer value

ue for the READY timer.

This |E shall be included if IMS| attach was not successful for non-GPRS services during a combined GPRS routing

area updating procedure.

9.4.16 Routing area upd

ate complete

This message shall be sent by the M S to the network in response to arouting area update accept message if aP-TM S|
and/or aTM S| has been assigned and/or if there are established LL C connections. See table 9.4.16/TS 24.008.

Message type:

Significance: dual

ROUTING AREA UPDATE COMPLETE




Direction:

Table 9.4.16/TS 24.008: ROUTING AREA UPDATE COMPLETE message content
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MS to network

10.5.5.11

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Routing area update complete Message type M \% 1
message identity 10.4
26 |List of Receive N-PDU Numbers [Receive N-PDU Number list (0] TLV 4-17

9.4.16.1

List of Receive N-PDU Numbers

This |E shall be included if the routing area update accept message contained this IE.

9.4.17 Routing area update reject

This message is sent by the network to the MS in order to reject the routing area update procedure. See table 9.4.17/TS

24.008.
Messagetype: ROUTING AREA UPDATE REJECT
Significance: dua
Direction: network to MS
Table 9.4.17/TS 24.008: ROUTING AREA UPDATE REJECT message content
IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Skip indicator Skip indicator M \% 1/2
10.3.1
Routing area update reject Message type M \% 1
message identity 104
GMM cause GMM cause M \% 1
10.5.5.14
Force to standby Force to standby M \% 1/2
10.5.5.7
Spare half octet Spare half octet M \% 1/2

10.5.1.8
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6.1 GPRS Session management

6.1.1 General

The main function of the session management (SM) is to support PDP context handling of the user terminal. The SM
comprises procedures for

- identified PDP context activation, deactivation and modification; and
- anonymous PDP context activation and deactivation.

SM procedures for identified access can only be performed if a GMM context has been established between the MS and
the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM
context by use of the GMM procedures as described in chapter 4. After GMM context establishment, SM uses services
offered by GMM (see GSM 04.07 [20]). Ongoing SM procedures are suspended during GMM procedure execution.

For anonymous access no GMM context is established.

For the session management protocol, the extended TI mechanism may be used (see 24.007)

8.3.2 Session Management

The mobile station and network shall reject a session management message other than SM-STATUS received with Tl
value "1 EXT bit =0 by |mmed|ately sending an SM STATUS m&ssage u5| ng the received 2 octet Tl value encoding.
with Thvalue“ 111" 2-SES 3 eSS ,Otherwise, the following
procedures shall apply:

a) Whenever any session management message except ACTIVATE PDP CONTEXT REQUEST, ACTIVATE AA
PDP CONTEXT REQUEST or SM-STATUS isreceived by the network specifying a transaction identifier
which is not recognized as relating to an active context or to a context that is in the process of activation or
deactivation or has been [recently] deactivated, the network should send a SM-STATUS message with cause #31
"invalid transaction identifier value" using the received transaction identifier value and remain in the PDP-
INACTIVE state.

b) Whenever any session management message except REQUEST PDP CONTEXT ACTIVATION or SM-
STATUS isreceived by the MS specifying a transaction identifier which is not recognized as relating to an active
context or to a context that is in the process of activation or deactivation or has been [recently] deactivated, the
MS shall send a SM-STATUS message with cause #81 "invalid transaction identifier value" using the received
transaction identifier value and remain in the PDP-INACTIVE state.

¢) Whenan ACTIVATE AA PDP CONTEXT REQUEST or REQUEST PDP CONTEXT ACTIVATION message
isreceived with atransaction identifier flag set to "1", this message shall be ignored.

d) Whenan ACTIVATE PDP CONTEXT REQUEST message is received specifying atransaction identifier which
is not recognized as relating to a context that is in the process of activation, and with a transaction identifier flag
set to "1", this message shall be ignored.

€) Whenever an ACTIVATE PDP CONTEXT REQUEST or ACTIVATE AA PDP CONTEXT REQUEST
message is received by the network specifying atransaction identifier relating to a PDP context not in state PDP-
INACTIVE, the network shall deactivate the old PDP context relating to the received transaction identifier
without notifying the MS. Furthermore, the network shall continue with the activation procedure of a new PDP
context asindicated in the received message.

f) Whenever aREQUEST PDP CONTEXT ACTIVATION message is received by the MS specifying a transaction
identifier relating to a PDP context not in state PDP-INACTIVE, the MS shall locally deactivate the old PDP
context relating to the received transaction identifier. Furthermore, the MS shall continue with the activation
procedure of a new PDP context asindicated in the received message.
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10.3.2 Transaction identifier

Bits 5 to 8 of the first octet of every message belonging to the protocols “Call Control; call related SS messages’ and
“Session Management” contain the transaction identifier (T1). The transaction identifier and its use are defined in
TS 24.007 [20].

For the session management protocol, the extended T1 mechanism may be used (see 24.007)
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4.7.5 Routing area updating procedure

This procedure is used for:

normal routing area updating to update the registration of the actual routing area of an MSin the
network. This procedure is used by GPRS MSsin M S operation mode C and by GPRSMSsin MS
operation modes A or B that are IMSI attached for GPRS and non-GPRS services if the network
operates in network operation mode Il or 111;

combined routing area updating to update the registration of the actual routing and location area of
an MSin the network. This procedure is used by GPRS MSsin MS operation modes A or B that are
IMSI attached for GPRS and non-GPRS services provided that the network operates in network
operation mode |; or

periodic routing area updating. This procedure is used by GPRS MSsin MS operation mode C and
by GPRS MSsin MS operation modes A or B that are IMS| attached for GPRS or for GPRS and
non-GPRS services independent of the network operation mode;

IMSI attach for non-GPRS services when the MSis IMSI attached for GPRS services. This
procedure is used by GPRS MSsin MS operation modes A or B, if the network operates in network
operation mode |.

resuming GPRS services when the RR sublayer indicated a resumption failure after dedicated mode
was left, see section 3.4.13.1.1.

UMTSto GSM and for GSM to UMTS intersystem change. Four cases are distinguished:

- An MSthat uses the GSM radio interfacein an RA and movesto anew RA in UMTSor an MS
that uses the UMTS radio interface in an RA and moves to anew RA in GSM, shall initiate the
normal or combined routing area update procedure, as specified in section 4.7.1.6.

- AnMSthat usesthe GSM radio interface in acell and movesto anew UMTS cell within the
same RA or an M S that uses the UMTS radio interface in a cell and movesto anew GSM cell
within the same RA, shall selectively initiate the routing area update procedure as specified in
section 4.7.1.6.

Section 4.7.5.1 describes the routing area updating procedures for updating the routing area only. The
combined routing area updating procedure used to update both the routing and location area is described in
section 4.7.5.2.

The routing area updating procedure is always initiated by the MS. It is only invoked in state GMM-
REGISTERED.

To limit the number of subsequently rejected routing area update attempts, a routing area updating attempt
counter isintroduced. The routing area updating attempt counter shall be incremented as specified in
section 4.7.5.1.5. Depending on the value of the routing area updating attempt counter, specific actions shall
be performed. The routing area updating attempt counter shall be reset when:

a GPRS attach procedure is successfully completed; or

arouting area updating procedure is successfully completed;

and additionally when the MSisin substate ATTEMPTING-TO-UPDATE:

anew routing area is entered;

expiry of timer T3302; or



- at request from registration function.

The mobile equipment shall contain alist of “forbidden location areas for roaming”, aswell asalist of
“forbidden location areas for regional provision of service”. The handling of theselistsis described in
section 4.4.1.

User datatransmission in the MS shall be suspended during the routing area updating procedure; user data
reception shall be possible. User data transmission in the network shall be suspended during the routing area
updating procedure, if anew P-TMSI is assigned.

4.7.5.3 Selective routing area update procedure

The selective routing area updating procedureis used at UMTS to GSM and GSM to UMTS intersystem
change at cell change within the same RA.

4.7.5.3.1 Uplink signalling / data transmission

In GPRS STANDBY or PMM-IDLE mode, the M S shall not perform a RA update procedure (aslong as
the M S stays within the ssame RA) until up-link user data or signalling information is to be sent from the
MS.

* |f the MSisin the same access network as when it last sent user data or signalling messages, the
procedures defined for that access system shall be followed. This shall be sending of an LLC PDU ina
GPRS cell or initiating the SERVICE REQUEST procedurein aUMTS cell.

« |fthe MSisin adifferent access network as when it last sent user data or signalling messages, the RA
update procedure shall be performed before the sending of user data or signalling messages.

* |f the periodic routing area update timer expires the M S shall initiate the periodic routing area update
procedure.

4.7.5.3.2 Downlink signalling / data transmission

If the 2G/3G-SGSN receives user datafor an MS in GPRS STANDBY or PMM-IDLE, the SGSN shall
page the RA where the MSis located. This may include both GPRS and UMTS cells.

* |f the MS receives this page in the same access network as when it last sent user data or signalling
messages, the procedures defined for that access system shall be followed. This shall be sending of an
LLC PDU in a GPRS cell or initiating the SERVICE REQUEST procedurein aUMTS cell.

* |fthe MSreceives this page in a different access network as when it last sent user data or signalling
message, the RA update procedure shall be performed.
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6 Support for packet services

This chapter contains the description of the procedures for the session management of GPRS point-to-point data
services at the radio interface (Reference point Uu and Upy,

6.1 GPRS Session management

6.1.1 General

The main function of the session management (SM) is to support PDP context handling of the user terminal. The SM
comprises procedures for

- identified PDP context activation, deactivation and modification; and
- anonymous PDP context activation and deactivation. (FFSin UMTS)

SM procedures for identified access can only be performed if a GMM context has been established between the MS and
the network. If no GMM context has been established, the MM sublayer has to initiate the establishment of a GMM
context by use of the GMM procedures as described in chapter 4. After GMM context establishment, SM uses services
offered by GMM (see GSM-T S 624.007 [20]). Ongoing SM procedures are suspended during GMM procedure
execution.

For anonymous access no GMM context is established.

6.1.1.1 Radio resource sublayer address handling for anonymous access_(FES in
UMTS)

In the case of anonymous access, no P-TM S| shall be used by the MS or by the network. The MS shall use arandomly
selected random TLLI for transmission of the ACTIVATE AA PDP CONTEXT REQUEST message in order to
activate the AA PDP context.

Upon receipt of the ACTIVATE AA PDP CONTEXT REQUEST message, the network assigns an auxiliary TLLI (A-
TLLI) to the AA PDP context and transmits the assigned A-TLLI to the MS. After receipt of the assigned A-TLLI, the
MS shall useit for further data transmission to the network for the lifetime of the AA PDP context.

6.1.2 Session management states

In this section, the SM states are described for one SM entity (see GSM-T S 024.007 [20]). Each SM entity is associated
with one PDP context. Section 6.1.2.1 describes the SM states in the MS and section 6.1.2.2 describes the SM states on
the network side.

6.1.2.1 Session management states in the MS

In this section, the possible states of an SM entity in the mobile station are described. Asillustrated in figure 6.1/TS
24.008 there are fourfive SM statesin the MS.

6.1.2.1.1 PDP-INACTIVE

This state indicates that no PDP context exists.

6.1.2.1.2 PDP-ACTIVE-PENDING

This state exists when PDP context activation was requested by the M S.

6.1.2.1.3 PDP-INACTIVE-PENDING

This state exists when deactivation of the PDP contexts was requested by the M S.



6.1.2.1.4 PDP-ACTIVE

This state indicates that the PDP context is active.

6.1.2.1.5

PDP-MODIFY PENDING

This state exists when modification of the PDP context was requested by the M S.

DI (REQ PDPCONTX. ACTIV) | &/

/

DR (ACTIV. PDP CONTX. REQ) |

DR (ACTIV. PDP
CONTX. REQ)

DI (ACTIV. PDP CONTX. REJ) |

/

v

-—
PDP-INACTIVE

A

DR (DEACTIV. PDP
CONTX. ACC)

DI (DEACTIV. PDP CONTX. ACC)

A

DR (DEACTIV. PDP
CONTX. ACC)

[ o1 (DEACTIV. POP CONTX. REQ) |

N\

[ DI (PEACTIV. PDP CONTX. REQ) |

PDP-ACTIVE-
PENDING

PDP-INACTIVE-
PENDING

Pl

N

| DI (ACTIV. PDP CONTX. ACC)

PDP-ACTIVE

DR (DEACTIV. PDP CONTX. REQ)

AN

DI (MOD PDP CONTXT REQ)

]

DR (MOD PDP CONTXT ACC)

DR: GMMSM-DATA-REQUEST (Message), i.e. message sent by an MS
DI: GMMSM-DATA-INDICATION (Message), i.e. message received by an MS



DI (REQ PDP CONTX. ACTIV) -— PDP-INACTIVE — DI (DEACTIV. PDP CONTX. ACC)
,
/ -

DR (ACTIV. PDP CONTX. REQ) |

DR (DEACTIV. PDP
CONTX. ACC)

DR (AQTIV. PDP DR (DEACTIV. PDP
CONTX. REQ) CONTX. ACC)

/ DI (ACTIV. PDPCONTX. RE) | [ or (EACTIV. PDP CONTX. REQ) |
DI (DEACTIV. PDP CONTX. RE
PDP-ACTIVE- Lo 9 | PDP-INACTIVE-
PENDING PENDING

o

DI (ACTIV. PDP CONTX. ACC) DR (DEACTIV. PDP CONTX. REQ) |

| DR(MOD. PDP CONTX. REQ) | «— PDP-ACTIVE «—— [ DR(MODPDPCONTXTACO) |

PDP-MODIFY- \ DI (MOD PDP CONTXT REQ)
» [ DI(MOD. PDPCONTX. A
PENDING | Mo <o o | | |

DR: GMMSM-DATA-REQUEST (Message), i.e. message sent by an MS
DI: GMMSM-DATA-INDICATION (Message), i.e. message received by an MS

Figure 6.1/TS 24.008: Session management states in the MS (overview)

It shall be noted, that Figure 6.1/TS 24.008 applies to both primary and secondary PDP contexts, though the distinction
in messages regarding the activation of primary and secondary PDP contexts is not shown here for simplicity.

6.1.2.2 Session management states on the network side

In this section, the possible states of an SM entity on the network side are described. Asillustrated in figure 6.2/TS
24.008 there are five SM states on the network side.

6.1.2.2.1 PDP-INACTIVE

This state indicates that the PDP context is not active.

6.1.2.2.2 PDP-ACTIVE-PENDING

This state exists when the PDP context activation was initiated by the network.

6.1.2.2.3 PDP-INACTIVE-PENDING

This state exists when deactivation of the PDP context was requested by the network.

6.1.2.2.4 PDP-ACTIVE

This state indicates that the PDP context is active.

6.1.2.2.5 PDP-MODIFY-PENDING

This state exists when modification of the PDP context was reguested by the network.



PDP-ACTIVE-

PEND

DI (ACTIV. PDP CONTX. REQ) | bl (ReQ PDP CONTX. ACTIV. RED
DR (ACTIV. PDP | DR (REQPDP CONTX. ACTIV)
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| oi(acTiv. PoPCONTX. REQ)
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PEND

v
PDP-MODIFY -
PEND

DR: GMMSM-DATA-REQUEST (Message), i.e. message sent by network
DI: GMMSM-DATA-INDICATION (Message), i.e. message received by the network

PDP-ACTIVE-

PEND
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Figure 6.2/TS 24.008: Session management states on the network side (overview)



It shall be noted, that Figure 6.2/TS 24.008 applies to both primary and secondary PDP contexts, though the distinction
in messages regarding the activation of primary and secondary PDP contexts is not shown here for smplicity.

6.1.3 Session Management procedures

6.1.3.1 PDP context activation

The purpose of this procedure is to establish a PDP context between the MS and the network for a specific QoS on a
specific NSAPI. The PDP context activation may be initiated by the MS or the initiation may be requested by the
network.

Each PDP address may be described by one or more PDP contexts in the M S or the network. The first PDP context
activated for a PDP address is called the primary context, whereas all additional contexts associated to the sasme PDP
address are called secondary contexts. When more than one PDP contexts are associated to a PDP address, there shall
be a Traffic Flow Template (TFT) for each additional context. The TFT shall be sent transparently viathe SGSN to the
GGSN to enable packet classification and policing for downlink data transfer (see TS 23.060).

6.1.3.1.1 Successful PDP context activation initiated by the mobile station

In order to request a PDP context activation, the MS sends an ACTIVATE PDP CONTEXT REQUEST message to the
network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. The message contains the selected NSAPI,
PDP type, requested QoS and, if the MS requests a static address, the PDP address. The MS shall ensure that the
selected NSAPI is not currently being used by another Session Management entity in the MS.

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message, the network selects aradio priority level based
on the QoS negotiated and may reply with an ACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the
message ACTIVATE PDP CONTEXT ACCEPT the MS shall stop timer T3380, shall enter the state PDP-ACTIVE-. If
the offered QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either
accept the negotiated QoS or initiate the PDP context deactivation procedure.

In GSM the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the
offered QoS and selected radio priority level if no logical link has been already established for that SAPI. If the offered
QoS parameters received from the network differ from the QoS requested by the MS, the MS shall either accept the
negotiated QoS or initiate the PDP context deactivation procedure. If the LLC SAPI indicated by the network can not
be supported by the M S, the MS shall initiate the PDP context deactivation procedure.

In UMTS, both the network and the M S shall store the LLC SAPI and the radio priority in the PDP context. If aUMTS
to GMS system change is performed, the new SGSN shall initiate establishment of the logical link using the negotiated
QoS profile, the negotiated LLC SAPI, and selected radio priority level stored in the PDP context asin a GSM to GMS
Routing Area Update.

An MS, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while an MS which is
capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned” in order to avoid
unnecessary value range checking and any other possible confusion in the network.

NOTE: Theradio priority level and the LLC SAPI parameters, though not used in UMTS, shall be included in
the messages, in order to support handover between UMTS and GSM networks.

6.1.3.1.2 Successful PDP context activation requested by the network

In order to request a PDP context activation, the network sends a REQUEST PDP CONTEXT ACTIVATION message
to the MS and starts timer T3385. If available, the APN shall be included in the REQUEST PDP CONTEXT
ACTIVATION message.

Upon receipt of a REQUEST PDP CONTEXT ACTIVATION message, the MS shall than either initiate the PDP
context activation procedure as described in the previous section or shall reject the activation request by sending a
REQUEST PDP CONTEXT ACTIVATION REJECT message as described in section 6.1.3.1.4. The value of the reject
cause |E of the REQUEST PDP CONTEXT ACTIVATION REJECT message shall indicate the reason for rejection,
e.g. “insufficient resources to activate another context”.

The ACTIVATE PDP CONTEXT REQUEST message sent by the MSin order to initiate the PDP context activation
procedure shall contain the PDP address requested by the network in the REQUEST PDP CONTEXT ACTIVATION



message and the APN, if it was included by the network. The value of the APN included in PDP CONTEXT
ACTIVATION message shall be the value received with the REQUEST PDP CONTEXT ACTIVATION message.

Upon receipt of the ACTIVATE PDP CONTEXT REQUEST message, the network shall stop timer T3385.

The same procedures apply as described for MS initiated PDP context activation.

6.1.3.1.3 Unsuccessful PDP context activation initiated by the MS

Upon receipt of an ACTIVATE PDP CONTEXT REQUEST message the network may reject the MSiinitiated PDP
context activation by sending an ACTIVATE PDP CONTEXT REJECT message to the MS. The message shall contain
a cause code that typically indicates one of the following causes:

# 26: insufficient resources,

# 27: missing or unknown APN;

# 28: unknown PDP address or PDP type;

# 29: user authentication failed;

# 30: activation rejected by GGSN;

# 31: activation rejected, unspecified;

# 32: service option not supported;

# 33: requested service option not subscribed;
# 34: service option temporarily out of order;
# 35: NSAPI already used; or

#95 - 111: protocol errors.

Upon receipt of an ACTIVATE PDP CONTEXT REJECT message, the MS shall stop timer T3380 and enter/remain in
state PDP-INACTIVE.

6.1.3.1.4 Unsuccessful PDP context activation requested by the network

Upon receipt of the REQUEST PDP CONTEXT ACTIVATION message, the MS may reject the network requested
PDP context activation by sending the REQUEST PDP CONTEXT ACTIVATION REJECT message to the network.
The message contains the same Tl asincluded in the REQUEST PDP CONTEXT ACTIVATION and an additional
cause code that typically indicates one of the following causes:

# 26: insufficient resources;

# 31: activation rejected, unspecified;
# 40: feature not supported; or

#95 - 111: protocol errors.

The network shall stop timer T3385 and enter state PDP-INACTIVE.

6.1.3.1.5 Abnormal cases
The following abnormal cases can be identified:
a) Expiry of timers
In the mobile station:

On the first expiry of the timer T3380, the MS shall resent the ACTIVATE PDP CONTEXT REQUEST and
shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth expiry of timer
T3380, the MS shall release all resources possibly allocated for this invocation and shall abort the procedure;
no automatic PDP context activation re-attempt shall be performed.

On the network side:

On the first expiry of the timer T3385, the network shall resent the message REQUEST PDP CONTEXT
ACTIVATION and shall reset and restart timer T3385. This retransmission is repeated four times, i.e. on the
fifth expiry of timer T3385, the network shall release possibly allocated resources for this activation and
shall abort the procedure.

b) Collision of MSinitiated and network requested PDP context activation

Dynamic PDP address collision case:



If the MS uses dynamic PDP addressing that turns out to collide with the network requested PDP address, then
there is no detection of collision specified but Ieft for network implementation.

Static PDP address collision detected within the mobile station:

A collision of an MSiinitiated and a network requested PDP context activation procedure is identified by the
MSif aREQUEST PDP CONTEXT ACTIVATION message is received from the network after the MS has
sent an ACTIVATE PDP CONTEXT REQUEST message, and both messages contain the same static PDP
address, and the M S has not yet received an ACTIVATE PDP CONTEXT ACCEPT or ACTIVATE PDP
CONTEXT REJECT message.

The MS then discards the REQUEST PDP CONTEXT ACTIVATION message and waits for the network
responseto its ACTIVATE PDP CONTEXT REQUEST message.

Static PDP address collision detected on the network side:

A collision is detected by the network in case an ACTIVATE PDP CONTEXT REQUEST messageis
received from the MS with the same static PDP address as the REQUEST PDP CONTEXT ACTIVATION
message sent to the M S.

The network shall terminate the network requested PDP context activation and proceed with the M S initiated
ACTIVATE PDP CONTEXT REQUEST message.

MS Network
ACTIVATE PDP CONTEXT REQUEST
Start T3380 >
Stop T3380 ACTIVATE PDP CONTEXT ACCEPT
or
ACTIVATE PDP CONTEXT REJECT
StopT3380

Figure 6.3/TS 24.008: MS initiated PDP context activation procedure
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A

REQUEST PDP CONTEXT ACTIVATION REJECT
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Figure 6.4/TS 24.008: Network initiated PDP context activation procedure



6.1.3.2 Secondary PDP Context Activation Procedure

The purpose of this procedure is to establish a secondary PDP context between the M S and the network for a specific
Traffic Flow Template (TFT) and QoS profile on a specific NSAPI, when one or more PDP contexts has'have already
been established for the particular PDP address. For each secondary PDP context, adifferent QoS profile and TFT shall

be requested.

6.1.3.2.1 Successful Secondary PDP Context Activation Initiated by the MS

In order to request a secondary PDP context activation, the MS shall send an ACTIVATE SECONDARY PDP
CONTEXT REQUEST message to the network, enter the state PDP-ACTIVE-PENDING and start timer T3380. The
message shall contain the selected NSAPI. The M S shall ensure that the selected NSAPI is not currently being used by
another Session Management entity in the MS. The message shall also include a QoS profile, aTFT, arequested LLC
SAPI and the Linked TI. The QoS profile is the requested QoS. The TFT shall be sent transparently through the SGSN
to the GGSN to enable packet classification and policing for downlink data transfer.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST, the network shall validate the message by
verifying the Tl giveninthe Linked Tl IE. The same GGSN address shall be used by the SGSN as for the already
established PDP context(s) for that PDP address. The network shall select aradio priority level based on the QoS
negotiated and shall reply with an ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, if the request can

be accepted.

Upon receipt of the message ACTIVATE SECONDARY PDP CONTEXT ACCEPT, the MS shall stop timer T3380
and enter the state PDP-ACTIVE. If the offered QoS parameters received from the network differ from the QoS
requested by the M S, the M S shall either accept the negotiated QoS or initiate the PDP context deactivation procedure.

In GSM the MS shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the
offered QoS and selected radio priority level if no logical link has been aready established for that SAPI. If the LLC
SAPI indicated by the network can not be supported by the MS, the MS shall initiate the PDP context deactivation

procedure.

In UMTS, both SGSN and M S shall store the LLC SAPI and the radio priority in the PDP context. If aUMTS to GSM
Routing Area Update is performed, the new SGSN shall initiate establishment of the logical link using the negotiated
LLC SAPI, the negotiated QoS profile and selected radio priority level stored in the PDP context asin a GSM to GSM
Routing Area Update.

An MS, which is capable of operating in both GSM and UMTS, shall use a valid LLC SAPI, while an MS which is
capable of operating only in UMTS shall indicate the LLC SAPI value as "LLC SAPI not assigned” in order to avoid
unnecessary value range checking and any other possible confusion in the network.

NOTE: Theradio priority level and the LLC SAPI parameters, though not used in UMTS, shall beincluded in
the messages, in order to support handover between UMTS and GSM networks.

6.1.3.2.2 Unsuccessful Secondary PDP Context Activation initiated by the MS

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REQUEST message, the network may reject the MS
initiated secondary PDP context activation by sending an ACTIVATE SECONDARY PDP CONTEXT REJECT
message to the MS. The message shall contain a cause code that typically indicates one of the following:

# 26: insufficient resources,

# 30: activation rejected by GGSN;

# 31. activation rejected, unspecified;

# 32: service option not supported;

# 33: requested service option not subscribed:;
# 34. service option temporarily out of order;
# 35. NSAPI already used;

#41. TFT already used;

#42. invalid TFT;

# 43. unknown PDP context;

# 95 - 111: protocol errors.

Upon receipt of an ACTIVATE SECONDARY PDP CONTEXT REJECT message, the MS shall stop timer T3380 and
enter the state PDP-INACTIVE.




6.1.3.2.3 Abnormal cases

The following abnormal cases can be identified:

a) Expiry of timers

On thefirst expiry of the timer T3380, the M S shall resent the ACTIVATE SECONDARY PDP CONTEXT
REQUEST and shall reset and restart timer T3380. This retransmission is repeated four times, i.e. on the fifth
expiry of timer T3380, the MS shall release all resources possibly allocated for this invocation and shall abort
the procedure; no automatic PDP context activation re-attempt shall be performed.

b) M S initiated Secondary PDP context activation for an already activated Secondary PDP context (On the network
side)
If all parameters of the new ACTIVATE SECONDARY PDP CONTEXT REQUEST message match with those of a

previousy activated PDP context, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT
ACCEPT message.

Otherwise, the network shall check the parameters as follows:

The SGSN shall first check whether there is an activated PDP context for the Tl givenintheLinked Tl |E in the
ACTIVATE SECONDARY PDP CONTEXT REQUEST message. If there is no active PDP context for the specified
TI, the network shall reply with an ACTIVATE SECONDARY PDP CONTEXT REJECT message, cause code
indicating "unknown PDP context". |f there exists a PDP context for the given T, then the requested NSAPI is
checked. If there exists an active PDP context with the same NSAPI, the network shall reject the activation with cause
"NSAPI already used". Otherwise, the TFT in the request message is checked. If the TFT isinvalid, the network shall
reject the activation request with cause "Invalid TFT". If the TFT isvalid but it is already used by another context of
the same PDP address, the network shall reject the activation request with cause " TFT already used”. Otherwise, the
network shall accept the activation request by replying to the MS with an ACTIVATE SECONDARY PDP CONTEXT
ACCEPT message.

MS Network

ACTIVATE SECONDARY PDP CONTEXT REQUEST
Start T3380 >

Stop T3380 ACTIVATE SECONDARY PDP CONTEXT ACCEPT

or

ACTIVATE SECONDARY PDP CONTEXT REJECT

Stop T3380

Figure 6.5/TS 24.008: MS initiated secondary PDP context activation procedure

6-13-2 6.1.3.3 PDP context modification procedure

The PDP context modification procedure is invoked by the network or by the MS, in order to change the QoS
negotiated, the Radio priority level, or the TFT, negotiated during the PDP context activation procedure, the secondary
PDP context activation procedure or at previously performed PDP context modification procedures. The procedure can
beinitiated by the network or the MS at any time when a PDP context is active.

The network requested PDP context modification procedure may also be used to update the PDP address when external
PDN address allocation is performed, in which case the M S receives the PDP address in the MODIFY PDP CONTEXT
REQUEST (Network to MS direction) message.

NOTE: The procedure may be initiated by the network due to an inter-SGSN Routing Area Updating when a
PDP context is active.




6.1.3.3.1 Network initiated PDP Context Modification

In order to initiate the procedure, the network sends the MODIFY PDP CONTEXT REQUEST message to the MS and
starts timer T3386. The message shall contain the new QoS and the radio priority level and LLC SAPI that shal be
used by the MSin GSM at the lower layers for the transmission of data related to the PDP context.

Upon receipt of this message the MS shall reply with the MODIFY PDP CONTEXT ACCEPT message, if the MS
accepts the new QoS and the indicated LLC SAPI.

If the MS does not accept the new QoS or the indicated LLC SAPI, the MS shall initiate the PDP context deactivation
procedure for the PDP context - the rgject cause |E value of the DEACTIVATE PDP CONTEXT REQUEST message
shall indicate “QoS not accepted”.

The network shall upon receipt of the MODIFY PDP CONTEXT ACCEPT message stop timer T3386.

In GSM, the network shall establish, reconfigure or continue using the logical link with the new QoS for the LLC SAPI
indicated in the MODIFY PDP CONTEXT REQUEST message.

In UMTS, the network shall establish, reconfigure or continue using the Radio Access Bearer with the new QoS
indicated in the MODIFY PDP CONTEXT REQUEST message.

6.1.3.3.2 MS initiated PDP Context Modification accept by the network

In order to initiate the procedure, the M S sends the MODIFY PDP CONTEXT REQUEST message to the network,
enters the state PDP-MODIFY -PENDING and starts timer T3381. The message may contain the requested new QoS
and/or the TFT and the requested LLC SAPI (used in GSM).

Upon receipt of the MODIFY PDP CONTEXT REQUEST message, the network may reply with the MODIFY PDP
CONTEXT ACCEPT message in order to accept the context modification. The reply message may contain the
negotiated QoS and the radio priority level based on the new QoS profile and the negotiated LLC SAPI, that shall be
used in GSM by the logical link.

Upon receipt of the MODIFY PDP CONTEXT ACCEPT message, the M S shall stop the timer T3381. |f the offered
QoS parameters received from the network differs from the QoS requested by the M S, the M S shall either accept the
negotiated QoS or initiate the PDP context deactivation procedure.

Note: When modification of QoS was requested by the M S, if the network does not accept the M S request, being unable
to provide the requested QoS, it should maintain the QoS negotiated as previously negotiated or propose a new QoS.
Therefore, the network would not reject the M S initiated PDP context modification request due to the unavailability of

the required QoS.

6.1.3.3.3 MS initiated PDP Context Modification not accept by the network

Upon receipt of aMODIFY PDP CONTEXT REQUEST message, the network may reject the MS initiated PDP
context modification request by sending aMODIFY PDP CONTEXT REJECT message to the MS. The message shall
contain a cause code that typically indicates one of the following:

# 26: insufficient resources;

#83: invalid TFT;
# 95 - 111: protocol errors.

Upon receipt of a MODIFY PDP CONTEXT REJECT message, the M S shall stop timer T3381 and enter the state
PDP-ACTIVE.

6.1.3.32. 41 Abnormal cases

a)  Expiry of timers

On the network side:

On the first expiry of timer T3386, the network shall resend the MODIFY PDP CONTEXT REQUEST message
reset and restart timer T3386. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3386, the



network may continue to use the previously negotiated QoS or it may initiate the PDP context deactivation
procedure.

Inthe MS:

On thefirst expiry of timer T3381, the M S shall resend the MODIFY PDP CONTEXT REQUEST message reset
and restart timer T3381. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3381, the MS
may continue to use the previoudy negotiated QoS or it may initiate the PDP context deactivation procedure.

b) Caollision of MS and Network initiated PDP Context M odification Procedures

A collision of aMS and network initiated PDP context modification proceduresis identified by the MSiif a
MODIFY PDP CONTEXT REQUEST messageis received from the network after the MS has sent aMODIFY
PDP CONTEXT REQUEST message itself, and both messages contain the same Tl and the M S has not yet
received aMODIFY PDP CONTEXT ACCEPT message from the network.

A collision is detected by the network in case aMODIFY PDP CONTEXT REQUEST message is received from
the MS with the same Tl as the MODIFY PDP CONTEXT REQUEST message sent to the MS.

In the case of such a collision, the network initiated PDP context modification shall take precedence over the MS
initiated PDP context modification. The MS shall terminate internally the M S initiated PDP context modification
procedure, enter the state PDP-Active and proceed with the network initiated PDP context modification procedure
by sending aMODIFY PDP CONTEXT ACCEPT message. The network shall ignore the MODIFY PDP
CONTEXT REQUEST message received in the state PDP-MODIFY -PENDING. The network shall proceed with
the network initiated PDP context modification procedure asif no MODIFY PDP CONTEXT REQUEST message
was received from the MS.

MS Network
MODIFY PDP CONTEXT REQUEST

Start T3386

A

MODIFY PDP CONTEXT ACCEPT

»  Stop T3386

Figure 6.56/TS 24.008: Network initiated PDP context modification procedure
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Figure 6.7/TS 24.008: MS initiated PDP context modification procedure

6-13-36.1.3.4 PDP context deactivation procedure

The purpose of this procedure is to deactivate an existing PDP context between the MS and the network. The PDP
context deactivation may be initiated by the MS or by the network. This procedure can also be used to deactivate
secondary PDP contexts. The tear down indicator information element may be included in the DEACTIVATE PDP




CONTEXT REQUEST message in order to indicate whether only the PDP context associated with this specific Tl or
all active PDP contexts sharing the same PDP address as the PDP context associated with this specific TI shall be
deactivated. If the tear down indicator information element is not included in the DEACTIVATE PDP CONTEXT
REQUEST message, only the PDP context associated with this specific Tl shall be deactivated.

6-143-3-16.1.3.4.1 PDP context deactivation initiated by the MS

In order to deactivate a PDP context, the MS sendsa DEACTIVATE PDP CONTEXT REQUEST message to the
network, enters the state PDP-INACTIVE-PENDING and starts timer T3390. The message contains the transaction
identifier (TI) in use for the PDP context or secondary PDP context to be deactivated and a cause code that typically
indicates one of the following causes:

#25: LLC or SNDCP failure(GSM only);

# 26: insufficient resources;
# 36: regular PDP context deactivation; or
# 37: QOS not accepted.

The network shall reply with the DEACTIVATE PDP CONTEXT ACCEPT message. Upon receipt of the
DEACTIVATE PDP CONTEXT ACCEPT message, the MS shall stop timer T3390. In GSM, bBoth the MS and the
network shall initiate local release of the logical link if it is not used by another PDP context. In UMTS, the network
shall initiate the release of Radio Access Bearer associated with this PDP context.

6-1.3-3-26.1.3.4.2 PDP context deactivation initiated by the network

In order to deactivate a PDP context, the network sends a DEACTIVATE PDP CONTEXT REQUEST message to the
MS and starts timer T3395. The message contains the transaction identifier in use for the PDP context to be deactivated
and acause code that typically indicates one of the following causes:

#25: LLC or SNDCP failure(GSM only);

# 36: regular PDP context deactivation;
# 38: network failure; or

# 39: reactivation requested.

The MS shall, upon receipt of this message, reply withaDEACTIVATE PDP CONTEXT ACCEPT message. Upon
receipt of the DEACTIVATE PDP CONTEXT ACCEPT message, the network shall stop the timer T3395. In GSM
bBoth the MS and the network shall initiate local release of the logical link if it is not used by another PDP context. In
UMTS, the network shall initiate the release of Radio Access Bearer associated with this PDP context.

6-13336.1.3.4.3 Abnormal cases
The following abnormal cases can be identified:
a) Expiry of timers
In the mobile station:

On the first expiry of timer T3390, the M S shall resent the message DEACTIVATE PDP CONTEXT
REQUEST and shall reset and restart the timer T3390. This retransmission is repeated four times, i.e. on the
fifth expiry of timer T3390, the MS shall release all resources allocated and shall erase the PDP context
related data.

On the network side:

On the first expiry of timer T3395, the network shall resent the message DEACTIVATE PDP CONTEXT
REQUEST and shall reset and restart timer T3395. Thisretransmission is repeated four times, i.e. on the
fifth expiry of timer T3395, the network shall erase the PDP context related data for that M S.

b) Coallision of MS and network initiated PDP context deactivation requests



If the MS and the network initiated PDP context deactivation requests collide, the MS and the network shall
each reply with the messages DEACTIVATE PDP CONTEXT ACCEPT and shall stop timer T3390 and T3395,

respectively.
MS Network
DEACTIVATE PDP CONTEXT REQUEST
Start T3390 >
DEACTIVATE PDP CONTEXT ACCEPT
Stop T3390

Figure 6.68/TS 24.008: MS initiated PDP context deactivation procedure
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Figure 6.79/TS 24.008: Network initiated PDP context deactivation procedure

6.1.3.4 AA PDP context activation (FFS in UMTS)

The purpose of this procedure is to anonymously establish a PDP context between the M S and the network for a
specific QoS on a specific NSAPI. The AA PDP context activation shall only be initiated by the MS.

6.1.3.4.1 Successful AA PDP context activation initiated by the mobile station

In order to activate an anonymous PDP context, the MS sends an ACTIVATE AA PDP CONTEXT REQUEST
message to the network, enters the state PDP-ACTIVE-PENDING and starts timer T3380. Aslong as no auxiliary
TLLI isalocated to the MS, arandom TLLI isused for addressing on lower layers.

Upon receipt of an ACTIVATE AA PDP CONTEXT REQUEST message, the network selects aradio priority level
based on the QoS negotiated, assignsa AA-TID to the PDP context and sends an ACTIVATE AA PDP CONTEXT
ACCEPT message to the MS. The message shall contain a the selected radio priority level and negotiated QoS
allocated by the network. If the offered QoS parameters received from the network differ from the QoS requested by the
MS, the M S shall accept the QoS offered by the network. If the LLC SAPI indicated by the network can not be
supported by the MS, the M S shall initiate the implicit AA PDP context deactivation procedure. Upon receipt of the
message ACTIVATE AA PDP CONTEXT ACCEPT, the MS shall stop timer T3380, shall enter the state PDP-
ACTIVE and shall initiate establishment of the logical link for the LLC SAPI indicated by the network with the
negotiated QoS.

6.1.3.4.2 Unsuccessful AA PDP context activation

Upon receipt of the ACTIVATE AA PDP CONTEXT REQUEST message the network may indicate the failure of the
MSinitiated AA PDP context activation by sending the ACTIVATE AA PDP CONTEXT REJECT message to the MS.
The message contains a cause code that typically indicates one of the following causes:

# 32: service option not supported;
# 34: service option temporarily out of order;
# 90 - 111: protocol errors.



The MS shall stop the timer T3380.

6.1.3.4.3 Abnormal cases
a) Expiry of timers

On the first expiry of timer T3380, the M S shall retransmit the ACTIVATE AA PDP CONTEXT REQUEST
message and shall reset and restart timer T3380.

Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3380, the MS shall indicate the failure
of the AA PDP context activation procedure to the register functions, shall release all resources possibly allocated
for thisinvocation and shall abort the procedure; no automatic AA PDP context activation re-attempt shall be
performed.

MS Network

ACTIVATE AA PDP CONTEXT REQUEST

Start T3380 >
ACTIVATE AA PDP CONTEXT ACCEPT
Stop T3380 .
or
ACTIVATE AA PDP CONTEXT REJECT
Stop T3380

Figure 6.810 TS 24.008: MS initiated AA PDP context activation procedure

6.1.3.5 AA PDP context deactivation

6.1.3.5.1 Implicit AA PDP context deactivation
Theimplicit deactivation is performed without signalling message exchange as specified below.
The AA PDP context on the network side shall be deactivated when:
- the AA READY timer expiresinthe GMM-AA entity.
The AA PDP context in the MS shall be deactivated when:

the AA READY timer expiresin the GMM-AA entity;

the M S changes the routing area;

the LLC SAPI indicated by the network can not be supported by the MS during activation, or

- user requested.

6.1.3.5.2 Explicit AA PDP context deactivation

An explicit AA PDP context deactivation shall only be initiated by the network. The procedure shall be performed
when a misuse of the anonymous PDP context has been detected.

In order to deactivate the AA PDP context, the network sends the message DEACTIVATE AA PDP CONTEXT
REQUEST and starts timer T3397. The message shall contain the transaction identifier in use for the AA PDP context
to be deactivated. After sending the message the network initiates the release of the logical link.

The MS shall, upon receipt of this message, reply with the DEACTIVATE AA PDP CONTEXT ACCEPT message
after the logical link has been released.

Upon receipt of the DEACTIVATE AA PDP CONTEXT ACCEPT message, the network shall stop the timer T3397.



6.1.3.5.3 Abnormal cases
a) Expiry of timers

On thefirst expiry of timer T3397, the network shall retransmit the message DEACTIVATE AA PDP
CONTEXT REQUEST and shall reset and restart timer T3397.

Thisretransmission is repeated four times, i.e. on the fifth expiry of timer T3397, the network shall release
all remaining resources allocated for that MS and shall erase the AA PDP context related data for that M S.

MS Network

DEACTIVATE AA PDP CONTEXT REQUEST
Start T3397

A

DEACTIVATE AA PDP CONTEXT ACCEPT

» Stop T3397

Figure 6.911/TS 24.008: Network initiated AA PDP context deactivation procedure

b) Lower layer failure

If alower layer failureisindicated before the DEACTIVATE AA PDP CONTEXT ACCEPT messageis sent,
the M S shall abort the procedure and shall locally de-allocate the P-TMSI from the LLC sublayer.

If alower layer failureisindicated before the DEACTIVATE AA PDP CONTEXT ACCEPT messageis
received, the network shall abort the procedure and shall locally de-allocate the P-TM S| from the LLC sublayer.
6.1.3.6 Receiving a SM STATUS message by a SM entity.

If the SM entity of the MS receivesa SM STATUS message no state transition and no specific action shall be taken as
seen from the radio interface, i.e. local actions are possible.

The actions to be taken on receiving a SM STATUS message in the network are an implementation dependent option.



8.3

Unknown or unforeseen transaction identifier

8.3.2 Session Management

The mobile station and network shall reject a session management message other than SM-STATUS received with Tl
value"111" by immediately sending an SM-STATUS message with Tl value “111”. For a session management
message received with T1 different from "111", the following procedures shall apply:

a)

b)

©)

d)

e

f)

Whenever any session management message except ACTIVATE PDP CONTEXT REQUEST, ACTIVATE AA
PDP CONTEXT REQUEST or SM-STATUS is received by the network specifying a transaction identifier
which is not recognized as relating to an active context or to a context that is in the process of activation or
deactivation or has been [recently] deactivated, the network should send a SM-STATUS message with cause
#81 "invalid transaction identifier value" using the received transaction identifier value and remain in the PDP-
INACTIVE state.

Whenever any session management message except REQUEST PDP CONTEXT ACTIVATION or SM-
STATUS isreceived by the MS specifying a transaction identifier which is not recognized as relating to an
active context or to a context that is in the process of activation or deactivation or has been [recently]
deactivated, the M S shall send a SM-STATUS message with cause #81 "invalid transaction identifier value"
using the received transaction identifier value and remain in the PDP-INACTIVE state.

When an ACTIVATE AA PDP CONTEXT REQUEST or REQUEST PDP CONTEXT ACTIVATION
message is received with a transaction identifier flag set to "1", this message shall be ignored.

When an ACTIVATE PDP CONTEXT REQUEST message is received specifying a transaction identifier which
is not recognized as relating to a context that is in the process of activation, and with a transaction identifier flag
set to "1", this message shall be ignored.

Whenever an ACTIVATE PDP CONTEXT REQUEST or ACTIVATE AA PDP CONTEXT REQUEST
message is received by the network specifying atransaction identifier relating to a PDP context not in state
PDP-INACTIVE, the network shall deactivate the old PDP context relating to the received transaction identifier
without notifying the MS. Furthermore, the network shall continue with the activation procedure of a new PDP
context asindicated in the received message.

Whenever aREQUEST PDP CONTEXT ACTIVATION message is received by the MS specifying a
transaction identifier relating to a PDP context not in state PDP-INACTIVE, the MS shall locally deactivate the
old PDP context relating to the received transaction identifier. Furthermore, the M S shall continue with the
activation procedure of a new PDP context as indicated in the received message.



9 Message functional definitions and contents

9.5 GPRS Session Management Messages

9.5.1  Activate PDP context request

This message is sent by the M S to the network to request activation of a PDP context.
Seetable 9.5.1/TS 24.008.

Messagetype: ACTIVATE PDP CONTEXT REQUEST
Significance: global
Direction: MSto network

Table 9.5.1/TS 24.008: ACTIVATE PDP CONTEXT REQUEST message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Activate PDP context request Message type M \% 1
message identity 10.4
Requested NSAPI Network service access point M \% 1
identifier 10.5.6.2
Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9
Requested QoS Quality of service M LV 4
10.5.6.5
Requested PDP address Packet data protocol address M LV 3-19
10.5.6.4
28 Access point name Access point name (0] TLV 3-102
10.5.6.1
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3
9.5.1.1 Access point name

This|E isincluded in the message when the M S selects a specific external network to be connected to.

9.5.1.2 Protocol configuration options

ThisIE isincluded in the message when the M'S provides protocol configuration options for the external PDN.

9.5.2  Activate PDP context accept

This message is sent by the network to the M S to acknowledge activation of a PDP context.
See table 9.5.2/TS 24.008.

Messagetype: ACTIVATE PDP CONTEXT ACCEPT
Significance: global

Direction: network to MS



Table 9.5.2/TS 24.008: ACTIVATE PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Activate PDP context accept Message type M \% 1
message identity 104
Negotiated LLC SAPI LLC service access point identifier M \% 1
10.5.6.9
Negotiated QoS Quality of service M LV 4
10.5.6.5
Radio priority Radio priority M \% 1/2
10.5.7.2
Spare half octet Spare half octet M \% 1/2
10.5.1.8
2B PDP address Packet data protocol address (0] TLV 4-20
10.5.6.4
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3
34 Packet Flow Identifier Packet Flow Identifier (@] TLV 3
10.5.6.11
9.5.2.1 PDP address

If the MS did not request a static address in the corresponding ACTIVATE PDP CONTEXT REQUEST message, the
network shall include the PDP address |IE in this ACTIVATE PDP CONTEXT ACCEPT message.

If the M S requested a static address in the corresponding ACTIVATE PDP CONTEXT REQUEST message, the
network shall not include the PDP address |E in thisACTIVATE PDP CONTEXT ACCEPT message.

9.5.2.2 Protocol configuration options

This|E isincluded in the message when the network wishes to transmit protocol configuration options for the external
PDN.

9.5.2.3 Packet Flow Identifier

This |E may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

9.5.3  Activate PDP context reject

This message is sent by the network to the MS to reject activation of a PDP context.
See table 9.5.3/TS 24.008.

Messagetype: ACTIVATE PDP CONTEXT REJECT
Significance: global

Direction: network to MS



Table 9.5.3/TS 24.008: ACTIVATE PDP CONTEXT REJECT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Activate PDP context reject Message type M \% 1
message identity 104
SM cause SM Cause M \% 1
10.5.6.6
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3

9.5.3.1 Protocol configuration options

| The protocol configuration options |E may only be inserted by the network (see TS 209.060) if the SM Cause indicates
"activation rejected by GGSN".

9.5.4 Activate Secondary PDP Context Request

This message is sent by the M S to the network to request activation of a secondary PDP context. See Table

9.5.4/TS 24.008.
M essage type: ACTIVATE SECONDARY PDP CONTEXT REQUEST
Significance: global
Direction: M S to network

Table9.5.4/TS24.008: ACTIVATE SECONDARY PDP CONTEXT REQUEST

message content
IEI Information Element Type/Reference Presence | Format | Length
Protocol discriminator Protocol discriminator M \ »
10.2
Transaction identifier Transaction identifier M \ »
10.3.2
Activate secondary PDP Message type M \ 1
context request message 104
identity
Requested NSAPI Network service access point M \i 1
identifier
10.5.6.2
Requested LLC SAPI LLC service access point identifier M \ 1
10.5.6.9
Requested QoS Quality of service M LV FES
10.5.6.5
TFT Traffic Flow Template M LV FES
Linked TI Linked TI M LV 2-3
10.5.6.7
9.5.5 Activate Secondary PDP Context Accept
This message is sent by the network to the M S to acknowledge activation of a secondary PDP context. See Table
9.5.5/TS 24.008.
M essage type: ACTIVATE SECONDARY PDP CONTEXT ACCEPT
Significance: global
Direction: network to MS

Table9.5.5/TS24.008: ACTIVATE SECONDARY PDP CONTEXT ACCEPT message

content




1EI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \ 1/2
10.2

Transaction identifier Transaction identifier M \ 1/2
10.3.2

Activate secondary PDP context |Message type M \ 1

accept message identity 10.4

Negotiated LLC SAPI LLC service access point identifier M \ 1
10.5.6.9

Negotiated QoS Quality of service M LV EES
10.5.6.5

Radio priority Radio priority M \Y 1/2

Spare half octet Spare half octet M \ 1/2
10.5.1.8

34 |Packet Flow |dentifier Packet Flow |dentifier (@] TLV 3
10.5.6.11
9.5.5.1 Packet Flow Identifier

This |E may be included if the network wants to indicate the Packet Flow |dentifier associated to the PDP context.

9.5.6 Activate Secondary PDP Context Reject

This message is sent by the network to the UE to reject activation of a secondary PDP context. See Table 9.5.6/TS
24.008.

Messagetype: ACTIVATE SECONDARY PDP CONTEXT REJECT

Significance: globa

Direction: network to MS

Table9.5.6/TS24.008: ACTIVATE SECONDARY PDP CONTEXT REJECT message

content
1EI Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \i 1/2
10.2

Transaction identifier Transaction identifier M \i 1/2
10.3.2

Activate secondary PDP context | Message type M \i 1

reject message identity 10.4

SM cause SM Cause M \ 1
10.5.6.6

9.5.49.5.7 Request PDP context activation

This message is sent by the network to the M S to initiate activation of a PDP context.
See table 9.5.47/TS 24.008.

Messagetype: REQUEST PDP CONTEXT ACTIVATION
Significance: global

Direction: network to MS



Table 9.5.47/TS 24.008: REQUEST PDP CONTEXT ACTIVATION message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Request PDP context activation | GPRS message type M \% 1
message identity 104
Offered PDP address Packet data protocol address M LV 3-19
10.5.6.4
28 Access point name Access point name (0] TLV 3-102

10.5.6.1

9.5.59.5.8 Request PDP context activation reject

This message is sent by the M S to the network to reject initiation of a PDP context activation.

See table 9.5.58/TS 24.008.
Messagetype: REQUEST PDP CONTEXT ACTIVATION REJECT
Significance: global
Direction: MSto network

Table 9.5.58/ 24.008: REQUEST PDP CONTEXT ACTIVATION REJECT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Request PDP context act. reject | Message type M \% 1
message identity 104
SM cause SM cause M \% 1
10.5.6.6
9.5.69.5.9 Modify PDP context request (Network to MS direction)
This message is sent by the network to the M S to request modification of an active PDP context. See table 9.5.69/TS
24.008.
Messagetype: MODIFY PDP CONTEXT REQUEST (NETWORK TO MS DIRECTION)
Significance: global

Direction:

network to MS




Table 9.5.69/TS 24.008: MODIFY PDP CONTEXT REQUEST (NETWORK TO MS DIRECTION) message

content
IEI Information Element Type/Reference Presence Format Length

Protocol discriminator Protocol discriminator M \% 1/2
10.2

Transaction identifier Transaction identifier M \% 1/2
10.3.2

Modify PDP context request Message type M \% 1

message identity 104

Radio priority Radio priority M \% 1/2
10.5.7.2

Spare half octet Spare half octet M \% 1/2
10.5.1.8

Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9

New QoS Quality of service M LV 4
10.5.6.5

2B PDP address Packet data protocol address (@] TLV 4-20
10.5.64
34 Packet Flow Identifier Packet Flow Identifier (@] TLV 3
10.5.6.11
9.5.9.1 PDP address

If the M S requested external PDN address allocation at PDP context activation viaan APN and this was confirmed by

the network in the ACTIVATE PDP CONTEXT ACCEPT message, then the network shall include the PDP address | E

inthe MODIFY PDP CONTEXT REQUEST message once the address has been actually allocated, in order to update

the PDP context in the MS.

9.5.9.2

Packet Flow ldentifier

This |E may be included if the network wants to indicate the Packet Flow |dentifier associated to the PDP context.

9.5.10 Modify PDP context request (MS to network direction)

This message is sent by the M S to the network to request modification of an active PDP context. See table 9.5.10/TS

24.008.
Messagetype:  MODIFY PDP CONTEXT REQUEST (MSTO NETWORK DIRECTION)
Significance: global
Direction: M S to network

Table 9.5.10/TS 24.008: MODIFY PDP CONTEXT REQUEST (MS TO NETWORK DIRECTION) message

content
| IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \ 12
10.2
Transaction identifier Transaction identifier M \ 12
10.3.2
Modify PDP context request Message type M \ 1
message identity 104
32 Requested LLC SAPI LLC service access point identifier (@] v 2
10.5.6.9
30 Requested new QoS Quality of service (@] TLV FES
10.5.6.5
31 New TFT Traffic Flow Template [e] TLV FES




9.5.10.1 Requested LLC SAPI

This |E may be included in the message to request anew LLC SAPI if anew QoS is requested.

9.5.10.2 Requested new QoS

This |E may be included in the message to request a modification of the QoS.

9.5.10.3 New TET

This |E isincluded in the message only when the modification applies to a secondary PDP context (FFS), to request
modification of the TFT.

9.5:79.5.11 Modify PDP context accept(MS to network direction)

This message is sent by the M S to the network to acknowledge the modification of an active PDP context. See
table 9.5.711/TS 24.008.

Messagetype: MODIFY PDP CONTEXT ACCEPT (MSTO NETWORK DIRECTION)

Significance: global

Direction: MS to network

Table 9.5.711/TS 24.008: MODIFY PDP CONTEXT ACCEPT (MS TO NETWORK DIRECTION) message

content
IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Modify PDP context accept Message type M \% 1
message identity 10.4

9.5.12 Modify PDP context accept (Network to MS direction)

This message is sent by the network to the M S to acknowledge the modification of an active PDP context. See
table 9.5.12/TS 24.008.

Messagetype:  MODIFY PDP CONTEXT ACCEPT (NETWORK TO MS DIRECTION)

Significance: globa

Direction: Network to MS




Table 9.5.12/TS 24.008: MODIFY PDP CONTEXT ACCEPT (NETWORK TO MS DIRECTION) message

content
| IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \ 12
10.2
Transaction identifier Transaction identifier M \ 12
10.3.2
Modify PDP context accept Message type M \ 1
message identity 104
30 Negotiated QoS Quality of service (@] TLV FES
10.5.6.5
32 Negotiated LLC SAPI LLC service access point identifier (@] v 2
10.5.6.9
33 New radio priority Radio priority (@] v 1
10.5.7.2
34 Packet Flow Identifier Packet Flow Identifier (@] TLV 3
10.5.6.11

9.5.12.1 Negotiated QoS

This |E isincluded in the message if the network assigns a new QoS.

9.5.12.2 Neqotiated LLC SAPI

This IE isincluded in the message if the network assignsanew LLC SAPI.

9.5.12.3 New radio priority

This |E isincluded in the message only if the network modifies the radio priority.

9.5.12.4 Packet Flow Identifier

This |E may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

9.5.13 Modify PDP Context Reject

This message is sent by the network to the UE to reject the requested modification of the TFT. The network should not

send aMODIFY PDP CONTEXT REJECT message if the requested QoS is not available. See Table 9.5.13/TS 24.008.

Messagetype:  MODIFY PDP CONTEXT REJECT

Significance: global

Direction: network to MS

Table9.5.13/TS24.008: MODIFY PDP CONTEXT REJECT message content

| 1El Information Element Type/Reference Presence | Format | Length

Protocol discriminator Protocol discriminator M \ 12
10.2

Transaction identifier Transaction identifier M \ 12
10.3.2

Modify PDP Context Reject Message type M \ 1
104

SM cause SM Cause M \Y 1
10.5.6.6

9.5.8 9.5.14 Deactivate PDP context request

Messagetype: DEACTIVATE PDP CONTEXT REQUEST

This message is sent to request deactivation of an active PDP context. See table 9.5.814/TS 24.008.



Significance: global
Direction: both

Table 9.5.814/TS 24.008: DEACTIVATE PDP CONTEXT REQUEST message content

IEI Information Element Type/Reference Presence Format Length

Protocol discriminator Protocol discriminator M \% 1/2
10.2

Transaction identifier Transaction identifier M \% 1/2
10.3.2

Deactivate PDP context request | Message type M \% 1

message identity 104

SM cause SM cause M \% 1
10.5.6.6

35 Tear down indicator Tear down indicator (@] v 1

10.5.6.10

9.5.14.1

Tear down indicator

This |E isincluded in the message in order to indicate whether only the PDP context associated with this specific Tl or

al active PDP contexts sharing the same PDP address as the PDP context associated with this specific Tl shall be

deactivated..

9.5.9 9.5.15 Deactivate PDP context accept

This message is sent to acknowledge deactivation of the PDP context requested in the corresponding Deactivate PDP
context request message. See table 9.5.915/TS 24.008.

Messagetype: DEACTIVATE PDP CONTEXT ACCEPT
Significance: global
Direction: both

Table 9.5.915/TS 24.008: DEACTIVATE PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Deactivate PDP context accept Message type M \% 1
message identity 104

9.5:10 9.5.16 Activate AA PDP context request

This message is sent by the M S to the network to initiate activation of an AA PDP context.
See table 9.5.2016/TS 24.008.

Messagetype: ACTIVATE AA PDP CONTEXT REQUEST
Significance: global

Direction: MS to network




Table 9.5.2016/TS 24.008: ACTIVATE AA PDP CONTEXT REQUEST message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Activate AA PDP context request | Message type M \Y 1
message identity 104
Requested NSAPI Network service access point M \% 1
identifier 10.5.6.2
Requested LLC SAPI LLC service access point identifier M \% 1
10.5.6.9
Requested QoS Quality of service M LV 4
10.5.6.5
Requested packet data Packet data protocol address M LV 3-19
protocol address 10.5.6.4
28 Access point name Access point name (0] TLV 3-102
10.5.6.1
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3
29 Requested AA-READY timer GPRS Timer (0] TV 2
value 10.5.7.3

9.5.2016.1 Access point name

This|E isincluded in the message when the M S selects a specific external network to be connected to.

9.5.1016.2 Protocol configuration options

This|E isincluded in the message when the M S provides protocol configuration options for the external PDN.

9.5.1016.3 Requested AA-READY timer value

This |E may be included if the MS wants to indicate a preferred value for the AA-READY timer.

9.5:21 9.5.17 Activate AA PDP context accept

This message is sent by the network to the M S to acknowledge the activation of an AA PDP context. See
table 9.5.2217/TS 24.008.

Messagetype: ACTIVATE AA PDP CONTEXT ACCEPT
Significance: global

Direction: network to MS



Table 9.5.2317/TS 24.008: ACTIVATE AA PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Activate AA PDP context accept | Message type M \Y 1
message identity 104
Negotiated LLC SAPI LLC service access point identifier M \% 1
10.5.6.9
Negotiated QoS Quality of service M LV 4
10.5.6. 5
Allocated P-TMSI Mobile identity M LV 6
10.5.1.4
Packet data protocol address Packet data protocol address M LV 3-19
10.5.6.4
Radio priority Radio priority M \% 1/2
10.5.7.2
Spare half octet Spare half octet M \% 1/2
10.5.1.8
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3
29 Negotiated AA-Ready timer value | GPRS Timer (0] TV 2
10.5.7.3
34 Packet Flow Identifier Packet Flow Identifier (@] TLV 3
10.5.6.11

9.5.2217.1 Protocol configuration options

This |E may be included if the network wishes to transmit protocol configuration options from the external PDN.

9.5.2217.2 Negotiated AA-Ready timer value

This |E may be included if the network wants to indicate a value for the AA-READY timer.

9.5.17.3

Packet Flow Identifier

This |E may be included if the network wants to indicate the Packet Flow Identifier associated to the PDP context.

9.5:12 9.5.18 Activate AA PDP context reject

This message is sent by the network to the M S to reject the activation of an AA PDP context. Seetable 9.5.1218/TS
24.008.

Significance:

M essage type:
global

Direction:

ACTIVATE AA PDP CONTEXT REJECT

network to MS




Table 9.5.2218/TS 24.008: ACTIVATE AA PDP CONTEXT REJECT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \Y 1/2
10.2
Transaction identifier Transaction identifier M \Y 1/2
10.3.2
Activate AA PDP context reject Message type M \% 1
message identity 104
SM Cause SM Cause M \% 1
10.5.6.6
27 Protocol configuration options Protocol configuration options (0] TLV 3-253
10.5.6.3

9.5.2218.1 Protocol configuration options

The protocol configuration options |E may only be inserted by the network (see GSM-TS 209.060) if the SM Cause
indicates "activation rejected by GGSN".

9.5:13 9.5.19 Deactivate AA PDP context request

This message is sent to request deactivation of an active AA PDP context. See table 9.5.4319/TS 24.008.

Messagetype: DEACTIVATE AA PDP CONTEXT REQUEST
Significance: global
Direction: network to MS

Table 9.5.4319/TS 24.008: DEACTIVATE AA PDP CONTEXT REQUEST message content

IEI Information Element Type/Reference Presence Format Length

Protocol discriminator Protocol discriminator M \Y 1/2
10.2

Transaction identifier Transaction identifier M \Y 1/2
10.3.2

Deactivate AA PDP context Message type M \% 1

request message identity 104

AA deactivation cause AA deactivation cause M \Y 1/2
10.5.6.8

Spare half octet Spare half octet M \% 1/2
10.5.1.8

9.5:14 9.5.20 Deactivate AA PDP context accept

This message is sent to acknowledge deactivation of an AA PDP context requested by the corresponding Deactivate AA
PDP context request message. See table 9.5.1420/T S 24.008.

Messagetype: DEACTIVATE AA PDP CONTEXT ACCEPT
Significance: global
Direction: MSto network

Table 9.5.2420/TS 24.008: DEACTIVATE AA PDP CONTEXT ACCEPT message content

IEI Information Element Type/Reference Presence Format Length
Protocol discriminator Protocol discriminator M \% 1/2
10.2
Transaction identifier Transaction identifier M \% 1/2
10.3.2
Deactivate AA PDP context Message type M \% 1
accept message identity 104




9515 9.5.21 SM Status

This message is sent by the network or the MSto pass information on the status of the indicated context and report
certain error conditions (eg. as listed in section 8). See table 9.5.4521/TS 24.008.

Messagetype. SM Status
Significance: local

Direction: both

Table 9.5.4521/TS 24.008: SM STATUS message content

IEI Information Element Type/Reference Presence Format Length

Protocol discriminator Protocol discriminator M \Y 1/2
10.2

Transaction identifier Transaction identifier M \Y 1/2
10.3.2

SM Status message identity Message type M \% 1
10.4

SM Cause SM Cause M \Y 1
10.5.6.6




10 General message format and information elements
coding

10.4 Message Type
The message type |E and its use are defined in TS 24.007 [20]. Tables 10.3/TS 24.008, 10.4/TS 24.008, and 10.4a8/TS

24.008 define the value part of the message type |E used in the Mobility Management protocol, the Call Control
protocol, and Session management protocol.

Table 10.4a/TS 24.008: Message types for GPRS session management
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Sessi on managenment nessages

Activate PDP context request
Activate PDP context accept
Activate PDP context reject

Request PDP context activation
Request PDP context activation rej.

Deactivate PDP context request
Deacti vate PDP context accept

Modi fy PDP context request(Network to MS direction)
Modi fy PDP context accept (V5 to network direction)
Modi fy PDP context request{(M5 To network direction)
Mbdi Ty PDP context accept (Nefwork fto MS direction)
Vbdi Ty PDP cont ext rej ect

Activate secondary PDP context request
Activate secondary PDP context accept
Activaie secondary PDP contexf reject

Activate AA PDP context request
Activate AA PDP context accept
Activate AA PDP context reject

Deactivate AA PDP context request
Deacti vate AA PDP context accept
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10.5.6.6 SM cause

The purpose of the SM cause information element is to indicate the reason why a session management request is
rejected.

The SM cause is atype 3 information element with 2 octets length.
The SM cause information element is coded as shown in figure 10.5.139/TS 24.008 and table 10.5.157/TS 24.008.

8 6 5

7
4 3 2 1
SM cause | El octet 1

Cause val ue octet 2
Figure 10.5.139/TS 24.008: SM cause information element

Table 10.5.157/TS 24.008: SM cause information element

val ue (octet 2)

[uy)

28

nwm
D

LLC or SNDCP fail ure(GSM only)

I nsufficient resources

M ssing or unknown APN

Unknown PDP address or PDP type
User Aauthentication failed
Activation rejected by GGSN
Activation rejected, unspecified
Servi ce option not supported
Request ed service option

not subscribed )

Service option tenporarily

out of order

NSAPI al ready used

Regul ar deactivation

QS not accepted

Network failure

Reactivation required

TFT al ready use

Invaltd TFT

Unknown PDP cont ext

Invalid transaction identifier value
Semantically incorrect nessage

I nvalid mandatory infornation
hbssage.tyPe non- exi st ent

or not i npl enent ed

Message type not conpatible with
the protocol state

I nformation el enent non-exi stent
or not i npl enented

Conditional IE error

Message not conpatible with

the protocol state

1 Prot ocol error, unspecified

O OO O O O0O000UdTOOO0OO0OO0OO O O0OO0OOCOOOOO™
P PR PP PRPPHOO0O000O0O O 00000000 O0ON
PR P P PRPOOHHRFRRRPRRFRRE,E P PRPROOOOOOOO
OO O O OOFrHOOOOOOOO O OORRRRFRRFRREREFRU
OO O O OOFrRrOHHFRPOOOOO O OORRRRFRRFRREREAM
P PR O O OOFrROHQORRFRRFRFRO O OORRFRPFRPFRPOO0OOW
= OO F P OO0OFrOOHORrRFOORr P OORrRRFROORrEFON
RO + O FRPOFRPHOHFRFRORORr O FRPORORFROROREF

101

Any ot her value received by the nobile station shall
be treated as 0010 0010, ' Service option ten'ﬁorarl ly
out of order'. Any other value received by the network
shal| be treated as 0110 1111, 'Protocol error,
unspecified' .

NOTE: The |isted cause values are defined in
Annex |

10.5.6.7 Spare Linked TI



The purpose of the Linked Tl information element is to specify the active PDP context from which the PDP address for
the new PDP context could be derived by the network.

The Linked Tl is atype 4 information element with a minimum length of 3 octets and a maximum length of 4 octets.

The Linked Tl information element is coded as shown in figure 10.5.140/T S 24.008.

8 7 6 ) 4 3 2 1
Li nked TI 1El octet 1
Length of Linked TI IE octet 2
fr—lg Tl val ue OS&% octet 3
1 Tl val ue octet 4
% - = - > =t 7

Figure 10.5.140/TS 24.008: Linked Tl information element

The coding of the Tl flag, the T1 value and the EXT bit is defined in TS 24.007[20].

10.5.6.9 LLC service access point identifier

The purpose of the LLC service access point identifier information element is to identify the service access point that is
used for the GPRS data transfer at LLC layer.

The LLC service access point identifier is a type 3 information element with alength of 2 octets.

The value part of aLLC service access point identifier information element is coded as shown in figure 10.5.141/TS
24.008 and table 10.5.159/T S 24.008.

8 7 6 5
4 3 2 1
LLC SAPI | El octet 1
0 0 0 0 LLC SAPI octet 2
Spar e val ue

Figure 10.5.141/TS 24.008: LLC service access point identifier information element

Table 10.5.159/TS 24.008: LLC service access point identifier information element

LLC SAPI val ue (octet 2)

LLC SAPI not assi gnhed
SAPT 3
SAPI 5
SAPI 9
SAPl 11

> RrrOgoAm
corgow~
RroOoHON
PRPRFRPHOR

ot her val ues are reserved.

10.5.6.10 Tear down indicator

The purpose of the tear down indicator information element is to indicate whether only the PDP context associated
with this specific T1 or all active PDP contexts sharing the same PDP address as the PDP context associated with this
specific Tl shall be deactivated.

The tear down indicator is atype 1 information € ement.




The tear down indicator information element is coded as shown in figure 10.5.142/TS 24.008 and table 10.5.160/TS
24.008.

8 7 6 S 4 3 2 1
Tear down i ndi cat or 0 0 0 TDI | octet 1
I El spare flag

Figure 10.5.142/TS 24.008: Tear down indicator information element

Table 10.5.160/GSM 04.08: Tear down indicator information element

Tear down indicator(TDl) flag (octet 1)
Bi t
T

0 tear down not requested
I tear down requestied

10.5.6.11 Packet Flow Identifier

The Packet Flow Identifier (PFI) information element indicates the Packet Flow Identifier for a Packet Flow Context.

The Packet Flow |dentifier is aatype 4 information element with 3 octets |ength.

The Packet Flow Identifier information element is coded as shown in figure 10.5.143/TS 24.008 and table 10.5.161/TS
24.008.

8 / 6 S 4 3 2 1
Packet Flow lIdentifier |El octet 1
Length of Packet Flow ldentifier IE octet 2
Packet Flow lIdentifier value octet 3

Figure 10.5.143/TS 24.008: Packet Flow Identifier information element

Table 10.5.161/TS 24.008: Packet Flow Identifier information element

Packet Flow lIdentifier value (octet 3)
Bits
87654321
00000000 Best Effort
00000001 Signaling
0O0000010 SV
00000011 ]
to reserved
O00001I1T1
00001000 ] ) )
fo dynani cal | y assi gned
111111711
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11 List of system parameters
11.2.3 Timers of session management
Table 11.2c/TS 24.008: Session management timers - MS side
TIMER TIMER STATE CAUSE OF START NORMAL STOP <« ON,THE
NUM. VALUE 1,2 ,3 ,4
EXPIRY
T3380 30s PDP- ACTIVATE PDP CONTEXT ACTIVATE Retransmission of
ACTIVE-PEND | REQUEST or ACTIVATE PDP CONTEXT ACTIVATE PDP
SECONDARY PDP CONTEXT ACCEPT or CONTEXT REQ_or
REQUEST sent ACTIVATE ACTIVATE
SECONDARY PDP| SECONDARY PDP
CONTEXT CONTEXT
ACCEPT received | REQUEST
ACTIVATE
PDP CONTEXT
REJECT or
ACTIVATE
SECONDARY PDP
CONTEXT
REJECT received
T3381 8s PDP-MODIFY- | MODIFY PDP CONTEXT MODIFY PDP Retransmission of
PENDING REQUEST sent CONTEXT MODIFY PDP
ACCEPT received | CONTEXT
REQUEST
T3390 8s PDP- DEACTIVATE PDP CONTEXT DEACTIVATE PDP | Retransmission of
INACT-PEND | REQUEST sent CONTEXT ACC DEACTIVATE
received PDP CONTEXT
REQUEST
NOTE: Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions
are described in the corresponding procedure description.
Table 11.2d/TS 24.008: Session management timers - network side
TIMER TIMER STATE CAUSE OF START NORMAL STOP ONdTHIé h
NUM. | VALUE 18t ond grd 4t
EXPIRY
T3385 8s PDP- REQUEST PDP CONTEXT ACTIVATE PDP Retransmission of
ACT-PEND ACTIVATION sent CONTEXT REQ REQUEST PDP
received CONTEXT
ACTIVATION
T3386 8s PDP- MODIFY PDP CONTEXT MODIFY PDP Retransmission of
MOD-PEND REQUEST sent CONTEXT ACC MODIFY PDP
received CONTEXT REQ
T3395 8s PDP- DEACTIVATE PDP CONTEXT DEACTIVATE PDP | Retransmission of
INACT-PEND | REQUEST sent CONTEXT ACC DEACTIVATE PDP
received CONTEXT REQ
T3397 8s PDP- DEACTIVATE AA PDP DEACTIVATE AA | Retransmission of
INACT-PEND | CONTEXT REQUEST sent PDP CONTEXT DEACTIVATE AA
ACCEPT received | PDP CONTEXT
REQUEST
NOTE: Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions

are described in the corresponding procedure description.
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Annex | (informative):
GSMGPRS specific cause values for session management

This annex isinformative.

.1 Causes related to nature of request
Cause value = 25 LLC or SNDCP failure(GSM only)

This cause code is used by the MS indicate that a PDP context is deactivated because of aLLC or SNDCP failure
(e.g. if the SM receives a SNSM-STATUS.request message with cause "DM received " or " invalid XID response
", see GSM 04.65[78])

Cause value = 26 Insufficient resources

This cause code is used by the MS or by the network to indicate that a PDP context activation request, Secondary
PDP context activation request or PDP context modification request cannot be accepted due to insufficient
resources.

Cause value = 27 Unknown or missing access point name

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network because the access point hame was not included although required or if the access point name could
not be resolved.

Cause value = 28 Unknown PDP address or PDP type

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network because the PDP address or type could not be recognised.

Cause value = 29 User authentication failed

This cause code is used by the network to indicate that the requested service was rejected by the external packet
data network due to afailed user authentication.

Cause value = 30 Activation rejected by GGSN
This cause code is used by the network to indicate that the requested service was rejected by the GGSN .-
Cause value = 31 Activation rejected, unspecified

This cause code is used by the network to indicate that the requested service was rejected due to unspecified
reasons.

Cause value = 32 Service option not supported
This cause code is used by the network when the M S requests a service which is not supported by the PLMN.
Cause value = 33 Requested service option not subscribed
See Annex G, section 4.
Cause value = 34 Service option temporarily out of order
See Annex G, section 4.
Cause value = 35 NSAPI already used

This cause code is used by the network to indicate that the NSAPI requested by the MS in the PDP context
activation or Secondary PDP context activation request is already used by another active PDP context of thisMS.

Cause value = 36 Regular PDP context deactivation
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This cause code is used to indicate aregular MS or network initiated PDP context deactivation.
Cause value = 37 QoS not accepted

This cause code is used by the MS if the new QoS cannot be accepted that were indicated by the network in the
PDP Context Modification procedure.

Cause value = 38 Network failure

This cause code is used by the network to indicate that the PDP context deactivation is caused by an error
situation in the network.

Cause value = 39 Reactivation requested
This cause code is used by the network to request a PDP context reactivation after a GGSN restart.
Cause value = 40 Feature not supported

This cause code is used by the M S to indicate that the PDP context activation initiated by the network is not
supported by the MS.

Cause value =41 TFT aready used

This cause code is used by the network to indicate that the TFT indicated in the secondary PDP context
activation request is already used.

Causevalue=42 invalid TFT

This cause code is used by the network to indicate that the TFT indicated in the secondary PDP context
activation request isinvalid.

Cause value = 43 urknown-privary-PDP contextunknown PDP context

This cause code is used by the network to indicate that the primary PDP context specified in the secondary PDP
context activation request is not active.
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4.1.3 GPRS mobility management (GMM) sublayer states

In this section, the GMM protocol of the MS and the network are described by means of two different
state machines. In section 4.1.3.1, the states of the GMM entity in the MS are introduced. The behaviour
of the MS depends on a GPRS update status that is described in section 4.1.3.2. The states for the network
side are described in section 4.1.3.3.

4.1.3.1 GMM states in the MS

In this section, the possible GMM states are described of a GMM entity in the mobile station. Section
4.1.3.1.1 summarises the main states of a GMM entity, see figure 4.1b/TS 24.008. The substates that have
been defined are described in section 4.1.3.1.2 and section 4.1.3.1.3.

However, it should be noted that this section does not include a description of the detailed behaviour of
the MS in the single states and does not cover abnormal cases. Thus, figure 4.1b/TS 24.008 is rather
intended to give an overview of the state transitions than to be a complete state transition diagram. A
detailed description of the behaviour of the MS is given in section 4.2. Especially, with respect to the
behaviour of the MS in abnormal casesit isreferred to section 4.7.

4131.1 Main states

413111 GMM-NULL

The GPRS capability is disabled in the MS. No GPRS mobility management function shall be performed
in this state.

413112 GMM-DEREGISTERED

The GPRS capability has been enabled in the MS, but no GMM context has been established. In this
state, the MS may establish a GMM context by starting the GPRS attach or combined GPRS attach
procedure.

413.1.1.3 GMM-REGISTERED-INITIATED

A GPRS attach or combined GPRS attach procedure has been started and the MS is awaiting a response
from the network.

413114 GMM-REGISTERED

A GMM context has been established, i.e. the GPRS attach or combined GPRS attach procedure has been
successfully performed. In this state, the MS may activate PDP contexts, may send and receive user data
and signalling information and may reply to a page request. Furthermore, cell and routing area updating
are performed.

4.13.1.15 GMM-DEREGISTERED-INITIATED

The MS has requested release of the GMM context by starting the GPRS detach or combined GPRS
detach procedure. This state is only entered if the MS is not being switched off at detach request.

4.13.1.1.6 GMM-ROUTING-AREA-UPDATING-INITIATED

A routing area updating procedure has been started and the MS is awaiting a response from the network.

4.13.1.1.7 GMM-SERVICE-REQUEST-INITIATED (UMTS only)

A service request procedure has been started and the M S is awaiting a response from the network.
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41.3.1.2 Substates of state GMM-DEREGISTERED

The GMM-DEREGISTERED state is subdivided into several substates as explained below. The substates
pertain to the whole MS (ME aone if no SIM is inserted, or ME plus SIM). The selection of the
appropriate substate depends on the GPRS update status, see section 4.1.3.2, and on the selected cell.

413121 GMM-DEREGISTERED.NORMAL-SERVICE

Valid subscriber datais available, the GPRS update statusis GU1 or GU2, a cell has been selected. In this
state, a request for GPRS attach is performed using the stored temporary mobile subscriber identity for
GPRS (P-TMSI), routing area identification (RAI) and GPRS ciphering key sequence number in case of
GUL. If the GPRS update statusis GU2, the IMSI shall be used to attach for GPRS services.

4.13.1.2.2 GMM-DEREGISTERED.LIMITED-SERVICE

Valid subscriber datais available, GPRS update status is GU3, and a cell is selected, which is known not
to be able to provide normal service.

4.1.3.1.2.3 GMM-DEREGISTERED.ATTACH-NEEDED

Valid subscriber data is available and for some reason a GPRS attach must be performed as soon as
possible. This state is usually of no duration, but can last, e.g. if the access classis blocked.

413124 GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH

The GPRS update statusis GU2, acell is selected, a previous GPRS attach was rejected. The execution of
further attach procedures depends on the GPRS attach attempt counter. No GMM procedure except GPRS
attach shall be initiated by the MSin this substate.

4.1.3.1.25 GMM-DEREGISTERED.NO-IMSI

No valid subscriber data is available (no SIM, or the SIM is not considered valid by the ME) and a cell
has been selected.

4.1.3.1.2.6 GMM-DEREGISTERED.NO-CELL-AVAILABLE

No cell can be selected. This substate is entered after a first intensive search failed (substate PLMN
SEARCH). Cells are searched for at alow rhythm. No services are offered.

4.1.3.1.2.7 GMM-DEREGISTERED.PLMN-SEARCH

The mobile station is searching for PLMNs. This substate is |eft either when a cell has been selected (the
new substate is NORMAL-SERVICE or LIMITED-SERVICE) or when it has been concluded that no cell
isavailable at the moment (the new substate is NO-CELL-AVAILABLE).

4.1.3.1.2.8 GMM-DEREGISTERED.SUSPENDED_(GSM only)

The M S shall enter this substate when entering dedicated mode and the M S limitations make it unable to
communicate on GPRS channels. The MS shall leave this substate when leaving dedicated mode.

4.1.3.1.3 Substates of state GMM-REGISTERED

The state GMM-REGISTERED is subdivided into several substate as explained below. The substates
pertain to the whole MS (ME aone if no SIM isinserted, or ME plus SIM..).

4.13.131 GMM-REGISTERED.NORMAL-SERVICE

User data and signalling information may be sent and received.
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4.1.3.1.3.2 GMM-REGISTERED.SUSPENDED_(GSM only)

The MS shall enter this substate when entering dedicated mode and when the MS limitations makes it
unable to communicate on GPRS channels... In this substate, no user data should be sent and no
signalling information shall be sent. The MS shall leave this substate when leaving dedicated mode.

4.13.1.33 GMM-REGISTERED.UPDATE-NEEDED

The MS has to perform a routing area updating procedure, but its access class is not allowed in the cell.
The procedure will be initiated as soon as access is granted (this might be due to a cell-reselection or due
to change of the access class of the current cell). No GMM procedure except routing area updating shall
beinitiated by the MSin this substate. In this substate, no user data and no signalling information shall be
sent.

4.1.3.1.34 GMM-REGISTERED.ATTEMPTING-TO-UPDATE

A routing area updating procedure failed due to a missing response from the network. The MS retries the
procedure controlled by timers and a GPRS attempt counter. No GMM procedure except routing area
updating shall be initiated by the MS in this substate. No data shall be sent or received.

4.1.3.1.35 GMM-REGISTERED.NO-CELL-AVAILABLE

GPRS coverage has been lost. In this substate, the MS shall not initiate any GMM procedures except of
cell (and PLMN) reselection.

4 of 8 n1-99f00 (gmm for umts).rtf



GMM-ROUTING-
AREA-UPDATING-
INITIATED
'y GMM_ A
o DEREGISTERED- RAU o
- enable - accep
GPRS mode INITIATED - RAU failed
- DETACH accepted
- Lower layer failure
- disable - DETACH requested - RAU
GPRS mode (not power off) requested
v v
GMM- - nAY relk‘?“_e“ el — GMM-
DEREGISTERED *—|; Nework init. DETACH request REGISTERED
implicit DETACH
- ATTACH \
requested L ATTACH rejected
- Network init. DETACH requested
DETACH requested + Lower layer failure
(power off) - ATTACH
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INITIATED
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GMM-ROUTING-
AREA-UPDATING-
INITIATED
'y GM M _ 'y
bl DEREGISTERED- RAU o
- enable - accep!
GPRS mode INITIATED - RAU failed
- DETACH accepted
- Lower layer failure
- disable - DETACH requested - RAU
GPRS mode (not power off) requested
v v
o — NRA " re]k'eiCt'edDETACH ed— smm-
DEREGISTERED - Network nit. request REGISTERED
implicit DETACH
- ATTACH \
requested L ATTACH rejected - SR requested
- Network init. DETACH requested
DETACH requested - Lower layer failure
(power off) - SR accepted
- ATTACH - SR failed
accepted
v v
GMM- GMM-SERVICE-
Any state REGISTERED- REQUEST-INITIATED
INITIATED

Figure 4.1b/ TS 24.008: GVW nain states in the M5

4.1.3.1.3.6 GMM-REGISTERED.LIMITED-SERVICE

A cell is selected, which is known not to be able to provide normal service. The MS will remain in this
sub-state until a cell is selected which is able to provide normal service.

4.1.3.1.3.7 GMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM

A combined routing area updating procedure or a combined GPRS attach procedure was successful for
GPRS services only. The M Sretries the procedure controlled by timers and a GPRS attempt counter. User
data and signalling information may be sent and received.

4.1.3.2 GPRS update status

In addition to the GMM sublayer states described so far, a GPRS update status exists.

The GPRS update status pertains to a specific subscriber embodied by a SIM. This status is defined even
when the subscriber is not activated (SIM removed or connected to a switched off ME). It is stored in a
non volatile memory in the SIM. The GPRS update status is changed only after execution of a GPRS
attach, network initiated GPRS detach, authentication procedure, or routing area updating procedure.

60f8 n1-99f00 (gmm for umts).rtf



GU1l: UPDATED

The last GPRS attach or routing area updating attenpt was
successful (correct procedure outcone, and the answer was accepted
by the network). The SIM contains the RAl of the routing area (RA)
to which the subscriber was attached, and possibly a valid P-TMSI,
GPRS ci phering key, GPRS integrity key and GPRS ci phering key
sequence number.

GUJ2: NOT UPDATED

The last GPRS attach or routing area updating attenpt failed
procedurally, i.e. no response was received fromthe network. This
i ncludes the cases of failures or congestion inside the network.

In this case, the SIMmay contain the RAl of the routing area (RA)
to which the subscriber was attached, and possibly also a valid P-
TWVSI, GPRS ciphering key, GPRS integrity key and GPRS ciphering
key sequence nunber. For conpatibility reasons, all these fields
shall be set to the “deleted” value if the RAl is deleted.
However, the presence of other values shall not be considered an
error by the Ms.

GU3: ROAM NG NOT ALLOWED

The last GPRS attach or routing area updating attenpt was
correctly performed, but the answer from the network was negative
(because of roam ng or subscription restrictions).

For this status, the SIM does not contain any valid RAI, P-TNSI,
GPRS ciphering key or GPRS ciphering key sequence nunber. For
conpatibility reasons, all these fields must be set to the value
“del eted” at the noment the status is set to ROAM NG NOT ALLOWED.
However, the presence of other values shall not be considered an
error by the Ms.

4.1.3.3 GMM mobility management states on the network side

In this subsection, the possible states are described for the GMM on the network side. Section 4.1.3.3.1
summarises the main states. The corresponding substates are described in section 4.1.3.3.2.

However, it should be noted that this section does not include a description of the detailed behaviour of
the network in the single states and does not cover abnormal cases. Thus, figure 4.1¢/TS 24.008 is rather
intended to give an overview of the state transitions than to be a complete state transition diagram. A
detailed description of the behaviour of the MS is given in section 4.2. Especialy, with respect to the
behaviour of the MSin abnormal casesit isreferred to section 4.7.

4.1.3.3.1 Main States

413311 GMM-DEREGISTERED

The network has no GMM context or the GMM context is marked as detached, the MS is detached. In
this state, the network may answer to a GPRS attach or combined GPRS attach procedure initiated by the
MS.

41.33.1.2 GMM-COMMON-PROCEDURE-INITIATED

A common GMM procedure, as defined in section 4.1.1, has been started. The network is awaiting the
answer from the MS.
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4.1.3.3.1.3 GMM-REGISTERED

The GMM context has been established and the GPRS attach procedure has been successfully performed.

4.133.14 GMM-DEREGISTERED-INITIATED

The network has started a GPRS detach procedure and is awaiting the answer from the MS.

GMM-
DE-REGISTERED-
INITIATED

AN

- Network initiated
DETACH reguested

- DETACH accepted
- Lower layer failure

- MSinitiated
DETACH reguested
RAU rejected

GMM- | implicitDETACH [ GMM-
DE-REGISTERED REGISTERED
—1- ATTACH procedure »>

successful

- COMMON procedure
requested

- COMMON procedure
requested

- COMMON procedure - COMMON procedure

failed successful
- Lower layer failure - ATTACH procedure
successful

GMM-COMMON-
PROCEDURE-INITIATER

Figure 4.1c/ TS 24.008: GW nmai n states on the network side

41.3.3.2 Substates of state GMM-REGISTERED

The state GMM-REGISTERED is subdivided into two substates as explained below.

4.1.33.2.1 GMM-REGISTERED.NORMAL-SERVICE

User data and signalling information may be sent and received.

4.1.3.3.2.2 GMM-REGISTERED.SUSPENDED_(GSM only)

In this substate, the lower layers shall be prevented of sending user data or signalling information.
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