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[bookmark: foreword][bookmark: _Toc160896629]Foreword
[bookmark: spectype3]This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: _Toc148100518][bookmark: _Toc148100945][bookmark: _Toc148102116][bookmark: _Toc149032224][bookmark: _Toc160896630]Introduction
This Technical Report aims to study potential enhancements on IMS Disaster Prevention and Restoration, to increase the stability of the IMS system.
[bookmark: scope][bookmark: _Toc148100519][bookmark: _Toc148100946][bookmark: _Toc148102117]

[bookmark: _Toc149032225][bookmark: _Toc160896631]1	Scope
The present document identifies IMS restoration mechanisms as specified in 3GPP TS 23.380 [2] and studies potential optimization solutions. The document will focus on the following aspects:
-	Create/enhance corresponding the restoration mechanism to support the normal use of voice, video and SMS services in the IMS network. Specifically, it adopts the context data of registered online users stored by HSS/UDM, S-CSCF, P-CSCF and MMTEL to bypass the involved faulty network functions or links. That supports the following procedures:
-	Re-registration procedure for registered online users;
-	Mobile terminated procedure for registered online users;
-	EPS fallback procedure for registered online users;
-	Initial registration procedure for registered online users after deregistration.
-	Create/enhance corresponding network disaster-prevention mechanisms, including:
-	UE specific registration analysis mechanism, to prevent registration with missing parameter or incorrect parameters repeatedly.
[bookmark: references][bookmark: definitions][bookmark: _Toc148100520][bookmark: _Toc148100947][bookmark: _Toc148102118][bookmark: _Toc149032226][bookmark: _Toc160896632]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.380: "IMS Restoration Procedures".
[3]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[4]	3GPP TS 23.007: "Restoration procedures".
[5]	3GPP TS 29.228: "IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents ".
[6]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[7]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[8]	IETF RFC 7683: "Diameter Overload Indication Conveyance".
[9]	3GPP TS 33.203: "Technical Specification Group Services and System Aspects; 3G security; Access security for IP-based services".
[bookmark: _Toc148100521][bookmark: _Toc148100948][bookmark: _Toc148102119][bookmark: _Toc149032227][bookmark: _Toc160896633] 3	Definitions of terms, symbols and abbreviations
This clause and its three subclauses are mandatory. The contents shall be shown as "void" if the TS/TR does not define any terms, symbols, or abbreviations.
[bookmark: _Toc148100522][bookmark: _Toc148100949][bookmark: _Toc148102120][bookmark: _Toc149032228][bookmark: _Toc160896634]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
Definition format (Normal)
<defined term>: <definition>.
example: text used to clarify abstract rules by applying them literally.
[bookmark: _Toc148100523][bookmark: _Toc148100950][bookmark: _Toc148102121][bookmark: _Toc149032229][bookmark: _Toc160896635]3.2	Symbols
For the purposes of the present document, the following symbols apply:
Symbol format (EW)
<symbol>	<Explanation>

[bookmark: _Toc148100524][bookmark: _Toc148100951][bookmark: _Toc148102122][bookmark: _Toc149032230][bookmark: _Toc160896636]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AS	Application Server
AV	Authentication Vector
AVP	Attribute-Value Pair
CSCF	Call Server Control Function
HSS	Home Subscriber Server
I‑CSCF	Interrogating‑CSCF
iFC	initial Filter Criteria
IMS	IP Multimedia Subsystem
MAA	Multimedia-Auth-Answer
MAR	Multimedia-Auth-Request
MMTEL	Multimedia Telephony
P‑CSCF	Proxy‑CSCF
S-CSCF	Serving CSCF
SAA	Server-Assignment-Answer
SAR	Server-Assignment-Request
UDA	User Data Answer
UDM	Unified Data Management
UDR	User Data Request
[bookmark: clause4][bookmark: _Toc39050164][bookmark: _Toc148100525][bookmark: _Toc148100952][bookmark: _Toc148102123][bookmark: _Toc149032231][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: _Toc160896637]4	Baseline
3GPP TS 23.380 [2] has specified the procedures required in IMS to handle a S-CSCF or a P-CSCF service interruption scenario with minimum impact to the service to the end user. But IMS Restoration Procedures covering service interruption of other network elements (e.g. UDM, DRA, etc.) are not defined. So it is proposed to create/enhance corresponding restoration mechanism to network elements in the IMS network, to enhance the stability of IMS system.
Besides this, UE registration with missing parameter or incorrect parameters repeatedly may also lead to HSS/UDM overload, and thus make troubles to IMS. So it is proposed to create/enhance UE specific registration analysis for these abnormal behaviours and help to prevent IMS disasters.
[bookmark: _Toc39050165][bookmark: _Toc148100526][bookmark: _Toc148100953][bookmark: _Toc148102124][bookmark: _Toc149032232][bookmark: _Toc160896638]5	Key Issues
This clause describes the issues that needs to be considered for IMS Disaster Prevention and Restoration Enhancement.
[bookmark: _Toc146526765][bookmark: _Toc149032233][bookmark: _Toc136842761][bookmark: _Toc39050166][bookmark: _Toc148100527][bookmark: _Toc160896639]5.1	Key Issue #1: Continue service for registered users in case of HSS/UDM failure or overload
[bookmark: _Toc49769247][bookmark: _Toc56438051][bookmark: _Toc56438193][bookmark: _Toc56438267][bookmark: _Toc57274138][bookmark: _Toc57274606][bookmark: _Toc66461547][bookmark: _Toc70926339][bookmark: _Toc86043842][bookmark: _Toc136842763][bookmark: _Toc160896640]5.1.1	Description of the use case
3GPP TS 23.380 [2] has already specified a couple of IMS restoration procedures for P-CSCF/S-CSCF failure scenario. However, the HSS/UDM failure or overload scenario has not been considered. In addition, P-CSCF/S-CSCF restoration procedures via HSS increases the HSS load which may further cause HSS overload.
HSS/UDM stores authentication data and subscription data of IMS subscribers. When one HSS/UDM instance fails, other HSS/UDM instances in the same set could provide services to I-CSCF/S-CSCF and IMS AS. In this case, there is no impact on IMS services. But once all the HSS/UDM instances in the set are unavailable, most IMS procedures (e.g. IMS (re-)registration, IMS deregistration, mobile terminating session, AS originating session, supplementary services such as IP SMS, etc.) are impacted which results the service failure. Similar situation happens to HSS/UDM overload scenario, since at that time the HSS/UDM is hard to handle the related procedures.
Even if HSS/UDM failure or overload, operators have strong requirement to continue IMS service for those users already registered to IMS, so that to minimize the service interruption due to HSS/UDM failure or overload. How to enhance existing procedure to support the operator requirement should be considered.
[bookmark: _Toc136842764][bookmark: _Toc160896641]5.1.2	Key issue definition
This key issue will study the following aspects:
-	in the case of all HSS/UDM instances failure or overload, how to continue IMS service for registered users as much as possible;
-	which procedures can be enhanced to continue IMS service for registered users, and how to enhance the procedures.
[bookmark: _Toc124165199][bookmark: _Toc148100955][bookmark: _Toc148102126][bookmark: _Toc149032234][bookmark: _Toc160896642]5.2	Key Issue #2: Handle all PCRF/PCF instances failure scenario with minimum impact to the registered IMS users
[bookmark: _Toc160896643]5.2.1	Description of the use case
The reliability of PS domain is the prerequisite of the availability of IMS voice, video and SMS service. In 4G network, CSFB solution could be used to provide voice call service for subscribers when EPC network failure causes that VoLTE is unavailable. But CSFB solution could not be used anymore after 2/3G sunset. Therefore, it’s important to study how to minimize the impact to IMS services when some network function in EPC/5GC network fails, especially when all network functions of this kind are faulty.
PCRF/PCF provides QoS guarantee to IMS services, which are defined in 3GPP TS 23.503 [7]. When one PCRF/PCF instance fails, the other PCRF/PCF instances in the set could provide services to P-CSCF and there is no impact on IMS services. But once all the PCRF/PCF instances in the set are unavailable, the dedicated bearers of voice/video media could not be established which causes that all the newly initiated calls fail. This key issue will study the solution addressing this case.
[bookmark: _Toc160896644]5.2.2	Key issue definition
This key issue will study the following aspects:
-	in the case of all PCRF/PCF instances failure or overload, how to continue IMS service for registered users as much as possible;
-	which procedures can be enhanced to continue IMS service for registered users, and how to enhance the procedures.
[bookmark: _Toc148102127][bookmark: _Toc149032235][bookmark: _Toc160896645]5.3	Key Issue #3: Speed up the restoration procedure of the terminating session when EPC/5GC NF fails
[bookmark: _Toc160896646]5.3.1	Description of the use case
In most of EPC/5GC NF failure scenarios, the UE could invoke re-attach and re-registration procedures quickly if
-	the UE initiates a new IMS session and some SIP error code is sent by the IMS network; or
-	the EPC/5GC network detects the failure and kicks off the related UEs to re-attach.
Then the UE’s service will be restored soon.
But in some cases, the re-attach and re-registration procedures will not be invoked immediately. In that case, the UE’s terminating session will be unavailable until its IMS registration is expired and it invokes the re-registration procedure. If the UE’s registration expiration time is 6000 seconds, the unavailable time is 50 minutes in the worst case. It’s important to find a solution to speed up the restoration procedure of the terminating session when EPC/5GC NF fails.
[bookmark: _Toc160896647]5.3.2	Key issue definition
This key issue will study the following aspects:
-	Specify the mechanism that speeds up the restoration procedure of the terminating session when EPC/5GC NF fails.
NOTE:	The mechanism to speed up the restoration procedure should not impact the UE and introduce overload of EPC/5GC.
[bookmark: _Toc160896648]5.4	Key Issue #4: Preventing the IMS disaster in the HSS overload scenario
[bookmark: _Toc160896649]5.4.1	Description
3GPP TS 23.380 [2] has already specified a couple of IMS restoration procedures for the P-CSCF/S-CSCF failure scenario. However, how to prevent the IMS disaster has not been considered in the HSS overload scenario.
In addition to overload control mechanisms in IETF RFC 7683 [8], the following flow-reduction mechanisms for overload control are defined. If many UEs initiate the initial REGISTER request to the IMS network, a large number of signalling interactions with HSS will accelerate the occurrence of signalling storm. Thus, it is necessary to consider the case in which the signalling interactions between NFs and HSS can be simplified to reduce the HSS load. For example, if the IP address assigned to the UE by the EPC/5GC changes when the UE undergoes a location move, the UE will initiate an initial REGISTER request to the IMS network. At the same time, the used S-CSCF is the same as the last used S-CSCF. Therefore, the stored user data in the S-CSCF can be reused to complete the initial registration procedure, further reducing unnecessary signalling interaction with HSS.
[bookmark: _Toc160896650]5.4.2	Key issue definition
This key issue will study the following aspects:
-	How to reduce the load of HSS to prevent IMS disaster when the HSS overloads. For example, by reducing signal flow via Cx and Sh interfaces.
NOTE:	This solution of the KI is only for the HSS overload scenario, which does not impact the existing procedures for normal cases.
Editor’s note: How to detect the HSS overload is FFS.
[bookmark: _Toc39050168][bookmark: _Toc148100530][bookmark: _Toc148100956][bookmark: _Toc148102128][bookmark: _Toc149032236][bookmark: _Toc160896651]6	Solutions
This clause describes the solutions for key issues.
[bookmark: _Toc39050169][bookmark: _Toc148100531][bookmark: _Toc148100957][bookmark: _Toc148102129][bookmark: _Toc149032237][bookmark: _Toc160896652]6.1	Solution#1: Solution for optimizing Re-registration process in case of HSS/UDM failure or overload
[bookmark: _Toc49769261][bookmark: _Toc56438070][bookmark: _Toc56438212][bookmark: _Toc56438286][bookmark: _Toc57274156][bookmark: _Toc57274625][bookmark: _Toc66461568][bookmark: _Toc70926360][bookmark: _Toc86043863][bookmark: _Toc144711245][bookmark: _Toc144711261][bookmark: _Toc160896653]6.1.1	Description
[bookmark: _Toc149032238][bookmark: _Toc160896654]6.1.1.1	General
The solution is to address the Key Issue #1: Continue service for registered users in case of HSS/UDM failure or overload.
3GPP TS 23.380 [2] has already specified a couple of IMS restoration procedures for P-CSCF/S-CSCF failure scenario. However, the HSS/UDM failure or overload scenario has not been considered. In addition, the existing P-CSCF/S-CSCF restoration procedures via HSS/UDM increases the HSS/UDM load which may further cause HSS/UDM overload.
In the case of HSS/UDM failure, most IMS procedures (e.g. IMS (re-)registration, IMS deregistration, mobile terminating session, AS originating session, supplementary services such as IP SMS, etc.) are impacted which results in the service failure.
This solution considers to continue IMS service for registered UE, in the following procedures:
-	(re)-registration procedure for routing without I-CSCF;
-	(re)-registration procedure for routing with I-CSCF;
Selection of routing without I-CSCF or routing with I-CSCF in the scenario of HSS/UDM failure or overload is based on operation policy.
[bookmark: _Toc149032239][bookmark: _Toc160896655]6.1.1.2	(Re)-registration procedure for routing without I-CSCF
The below Figure 6.1.1.2-1 illustrates the re-registration procedure for routing without I-CSCF when HSS/UDM failure or overload is detected.


Figure 6.1.1.2-1: Re-registration procedure for routing without I-CSCF
1.	Prior to the expiration of a user's registration, the user sends a re-registration message.
2.	The P-CSCF assesses the user's registration status. If the user is already registered, it forwards the re-registration message directly to the S-CSCF.
3-4. Authentication and registration timer update process are consistent with procedures outlined in Annex A of 3GPP TS 29.228 [5] and more details are described in 3GPP TS 24.229 [6] and 3GPP TS 23.228 [3].
5-6. According to the strategy in 3GPP TS 23.228 [3], step 5-6 are optional as an optimization. If the S-CSCF chooses to interact with HSS/UDM, when the HSS/UDM has no response or returns an appropriate error code, the S-CSCF shall skip the interactions with HSS/UDM and return 200 OK to the UE.
7-8. The S-CSCF returns 200 OK to the UE.
[bookmark: _Toc149032240][bookmark: _Toc160896656]6.1.1.3	(Re)-registration procedure for routing with I-CSCF
The below Figure 6.1.1.3-1 illustrates the Re-registration procedure for routing with I-CSCF when HSS/UDM failure or overload is detected.


Figure 6.1.1.3-1: Re-registration procedure for routing with I-CSCF
1.	Prior to the expiration of a user's registration, the user sends a re-registration message.
2.	The P-CSCF assesses the user's registration status. If the user is already registered, the P-CSCF adds the address of S-CSCF to a new header field and forwards the re-registration message to the I-CSCF.
3.	The I-CSCF identifies the new header field within the message. If it presents, I-CSCF forwards the re-registration message to the S-CSCF address obtained from the new header field.
4-5.	Authentication and registration timer update process are consistent with procedures outlined in Annex A of 3GPP TS 29.228 [5] and more details are described in 3GPP TS 24.229 [6] and 3GPP TS 23.228 [3].
6-7.	According to the strategy in 3GPP TS 23.228 [3], step 6-7 are optional as an optimization. If the S-CSCF chooses to interact with HSS/UDM, when the HSS/UDM has no response or returns an appropriate error code, the S-CSCF shall skip the interactions with HSS and return 200 OK to the UE.
8-10.	The S-CSCF returns 200 OK to the UE.
[bookmark: _Toc49769262][bookmark: _Toc56438071][bookmark: _Toc56438213][bookmark: _Toc56438287][bookmark: _Toc57274157][bookmark: _Toc57274626][bookmark: _Toc66461569][bookmark: _Toc70926361][bookmark: _Toc86043864][bookmark: _Toc144711246][bookmark: _Toc160896657]6.1.2	Impacts on services, entities and interfaces
If HSS/UDM failure or overload is detected, some enhancements are needed for the optimization.
[bookmark: _Toc149032241][bookmark: _Toc160896658]6.1.2.1	Routing without I-CSCF
The requirements for the modification of P-CSCF:
-	Add functionality for directly routing re-registration messages to S-CSCF.
The requirements for the modification of S-CSCF:
-	Bypass the HSS/UDM interaction during the re-registration procedure.
[bookmark: _Toc149032242][bookmark: _Toc160896659]6.1.2.2	Routing with I-CSCF
The requirements for the modification of P-CSCF:
-	Including the address of S-CSCF into a new header field.
The requirements for the modification of I-CSCF:
-	Identifying the new header field, if included, forwarding the re-registration message to the S-CSCF address obtained from the new header field;
The requirements for the modification of S-CSCF:
-	Bypass the HSS/UDM interaction during the re-registration procedure.
[bookmark: _Toc160896660]6.1.3	Pros
This solution provides different efficient ways to bypass the HSS/UDM if HSS/UDM failure or overload is detected.
[bookmark: _Toc160896661]6.1.4	Cons
The cons of the solution:
-	Enhancements to P-CSCF, I-CSCF and S-CSCF are required.
-	The method of routing without I-CSCF deviates from the signaling flows specified in 3GPP TS 23.228 [3], so this approach needs to be discussed in Stage 2
[bookmark: _Toc39050170][bookmark: _Toc148100532][bookmark: _Toc148100958][bookmark: _Toc148102130][bookmark: _Toc149032243][bookmark: _Toc160896662]6.2	Solution#2: Preventing the IMS disaster in the HSS overload scenario
[bookmark: _Toc160896663]6.2.1	Description
[bookmark: _Toc160896664]6.2.1.1	General
[bookmark: _Hlk147783192]This solution is proposed to address Key Issue #2 "Preventing the IMS disaster in the HSS overload scenario".
[bookmark: _Hlk151064695]This solution considers reducing the Diameter signalling interactions between S-CSCF/AS and HSS using stored available AVs and user profile, which contains two procedures as follows and discusses how to decrease HSS overload in these procedures:
-	IMS initial registration procedure.
-	IMS third-party registration procedure.
[bookmark: _Toc160896665]6.2.1.2	IMS initial registration of reducing HSS load
Figure 6.2.1.2-1 below illustrates the IMS initial registration procedure in the case of the presence of user data in the S-CSCF.


[bookmark: _Hlk149744177]Figure 6.2.1.2-1: Initial registration procedure under the presence of user data in the S-CSCF
1-5.	The UE initiates an initial REGISTER request to the P-CSCF, the procedures between P-CSCF, I-CSCF, S-CSCF, and HSS, referring to procedures in 3GPP TS 29.228 [5] Annex A and more details as described in 3GPP TS 24.229 [6] and 3GPP TS 23.228 [3].
6.	The S-CSCF receives a REGISTER request with the tag of "integrity-protected=no", which means that the registration type is initial REGISTER described in 3GPP TS 33.203 [9]. Then the S-CSCF shall check whether stored available AVs and user profile present.
7.	If there are stored available AVs, the S-CSCF shall skip steps 7-8. If there are no stored available AVs, the S-CSCF shall send MAR request to obtain AVs to HSS.
8.	The HSS shall generate AVs, including RAND, XRES, CK, IK, and AUTN, then send them to the S-CSCF.
9.	The S-CSCF selects one group of AVs, and sends the 401 (Unauthorized) response to the initial REGISTER request to the I-CSCF.
10-16.	These steps as described in 3GPP TS 24.229 [6].
17.	The S-CSCF sends the SAR message to the HSS.
18.	The HSS shall send the SAA response to the S-CSCF.
-	If the S-CSCF receives the Result-Code in the SAA response as DIAMETER_UNABLE_TO_DELIVER (3002) or DIAMETER_UNABLE_TO_COMPLY (5012), or time-out of SAA response, the S-CSCF shall ignore the error response and send 200 OK response to the I-CSCF. Meanwhile, the S-CSCF shall set the UPDATE RESTORATION INFO flag as PENDING while next receives a REGISTER request, the S-CSCF resends the SAR request to the HSS.
19.	The S-CSCF shall return the 200 OK response to the I-CSCF.
20-21.	The I-CSCF sends 200 OK response to the P-CSCF and the P-CSCF sends 200 OK response to the UE.
[bookmark: _Toc160896666]6.2.1.3	IMS third-party registration of reducing HSS load
Upon successful completion of the initial registration procedure, the S-CSCF shall send a third-party REGISTER request to the MMTel AS and IP-SM-GW according to the stored context of the UE. Because the subscriber data of the UE has been stored in MMTel AS and IP-SM-GW, the Diameter signalling interaction between MMTel AS/ IP-SM-GW and HSS can be further reduced in case of HSS overload. Figure 6.2.1.3-1 below illustrates the third-party registration procedure under the presence of user data in MMTel AS/IP-SM-GW.



Figure 6.2.1.3-1: Third-party registration procedure under the presence of user data in MMTel AS/IP-SM-GW
1.	S-CSCF sends a third-party REGISTER request to the MMTel AS. UDR and SNR requests needn't be sent to obtain user data due to the presence of user data in the MMTel AS.
2.	MMTel sends the 200 OK response to the S-CSCF.
3.	S-CSCF sends a third-party REGISTER request to the IP-SM-GW. UDR and SNR requests also needn't be sent to obtain UE's data due to the presence of user data in the IP-SM-GW.
4.	IP-SM-GW sends the 200 OK response to the S-CSCF.
[bookmark: _Toc160896667]6.2.2	Impacts on services, entities and interfaces
Compared to procedures defined in 3GPP TS 23.228 [3], some enhancements of the S-CSCF are needed for the optimization.
1.	Determining whether stored available AVs present while the S-CSCF receives an initial REGISTER request.
2.	Optimizing the handling mechanism of SAR/SAA messages while the S-CSCF receives an initial REGISTER request during the registration procedure.
3.	If the S-CSCF receives the Result-Code in the SAA response as DIAMETER_UNABLE_TO_DELIVER (3002) or DIAMETER_UNABLE_TO_COMPLY (5012), or time-out of SAA response, the S-CSCF shall ignore the error response and send 200 OK response to the I-CSCF. Meanwhile, the S-CSCF shall set the UPDATE RESTORATION INFO flag as PENDING while next receives a REGISTER request, the S-CSCF resends the SAR request to the HSS.
4.	The third-party REGISTER request is sent to the same AS from the S-CSCF as the process of normal use by the S-CSCF the last used AS according to UE's iFCs, which can further simplify the Diameter signalling (Sh) between AS and HSS.
[bookmark: _Toc160896668]6.2.3	Pros
The pros of the solution:
-	The solution reduces MAR/MAA signalling over Cx interface, and UDR/UDA and SNR/SNA signalling over Sh interface the UE-initiated initial registration procedure in case of HSS overload with stored user data. Especially for Sh interface signalling, which significantly reduces the signalling amplification factor of the Diameter signalling network.
-	The solution can further decrease the probability of signalling storm and accelerate failure restoration for the IMS network.
[bookmark: _Toc160896669]6.2.4	Cons
The cons of the solution:
-	Enhancements to S-CSCF are required.
[bookmark: _Toc160896670]6.3	Solution#3: Solution for maintaining the IMS MT service uninterruptible in case of HSS/UDM failure
[bookmark: _Toc160896671]6.3.1	Description
[bookmark: _Toc160896672]6.3.1.1	General
This solution is proposed to address Key Issue #1 "Continue service for registered users in case of HSS/UDM failure or overload".
This solution considers to continue IMS service for registered UE, in the following procedures:
-	IMS MT procedure.
When the IMS MT is established, I-CSCF will retrieve the S-CSCF address in the terminating network from the HSS of the terminating UE. To ensure successful S-CSCF address retrieval in case of HSS/UDM failure, the S-CSCF address is stored in a new AS during the registration process.
[bookmark: _Toc160896673]6.3.1.2	Storage of S-CSCF Address
[bookmark: _Hlk160438393]The below Figure 6.3.1.2-1 illustrates the storage of S-CSCF address during the IMS registration procedure.


Figure 6.3.1.2-1: Storage of S-CSCF address in initial registration procedure
1-2.	UE has registered to the IMS network.
3-4.	S-CSCF sends the third-party registration request to a new AS based on the iFC information. Upon a successful registration, the AS will store the S-CSCF address, IMSI, MSISDN for the UE.
NOTE:	The new AS is dedicated for HSS bypass in case of HSS failure.
[bookmark: _Toc160896674]6.3.1.3	IMS MT procedure in case of HSS failure
The below Figure 6.3.1.3-1 illustrates the MT procedure of HSS bypass.


Figure 6.3.1.3-1: IMS MT procedure of HSS bypass
1.	I-CSCF in the terminating network receives an incoming INVITE request.
2-3.	I-CSCF fails to send an LIR or doesn’t receive a corresponding response from HSS, then it forwards the INVITE request to the AS based on the pre-configured address of the AS.
4.	AS forwards the INVITE request to the S-CSCF according to the UE registration-related data (e.g. S-CSCF address, IMSI, MSISDN, etc.). The UE data is obtained directly or indirectly from the ISC interface (S-CSCF-AS).
5-6.	S‑CSCF forwards the INVITE request to UE B through the P-CSCF.
7.	18X/200 OK/ACK procedure proceeds.
[bookmark: _Toc160896675]6.3.2	Impacts on services, entities and interfaces
The requirement for I-CSCF:
-	The capability to forward the INVITE request to the AS in order to obtain the S-CSCF address, IMSI, MSISDN for the UE.
The requirement for the AS:
-	The capability to forward the INVITE request to the S-CSCF of terminating UE based on the UE data obtained directly or indirectly from the ISC interface.
[bookmark: _Toc160896676]6.3.3	Pros
The pros of the solution:
-	This solution provides an efficient way to bypass the failed HSS and associated paths.
-	This solution can bypass the HSS to keep the IMS MT procedure uninterruptible when all the HSS instances fail. It supplements and improves solution 1.
[bookmark: _Toc160896677]6.3.4	Cons
The cons of the solution:
-	Enhancements to S-CSCF to configure the iFC of the new AS in the third-party registration, which will increase the overhead of registration signalling.
-	Enhancements to I-CSCF to forward INVITE request to the AS.
-	The address of the AS needs to be preconfigured in I-CSCF in this solution.
-	Enhancements to the AS to forward INVITE request to the S-CSCF of the terminating UE.
-	Restoration of the new AS is needed to be considered.
[bookmark: _Toc39050171][bookmark: _Toc148100533][bookmark: _Toc148100959][bookmark: _Toc148102131][bookmark: _Toc149032244][bookmark: _Toc160896678]7	Evaluations
This clause describes evaluations of the solutions.
[bookmark: _Toc39050172][bookmark: _Toc148100534][bookmark: _Toc148100960][bookmark: _Toc148102132][bookmark: _Toc149032245][bookmark: _Toc160896679]7.1	Evaluation of Solutions for Key Issue#1

[bookmark: _Toc148100535][bookmark: _Toc148100961][bookmark: _Toc148102133][bookmark: _Toc149032246][bookmark: _Toc39050173][bookmark: _Toc160896680]7.2	Evaluation of Solutions for Key Issue#2

[bookmark: _Toc148100536][bookmark: _Toc148100962][bookmark: _Toc148102134][bookmark: _Toc149032247][bookmark: _Toc160896681]8	Conclusions
This clause describes conclusions.
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