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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

This clause is optional. If it exists, it is always the second unnumbered clause.

1
Scope

The present document analyses the use cases for the need of update of subscription data shared by multiple subscribers, the existing mechanisms in 3GPP networks which is or may be used for shared data update, possible solutions and impact on the existing interfaces and relevant elements.

The recommendation of the document is used to decide whether it is required to standardize any solution, and which is the final preferred solution if further standardization is needed.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 29.272: "Evolved Packet System; MME and SGSN Related Interfaces Based on Diameter Protocol".

[3]
3GPP TS 29.328 "IP Multimedia (IM) Subsystem Sh interface; signalling flows and message contents".
[4]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".
3
Definitions, symbols and abbreviations
Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. 
A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
Scenarios and Existing Mechanisms
4.1
Introduction
This section describes the use cases for which multiple subscribers may share the same data and the data if modified need to be updated for all related subscribers, and the existing mechanisms for each use case.

4.2
Share of IMS Service Data
4.2.1
Introduction

In the 3GPP IMS network, the service data are stored by the application servers in the HSS as transparent data. But in the deployment, some service data e.g. IMS CAMEL service information, are provisioned in the IMS HSS, and then the IMS AS retrieves the data from the HSS when the IMS AS is powered on or when the user is registered in the IMS or when there is a terminating call reaching the user. 

In this case, even if some parts of the service data could be shared by multiple subscribers, from an HSS perspective data is accessible and manageable per subscriber, as per existing 3GPP specifications. This means that when some data needs to be modified, it requires an update operation per subscriber, even if this data is also part of other subscribers’ data set.
However, some implementation dependant solutions may internally define some common data to be shared by multiple subscribers, although this is not covered by existing 3GPP specifications. And it may be possible that part of this internally defined common data shared by multiple subscribers could be updated in the HSS by the provisioning system.Then considering that the contents of the service data are transparent to the HSS per 3GPP specifications, the HSS could be able to identify only by implementation dependant means that this common data update affects multiple subscribers and needs to notify the IMS AS which subscribed to notification of changes on the data to retrieve the user data for each subscriber impacted.
4.2.2
Existing Mechanisms
So far the subscription to notification mechanism over Sh interface is defined for the HSS to notify the AS of the update of the subscription data. If some service data are to be shared by multiple subscribers dependant on some implementations, the same subscription to notification mechanism over Sh interface has to be used per subscriber.
Wildcarded Public User Identity can be taken as another mechanism to address the share of service data under some specific conditions, i.e. a Wildcarded Public User Identity represents a collection of Public User Identities that share the same service profile and same service data, and are included in the same implicit registration set.
4.2.3
Drawbacks
If the IMS Service Data are shared by a lot of subscribers, with the existing subscription to notification mechanism over Sh interface, massive amount of messages conveying the same updated service data will be exchanged over Sh interface since the notification of the update would be applied to multiple subscribers and the update over Sh interface has to be done per subscriber.
The mechanism with Wildcarded Public User Identity is not applicable in the case the Public User Identities of the subscribers are independent of each other, or not satisfying any of the conditions for Wildcarded Public User Identity.
4.3
Share of IMS Service Profile
4.3.1
Introduction

In the 3GPP IMS network, part of the IMS Service Profile data may be shared by multiple Public User Identities of a single user, and they may be shared by multiple subscribers as well. In the case the shared part of the IMS Service Profile data is updated, the HSS needs to send the updated Service Profile per impacted subscriber to the S-CSCFs where the relevant user registered. This may create massive signalling over Cx interface, especially considering that all Service Profiles related to the Public User Identities belonging to an implicit registration set have to be downloaded to the S-CSCF even if only a small part of the Service Profile is updated.
4.3.2
Existing Mechanisms
Over IMS Cx interface, a SiFC feature is defined. If the SiFC feature is supported by the HSS and S-CSCF, the HSS shall download the identifiers of the shared iFC sets. If either the HSS or the S-CSCF does not support the SiFC feature, the HSS shall download the complete iFCs. A Shared iFC Set points to a set of Initial Filter Criteria which may be shared by several Service Profiles locally administered and stored at the S-CSCF and the HSS, and the network operator is responsible for keeping the local databases in the S-CSCFs and HSSs consistent. When receiving the identifiers of the shared iFC sets, the S-CSCF maps the downloaded identifiers onto the shared iFC sets. The SiFC identifiers within the service profiles for each subscriber are not changed, thus there is no need for the HSS to send extra message to update the subscription in the S-CSCF, and the signalling load and traffic can be saved a lot.
Wildcarded Public User Identity can be taken as another mechanism to address the share of service profile under some specific conditions, i.e. a Wildcarded Public User Identity represents a collection of Public User Identities that share the same service profile and same service data, and are included in the same implicit registration set.
4.3.3
Drawbacks
Shared iFC feature can be taken as an optimization to alleviate the signalling load between the HSS and S-CSCF, and may also save storage resource in the HSS and S-CSCF for the iFCs, especially in the case the same Shared iFC set is shared by multiple subscribers. However over IMS Cx interface, update of Shared iFC is limited to a specific IMS subscriber who may have multiple public user identities and multiple Service Profiles sharing the iFCs. If the Shared iFC identifiers which are shared by multiple subscribers are updated, the HSS still needs to update the S-CSCF per subscriber basis.

The mechanism with Wildcarded Public User Identity is not applicable in the case the Public User Identities of the subscribers are independent of each other, or not satisfying any of the conditions for Wildcarded Public User Identity.
4.4
Share of CS/PS/EPS Subscription Data
4.4.1
Introduction

In the CS/PS/EPS network, some of the CS/PS/EPS subscription data may be shared by multiple subscribers, e.g the CAMEL data can be shared by multiple CS or PS subscribers, and the APN Configuration may be shared by multiple PS or EPS subscribers. Especially if a new service is to be deployed or a new APN Configuration is to be applied, the same subscription data may be applied to multiple subscribers. 
In this case, even if some parts of the service data could be shared by multiple subscribers, from an HSS/HLR perspective data is accessible and manageable per subscriber, as per existing 3GPP specifications. This means that when some data needs to be modified, it requires an update operation per subscriber, even if this data is as well part of other subscribers’ data set.

However, some implementation dependant solutions may internally define some common data to be shared by multiple subscribers, although this is not covered by existing 3GPP specifications. In this case, if the shared subscription data is updated, by implementation dependant means the HLR/HSS could be able to identify that this common data update affects multiple subscribers. Therefore the HLR/HSS needs to send the updated subscription data per impacted subscriber to the VLR/SGSN/MME/3GPP AAA Server where the relevant user is registered. This may create massive signalling over D/Gr/S6a/S6d/SWx interfaces. It may be beneficial to introduce some mechanisms to alleviate the signalling between the HLR/HSS and VLR/SGSN/MME/3GPP AAA Server. 
4.4.2
Existing Mechanisms
There is no specific mechanism in CS/PS/EPS network which can be used to reduce the signalling traffic between the HLR/HSS and serving nodes for update of subscription data which might be shared by multiple subscribers. The update can be done only per subscriber over D/Gr/S6a/S6d/SWx interfaces, i.e. if part of the subscription data is updated, whatever it is shared by multiple subscriber or not, the HLR/HSS initiates Insert or Delete Subscriber Data procedure or Profile Update procedure for each relevant subscriber.
4.4.3
Drawbacks
The existing mechnism for update of subscription data may create massive signalling over D/Gr/S6a/S6d/SWx interfaces. 
5
Alternative Solutions

5.1
Introduction

This section describes alternative solutions which can be used for subscription data update shared by multiple subscribers in CS/PS/EPS/IMS networks.
5.2
Sol-A Reuse of HSS/HLR Reset Procedure
5.2.1
Overview

In the CS/PS/EPS network, HSS/HLR Reset procedure is defined for the restoration of the location and subscriber data in the VLR/SGSN/MME in the case the HSS/HLR restarts. When an HSS/HLR restarts, it sends to each VLR/SGSN/MME where one or more of its users are registered a Reset message. When receiving the Reset message from the HSS/HLR, the VLR/SGSN/MME marks the location of the subscriber as invalid, and initiates update location procedure towards the HSS/HLR upon any activity for that user. During the update location procedure, the HSS/HLR downloads the subscriber data to the VLR/SGSN/MME. The existing HSS/HLR Reset mechanism can be used by the HSS/HLR without any specification for the update of subscription data shared by multiple subscribers stored in the VLR/SGSN/MME.

The similar mechanism can be applied to IMS Sh and Cx interfaces for update of subscription data shared by multiple subscribers.
5.2.2
Description

5.2.2.1
Reset over IMS Sh and Cx
The command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2] can be introduced to IMS Sh and Cx Diameter applications to support the update of subscription data shared by multiple subscribers stored in the IMS AS and S-CSCF:
· The HSS sends a Reset request to inform the IMS AS or S-CSCF that subscription data are updated in the HSS and the update is applied to all subscribers or a subset of subscribers belonging to the HSS.
· When receiving the Reset request, the IMS AS shall retrieve the corresponding service data for each impacted subscriber upon any activity for that user.
· When receiving the Reset request, the S-CSCF shall send SAR with SAT set to NO_ASSIGNMENT to the HSS for download of the user profile for each impacted subscriber upon any activity for that user.

The parameter User Id List as defined in the command pair Reset-Request/Answer (RSR/RSA) in the 3GPP TS 29.272 [2] can be reused for update of IMS subscription data shared by a subset subscribers belonging to the HSS. In the CS/PS/EPS, the User Id in the list comprises the leading digits of an IMSI, and it identifies the set of subscribers whose IMSIs begin with the User-Id. In the IMS, IMSI may not be available, therefore other ways to identify a set of subscribers might be needed, e.g. by use of the sub-domains contained in the IMS Private User Identity or IMS Public User Identity shared by the set of subscribers. 

Editor’s Note: How to identify a set of subscribers sharing the same subscription data update is FFS.
In the HSS, one set of IMS service related transparent data can be identified by Service Indication as defined in the 3GPP TS 29.328 [3]. The Service Indication can be introduced into the RSR comm.
Editor’s Note: How to identify the data shared by multiple subscribers is FFS.

5.2.2.2
Reset over D/Gr/S6a/S6d
The MAP_RESET service as defined in the 3GPP TS 29.002 [4] over D and Gr can be reused by the HSS/HLR for update of subscription data shared by multiple subscribers stored in the VLR/SGSN without any further specification.
Editor’s Note: How to convey over D and Gr subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.002 [4] may be reused.
The command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2] over S6a/S6d can be reused by the HSS/HLR for update of subscription data shared by multiple subscribers stored in the SGSN/MME without any further specification.

Editor’s Note: How to convey over S6a/S6d subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.272 [2] may be reused.
5.2.3
Impacts on Existing Interfaces
5.2.3.1
Reset over IMS Sh and Cx
To support the update of subscription data shared by multiple subscribers, the IMS Sh and Cx interfaces needs to support a new command pair Reset-Request/Answer (RSR/RSA) as defined in the 3GPP TS 29.272 [2], which may need to create new Diameter Application Identifiers for Cx and Sh respectively. The HSS and the IMS AS and S-CSCF need to be enhanced to support corresponding behaviours as described in the subclause 5.2.2.1.

5.2.2.2
Reset over D/Gr/S6a/S6d
The HSS/HLR can reuse the existing HSS/HLR Reset procedure for update of subscription data shared by multiple subscribers stored in the VLR/SGSN/MME.
Editor’s Note: How to convey over D and Gr subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.002 [4] may be reused.
Editor’s Note: How to convey over S6a/S6d subscriber identities for all subscribers sharing the same subscription data to be updated is FFS. The parameter User Id List as defined in the 3GPP TS 29.272 [2] may be reused.
6
Recommendation and Conclusion
6.1
Introduction
<This section describes comparison analysis and provides the recommendation and conclusion of the TR.>
6.2
Comparison Analysis
<This section describes a comparison among alternative solutions, including comparison criteria, pros and cons.>
6.3
Recommendation and Conclusion
<This section describes the recommendation and conclusion of the study, i.e. if the use cases shall be covered, whether it is required to standardize any solution, and which is the final preferred solution if further standardization is needed.>
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