3GPP TS 29.213 V0.1.0 (2006-05)
Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Core Network and Terminals;

Policy and Charging Control signalling flows and QoS parameter mapping;

(Release 7)


[image: image1.jpg]K oy




The present document has been developed within the 3rd Generation Partnership Project (3GPP TM) and may be further elaborated for the purposes of 3GPP.
 
The present document has not been subject to any approval process by the 3GPP Organizational Partners and shall not be implemented.
 
This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use of this Specification.
Specifications and reports for implementation of the 3GPP TM system should be obtained via the 3GPP Organizational Partners' Publications Offices.

Keywords

UMTS, QoS, Charging, Policy
3GPP

Postal address

3GPP support office address

650 Route des Lucioles - Sophia Antipolis

Valbonne - FRANCE

Tel.: +33 4 92 94 42 00 Fax: +33 4 93 65 47 16

Internet

http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2005, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TTA, TTC).

All rights reserved.


Contents

5Foreword


61
Scope


62
References


63
Definitions and abbreviations


63.1
Definitions


63.2 
Abbreviations


74
Signalling Flows over Gx and Rx


74.1
IP-CAN Session Establishment


94.2
IP-CAN Session Termination


94.2.1
UE-Initiated


104.2.2
GW-Initiated


114.3
IP-CAN Session Modification


124.3.1
PCRF-Initiated


164.3.2
PCEF-Initiated


224.4 
QoS Procedures


224.4.1 
Authorize QoS Resources at AF session establishment


224.4.2 
Authorize QoS Resources at AF session modification


224.4.3 
Approval of QoS commit


224.4.4 
Removal of QoS commit


224.4.5 
Revoke authorization for GPRS and IP resources


225 
Binding Mechanism


225.1
Overview


226 
QoS Parameters Mapping


226.1
Overview


226.2
QoS Mapping in the UE



 

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present specification adds detailed flows of Policy and Charging Control (PCC) over the Rx and Gx reference points and their relationship with the bearer level signalling flows over the Gn interface.
The calls flows depicted in this Technical Specification represent usual cases, i.e. not all situations are covered. Detailed information provided in TS 29.212 [5] and TS 29.214 [6] shall be taken into consideration.
The present specification also describes the binding and the mapping of QoS parameters among SDP, UMTS QoS parameters, and QoS authorization parameters.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
IETF RFC 3588: "Diameter Base Protocol".

[3]
IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".

[4]
3GPP TS 23.203: "Policy Control and charging architecture".

[5]
3GPP TS 29.212: " Policy and Charging Control over Gx reference point ".
[6]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point ".

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 29.208 [1] and the following apply:
Example: example
3.2 
Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

AF

Application Function

PCC

Policy and Charging Control

PCEF

Policy and Charging Enforcement Function

PCRF

Policy and Charging Rule Function

4
Signalling Flows over Gx and Rx
4.1
IP-CAN Session Establishment

This clause is applicable if a new IP-CAN Session is being established.
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1.
The GW receives an Establish IP-CAN Session Request. The form of the Establish IP-CAN Session Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives the first Create PDP Context Request within a PDP session. For I-WLAN, the GW receives an IPSec tunnel establishment request.

2.
The GW informs the PCRF of the establishment of the IP-CAN Session. The GW starts a new DCC session by sending a CCR using the CC-Request-Type AVP set to the value INITIAL_REQUEST. The GW provides UE identity information and/or the UE IPv4 address or UE IPv6 address prefix. If the PCRF controls the binding of IP-CAN Bearers, the GW also provides a new bearer identifier and information about the requested bearer, such as QoS.

3.
The PCRF stores the information received in the Diameter CCR. 

4.
If the PCRF requires subscription-related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

5.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

6.
The PCRF defines new PCC Rule(s) to be installed.
The PCRF may also make a policy decision by defining an authorized QoS and by deciding whether service flows described in the PCC Rules are to be enabled or disabled.

7.
The PCRF stores the selected PCC Rules. If the PCRF controls the binding of IP-CAN Bearers, PCRF stores information about the IP-CAN Bearer to which the PCC Rules have been assigned.

8.
The PCC Rules are provisioned by the PCRF to the GW using Diameter CCA. The PCRF may also provide event triggers listing events for which the PCRF desires PCC Rule Requests. Furthermore, the PCRF may provide authorized QoS.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF indicates the IP-CAN Bearer where the PCC Rules shall be installed and that the authorized QoS refers to.

9.
The GW installs the received PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

10.
The GW sends a response to the Establish IP-CAN Session Request.
For GPRS, the GGSN accepts the PDP Context Request based on the results of the authorisation policy decision enforcement. If the requested QoS parameters are not within the authorized QoS, the GGSN downgrades the requested UMTS QoS parameters.
Figure 4.1.1: IP-CAN Session Establishment
Editor:s Note: It is FFS if the PCRF and/or GW may reject the IP-CAN Session establishment.
4.2
IP-CAN Session Termination

Editor’s Note: It is FFS is a PCRF initiated IP-CAN Session modification can occur.
4.2.1
UE-Initiated

This Clause is applicable if an IP-CAN Session is being released by the UE.
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1.
The GW receives a Remove IP-CAN Session Request that requests the deactivation of the IP-CAN Session.  The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives a Delete PDP Context Request for the last PDP context within a PDP session. For I-WLAN, the GW receives an IPSec tunnel termination request.

2.
The GW sends a Diameter CCR message to the PCRF, indicating the IP-CAN Session termination. The GW requests the termination of the DCC session using the CC-Request-Type AVP set to the value TERMINATION_REQUEST.

3.
The PCRF identifies AF sessions that are bound to IP flows of the removed IP-CAN Session.

4.
The PCRF acknowledges the session termination by sending a Diameter CCA message. 

5,
The GW sends a response to the Remove IP-CAN Session Request. For GPRS, the GGSN sends a Delete PDP Context Response message. The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives a Delete PDP Context Request for the last PDP context within a PDP session. For I-WLAN, the GW sends an IPSec tunnel termination response. Step 5 may already be executed in parallel to step 2.

For each AF session identified in step 3:

6.
The PCRF indicates the session abort to the AF by sending a Diameter ASR message to the AF.

7.
The AF responds by sending a Diameter ASA message to the PCRF.

8.
The AF sends a Diameter STR message to the PCRF to indicate that the session has been terminated.

9.
The PCRF responds by sending a Diameter STA message to the AF.

Figure 4.2.1.1: UE-Initiated IP-CAN Session Termination
Editor’s Note: It is FFS is steps 6-9 can be combined into a single message exchange.
4.2.2
GW-Initiated
This Clause is applicable if an IP-CAN Session is being released by the GW.
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1.
The GW detects that the termination of an IP-CAN Session or bearer is required

2
The GW sends a Remove IP-CAN Session Request that request the deactivation of the IP-CAN Session. The form of the Remove IP-CAN Session Request depends upon the type of the IP-CAN. It can consist of separate requests for each IP-CAN Bearer within a IP-CAN Session. For GPRS, the GGSN sends a separate Delete PDP Context Requests for each of the PDP contexts within a PDP session. For I-WLAN, the GW sends an IPSec tunnel termination request.

3,
The GW receives a response to the Remove IP-CAN Session Request. For GPRS, the GGSN receives a Delete PDP Context Response for each PDP context within the PDP session. For I-WLAN, the GW receives an IPSec tunnel termination response.

4-6
Same as Steps 2-4 in Figure 4.2.1.1

7-10
Same as Steps 6-9 in Figure 4.2.1.1

Figure 4.2.2.1: GW-initiated IP-CAN Bearer Termination
Editor’s Note: The order of sequence of steps 1 to 6 is FFS. Steps 2 to 3 and steps 4 to 6 might be executed in parallel.
Editor’s Note: It is FFS is steps 7-10 can be combined into a single message exchange.

4.3
IP-CAN Session Modification

Editor’s Note: As part of the IP-CAN Session modification, it is needed to include IP-CAN Bearer establishment, termination and modification.
4.3.1
PCRF-Initiated IP-CAN Session Modification
4.3.1.1
Interactions between GW and PCRF 

This flow shows the provisioning of PCC Rules and/or authorized QoS triggered by an event in the PCRF.
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1.
The PCRF receives an internal or external trigger to re-evaluate PCC Rules and policy decision for an IP-CAN Session. Possible external trigger events are described in Clause 4.3.1.2

2.
The PCRF selects the PCC Rule(s) to be installed, modified or removed for the IP-CAN Session.  The PCRF may also update the policy decision by defining an authorized QoS and enable or disable the service flow(s) of PCC Rules.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the affected IP-CAN Bearer for each of the PCC Rules and the authorized QoS. 

3.
The PCRF stores the updated PCC Rules. 

4.
The PCRF sends a Diameter RAR to request that the GW installs, modifies or removes PCC Rules and updates the policy decision.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the IP-CAN Bearer for each of the PCC Rules and the authorized QoS. The PCRF may provision PCC Rules and authorized QoS for several IP-CAN Bearers within the same RAR.

5.
The GW installs, modifies or removes the identified PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

6.
The GW sends RAA to acknowledge the RAR.

For GPRS, steps 7 and 8 are executed separately for each affected PDP context if the previous authorized QoS for the PDP context exceeds the updated information

7.
The GGSN starts a timer to supervise the PDP context update.

8.
If the UE does not modify the PDP context accordingly, the GGSN sends an Update PDP Context Request message to the SGSN after the expiry of the timer.

Figure 4.3.1.1.1: Interactions between GW and PCRF for PCRF-Initiated IP-CAN Session Modification
Editor’s Note:
Steps 7 and 8 have been used in SBLP, but are FFS. Furthermore, removing PCC Rules in step 5 only after expiry of some timer is FFS.

Editor’s Note:
 The Termination of PDP contexts and granting a timer-supervised grace period for UE-initiated PDP context modification / termination, as shown in Figure 6.3.1 of TS 29.208, is FFS.
4.3.1.2
Interactions between PCRF, AF and SPR

4.3.1.2.1 AF Session Establishment
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1.
The AF receives an internal or external trigger to set-up of a new AF session and provide Service Information.

2.
The AF identifies the Service Information needed (e.g. IP address of the IP flow(s), port numbers to be used, information on media types etc…).

3.
The AF provides the Service Information to the PCRF by sending a Diameter AAR for a new Rx Diameter session. 

4.
The PCRF stores the received Service Information

5.
If the PCRF requires subscription-related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

6.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

7.
The PCRF identifies any affected established IP-CAN Session(s) using the information previously received from the GW and the Service Information received from the AF.  For types of IP-CAN where the PCRF controls bearers, e.g. GPRS, the PCRF also identifies IP-CAN Bearer(s) by binding new or modified IP flows described in the AF Service Information to bearer(s).

8.
The PCRF interacts with the GW according to Figure 4.3.1.1.1

9.
The PCRF sends a Diameter AAA to the AF. 

Figure 4.3.1.2.1.1: AF session establishment triggers PCRF-Initiated IP-CAN Session Modification
4.3.1.2.2 AF session modification
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1.
The AF receives an internal or external trigger to modify an existing AF session and provide related Service Information.

2.
The AF identifies the Service Information needed (e.g. IP address of the IP flow(s), port numbers to be used, information on media types etc…).

3.
The AF provides the Service Information to the PCRF by sending a Diameter AAR for the existing Rx Diameter session corresponding to the modified AF session. 

4.
The PCRF stores the received Service Information

5.
The PCRF identifies any affected established IP-CAN Session(s) using the information previously received from the GW and the Service Information received from the AF.  For types of IP-CAN where the PCRF controls bearers, e.g. GPRS, the PCRF also identifies IP-CAN Bearer(s) by binding new or modified IP flows described in the AF Service Information to bearer(s).

6.
The PCRF interacts with the GW according to Figure 4.3.1.1.1

7.
The PCRF sends a Diameter AAA to the AF. 

Figure 4.3.1.2.1.1: AF session modification triggers PCRF-Initiated IP-CAN Session Modification
4.3.1.2.3 AF session termination
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1.
The AF receives an internal or external trigger for a session release. 

2.
The AF sends a session termination request, Diameter STR, to the PCRF to request the removal of the session.

3.
The PCRF identifies the affected IP-CAN Session(s) where PCC Rules for the IP flow(s) of this AF session are installed. These PCC Rules need to be removed.

4.
The PCRF interacts with the GW according to Figure 4.3.1.1.1

5.
The PCRF sends Diameter STA, session termination answer, to the AF.

Figure 8.3: Removal of PCC Rules at AF session release 
4.3.2
PCEF-Initiated IP-CAN Session Modification
4.3.2.1
UE-initiated IP-CAN Bearer Establishment or IP-CAN Bearer Modification

A bearer-event-initiated Request of PCC Rules occurs when a new bearer is established or when an existing bearer is modified. For GPRS, these are PDP Context Modification(s) or secondary PDP context Activation(s). An IP-CAN Session modification triggers a PCC Rule request only if the PCRF has previously requested a PCC Rule request for the given modification event. 
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1.
The GW receives IP-CAN Bearer signalling that is a trigger for a PCC Rule request. The form of the Establish IP-CAN Bearer signalling depends upon the type of the IP-CAN. For GPRS, the GGSN receives a secondary Establish PDP Context Request or an Update PDP Context Request.

2.
The GW informs the PCRF of the modification of the IP-CAN Session due to the IP-CAN Bearer signalling in step 1, using a Diameter CCR with the CC-Request-Type AVP set to the value MODIFICATION_REQUEST. The GW reuses the existing Gx DCC session corresponding to the IP-CAN Session.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS: If the IP-CAN Bearer signalling in step 1 established a new IP-CAN Bearer, the GW assigns a new bearer identifier to this IP-CAN Bearer. The GW provides information about the new of modified bearer, e.g. requested QoS and TFT filters, and the bearer identifier within the CCR 

3.
The PCRF stores the received information in the Diameter CCR.

4.
The PCRF binds the IP-CAN Session to existing of AF session(s) using the information received from the GW and the Service Information previously received from the AF(s). 
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF also binds the IP-CAN Bearers within the IP-CAN Session to all matching IP flow(s) of existing AF session(s) using the bearer information received from the GW and the Service Information received from the AF(s). If IP flow(s), which have previously been bound to other bearers, have been bound to the modified bearer, PCC Rules in other bearer(s) may need to be removed. For GPRS, an IP flow may need to be removed if a matching higher priority TFT filter in the newly established PDP context takes precedence over a matching lower priority TFT filter in another PDP context. Furthermore, if IP Flow(s), which have previously been bound to the modified bearer are be bound to other bearer(s), PCC Rules may need to be installed in other bearers. For GPRS, an IP flow may be bound to another PDP context if it was previously bound to the modified PDP context due to a removed higher priority TFT filter, and a lower priority TFT filter in the other PDP context matches the IP flow
5.
If the PCRF requires subscription-related information and does not have it, the PCRF sends a request to the SPR in order to receive the information.

6.
The SPR replies with the subscription related information containing the information about the allowed service(s) and PCC Rules information.

7.
The PCRF defines new PCC Rule(s) to be installed.  The PCRF can also identify existing PCC Rules that need to be modified or removed. The PCC Rules may relate to any of the matching AF sessions identified in step 4 or may exist in the PCRF without matching to any AF session. The PCRF may also make a policy decision by defining an authorized QoS and by deciding whether service flows described in the PCC Rules are to be enabled or disabled. 
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCC Rules may affect the IP-CAN Bearer identified in the CCR of step 2 or any other IP-CAN Bearer identified in step 4. 

8.
The PCRF stores the modified PCC Rules. 

9.
The PCC Rules are provisioned by the PCRF to the GW using Diameter CCA. The PCRF may also provide authorized QoS.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the affected IP-CAN Bearer for each of the PCC Rules and the authorized QoS.  The PCRF may provision PCC Rules and authorized QoS for several IP-CAN Bearers within the same CCA.

10.
The GW installs the received PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

11.
The GW sends a response to the IP-CAN Bearer signalling in step 1.
For GPRS, the GGSN accepts the secondary Establish PDP Context Request or the Update PDP Context Request based on the results of the authorisation policy decision enforcement and sends an Establish PDP Context Response or Update PDP Context Response. If the requested QoS parameters are not within the authorized QoS, the GGSN downgrades the requested UMTS QoS parameters.
For GPRS, if updated authorized QoS has been provisioned in step 9 for other IP-CAN Bearer(s) than the IP-CAN Bearer for which the IP-CAN Bearer signalling has been received in step 1, the following steps are executed separately for each of these other bearer(s).

12.
For GPRS, when the previous QoS authorization for the PDP context exceeds the updated information, the GGSN starts a timer to supervise the PDP context update.

13.
For GPRS, if the existing QoS of the PDP context exceeds the updated authorised QoS and the UE does not modify the PDP context accordingly, the GGSN sends an Update PDP Context Request message to the SGSN after the expiry of the timer.

Figure 4.3.2.1.1: IP-CAN Bearer Modification.

Editor’s Note: If steps 5 and 6 can occur is FFS.

Editor’s Note: Steps 12 and 13 have been used in SBLP, but are FFS. Furthermore, removing PCC Rules in step 10 only after expiry of some timer is FFS.
Editor’s Note: Conditional AF interactions need to be added to this flow.

4.3.2.2
UE-initiated IP-CAN Bearer Termination

This Clause is applicable if an IP-CAN Bearer is being released while other IP-CAN Bearers and thus the IP-CAN Session are not released.
For the termination of IP-CAN Bearers, three cases are covered: 

-
Bearer release that does not cause service data flow(s) within an AF session to be disabled; 

-
Bearer release that causes at least one but not all the service data flow(s) within an AF session to be disabled and 

-
Bearer release that causes all the service data flows within an AF session to be disabled.

A Bearer release may not cause a service data flow within this bearer to be disabled if the IP flow can be bound to another bearer. For GPRS, an IP flow can be bound to another PDP context if a lower precedence TFT filter matching the IP flow is installed at the other PDP context.

Editor’s Note: It is FFS if an AF should be notified if the QoS of a service data flow is downgraded. Corresponding Rx and possibly Gx procedures would need to be defined in stage 2 and stage 3
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1.
The GW receives a Remove IP-CAN Bearer Request that request the deactivation of an IP-CAN Bearer while other IP-CAN Bearers and thus the IP-CAN Session are not released. The form of the Remove IP-CAN Bearer Request depends upon the type of the IP-CAN. For GPRS, the GGSN receives a Delete PDP Context Request..

2.
The GW sends a Diameter CCR message with the CC-Request-Type AVP set to the value MODIFICATION_REQUEST to the PCRF, indicating the IP-CAN Bearer termination. 

3.
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF identifies the IP flows bound to the removed bearer and updates the stored bearer information.  The PCRF re-evaluates the binding of IP flows, as IP flows may now be bound to other bearers. For GPRS, an IP flow may be bound to another PDP Context if it was previously bound to the removed PDP context due to a higher priority TFT filter, and a lower priority TFT filter in another PDP context matches the IP flow.

For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the following steps 4 and 5 are performed for each of the other bearers identified in step 3:

4.
The PCRF selects the PCC Rule(s) to be installed or modified for the affected bearer.  The PCRF may also update the policy decision for this bearer.

5.
The PCRF stores the updated PCC Rules for the affected bearer. 

6.
The PCRF acknowledges the bearer termination by sending a Diameter CCA message. 
For types of IP-CAN, where the PCRF controls IP-CAN Bearers, e.g. GPRS, the PCRF provides PCC Rules and possibly updated authorized QoS for each of the other bearers identified in step 3. The PCRF identifies the affected IP-CAN Bearer for each of the PCC Rules and the authorized QoS. 

7.
The GW removes the PCC Rules installed for the IP-CAN Session or bearer, for which a termination has been requested in step 1.

8,
The GW sends a Remove IP-CAN Bearer Response. For GPRS, the GGSN sends the Delete PDP Context Response message.

9.
It the PCRF has provided PCC Rules and possibly updated authorized QoS for other bearers in step 6, the GW installs or modifies the identified PCC Rules. The GW also enforces the authorized QoS and enables or disables service flow according to the flow status of the corresponding PCC Rules.

The following steps 10 to 13 or 10a to 13a apply for the case where at least one IP Flow within an AF session is being disabled, i.e. if the IP Flow is not bound to any other bearer that is still established. The steps shall be performed separately for each ongoing AF session that is affected by the bearer release as explained below. 

If all IP flow(s) within the AF session are disabled by the bearer release:

10.
The PCRF indicates the session abort to the AF by sending a Diameter ASR message to the AF.

11.
The AF responds by sending a Diameter ASA message to the PCRF.

12.
The AF sends a Diameter STR message to the PCRF to indicate that the session has been terminated.

13.
The PCRF responds by sending a Diameter STA message to the AF.

If at least one but not all of the IP flow(s) within the AF session are disabled by the bearer release, and the AF has requested notification of bearer removal:

10a.
The PCRF indicates the release of the bearer by sending a Diameter RAR to the AF.

11a.
The AF responds by sending a Diameter RAA to the PCRF.

12a.
The AF may send an AAR to the PCRF to update the session information.

13a.
If step 12a occurs, the PCRF responds by sending a AAA to the AF.

Figure 4.3.2.2.1: UE-Initiated IP-CAN Bearer Termination
Editor’s Note: It is FFS is steps 10-13 can be combined into a single message exchange.
Editor’s Note: It is FFS is steps 10a-13a can be combined into a single message exchange.
Editor’s Note: If is FFS if step 8 may be executed in parallel to step 2.
4.4 
QoS Procedures

4.4.1 
Authorize QoS Resources at AF session establishment 
4.4.2 
Authorize QoS Resources at AF session modification

4.4.3 
Approval of QoS commit

4.4.4 
Removal of QoS commit

4.4.5 
Revoke authorization for GPRS and IP resources

5 
Binding Mechanism
5.1
Overview

6 
QoS Parameters Mapping

6.1
Overview

6.2
QoS Mapping in the UE

Annex A (informative):
Examples of deriving the Maximum Authorized parameters from the SDP parameters
Annex B (normative):
Signalling Flows for IMS

Annex C (informative):
Change history
	Date
	TSG #
	TSG Doc.
	CR
	Rev
	Subject/Comment
	Old
	New

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	


_1209539024.doc






3. 	Identify the affected IP- CAN sessions where PCC Rule(s) need to be removed
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2. 	Diameter STR
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4.	 Interactions in Figure 4.3.1.1.1
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2.	PCC Rules Decision,�Policy Decision
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5. 	Installation Modification or Removal of PCC Rules, Policy Enforcement







4. 	Diameter RAR
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6. 	Diameter RAA







3. 	Store PCC Rules 











For GPRS, for each affected PDP context, if previous authorized QoS is exceeded







7. 	Update of Authorized QoS, Start of Timer







8. 	PDP context update












_1209540022.doc


If the PCRF needs subscription-related information and does not have it 











4. 	Store Service Information







2. 	Define service information











5. 	Profile Request
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3. 	Diameter AAR







9. 	Diameter AAA
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7.	Identify affected IP CAN session(s)















8. 	Interactions in Figure 4.3.1.1.1
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4. 	Diameter CCA







1.	Remove IP CAN Session Request
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3. 	Identify AF sessions bound to the removed IP CAN session.







5. 	Remove IP CAN Session Response 
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If not all the service data flows within AF session are affected







4. 	PCC Rules Decision.�Policy Decision







7. 	Remove PCC Rules 
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If IP Flow(s) were moved to other bearer(s)
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1. 	Remove IP-CAN Bearer Request 
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9. 	Install PCC Rules. Policy Enforcement
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8. 	Remove IP-CAN Bearer Response 











If IP Flow(s) were moved to other bearer(s)
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2. 	Remove IP CAN Session Request 



















5. 	Identify AF sessions bound to the removed IP CAN session
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If all the IP flows within AF session are affected
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3. 	Remove IP CAN Session Response 







8. 	Diameter ASA











1. 	Detection that IP-CAN Session  termination is required.
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5 . Install ation Modification or Removal  of PCC Rules, P olicy  E nforcement  
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4. 	Bind IP CAN session to any existing AF session(s)
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If the PCRF needs subscription- related information and does not have it 
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7. 	PCC Rules Decision,�Policy Decision











1. 	IP-CAN Bearer signalling 







3. 	Store Bearer Information
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12. 	Update of Authorized QoS. Start of Timer











10. 	Installation Modification or Removal of PCC Rules, Policy Enforcement



















































11. 	IP CAN Bearer signalling response







13. 	PDP context update
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1. 	Establish IP CAN Session Request
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4. 	Store Service Information







2.	Define service information
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5.	Identify affected IP CAN session(s)















6. 	Interactions in Figure 4.3.1.1.1
























