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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction
The present document describes use cases, traffic scenarios, device constraints of ambient power-enabled Internet of Things and identify new potential service requirements as well as new KPIs. Ambient power-enabled Internet of Things (Ambient power-enabled IoT) device is an IoT device, being either battery-less or with limited energy storage capability (i.e., using a capacitor) and the energy is provided through the harvesting of radio waves, light, motion, heat, or any other power source that could be seen suitable.
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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.
Editor’s Note: the definitions for Ambient IoT device and Ambient IoT service are FFS.
3.2
Symbols

For the purposes of the present document, the following symbols apply:

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>

4
Overview
5
Use cases
5.1
Use case on Ambient IoT for automated warehousing
5.1.1
Description

The automated warehouse inventory scenario includes multiple stages, as shown in the figure below, which are divided into verification and unloading, gate-in inventory, inventory, gate-out inventory and check&loading. Along with the transfer, storage and inventory of goods, a large amount of warehousing information will be generated. This information generally has the characteristics of frequent data read operations and large data volumes. Tags are attached to necessary areas such as goods and shelves, and relevant communication equipment is deployed. Through the information interaction between communication equipment and tags, accurate and rapid inventory and efficient management of storage information can be realized in each stage.
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Figure 5.1.1-1: Automated warehouse inventory
5.1.2
Pre-conditions

1. The warehouse management workers stick the Ambient IoT devices onto the goods, and those devices contain the assigned information, which can be read and written by the 5G network;
2. The management platform is a trusted 3rd party and has subscribed the Ambient IoT services and could have interaction with the 5G network with necessary inventory information;
3. 5G network equipment used for inventory is deployed in the warehouse according to the needs of automated warehouse inventory scenario;

4. The 5G network executes inventory command, receive data from Ambient IoT devices and send to the management platform;

5.1.3
Service Flows

5.1.3.1
Scenario ---Warehouse inventory management
1. When some goods in one batch are delivered to a gate of the warehouse and are ready for the gate-in operation, the management platform selects a gate inventory mode.

There are two gate inventory modes supported by both the management platform and the 5G system.

· Manual-Triggered Mode: The inventory task is triggered by the command sent from the management platform, so the 5G system simply execute the command (e.g., start the inventory task). 

· Auto-Triggered Mode: The inventory management system set the gate inventory mode to “Auto-Triggered”, the 5G network send discovery signal periodically to discover Ambient IoT devices within the gate area; if at least one Ambient IoT device is discovered, then the 5G system start inventory task automatically.

2. The goods arrive near the door of the warehouse, 5G network will perform gate inventory procedure according to the trigger from the management platform.

3. Ambient IoT devices establish communication with the 5G network, and send their own identity and corresponding goods information to the 5G network. 

4. The 5G network sends the obtained information to the management platform;

5. The management platform generates a list of gate-in inventory results according to the inventory data and necessary information received from Ambient IoT devices by the continually inventory operation.
6. When the goods are placed on shelves in the warehouse and have been stored for a certain period of time, the management platform starts the indoor inventory task periodically for double check of the goods (total goods or per different batch/group), and generates a list of tags to be inventoried, sends the list to the 5G network;

7. The 5G network receives the list and sends large-scale/specified inventory signals;

8. The Ambient IoT device in the 5G network coverage establish communication with the network, and the 5G network interacts with the corresponding devices according to the inventory requirements to obtain goods information;

9. The 5G network sends the acquired goods information to the management platform;

10. The management platform summarizes the received information and generates a list of inventory results.

11. When the goods are ready for shipping and arrive the gate area, similar to gate-in operation, 5G network perform gate inventory procedure according to the platform's selection, interact with Ambient IoT devices and send the obtained information to the management platform.

12. The management platform generates a list of gate-out inventory results.

5.1.4
Post-conditions

With the support of 5G system, automated warehousing could be realized to improve the efficiency of goods management. If the inventory result list is consistent with the purchase/shipment list, the administrator can obtain the inventory result list, and update the inventory list in the management platform; If the result is inconsistent with the purchase or shipment order, the administrator would receive a notification/warning.

5.1.5
Existing features partly or fully covering the use case functionality

In previous releases, SA1 has finished several studies about IoT topic to introduce SA1 requirements in TS 22.011[9], TS 22.278[7] , TS 22.368[6] and TS 22.261[8] to address requirement for IoT business about device lifetime, power consumption, data transmission and communication mechanism.

5.1.6
Potential New Requirements needed to support the use case

[P.R.5.1.6-001] The 5G system shall be able to support communication with Ambient IoT device which is battery-less or with limited energy storage (e.g., capacitor).
[P.R.5.1.6-002] The 5G system shall support to provide collected information from Ambient_IoT devices to the trusted 3rd party.

[P.R.5.1.6-003] The 5G system shall support suitable security mechanisms for Ambient_IoT devices, including encryption and data integrity.
[P.R.5.1.6-004] The 5G system shall be able to support the authentication and authorization mechanisms of Ambient_IoT devices.
[P.R.5.1.6-005] The 5G system shall be able to manage (e.g. provide service parameters, activate, deactivate) multiple Ambient_IoT devices in bulk.

 Editor's Note: This requirement is FFS.
[P.R.5.1.6-006] The 5G system shall be able to provide Ambient IoT service with following KPIs

Table 5.1.6-1 KPI Table of  Ambient_IoT for automated warehousing
	Scenario
	Communication range
	Message

size (UL)
	Positioning accuracy
	End to end latency
	User-experienced data rate
	Velocity

	Automated warehousing
	30m indoors
	[96/128] bits (note 1)
	 [2~3] m@90% (note 2)
	[>100ms](note 3)
	<[1/1.28]kbits/s (note 4)
	5~10km/h

	Note 1:  Message size refers to the Ambient IoT device identifier used for goods identification in this use case;t;

Note 2: Three-dimensional positioning (both horizontal and vertical) is considered;

Note 3: End to end latency refers to the time taken for an Ambient IoT device to transmit the message;

Note 4: User-experienced data rate is calculated as the message size (96/128bits) transmitted within [100ms] time period;


Editor’ Note: Some KPI requirements for this use case are FFS




5.2
Medical instruments inventory management and positioning 
5.2.1
Description

More and more medical instruments are utilized in hospital. They always need to be cleaned and sterilized, and shall withstand certain conditions e.g., high temperature, high pressure or humidity. Traditional inventory management for the medical instrument is usually operated manually, which is inefficient and even in some cases, causes serious accident e.g., lost or invalidity. To improve safe and efficient utilization of the medical instrument, remote medical instrument inventory and online maintenance are being developed.

For the remote inventory and online maintenance, the medical instrument is needed to be supplied with Ambient IoT device. Considering the working condition of the medical instrument, this kind of Ambient IoT device should be battery free or with limited energy storage capability, maintenance-free and should have long service life time. Through 5G network and the IoT device, the medical instrument exchange inventory management and positioning information with medical instrument management platform. 

Following is an example of service flow to illustrate an inventory and positioning operation for medical instruments.
5.2.2
Pre-Conditions

Network operator UU deploys a new service “Ambient IoT” through its 5G system. Hospital Z has subscribed the new service for its orthopaedic instrument inventory management.  
Orthopaedic instruments generally refer to professional medical instruments specially used for orthopaedic surgery. According to the usage purpose, it can be classified as orthopaedic knives, orthopaedic scissors, orthopaedic forceps, orthopaedic hooks, orthopaedic needles, orthopaedic scrapers, orthopaedic cones, orthopaedic drills, orthopaedic saws, orthopaedic chisels, orthopaedic files / shovels, orthopaedic active instruments, etc. 

A number of Ambient-IoT devices recording different orthopaedic instrument information are stuck on these orthopaedic instruments. They are usually indoor stored in the instrument warehouse or medical instrument storage room or special storage cabinet. 

The Ambient-IoT device is battery free or with limited energy storage capability. 
These Ambient-IoT devices attached in the orthopaedic instrument are with very simple capability and not applications installed on them.
Belle is a nurse of Hospital Z. She has the authorization to remotely manage orthopaedic instrument through the inventory management platform of the hospital. She can operate this work in the hospital or out of the hospital.  
5.2.3
Service Flows

Belle wants to acquire the inventory information of orthopaedic forceps. She uses her phone to send inventory request to the inventory management platform of the hospital. The platform requires the 5G network to collect inventory information of orthopaedic forceps in predefined duration, e.g., 10 seconds.
The 5G network then sends signals to the Ambient-IoT devices in Hospital Z. After receiving the signal, the ambient-IoT devices are active and can receive messages from 5G network. 

Considering the Ambient-IoT devices attached on the repaired orthopaedic forceps are without application software, the 5G network translates application platform command and asks the Ambient-IoT devices attached on the orthopedic forceps to report its status information. 
Ambient-IoT devices on the orthopaedic forceps report the corresponding inventory information (e.g., the serial number of the orthopaedic forceps, usage status, usage records, years of use, integrity, etc.) to the inventory management platform of the hospital via 5G network. 

The inventory management platform distributes the inventory information to Belle's phone. 

After receives the status list of the orthopaedic forceps, Belle selects a pair of orthopaedic forceps from the list of orthopaedic instruments and clicks on “positioning request”. The request is passed to the inventory management platform. The inventory management platform asks 5G network to collect the position of the selected orthopaedic forceps. 
The selected orthopaedic forceps is now being transported in the hospital handcart from Hospital Outpatient building to Hospital Inpatient building. It’s moving speed is less than 6km/h.

The 5G network calculates the position of the selected orthopaedic forceps after receives response of the Ambient-IoT device attached on the orthopaedic forceps. 

The 5G network then delivers the position information to the inventory management platform.
The platform responds the position information to Belle’s phone.
Thus, Belle acquires the position of the selected orthopaedic forceps on her phone.


5.2.4
Post-Conditions

Hospital Z utilizes Ambient-IoT service to support the remote inventory management of medical instrument. Belle can read the information of medical instrument. She can also find a medical instrument through the positioning information provided by ambient-IoT service.
5.2.5
Existing features partly or fully covering the use case functionality

None
5.2.6
Potential New Requirements needed to support the use case

[PR 5.2.6-1] The 5G system shall be able to communicate with an Ambient-IoT device.

 [PR 5.2.6-2] The 5G system shall be able to provide group communication for a group of Ambient-IoT devices.

[PR 5.2.6-3] The 5G system shall be able to provide a mechanism to collect the information stored in an Ambient-IoT device.
Editor’s Note: This requirement need to be revisited to clarify how the device can store information without application and what kind of data that can be stored.

[PR 5.2.6-4] The 5G system shall be able to provide a mechanism to expose the information collected from an Ambient-IoT device to a trusted 3rd party.

[PR 5.2.6-5] The 5G system shall be able to support positioning for an Ambient-IoT device.
 [PR 5.2.6-6] The 5G system shall be able to provide communication service with KPIs listed in Table 5.2.6-1 for the Ambient IoT device/s.

Table 5.2.6-1  KPIs for use case of Medical Instrument Inventory management 
	User experienced data rate
(Kbps)


	Communication service availability: 
(%)
	End to end latency
(ms)

(note)
	Device Density

(#/Km2)
	Communication range

(m)
	Moving speed

(km/h)
	Use cases

	DL: FFS

UL: FFS

	FFS
	≤ FFS 

	≥ 1000
	 FFS


	Static or walking speed

<6
	Medical instrument inventory management and positioning




Editor’s Note: KPIs is FFS.

Editor’s Note: The KPI term and table format will be updated.

Editor’s Note: Other potential new requirements are FFS.





5.3
Use Case on Ambient IoT devices in substations in smart grids
5.3.1
Description

With around 80 million kilometres of transmission and distribution lines worldwide, electricity networks are the backbone of secure and reliable power systems. As stated in the World Energy Outlook 2020 [2], significant investment takes place in new network capacity between 2019 and 2030 as a result of growing demand for electricity, the addition of new renewable generation capacity and the need to develop smart grids. The expansion of electricity networks to 2030 is about 80% more than over the past decade. Around 30% of the increase in transmission lines and 20% of the increase in distribution network lines are attributable to the increase of renewables. Over the next ten years, around 16 million km of existing distribution lines and 1.5 million km of transmission lines need to be replaced or digitalised, together with switching equipment, transformers, meters and other crucial components. In regions with older power systems, such as the United States and the European Union, roughly one-fifth of current networks need to be replaced or digitalised; this corresponds to 2.7 million km in the United States and 3.7 million km in the European Union. More than 60% of global line replacements and new lines are in emerging market and developing economies, with China alone accounting for a third of what is needed (over 7 million km). 
Smart grids with wide use of IoT devices have a vital role to play in supporting the penetration of variable renewables electricity sources. IoT offers a wide number of applications in the energy sector, i.e., in energy supply, transmission and distribution, and demand [3]. In particular substations are a significant part of the electrical power grid. Through these stations, the voltage level is converted from high voltage to low voltage using (transformer). The substation transfers power to distribution stations by the transmission lines (see (a) in Figure 5.3.1-1). Monitoring electrical substations are necessary to detect faults and treat them, because if left unattended, it may lead to electrical problems and cause long-term consequences. These problems not only cause energy losses but also lead to electrical outages and losses in expensive equipment, in addition to injuries and accidents such as fire. Therefore, monitoring of substations and their equipment is important to ensure safety, protection, and stability in the electric power networks. Different types of sensors (e.g. temperature and humidity sensors) can be used in the outdoor ultra-high voltage substation (see (b) in Figure 5.3.1-1) to detect the anomaly and trigger predictive maintenance. In addition, various sensors can be used in other use cases in the power transmission and distribution networks (see (c) to (e) in figure F.3.1-1) for remote monitoring and protection purposes.
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(a) Overview
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(b) Outdoor ultra-high voltage substation 
(Possible issues such as poor contact can cause faulty service.)


[image: image6]
(c) Indoor/outdoor shielding cabinet 
(Problems such as poor wire connection can cause short circuit or even fire.)
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(d) Underground transmission and distribution lines
(Possible issues include that the underground cables can be cut or bitten by rats, and can be damaged due to the faulty drainage system.)
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(e) Aerial transmission and distribution lines 
(Possible issues include that the aerial cables can be vibrated or displaced, and difficult to provide power sources for sensors to monitor these parameters.)
Figure 5.3.1-1: Transmission and distribution networks in smart grids
For these use cases, the data acquisition process is typically not latency-critical, but a large number of sensors have to be efficiently connected, especially since many of these sensors have limited power source. Moreover, lifespans of the field IoT devices are expected to be one decade or longer, which is one of the main differences compared with consumer products. Many production systems are subject to regulatory approvals (e.g., safety certification), changes to a running production system have often to be avoided. Often sensors are deployed in locations that are inaccessible, where physical replacement would be unduly expensive. Research continues to develop efficient communication techniques to meet the requirements, among which ambient power-enabled IoT (Ambient IoT) [4] is very promising to enable wireless communication with minimum energy consumption. The Ambient IoT devices typically are battery-less or with limited energy storage capability, and obtain energy from the environment. 
In this use case GreenGrid has service level agreement with GreenMobile to deploy 5G network to enable the communication of these Ambient IoT devices with the network.  As part of the service level agreement, GreenMobile provides energy efficient communication and management services to GreenGrid including:

- interfacing with GreenGrid’s grid monitoring and management platform;

- ensuring the lifespan of the Ambient IoT devices of 10-15 years;
- providing energy efficient device management for the Ambient IoT devices based on the instructions from the grid monitoring and management platform;

- providing energy efficient operation (e.g. inventory, read, write) the Ambient IoT devices based on the instructions from the grid monitoring and management platform;

- providing sufficient positioning information of the Ambient IoT devices; 
- providing energy efficient security mechanisms for the communication between Ambient IoT devices and the network.
5.3.2
Pre-conditions

GreenGrid has installed wireless sensors, one form of Ambient IoT devices, in the outdoor ultra-high voltage substations of their power transmission and distribution networks to monitor the corresponding parameters to detect malfunctioning and broken elements in the surrounding environment. This environment is typically monitored using various types of sensors such as temperature sensors, humidity sensors, pressure sensors and vibration sensors. Remote monitoring along with a classification of the anomaly can help with predictive maintenance. For example, the sensor data (e.g. temperature, humidity) can be used to detect high-temperature problems (which is a typical indication of poor connection), excessive humidity (which could be due to floods), etc. 

5.3.3
Service Flows 
1. The 5G core network receives the request from the application function (in this case GreenGrid’s grid monitoring and management platform) to operate on the Ambient IoT devices in a certain area. The 5G core network starts to operate on these devices accordingly. Once detecting the signals from the 5G network these Ambient IoT devices can respond to the command. 

2. These Ambient IoT devices send the identification information to the 5G core network and complete the authentication procedure. 

3. The Ambient IoT devices (wireless sensors) measure the environmental parameters, such as temperature, humidity, pressure and vibration. 

For temperature, humidity and pressure measurement, typical sampling rate is 10 Hz with sample size of 32 bits, thus the data generation per Ambient IoT device is about 320 bit/s. For vibration measurement, typical sampling rate is 10 Hz with sample size of 96 bits, thus the data generation per Ambient IoT device is about 960 bit/s.
4. The 5G core network, based on the requests issued by the application function, performs operations such as "inventory", "read" and "write" on the Ambient IoT devices correspondingly. "Inventory" operation is to read the Ambient IoT device identifier. "Read" operation is to read sensor data. "Write" operation can be used to configure the Ambient IoT device.

5. The 5G core network then sends the results of the operations to the application function. The application function includes diagnostic functions that analyze the sensor data and detect the anomaly and trigger predictive maintenance when necessary. Typically, the sensor data is collected once per several seconds.

6. The 5G system is also expected to provide positioning service for these Ambient IoT devices, which can be for device management purpose (e.g., to automatically identify the locations of the Ambient IoT devices) or for security reason (e.g., to make sure the devices have not been removed). The positioning for these purposes is not expected to be performed frequently.

7. 
8. 
9. 
10. 
11. 
5.3.4
Post-conditions
The 5G system enables efficient communication, with enhanced security and tens of meter-level positioning accuracy, for the Ambient IoT devices installed in the power transmission and distribution networks for remote monitoring and protection purposes.
5.3.5
Existing features partly or fully covering the use case functionality

Service requirements for MTC (Machine-Type Communications) have been captured in TS 22.368 [6] since release 10, which specifies the service requirements for network improvements. In addition to the common service requirements, specific service requirements have also been defined corresponding to the following MTC Features:

-
Low Mobility;

-
Time Controlled;

-
Small Data Transmissions;

-
Infrequent Mobile Terminated;

-
MTC Monitoring;

-
Secure Connection;

-
Group Based MTC Features:

-     Group Based Policing;

-    Group Based Addressing. 

Resource efficiency is one of the key service requirements for IoT, for which there are a few requirements specified in 3GPP TS 22.278 [7] and 3GPP TS 22.261 [8]. The target IoT scenarios have been described as 

As sensors and monitoring UEs are deployed more extensively, the need to support UEs that send data packages ranging in size from a small status update in a few bits to streaming video increases. A similar need exists for smart phones with widely varying amounts of data. Specifically, to support short data bursts, the network should be able to operate in a mode where there is no need for a lengthy and high overhead signalling procedure before and after small amounts of data are sent. The system will, as a result, avoid both a negative impact to battery life for the UE and wasting signalling resources.

The related service requirements are kept at a relatively general level, e.g.

The 5G system shall minimize control and user plane resource usage for data transfer from send only UEs.

The 5G system shall minimize control and user plane resource usage for stationary UEs (e.g. lower signalling to user data resource usage ratio).

The 5G system shall minimize control and user plane resource usage for transfer of infrequent small data units.

The 5G system shall optimize the resource use of the control plane and/or user plane for transfer of small data units.

Additional consideration needs to be given in support of Ambient IoT devices that are battery-less or with limited energy storage capability, which present new challenges to the 5G system. 
5.3.6
Potential New Requirements needed to support the use case

 5.3.6.1
KPIs for the use of Ambient IoT devices in substations in smart grids
[PR 5.3.6.1-1] The 5G system shall provide the network connection to address the KPIs for the use of Ambient IoT devices in substations in smart grids, see table 5.3.6.1-1.
Table 5.3.6.1-1 – Potential key performance requirements for the use of Ambient IoT devices in substations in smart grids
	Scenario
	Max. allowed end-to-end latency
	Max. instantaneous device power consumption
	Service bit rate: user-experienced data rate
	Message

Size
	Device density
	Communication Range

(meters)
	Service area dimension

	Remote monitoring of  transmission and distribution networks in smart grids
	1 s
(note 5)
	[500] µW
(note 4)
	[< 1kbit/s]
(note 6)
	Typically 
[< 100 bytes]

(note 1)
	[< 10,000 /km2]
(note 3)
	Outdoor: typically [50-200] 
	[several km2 up to 100 000 km2]
(note 2)

	NOTE 1: Electronic Product Code standard [5], this size is the payload size.  
NOTE 2: The service are refers to the overall size of transmission and distribution networks. Typically, the size of the individual substations varies from 100m x 200m to 500m x 600m.

NOTE 3: The device density is calculated based on an individual substation, where typically several hundreds of Ambient IoT devices are required to monitor the environmental parameters. 

NOTE 4: The power consumption takes into account of the power needed for communication and sensor functions.
NOTE 5: This is calculated based on assumption that the sensor data are collected once per several seconds.

NOTE 6: For temperature, humidity and pressure measurement, typical sampling rate is 10 Hz with sample size of 32 bits, thus the data generation per Ambient IoT device is about 320 bit/s. For vibration measurement, typical sampling rate is 10 Hz with sample size of 96 bits, thus the data generation per Ambient IoT device is about 960 bit/s.


[PR 5.3.6.1-2] Subject to regional or national regulatory requirements, the 5G system shall be able to provide the 5G positioning services with the accuracy in the order of tens of meters.

5.3.6.2 
Service requirements for use of Ambient IoT devices in substations in smart grids

[PR.5.3.6.2-1] The 5G system shall support energy efficient communication mechanisms (i.e. minimizing the overall and peak device communication power consumption) for Ambient IoT devices.

[PR 5.3.6.2-2] The 5G system shall be able to support energy efficient security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.

[PR 5.3.6.2-3] The 5G system shall support a mechanism to interface a 3rd party application to manage and operate on the Ambient IoT devices.
[PR.5.3.6.2-4] The 5G system shall be able to collect charging information for using Ambient IoT services on per Ambient IoT device basis (e.g., total number of communication per charging period).

[PR 5.3.6.2-5] The 5G system shall be able to collect charging information per application for using Ambient IoT services (e.g., total number of Ambient IoT devices per charging period).
5.4
Use case for supporting Ambient power-enabled IoT in non-public network for logistics
5.4.1
Description

The process of logistic chain has many steps such as warehouse inbound and outbound, etc. During the inbound, warehousing inventory needs to be done in order to track whether all the goods are inventoried. After the outbound, there is a need for cargo tracking that happens whenever the cargo moves across a specific area (e.g., equip with portals). This is to ensure that corresponding goods are moving to the right destination. The warehousing inventory and cargo tracking need the support of Ambient power-enabled IoT in non-public network. 

In the case of warehousing inventory, there are tons of goods waiting to be inventoried. A pallet is used for carrying goods (each pallet for maximumly 100 goods) and each pallet passes through a base station (e.g., integrated with a scanner) which can scan all the goods on the pallet and complete the inventory for those goods. The time interval for two neighboring pallets to pass through the base station is usually short (e.g., less than 3min).

With the passive IoT device, the service provider of logistics can have their own NPN and to implement warehousing inventory using the NPN. All the good can communicate directly with the base station or send the data to the base station indirectly through a relay. 
In the case of cargo tracking, A wagon carries many pallets with goods (more than 10 pallet per wagon) and travels to the destination. In order to track the goods within the wagon, several toll gates are set up among the route of the wagon. Whenever the wagon passes through the ttoll gate, the data of goods are required to be sent to the toll gate which can then forward the data to the proper application server for tracking.
The service provider of logistics may set up the tracking equipment on certain toll gate to track the data of the goods carried by wagons. The efficiency for tracking the goods carried by wagon will be dramatically increased. 
In these two processes, an ambient IoT device can be either battery-less or with limited energy storage capability (i.e., using a capacitor).
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Figure 5.4.1-1 Ambient power-enabled IoT in non-public network for logistics

5.4.2
Pre-conditions
The service provider has service agreement with the Network Operator. The service agreement includes the provisioning of NPN to the service provider.

The service provider set up its own NPN for managing the ambient IoT devices in logistics. 
The use case of logistics in 5.4 can be split into 2 key processes, which are warehousing inventory and cargo tracking.

Process A: Cargo warehousing inventory 
1. A service provider of logistics has its NPN with the support of Network Operator for the access of ambient IoT devices (e.g., tags) for tracking the good within each pallet (each pallet for more than 150 goods). Alternately, the service provider set up its own NPN for the purposes. The service provider of logistics uses licensed band or unlicensed band for accessing the NPN.

2. All the ambient IoT devices conduct onboarding and provisioning for NPN credentials. Ambient IoT device registers with the onboarding NPN and obtains the NPN credential with low energy cost.
3. All the ambient IoT devices register with the NPN.

Process B: cargo tracking

1. A service provider of logistics has its NPN with the support of Network Operator for tracking the ambient IoT devices (e.g., tags) carried by wagon. Alternately, the service provider set up its own NPN for the purposes. The NPN is set up on the toll gate along the road for tracking the cargo.

2. All the ambient IoT devices conduct onboarding and provisioning for NPN credentials. Ambient IoT device registers with the onboarding NPN and obtains the NPN credential with low energy cost.

5.4.3
Service Flows
Process A: Cargo warehousing inventory 
1. When each pallet passes through the base station, all the ambient IoT devices within the pallet complete the inventory by echoing the request for inventory from the base station.

2. After a short internal of time (less then 3min), the base station inventories the goods carried by the next pallet.
Process B: cargo tracking

1. All the ambient IoT devices register with the NPN when the wagon carrying the cargo passes through the toll gate.

2. All the ambient IoT devices within the wagon sends the response to the base station on the toll gate upon the receipt of the request from the base station.


5.4.4
Post-conditions
Process A: Cargo warehousing inventory 
1. Inventory information is obtained by the service provider, who can proceed with the warehouse outbound.
Process B: cargo tracking

1. By receiving the tracking information of the cargo, the service provider knows that corresponding goods are moving to the right destination.
5.4.5
Existing features partly or fully covering the use case functionality
TS 22.261 has following requirements:

- The 5G system shall support operator-controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g., for industrial automation).
- The 5G system shall support the capability to operate in licensed and/or unlicensed bands.
Existing specification support alternative authentication method with different types of credentials for network access for IoT devices. For ambient IoT device, the alternative authentication method should be light-weight in order make sure that the cost of power consumption caused by the authentication is strictly controlled.

Existing specification support the capability for 5G system to operate in licensed and/or unlicensed band. For ambient IoT device, it should also be able to connect to the 5G network using licensed and/or unlicensed band. Service provider may decide to use licensed band or unlicensed band based on the situation of local spectrum and the SLA between Service provider and other parties (e.g., Network Operator, industry partner, etc.). Ambient IoT device operating in unlicensed band should have the same performance (e.g., transmission range) with the one operating in licensed band.
5.4.6
Potential New Requirements needed to support the use case

[PR.5.4.6-001] 5G system shall support network access for Ambient IoT devices while considering the constraint power consumption.
Note: The above requirement applies to both NPN and PLMN. 


5.5
Intralogistics in automobile manufacturing

5.5.1
Description

The automobile manufacturing industries are constantly looking for ways to increase productivity by improving inventory accuracy and material flows. Therefore, intralogistics for production facilities in automobile factories have been targeting at these goals by achieving timely visibility of inventories (a.k.a. precise materials scheduling) to achieve optimum efficiency in production. Specifically, it involves stocking, dispatching, and sorting. It is no surprise that there are competing technologies for supporting small-scale inventory, which at times would require human involvement. With the advent of Industry 4.0, manufacturing requires a much higher automatic intralogistics performance [10]. This means more key areas inside large manufacturing facilities would require highly-efficient and automated inventory of materials and parts. Ambient power-enabled IoT (Ambient IoT) service provided by 5G can be expected to meet the demanding needs by providing communication to Ambient IoT devices with good performance, with the Ambient IoT solely dependent on harvested ambient energy, being maintenance-and-battery free or with limited energy storage capability, extremely small, thin, and of low complexity, very light-weight, and with a long life span. Additionally, the 5G system can provide Ambient IoT devices with positioning services, as full automation would require AGVs or forklifts to fetch materials at accurate locations within the large storage areas. Moreover, the 5G system can provide intrinsic core network functions to manage and authenticate Ambient IoT connections, enabling operators to build more interesting cases together with their business partners.

Automobile company A uses standardized load containers to realize flow of materials. The load containers are purchased, owned and managed by A. With its business growing, A is integrating the latest and advanced production and logistics management systems to ensure the production facilities are modernized for Industry 4.0. In quest of this, intralogistics at A is expected to automatically identify and track individual goods and materials throughout production facilities: not only at the dock where materials enter the production facilities, but also in the large floor-level storage areas, further in the sorting areas and down at production lines. Similar to the norm of the automobile manufacturing industry, a typical production facility of A covers a total area of around 600,000 square meters. A uses unique identifiers (e.g. 96 bit or 240 bit EPC codes) to distinctly identify load containers.  
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Fig. 5.5.1-1

Prior to deciding on a future-proof solution, a comprehensive analysis (e.g., ROI) is carried out by A to verify Ambient IoT’s suitability for the long-term business objectives. By virtue of many of Ambient IoT’s attractive wireless communication characteristics, A come to the conclusion of a positive case. To effectively meet their intralogistics demand, it entails installing around 1300 stationary “readers” strategically per typical production facility (600,000 square meters), where in total around 800,000 Ambient IoT devices would be physically present at the same time. To keep track of the production process, normally 20 Ambient IoT devices need to be read per second per “reader” (e.g., fast-moving AGVs passing a gate). After verifying with operator O, A adopts Ambient IoT by having a service contract with the operator, which is commissioned to design and deploy 5G network coverage within A’s automobile production facilities and then to accordingly enable and manage Ambient IoT service. Wherever needed in the production facilities, sufficient network coverage is assumed. 

It is in the huge floor storage area where the loaded containers are kept, accurate positioning service is needed by AGVs for pick-up, once certain materials or parts are needed by a production line. At A, the floor storage area is divided into blocks with the dimension of 18m by 18m, in each of which a stationary “reader” is deployed. Each block is further divided into grids of the size slightly larger than a load container, whose length is around 1.5m. To achieve uninterrupted material flow, A decide to use the space of two grids for parking load containers holding the same materials. In this way, as a load container holding certain material at a given grid is carried away by an AGV, the same material loaded in another container would always be available at the grid just next to it.
The personnel Sylvain at A attaches each of the load containers with an Ambient IoT device, where a unique code is written in its microchip. Ambient IoT devices are very thin non-battery powered or with limited energy storage capability IoT devices, which instead function using an energy harvesting mechanism that produces a limited amount of power. A typical energy harvesting device can produce up to a few hundred microwatts [11] (e.g., less than 250 micro-Watts). In the production facilities of A, an Ambient IoT device can be connected to the 5G network and the communication is enabled. 
5.5.2
Pre-conditions

An Ambient IoT device can obtain energy by collecting energy sources such as solar and radio waves. Each load container is attached with an Ambient IoT device for supporting intralogistics. Ambient IoT devices have the capability of storing information needed by the inventory process. Base stations installed inside car manufacturing facilities provide network coverage. The 5G system delivers application data to the intralogistics management system of the car manufacturer. 
5.5.3
Service Flows

1. A uses Ambient IoT devices attached to their load containers to support automated intralogistics process for improved productivity. They send load containers to various suppliers in order to bring back ordered goods, materials and parts. 
2. By returning to A’s automobile manufacturing facilities, large amount of load containers first enter the dock area. There the 5G network transmits signals intending to start inventory process. Since the Ambient IoT devices harvest power from the environment, once detecting the signals from the 5G network the Ambient IoT devices can respond by starting random access.
3. 5G network (i.e., core network) authenticates and authorizes Ambient IoT devices. 
4. Based on the requests issued by the application function, the 5G network performs the automatic inventory operation (read out pre-written unique IDs in Ambient IoT devices) of the large number of incoming load containers entering the dock area fast and efficiently. The read-out information is sent by 5GC to A’s inventory system (connected to ERP/APS), where the inventoried information is updated or saved.

5. Once registered in the inventory system, load containers are stored in the floor storage areas. The load containers (still loaded with various materials and parts) can be inventoried by A either periodically or when requested. 

6. As automobile manufacturing process continues (almost non-stop), a picking list is automatically generated according to the production plan managed by the APS (Advanced Planning and Scheduling) system. 

7. According to the information in the inventory system, AGVs (or forklifts) with their respective picking lists are sent to the floor storage areas to pick up the corresponding load containers (holding different materials or parts). As the floor storage area is extremely huge, A utilize the 5G network positioning service for AGVs to quickly fetch the target load containers holding the exact materials requested in the pick-up list. Since the floor storage area is divided into 18m by 18m blocks with each block being further divided into grids of 1.5m by 1.5m, the 5G system always provides the AGVs with the accurate positioning information of the target load containers. 

8. When AGVs find the needed load containers in the floor storage area, convey them further to the sorting areas. It is in the sorting areas that different materials and parts brought in by AGVs are grouped in accordance with precise manufacturing schedules to be followed at the production lines.
9. At the production lines, materials and parts as logically grouped (by sorting machines at the sorting areas) are eventually fed into production. The empty load containers will be brought to the recycling area. These empty load containers await to be sent to suppliers at the next schedule determined by ERP/APS.  

10. In all the key areas (floor storage areas, sorting areas, production lines and empty container recycling area) inside the manufacturing facility, the load containers need to be inventoried efficiently, timely, fast, accurately. When AGVs enter these areas, step 4 is repeated and the precise material scheduling is updated in the inventory system. 
5.5.4
Post-conditions

Thanks to the Ambient IoT service provided by the 5G system, automobile manufacturing can enjoy automatic intralogistics, largely improve the efficiency and productivity.
5.5.5
Existing features partly or fully covering the use case functionality

SA1 has performed various studies on IoT in previous releases, where related normative stage 1 requirements are introduced in TS 22.011 [9], TS 22.278 [7], TS 22.368 [6], and TS 22.261 [8]. 

TS 22.011 introduces access control for MTC, examples of periodic network selection attempts are:

For UEs only supporting any of the following, or a combination of, NB-IoT, GERAN EC-GSM-IoT [18], and  Category M1[13] of E-UTRAN enhanced-MTC, the UE shall interpret the interval value to be between 2 and 240 hours, with a step size of 2 hours between 2 and 80 hours and a step size of 4 hours between 80 and 240 hours. 

In the absence of a permitted value in the SIM/USIM, or the SIM/USIM is phase 1 and therefore does not contain the datafield, then a default value of 60 minutes, shall be used by the UE except for those UEs only supporting any of the following, or a combination of: NB-IoT, GERAN EC-GSM-IoT [18], and Category M1 [17] of E-UTRAN enhanced-MTC. For those UEs a default value of 72 hours shall be used.

NOTE:
Use of values less than 60 minutes may result in excessive UE battery drain.
TS 22.368 addresses features of MTC communication and service requirements related to MTC device triggering, addressing, identifiers, low mobility, small data transmission, infrequent MT communication, security, remote MTC device management, group-based MTC features including policing and addressing, etc. Example requirements are:

      The system shall provide mechanisms to lower power consumption of MTC Devices.
The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.
TS 22.261 captures some important service requirements for IoT, e.g.

The 5G system shall support a secure mechanism for a home operator to remotely provision the 3GPP credentials of a uniquely identifiable and verifiably secure IoT device.

The 5G system shall support a secure mechanism for the network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
An IoT device which is able to access a 5G PLMN in direct network connection mode using a 3GPP RAT shall have a 3GPP subscription.

The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.

An IoT device which is able to connect to a UE in direct device connection mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g. for IoT device management purposes or to use indirect network connection mode).

The 5G system shall support operator-controlled alternative authentication methods (i.e. alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g. for industrial automation). 
The 5G system shall support a suitable framework (e.g. EAP) allowing alternative (e.g. to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.

           NOTE:
Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network. Non-public networks are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework, for which the credentials can be stored in the ME.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.
In these specifications, albeit the service requirements addressing traits for IoT in terms of low device power consumption, small and infrequent data transmissions, long service lifetime, and resource efficiently, the IoT devices considered in 3GPP have been assumed to be powered by at least batteries up till now. To enable extremely small, thin, light-weight, battery-less or with limited energy storage capability, or even disposable Ambient IoT devices that provide basic IoT data transaction at appropriate performance level suitable for the target scenarios, new challenges to the 5G system are foreseen and need to be addressed.
5.5.6
Potential New Requirements needed to support the use case

5.5.6.1 Service requirements for use of Ambient IoT devices for intralogistics in automobile manufacturing

[PR 5.5.6.1-001] The 5G system shall support communication for an Ambient IoT device which is battery-less or with limited energy storage capability.  
[PR 5.5.6.1-002] The 5G system shall support collection of charging information based on different charging policies for Ambient-IoT type of communication, i.e., total number of communication (e.g. data payload) per charging period, or total number of Ambient IoT devices per charging period.

Editor’s Note: 
Additional requirements for this use case are FFS.
5.5.6.2 KPIs for the use of Ambient IoT devices for intralogistics in automobile manufacturing
[PR 5.5.6.2-1] The 5G system shall provide the network connection to address the KPIs for the use of Ambient IoT devices for intralogistics in automobile manufacturing, see table 5.3.6.1-1.

Table 5.5.6.2-1 – Potential key performance requirements for the use of Ambient IoT devices for intralogistics in automobile manufacturing

	Scenario
	Max. allowed end-to-end latency (UL)
	Service bit rate: user-experienced data rate
	Message

Size
	Communication 

Range

(meters)
	Device density
	Service area dimension
	Horizontal Positioning Accuracy (90% confidence level)

	Automatic Intralogistics in automobile manufacturing 
	>100 ms

(note 1)
	< 1 kbit/s

(note 2)
	96 bits

(note 3)
	<30

Indoors
	< 1,5 Million/km2 (note 4)
	600 000 m2

(note 5)
	[3] m

	NOTE 1:  This value corresponds to peak reading rate of 100 tags per second. The average tag reading rate is lower.

NOTE 2:  This value is calculated as the instant data rate for transmitting 96 bits within 100 ms time period. The need for data transmission is infrequent.

NOTE 3:  EPC Tag Data standard [5], the length of the EPC number ranges from 96 bits to 496 bits. For intralogistics, EPC length of 96 bits is the most common EPC lengths to satisfy the use case.

NOTE 4:  Daily around 1 million units of materials are used in the manufacturing area, but they are not used at the same time.
NOTE 5:  A typical car manufacturing plant takes up to 600 000 m2 in surface.





5.6
Ambient power-enabled IoT sensors in smart homes
5.6.1
Description

The monitoring tasks in smart homes scenario can be roughly divided into two types:  

· The monitoring of room environment. By deploying specific sensors that enable communication services, people can acquire real-time monitoring data (e.g. temperature, humidity) of their room environment no matter where they are.
· The monitoring of emergency situation. By deploying specific sensors that enable communication services, risk factors such as gas and smoke can be detected and alarmed timely. When the sensor detects that the gas concentration in the home exceeds the threshold, it usually activates very strong audio signal to alarm people at home. However, in case of people are out of home (e.g. during the journey or on shopping), it cannot reach people on this situation. So, it should be necessary to notify the family members through their phones as well.
In contrast with conventional battery-based sensors, ambient power-enabled IoT sensors can obtain and/or store energy from the environment, such as light, heat, wind, and radio waves, which can be converted to useable electrical energy [12]. Different ambient energy harvesting technologies have their own advantages and disadvantages, suitable for use in different environments. Energy harvesting technologies are not in the scope of the study. 
Editor’s Note: The maximum instantaneous power consumption of ambient power-enabled IoT sensors is FFS.
Ambient power-enabled IoT sensors can support diverse monitoring applications in smart home scenario with following advantages: 

· Remove the demand for batteries, i.e. reduce the energy consumption of charging.
· Reduce the cost of maintenance, i.e. avoid human intervention for recharging or replacing.
· Increase device durability, i.e. devices can work continuously without charging and/or replacing the battery.
· Increase device portability, i.e., the locations of devices are no longer limited by electric cables or wires.
The ambient power-enabled IoT sensors can also consume very small amounts of energy. For example, the photovoltaic (PV) energy harvesting power density could provide 10µW~4mW, while the sensing power consumption of a gas sensor is only 1.2µW [13]. 

Considering the above advantages, ambient power-enabled IoT sensors can further improve the development of smart home applications.

5.6.2
Pre-Conditions
Tom’s family lives in Home A. In Home A, there is a gas sensor in the kitchen. It’s an ambient power-enabled IoT sensor, and the application server can obtain its sensor data through the network.

The gas sensor detects data continuously and allows the application server to request its data (e.g., a 32 bits packet) periodically. The application server stores the data and a pre-set methane concentration threshold (e.g., 5%). 
5.6.3
Service Flows

1. The gas sensor monitors the methane concentration in the kitchen in real-time. 
2. The application server acquires the sensor data and finds the data reaching half of the threshold (e.g., 2.5%), then it will update a shorter period to request data.
3. If the data exceeds the threshold, the application server can send an alarm message through the network.

4. The application server will distribute the alarm message to Tom’s family through the network. If Tom’s family members do not respond, the alarm message will be sent again after a preset time (e.g., 1 min). 
5. Tom’s family members receive the alarm message on their phones. Tom notices the alarm message and clicks on “Confirm” button in the app.

6. The application server receives the “Confirm” response and stops to send alarm messages to their phones until set time (e.g., 10min) passes and the data still exceeds the threshold. 
Editor’s Note: Additional functionality is FFS.
5.6.4
Post-Conditions

Tom goes back to home, checks the kitchen range and closes the gas valve. 
5.6.5
Existing features partly or fully covering the use case functionality
None.
5.6.6
Potential New Requirements needed to support the use case

[PR.5.6-001] The 5G system shall be able to support communication services for ambient power-enabled IoT devices.

Editor’s Note: The definition of ‘ambient power-enabled IoT devices’ will align to final TR.
[PR.5.6-002] The 5G system shall support suitable security mechanisms for Ambient IoT devices, including authentication, encryption and data integrity.


[PR.5.6-003] The 5G system shall be able to provide the required communication service according to KPI given in table 5.6.6-1.
Table 5.6.6-1: KPI for ambient power-enabled IoT devices in smart home
	Scenario
	Service Availability
	Speed
	Message Size
	Max.End to end latency (s)
	Communication range

	ambient power-enabled IoT devices in smart home
	99.9 %
	Stationary
	8~96bits

(note 1)
	20
	[10-30]m

Indoors
(note 2)


5.7
Use Case on Ambient IoT for airport terminal / shipping port
5.7.1
Description

An airport terminal / shipping port manages a large inventory of different types of objects, including forklifts, trolleys, ramp leaders, pallet dollies, baggage carts, wheelchairs, among others (see Figure 1). Real-time tracking and management of such assets is an important part of efficient operation of an airport terminal/shipping port, including through (re)-deployment of assets based on time-varying demand in different locations (e.g., gates), prolonged asset life through timely maintenance, improved safety and travel experience, asset theft prevention.  
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Figure 5.7.1-1: Airport terminal / Shipping port requires real-time management of different types of assets.
Some key differences from other asset management/tracking use-case scenarios include the need for real-time location information, relatively large service area with a mix of indoor and outdoor deployment, and the need for mobility support. 
5.7.2
Pre-conditions

1. An Ambient-IoT device is attached to each asset (to be tracked) before deployment;
2. The asset management system has subscription to the Ambient-IoT services with access to information about the Ambient-IoT device, such as location, maintenance-related parameters;
3. The airport terminal / shipping port has public or private 5G network coverage to provide the Ambient-IoT services with support for a large number of Ambient-IoT devices. The Ambient IoT devices in this use case communicate to the network. 

5.7.3
Service Flows

1. The asset management system requests the Ambient-IoT service for regular/on-demand snapshot of the asset inventory information with a specified granularity, e.g., gate-level; 

2. Based on the request, the 5G system queries the Ambient-IoT devices to inventory different types of assets in the specified location(s). 
3. The Ambient-IoT service aggregates the responses from the Ambient-IoT devices to respond to the application function’s request at the specified granularity;
4. The Ambient-IoT service provides additional agreed-upon information
5.7.4
Post-conditions
The airport terminal / shipping port utilizes the Ambient-IoT service to obtain real-time inventory/location of the different types of assets, allowing for more efficient operation through (re)-deployment of assets based on time-varying demand in different locations, prolonged asset life through timely maintenance, improved safety and travel experience, asset theft prevention. 
5.7.5
Existing features partly or fully covering the use case functionality

Editor’s note: Gap analysis for this use case is FFS.
5.7.6
Potential New Requirements needed to support the use case

[PR 5.7.6-1] The 5G system shall be able to support means to discover and locate Ambient-IoT devices in a certain geographical area, e.g. at cell level.
[PR 5.7.6-2] The 5G system shall be able to provide communication with Ambient-IoT devices with the following KPIs :

Table 5.7.6-1  KPI Requirements for Airport Terminal/Shipping Port Service 

	Scenario
	Maximum End to End latency 
	Ambient IoT service availability
	Message

Size (UL)
	Device density
	Maximum Communication range
	Service Area 

	Airport Terminal/ Shipping Port


	[>1sec]


	FFS
	[256 bits]

(Note 1)
	FFS
	FFS
	1-10km^2

(Note 2)

	Note 1: 128 bits for the Electronic Product Code (EPC) of the tracked object and additional 128 bits assumed for control / other data (e.g., location-related).

Note 2: As an example, Newark Airport size ~8km^2.


5.8
Use case on Finding Remote Lost Item
5.8.1
Description

It is quite common for people to lose personal items sometimes, which includes keys, wallets, bags, phones, glasses, etc. In many of those scenarios, ambient powered IoT devices, (with small form factor and low cost/complexity), could be attached to those items and be used to help finding their location via a 5G smartphone.

When a person loses his/her personal item in a remote place, far from the owner’s location (e.g., in airport, subway, park, restaurant, etc), the large distance between the lost items (w/ ambient powered IoT device attached) and the owner’s 5G UE prevents the owner from using direct communication methods, between the UE and the Ambient powered IoT device, to perform e.g., local discovery/positioning/ranging.  

This use case (shown in Figure 1) considers a scenario where ambient powered IoT devices are used to locate lost items, which they are attached to, with the help of surrounding UEs/ RAN entities (supporting the tracking of Amb-IOT devices).  

In terms of communication power availability, these Ambient IoT devices can operate based on intermittently harvested energy with energy storage or instantaneous energy provided on-demand. For devices with energy storage, we assume energy is continuously available during its communication. This use case covers scenarios without energy storage and with energy storage, assuming lower power consumption and complexity than typical/current IoT devices.
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Figure 5.8.1-1 Remote tag finding service, using ambient powered IoT devices and surrounding UEs/RAN entities
5.8.2
Pre-conditions

· Alice subscribed to a “lost tag finding” service and bought an ambient powered IoT tag for her baggage.

· She attaches the tag to her baggage and associated the tag with her mobile phone in this service.
5.8.3
Service Flows
The case of remote lost item finding by crowdsourcing
1. The Alice is traveling from San Diego (SAN) to New York (JFK) using airplane with her tag (tag-A) attached to her baggage. When she arrives in JFK airport, she does not find her baggage in baggage claim area. 

2. The tag-A attached to Alices’ baggage identifies that it is lost and notify any nearby UEs/RAN entities supporting the lost tag finding service that the tag-A is currently lost.
3. As shown in Figure 1, the nearby UEs/RAN entities which is notified from the tag-A connects to server providing the lost tag finding service and reports the tag-A’s current location and time. (For privacy, the tag-A’s identity should not be known to other UEs/RAN entities other than Alice’s UE or service provider.)
4. Alice, after finding that her baggage is missing in airport, opens an app in her mobile phone to find her tag-A’s whereabout. The app communicates with the server and gets the recent information e.g., location/time/etc, related to the tag-A.

5. Alice can track the location of her baggage with the help of lost item finding service.
5.8.4
Post-conditions
Alice reclaims her lost baggage with the help of the lost item finding service.

5.8.5
Existing features partly or fully covering the use case functionality
Editor’s note: The gap analysis is FFS.

5.8.6
Potential New Requirements needed to support the use case
[PR.5.8.6-1] The 5G system shall be able to assist an Ambient IoT device with discovery and communication with UEs/RAN entities that can provide location related information. 

Editor’s note: "UEs/RAN entities” terminology needs to be clarified.

[PR 5.8.6-2] Based on operator policy, the 5G system shall be able to support authorization of UEs communicating with an Ambient IoT device. 

[PR.5.8.6-3] The 5G system shall be able to support means to support RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G system entities (e.g., core network) / servers.

[PR.5.8.6-4] The 5G system shall be able to provide a mechanism to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.

NOTE 1:
This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.
[PR 5.8.6-5] The 5G system shall be able to support a UE to authenticate an Ambient IoT device.
[PR 5.8.6-6] The 5G system shall be able to support Ambient IoT devices with the following KPIs:

Table 5.8.6-1  KPI Requirements for “Finding Remote Lost Item” Service 
	Scenario
	Maximum Allowed end to end latency 
	Ambient IoT service availability
	Message

Size (UL)
	Device/tag density
	Maximum Communication range
	Service Area 

	Remote lost item finding


	[>5s]
	FFS


	256 bits

      (Note 1)
	<750 devices /100m2
(Note 2)
	10~100m

(Note 3)
	  FFS

	Note 1: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).

Note 2: 100m^2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750
Note 3: Covers indoor and/or outdoor usage


5.9
LCS for Ambient IoT
5.9.1
Description
Ambient Internet of Things (Ambient IoT) is an IoT service with an IoT device powered by energy harvesting, being either battery-less or with limited energy storage capability (i.e., using a capacitor). It can enable communication with IoT devices without conventional power source and/or avoids human intervention for recharging or replacing. An ambient IoT device can harvest energy from energy source from Radio, solar, light, motion/vibration, heat, pressure, or any other power sources.
Note: Energy harvesting is out of scope of this TR.
5.9.2
Pre-conditions

Tom buys an Ambient IoT devices. The Ambient IoT device has 3GPP subscription and is equipped with 3GPP radio technology. The devices registers to the 3GPP network based on its subscription and the network should record that the device can be found its location by Tom’s UE.
Tom puts the Ambient IoT device on his pet dog collar.

5.9.3
Service Flows

1. In a morning, Tom gets up and takes his pet dog to the park nearby. In the park, the dog runs far away from Tom. 

2. After some time, Tom needs to go home for the breakfast, he takes out his UE to ask the location of the Ambient IoT device. 

3. The UE initiates LCS request to the network for the location of the Ambient IoT device.

4. The network finds the location of Ambient IoT device when the device has enough power. The power is from the ambient power source. The network sends the location result to the UE. 

5. Tom can see the location result in the UE and walks towards his dog to take it home.
5.9.4
Post-conditions
Tom finds his pet dog with the help of 5G network and the Ambient IoT device. 
5.9.5
Existing features partly or fully covering the use case functionality
None

5.9.6
Potential New Requirements needed to support the use case
5.9.6.1 Service requirements for LCS for Ambient  IoT
[PR 5.9.6.1-001] 5G system shall optimize mobility management support for mobile Ambient-enabled IoT devices that are unable to constantly stay active.

[PR 5.9.6.1-002] 5G system shall be able to determine the location of Ambient IoT device, when it becomes active as triggered by the 5G network.

5.9.6.2 KPIs for LCS for Ambient  IoT
Editor’s Notes: The KPIs for LCS for Ambient IoT are FFS.

5.10
Ranging for Ambient IoT
5.10.1
Description
Ambient Internet of Things (Ambient IoT) is an IoT service with an IoT device powered by energy harvesting, being either battery-less or with limited energy storage capability (i.e., using a capacitor). It can enable communication with IoT devices without conventional power source and/or avoids human intervention for recharging or replacing. An ambient IoT device can harvest energy from energy source from Radio, solar, light, motion/vibration, heat, pressure, or any other power sources.
Note: Energy harvesting is out of scope of this TR.
Ranging refers to the determination of the distance between two UEs or more UEs and/or the direction and/or relative positioning of one UE (i.e., Target UE) from another UE (i.e. Reference UE) via PC5 interface.
5.10.2
Pre-conditions

Tom buys an Ambient IoT device. The Ambient IoT device has 3GPP subscription and is equipped with 3GPP radio technology. There is a ranging APP in Tom’s UE. The ranging application server and clients records the UE and Ambient IoT device’s ranging application layer ID.

Tom pastes the device on his key. 
In a morning, Tom gets up and wants to walk in the park nearby.

5.10.3
Service Flows

1. Tom wants to take his key, but cannot find the key in the room. He takes out his UE to initiate a ranging request for the Ambient IoT device by using the ranging APP. 

2. The UE sends the radio to activate the Ambient IoT device in the room and the ranging request with the ranging application layer ID of the UE as the requester and the Ambient IoT device as the target. 

3. After receiving and storing enough energy, the Ambient IoT device responds the UE’s ranging request with its ranging application layer ID. From the APP, Tom’s UE displays that his key is still in the room.

4. After the ranging discovery procedure above, the UE continues sending the radio to the Ambient IoT device, and the Ambient IoT device receives and stores the energy for continuous ranging.

5. The UE performs ranging to find the direction and relative positioning to the Ambient IoT device. 

5.10.4
Post-conditions
Tom finds his key under the bed. 
5.10.5
Existing features partly or fully covering the use case functionality
None

5.10.6
Potential New Requirements needed to support the use case
5.10.6.1 Service requirements for Ranging for Ambient  IoT
[PR 5.10.6.1-001] 5G system shall be able to support the ranging operation between UE and Ambient IoT device.
5.10.6.2 KPIs for Ranging for Ambient  IoT
Editor’s Notes: The KPIs for Ranging for Ambient IoT are FFS.

5.11
Use case on Online modification of medical instruments status 
5.11.1
Description

More and more medical instruments in hospital need to be well stored, cleaned and sterilized to guaranteed normal reuse. They demand to withstand certain conditions e.g., high temperature, high pressure or humidity. Traditional instrument maintenance for the medical instrument is usually operated manually, which is inefficient and even in some cases, causes serious accident e.g., lost or invalidity. To improve safe and efficient utilization of the medical instruments, online maintenance is being developed.

For the online maintenance, the medical instrument is needed to be equipped with Ambient IoT device. Considering the working condition of the medical instrument, this kind of Ambient IoT device should be battery free or with limited energy storage capability, maintenance-free and should have long service life time. Through 5G network and the IoT device, the medical instrument information (e.g., the serial number of the instrument, usage status, usage records, years of use, integrity, etc.) can be remotely read, modified and written by the medical instrument management platform. 

Following is an example to illustrate online modification medical instruments status.
Orthopaedic instruments generally refer to professional medical instruments specially used for orthopaedic surgery. According to the usage purpose, it can be classified as orthopaedic knives, orthopaedic scissors, orthopaedic forceps, orthopaedic hooks, orthopaedic needles, orthopaedic scrapers, orthopaedic cones, orthopaedic drills, orthopaedic saws, orthopaedic chisels, orthopaedic files / shovels, orthopaedic active instruments, etc. 

A number of Ambient-IoT devices recording different orthopaedic instrument information (e.g., the serial number of the instrument, usage status, usage records, years of use, maintained status, etc.) are stuck on these orthopaedic instruments. They are usually indoor stored in the instrument warehouse or medical instrument storage room or special storage cabinet. 

These Ambient-IoT devices attached in the orthopaedic instrument are battery free or with limited energy storage capability. They are with very simple capability and not applications installed on them.
5.11.2
Pre-Conditions

Network operator UU deploys a new service “Ambient IoT” through its 5G system. Hospital Z has subscribed the new service for its orthopaedic instrument inventory management.  
Bob is an instrument inventor manager of Hospital Z. He has the authorization to remotely maintain the orthopaedic instrument through the inventory management platform of the hospital. He can operate this work in the hospital or out of the hospital.  
5.11.3
Service Flows

Same as the service flow in section 5.2.3, Bob can acquire the status list of the orthopedic forceps. 

In the list, Bob can read that some orthopaedic forceps are in "To be maintained" status. So, he selects them and asks engineer to repair them.

Part of the instruments are repaired well and returned back in cabinet, Bob wants to change the status information of the orthopaedic forceps to "Normal". The status change request is delivered to the hospital inventory management platform. The platform informs 5G network to change the status of the orthopaedic forceps with “Normal”. Considering the Ambient-IoT devices attached on the repaired orthopaedic forceps are without application software, the 5G network translates and sends “modify” command to them. After receiving the “modify” command, the Ambient-IoT devices update the storage information according to the information received from the command. Bob checks and finds the status of the orthopedic forceps have been updated with “Normal”.
The other part of the instrument is broken, so a new set of orthopedic forceps are purchased.  Before the new instrument is put into use, related instrument information needs to be stored in the Ambient IoT devices which are stuck on the new instrument. The hospital inventory management platform asks 5G network to send “write” command to write the status of the new orthopedic forceps. The status information may include the serial number of the instrument, usage status, usage records, years of use, etc. which are transparent to 5G network. Considering the Ambient-IoT devices attached on the repaired orthopaedic forceps are without application software, the 5G network translates and sends “write” commands to the Ambient-IoT devices attached on the new orthopedic forceps. After receiving the command, the Ambient-IoT devices store the status information received from the command. Bob checks and finds the status of the new orthopedic forceps have been written.
5.11.4
Post-Conditions

Hospital Z utilizes Ambient-IoT service to support the online maintenance for its medical instrument. Bob can modify the status information of medical instrument or write status information for new medical instrument. 
5.11.5
Existing features partly or fully covering the use case functionality

None
5.11.6
Potential New Requirements needed to support the use case

[PR 5.11.6-1] The 5G system shall be able to communicate with an Ambient-IoT device.

[PR 5.11.6-2] The 5G system shall be able to provide a mechanism for a trusted 3rd party to modify the information stored on an Ambient-IoT device.
Editor’s Note: This requirement need to be revisited to clarify how the device can store and modify information without application and what kind of data that can be stored.

Editor’s Note: The KPI requirements for this use case are FFS. 
Editor’s Note: Additional requirements for this use case are FFS. 
5.12
Use Ambient IoT service for personal belongings finding
5.12.1
Description

For a smart home application scenario, discovery of personal item becomes one of the most important applications. A lot of personal items are in home, such as keys, passports, bank cards, wallets, children’s toys, clothes etc. It is quite usual that people may forget where their items are so that they have to waste time to find them. The technology of Ambient power-enabled IoT device (a.k.a Ambient IoT device) will help to find people’s items at home much more efficiently.

Most of personal items which are easily to be lost are with a small size. For example, a key has a length of several centi-meters. A passport will have a size of 8.8*12.5 centi-meters. And typically, these things will be put in a storage box or a drawer. However, Ambient IoT devices can be easily attached to those small items.

Ambient-power enabled IoT can provide a promising way for house asset management. Ambient device uses energy harvested from heat or radio waves. Therefore, the device can work without a conventional battery and can work for a long-time duration, e.g., > 20 years. 

However, the harvested energy would be very limited. For example, only tens of micro-Walt power can be harvested if the energy is harvested from radio waves. Hence, it will put constraint on the maximum power consumption for Ambient device. The device shall work with ultra-low power consumption. 

For smart home application, the typical required communication distance would be less than 10 meters. 

For home assert management application scenario, usually the device ID needs to be transmitted for discovery of personal item and the size of typical ID would be [96] bits[15] . Within a house of around 100m2, 100~500 devices need to be deployed to manage most of the important items. A data rate of 10kbps is expected.

Usually, it needs to determine the position of the Ambient IoT device for home assert management application scenario. A positioning accuracy of around 1 meter is required.
Sometimes in daily life, Mickey cannot remember where he put his wallet, or his favourite pair of shoes. He may become crazy if he is in a hurry to go out. 

With Ambient power-enabled IoT (Ambient IoT) service provided by 5GS, Mickey can attach Ambient IoT Devices to his wallet and shoes. Then he can easily find them using his mobile phone which supports Ambient IoT service. The Ambient IoT Device is solely dependent on harvested ambient energy, being maintenance-free, of extremely-low complexity, weight, and size. 

5.12.2
Pre-conditions

Mickey bought a mobile phone supporting Ambient IoT service. He also obtains multiple Ambient IoT Devices for personal belongings finding.
Bob is a neighbour to Mickey and Bob also has some Ambient IoT devices attached to his belongings.

Both licensed and unlicensed spectrum are applicable to Ambient IoT service.
5.12.3
Service Flows

1. Mickey’s and his roommate Minnie’s mobile phones may be authorized by their mobile operators to perform the Ambient IoT service. Both of their cell phones can send signal to Ambient IoT devices.
2. Mickey attaches one Ambient IoT Device to his wallet, registers “Mickey’s wallet” to the application server (e.g., Mickey’s mobile phone obtains Ambient IoT device information including the device ID and transfer the information to the application server). 
3. When Mickey wants to find his wallet, he opens the application in his mobile phone to search his wallet.

4. Mickey’s mobile phone searches to the Ambient IoT device attached to his wallet.

The Ambient IoT Device attached to his wallet responds to the mobile phone thus it can be easily identified the wallet is nearby. Then, Mickey’s mobile phone obtains the position of the wallet and it displays the position of the wallet (e.g., relative position of the mobile phone).

Meanwhile the Bob’s Ambient IoT device also receives the request but it does not respond to Mickey’s cell phone.
5. The other day, Mickey goes out to the bank. When he arrives at the bank, he cannot find his wallet. He would like to check whether his wallet is left at home. Mickey opens the application in his mobile phone and authorizes Minnie’s mobile phone to search the Ambient IoT device attached to his wallet. The application server requests Minnie’s mobile phone to search the Ambient_IoT device attached to Mickey’s wallet. Minnie’s mobile phone searches the Ambient_IoT device and can determine it is at home when receiving from the Ambient IoT device attached to Mickey’s wallet. In addition, Minnie’s mobile phone can further determine the relative position of it using positioning service. Minnie’s mobile phone sends the position information of the Ambient IoT device to the application server. Consequently, Mickey sees his wallet is at home through the application in his mobile phone.
Mickey’s mobile phone, Minnie’s mobile phone and the Ambient IoT Device to Mickey’s wallet may belong to one Personal IoT Networks as described in TS 22.261 [8] clause 6.38.
6. Mickey left his wallet at a bus stop. He can find his wallet with the help of the base station near the bus stop. In order to implement this, the application server requests from the 5G system about the position of the Ambient IoT device attached to Mickey’s wallet. Upon receiving the request, the 5G system searches the Ambient IoT device, identify its position in the bus stop and send the position information to the application server. 
5.12.4
Post-conditions

Thanks to the Ambient IoT service provided by the 5G system, Mickey can find his wallet as soon as possible, both for indoor and outdoor cases.
The information of Bob’s Ambient IoT device will not be exposed.

5.12.5
Existing features partly or fully covering the use case functionality

None.

5.12.6
Potential New Requirements needed to support the use case

5.12.6.1 Service requirements for use of Ambient IoT services for personal belongings positioning

[PR.5.12.6.1-001] The 5G system shall support to authorize a UE to obtain device information of an Ambient IoT device.

[P.R.5.12.6.1-002] The 5G system shall be able to collect information from a specific Ambient IoT device.
[P.R.5.12.6.1-003] The 5G system shall be able to provide information of a specific Ambient IoT device to the trusted 3rd party.

NOTE: The request from 3rd party can include the requested Ambient IoT device identity, the requested service area to find the Ambient IoT device, the requested information of an Ambient IoT device includes position information.

[PR 5.12.6.1-004] The 5G system shall be able to support indoor and outdoor positioning for Ambient IoT devices.
[PR. 5.12.6.1-005] The 5G system shall be able to support an Ambient IoT device to validate a UE which communicates with the device.
[PR. 5.12.6.1-006] The 5G system shall support to validate an Ambient IoT device.
5.12.6.2 KPIs for the use of Ambient IoT services for personal belongings positioning
[PR.5.12.6.2-001] The 5G system shall be able to provide Ambient IoT service with following KPIs:
Table 5.12.6.2-1 Ambient IoT service KPI for personal belongings finding
	Scenario
	Ambient IoT communication service latency
	Ambient IoT service availability
	Payload
Size (UL)

(NOTE 2)
	Service bit rate: user-experienced data rate
	communication range
	positioning accuracy

	Personal belongings finding 

(indoor)
	[2] s
	99.9%
	[96] bits


	[< 1 kbit/s]
	[10] m
	 [1-3] m, 90% availability

	Personal belongings finding

(outdoor)
	[2] s
	99.9%
	[96] bits


	[< 1 kbit/s]
	[100] m
	[5-10] m, 90% availability

	NOTE 1:
The “Max. instantaneous device power consumption” is for Ambient IoT device work power consumption, including receiving, transmitting and etc..
NOTE 2: The payload includes Ambient IoT device information, e.g.,. Ambient IoT device ID [15].


5.13
Use case on Ambient IoT for Base Station Machine Room Environmental Supervision
5.13.1
Description

A cell site is composed of an outdoor cell tower and an indoor base station machine room, as shown in the figure below. A base station machine room (BSMR) includes the BBU cabinet, the power cabinet, the battery unit, the air conditioner and several cables. Unexpected network outages and electrical outages can be costly during base station operation.  
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Figure 5.13.1-1: BSMR Environmental Supervision

Leaky air conditioners, groundwater, water leakage from underground pipes and severe weather such as rainstorms may cause the entire BSMR to shut down.  Therefore, water leakage monitoring is an important part of BSMR environmental supervision. In addition, the temperature, humidity and other environmental parameters of BSMR also need to be monitored. Any abnormality of parameters will affect normal operation of equipments, which will lead to the deterioration of the network service quality or even lead to disconnection. 

Since Ambient IoT devices are low-cost and maintenance-free, these devices can be deployed in the internal and external locations where water is easily flooded to monitor water leakage in BSMR. Meanwhile, Ambient IoT Devices can also be deployed inside the BBU cabinet to monitor the temperature and humidity parameters of BSMR in real time, which can help to detect potential problems early and reduce the probability of network outage.
5.13.2
Pre-conditions

1. Ambient IoT Devices are deployed inside the BBU cabinet, outside the bottom of the BBU cabinet, the power cabinet, the battery unit, and the air conditioner, which can interact with 5G system. 

2. Ambient IoT devices can collect energy from the environment through radio waves, vibration, light or other ways to realize the power supply of temperature sensors, humidity sensors and water-logging sensors. 

3. Ambient IoT Devices can per-set a threshold (such as a 50°C temperature threshold) based on the user’s requirements. 

4. The 5G system equipment which can interact with Ambient IoT Devices and send the collected information to the supervision platform is deployed in the machine room according to the needs of BSMR environmental supervision;
5.13.3
Service Flows

1. The supervision platform starts a monitoring task request to 5G system. 

2. The 5G system performs the monitoring task by transmitting signals periodically to activate Ambient IoT Devices. 

3. The Ambient IoT Devices measure the environmental parameters and send the obtained information to the 5G system. For temperature and humidity monitoring, typically, the single packet size is 96bits and the sampling rate is 10Hz, therefore, the data generation per Ambient IoT Device is about 960bits/s. For water-logging monitoring, data is generated only when water leaks occur and the data packet size is 96bits typically.

4. If the monitor data exceeds the per-set threshold, the Ambient IoT Devices would report sensor information actively to the 5G system immediately.

5. The 5G system sends the acquired information to the supervision platform. The supervision platform analyzes this information to diagnoses the health status of all monitored equipment.
5.13.4
Post-conditions

With the support of 5G network, BSMR environment can be monitored more efficiently to reduce the risk of network outages, electrical outages and other failures. 
5.13.5
Existing features partly or fully covering the use case functionality

In previous releases, SA1 has finished several studies about IoT topic to introduce SA1 requirements in TS 22.011, TS 22.278, TS 22.368 and TS 22.261 to address requirement for IoT business about device lifetime, power consumption, data transmission and communication mechanism.
5.13.6
Potential New Requirements needed to support the use case

[P.R.5.13.6-001] The 5G system shall be able to support communication with Ambient IoT devices. 
[P.R.5.13.6-002] The 5G system shall be able to support suitable security mechanisms for Ambient IoT devices, including encryption and data integrity.

[P.R.5.13.6-003] The 5G system shall be able to support suitable mechanisms to authenticate and authorize Ambient IoT devices.

[P.R.5.13.6-004] The 5G system shall support energy efficient communication mechanisms for Ambient IoT devices (i.e., minimizing the device communication power consumption).

[P.R 5.13.6-005] The 5G system shall support transferring data collected from Ambient IoT devices to a trusted 3rd party.
[P.R 5.13.6-006] The 5G system shall be able to provide Ambient IoT service with following KPIs.
Table 5.13.6-1 KPI Table of Base Station Machine Room Environmental Supervision
	Scenario
	Communication range
	Service bit rate: user-experienced data rate
	Reliability
	Max. allowed end-to-end latency

	BSMR environmental supervision
	30m indoors
	< [1]kbit/s (Note 1)
	99.9%
	[ ]s (Note 2)

	NOTE1: The data rate generated by temperature, humidity, water-logging monitoring is typically less than 1kbit/s.

NOTE 2: End to end latency refers to the time taken for an Ambient IoT device to transmit the data;




Editor’ Note: Some KPI requirements for this use case are FFS

5.14
Indoor positioning in shopping centre using Ambient IoT

5.14.1
Description

Shopping has always been an important part of our daily life and many giant shopping centres have been established all over the world. A shopping centre offers a wide range of services and products, including large supermarkets, a collection of retail stores, restaurants, banks, theatres, fitness and leisure facilities, underground parking areas, professional offices and other establishments. While enjoying various services in a giant shopping centre, customers sometimes find it troublesome to locate the target store or restaurant or find their own cars in the parking area due to lack of accurate indoor positioning and navigation system. 

Ambient-power enabled IoT can provide a promising solution for accurate indoor positioning. Ambient devices use energy harvested from ambient power, e.g., light, heat or radio waves etc... Therefore, such devices can work with limited energy storage capability (e.g., using a capacitor) or without any battery for extremely long time, e.g., > 10 years. Ambient device has other desired characteristics such as maintenance-free, extremely-low complexity, light weight, and small size. 

The technology of Ambient power-enabled IoT device (a.k.a Ambient IoT device) will provide positioning and navigation service to the customers in a shopping centre, and help them find the target shops and information much more efficiently, thus significantly improving customer satisfaction.
A shopping centre can occupy an area of tens to hundreds of thousands m2, and it can be composed of one or multiple buildings, each of which has multiple storeys both over and underground. In the underground parking area, there can be hundreds to thousands of parking spots.

In order to fulfil the requirement, an indoor positioning accuracy of around [3] meters is required. 

During weekends or holidays, Grace likes to go shopping. A big shopping centre near Grace’s home, with an area of 200 thousand m2, has opened recently. From the advertisement, Grace knows that the shopping centre has deployed a new indoor positioning and navigation system, which can help people quickly find the target places and items in the shopping centre.

Actually, with the help of an operator, an Ambient IoT system consisting of 50 thousand individual devices has been deployed across the entire shopping centre. Such devices are evenly distributed with 2-meter intervals in every room to help customers of the shopping centre realize locate target shops via indoor positioning. The position of each tag is measured and recorded in advance. 

Grace understands that without a navigation system, it would be time-consuming for her to do shopping in a new shopping centre. So, she would like to try the new positioning and navigation system. For that, Grace bought a mobile phone supporting Ambient IoT service and subscribed the indoor positioning services.
5.14.2
Pre-conditions

None
5.14.3
Service Flows

1. Grace’s mobile phones is authorized by the mobile operators to perform the Ambient IoT service. And the phone is allowed to send signal to Ambient IoT devices. Grace downloads the shopping Navigation APP and registers to the navigation service.
2. One day, Grace drives her car to the new shopping Centre for the first time. When the car arrives at the entrance of the parking area, the navigation APP in her cell phone reminds her that the indoor positioning and navigation system will provide service for her. After authorization, the mobile phone performs Ambient IoT communication service and Ambient IoT positioning service using Ambient IoT device(s), in order to get the Ambient IoT device’s ID and relative position (i.e., relative distance and/or relative angle). Specifically, the system starts to work and Grace’s smart phone begins to send triggering signals (the triggering signals may be sent continuously or intermittently) to the Ambient IoT devices that have been attached on the nearby walls or poles aside the road to the underground parking.
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Figure 1: Positioning in Parking area using ambient IoT
3. The device(s) near Grace’s car is/are activated by the triggering signals. Then, the Ambient IoT Device(s) responds to Grace’s mobile phone. The device ID is sent to the phone, followed by a signal. Using the signal, the mobile phone device derives the relative distance and/or relative angle to the Ambient IoT Device. Using the ID and the derived relative distance and/or relative angle, the position of the car can be derived by the APP and be shown in the indoor navigation APP. 

While the car moves forwards, other Ambient IoT Device(s) will sequentially respond to Grace’s mobile phone and the position can be continuously updated.

The APP navigates Grace to an empty parking spot using the navigation information and the real-time position of Grace’s car. Finally, Grace parked her car in the target parking spot. 

Note 1: At a moment, one or multiple Ambient IoT devices can be used for positioning. It will depend on further study in downstream groups.

Note 2: The Ambient IoT Device(s) only respond to the UEs who have subscribed the indoor positioning services and authorized by the mobile operators.
4. Grace gets off her car. Today, she wants to shop for groceries and a new skirt. After checking the APP, she easily finds that the supermarket and the fashion shop are in the 1st floor the 3rd floor respectively. The APP further plans the route to the supermarket. With the help of Ambient IoT devices attached all over the parking area and the smart phone, she easily finds the elevator. 
When steps out the elevator in the 1st floor, the ambient IoT Device attached on the door of the elevator is activated by Grace’s mobile phone and soon the mobile phone updates Grace’s location in the navigation APP. The navigation APP switches to the 1st floor and it indicates to Grace that the entrance of the supermarket is 20 meters to the right. 
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Figure 2: Positioning in Shopping centre using ambient IoT
5. The supermarket is very big, with an area of 20000 m2. With the help of Ambient IoT Devices, it only takes minutes for Grace to find the shelfs with the groceries that Grace wants to buy. In addition, when Grace walks near to the shelf and searches for the target items using the navigation APP, the Ambient IoT Device attached on the shelf will respond to the smart phone the specific location of the target items: putting at which part of the shelf and at which layer.

6. After buying all the needed items in the supermarket, with the help of Ambient IoT Devices, Grace also goes to the fashion shops and buy her preferred skirt. 

5.14.4
Post-conditions

Thanks to the indoor positioning service provided by 5G Ambient IoT system, Grace has a great shopping experience in the shopping center.
5.14.5
Existing features partly or fully covering the use case functionality

Same as existing service requirements, both licensed and unlicensed spectrum are applicable to Ambient IoT device.
5.14.6
Potential New Requirements needed to support the use case of Positioning in shopping centre

5.14.6.1 Service requirements 

[PR.5.14.6.1-001] The 5G system shall support be able to authorize a UE to perform Ambient IoT communication services with specific Ambient IoT devices.
[PR.5.14.6.1-002] The 5G system shall be able to support authorizing a UE to perform Ambient IoT positioning services with specific Ambient IoT devices.

[PR.5.14.6.1-003] Subject to user consent and operator’s policy, the 5G system shall be able to expose the identities and positions of Ambient IoT devices to a 3rd party. 
[PR. 5.14.6.1-004] The 5G system shall be able to support an Ambient IoT device to authenticate a UE triggering Ambient IoT services.

[PR. 5.14.6.1-005] The 5G system shall be able to support a UE to verify an Ambient IoT device’s identity.
5.14.6.2 KPIs for the use of Ambient IoT services for Positioning and Navigation in shopping centre
[PR.5.14.6.2-001] The 5G system shall be able to provide Ambient IoT service with following KPIs:
Table 5.14.6.2-1 Ambient IoT service KPI 
	Scenario
	Ambient IoT communication service latency
	Service availability
	
	Payload
Size (UL)

(NOTE 2)
	User-experienced data rate
	Communication range

	Positioning in shopping centre
	[0.5] s
	99.9%
	
	[96] bits

(Note1)
	[< 10 kbit/s]
	[10] m

	NOTE 1: The payload includes Ambinet_IoT device information, e.g., Ambinet_IoT device ID[15].

NOTE 2: The device density is FFS.


Table 5.14.6.2-2 Ambient IoT positioning KPI 
	Scenario
	Ambient IoT Positioning service latency
	Positioning accuracy of relative angle
	Positioning accuracy of relative distance
	Device speed

	Positioning in shopping centre (Parking area)
	[0.5] s
	[±7.5] degree
	 [3] m, 90% availability
	10km/h

	Positioning in shopping centre (Shopping area)
	[0.5] s
	[±7.5] degree
	 [3] m, 90% availability
	3km/h


5.15
Use Case of Ambient_IoT enablement of smart laundry

5.15.1
Description

Washing machines have been upgraded to enable automated washing process, freeing people from heavy laundry chores. Currently, washing machines are equipped with various functionalities and laundry modes, which targets to different types or materials of clothes. Therefore, there is increasing demand to determine an appropriate laundry mode based on the clothes to be washed by considering the colour, fabric, material, shape and stains in order to achieve intelligent laundry with water saving and electricity saving.

Ambient power-enabled IoT (Ambient_IoT) service provided by 5G can be expected to meet the demanding needs of smart laundry. Ambient_IoT devices installed with wireless sensors can be attached to clothes to monitor some parameter values such as temperature and humidity. Firstly, the Ambient IoT devices can store clothing information such as color, fabric, materials and shape. Additionally, the parameter values can be used to detect sweat stains. The smart appliance application can request the 5G network to perform inventory of Ambient IoT devices to obtain this clothing information and recommend an appropriate laundry mode with suitable laundry parameters according to the clothing information. The recommended laundry mode with suitable laundry parameters will be transmitted to the washing machine so that the washing machine will wash the clothes with corresponding procedure, achieving better user experience and saving the water and electricity.
5.15.2
Pre-conditions

Cindy is a big fan of X’s smart appliances and has bought various appliance from X. She downloads X’s smart home application, registers her user account and provide the information of the smart appliances such as appliances ID and/or name on the application as well.

Recently, Cindy has bought a smart washing machine from X. Cindy registers the brand new washing machine on the X’s smart home application. In order to using the intelligent function of the smart washing machine, Cindy bought clothes attached with Ambient IoT device that is installed with wireless sensors to detect the temperature and humidity of the clothes. When the clothes is produced, the Ambient IoT device attached on the clothes stores the clothing information such as colour, fabric, materials and shape. Cindy registers the clothes to the smart home application. During the registration, Cindy will provide the ID of the Ambient IoT device attached on the clothes to the application. Optionally, Cindy can also take a photo of the clothes and upload it to the application so that the application can display the clothes on the screen. Since the information of Cindy’s smart washing machine and the clothes are registered to her user account, the application platform can associate the Cindy’s clothes with the smart washing machines owned by Cindy. 
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Fig. 5.15.2-1 Ambient IoT in Smart Laundry
5.15.3
Service Flows

1. Cindy is going to run in the park. Before leaving her home, she makes sure that information of the sportswear (i.e. the information of the Ambient IoT device attached on the sportswear) she wore has been registered to the application.
2. Cindy wore the sportswear to go for a run. After she finished running and went back home, she wanted to wash her sportswear.

3. Cindy opened the X’s smart home application and chose the intelligent washing function. Additionally, she selected the clothes to be washed (i.e. the sportswear she just wore) on the application.

4. The X’IoT application platform can request the 5G network to inventory and report the Ambient IoT device attached to the sportswear based on the Ambient IoT device ID which has been registered on the application by Cindy. The X’s IoT application platform can negotiate with 5G network about the frequency of inventory and report of Ambient_IoT devices attached on the clothes so that the parameter values from the sensor can be obtained by X’s IoT application platform with a certain frequency (e.g., every 5 minutes in a certain period or a single report). The negotiation between the X’s IoT application platform and the 5G network can be based on the request from a user. For example, when Cindy is going out for a run, she can set the report frequency as every 5 minutes. After she finished running, she can stop periodically report and request for a single report before she washes her clothes.
5. Based on the request from the X’s IoT application platform, the 5G network transmits signals intending to start inventory process. The Ambient_IoT device harvests power from the environment. When detecting the signals from the 5G network, the Ambient_IoT device can react by starting random access.
6. When the Ambient_IoT device accesses to the 5G network successfully, the 5G network obtains the information of the Ambient_IoT device (e.g., the color, fabric, material, shape and the detected parameter values such as temperature and humidity of the clothes) and send it to X’s IoT application platform.
7. X’s IoT application platform can obtain the Ambient_IoT device information (e.g., the color, fabric, material, shape and the detected parameter values such as temperature and humidity of the clothes) via 5G network. Based on the analysis of the information reported by the Ambient_IoT devices (e.g., the color, fabric, material, shape and the detected parameter values such as temperature and humidity of the clothes), the X’s IoT application platform will determine an appropriate laundry mode. The recommended laundry mode will be sent to Cindy’s smart washing machine, triggering the smart washing machine to wash the sportswear with a proper laundry procedure. 

5.15.4
Post-conditions

Thanks to the Ambient_IoT service provided by the 5G system, X’s customers can enjoy smart washing machines and better user experience on laundry.
5.15.5
Existing features partly or fully covering the use case functionality

SA1 has performed various studies on IoT in previous releases, where related normative stage 1 requirements are introduced in TS 22.011 [9], TS 22.278 [7], TS 22.368 [6], and TS 22.261 [8]. 

TS 22.011 introduces access control for MTC, examples of periodic network selection attempts are:

For UEs only supporting any of the following, or a combination of, NB-IoT, GERAN EC-GSM-IoT [18], and  Category M1[13] of E-UTRAN enhanced-MTC, the UE shall interpret the interval value to be between 2 and 240 hours, with a step size of 2 hours between 2 and 80 hours and a step size of 4 hours between 80 and 240 hours. 

In the absence of a permitted value in the SIM/USIM, or the SIM/USIM is phase 1 and therefore does not contain the datafield, then a default value of 60 minutes, shall be used by the UE except for those UEs only supporting any of the following, or a combination of: NB-IoT, GERAN EC-GSM-IoT [18], and Category M1 [17] of E-UTRAN enhanced-MTC. For those UEs a default value of 72 hours shall be used.

NOTE:
Use of values less than 60 minutes may result in excessive UE battery drain.

TS 22.368 addresses features of MTC communication and service requirements related to MTC device triggering, addressing, identifiers, low mobility, small data transmission, infrequent MT communication, security, remote MTC device management, group-based MTC features including policing and addressing, etc. Example requirements are:

      The system shall provide mechanisms to lower power consumption of MTC Devices.
The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.
TS 22.261 captures some important service requirements for IoT, e.g.

The 5G system shall support a secure mechanism for a home operator to remotely provision the 3GPP credentials of a uniquely identifiable and verifiably secure IoT device.

The 5G system shall support a secure mechanism for the network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
An IoT device which is able to access a 5G PLMN in direct network connection mode using a 3GPP RAT shall have a 3GPP subscription.

The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.

An IoT device which is able to connect to a UE in direct device connection mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g. for IoT device management purposes or to use indirect network connection mode).

The 5G system shall support operator-controlled alternative authentication methods (i.e. alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g. for industrial automation). 
The 5G system shall support a suitable framework (e.g. EAP) allowing alternative (e.g. to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.

           NOTE:
Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network. Non-public networks are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework, for which the credentials can be stored in the ME.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.
In these specifications, albeit the service requirements addressing traits for IoT in terms of low device power consumption, small and infrequent data transmissions, long service lifetime, and resource efficiently, the IoT devices considered in 3GPP have been assumed to be powered by at least batteries up till now. To enable extremely small, light-weight, battery-less or even disposable Ambient_IoT devices that engage in basic IoT data transaction and appropriate level of operator management and charging suitable for the target scenarios, new challenges to the 5G system are foreseen and need to be addressed.
5.15.6
Potential New Requirements needed to support the use case

5.15.6.1
KPIs for the use of Ambient IoT devices for smart laundry 

[PR 5.15.6.1-1] The 5G System shall provide the network connection to address the KPIs for the use of Ambient IoT devices for preventive care in smart laundry, see table 5.15.6.1-1.
Table 5.15.6.1-1 – Potential key performance requirements for the use of Ambient IoT devices for smart laundry
	Scenario
	Max. allowed end-to-end latency
	Service bit rate: user-experienced data rate
	Message

Size
	Device density
	Service area dimension

	Ambient IoT devices for smart laundry
	>10 s
	<100bit/s
	Typically 
< 100 bytes
(note 1)
	20 / 100m2
	several m2 up to 1000 m2
(note 2)


5.15.6.2 
Service requirements for use of Ambient IoT devices for smart laundry
[PR.5.15.6.2-1] The 5G system shall support communication for Ambient_IoT devices.
Editor’s Note:  
It is FFS enhancement of specific 5GS efficiency required to support this use case.
5.16
Use case of Ambient_IoT service for automated supply distribution

5.16.1
Description

Currently, there is an increasing demand for personalizing user requirements and customizing home appliance. Production enterprises customize products and achieve production-to-order according to different users’ requirements can bring benefits. It not only enhances user experience, but also reduces stock costs and the risk of overstock. Production-to-order has high requirements for flexible digital and intelligent manufacturing. At the beginning of the production, each product has been targeted to its customer. Therefore, how to achieve the efficient management of whole process including parts supply, manufacturing, stocktaking, logistics, transportation and delivery is critical and essential. The automated supply distribution enables enterprises to reduce management cost and improve the competitiveness of products.

Ambient power-enabled IoT (Ambient_IoT) service provided by 5G can meet the demanding needs of efficient management of the whole process. Firstly, 5G system enables the communication of Ambient_IoT devices with needed performance. Secondly, with the Ambient_IoT devices operating solely depending on harvested ambient energy, the Ambient IoT devices are maintenance-free, which also eliminates replaceable batteries being discarded into the environment. And the feature of extremely-low complexity, weight, and size make the Ambient IoT devices suitable to use in practice in an affordable way. Thirdly, the 5G system can provide Ambient_IoT device positioning services, which enables enterprises to monitor and track the products attached with Ambient IoT device from manufacturing to delivery, ensuring that the customized product is delivered to the right customer with right route. Last but not least, the 5G system can enable the enterprise to perform authentication and authorization of the Ambient IoT devices, ensuring that the information stored in the Ambient IoT devices would not be accessed by untrusted third party.

5.16.2
Pre-conditions

X is a well-known home appliance manufacturer. Apart from manufacturing various home appliances such as washing machine, television, intelligent wardrobe and so on, it also provides customized and personalized services to its customers such as sales agents. Different sales agents may order different types of home appliances with different quantities according to the demand of the region they sale to. 

The southern regions in Country C have many economically developed cities, while western regions consist of some developing cities. Therefore, X has designed different types of washing machines to meet various demands. For example, type A washing machine is intelligent, equipped with several laundry modes according to the colour, texture, material and shape of the clothes. Type B washing machine is a power saving and water saving washing machine, which achieves washing clothes with high efficiency and low power and water consumption. Sale agent A from southern region may order 100 type A washing machines and 50 type B washing machines, while sale agent B from western region may order 30 type A washing machines and 90 type B washing machines. Based on the orders from different sale agents, X will package the corresponding types of washing machines with corresponding quantity together. Afterwards, different packages for different sale agents will be loaded to transportation vehicles accordingly for different destinations.

Before the transportation vehicle enters the loading stack for product transportation, it is necessary to inventory the products to be transported in the warehouse in order to ensure that the products have been recorded. During the loading process, it is required to ensure that the products are loaded to the corresponding transportation vehicles. Moreover, during the transportation, X may also need to monitor the transportation route by tracking the products in order to ensure that the products are transported on the right route. Otherwise, the products will be transported to the wrong place which is time and cost consuming.
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Fig. 5.16.2-1 Ambient IoT for automated supply distribution
5.16.3
Service Flows

1. X generates in its logistics management system a list of unique IDs for Ambient_IoT devices to be used for products such as washing machines. Since these washing machines are going to be distributed to different sales agents for product sales across public areas, X may require an authentication and authorization mechanism before Ambient IoT devices start to communication to ensure that certain level of security could then be enforced to prevent the washing machines information from being obtained by any other untrusted third party companies. In this case, an authentication and authorization mechanism is needed for these Ambient_IoT devices.
2. Ambient_IoT devices are attached onto washing machines.
3. Before transporting the washing machines, X’s inventory system can request the 5G network to perform inventory and report the information of Ambient_IoT devices which were attached on the washing machines in order to confirm that the types and the number of washing machines to be transported are accurate.

4. Ambient_IoT devices harvest power from the environment. Based on the request from the X’s inventory system, the 5G network transmits signals intending to start inventory process. When detecting the signals from the 5G network the Ambient_IoT devices can react by responding to connect to the 5G network.
5. When the Ambient_IoT devices access to the 5G network successfully, the 5G network obtains the information of the Ambient_IoT devices and send it to X’s inventory system.

6. Based on the orders from several sale agents, different types of washing machines will be packaged together. 

7. When the washing machines are loaded to the transportation vehicle, the X’s inventory system can request the 5G network to perform positioning services. Since the transportation vehicles stop at fixed positions, with the positioning services, the X’s inventory system can monitor whether the package of the washing machines are loaded to the corresponding transportation vehicles. Since the size of the transportation vehicles is around 10m*3m, the position service should support around 3m to 5m accuracy to meet the demand for location.
8. When the packages of washing machines are in transit, X’s inventory system can request the 5G network to periodically perform inventory and location reporting (e.g. cell level granularity) of Ambient_IoT devices which were attached onto the washing machines in order to make sure that the washing machines are still on the right route. As the transportation vehicles may go to different destinations via different highways, mobile network operator O can deploy Ambient_IoT services at highway toll station to perform inventory and locate the route accordingly. Because of the request from the X’s inventory system, the Ambient_IoT devices perform authentication and authorization mechanism before sending the information in order to ensure that it is the trusted inventory system that performs the inventory of the Ambient_IoT devices. 

9. Based on the request from X’s inventory system, the 5G network periodically transmits signals intending to start inventory process and record the relationship between the Ambient_IoT devices and the location information. The 5G network reports the location information to the X’s inventory system.

10. According to the report from the 5G network, X’s inventory system can locate these washing machines with the location information. If the location information is not aligned with the right route, the X may confirm with the staff to check whether there are mistakes. In this way, X can find the mistakes as soon as possible in order to decrease the cost loss.
11. When the washing machines are transported to the corresponding sale agents, X’s inventory system can request the 5G network to perform inventory and report the information of Ambient_IoT devices which were attached on the washing machines in order to confirm that the washing machines are transported to the right place. 

5.16.4
Post-conditions

Thanks to the Ambient_IoT service provided by the 5G system, manufacturer X can distribute products with automatic management process, largely improve the product and service delivery efficiency.
5.16.5
Existing features partly or fully covering the use case functionality

SA1 has performed various studies on IoT in previous releases, where related normative stage 1 requirements are introduced in TS 22.011 [9], TS 22.278 [7], TS 22.368 [6], and TS 22.261 [8]. 

TS 22.011 introduces access control for MTC, examples of periodic network selection attempts are:

For UEs only supporting any of the following, or a combination of, NB-IoT, GERAN EC-GSM-IoT [18], and  Category M1[13] of E-UTRAN enhanced-MTC, the UE shall interpret the interval value to be between 2 and 240 hours, with a step size of 2 hours between 2 and 80 hours and a step size of 4 hours between 80 and 240 hours. 

In the absence of a permitted value in the SIM/USIM, or the SIM/USIM is phase 1 and therefore does not contain the datafield, then a default value of 60 minutes, shall be used by the UE except for those UEs only supporting any of the following, or a combination of: NB-IoT, GERAN EC-GSM-IoT [18], and Category M1 [17] of E-UTRAN enhanced-MTC. For those UEs a default value of 72 hours shall be used.

NOTE:
Use of values less than 60 minutes may result in excessive UE battery drain.

TS 22.368 addresses features of MTC communication and service requirements related to MTC device triggering, addressing, identifiers, low mobility, small data transmission, infrequent MT communication, security, remote MTC device management, group-based MTC features including policing and addressing, etc. Example requirements are:

      The system shall provide mechanisms to lower power consumption of MTC Devices.
The system shall provide mechanisms for the network operator to efficiently manage numbers and identifiers related to MTC Subscribers.
TS 22.261 captures some important service requirements for IoT, e.g.

The 5G system shall support a secure mechanism for a home operator to remotely provision the 3GPP credentials of a uniquely identifiable and verifiably secure IoT device.

The 5G system shall support a secure mechanism for the network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
An IoT device which is able to access a 5G PLMN in direct network connection mode using a 3GPP RAT shall have a 3GPP subscription.

The 5G system shall allow the operator to identify a UE as an IoT device based on UE characteristics (e.g. identified by an equipment identifier or a range of equipment identifiers) or subscription or the combination of both.

An IoT device which is able to connect to a UE in direct device connection mode shall have a 3GPP subscription, if the IoT device needs to be identifiable by the core network (e.g. for IoT device management purposes or to use indirect network connection mode).

The 5G system shall support operator-controlled alternative authentication methods (i.e. alternative to AKA) with different types of credentials for network access for IoT devices in isolated deployment scenarios (e.g. for industrial automation). 
The 5G system shall support a suitable framework (e.g. EAP) allowing alternative (e.g. to AKA) authentication methods with non-3GPP identities and credentials to be used for UE network access authentication in non-public networks.

           NOTE:
Non-public networks can use 3GPP authentication methods, identities, and credentials for a UE to access network. Non-public networks are also allowed to utilize non-AKA based authentication methods such as provided by the EAP framework, for which the credentials can be stored in the ME.

The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third-party service provider.
In these specifications, albeit the service requirements addressing traits for IoT in terms of low device power consumption, small and infrequent data transmissions, long service lifetime, and resource efficiently, the IoT devices considered in 3GPP have been assumed to be powered by at least batteries up till now. To enable extremely small, light-weight, battery-less or even disposable Ambient_IoT devices that engage in basic IoT data transaction and appropriate level of operator management and charging suitable for the target scenarios, new challenges to the 5G system are foreseen and need to be addressed.
5.16.6
Potential New Requirements needed to support the use case

5.16.6.1 Service requirements for use of Ambient_IoT devices for automated supply distribution

[PR 5.16.6.1-001] The 5G system shall be able to support a mechanism to authenticate and authorize Ambient_IoT devices.
[PR 5.16.6.1-002] The 5G system shall optimize mobility management support for non-stationary Ambient_IoT devices that are unable to initiate communication towards the network. 
[PR 5.16.6.1-003] The 5G System shall allow an operator to manage (e.g. provision, authenticate, authorise, etc.) Ambient_IoT devices that have limited or no power source.
[PR 5.16.6.1-004] The 5G System shall be able to provide suitable and secure means to report to an authorized third-party the location of Ambient_IoT devices.
5.16.6.2
KPIs for the use of Ambient IoT devices for automated supply distribution 

[PR 5.16.6.2-1] The 5G System shall provide the network connection to address the KPIs for the use of Ambient IoT devices for automated supply distribution, see table 5.16.6.2-1.
Table 5.16.6.2-1 – Potential key performance requirements for the use of Ambient IoT devices for automated supply distribution
	Scenario
	Max. allowed end-to-end latency
	Service bit rate: user-experienced data rate
	Message

Size
	Device density
	Service area dimension
	Horizontal Positioning Accuracy (90% confidence level)

	Ambient IoT devices for automated supply distribution
	>10 s
	<100 bit/s
	Typically 
< 100 bytes
(note 1)
	< 1,5 Million/km2 
	600 000 m2
	[3] m
(indoors)




5.17
Use case on Device Activation and Deactivation

5.17.1
Description

This use case illustrates the need to define capabilities that allows the end user or a third party to remotely manage the activation and deactivation of an Ambient IoT device.

The scenario describes an enterprise user who grows orchid plants for sale to end customers. The enterprise user utilises an Ambient IoT device with environmental sensors for each orchid plant to monitor its growing conditions. 
5.17.2     Pre-conditions
The enterprise user has several inactive Ambient IoT devices with environmental sensors in storage.

5.17.3
Service Flows
Editor's Note:
terminology used in the diagrams on 'device can start transmitting data' needs to be re-phrased
Device activation

1.
As new orchids are planted, the devices are taken out of storage and added to the new plants.

2.
The enterprise user accesses an application that she uses to check the connectivity status of her Ambient IoT devices. Via this application, the enterprise user activates the devices to enable sensor data to be collected and the conditions of the new plants to be monitored.
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Device deactivation

3.
The enterprise user sold several mature orchid plants and wants to deactivate the associated Ambient IoT devices as she no longer needs them.

4.
The enterprise user accesses an application that she uses to check the connectivity status of her Ambient IoT devices. Via this application, the enterprise user deactivates the devices associated with the sold plants.

[image: image23.png]Request

<

< > - T=

- - Ambient loT Device

Authorised User / Network operator Device disabled and cannot
Third party transmit any RF signals




5.17.4
Post-conditions

Device activation

The previously inactive Ambient IoT devices are activated and can transmit sensor data.

Device deactivation

The previously active Ambient IoT devices are deactivated and cannot transmit any RF signals.

5.17.5
Existing features partly or fully covering the use case functionality

TS 22.261 clause 6.14.1 describe the following:

During their life cycle these IoT devices go through different stages, …, the activation of the IoT device by the preferred operator, a possible change of operators, etc. These stages need to be managed securely and efficiently.

Clause 6.14.2 defines the following requirement:

Based on operator policy, the 5G system shall provide means for authorised 3rd parties to request changes to UE subscription parameters for access to data networks, e.g., static IP address and configuration parameters for data network access.

The requirement above covers remote UE subscription activation and subscription suspension / deactivation. 

If the subscription of an Ambient IoT device has been suspended or terminated, the device can still continually harvest energy and therefore may continue to attempt accessing the network. This can cause signalling overload as well as unwanted interference.

Therefore, there is a need to disable the device itself, and not only the subscription, so that the devices will not transmit any RF signals when suspended or terminated. Conversely, there is also a need to (re-)activate the devices.

5.17.6
Potential New Requirements needed to support the use case

[PR 5.17.6-1] Based on operator policy, the 5G system shall provide means for an authorised user or authorised third parties to request enable and disable an Ambient IoT device capability to transmit RF signals.
6
Traffic scenario
Editor's Note: For some of the Use cases, Traffic Scenarios can be used to derive Potential Key Performance Requirements

6.1
Traffic scenario Flower Auction

Description

In the Netherlands, there is extensive logistics industry for flowers and vegetables. A specific case are the auctions where flowers from all over the world are brought in by the growers, then auctioned and subsequently distributed to buyers all over the world.

Flowers are transported on four-wheel containers that can be rented and are that used throughout the logistic chain. These containers are now equipped with a RFID tag. It would be beneficial if Ambient IoT tags could be used. RFID tags are scanned when containers with flowers arrive or leave the auction; tracking and tracing with Ambient IoT could get regular reports from all containers anywhere at the auction.
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Figure 6.1-1: Logistics at a flower auction

Shipments of flowers can be tracked and traced based on the containers they are on. This is of interest for growers, buyers and the auction. There is also logistics of empty containers, where also the company that owns the containers can benefit from Ambient IoT. Finally, the auction has an interest in managing its space. Companies that own or rent containers are charged for leaving containers on the auction grounds overnight.

Communication service availability is important. Tracking and tracing is mainly done to find out where things have gone wrong in the logistics, e.g., missing containers. If the communication from tags is not significantly more reliable than the logistics itself, then tracking and tracing does not provide a benefit.

Some numbers:

-
There are multiple flower auctions in The Netherlands. 

-
The size of the flower auction location in Aalsmeer is 1 732 769 m2.

-
44 million flowers are auctioned per day 

Assumptions

We assume every four wheeled container is equipped with a tag in the form of an Ambient IoT device. 
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Figure 6.1-2: Container with flowers (Photo: Container Centralen)
Density of containers can be estimated based on the dimensions of the containers. A container is (lxwxh) 1350 mm x 565 mm x 1900m. Packing these containers closely together gives a density of 740 x 1770 = 1,3 million containers per km2.
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Figure 6.1-3: Density of flower containers (Photo: Royal FloraHolland)
Ceiling in the flower auction is at 9 meters. We assume that base stations are attached to the ceiling. Number of base stations that is needed to cover the flower auction is dependent on the communication range and on the number of devices per base station. Here we assume a base station spacing of one base station for every 50 m x 50 m of ceiling. This gives a maximum range of approx. 35 meters from ceiling to container. The number of containers in that 50 m x 50 m area is approximately 3000.

The assumption is that the Ambient IoT devices in the tags are activated for communication on demand, where e.g., the flower auction or a flower grower can decide when to activate the Ambient IoT devices for communication. When activated the Ambient IoT devices respond by transmitting information, e.g., their identity numbers, to the network.

Editor’s Note: It is FFS if there are service aspects to ensure that not all devices respond at the same time. 

Assumption is that an identity can be provided within 500 bits.

Assumption is that probability of errors in logistics handling (e.g., a container is left behind) is <1%. A communication service availability of 99,99% would imply that the chance that communication for tracking a container is approximately 2 orders of magnitude better than the logistics handling reliability. 
Potential Functional Requirements

None identified.
Potential Key Performance Requirements

[PR 6.1-001] The 5G system shall be able to provide Ambient IoT service with the following KPIs:
Table 6.1-1: KPIs for Flower Auction scenario

	Scenario
	Communication Service Availability
	Message

Size
	Data rate per UE
	Communication range
	Device density
	Devices per base station
	
	Service area dimension

	Container logistics in a flower auction 
	[99,99%]
(note 1)
	[500] bits

(note 2)
	[5] kbit/s

(note 3)
	[35] m

Indoors
	[< 1,3] Million/km2 (note 4)
	<[3000]
	
	[1 700 000] m2

(note 5)

	NOTE 1: 
Chance of communication service unavailability needs to be significantly lower than chance of errors in logistics handling

NOTE 2:
Only an identifier for the tag is sent.

NOTE 3:
This value is calculated as the instant data rate for transmitting 500 bits within 100 ms time period. The need for data transmission is infrequent.

NOTE 4:
Based on closely packing containers.

NOTE 5:
Size of the flower auction location in Aalsmeer.

 


6.2
Traffic scenario cow stable

Description

In the dairy industry, there is an increase in the scale of farms. Whilst the number of farms decreases the number of cows per farm increases. The largest dairy farms in the US have over 15000 cows. A more typical dairy farm has around 200 cows.
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Figure 6.2-1: A typical dairy farm

Because of the increase of the number of cows, there is a lot of automation in dairy farming. For example cows are milked using a milk robot, and manure is removed with robots.
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Figure 6.2-2: Dairy farm automation with milk robot (left) and manure robot (right)

In order to identify individual cows (e.g. in the milk robot), the cows have tags. These tags also perform measurements of the cows vital signs (e.g. temperature, movement) to e.g. determine the fertility cycle of the cow and monitor health. 
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Figure 6.2-3: Cow sensor (sensor is just behind the ear)

It is also possible to create a cow sensor in the form of a capsule (or bolus) that can be swallowed by cows and remains in the first of the cow’s four stomachs. The advantage of this is that the sensor is smaller, providing more freedom to the cow, and that more internal data from within the cow can be measured.
Many cows spend their whole life in the stable. However, data in the Netherlands shows that more than 80% of cows also can graze outside in the meadows around the farm.

Assumptions

We assume a typical farm with 200 cows. Every cow is equipped with a sensor.

The dimensions of the stable varies with the interior design of the stable, but 30 m x 60 m is a realistic dimension. For simplicity we assume that cows can go everywhere within the stable. The assumption is that there is an indoor base station on the ceiling in the middle of the stable.

The sensors provide measurement data every hour, but can also provide immediate alerts in case the cow is in distress (e.g. during calving). Assumption is that each measurement (identifier, plus 4 measured values) can be provided within 500 bits.

The cow sensor can harvest energy from the movement and temperature of the cow. A continuous power scenario is assumed where the sensor continuously has power available.

Maximum range for the sensor to base station is approximately 35 meters. Note that when the cows are outside, the distance to outside base stations can be much larger (kilometres). It is not assumed that the sensors can communicate over such long range. Even though the sensor may detect the base station, it should not attempt to connect to the base station when it is out of range.

A typical size of a capsule / bolus for cows is approximately 30 mm by 100 mm. For smaller ruminants, such as sheep or goats, this size is not suitable and smaller capsules will have to be made.

Potential Functional Requirements

Ambient IoT devices shall not transmit (creating interference) when the network is outside communication range.
Potential Key Performance Requirements

[PR 6.1-001] The 5G system shall be able to provide Ambient IoT service with the following KPIs:
Table 6.1-1: KPIs for dairy stable scenario

	Scenario
	Communication Service Availability
	Message

Size
	User experienced Data rate 
	Communication range
	Device density
	
	Service area dimension

	Cows in dairy stable 
	[99,9%]
	[500] bits

(note 1)
	[5] kbit/s
	[35] m

Indoors
	[< 1] /km2 (note 3)
	
	[1 800] m2

(note 4)

	NOTE 1:
An identifier and four measurement values (e.g. temperature, movement, …).

NOTE 2:
This value is calculated as the instant data rate for transmitting 500 bits within 100 ms transmission time. The need for data transmission is infrequent (e.g. once per hour).

NOTE 3:
200 cows in the stable 

NOTE 4:
Assuming a 30 m x 60 m stable.




7
Consolidated potential requirements and KPIs
7.1
Consolidated potential requirements
7.2
Consolidated potential KPIs
8
Conclusion and recommendations
Annex A (Informative):
Ambient IoT availability scenarios
The Ambient IOT devices foresee to have different kind of communication pattern that could be dependent on power available for communication e.g harvesting and the availability of storage capability or the specific use case. Following pattern are foreseen:

-
Normal operation: In this scenario, Ambient IoT devices have power available continuously or at least for signicant amounts of time, either because there is continuous power harvesting or possibly in combination with limited energy storage (e.g. in a capacitor) to overcome momentary variations in power harvesting. The main effect of this scenario is that the processor and communications module in the Ambient IoT device can be continuously active. The communications module can listen to network at regular intervals to determine if there is mobile terminated traffic (e.g. trigger messages) and can transmit data when relevant.

-
Device triggered operation: In this scenario, devices have power available only intermittently. The main effect of this scenario is that the Ambient IoT device can only be active for the short periods of time. And it is the ambient IOT device that decides when to communicate with the network. It is possible that the Ambient IoT device is not  able to listen to the network for mobile terminated traffic for very long periods of time. This has an impact on service aspects such as provisioning. 

-
On demand operation: in this scenario 5G network will trigger the device to communicate in a relevant manner. This scenario only considers the network to trigger the communication and the ambient IOT device cannot determine when to communicate. Activation of the Ambient IoT device can imply a trigger to perform a specific action (e.g. do measurement) or to communicate (e.g. send an identifier). Activation can also imply to start listening to the network for a trigger message.

These scenarios are not intended as definitions for device categories. The purpose is to enable discussion of service aspects that are associated with different scenarios.

Editor’s Note: FFS to check and possibly find alternative terminology for triggering and activation

A.1
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