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*FIRST CHANGE*

##### 5.15.5.2.2a AF triggered modification of the Set of Network Slice(s) for a UE

In non-roaming cases, a trusted AF or an AF subject to authorization via the NEF, may request to replace a certain S-NSSAI (Replaced S-NSSAI) for a UE with another S-NSSAI (Alternative S-NSSAI) which is part of the UE subscription. The request in either case is sent to the PCF for the UE handling the impacted subscriber. Similarly, a trusted AF or an AF subject to authorization via the NEF, may request to terminate the replacement then use the Replaced S-NSSAI for a UE.

The PCF for the UE triggers the network slice replacement at the AMF as defined in TS 23.503 [45].

NOTE 1: How the AF obtains the S-NSSAI to be replaced and the Alternative S-NSSAI is out of scope of this specification.

The PCF sends access and mobility management policies to the AMF, as described in TS 23.503 [45], including the Replaced S-NSSAI and the corresponding Alternative S-NSSAI, together with information indicates that the Replaced S-NSSAI is to be modified to Alternative S-NSSAI . Based on this information the AMF shall not handle the Network Slice Replacement procedure as described in clause 5.15.19, instead it handles the procedure as following:

- If the Alternative S-NSSAI is not within the UE subscription, or is not supported in the UE Registration Area, the AMF shall notify the PCF that the Network Slice Replacement is not triggered with a cause value. The PCF further notify the AF.

- If the Alternative S-NSSAI is within the UE subscription and is supported in the UE Registration Area, the AMF includes the Alternative S-NSSAI in the Allowed NSSAI (if not present).

- The AMF removes the Replaced S-NSSAI from the Allowed NSSAI and add the Replaced S-NSSAI into the Rejected S-NSSAI by a UE Configuration Update procedure, if there is no SSC mode 1 PDU Session associated with the Replaced S-NSSAI, or after the SSC mode 1 PDU Session associated with the Replaced S-NSSAI is released.

NOTE 2: It is assumed that the URSP rule is preconfigured to ensure that the UE will use the Alternative S-NSSAI to establish a new PDU Session. Otherwise the PCF sends the UE updated URSP rules.

The trusted AF or a NEF may send request to PCF for the UE to stop the Network Slice Replacement. In this case the PCF for the UE sends access and mobility management policies to the AMF, as described in TS 23.503 [45]. The AMF remove the Replaced S-NSSAI from the Rejected S-NSSAI by a UE Configuration Update procedure if there is no SSC mode 1 PDU Session associated with the Alternative S-NSSAI, or after the SSC mode 1 PDU Session associated with the Alternative S-NSSAI is released. The UE may request to register the Replaced S-NSSAIs again next time the UE sends a Requested NSSAI.
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