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1
Decision/action requested

It is requested to approve the pCR to add conclusion for KI#2 of TR 33.839.
2
References
[1]
3GPP TR 33.839 Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC.
3
Rationale

This pCR is proposes to add Conclusion for KI#2.
For quick reference, excerpt from TS 33.535:

	Figure 4.1-2 shows the AKMA architecture using the reference point representation.
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Figure 4.1-2: AKMA Architecture in reference point representation for (a) internal AFs and (b) external AFs


4
Detailed proposal
******Start of Change******
7
Conclusions

7.x
Conclusion for Key Issue #2

Authentication between EEC and ECS:

· Solution #3 is recommended as the baseline for the normative work to conclude that AKMA is used for generating the shared key between EEC and ECS and TLS-PSK protocol is used for mutual authentication.
· In case of roaming, as to have support of EDGE service provided in the serving network, it is recommended to use solution#7 as the baseline for normative work for Rel-17, in addition to Solution #3. 

· Currently, AKMA does not support roaming scenarios in Rel-17. Therefore, it is practically impossible for all external AFs (in the roaming networks) to have secure N33 interface with the NEF (in the HN of the roaming UE).

· Solution#7 to be considered as an interim solution, until AKMA supports roaming scenarios.
******End of Change******
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