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1
Decision/action requested

It is requested to approve the pCR to add conclusion for KI#1 of TR 33.839.
2
References
[1]
3GPP TR 33.839 Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC.
3
Rationale

This pCR is proposes to add Conclusion for KI#1.
4
Detailed proposal
******Start of Change******
7
Conclusions

7.x
Conclusion for Key Issue #1

Authentication and authorization between EEC and EES:

· Solution #3 and Solution#17 is recommended as the baseline for the normative work to conclude that EEC and the EES establish a secure TLS connection using EES (server-side) certificate. For authentication of EEC, access token by OAuth is used. TLS provides integrity protection, replay protection, and confidentiality protection over the EDGE-1 interface. EEC produces the access token to the EES, over the EDGE-1 interface securely. 

· Authorization of the EEC is based on the access token generated by the ECS for the EES service which is described in solution #3 and #17. It is recommended to use solution #3 and solution#17 as the baseline for the normative work. 
******End of Change******
