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Abstract: : Analysis of routing of call signalling and media is considered to be critical for the definition of functions or roles of the various MCPTT ASs which may be involved in a call, whether private or group, in a single domain or multi-domain context.
1.
Introduction
This contribution performs the analysis of the routing models for MCPTT calls (both private calls and group calls) in order to define the distinctive functions (or so called “roles”) performed by the various ASs and corresponding media middle-boxes. Material is mostly derived from clauses 5 and 10 of TS 23.179, with the assumption that there may be, for scalability reasons, several ASs in direct contact with the various MCPTT clients in a call.
2.
Examples of call routing

2.1
Single domain group call
In the case of a single domain group call, the scalability reason indicated above is leading to a routing schema derived from clause 10.8.2.1.1 where the single AS is split into ASs in direct contact with the various group affiliated members and an AS which has the control of the group.
The routing schema is as presented in Figure 1. EPS and SIP core have not been represented between clients and ASs to represent only application layer interactions.
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Figure 1 Routing schema for a single domain group call

The steps are as follows:
0.
Registration and group affiliation have been performed. MCPTT Client 1 and Client 2 are affiliated to a group which is controlled by AS 2 and MCPTT client 1 has selected this group. The AS in direct contact of MCPTT Client 1 is AS 1 and the AS in direct contact of MCPTT Client 2 is AS 3.

1.
The group call request is sent from MCPTT Client 1 to AS 1, using MCPTT-1. The media description is SDP1 and describes an encrypted media if the SIP core is untrusted. Some of the headers are hidden is the SIP core is untrusted.

2.
AS 1 reveals the hidden headers and allocates a decryption function in GW 1. The group call request is forwarded to the AS controlling the group (AS 2) with revealed headers and with a media description SDP2 describing an unencrypted media with a RTP connection point in the gateway GW 1, using MCPTT-3.
3.
AS 2 (which is AS controlling the group) allocates an instance of floor arbitration function in the floor control server FCS 2. It forwards the group call request to AS 3, using MCPTT-3. It contains a media description SDP 3 describing an unencrypted media with a RTP connection point in the floor control server.
Note:
There can be several instances of AS 3 if the group is spread over several ASs. Distinct connection points should be allocated in that case.
4.
AS 3, which is the last AS in the signalling path, performs the following functions: it allocates an encryption function in the gateway GW3 (if required), a media replication function with as many RTP connection points as MCPTT clients receiving media over a unicast media bearer. It create an instance of the group call request for every MCPTT client receiving the media over a unicast bearer with a media description SDP 4 describing an encrypted media with a RTP connection which has been allocated for this MCPTT client in the gateway GW3. The headers which shall be hidden are hidden before transmission of the generated group call request to the corresponding MCPTT client 2, using MCPTT-1.
5.
MCPTT client 2 allocates a RTP connection point and generates an OK message carrying an SDP description SDP 4’ describing an encrypted media and giving a RTP connection point in the corresponding client. Headers are protected as required.

6.
AS 3 allocates a RTP connection point corresponding to the encryption or replication function as appropriate and sends an OK message to the AS 2. The media description SDP 3’ describes an unencrypted media and contains the allocated RTP connection point.
Note:
If the group call is not an acknowledged group call there may be no timing relationship between the reception of 5 and the sending of 6 by AS 3.

7
AS 2 generates an OK message with a media description SDP 2’describing an unencrypted media with a RTP connection point corresponding to the floor arbitration function allocated in step 3.
8.
AS 1 allocates an encryption function and an RTP connection point corresponding to MCPTT CLIENT 1. AS1 generates an OK message with a media description SDP 1’, describing an encrypted media with the allocated RTP connection point. The headers are protected as appropriate before the message is sent to MCPTT client 1.
( (SDP 1 & SDP 1’) is a bidirectional RTP flow between MCPTT client 1 and GW 1, ( (SDP 2 & SDP 2’) is a bidirectional RTP flow between GW 1 and FCS 2, ( (SDP 3 & SDP 3’) is a bidirectional RTP flow between FCS 2 and GW 3 and ( (SDP 4 & SDP 4’) is a bidirectional RTP flow between GW 3 and MCPTT client 2.
Note:
It is FFS but recommended to have a single RTP session between two AS for a given instance of a group call.

Note:
As a consequence if AS 1 is the same as AS 3, ( (SDP 2 & SDP 2’) and ( (SDP 3 & SDP 3’) should correspond to the same RTP session.

The routing of the media as presented allows for recording by the organisation controlling the group (with a tee in the floor control server FCS 2 and legal interception with a tee in one or the other gateways GW 1 and GW 3.

2.2
Multi-domain group call

This case is dealing with the routing of group calls, when the group has been defined as a regroup of groups belonging to different domains. The routing schema presented in figure 2 follows the same conventions as in the preceding section and only the access to the MCPTT clients in the partner system is represented.
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Figure 2 Routing schema for a multi-domain group call

The steps are as follows:

0.
Additionally to the assumptions of step 0 in previous section, AS 3 is the AS controlling a regrouped group in the partner MCPTT application domain

1.
The group call request is send from MCPTT client 1 to AS 1, using MCPTT-1. The media description is SDP1 and describes an encrypted media if the SIP core is untrusted. Some of the headers are hidden is the SIP core is untrusted.

2.
AS 1 reveals the hidden headers and allocate a decryption function in GW 1. The group call request is forwarded to the AS controlling the group (AS 2) with revealed headers and with a media description SDP2 describing an unencrypted media with a RTP connection point in the gateway GW 1, using MCPTT-3.

3.
AS 2 (which is AS controlling the group) allocates an instance of floor arbitration function in the floor control server FCS 2. It forwards the group call request to AS 3, using MCPTT-3. It contains a media description SDP 3 describing an unencrypted media with a RTP connection point in the floor control server.

Note:
There can be several instances of AS 3 if several groups have been regrouped. Distinct connection points should be allocated in that case.

4.
AS 3 (which is the AS controlling one of the groups which have been regrouped) allocates an RTP connection point to a media replication function for each of the application server AS 4 in direct contact with MCPTT clients in the group. It replicates and forwards the group call request to each of the AS 4 with a media description SDP 4 describing an unencrypted media with the allocated RTP connection point.
Note:
There can be several instances of AS 4 if the constituent group is spread over several ASs. Distinct connection points are allocated in that case.

5.
AS 4, which is the last AS in the signalling path, performs the following functions: it allocates an encryption function in the gateway GW4 (if required), a media replication function with as many RTP connection points as MCPTT clients receiving media over a unicast media bearer. It create an instance of the group call request for every MCPTT client receiving the media over a unicast bearer with a media description SDP 5 describing an encrypted media with a RTP connection which has been allocated for this MCPTT client in the gateway GW4. The headers which shall be hidden are hidden before transmission of the generated group call request to the corresponding MCPTT client 2, using MCPTT-1.

6.
MCPTT client 2 allocates a RTP connection point and generates an OK message carrying an SDP description SDP 5’ describing an encrypted media and giving a RTP connection point in the corresponding MCPTT client. Headers are protected as required.

7.
AS 4 allocates a RTP connection point corresponding to the encryption or replication function as appropriate and sends an OK message to the AS 3. The media description SDP 4’ describes an unencrypted media and contains the allocated RTP connection point.

8.
 AS 3 forwards an OK message to AS 2 with an SDP description SDP 3’ describing an unencrypted media and containing the RTP connection point of the media replication function allocated in step 4.
9
AS 2 generates an OK message with a media description SDP 2’describing an unencrypted media with a RTP connection point corresponding to the floor arbitration function allocated in step 3.

10.
AS 1 allocates an encryption function and an RTP connection point corresponding to MCPTT client 1. AS1 generates an OK message with a media description SDP 1’, describing an encrypted media with the allocated RTP connection point. The headers are protected as appropriate before the message is sent to MCPTT client 1.

( (SDP 1 & SDP 1’) is a bidirectional RTP flow between MCPTT client 1 and GW 1, ( (SDP 2 & SDP 2’) is a bidirectional RTP flow between GW 1 and FCS 2, ( (SDP 3 & SDP 3’) is a bidirectional RTP flow between FCS 2 and GW 3, ( (SDP 4 & SDP 4’) is a bidirectional RTP flow between GW 3 and GW 4 and ( (SDP 5 & SDP 5’) is a bidirectional RTP flow between GW 4 and MCPTT client 2.

Note:
The media replication function in GW 3 may be used for recording by AS 3, if the organisation managing the constituent group is willing to perform an independent recording.

Note:
If AS 3 does not perform recording and if there is only one instance of AS 4, the media replication function in GW 3 may be omitted, in which case it is possible to have ( = (.

2.3
Private call (with floor control) without local routing optimisation

This case is corresponding to the option 1 of TS 23.179, clause 5.2.3. The flow of media is not routed locally and is flowing through the AS which are primary for the calling party and the called party respectively. The routing schema is as presented in Figure 3. As before, EPS and SIP core have not been represented between clients and ASs to represent only application layer interactions.
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Figure 3 Routing schema for a private call with floor control and without local media routing

The steps are as follows:

1.
The private call request is send from MCPTT client 1 to AS 1, using MCPTT-1. The media description is SDP1 and describes an encrypted media if the SIP core is untrusted. Some of the headers are hidden is the SIP core is untrusted.

2.
AS 1 reveals the hidden headers and allocate a decryption function in GW 1. The private call request is forwarded to the AS of the organisation of client 1 (AS 2) with revealed headers and with a media description SDP2 describing an unencrypted media with a RTP connection point in the gateway GW 1, using MCPTT-3.

3.
AS 2 allocates an instance of floor arbitration function in the floor control server FCS 2. It forwards the private call request to AS 3 which is the AS of the organisation of client 2, using MCPTT-3. It contains a media description SDP 3 describing an unencrypted media with a RTP connection point in the floor control server.

4.
Two cases may be defined for the processing in AS 3. If AS 3 has to perform recording, it shall allocate in GW 3 a media tee function which will have two RTP connection points (input and output) on the call media path. AS 3 the forwards to AS 4 a private call request. It contains a media description SDP 4 describing an unencrypted media with one of the RTP connection points in GW 3 which have been allocated for the media tee function. Otherwise, if AS 3 does not perform recording, no function allocation is performed in GW 3 and SDP 4 = SDP 3.
5.
AS 4, which is the last AS in the signalling path, performs the following functions: it allocates an encryption function in the gateway GW4 (if required) and a RTP connection point. It forwards the private call request to the target MCPTT client with a media description SDP 5 describing an encrypted media with the RTP connection which has been allocated in the gateway GW4. The headers which shall be hidden are hidden before transmission of the generated private call request to MCPTT client 2, using MCPTT-1.

6.
MCPTT client 2 allocates a RTP connection point and generates an OK message carrying an SDP description SDP 5’ describing an encrypted media and giving a RTP connection point in the corresponding MCPTT client. Headers are protected as required.

7.
AS 4 allocates a RTP connection point corresponding to the encryption function as appropriate and sends an OK message to the AS 3. The media description SDP 4’ describes an unencrypted media and contains the allocated RTP connection point.

8.
AS 3 forwards an OK message to AS 2, containing a media description SDP 3’ describing an unencrypted media. If AS 3 is performing recording (as indicated in step 4), the media description uses the other RTP connection point allocated in step 4. Otherwise, SDP 3’ is equal to SDP 4’. 
9.
AS 2 generates an OK message with a media description SDP 2’describing an unencrypted media with a RTP connection point corresponding to the floor arbitration function allocated in step 3.

10.
AS 1 allocates an encryption function and an RTP connection point corresponding to MCPTT client 1. AS1 generates an OK message with a media description SDP 1’, describing an encrypted media with the allocated RTP connection point. The headers are protected as appropriate before the message is sent to MCPTT client 1.

( (SDP 1 & SDP 1’) is a bidirectional RTP flow between MCPTT client 1 and GW 1, ( (SDP 2 & SDP 2’) is a bidirectional RTP flow between GW 1 and FCS 2, ( (SDP 3 & SDP 3’) is a bidirectional RTP flow between FCS 2 and GW 3, ( (SDP 4 & SDP 4’) is a bidirectional RTP flow between GW 3 and GW 4 and ( (SDP 5 & SDP 5’) is a bidirectional RTP flow between GW 4 and MCPTT client 2.

Note:
If AS 3 does not perform recording, the media tee function in GW 3 may be omitted, in which case ( = (.

Note:
The floor arbitration function may alternatively be allocated by AS 3, the role of AS 2 and AS 3 may thus be exchanged, but in all cases, one and only one arbitrator function is allocated.
2.4
Private call (with floor control) with local routing optimisation

This case is corresponding to the option 2 of TS 23.179, clause 5.2.3. The flow of media is routed locally under the control of the ASs which are primary for the calling party and the called party respectively. Therefore, a local AS is added in the routing path for signalling and media. The routing schema is as presented in Figure 4. As before, EPS and SIP core have not been represented between clients and ASs to represent only application layer interactions.
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Figure 4 Routing schema for a private call with floor control, with local media routing

The steps are as follows:

0.
The AS in direct contact of MCPTT client 1 is AS 1 and the AS in direct contact of MCPTT client 2 is AS 5. AS 2 is the AS controlling client 1, AS 4 is the AS controlling client 2 and AS3 is chosen to be local to client 1 and client 2.

1.
The private call request is send from MCPTT client 1 to AS 1, using MCPTT-1. The media description is SDP1 and describes an encrypted media if the SIP core is untrusted. Some of the headers are hidden is the SIP core is untrusted.

2.
AS 1 reveals the hidden headers and allocate a decryption function in GW 1. The private call request is forwarded to the AS of the organisation of client 1 (AS 2) with revealed headers and with a media description SDP2 describing an unencrypted media with a RTP connection point in the gateway GW 1, using MCPTT-3.

3.
 As AS 2 determines that optimisation of the routing of the media could be performed and that AS 3 is local to both client 1 and client 2, the private call request is forwarded to AS 3. The media description is equal to SDP 2.
4.
 AS 3 (which is the local AS for the optimisation of the media routing) allocates an instance of floor arbitration function in the floor control server FCS 3. It forwards the group call request to AS 4, using MCPTT-3. It contains a media description SDP 3 describing an unencrypted media with a RTP connection point in the floor control server.

5.
AS 4 forwards to AS 5 a private call request. The media description is equal to SDP 3.

6.
AS 5, which is the last AS in the signalling path, performs the following functions: it allocates an encryption function in the gateway GW5 (if required) and a RTP connection point. It forwards the private call request to the target MCPTT client with a media description SDP 4 describing an unencrypted media with the RTP connection which has been allocated in the gateway GW5. The headers which shall be hidden are hidden before transmission of the generated private call request to the corresponding MCPTT client 2, using MCPTT-1.

7.
MCPTT client 2 allocates a RTP connection point and generates an OK message carrying an SDP description SDP 4’ describing an encrypted media and giving a RTP connection point in the corresponding client. Headers are protected as required.

8.
AS 5 allocates a RTP connection point corresponding to the encryption function as appropriate and sends an OK message to the AS 4. The media description SDP 3’ describes an unencrypted media and contains the allocated RTP connection point.

9.
AS 4 forwards an OK message to AS 3, containing a media description equal to SDP 3’.

10.
AS 3 generates an OK message with a media description SDP 2’describing an unencrypted media with a RTP connection point corresponding to the floor arbitration function allocated in step 4.

11.
AS 2 generates an OK message. The media description is equal to SDP 2’.
12.
AS 1 allocates an encryption function and an RTP connection point corresponding to MCPTT client 1. AS1 generates an OK message with a media description SDP 1’, describing an encrypted media with the allocated RTP connection point. The headers are protected as appropriate before the message is sent to MCPTT client 1.

( (SDP 1 & SDP 1’) is a bidirectional RTP flow between MCPTT client 1 and GW 1, ( (SDP 2 & SDP 2’) is a bidirectional RTP flow between GW 1 and FCS 3, ( (SDP 3 & SDP 3’) is a bidirectional RTP flow between FCS 3 and GW 5 and ( (SDP 4 & SDP 4’) is a bidirectional RTP flow between GW5 and MCPTT client 2.

Note:
Recording can be performed by any of the ASs controlling client 1 and client 2 by the establishment of a joining session based on the information collected during the establishment of the private call.
2.5
Private call without floor control

This case is corresponding to a call without floor control which can thus be routed without allocation of a floor arbitration function in any floor control server. The flow of media is routed directly under the control of the ASs which are primary for the calling party and the called party respectively. The routing schema is as presented in Figure 5. As before, EPS and SIP core have not been represented between client and AS to represent only application layer interactions.
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Figure 5 Routing schema for a private call without floor control

The steps are as follows:

1.
The private call request is send from MCPTT client 1 to AS 1, using MCPTT-1. The media description is SDP1 and describes an encrypted media if the SIP core is untrusted. Some of the headers are hidden is the SIP core is untrusted.

2.
AS 1 reveals the hidden headers and allocate a decryption function in GW 1. The private call request is forwarded to the AS of the organisation of client 1 (AS 2) with revealed headers and with a media description SDP2 describing an unencrypted media with a RTP connection point in the gateway GW 1, using MCPTT-3.

3.
AS 2 forwards the private call request to AS 3, using MCPTT-3. It contains a media description equal to SDP 2.

4.
AS 3 then forwards the private call request to AS 4. It contains a media description equal to SDP 2.

5.
AS 4, which is the last AS in the signalling path, performs the following functions: it allocates an encryption function in the gateway GW4 (if required) and a RTP connection point. It forwards the private call request to the target MCPTT client with a media description SDP 3 describing an unencrypted media with the RTP connection which has been allocated in the gateway GW4. The headers which shall be hidden are hidden before transmission of the generated private call request to the corresponding MCPTT client 2, using MCPTT-1.

6.
MCPTT client 2 allocates a RTP connection point and generates an OK message carrying an SDP description SDP 3’ describing an encrypted media and giving a RTP connection point in the corresponding MCPTT client. Headers are protected as required.

7.
AS 4 sends an OK message to AS 3. The media description SDP 2’ describes an unencrypted media and contains the RTP connection point allocated to the encryption function.

8.
AS 3 forwards an OK message to AS 2. The media description is equal to SDP 2’.

9.
AS 2 forwards an OK message with a media description SDP 2’.

10.
AS 1 allocates an encryption function and an RTP connection point corresponding to MCPTT client 1. AS1 generates an OK message with a media description SDP 1’, describing an encrypted media with the allocated RTP connection point. The headers are protected as appropriate before the message is sent to MCPTT client 1.

( (SDP 1 & SDP 1’) is a bidirectional RTP flow between MCPTT client 1 and GW 1, ( (SDP 2 & SDP 2’) is a bidirectional RTP flow between GW 1 and GW 4 and ( (SDP 3 & SDP 3’) is a bidirectional RTP flow between GW4 2 and MCPTT client 2.

3.
Functions to be performed by various ASs and corresponding media functions
The analysis in previous sections highlights various functions or roles that are performed by the ASs in the signalling path depending on the type of call and relative positions in the path.
The AS in the first and last position (ingress and egress) have the most distinctive functions. They control a media gateway which is the first/last RTP entity in the media path and thus perform (the list is not comprehensive):

(
NAT (ICE) setup and maintenance

(
Ciphering and de-ciphering of media, when IMS/SIP core is untrusted

(
Modification of SIP headers that shall be hidden or revealed

(
Replication of group targeted signalling

(
Replication of group target media transmitted over multiple unicast bearers

(
Maintenance of MCPTT user location information for unicast/broadcast decisions
(
Management of legal interception

This list is similar with what is expected from a participating function in the usual OMA sense.
However, the functions related to “controlling” are less distinctive. If it is clear that for a call with floor control (group or private) there is only one floor arbitration function and this function is controlled by only one AS on the signalling path, the decision function may be performed by various ASs in the path and the application of call policy may be performed by several AS. If call duration is for example managed by the AS which is the group owner in the group call case, the two ASs which are the “Home” in a private call may end the call when the duration for the corresponding client is elapsed.

Further, some AS have a “role” which cannot be considered as controlling or participating (for example AS3 in section 2.2 or AS2 and AS4 in section 2.4), a “transit” role which has some of the attributes of the participation function (like signalling and media replication for group calls) without having other important attributes like the management of NAT or of encryption.
4.
Conclusion

The issue of “role” definition in MCPTT is made more complex by the large range of call and routing options. If a “participating” or “serving” role may sensibly be defined for the first and last AS in call signalling and media path (ingress and egress functions/roles), the functions related to floor arbitration decision, floor arbitrator control, routing, signalling replication, media replication and group or user call policy enforcement will appear in different regroupings. 
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